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1. Introduction

This document proposes one of the possible methods to recover picture header by using use of GFID for H.263 when picture header is disrupted or lost in error-prone mobile links or packet-lossy Internet environments. Slight extension of the proposed method can also be effectively cooperated with header repetition. 

The GFID defined in Section 5.2.5 indicates whether or not picture header in the current frame differs from that for the previous frame. The following conditions have impact on GFID change (00 to 01 and 01 to 00):

1. Change of annex(es)

2. Picture type change: I to P and P to I

3. RTYPE change

4. Change of CPFMT, EPAR, CPCFC, SSS, ELNUM, RLNUM, UUI, RPSMF, and RPRP
Picture header contains some crucial information for decoding the current picture. When it turns out that the picture header information is not available, discarding whole picture frame is inevitable. Suppose that the decoder encounters a corrupted picture header. In order to figure out at least what was changed in the picture header, comparison of GFID for the current frame and that for the previous frame would be possible. Unfortunately, however, the existing GFID does not provide sufficient information on which part(s) of picture header has (have) been changed as it only indicates whether or not picture header for the current frame is identical to that for the previous frame.

This article proposes a new set of GFID values considering possible cases that impact GFID change. Section 2 of this document illustrates what new GFID values look like and Section 3 presents simulation results. 
2. Proposed Method

We have defined a new set of GFID values in accordance as follows:

Table 1. GFID numbering

(GFIDN-1: GFID for the previous frame, GFIDN: GFID for the current frame)

Class
Condition
GFIDN

0
No change
00

1
RTYPE change
GFIDN-1 (XOR) 01

2
Picture type change
GFIDN-1 (XOR) 10

3
Change of CPFMT, EPAR, CPCFC, SSS, ELNUM, RLNUM, UUI, RPSMF, and RPRP 
GFIDN-1  (XOR) 11



4
Annex change
GFIDN-1  (XOR) 11

Set UFEP to 1 in the next frame

The class has been chosen according to the priority of conditions. When two or more conditions are engaged, GFIDN shall follows the highest class involved. For example, the current picture has both RTYPE and picture type changes, then GFIDN will be GFIDN-1 (XOR) 10. In case of class 4, UFEP in the next frame shall be set to 1 with OPPTYPE in order to figure out change of annex(es) for the current. Table 2 illustrates encoding example.

Table 2 Encoding example

Frame No.
1
2
3
4
5
6
7
8
9
10

Picture Type
I
P
P
P
P
I
P
P
P
P

UFEP
1
1
0
0
0
1
1
0
0
0

RTYPE
0
1
0
1
0
0
1
0
1
0

Annex in use
IJFK
IJFK
IJFK
IJFK
IJFK
JFK
JFK
JFK
JFK
JFK

GFID old
“00”
“10”
“00”
“10”
“00”
“10”
“00”
“10”
“00”
“10”

GFID new
“00”
“10”
“11”
“10”
“11”
“00”
“10”
“11”
“10”
“11”

We assumed that I pictures are existing with period of five frames and RTYPE is re-enabled at every I picture. Annex change is occurred at sixth frame causing UFEP change. If RTYPE is in use every frame has alternating RTYPE filed. 

Decoding procedure is quite straightforward. Please note that the decoder will simply discard the current picture when the GFIDN belongs to class 3. Let us have the following examples:

1. Decoding the 1st frame is successful and header information for 2nd frame is lost. If we use conventional GFID, then the decoder will simply try to find the picture header of 3rd frame. However, the proposed method leads to identification of picture type, RTYPE, annexes in use as far as the picture header information for the 3rd frame is valid. If GFID of 3rd frame (11) is XORed with that of 2nd frame (10), then we will get the value of “01” that tells us picture type change between 2nd and 3rd frame.

2. Decoding 5th frame is successful while the header information for the 6th frame is lost. The decoder will attempt to decode the picture header segment and GFID for 7th frame. Similarly, if we are XORing 10 (GFID in 7th frame) and 00 (GFID in 6th frame), resultant GFID (GFID of 6th frame) is 10 meaning that picture type has been changed.
Although GFID itself can also be corrupted, the above-explained decoding procedure can apply using other GFIDs (8 in case of GOB mode) in the current picture.

3. Simulation Results

For performance comparison, we have performed computer simulations following the common simulation conditions (q15gxx) except that the number of encoded frames is 1000 (rather than 4000) and change of annex is assumed. Target bitrate and frame rate for Foreman and Silent are 64 kbps and 7.5 Hz, respectively.

1. Every 100th frame has INTRA frame. 

2. Annex D F I J T are turned on in the 0~99th frames.

3. Annex I is turned off in the 100~199th, 400~499th, 700~799th frames.

4. Annex T is turned off in the 200~299th, 500~599th, 800~899th frames.

5. Annex D is turned off in the 300~399th, 600~699th, 900~999th frames.

We have compared the following three cases concerning handling of picture header segment when the decoder gets corrupted picture header segment:

Case 1: Discard the current frame 

Case 2: Assume the picture header segment for the current frame is identical to that for the previous frame.

Case 3: Proposed method

Also, we have done the simulations for the following two different scenarios:

Case A: Channel error profile is used to simulate error-prone environment contaminating H.263 encoded bitstream

Case B: Errors are applied only to the header information segment. 

B.1 Errors are applied only to 10 headers which is changed to different annexes

B.2 Errors are applied only to 10 headers which is changed to different RTYPE.

Both objective (PSNR) and subjective (picture quality) have been provided. Table 3 presents the PSNR results for all three cases, while figure 1 illustrates graphical presentation of PSNR values.

4. Conclusion

In this simulation, we can have the PSNR improvement in error prone environment and several header packet loss environment using proposed simple method. Specially, we can see the big difference in case b.2.

We can find the assumption method could have mistake in some case.  

Table 3 Simulation Result

Table 3(a) Case A


Used Method
Error profile 1
Error profile 2



PSNR
Drop
PSNR
Drop

Foreman
Case 1
21.80
34.52
34.75
8
24.76
35.64
36.06
2


Case 2
21.77
34.43
34.68
0
24.79
35.65
36.07
0


Case 3 
21.90
34.26
34.55
0
24.79
35.66
36.07
0

Silent
Case 1
26.83
34.89
36.90
12
29.38
36.67
38.42
5


Case 2
26.90
34.89
36.92
0
29.40
36.67
38.42
0


Case 3
27.63
35.97
37.53
0
29.40
37.07
38.48
0

Table 3(b) Case B


Used Method
Case B.1
Case B.2



PSNR
Drop
PSNR
Drop

Foreman
Case 1
17.22
31.63
31.20
10
24.93
35.81
36.22
10


Case 2
17.23
31.64
31.21
0
25.21
35.85
36.27
0


Case 3 
25.33
35.85
36.26
0
25.22
35.85
36.26
0

Silent
Case 1
22.82
34.24
35.95
10
29.58
37.20
38.45
10


Case 2
22.82
34.23
35.96
0
29.70
37.23
38.47
0


Case 3
29.73
37.22
38.51
0
29.71
37.22
38.50
0

Figure 1. Foreman Sequence
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Figure 2. Silent Sequence
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