ITU - Telecommunications Standardization Sector

STUDY GROUP 16

Video Coding Experts Group (Question 15)

_________________

Ninth Meeting: Red Bank, New Jersey, 19-22 October, 1999
Document  Q15-I-19

Filename: q15i19.doc

Generated: 10 Oct. ’99

Question:
Q.15/SG16

Source:
Michael Gallant, Guy Côté, and Faouzi Kossentini
University of British Columbia                    2356 Main Mall  Vancouver, BC, Canada V6T 1Z4

Stephan Wenger
TU Berlin / TELES AG
Franklinstr. 28-29
D-10587 Berlin

Tel:
Fax:
Email:

(604) 822-4988
(604) 822-5949
{mikeg, guyc, faouzi} @ece.ubc.ca

+1-415-297-2063
+1-604-736-7853
stewe@cs.tu-berlin.de


Title:
Normative Error Concealment Method: Repeat Macroblock

Purpose:
Proposal

_____________________________
1.0 Introduction

We present results for an error concealment method for inclusion in H.263++ Annex L. The method is similar to the TCON model, except that no motion compensation is performed.

2.0 Description of the error concealment scheme

Data from the previously (temporal) displayed picture is used for concealment of parts of the picture where data is lost. Missing macroblocks in the current frame are concealed by simply repeating the macroblock in the previous displayed frame at the same spatial location. 

3.0 Results

Results were generated using the Internet/H.323 common conditions as outlined in Q15-G-39r1 and the source packetization/depacketization simulator of Q15-I-09, with packet loss error patterns in Q15-I-16. All PSNR values are averaged over all frames, including skipped frames where the previous coded frame is repeated.

Two sets of average results are presented in each of Tables 1, 2, and 3 for the Internet packet loss error patterns. In all tables, the first set of results is for the high-complexity mode decision algorithm for error-prone environments described in the Test Model (Q15-G-16), which repeats macroblocks for concealment, as described in the previous section.  The second set of results is also for the high complexity mode decision algorithm for error-prone environments described in the Test Model (Q15-G-16), but uses a different concealment mechanism, based on TCON and described in Q15-I-20. 

Table 1 presents results for decoded PSNR after applying the error patterns. In this case, the encoder uses knowledge of the packet loss rate and the decoder error concealment mechanism in its mode decision algorithm. Note that in both cases this should produce different data streams for each different loss situation, except for the zero loss case.  Based on the results, we suspect there is a small problem in the encoding algorithm, as we do not in fact obtain identical streams for the zero loss case. This problem is currently under investigation. 

Table 2 also presents results for decoded PSNR after applying the error patterns. In this case, the encoder does not use knowledge of the packet loss rate or the decoder error concealment mechanism to compute the concealment distortion in its mode decision algorithm. This produces the same data stream for both cases for all loss situations. Again, based on these results we suspect there is a small problem in the encoding algorithm, as we do not in fact obtain identical streams for both the repeated macroblock and TCON concealment cases.

Table 3 presents results for decoded PSNR without having applied the error patterns. Both sets of results are from data streams generated by the high-complexity mode decision algorithm for error-prone environments described in the Test Model (Q15-G-16). These results serve as a benchmark against which the corrupted streams can be compared. 

A comparison of the first set of results in Tables 1 and 2 illustrates that there are still clear benefits in having a normative mechanism for concealment, where in this case the mechanism simply repeats lost macroblocks. We believe that a simpler alternative to TCON also has merit and should be included as normative content.
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64.00
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7.5
59.20
3
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64.00
7.5
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64.00
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3
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64.00
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37.82
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38.94
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