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I.	Introduction


Video communication over error-prone networks is becoming an important issue for multimedia applications. To comply with the recent multimedia applications which absolutely require reliable transmission over error-prone and band-limited networks such as mobile links and the Internet, we propose a layered protection (LP) approach in the H.26L for both efficient and error-robust video coding in the H.26L in various networks and time-varying network conditions.


I.	Layered Structure of Error  Robustness in the H.26L


A.	Background


In order to cope with various error characteristics, a set of error protection schemes can be thought of considering trade-off between coding efficiency (prediction, VLC coding, accuracy of transform and motion estimation, etc.) and error robustness with complexity dependency represented by the dotted lines in the Figure 1. The two solid lines (upper and lower) shown in the Figure 1 represent the locus of the development stages of video coding technologies in terms of coding efficiency improvement at the expense of error robustness (the lower solid line) and vice versa (the upper solid line). The points from A through D along the lower solid line, for example, correspond to raw sequence, Motion-JPEG, H.263 without error resilience and H.263 plus options irrelevant to error resilience respectively. As one moves from A to D, coding efficiency and complexity tend to increase while error robustness is likely to decrease. On the contrary, the points from D through F along the upper solid line have an emphasis on error robustness rather than coding efficiency with some complexity variation. It is noteworthy to observe the slopes of the two solid lines because they indicate the performance of a codec. The smaller the slope of the lower solid line and the bigger the slope of upper solid line, the better the performance of a codec as far as the two parameters - coding efficiency and error robustness -are taken into account within the complexity requirement.





It is quite clear that a coding scheme with a performance characteristic lying near the origin is not desirable, since it has poor coding efficiency and is vulnerable to channel errors. On the contrary, we can also categorize a desirable coding scheme having both good coding efficiency and good error resilience against error-prone channels, whose performance characteristics can be shown in the right-upper part of the Figure 1. Apparently, a coding scheme to be represented in right-upper side of the figure is  ideal, but it would require extremely sophisticated techniques and high complexity.


The motivation of a layered approach starts by assuming that every algorithm can be represented by a point onto the solid line reflecting the work done by the group, then the error protection schemes should lie on the upper solid line and also can be categorized into some classes with which the new codec H.26L can have a fine error protection structure that will provide an economic way of error-resilient coding. 
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Figure 1. Relationship between coding efficiency, error robustness and complexity


A.	Consideration of the Network Adaptation


Every network has its own characteristics in terms of protocols, error generation patterns, and delays, etc. This is the reason why some error-resilient techniques are applicable exclusively to a specific networks while some others are applicable to all networks. For example, wireless networks and the Internet have many different aspects (packet loss vs. burst error, jittering vs. fading, different protocols, etc.) so that the two networks need to have different structures of layered protection. This means that it would be possible to construct network-dependent layered structure for error robustness.





A.	The Layered Protection


1.	Basic Concept


Figure 1 presents concept of one of the possible layered protection schemes in the H.26L. For simplicity, we initially assume three error protection groups represented by class A, B, and C with two parameters - coding efficiency and error-resilience. Other parameters such as complexity, quality-of-services (QoS), bandwidth can also derive other possible sets of classes.





Based upon the three classified categories, we need to find a nice way to achieve reasonable coding efficiency and error robustness at the same time. One possible way to do so is making an error protection structure as a layered one so that �Class A� is used to protect light error-prone channel conditions,  �Class B� to protect a little bit heavy situations and �Class C� to protect heavy situations as the channel condition varies in time. In short, The cost to be paid to attain appropriate error robustness can be minimized with the layered protection. To this end, it would be highly important to define specific description of each level as a function of error characteristics (e.g., bit-error-rate, channel SNR, etc.) and/or QoS (frame rate, picture quality, etc.). 





1.	Possible Layered approach in the H.26L


By extracting the possible and desirable portions from the figure 1 and adding the concept of network adaptation, one of possible scenarios of the H.26L error protection structure can be shown as in the Figure 2.
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Figure 2. A layered protection approach under consideration of network adaptation.





Suppose that all information in an encoded bit stream can be classified according to its significance in the process of decoding. Thus gaining relatively good error robustness without sacrificing big coding efficiency which is an economic way of error protection can be achieved through protecting the most important information first. For example, the sync codes might be the most important when decoding the received bit stream because the corruption of those affects all the remaining information up to the next good sync. Based on this assumption, each layer has the following characteristics.









































Again, the beauty of the layered scheme is that the communication can be best adapted to various and time-varying channel status via dynamic capability exchange with external means so that the total performance of the system can be maximized.





I.	Test Environments


A.	Need for Characterization of Each Layer


It is quite true that more concrete definition of each layer is needed to adopt the layered protection concept to the new video codec. The basic assumptions in this report is following 





There are only two parameters to determine which one should be included in which layer. 


Every information has its own significance level and each layer corresponds to the level.


Every layer includes all the lower ones.


Other specification such as measurement of error robustness (e.g., BER) and coding efficiency (e.g., bit rate)


A.	Need for Test Beds for Future Works


Building test beds for possible applications taking into account of common conditions would be quite necessary for further evaluating H.26L. For example, a test bed for mobile video transmission should reflect error profiles (with respect to target bit rate), channel modeling including baseband modulation and decision strategy, etc. Test beds for other applications would be also possible by considering application specific environments. This work also needs the group�s activities.


A.	Need for a Group to Review All Proposals in the Viewpoint of LP


Scope of the future works in the group will include (but not limited to):


- Preparing test beds to verify algorithms and make simulations easy.


- Establishing common simulation conditions.


- Organize all the collaborative works with other groups, for example Q11, for technical cooperation and expertise sharing.


I.	Existing Techniques and a Possible Layered Structure of Error Robustness


A.	Existing Techniques


Up to date, there have been many techniques having great impact on error-resilience, which can be roughly classified into two big category - one using feedback information and the other one with feedforward scheme. Other classifications would be also possible. The following sub-sections briefly present some existing techniques which belong to each group.


1.	With interaction between the encoder and the decoder


For reliable communication over error-prone channel, a transmitter and the receiver may have (ir)regular interaction via system control logic in order to increase the QoS of the total system. Examples include retransmission on request and error tracking, which can be realized provided the bandwidth of a system is allowable or a quick refresh is needed. In addition to these examples, INTRA coding and unequal error protection per receiver�s request can be also implemented.


1.	Feedforward only


This method does not involve interaction between an encoder at the transmitter side and a decoder at the receiver side. Instead, each encoder and decoder have their own methods to have error-resilience. This feedforward method can be further divided into two groups as presented in the following sub-sections.


a. Error-Robust Encoder


An error-robust encoder can be implemented with error-robust syntax using re-synchronization, data partitioning, (unequal) forward error protection, etc. Those kind of operations can be done by monitoring channel status or estimating error metrics of the picture to be encoded. Selective error protection and INTRA update can be included in this group.


b. Error-Robust Decoder


Since this kind of decoder concerns only the received bit stream, it requires an intelligent error detecting scheme, error concealment, backward decoding, etc. Incorporated with backward decoding, reversible VLC, selection of the range to be discarded can also be used.


A.	Grouping of Existing Techniques


For simplicity, we initially consider wired, mobile, and the Internet environments for H.26L bit stream. Wired networks such as PSTN and ISDN can be regarded as somewhat reliable ones with BER of O(10-5) or below. The mobile network is known as the time-varying and error-prone channel, which can be characterized by BER, duration of burst errors, and channel SNR, etc. Meanwhile, the Internet has a bit different environments from the wired and mobile channels in that the Internet transmission is impaired by packet losses, delays, and non-real time protocols. Table 1 shows one of possible sets of layered protection of H.26L stream with respect to each application. Needless to say, it could be also possible to define different structures of layers (with other existing and future techniques) for the applications mentioned here and those that are not.





Table 1 One of possible sets of layered approach of network-adaptive protection





Base Layer�
Without taking into account of error-prone channel


Transform mismatch correction , Rounding error correction,


INTRA updating�
�
Layer 0�
Low Error-Robustness and High Coding Efficiency


Synch word protection�
�
Layer 1�
Moderate Error-Robustness and Coding Efficiency


Administrative information protection�
�
Layer 2�
High Error-Robustness and Low Coding Efficiency


RVLC & error tracking, Motion vector protection�
�
Layer 3�
Forward Error Correction, Retransmission�
�



I.	Conclusion


A systematic approach to the error protection structure of the H.26L would be quite necessary in the upcoming multimedia environment. One possible way to achieve the goal is to devise a codec equipped with layered error protection structure which will provide flexibility and, finally, optimized performance.
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