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1. Introduction

Many of the upcoming H.26L-based systems, such as videophone terminals and video streaming clients, may receive erroneous bit-streams due to characteristics of the transmission network in use. Some of these systems may enable storing of received bit-streams for later use. For example, a user may record a part of a video call. Furthermore, the stored bit-streams may be distributed to third parties. For example, the user may want to share the recorded video call with his friends via email. It is obvious that systems targeted for error-prone transmission networks should be capable of handling erroneous bit-streams. However, whenever erroneous bit-streams are stored and distributed further, it is not guaranteed that they will be handled with such decoders that are prepared for erroneous bit-streams. Erroneous bit-streams may cause decoders to stop decoding prematurely or even to crash. In order to avoid such non-satisfactory behavior, this contribution considers solutions for this issue. The paper proposes baseline decoder operations to detect data loss and corruption and to continue decoding after detected data loss or corruption. 

The paper is based on header structures presented in VCEG-N59. If any other header structures are adopted to H.26L, the proposal has to be modified accordingly.

2. Proposal

2.1 Objectives and Scope

The paper proposes minimal requirements for returning to normal decoding operation after a detected data loss or corruption. The decoder may apply means to continue decoding from an earlier bit-stream position than the proposed mandatory requirements indicate. 

The proposed requirements aim at fast and easy-to-implement syntactical resynchronization to the received bit-stream. They do not guarantee error-free reconstructed images. Guaranteeing an error-free reconstructed image typically requires a correctly received INTRA picture. However, INTRA pictures are often avoided especially in conversational low-bit-rate error-prone video communication systems, as they typically cause increased end-to-end latency and are vulnerable to transmission error because of their size. Instead, INTRA macroblocks are used to refresh a picture. One of the applications, which the proposal is designed for, is recording of a video call. Resynchronization to an INTRA frame when playing back a recorded video call may result into a infinite pause in the playback after the first error. When decoding is continued after a loss or an error, artifacts in the resulting picture are likely to disappear in a while, when the damaged areas are coded as INTRA.

The decoder may conceal any lost or corrupted data. Algorithms for error concealment are out of the scope of the standard.

Decoding is decoupled from the displaying process. Corrupted images may not be displayed even though they are decoded. Decoders should analyze when a picture is too damaged to be displayed. However, such analysis algorithms as well as the displaying process are out of the scope of the standard.

2.2 Requirements

2.2.1 Data Order

Coded pictures shall be handled in ascending order of picture IDs (in modulo arithmetic). Slices of a picture can be processed in any order. However, successful decoding of a picture requires that a slice containing picture-level data has been received and the data has been interpreted first before decoding any macroblock data. If necessary, a receiver is expected to have a buffering system that reorders received data units in a correct decoding order.

2.2.2 Data Loss

Slice losses may be detected by examining picture IDs, slice start positions, and slice lengths. Slice losses may be concealed. Regardless of any detected and non-detected slice losses, the decoder shall continue decoding normally.

Data partition losses shall be detected based on the payload or file format in use. The decoder shall continue decoding from the next slice. The decoder may also decode the received data partitions hand conceal the lost data partitions of a particular slice.

2.2.3 Data Corruption

Bit-erroneous slice headers may cause misinterpretation of macroblock data. Furthermore, they may cause unexpected behavior in a decoder following the proposed loss detection. Thus, decoding of bit-erroneous slice headers should be avoided.

A bad slice indicator signals if a slice passed to the decoder contains bit errors. If the Network Adaptation Layer has any means to detect bit errors, it should set the bad slice indicator. However, means of detecting bit errors are out of the scope of the standard. When a bad slice has been indicated, the decoder shall continue decoding from the next slice. In addition, the decoder may decode as much data as it considers appropriate from the corrupted slice, it should detect bit errors while decoding the corrupted slice, and it may conceal any corrupted data while or after decoding the corrupted slice. 
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