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Introduction

This document is a T.127 errata document from the Q.10/8 Paris Rapporteur meeting of 10/95. It is submitted to this meeting to support the addition of text to Table 10/T.127. Text that seemed to have been left out at the time of publication. The associated ASN.1 change, which was originally left out too, was corrected in the T.120 IG in 1999.
The ASN.1 being normative and in force, the Editor proposes to slightly modify the names of parameters and their order in the table to match the names and order of the ASN.1.
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Editorial Errors

These are corrections of typographical errors and clerical oversights.

1. T.127 section 8.9.2, Receiver Invoked Operation, says the requester may specify that “the file is to be sent exclusively to the requester on its File APE MCS User channel” (p. 34).  However the MBFT User ID Channel was unintentionally omitted from the File-DataPDU and File-StartPDU entries in Table 25, p. 52 (section 10.2, Channel Allocation).  The following correction is required:

TABLE 25/T.127

MBFT channel usage

	MBFT PDU
	Channel
	Priority

	File-OfferPDU
	MBFT-CONTROL
MBFT-CONTROL(p)
	High

	File-AcceptPDU
	MBFT User ID
	High

	File-RejectPDU
	MBFT User ID
	High

	File-RequestPDU
	MBFT-CONTROL
MBFT-CONTROL(p)
	High

	File-DenyPDU
	MBFT User ID
	High

	File-ErrorPDU
	MBFT User ID
	High

	File-AbortPDU
	MBFT-CONTROL
MBFT-CONTROL(p)
	High

	File-DataPDU
	MBFT-DATA
MBFT-DATA(p)
MBFT-DATA(n)
MBFT User ID 
	Medium, Low

	File-StartPDU
	MBFT-DATA
MBFT-DATA(p)
MBFT-DATA(n)
MBFT User ID 
	Medium, Low

	Directory-RequestPDU
	MBFT User ID
	High

	Directory-ResponsePDU
	MBFT User ID
	High

	MBFT-Privilege-RequestPDU
	Conductor MBFT User ID
	High

	MBFT-Privilege-AssignPDU
	MBFT-CONTROL

	High

	Private-Channel-Join-InvitePDU
	MBFT User ID
	High

	Private-Channel-Join-ResponsePDU
	Channel Manager User ID
	High

	MBFT-NonStandardPDU
	Not specified
	Not specified


2. Typo.T.127 section 8.11.1(p. 38), Peer File APE Present at Conducting Node should read:

 “If the File ASE receives a GCC-Application-Roster-Report indication in which the MBFT conductor is no longer present, all privileges are revoked and the File ASE shall cease all transactions immediately”

3. Figures 6 - 10 inclusive need GCC-Permission-To-Enroll.ind to be replaced by GCC- Application-Permission-To-Enroll.ind.

Protocol Modifications

This group of changes are required to overcome flaws in the existing specification.

1. Section 8.7. Selective File Transfer

Add the following cautionary note on the use of private channels after the last paragraph:

The convening File ARM should exercise caution when expelling members from or disbanding a private data channel, since MCS may expel receiving File APE’s from the channel before all File-Data PDUs have been delivered.

2. Inconsistency with T.124 Generic Conference Control.  

The application protocol initiation sequences for the creator of a multicast or private session as currently specified in T.127 are flawed due to a violation of the use of the Application Registry.  Both multicast creator and private creator attempt to make Registry entries prior to enrolling in the new session.  GCC (clause 7.4.1) specifies that Registry entries may only be made for sessions which appear in the Application Roster, hence the attempts to make Registry entries will be rejected.

To rectify this problem, the sequence of primitives needs amending thus:

The creator of a private/multicast session convenes the initial channel before enrolling inactive.  When it enrolls inactive, it shall do so specifying the initial channel ID as session ID.  Once the creator has received an Application Roster Report containing an entry for the new session, it may then place entries in the Registry for that sessions.

Replacement text and revised figures follow:

Multicast Mode




FIGURE 8/T.127

Multicast session protocol initiation sequence (creator)

If the File APE sessionID parameter is omitted, the File ARM shall attempt to create a new session.  It shall first issue an MCS-Channel-Join request primitive with Channel ID = 0.  The returned MCS-Channel-Join confirm, if successful, contains the assigned Channel ID which is to be used as the MBFT-CONTROL channel.  This process is then repeated to assign and join the MBFT-DATA channel.  The ARM shall then enroll inactive in this session by issuing a GCC-Application-Enroll request with the Active/Inactive flag set to Inactive, specifying the Session Key with the Session ID, but omitting the Application Capabilities List.  Once the File ARM has received a GCC-Application-Roster Report containing an entry corresponding to the new session,the File ARM shall register the MBFT-DATA channel by issuing a GCC-Registry-Register-Channel request with the parameters given in Table Error! Bookmark not defined.
.....

Private Mode

.....

If the sessionID parameter is omitted, the File ARM shall attempt to create a new private session.  The File ARM shall first issue an MCS-Channel-Convene request in order to obtain a private MBFT-CONTROL channel.  If successful, the returned MCS-Channel-Convene confirm contains the ID of the channel allocated.  The File ARM must then join this channel by issuing an MCS-Channel-Join request, specifying the channel id returned in the MCS-Channel-Convene confirm.  This process must be repeated to assign and join a separate MBFT-DATA channel.  The ARM shall then enroll inactive in the new session by issuing a GCC-Application-Enroll request with the Active/Inactive flag set to Inactive, specifying the Session Key with the MBFT-CONTROL channel ID as Session ID and omitting the Application Capabilities List.





FIGURE 10/T.127

Private session protocol initiation sequence

Additional Changes

1. Correlation of File-Offer & File-Deny PDUs with corresponding File-Request PDU.  Whilst negative responses can be correlated with a File-Request PDU (via the Request Handle parameter in the File-Deny), there is no corresponding mechanism available in the File-Offer PDU to associate a positive response.  It is suggested that the MBFT User ID and Request Handle of the Requester be added as optional parameters to the File-Offer PDU:

TABLE 10/T.127

File-OfferPDU

	Parameter
	Description

	File Header
	This parameter uses the T.434 file header structure and should include sufficient information to allow intending recipients to determine whether the file is required.  File name and size are suggested as a minimum set.

	Data Channel ID
	This identifies the channel on which the file will be transmitted.

	File Handle 
	This is a unique handle used to reference the file throughout the file transfer operation.  It need only be locally unique at the transmitting File APE.

	Roster Instance
	Application Roster Instance Number as returned in the most recently received GCC-Application-Roster-Report indication.  Only File APEs which are enrolled active in the identified roster may respond to this PDU.  This field is only included if the Ack flag is set to TRUE.  File APEs may need to wait to receive the corresponding roster report indication before they can generate a reply.

	Requester MBFT User ID
	This parameter is omitted unless the File-Offer is generated in response to a File-Request, in which case it is used to identify the File APE that issued the File-Request PDU.

	Request Handle 
	This is a locally unique handle used to reference a file request.  It shall be set to the same value as the handle in the corresponding File-Request PDU if the File-Offer is being generated in response to a File-Request, otherwise the handle is omitted.

	FILE-TRANSMIT Token ID
	This identifies the token used to regulate file transmission on the channel specified by the Data Channel ID parameter.  If the token is omitted, then only the creator of the data channel is permitted to send files on that channel.  If a FILE-TRANSMIT token has been assigned to the data channel it must be included.

	FILE-REQUEST Token ID
	This identifies the token used to regulate file requests.  If the token is omitted, then only the creator of the control channel is permitted to issue File-Request PDUs.  If a FILE-REQUEST token has been assigned to the control channel it must be included.

	Compression Specifier
	This  optional field specifies the compression technique (if any) applied to the data payload of File-Start and File-Data PDUs.

	Compressed Filesize
	This optional parameter is the number of octets in the data payload after compression has been applied.

	Ack Flag
	This flag is set to TRUE if the file is to be sent on an acknowledged data channel, requiring the File-Offer PDU to be acknowledged by all receiving File APEs.  If the flag is set to FALSE, the file will be transmitted on the broadcast data channel and no acknowledgement is required.


File-OfferPDU ::= SEQUENCE
{

file-header



FileHeader,

data-channel-id


ChannelID,

file-handle



Handle,

roster-instance


INTEGER (0..65535) OPTIONAL,

file-transmit-token

TokenID OPTIONAL,

file-request-token

TokenID OPTIONAL,

file-handle



Handle OPTIONAL,


mbftID




UserID OPTIONAL,

compression-specifier

CompressionSpecifier OPTIONAL,

compressed-filesize

INTEGER OPTIONAL,

ack-flag




BOOLEAN,

-- True if acknowledgements required

...
}
_________________________
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