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Fast Session Setup (FSS) 
FSS is an extremely unstable proposal that was designed for incorporation into the H.324 standard for call setup time improvement. It started as AnswerFast, which was then divided into 4 different techniques:

· AnswerFast 1: 
· Already available with the H.324 standard and implemented by most handset vendors

· AnswerFast 2: 
· Uses non standard H.245 messages to negotiate channel opening
· AnswerFast 3:

· Implemented on the Q.931 level, external to H.324.
· AnswerFast 4:

· Happens before H.223 signaling commences, within the H.324 bit stream
The initial proposal was poorly written, and a lot of editorial work was required in order to turn it into a valid proposition. The ITU-T SG16 also requested a single solution instead of several.
The next proposal was called AnswerFastPlus, or FSS. This proposal was too long and too intricate. Its complexity included new procedures such as “re-proposal” and “counter offer”. The ITU-T SG16 requested that the proposal be simplified.

FSS was then dramatically reduced, and most of its procedures were removed. In addition, the last proposal still deals with a wide range of technical issues that have not yet been resolved. It should be stated that each version of this solution is not backward compatible and each version needs to be viewed as a totally new solution that requires re-analysis and testing. Since the last FSS solution still has technical problems, it is more than reasonable to anticipate the appearance of a new version of FSS, which is not backward compatible.
Later on, FSS was again modified as an internal proposal within the IMTC 3G-324M AG. A new ISS proposal was also published, which essentially uses FSS signaling over H.245 TCS messages.

The analysis below was carried out for the latest FSS proposal that was published within the IMTC 3G-324M AG during October 2005.
FSS – Pros
· Setup time reduction
Reduces call setup time to less than one second in theory
FSS – Cons
FSS can be split into 2 parts: synchronization and H.245 signaling. Each of the parts has been modified in a way that removes the expressive power in the original H.324 standard. The design of the standard was also modified without giving much thought to the features removed.
Synchronization is carried out before H.223 is able to decide on the multiplexing level. This effectively creates a new multiplexing level that needs to be synchronized too.
It should be noted that FSS and ISS have technical loopholes that are left unanswered for at this point in time. Without detailed description of the ICM procedure, fallback procedure and other FSS and ISS related techniques, FSS and ISS cannot be standardized or even implemented by a 3rd party.
The only difference between a regular H.223 multiplexing level and the one used in FSS is that FSS tries to synchronize and send MUX-PDUs simultaneously. While this may be an effective way to reduce the call setup time, the following points should be noted:

· Synchronization takes below 200 milliseconds in most scenarios (even erroneous ones, and on networks with long delays, when starting to count the time from the moment the H.223 multiplexer can send data over the network)
· The same technique can be used with regular multiplexing levels as well. This makes H.245 messages as fast as FSS signaling and without any real changes to the standard 
Problems caused by the new synchronization mechanism:
· Possibility of a deadlock:
· There is a possibility of a deadlock in choosing the correct channels. The terminal that first decodes the FSS message will stop sending FSS framing and start sending media. This behavior does not necessarily mean that the remote terminal has correctly decoded his FSS message, leading to the deadlock.
· Increase the time of fallback to normal call:

· The new multiplexing level increases the time of fallback to that of a normal call, since it is signaled instead of stuffing flags of a normal multiplexing level.

· Synchronization issues:

· Special duplication of flag characters is used to reduce the possibility of incorrect synchronization of remote terminals. The multiplexing level 0 flag is not bit aligned and this is not taken into consideration. Taking this into account requires duplication from around 10% of the character set used, causing an increase in message sizes.
· Bad synchronization mechanism:
· Each FSS frame has a 2 bytes flag before the next frame is sent. If the flag gets lost, synchronization is going to lose a whole frame in the process. Longer synchronization sequences or duplicating the same flag several times is a better approach for handling error conditions.
· New mechanisms to replace existing ones:
· New mechanisms in this recommendation need to be tested thoroughly by several companies before being integrated into the standard. An explicit explanation of why these changes were required and why the original mechanisms were not used should be given (this includes the use of CCSRL, a new retransmission mechanism, new “MUX-PDU” header, synchronization in parallel to sending data, etc).
· Adding new mechanisms to replace existing ones which are perfectly valid also increases implementation size, which will burden 3G-324M mobile applications.

· Editorial issues:
· It would be better if this kind of solution, if used, will be merged into H.223 as a new annex of a new multiplexing level instead of being added to H.324.

H.245 signaling “appears to work” as H.323 Fast Start or SIP. There is however a subtle but important difference – while H.323 Fast Start and SIP are asymmetric (recipient sends what he can transmit and receive, while the receiver chooses which channels to use), FSS is symmetric (each side notifies what he can send, with no indication on what he can receive). This causes the following problems:
· Logical number selection:

· Since each side chooses its own logical channel numbers remote logical channel and also the remote logical channel numbers, conflicts are likely to occur between the audio and a bidirectional video channel. No mechanism for solving this kind of conflict exists in the FSS proposal.

· Symmetry breaking:

· Master/slave determination is required to break symmetry existing in FSS. The way it is used reflects upon the fact that it does not work with many call scenarios, mainly with services: The terminal type used by H.324 terminals is always 128 by default, so FSS will always select the caller as the master. There are scenarios where both terminals will always be slaves (a server dialing to both terminals at a given time to start a conference). In such cases, FSS will simply break in these cases, without a standard way of falling back to a normal call.

· No capability indication:
If terminals can only state what they wish to send out, without providing remote terminals with the knowledge of what else they can support, the call may not get connected. Some terminals are able to receive MPEG4 or H.264, but not send them – such terminals will not benefit from improved video quality. They might not even be able to work with information services, mailbox and other server scenarios.
· Ambiguous ICM definition:
ICM is the heart of both FSS and ISS. This procedure deals with the "black magic" of choosing the channels that were opened from the FSS requests without sending any response messages. This procedure is not explained in any way within FSS or ISS and leads us to believe that it might contain more loop holes in it. 
Fast Session Setup is done without knowledge of capabilities, which causes additional problems:
· No capabilities are known:

· This means that knowledge on specific features and capabilities cannot be used for the decision of channel opening
· Limited channel offering:

· The number of offered channels depends on the number of supported codec’s, which currently stands on 5 for 3G-324M. Every new codec increases the size of the initial message sent, causing a split in the message and a higher probability of errors during transmission.
· Large message sizes:

· Since each media type might require several offered channels (MPEG-4 with different decoder information for example), the number of channels offered might be considerably higher than the codecs supported by an implementation. Large messages cause a real burden on erroneous networks and require larger transmission times (mostly due to higher retransmission probability).

· CCSRL-SDU size testing conducted within the IMTC indicated that modifying the SDU sizes from 256 bytes to 2048 bytes is not technically easy and requires a lot more than changing a definition or two within existing implementations.
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