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1.
Introduction

Working Party 2/16 (Multimedia Systems and Terminals) had its second meeting of the study period 2005 – 2008 in Geneva (26 July – 5 August 2005) under chairmanship of Messrs Sakae Okubo, Japan and Istvan Sebestyen, Germany.

The Questions currently allocated to WP 2/16 (and respective Rapporteurs) are:

	Question
	Title

	1/16
	Multimedia Systems, Terminals and Data Conferencing (Mr Patrick Luthi, Tandberg/Norway)

	2/16
	Real-Time Audio, Video, and Data Communication over Packet-Switched Networks (Mr Paul Jones, Cisco/USA)

	3/16
	Multimedia Gateway Control Architectures and Protocols (Mr Christian Groves, Ericsson/Sweden)

	4/16
	Advanced multimedia communication service features on top of the ITU-T defined multimedia system platforms (Mr Sakae Okubo, Japan)

	5/16
	Control of NAT and Firewall Traversal for H.300-Series Multimedia Systems (Mr Paul Jones, Cisco/USA)

	21/16
	Multimedia Architecture (Mr Bastien Lamer, FT/France; Mme Sun Mingjun)

	22/16
	Multimedia applications and services (Mr Sakae Okubo, Japan (interim))

	24/16
	Quality of Service and End-to-end Performance in Multimedia Systems (Mr  Seong-Ho Jeong, Korea)

	25/16
	Multimedia Security in Next-Generation Networks (NGN-MM-SEC) (Mr Martin Euchner, Siemens/Germany)

	27/16
	Telecommunications for Disaster Relief (TDR) Aspects of Multimedia Applications and Services (Vacant)

	28/16
	Multimedia framework for e-health applications (Mr Vicente Traver, Spain)

	29/16
	Mobility for Multimedia Systems and Services (Mr Leo Lehmann, OFCOM/ Switzerland)


Mr Robert Gilman resigned from Q.5 Rapporteur before the meeting. We all appreciated his valuable contributions to SG16 not only as Rapporteur but also as expert. At this meeting Mr Paul Jones acted as Rapporteur for Q5/16 and agreed to take this position with continuation. Mr Istvan Sebestyen assisted Q.21 Rapporteurs, on the “H.325” topic in particular. For Q.22/16 Mr Sakae Okubo acted as Rapporteur on an interim basis.

2.
Organization of work

2.1
Documentation

WP2 examined the following documents: 
· Delayed Contributions: D. 91, 96-101, 105-110, 114, 119-122, 124-132, 138, 139, 141-150, 156, 157, 160-175, 178-181, 192-213
· TD/PLEN: 95, 96, 98-102, 106, 107R1, 109, 111R1, 114-128, 131, 132R1, 133-139, 140R1, 141R1, 142, 145, 147, 148, 153, 154, 160, 164-166, 171-175, 176R1, 177, 178, 180, 182
· TD/GEN: 56, 58, 73, 74, 79-83, 85, 87-89, 91-94, 96-98, 100-103, 111, 112, 114, 117, 119-123, 126-130
· TD/WP2: 95-203
2.2
Allocation of the work
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WP2 had serial sessions as much as practical as in the following diagram:

3.
Results

3.1
Summary

3.1.1
Recommendations for Approval

None.
3.1.2
Recommendations proposed for Consent in accordance with Rec. A.8.

The following Recommendations were proposed by WP2 for Consent by SG 16:

	Description
	Type
	Documents
	Question

	Draft new Corrigendum 4 to H.222.0 | ISO/IEC 13818-1 “Information Technology - Generic Coding Of Moving Pictures And Associated Audio Information: Systems”
	N
	TD134/P
	Q.1

	Draft new H.221 Amendment 1 “Frame structure for a 64 to 1920 kbit/s channel in audiovisual teleservices”
	N
	TD121/P
	Q.1

	Draft new H.230 Amendment 1 “Frame-synchronous control and indication signals for audiovisual systems”
	N
	TD122/P
	Q.1

	Draft revised H.239
	R
	TD153/P
	Q.1

	Draft revised H.241 “Extended video procedures and control signals for H.300 series terminals”
	R
	TD135/P + TD125/P
	Q.1

	Draft new H.242 Amendment 1 “System for establishing communication between audiovisual terminals using digital channels up to 2 Mbit/s”
	N
	TD123/P
	Q.1

	Draft revised H.243 “Procedures for establishing communication between three or more audiovisual terminals using digital channels up to 1920 kbit/s”
	N
	TD124/P
	Q.1

	Draft revised H.324 “Terminal for low bit-rate multimedia communication”
	R
	TD136R1/P
	Q.1

	Draft revised H.245 “Control protocol for multimedia communication”
	R
	TD160/P + TD176R1/P
	Q.2

	Draft new H.246 Amendment 1 “Interworking of H-Series multimedia terminals with H-Series multimedia terminals and voice/voiceband terminals on GSTN and ISDN”
	N
	TD120/P + TD96/P
	Q.2

	Draft new H.460.17 “Tunneling RAS through H.225.0”
	N
	TD140R1/P + TD138/P
	Q.2

	Draft new H.460.20 “Location Number for H.323”
	N
	TD107R1/P
	Q.2

	Draft revised H.248.1 Version 3 “Gateway Control Protocol”
	R
	TD132r1/P
	Q.3

	Draft Revision 1 of H.248.8 “Error Codes and Service Change Reasons”
	R
	TD128/P
	Q.3

	Draft new H.248.36 “Hanging Termination Detection Package”
	N
	TD154/P
	Q.3

	Draft new H.248.37 “IP NAPT Traversal Package”
	N
	TD126/P
	Q.3

	Draft new H.460.18 “Traversal of H.323 signalling across Firewalls and NATs”
	N
	TD137/P
	Q.5

	Draft new H.460.19 “Firewall and NAT traversal procedures for media in H.323 systems”
	N
	TD141R1/P + TD139/P
	Q.5

	Draft new F.741 (ex F.AvoD) “Service description and requirements for Audiovisual on Demand services”
	N
	TD178/P
	Q.22

	Draft new F.742 (ex F.DL) “Service description and requirements for distance learning services”
	N
	TD177/P
	Q.22

	Draft new F.733 (ex F.MMCIP) “Service description and requirements for multimedia conference services over IP networks”
	N
	TD171/P
	Q.22

	Draft new F.724 (ex F.VTIP) “Service description and requirements for videotelephony services over IP networks”
	N
	TD173/P
	Q.22

	Draft new Rec. H.235.0 "Security framework for H-series (H.323 and other H.245-based) multimedia systems" (for Consent)
	N
	TD-114 (PLEN) + TD-098 (PLEN)
	Q.25/16

	Draft new Rec. H.235.1 "Baseline Security Profile" (for Consent)
	N
	TD-115 (PLEN)
	Q.25/16

	Draft new Rec. H.235.2 "Signature Security Profile" (for Consent)
	N
	TD-119 (PLEN) + TD-099 (PLEN)
	Q.25/16

	Draft new Rec. H.235.3 "Hybrid Security Profile" (for Consent)
	N
	TD-116 (PLEN) + TD-100 (PLEN)
	Q.25/16

	Draft new Rec. H.235.4 "Direct and Selective Routed Call Security" (for Consent)
	N
	TD-148 (PLEN)
	Q.25/16

	Draft for new Rec. H.235.5 "Framework for secure authentication in RAS using weak shared secrets" (for Consent)
	N
	TD-117 (PLEN) + TD-106 (PLEN)
	Q.25/16

	Draft new Rec. H.235.6 "Voice encryption profile with native H.235/H.245 key management" (for Consent)
	N
	TD-131 (PLEN) + TD-101 (PLEN)
	Q.25/16

	Draft new Rec. H.235.7 "Usage of the MIKEY Key Management Protocol for the Secure Real Time Transport Protocol (SRTP) within H.235" (for Consent)
	N
	TD-118 (PLEN) + TD-102 (PLEN)
	Q.25/16

	Draft new Rec. H.235.8 “Key Exchange for SRTP using secure Signalling Channels” (for Consent)
	N
	TD-133 (PLEN) + TD-95 (PLEN)
	Q.25/16

	Draft new Rec. H.235.9 "Security Gateway Support for H.323" (for Consent)
	N
	TD-109 (PLEN)
	Q.25/16, Q.5/16


3.1.3 Other documents for Approval

	Description
	Type
	Documents
	Question

	Draft revised Implementors' Guide for T.120-series
	R
	TD145/P
	Q.1

	Draft revised H.323-Series Implementors’ Guide
	R
	TD175/P
	Q.2

	Draft revised H-Series Supplement 4 “Repository of generic parameters for ITU-T Recommendations H.460.x sub-series”
	R
	TD111R1/P
	Q.2

	Draft new Supplement 2 to the H-Series: H.248 Sub-Series: Packages Guide Release 7
	N
	TD127/PLEN
	Q.3

	Draft New Technical Paper “The Requirements for Network Address Translator and Firewall Traversal of H.323 Multimedia Systems”
	N
	TD174/P
	Q.5

	Draft New Technical Paper “Firewall and NAT traversal Problems in H.323 Systems”
	N
	TD142/P
	Q.5

	Draft new H.235 Version 3 (2003) Implementors’ Guide “Security and encryption for H-series (H.323 and other H.245-based) multimedia terminals” (for Approval)
	N
	TD-147/P
	Q.25/16

	Draft new Technical Paper on Usage of the H.510 protocol for the support of H.323 based Multimedia Services within GPRS/IMT2000 networks
	N
	TD180/WP2
	Q.29/16


3.1.4
Question 1/16 Summary

Question 1 reviewed and progressed several matters in relation with H.324/M, in particular, contributions proposing call setup acceleration techniques. Question 1 recommended seven Recommendations and one Corrigendum for Consent (H.222.0 Cor 4, H.221 Amd 1, H.230 Amd 1, H.239, H.241, H.242 Amd 1, H.243, H.324), and one Implementors’ Guides for Approval (T.120).

3.1.5
Question 2/16 Summary

Question 2 successfully completed work on a revised Recommendation H.245, new Recommendation H.460.17, H.460.20, and Amendment 1 to H.246.  Work on H.225.0, H.323, and related documents progressed during the meeting with an objective of consenting a new version of H.323 and H.225.0 at the next SG16 meeting.
3.1.6
Question 3/16 Summary

Q.3/16 met for 10 quarters to review some 65 documents. Q.3/16 continued work on a number of existing work items which has resulted in four Recommendations for Consent: H.248.1 Version 3, H.248.28 Revision 1, New H.248.36 and New H.248.37. In addition to these Recommendations, Q.3 prepared one document for approval: H-Series Supplement 2 Packages Guide. Eight new work items were agreed for H.248.IPDC “IP Domain Connection Package”, H.248.ADID “Application Data Inactivity Detection Package”, H.248.DCME “DCME Interworking Package”, H.248.SDPSPEC “H.248 SDP Parameter Identification and Wildcarding”, H.248.BC “Base Context Package”, H.248.19 Amendment 1 “Decomposed multipoint control unit, audio, video and data conferencing packages: New Text Overlay and Border and Background Packages”, H.248.23 Amendment 1 “Enhanced Alerting Packages” and a work item to discuss QoS collection and reporting.
The Rapporteur would like to thank the contributors to the Q.3 work and especially the editors for work in preparing Recommendations.
3.1.7
Question 4/16 Summary

Q.4 held no dedicated session due to lack of input documents.
3.1.8
Question 5/16 Summary

Question 5 successfully completed work on new Recommendations H.460.18 and H.460.19, and two new Technical Papers that discuss requirements for NAT/FW traversal and describe issues related to NAT/FW traversal in H.323 systems.  Work on H.proxy and a NAT/FW framework Technical Paper are ongoing and will be progressed at the next meeting.  H.proxy is schedule for consent at the next SG16 meeting.
3.1.9
Question 21/16 Summary

Question 21/16 has progressed work on “Multimedia over NGN” by including some relevant contributions on codecs in the draft requirements document for H.325. H.saarch was presented and it was decided to progress the work by opening to services other than audiovisual ones, perhaps taking into account at first a contribution dealing with an IP Network videoconference architecture. It was also decided to work on home networking issues and in cooperation with Q.29 as far as mobility over NGN is concerned.
3.1.10
Question 22/16 Summary

Q.22 reviewed and finalized the four new draft Recommendations for Consent: F.AVoD “Audiovisual on demand services”, F.DL “Distance learning services”, F.MMCIP “Multimedia conference services on IP”, and F.VTIP “Videotelephony services on IP”. They describe a number of service scenarios and service requirements derived from them according to the methodology defined in F.701. Q.22 also discussed several parameters related to the videotelephony services such as access network bit rates and QoS specifications for further elaborating the system characteristics. It also welcomed inputs on new NGN applications and services that would be developed into more F-series definition of service scenarios and requirements.
3.1.11
Question 24/16 Summary

Question 24/16 has made good progress in the work on H.mmqos (formerly H.323 Annex N “End-to-End QoS and Service Priority Control Signaling in H.323 Systems”). It was agreed to provide more time to review the document according to relevant comments at the meeting and hence the Consent of H.mmqos was postponed. Question 24/16 has also produced four baseline documents for Annex A/H.mmqos (IntServ/RSVP Support of H.323 Systems), Annex B/H.mmqos (DiffServ Support of H.323 Systems), Annex C/H.mmqos (Priority Support of H.323 Systems, formerly H.priority), and H.trans.control (QoS Signalling to Network Operator Domains).
3.1.12
Question 25/16 Summary

Question Q.25/16 had a busy meeting and succeeded in achieving an important milestone in Multimedia Security. Q.25/16 has restructured H.235 into a series of MMSec H.235v4 Recommendations and has further extended H.235 with new material. Q.25/16 has prepared 10 new draft Recommendations for the new H.235.x subseries and put them all forward for consent. Q.25 also produced a new H.235 Version 3 Implementors’ Guide that is put forward for approval. The said documents are:

· Draft new Rec. H.235.0 "Security framework for H-series (H.323 and other H.245-based) multimedia systems"

· Draft new Rec. H.235.1 "Baseline Security Profile"

· Draft new Rec. H.235.2 "Signature Security Profile"

· Draft new Rec. H.235.3 "Hybrid Security Profile"

· Draft new Rec. H.235.4 "Direct and Selective Routed Call Security"

· Draft new Rec. H.235.5 "Framework for secure authentication in RAS using weak shared secrets"

· Draft new Rec. H.235.6 "Voice encryption profile with native H.235/H.245 key management"

· Draft new Rec. H.235.7 "Usage of the MIKEY Key Management Protocol for the Secure Real Time Transport Protocol (SRTP) within H.235"

· Draft new Rec. H.235.8 “Key Exchange for SRTP using secure Signalling Channels

· Draft new Rec. H.235.9 "Security Gateway Support for H.323"

· Draft new H.235 Version 3 (2003) Implementors’ Guide “Security and encryption for H-series (H.323 and other H.245-based) multimedia terminals”.

For the future work, it was agreed to work along a new study item in the context of denial of service countermeasures for multimedia applications.
3.1.13
Question 27/16 Summary

Q.27 held no dedicated session due to lack of input documents.
3.1.14
Question 28/16 Summary

Q 28/16 presented the activities carried out since last SG16 meeting. A draft roadmap about standardization on e-health was presented and it was agreed to make a systematic review of the document by correspondence using the Question’s emailing list (t05sg16ehmmf@ties.itu.int), devoting one week for each issue. The experts aim at concluding the revision of the text before the end of the year. It was also reported the work carried out under the umbrella of the E-health Standardisation Coordination Group, eHSCG (of which ITU-T is a co-founder).

As a response to some documents received from ITU-D SG14 (TD 132-GEN), it was agreed to elaborate a guideline document, tentatively called “Framework for e-Health Applications in Emergency Situations”.
3.1.15
Question 29/16 Summary

Question 29(K)/16 has progressed to finalize work on “Technical Paper on Usage of the H.510 protocol for the support of H.323 based Multimedia Services within GPRS/IMT2000 networks”. The content of the paper is consolidated with concerned Questions in other study groups (Q.6/13, Q.2, Q.5/ 19) as well as outside ITU with 3GPP. Q.29/16 proposed the document for approval at this meeting.

A new work item, dealing with the requirement definition for MM Service Mobility within an NGN environment was initiated. An appropriate Liaison Statement was sent to Q.6/13 as well as Q.2/19 and Q.5/19 to coordinate the work with these questions and invite them to an active participation.
3.2
General Working Party topics

3.2.1
Reports on interim activities

After the first meeting of WP 2/16 (Geneva, 16-26 November 2004) two Rapporteur meetings were held. One is for joint Questions 2, 3, 4, 5, 21, 22, 24, 25 and 29/16 held in Melbourne, Australia, 28 February – 4 March 2005 at the kind invitation of Ericsson. The other is for joint Questions 1, 2, 5, 21, 25 and 29/16 held in Biel-Bienne, Switzerland, 17-20 May 2005 at the kind invitation of OFCOM. The meeting reports are found in TD 108 and 109/WP2, respectively, which were reviewed by each of the Questions and approved by WP 2/16. 

3.2.2
Liaison Statements considered by WP 2/16

WP 2/16 took note of the Liaison Statements received from other Study Groups or other standardisation bodies. Where appropriate, responses have been prepared, as listed in the Section 4. Some of the Liaison Statements had already been reviewed at the Melbourne or Biel-Bienne Rapporteur meeting and responses to TD 54, 66, 71, 105 and 108/GEN had been returned from there as indicated in TD 108 and 109/WP2. 

3.2.3
Disaster relief and early warning
TD 96/GEN LS on Work on Telecommunications for Disaster Relief and Early Warning and an Action Plan (TSAG)

TD 105/PLEN Summary Report of the UNESCAP High-level Expert Group Meeting on Technical Options for Disaster Management Systems: Tsunamis and Others (TSB Director)
Mr S. Campos-Neto introduced the two documents. TD 96/GEN gives TSAG action plan for the TDR/EW standardization, highlighting that SG2 should coordinate the work, each SG should identify and promote what existing standards are usable, and implement actions to standardize solutions for the existing systems. TD 105/PLEN highlight that the importance to be able to reuse existing infrastructure, that solutions should be based on international standards and not proprietary ones, and that the approach to disaster management must be multi-hazard (solution applicable to various types of disasters) in order to ensure long-term sustainability. Of interest to SG 16 in the slides in TD 105/PLEN Attach.1 was the mapping of the role of telecommunications standards to the four dimensions of early warning systems (collaborative tools for Risk Knowledge and Response Capability Building), authority-to-authority communications for the Warning Service, and authority-to-authority and authority-to-public communications for Dissemination).

During the discussion, we have identified that the following are already available as part of the WP2 works:

· H.323 system: H.460.4 for call priority designation and H.460.14 for multi-level precedence and pre-emption

· H.248 system: H.248.1 for priority emergency calls, H.248.9 for broadcasting announcements

Mr P Jones also introduced as a possible work item how the broadcasting feature can be supported by a new H.460.x (see discussion below for TD 175/WP2). 

TD 175/WP2 Message Broadcast for H.323 Systems (Rapporteur Q2/16)

This TD proposes the creation of a work item for a new H.460.mb that would provide message broadcasting facility within H.323 systems for local message delivery. It was clarified during the discussion that though there may be different solutions depending on the geographic range of areas, being local level the most ease to clearly understand the scope for a technical solution. 

The meeting arrived at the following conclusions after the discussion:

· We have recognized importance of the topic, and SG16 will do its best to contribute to the work.

· We have recognized that SG16 has already a few standards that appear to be suitable elements to be incorporated into disaster relief and early warning systems. We will undertake the task to document which technologies are standardized under SG 16 responsibility and disseminate it to interested parties.

· SG16 sees its role as providing “tool elements” to such a work, but not as a a designer of the complete/broad architecture; we understand that in ITU this is the role of ITU-T SG 2.

· For furthering the work, contributions are welcome on use cases, requirements, workplan and tool level solutions. We intend to proceed as much as possible in parallel with these tasks.

· We believe that a Questionnaire would be a useful tool to collect requirements on the service/architecture aspects for early warning and disaster relief; however we feel that this task would be best accomplished if SG 2 were to undertake the initiative. We are willing to collaborate with SG 2 in elaborating such questionnaire.

We should liaise with TSAG and SG2 with the outcome of this discussion (see TD 181/Plen).

3.2.4
F-series Recommendations

At the WP2 plenary session, some delegates requested that F-series Recommendations be made freely available due to their framework or guideline nature and the meeting supported this idea. Those frameworks and guideline should prevail as widely as possible so that they would assist interoperable service provision as well as development of subsequent architecture, system and protocol specifications. WP2 requests the consideration of TSB.

3.2.5
Q.27 work

There was no separate meeting on Q.27, and no contributions have been received. However, Mr. Hiroyuki Ohno from NICT, Japan has expressed interest in filling the Rapporteur position of Q.27/16. He is also prepared to keep liaison with SG2 and IETF on that matter. He said that he would prepare Q.27 contributions to the next SG16 meeting.

3.2.6
Promotion activities

TD 89/PLEN “Future Workshops of interest for SG 16” was reviewed by WP2. It appeared that several future Workshops were of interest to WP2, in particular:

· H.323, SIP, and the future of Videoconferencing & Multimedia Workshop

· E-Health- Standards for Medical Communication Workshop

where SG16 is in the “driving seat.” Q.28 has discussed the “E-Health” Workshop, and for the “H323, SIP” Workshop it was pointed out that since about 10 months preparation time is needed, we should start with the Steering Committee work asap. It was also pointed out that that the workshop would create an excellent opportunity for getting input for H.325 requirements from sources, such as universities. It was also recognized that WP2 would also participate in other Workshops actively where the organizational responsibility lies with other SGs (e.g. VoiP Security Workshop).

3.2.7
Interim activities

WP2 plans to hold one Rapporteur meeting for all Questions during 28 November – 2 December 2005 before the next SG16 meeting in April 2006. Mr. S-H. Heong will act as meeting organizer and Mr S. Okubo as document manager for this meeting. The place will be ITU headquarters in case an outside place and its host are not found in two weeks time.
3.3
Question 1/16 - Multimedia Systems, Terminals and Data Conferencing

The Q.1/16 meeting was held in Geneva, Switzerland during the weeks of 26 July-5 August 2005.  The Q.1 Rapporteur, Patrick Luthi (Tandberg/Norway), chaired the meeting. The objectives for this meeting were:

- Progress revision of H.243

- Progress revision of T.120 series

- Progress of H.324 issues relative to WNSRP and CCSRL-SDU

- Progress H.324 work relative to ACN and FSS

- Review of final text for H.221 Amendment 1

- Review of final text for H.230 Amendment 1

- Review of final text for H.242 Amendment 1

- Review of final text for revised H.239

- Review of final text for H.222.0 Corrigendum 4

- Progress H.264 extensions in H.241

- Review of the items relative to H.320, H.324, T.120, H.310, etc.

3.3.1
Documentation

The following documents were examined:

· Contributions: none

· Delayed contributions: D.138, D.156, D.157, D.172, D.173, D.174, D.175, D.207, D.208, D.209, D.210, D.211

· Temporary Documents (Plenary series): TD121/P, TD122/P, TD123/P, TD124/P, TD125/P, TD134/P, TD135/P, TD136/P, TD145/P, TD153/P

· Temporary Documents (General series): TD111/G, TD133/G

· Temporary Documents (WP/2 series): TD96/2, TD109/2, TD111/2, TD136/2, TD137/2, TD138/2, TD139/2, TD140/2, TD142/2, TD144/2, TD150/2, TD153/2, TD181/2, TD186/2, TD190/2, TD199/2

3.3.2
Interim activities

Question 1 held one Rapporteur meeting during the interim period from the conclusion of the November 2004 SG16 meeting until the beginning of the July-August 2005 SG16 meeting. The Q.1 interim report is shown in TD109/2.

E-mail correspondences pertaining to the activities of this group are routinely conducted using the e-mail reflector currently hosted by the ITU.  Those wishing to subscribe or unsubscribe to this email reflector should visit the TIES area of the ITU web page.

The address for e-mails to be sent to all subscribed Q1 Experts is t05sg16avd@itu.int.

3.3.3 Incoming Liaison Statements

· SG11 on an interworking document for Q.1980.1


TD111/G was reviewed and was discussed during the joint questions session.

· IMTC on Clarification on Maximum CCSRL-SDU Size
TD133/G was reviewed and was discussed during the H.324 session.

3.3.4
Discussions

3.3.4.1 General Q.1 topics

3.3.4.1.1  MaxStaticMBPS Parameter for H.241

D.138 was presented and discussed during the joint session with Q.6.

3.3.4.1.2  Optional use of RFC 3984 packetization in H.241

D.156 and TD153/2 were presented. The author of RFC3984 pointed out that the RFC contains 3 packetization modes that are mutually exclusive: single NAL unit size, non-interleaved, and interleaved. Annex A/H.241 already defines a single NAL unit size mode that is identical to the one in the RFC. TD153/2 incorporates comments and suggestions received after D.156 was published along with recommendations from the RFC author. It shows changes and corrections to the proposed text to be included in H.241. A revised version of TD153/2 (r1) was further revised during the joint session with Q.6 and the group agreed to include this text along with some additional editorial changes in draft revised H.241 planned to be consented at the closing Plenary. Revised H.241 defines two new generic capability OIDs that will be added to Table VIII.1 of H.245v12 which is also planned to be consented at the closing Plenary.

3.3.4.1.3  Correction to H.239: H.245 ParameterValue not specified

TD111/2 was presented and the experts accepted its content. The changes will be included in draft revised H.239 planned to be consented at the closing Plenary.

3.3.4.1.4  Draft revised H.239

TD153/P was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as shown for approval at the closing Plenary.

3.3.4.1.5  Draft revised H.241

TD181/2, which is a draft revised H.241 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD135/P along with TD125/P (A.5 documentation) for approval at the closing Plenary.

3.3.4.2 H.320 Session

3.3.4.2.1  Support of Unicode characters in H.32x systems

D.157 was presented and the experts accepted its content. The changes will be included in draft Amd. 1/H.246 planned to be consented at the closing Plenary.

3.3.4.2.2  Draft new H.221 Amendment 1

TD137/2 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD121/P for approval at the closing Plenary.

3.3.4.2.3  Draft new H.230 Amendment 1

TD138/2 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD122/P for approval at the closing Plenary.

3.3.4.2.4  Draft new H.242 Amendment 1

TD139/2 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD123/P for approval at the closing Plenary.

3.3.4.2.5  Draft revised H.243

TD140/2 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD124/P for approval at the closing Plenary.

3.3.4.3 H.324 Session 

3.3.4.3.1  H.324 Capabilities Preference

D.173 was presented and the experts accepted its content. The proposed text to be added to 6.5.6/H.324 is the same as the text agreed at the last Rapporteur meeting in Bienne. The changes will be included in draft revised H.324 planned to be consented at the closing Plenary.

3.3.4.3.2  H.324 Session Reset Clarifications

D.174 was presented and the experts accepted its content with some small changes to the number of consecutive flags (10) and the “send” period (500 ms). The changes will be included in draft revised H.324 planned to be consented at the closing Plenary.

3.3.4.3.3  WNSRP Interoperability

D.175 was presented and the group noted that testing on 35 terminals from 10 companies was successful and that at a recent IMTC interop event, 5 companies successfully tested their WNSRP enabled applications.
D.209 was presented and a discussion followed on the analysis of the few failures shown in this document. It was noted that testing was mostly successful and the group decided, given the wide industry support received through feedback from IMTC and 3GPP, to incorporate the text as agreed at Bienne Rapporteur meeting last May (Q1-D09). The changes will be included in draft revised H.324 planned to be consented at the closing Plenary. It was proposed to send a liaison to IMTC and 3GPP to inform them of the progress of our work. This LS, shown in TD190/2, will be reviewed during the WP2 plenary.

3.3.4.3.4  LS from IMTC on Clarification on Maximum CCSRL-SDU Size

TD133/G was presented. The IMTC informs Q.1 about problems detected when extending the CCSRL-SDU size and they recommend exploration of an alternative signaling scheme which would allow the intended maximum CCSRL-SDU size of 2048 octets to be indicated. The group agreed to change Annex C/H.324 to limit the size of CCSRL-SDUs that a CCSRL receiver can accept to 256 octets and decided to add a note explaining the reason for the change and that sending more than 256 octets in a single CCSRL-SDU was for further study. The changes will be included in draft revised H.324 planned to be consented at the closing Plenary.

3.3.4.3.5  Call Setup Acceleration Techniques

3.3.4.3.5.1  Interoperability Aspects

D.211 was presented and a short discussion followed. The contributor informed the group that, after running the testing again, the ACN failure no longer occurred. It was noted that interoperability of the different techniques from initial testing doesn’t seem to be an issue.

3.3.4.3.5.2  Performance Comparison

D.210 was presented and a discussion followed. It was noted that improvements to RTD could be done through implementation and network optimization which would affect the absolute time values presented in this comparison document.

3.3.4.3.5.3  Proposal of a Simplified Fast Session Setup Procedure to H.324

D.208 and D.207 were presented. They represent some changes and improvements to the method presented at the Bienne Rapporteur meeting and it was pointed out that logical channel number collision resolution should be further clarified.

3.3.4.3.5.4  ACN - Automatic Connect Negotiation

D.172 was presented. It is the same text presented at the Bienne Rapporteur meeting along with the addition of some requested flow charts.

3.3.4.3.5.5  Conclusion of the discussion on call setup acceleration techniques 

Work on call setup acceleration techniques will continue to progress as Q.1 is waiting for feedback from the IMTC and 3GPP. The proponents of FSS and ACN were requested to prepare contributions to the next Q.1 meeting showing the pros and cons of both methods. To help the review process, it was requested that facts are kept separate from opinions and contributions should include at the minimum the following criteria:


1) complexity of the description of the method


2) complexity of implementation


3) call setup time under best, average, and worse conditions

It was also pointed out that it would desirable to see both proponents discuss a possible combination of their individual methods.

3.3.4.3.6  Draft revised H.324

TD181/2 was presented and the Q1 experts accepted the content of this draft. This revision incorporates the contents of H.324 Corrigendum 1, H.324 Amendment 1, and new material agreed at this meeting and it will be submitted as TD136/P for approval at the closing Plenary.

3.3.4.4 T.120 Session

3.3.4.4.1  T.120-series ASN.1 issues - comments received

TD144/2 was presented and the experts agreed with the conclusion of the comments received. The group decided to include the changes related to T.126 in a draft revised T.120 IG planned to be approved at the closing Plenary. Concerning the proposed corrections to T.128 and T.135, as there is no editor for those recommendations, it was agreed to add this items to a T.120 living list (see Annex Q01.A), and to defer approval of Corrigenda or revised Recommendations.

3.3.4.4.2  Draft revised Implementors' Guide for T.120-series

TD142/2 was presented and the Q1 experts accepted the content of this draft. This TD will be submitted as TD145/P for approval at the closing Plenary.

3.3.4.5 H.310, H.321 Session

3.3.4.5.1  Draft Corrigendum 4 to common text H.222.0|ISO/IEC 13818-1

TD150/2 was presented and the Q1 experts accepted the content of this draft. The group noted that the text is common with ISO/IEC. It was noted that an integrated version of H.222.0 will be ready in the October timeframe and that the TSB will synchronize the publication of such integrated version with the ISO/IEC secretariat. This TD will be submitted as TD134/P for approval at the closing Plenary.

3.3.4.6 Items considered in joint Q.1 & Q.2 sessions

3.3.4.6.1  Optional use of RFC 3984 packetization in H.241

D.156 was presented and discussed during the Q.1 general topics session.

3.3.4.6.2  Support of Unicode characters in H.32x systems

D.157 was presented and discussed during the Q.1 general topics session and briefly reviewed in Q.2.

3.3.4.6.3  H.324 Capabilities Preference

D.173 was presented and discussed during the Q.1 H.324 session.

3.3.4.6.4  ACN - Automatic Connect Negotiation

D.172 was presented and discussed during the Q.1 H.324 session.

3.3.4.6.5  Draft new H.246 Amendment 1

TD136/2 was presented and discussed during the Q.2 session. See Q.2 meeting report.

3.3.4.7 Items considered in joint Q.1 & Q.6 sessions

3.3.4.7.1  MaxStaticMBPS Parameter for H.241

D.138 was presented and the details of the discussion that followed can be found in the Q.6 meeting report. Some changes of editorial nature were made to the text and they will be included in draft revised H.241.

3.3.4.7.2  Optional use of RFC 3984 packetization in H.241

TD153/2r1 was presented and the details of the discussion that followed can be found in the Q.6 meeting report. Some changes of editorial nature were made to the text and they will be included in draft revised H.241.

3.3.4.7.3  Computationally efficient H.264 in H.241

This is a collective response to the discussion that took place in Q.6 after the presentation of D.94, D.140, D.154, D.158, and D.159 and the details can be found in the Q.6 meeting report. Q.1 has agreed to take over the work related to signal a computationally efficient H.264 in H.241. This work would be done in collaboration with Q.6 and contributions to the next Q.1 meeting are solicited. The plan is to review final text for a new Amendment to H.241 at the next meeting of SG16 in April 2006. It was noted that it would be desirable for this work to progress under the assumptions that no changes are made to the current version of H.264, H.264 compliance will not be affected, and that no substantial changes are made to H.241.

3.3.5
Intellectual Property Statements

· Polycom stated that they have patents or applications applicable to revised H.241 and revised H.243.

· Israel stated that Radvision has patents or applications applicable to ACN presented to D.172.

· Nokia stated that they have patents or applications applicable to RFC3984 and H.241 as it makes a normative reference to the RFC.

3.3.6
Outgoing Liaison statements

Q.1 prepared one LS to ETSI-3GPP TSG SA4 and IMTC 3G-324M Activity Group on interoperability of WNSRP (TD190/WP2).

3.3.7
Work programme

3.3.7.1
Future work
Recommendation Status

	Recommendation
	Editor
	Consent
	Approval
	Comment

	Revised T.120
	TBD
	03/06
	
	An editor is solicited

	Revised T.123
	TBD
	03/06
	
	An editor is solicited

	Revised T.124
	TBD
	03/06
	
	An editor is solicited

	Revised T.127
	TBD
	03/06
	
	An editor is solicited

	Revised T.135
	TBD
	03/06
	
	An editor is solicited

	New H.324 Amendment 1
	D. Lindbergh
	2006
	
	

	New H.241 Amendment 1
	D. Lindbergh
	2006
	
	


3.3.7.2
Future meetings

Q.1 is planning to hold one Rapporteur meeting before the next SG16 meeting in April 2006. The location and host is still to be determined, and Q.1 plans to meet jointly with some of the other WP2 questions.

3.4
Question 2/16 - Real-Time Audio, Video, and Data Communication over Packet-Switched Networks

The objectives for this meeting were:

· Coordinate with other SDOs, Questions, or Study Groups

· Review items proposed for the H.323-series Implementors’ Guide

· Consider changes to H-Series Supplement 4 (H.460.x)

· Complete work on documents for consent:

-
H.460.17

-
H.245v12

-
H.460.LocNo

-
H.246 Amendment

-
H.323 Annex G (v2)

-
H.323v6 (?)

-
H.225.0v6 (?)

· Progress work in these areas:

-
H.323 Annex I

-
H.460.geo

-
H.dhcp

-
H.gaam

-
H.presence

· Discussion of miscellaneous and new work items

3.4.1
Documentation

Contributions: D.100, D.101, D.106, D.156, D.157, D.161, D.162, D.163, D.164, D.165, D.166, D.167, D.168, D.172, D.173

TD/GEN: 58, 61, 70, 71, 72, 86, 96, 106, 111, 114

TD/WP2: 110, 133r1, 135, 136, 145, 149, 151, 152r1, 160, 161, 162, 172

3.4.2
Interim activities

Q.2/16 held two interim Rapporteur meetings, in Melbourne, Australia, 28 Feb - 4 Mar 2005 hosted by LM Ericsson and in Biel-Bienne, Switzerland, 17-20 May 2005, hosted by OFCOM. The reports in TD 108/WP2 and TD 109/WP2 were approved.

3.4.3
Incoming Liaison Statements

TD-58 (GEN) – LS on report of the 4th FGNGN meeting [NGNFG Chair]


Reviewed as AVD-2622

TD-61 (GEN) – LS on feedback regarding Q.1980.1 Narrowband Signalling Syntax (NSS) [SG 11]


Reviewed as AVD-2624

TD-70 (GEN) – LS on Coordination of ITU-T SG 9 studies [SG 9]


Reviewed as AVD-2627a

TD-71 (GEN) – LS on draft new Recommendation J.rtav - Real-time video and audio transmission system over IP network [SG 9]


Reviewed as AVD-2628

TD-72 (GEN) – Reply to LS on NGN studies [SG 9]


Reviewed as AVD-2629

TD-86 (GEN) – LS on Development of an Industry Standard on Analog Telephone Port Requirements for Packet-Based Terminal Adapters [SG 16 Chair]


Reviewed as AVD-2707

TD-96 (GEN) – LS on Work on Telecommunications for Disaster Relief and Early Warning and an Action Plan [TSAG]

Given the importance of this work and the possibility to use similar functionality in an enterprise environment, the Rapporteur drafted a paper for discussion.  See TD-175.

It was noted that TD-105/PL also relates to this document and was presented during a joint meeting of Questions.

Contributions on this topic are solicited.

TD-106 (GEN) – LS on Security concerns related to Q.1980.1 [SG 17]


Reviewed as AVD-2728

TD-111 (GEN) – LS on New SG 11 work item to develop an interworking document for Q.1980.1 [SG 11]

Noted.

TD-112 (GEN) – Reply to LS on use of SIP in IP Cablecom and new Recommendation J.rtav [SG 11]

Noted.

TD-114 (GEN) – LS on conformance testing for the ITU-T Rec. H.246 Annex C [SG 11]

Noted.

3.4.4
Discussions

3.4.4.1
H.323-Series Implementors’ Guide

TD-152r1 (WP2) – Revised H.323 Implementors’’ Guide

The year in the Summary should be July/August 2005, not 2004.

Text copied from the H.323 IG into the H.246 Amendment should be removed.

With that change, this text was agreed.  It appeared at TD-152r3 and made available as TD-175/PL.

3.4.4.2
Documents for Consent

3.4.4.2.1
H.460.17

TD-145 (WP2) – Draft new H.460.17 “Using H.225.0 as transport for H.323 RAS messages” (for Consent) [Editor]

Noting only minor editorial changes since the last SG16 meeting, it was agreed to put this document forward for consent.  The document appeared as TD-140r1/PL.

3.4.4.2.2
H.245v12

TD-135 – Draft revised H.245 "Control protocol for multimedia communication" - Version 12 [Editor]

We reviewed the draft and there were no comments on the text.

TD135r1 shows changes resulting from discussions during the meeting. During the review of that document, it was pointed out that in Table VIII.1, the addition of H.230 should be in the Table VIII.2 instead.  Also, there are two additional OIDs that are to be added to Table VIII.1, as approved in the Q1 meeting.  H.325 Annex G (reference 79) needs to be changed to H.235.7.  In the body of the document, any reference to H.235 Annex G should also be changed to H.235.7.  Also we need to add a new normative reference to H.235.8.  Reference 16 (H.235) should be changed to H.235.0 (2005) (Note the title has also changed: see TD-114/PLEN).  In the ASN.1 specification of UserInputCapability, we added a GenericInformation type (and it was shown as a CHOICE), but it should be a GenericCapability type as follows:


genericUserInputCapability
GenericCapability

The description associated with this field must also be updated accordingly.  In the description for “user input capabilities”, the new text suggests that this field relates to sending user input, but it should be related to the capability of sending user input.  A request is made to slightly alter the text to indicate that this is a capability, not a means of sending (which is the role of the UserInputIndication message).  Perhaps this wording:

The genericUserInputCapability field represents a means of transporting new kinds of user input capabilities, which may be defined in the future or may be non-standard. It is not a replacement or alternative to the existing means of signaling DTMF capability.

The text was revised accordingly and agreed to be put forward for consent.  The document appeared as TD-160/PL.

D.101 – Support for the Internet Low Bit Rate Codec (iLBC) within H.323 Systems [Cisco]

It was agreed to add this as an Annex to H.245.  An appropriate introduction needs to be formulated for the Annex before starting with the capability identifier and procedural text.  That text may be borrowed from the document introduction.

D.156 – Optional use of RFC 3984 packetization in H.241 [Tandberg]

This document was discussed and significantly revised, though the H.245-specific changes are minimal.  The details of that discussion are in the Q1 meeting report.

Please refer to the Q1 meeting report.

D.157 – Changes to H.245 and H.246 associated with the support of Unicode characters in H.32x systems [Tandberg]

It was agreed to make this addition to H.245 and H.246.

D.161 – The collapsing parameter in generic capability in H.245 [Israel]

This was accepted.

D.162 – The genericInformation field in H.245 [Israel]

The ASN.1 field additions should all be OPTIONAL where they appear in SEQUENCE structures.  With those changes, the text was accepted.

D.163 – Generic User Input Indication in H.245 [Israel]

As with D.162, it was agreed to add genericInformation to the UserInputCapability SEQUENCE.  The GenericInformation, though, should in fact be a GenericCapability.  We will add a new capability class called “user-input” to allow for OIDs of this form:

   {itu-t (0) recommendation (0) h (8) 245 generic-capabilities (1) user-input(5) capability-name}

We need some text to explain that the GenericCapapbility field represents a means of transporting some new kind of user input capability, which may be defined in the future or may be non-standard.  It is not meant as a replacement or alternative to the existing means of sending DTMF, for example.

It was agreed to include this material in H.245.

D.164 – Indication of Camera Control Key stroke in UII [Israel]

See discussion under D.168.

D.165 – Indication of Function Key stroke in UII [Israel]

To use function keys, we need to know more about the application.  How many function keys does the remote device have?  What if there is local meaning for the function key?  What happens if the user presses F1, for example, to invoke some service at the remote end, but executes a local procedure?

How many function keys are supported?  Perhaps the OID should indicate that?

D.166 – Indication of Key Modifiers in UII [Israel]

D.167 – Indication of Navigation Key stroke in UII [Israel]

D.168 – Indication of Touch Screen input in UII [Israel]

All of the contributions D.164 – D.168 introduce a new concept that relates to how to provide input via H.245’s UII message.  The idea has merit, but we need to think carefully how we add this capability to H.323.  We need an application framework to help us understand how it will be used.  An explanation of why so many different input methods are needed would be good.

Work on the topic covered by D.164 – D.168 will continue and will not be added to H.245 at this meeting.

3.4.4.2.3
H.460.LocNo

TD-110 (WP2) – Draft new Recommendation H.460.LocNo “Location number within H.323 network” [Editor]

It was agreed to put this document forward for consent.  It was numbered H.460.20 and appeared as TD-107r1/PLEN.

3.4.4.2.4
H.246 Amendment 1

TD-136 – Draft new H.246 Amendment 1: "Interworking of H-Series multimedia terminals with H-Series multimedia terminals and voice/voiceband terminals on GSTN and ISDN" (for Consent) [Editor]

The A.5 documentation is TD-96/PLEN.  The amendment appeared as TD-120/PLEN.

It was agreed to put this document forward for consent.

3.4.4.2.5
H.323 Annex G (v2)

TD-141 – Draft Amendment 3 to H.323: revised Annex G (v2) "Text conversation and Text SET" [Editor]

This document will not be consented at this meeting, as V.151 will not be consented.  We will attempt consent at the next SG16 meeting.

3.4.4.2.6
H.323v6

D.100 – H.323 Alternate Gatekeeper “Fall Back” Enhancement [Cisco]

It was agreed to include this text in the next draft of H.323 for review at the next meeting.  The particular ASN.1 changes required need to be communicated to the H.225.0 editor for inclusion in the H.225.0v6 draft.

TD-149 – Changes for H.323 V6 [Editor]

Noted.  We will review this with other H.323 changes at the next meeting.

3.4.4.2.7
H.225.0v6

TD-151 – Draft revised H.225.0 “Call signalling protocols and media stream packetization for packet-based multimedia communication systems” (for Consent) [Editor]

Noted.  We will review this again at the next meeting.

3.4.4.3
Items under Development

3.4.3.3.1
H.323 Annex I

TD-172 – Revised text for draft new H.323 Annex I (H.323 over error-prone channels) [Editor]

This was presented.  Contributions on this are solicited for the next meeting.

3.4.3.3.2
Miscellaneous Topics

D.106 – A proposal for launching study on Gamma correction in multimedia communications [Huawei]

Please refer to the Q.22 meeting report.

TD-133r1 – Revised draft for new Recommendation H.235.9 "Security Gateway Support for H.323" (for Consent) [Editor]

Refer to the Q.25 meeting report.

D.172 – ACN – Automatic Connect Negotiation [Israel]

Please refer to the Q.1 report.

D.173 – H.324 Capabilities Preference [Israel]

Please refer to the Q.1 report.

TD-160 – Draft new Recommendation H.mmqos "End-to-End Quality of Service (QoS) and Service Priority Control and Signaling in H.323 Systems" (for Consent) [Editor]

TD-161 – Baseline text for draft new Annex A/H.mmqos [Editor]

TD-162 – Baseline Text for Draft New Annex B/H.mmqos [Editor]

Please refer to the Q.24 meeting report for discussion of the H.mmqos documents.

3.4.5
IPR Statements

No IPR issues specifically for Q2, though items of interest to H.324 are documented in the Q.1 report.

3.4.6
Outgoing Liaison Statements

See Section 4 of this document.
3.4.7
Work programme

3.4.7.1
Future Work

	Recommendation
	Subject
	Consent
	Editor

	H.245v12
	Control protocol for multimedia communication
	2005-08
	M. Nilsson (BT)

	H.246 Amendment 1
	Interworking of H-Series multimedia terminals with H-Series multimedia terminals and voice/voiceband terminals on GSTN and ISDN
	2005-08
	P. Luthi (Tandberg)

	H.460.17
	Tunneling RAS through H.225.0
	2005-08
	S. Ruditsky (RADVISION)

	H.460.20
	Location Number for H.323
	2005-08
	L. Posé (France Telecom)

	H-Series Supplement 4
	Repository of generic parameters for ITU-T Recommendations H.460.x sub-series
	2005-08
	E. Horvath (Siemens)

	H.323 V6
	Packet-based multimedia communications systems
	2006-04
	R. Even (Polycom)

	H.225.0 V6
	Call signalling protocols and media stream packetization for packet-based multimedia communication systems
	2006-04
	Faisal Siyavudeen (Cisco)

	H.323 Annex Gv2
	Text Conversation and Text SET
	2006-04
	P. Jones (Cisco)

	H.323 Annex I
	Communication over Error Prone Channels
	2006-04
	A. Li (UCLA)

	H.dhcp
	Usage of DHCP with H.323
	2006-04
	R. Even (Polycom)

	H.gaam
	Gatekeeper Assigned Aliasing Mode
	2006-04
	TBD

	H.460.geo
	Transport of Geographic Information
	2007
	P. Jones (Cisco)

	H.presence
	Presence
	2007
	TBD


3.4.7.2
Future Meetings

We will hold one interim Rapporteur meeting jointly with other Questions in WP2, though the date and location are still under consideration.  Dates that have been proposed are one of the weeks at the end of November 2005 or first of December 2005.  Israel and Germany have been proposed as two possible locations.

3.5
Question 3/16 - Multimedia Gateway Control Architectures and Protocols

The objectives for this meeting were:

· Coordinate with other SDOs, Questions, or Study Groups

· Prepare the following recommendations for possible Consent or Approval:

H.248.1v3 (including H.248.1 Annex F), Revised H.248.8, H.248.36, H.248.37 and H Series Supplement 2v7.

· Progress work on: 

H.Series Supplement H.BHCoA

· Consider new material.

3.5.1
Documentation

The following documents are to be examined:

· Contributions: -

· Delayed Contributions : 91, 105, 110, 118, 119, 120, 121, 122, 123, 125, 126, 127, 128, 129, 130, 131, 132, 142, 143, 144, 145, 146, 147, 169, 170, 171, 192, 193, 194, 195, 196, 197, 198, 199, 200, 201, 202, 203, 204, 205, 206, 213, 214 

· TD/PLEN: 126, 127, 128, 132

· TD/GEN: 86, 111, 112, 122, 123, 128

· TD/WP2: 108, 123, 124, 125r1, 126, 168, 174, 177, 180, 182, 183, 187, 188, 195

3.5.2
Interim meeting report

The question held one interim meeting. The first was held on 28th – 4th March 2005 in Melbourne, Australia. This meeting was held jointly with other WP2 questions. The meeting report in TD-108/WP2 was reviewed and approved by the meeting.

3.5.3
Incoming Liaisons 

The following LSs were reviewed and replies (as appropriate) were generated during the Melbourne Q.3 Rapporteur’s meeting:

	TD-GEN
	0058
	LS on report of the 4th FGNGN meeting
	FGNGN Chairman

	TD-GEN
	0070
	LS on Coordination of ITU-T SG 9 studies
	ITU-T SG 9

	TD-GEN
	0072
	Reply to LS on NGN studies
	ITU-T SG 9


New Liaison statements for this meeting

	TD-GEN
	0086
	LS on Development of an Industry Standard on Analog Telephone Port Requirements for Packet-Based Terminal Adapters
	SG 16 Chairman (on behalf of TIA)


See Q.2/16 meeting report for a discussion of this LS.

	TD-GEN
	0111
	LS on New SG 11 work item to develop an interworking document for Q.1980.1
	ITU-T SG 11


See Q.2/16 meeting report for a discussion of this LS.

	TD-GEN
	0112
	Reply to LS on use of SIP in IP Cablecom and new Recommendation J.rtav
	ITU-T SG 11


See Q.2/16 meeting report for a discussion of this LS.

	TD-GEN
	0122
	LS from WG 3 to SG 16 relating to H.248.1 and H.248.23
	SG 16 Chairman (on behalf of ETSI TISPAN WG 3)


This liaison statement was discussed resulting in the following conclusions:

Item 1: A new error code 413 is added to H.248.8. Text is to be added to H.248.1v3 pointing to the new error code.

Item 2: Mr.Taylor thought that the motivation for the proposed change is meant to get around NAT however he felt that was it was a violation of the core protocol. Mr.Schwarz believes that the use case was not for NAT/Firewall. It was agreed to reply to the liaison indicating that this text is more applicable for a profile.

Item 3,4& 5: See section 3.5.4.2.8 for a discussion of this document.

Item 6: The ability to distinguish properties used on termination types to be added.

The MGC Information  package was reviewed which resulted in a number comment which were agreed to be sent to Tispan in a liaison. Mr.Schwarz questioned if SG16 was meant to accept this as a work item. As nothing was indicated in the liaison it was ensure what the handling should be.

A liaison statement response was generated and is contained in TD-WP2-188.

	TD-GEN
	0123
	LS reply on H.248 Profile for Legal Intercept
	SG 16 Chairman (on behalf of ETSI TC LI)


This liaison statement was discussed. Given the non-acceptance of the Legal intercept work item it was decided not to reply at this stage.

	TD-GEN
	0121
	Reply to LS on “H.248 Profile for Legal Intercept”
	SG 16 Chairman (on behalf of ATIS PTSC, formerly T1S1)


This liaison statement was discussed. Given the non-acceptance of the legal intercept work item it was decided not to reply at this stage.
	TD-GEN
	0128
	LS on development of a Firewall/NAT traversal package
	SG 16 Chairman (on behalf of ETSI TISPAN WG3)


This liaison statement was discussed. It was agreed to notify TISPAN of the consent of H.248.37 and that 2 new work items had been started for H.248.IPDC and H.248.ADID. A liaison response is contained in TD-WP2-187. 
3.5.4
Discussion

3.5.4.1 Co-ordination with Question 14

	D
	0091
	H.248-controlled T.38: Clarifications requested for T.38 (04/2004) Appendix III
	MoC/Israel


See Q.14/16 meeting report. The contribution was accepted except for items numbered 20, 27, 28 and 29. 

3.5.4.2 Work to Progress

3.5.4.2.1 H.248.1 v3

	TD-WP2
	148
	Draft H.248.1v3 Gateway Control Protocol
	Editor


This temporary document was accepted as the editor’s input to the meeting.

	D
	0105
	H.248.1v3: addition to Topology descriptor parameter “association”
	Siemens AG


This contribution was presented and discussed. Mr.Schwarz questioned if the scenario for mono-intercept could support single or multiple streams. Mr. Rappe indicated that only one single stream was supported. Mr.Schwarz highlighted this would mean a stream mixing function. Mr. Schwarz questioned if the proposal was restricted to physical or ephemeral terminations. Mr.Rappe indicated the main driver was to deliver single stream to a TDM termination. Mr.Taylor questioned if the proposal was limited to Audio or could we generalise it to be broadened to any service. Mr.Schwarz questioned whether voice band data was supported. Mr.Rappe indicated that there was no restriction. A potential solution was that if voice band is mixed then only stereo-intercept mode is used. 

Mr.Taylor questioned where the requirement for this coming from? Mr.Rappe replied that the requirement is coming from country specific standards. Mr Taylor further questioned if multi-party call was considered. Mr.Rappe replied that only the half call is tapped, if you want another half then you add another termination. In case multiple legal intercept agency to be supported one agency is combined mode or stereo mode feasible?

Ms.Picha indicated that a pictorial example should be included in H.248.1v3 for oneway and onewayboth topology.

It was agreed to add this to H.248.1v3.

	D
	0118
	H.248.1v3: Clarifications and Corrections
	LM Ericsson


Item 3 accepted. All other items already were already accepted in the editor’s draft input.

	D
	0120
	H.248.1v3: Additions for MGC Overload control
	LM Ericsson

	D
	0121
	H.248.1: Informative MGC Overload Call Flows
	LM Ericsson


Mr. Taylor asked if there was missing functionality to identify priority line types. Mr.Groves replied that this is already covered in H.248 by the ability to set behaviour on different types of terminations. Ms.Picha questioned if it was considered to add statistics? Mr.Taylor indicated that it could be an idea to have a statistic or mib. Mr.Groves indicated that statistics were considered but not considered important for the solution. 

It was agreed to add the proposal in D120 to H.248.1v3.

	D
	0142
	ITU-T H.248.1 Version 3: Enhance Individual Audits – SELECT operation
	Lucent Technologies


Mr.Schwarz questioned what operations are you considering for filtering criteria? Ms.Picha indicated that D145 describes AND/OR operations. Mr.Schwarz further questioned why was negation not supported? Ms.Picha stated that this is already supported in H.248.1 in the property/value construct.

It was agreed to add this to H.248.1v3. 

	D
	0143
	ITU-T H.248.1 Version 3: Enhance Individual Audits – Annex C
	Lucent Technologies


The contributors withdrew the contribution in favour of the method proposed in D122.

	D
	0144
	H.248 - Base Context Package
	Lucent Technologies


This contribution was presented. Mr.Schwarz indicated that there may be a 3rd possible option to include this text in v3 via the “base root” package. However he would prefer a “base context” package – option 2 is the best. Mr.Taylor would agree with a new package. It was questioned whether or not a new package should be added to H.248.1v3. It was agreed that the package should be in a new stand alone recommendation. This new work item shall be known as H.248.BC. Lucent has volunteered to be editor. The output H.248.BC can be found in TD-WP2-168.

	D
	0145
	ITU-T H.248.1 Version 3: Enhance Individual Audits – AND/OR for multiple selection criteria
	Lucent Technologies


This contribution was presented. Mr.Taylor questioned if this proposal is for contexts only? Ms.Picha replied this applies to contexts or terminations. Mr.Taylor questioned if one could see groups of and/ors? Mr.Groves indicated this had been previously discussed and it was agreed keep the proposal simple and apply the selection criteria to all the action. It was agreed that the editor should check if the token for AND/OR collide with over syntax. Mr.Groves suggested that the default should be AND instead of making AND/OR mandatory as this would give more predicatable behaviour.

It was agreed to include this in H.248.1v3.

	D
	0146
	H.248.1 V3: Addition to Support Tunneled Information in Signal and Event Descriptor Parameters
	Lucent Technologies


This contribution was presented. Mr.Taylor/Mr.Groves questioned if the CR/LF could be added to quotedstring? This would be simpler than a new type for “tunnelled data”. Mr.Taylor questioned if there a parsing issue with the alternate value sequences. This appears to be a problem. The proposal was not approved however it was agreed to add CRLF, EOL to the quoted string form in H.248.1v3.

	D
	0170
	H.248.1 – Allowing actionReply with no parameters in ABNF
	Israel


It was agreed to include this in H.248.1v3.

	D
	0171
	H.248.1 – Representing UTF8 strings in ABNF
	Israel


It was agreed to include this in H.248.1v3.

	D
	0192
	H.248.1: Addition of ServiceChangeMethod for Test
	Nortel Networks (Canada)


This contribution was presented. Mr.Groves questioned if the additional method is needed given that we need to maintain the old method for backwards compatibility. There was some discussion over the intention of setting state test. There was also some concern that the contribution introduces the ability for the MG to set itself to state test.

The proposal was not accepted by the meeting.

	D
	0193
	H.248.1 Version 3: Definition of Base Protocol Properties
	Nortel Networks (Canada)


This contribution was presented. Mr.Taylor indicated that the proposal did not address context properties and it was mainly a documentation exercise. Mr.Groves questioned if the default of the servicestate should be in-service or out-of-service. It was agreed that in-service was correct. There may be a need to modify the text of ReserveGroup and Value as a result of the discussion on D203. 

It was agreed to include the proposal in H.248.1v3.

	D
	0199
	H.248.1 Annex E.11 Network Package (Recommendations for Statistics Usage)
	Alcatel


This contribution was presented. Mr.Taylor questioned what would happen if you simply defined the statistics as octets of media transmitted or received. Mr.Schwarz replied that this is reflected in the general use case. There was some concern over the length of the proposed additions. It was agreed that the contributor and the editor agree on shortened text reflecting the general use case.

	D
	0200
	H.248.1 Annex E.11 Network Package ( Recommendations for Events Usage)
	Alcatel


This contribution was presented. Mr.Taylor indicated that he was concerned the with the emphasis on bilateral agreements. Should we concentrate more on the functional outcome? Mr.Groves was concerned that it could be misconstrued that Notification of event generates a service change. Mr.Schwarz thought that bi-lateral agreements should not be misconstrued as a negative thing. Ms.Picha would support that this is covered in a profile. Mr.Taylor indicated that perhaps we should look at the effects of a failure as a definition of a failure? Mr.Schwarz questioned what does failure mean? Mr.Taylor it identified it as a problem that happens outside the MG and could potentially effect a number of terminations. Mr.Taylor should think about this. It was agreed to include the proposal in H.248.1v3. There needs to be some changes to the text around ServiceChange reasons to distinguish between notifications generating servicechange and the individual events.  

	D
	0201
	H.248.1 V3 Appendix III ( Update Proposal for Profile Template)
	Alcatel


It was agreed to include the proposal in H.248.1v3.

	D
	0202
	H.248.1 V3 ( Clarifying Text for Provisioned Descriptors)
	Alcatel


This contribution was presented. Mr.Groves questioned if the use of the RequestID needs to be clarified and if the text in 6.2.4 is sufficient? Mr.Schwarz indicated it goes part of the way but does not cover how it relates to the type of context (NULL vs normal). Mr.Taylor indicated that he does not see the reasoning for added. Mr.Schwarz questioned whether its possible to provision differently for null vs non-null. It was agreed for the H.248.1v3 Editor to incorporate some text addresses the issue.

	D
	0203
	H.248.1 V3 ( Clarification on Reserve Properties Mechanism (Proposal for H.248/SDP Signalling)
	Alcatel


This contribution was presented. Mr.Taylor says that wildcarding SDP is slightly ambiguous and had hoped that people are sensible in what they request. He was not sure much will be achieved in adding a= lines because you’ve just about specified everything. It was agreed to add text to H.248.1v3 indicating that “the MGC should supply as much as needed to perform an unambiguous choice”.

	D
	0204
	V.152 (Clarification on Reserve Properties Mechanism for H.248-controlled VBDoIP
	Alcatel


Mr.Groves  questioned if anything specific is needed in H.248. Mr. Taylor noted that codecs on m= line is in order of preference. There was no specific changes proposed in H.248.1.

The reviewed output document for consent can be found in TD-132r1/PLEN.

3.5.4.2.2 H.248 Implementors’ Guide

	TD-WP2
	Xxxx
	H.248.x Sub-series Implementors’ Guide
	Editor

	TD-WP2
	Xxxx
	H.248.1v1 Implementors’ Guide
	Editor


No Implementors’ Guides were input at this meeting.

	D
	0119
	H.248.x Sub Series IG: Additions
	LM Ericsson


1. H.248.1: AuditCapability of Signals

Agreed.

2. H.248.1v3: Profile Negotiation Enhancement

Agreed.

3. H.248.26: Metering Pulses at Signal Replacement

Agreed with some text indicating the MGC should provide corrective action. Also the term control association is to be used instead of control link.

4. H.248.1: UDP Signalling Address

There was significant discussion over what exactly this text wanted to clarify. It was finally decided that as the proposed change repeated text already in H.248.1 that this proposal is not accepted.

5. H.248.23: Alerting Confusion

Accepted. See discussion in 3.5.4.2.8

6. H.248.23: TAS parameter

Not accepted. See discussion in 3.5.4.2.8.

7. H.248.1v3: Media Type Mismatch

Accepted.

8. H.248.1v3: Notify Avalanche

Mr.Schwarz indicated that the term “control association” instead of “control link” should be used. Mr.Arturo – could add the case where bearer failure occurs. There was some debate of which scenarios could generate a large number of notifies. The proposal was accepted with modification to talk about avalanche in general terms.

9. H.248.2: Probe Order Typo

Accepted

10. H.248.1v3: Topology Reply

Accepted.

11. H.248.1v3: Statistics and Sub-lists

Accepted.

12. H.248.8: New Error Code – Too many transactions

Accepted with a modification that the error can be returned on a message or a transaction level. 

3.5.4.2.3 H.248 Sub-Series Packages Guide

	TD-WP2
	0126
	Draft H Series Supplement 2 – H.248.x sub-series Package Guide Release 7
	Editor


This document was presented and accepted. It should be updated with packages accepted at this meeting.

3.5.4.2.4 H.248.1 Annex F ServiceChange

	TD-WP2
	0147
	Considerations for discussion of update of ServiceChange procedures for H.248
	Editor


For information only. No changes required.

	D
	0125
	Editorial change proposals for draft H.248.1 version 3 about Annex F
	Huawei Technologies Co., Ltd.


Accepted for inclusion into H.248.1v3.

3.5.4.2.5 H.248.4 STCP Transport

	D
	0205
	H.248.4 GCP-over-SCTP (1) ( Recommendations for SCTP Usage)
	Alcatel

	D
	0206
	H.248.4 GCP-over-SCTP (2) (Proposal of new Annexes)
	Alcatel


This contributions were presented.

Mr.Taylor questioned if the contribution assumes a single action per stream? Mr.Schwarz says the limitation is coming from mapping SCTP streams related to context attributes. Mr.Taylor and Mr.Groves indicated that priority calls will be a rare thing and could be dealt with as an exception. Mr.Groves questioned the approach of limiting the number of stream in that it may cause head of line blocking problems. Mr.Martin indicated that he didn’t support a fixed number of streams Ms.Picha also indicated that she wouldn’t accept a fixed number of SCTP streams.

D205 and D206 not accepted.

3.5.4.2.6 H.248.8 Error code and service change reason description

See D119 item 12 - error code.

The draft revised recommendation for consent can be found in TD-PLEN-128.

3.5.4.2.7 H.248.19 Decomposed multipoint control unit, audio, video and data conferencing packages

	D
	0169
	H.248 – Additional conferencing packages
	Israel


Accepted as an amendment 1 to H.248.19. The output can be found in TD-WP2-174.

3.5.4.2.8 H.248.23 Enhanced Alerting packages

	D
	0194
	Analysis of need for alterations to H.248.23 to indicate alerting type
	Nortel Networks (Canada)


This contribution was presented and discussion was taken in the context of D119 and TD-GEN-122. The addition of TAS was not agreed. More explanation was needed  on the need of the parameter. It was proposed to send D194 to ETSI TISPAN requesting comments on the Nortel comments and also further reasoning why the TAS parameter is needed. Mr.Schwarz indicated that effects were minimal but these problems are market dependent.

	D
	0195
	Proposal for Corrigendum to H.248.23 to correct confusing term
	Nortel Networks (Canada)


It was agreed to use the term “associated with alerting”.

It was agreed to make a correction to “The alerting portion of the signal occurs even if the termination is not equipped to receive the data portion OR DATA TRANSMISSION FAILS”.

It was agreed to introduce a new Amendment/Corrigenda to capture the agreed changes to H.248.23.

3.5.4.2.9 H.248.26 Enhanced analog lines package

See D119 section 3.5.4.2.2.

3.5.4.2.10 H.248.36 Hanging Termination Detection Package

	TD-WP2
	0124R1
	Draft new H.248.36 “Hanging Terminations Detection Package”
	Editor


Accepted. It was agreed to use the term “information” instead of  “state”. It was also agreed to add a use call to point 6 of the Appendix I.1 “Non-Root Terminations only”. 

The recommendation for consent can be found in TD-PLEN-154.

3.5.4.2.11 H.248.37 Symmetric RTP/RTCP NAT Traversal Package

	TD-WP2
	0123
	Draft new H.248.37 “Symmetric RTP/RTCP NAT Traversal Package”
	Editor


This was presented and accepted as the baseline text for the meeting.

	D
	0132
	Proposed changes for an IP NAT Traversal Package in draft new H.248.37
	LM Ericsson


This contribution was presented. Mr.Schwarz supported the changes to modify the package to be more general to IP. He questioned how statistics could be used with this package. Mr.Groves indicated that TISPAN had developed a package that contained the necessary statistics for an application using latching control. Mr.Schwarz indicated that having the statistics in a separate package may be more appropriate. Mr.Schwarz questioned if there was a definition of the term “pinhole”. Mr.Groves indicated that he would draft some text.

The contribution was accepted as baseline text for H.248.37. The recommendation for consent can be found in TD-PLEN-126.

3.5.4.2.12 H Series Supplement BHCoA

	TD-WP2
	0125
	Revised draft of new H-series Supplement H.Sup.BHCoA: Decomposed Gateways – Control Load Quantum – Busy Hour Context Attempts (BHCOA) and Busy Hour Session Attempts (BHSA). (Ed. 0.3)
	Editor


This was presented and accepted as the baseline text for the meeting.

	D
	0212
	H.Sup.BHCoA - Proposal of Overload Control Model(s) for H.248 Access Gateways
	ALCATEL


Accepted. Mr. Groves highlighted the need to be consistent with terminology that the models are described in functional terms.

	D
	0213
	H.Sup.BHCoA - Further Text to the MGC-to-MG(s) Relation Subject
	ALCATEL


Accepted. The 2nd example may need to be extended to take into account more than 2 MGs.

The output document can be found in TD-WP2-125R1.

3.5.4.3 New Work

	D
	0110
	Requirement for supporting IP realm indication in H.248 protocol
	Huawei Technologies Co., Ltd.


This contribution was presented. Mr.Schwarz questioned what an “IP Realm” is. Mr.Lin indicated that this relates to a provider network or sub-network. Mr.Schwarz questioned if this is related to a specific groups of addresses. Ms. Jiang mentioned that the term realm could be confusing, but it is for the external realm. Mr.Schwarz indicated he was looking for the requirement – is it for the termination, or group? Mr.Schwarz said that the MGC could do a CHOOSE, but has to provide some additional information to select the correct IP Address. If this problem is to be addressed then have other methods been addressed? Eg. Could termination ID hierarchy be used. What is the information that needs to be signalled? Mr.Lin agreed that the Termination Id can reflect the physical address or other information. MGC uses $ to locate the information, but this is not enough. Mr.Schwarz agreed that if you use full underspecification then this may not be enough. Mr.Groves indicated that the termination ID may not be enough depending on number of networks. Mr.Groves indicated that we should settle if this requirement is needed before going into technical solutions. Mr.Schwarz asked if textual description enough. Is numerical sub-net mask or similar needed? Mr.Lin indicated that only text id is being proposed at the moment. 

It was agreed to start a WI to look adding support for IP realm indication.

	D
	0126
	New package “H.248.IP2IP” to support IP realm indication
	Huawei Technologies Co., Ltd.


This contribution was presented and discussed. Mr.Schwarz suggested to change the Package name from IP2IP to the IP Domain Connection Package package. It was agreed to accept H.248.IPDC as a baseline work item with the change in package name. Further consideration needs to be given to the naming of IP domains/realms. The output document is contained in TD-WP2-183. Mr.Lin (Huawei) volunteered to be editor.

	D
	0127
	Additional "Realm" property to support IP realm indication
	Huawei Technologies Co., Ltd.


The contribution was presented and discussed. It was not agreed.

	D
	0122
	H.248.x: New Work Item for H.248 SDP Parameter Identification and Wildcarding
	LM Ericsson


This contribution was presented. Alcatel, Lucent, Nortel indicated support for this work item.

Could some examples added in the future to show that a= lines may need to be added so that M= can be completed. RFC3108 ATM SDP may also be added to the WI.

The output from this meeting is contained in TD-WP2-177. Mr.Martin (Ericsson) volunteered to be editor.

	D
	0128
	New package “H.248.ERTP” to support periodic acquisition of QoS by Audit
	Huawei Technologies Co., Ltd.


This contribution was presented. Nortel submitted comment (via Email) 

“D-128 (ERTP) Nortel opposes this contribution.  The capabilities  described herein are already possible using base H.248 and the existing standardized packages.  There is a significant amount of statistic overlap here, which will only breed confusion and non interoperability. Periodic audits are already possible -- what else is needed?”

	D
	0129
	New package “H.248.QOSPR” to support periodic acquisition of QoS by Notify
	Huawei Technologies Co., Ltd.


This contribution was presented. Nortel submitted comment (via Email) 

“D-129 (QOS) Nortel opposes this contribution.  Nortel sees no significant advantage to having the MGC tell the MG to Notify periodically, as opposed to auditing the same information periodically. 
There is no messaging savings (in fact, the methodology outlined in this doc adds one message round-trip), and there is no processing savings (in fact, now the MG has to run some kind of timer or counter to know when to notify!).  Further, because the stats have to be redefined as event parameters, maintenance of the package becomes difficult to impossible. Given these, the disadvantages of this methodology clearly outweigh the advantages.”

	D
	0130
	Requirement for supporting periodic acquisition of QoS in H.248 protocol
	Huawei Technologies Co., Ltd.


This contribution was presented and discussion focussed on this requirements contribution. Mr.Schwarz questioned what is meant by micro or macro control? Is it related to a stream or a termination? Mr.Lin indicated micro could be per termination. Macro per network. Mr.Lin indicated that the MGC triggers the MG to perform QoS control. Mr.Schwarz indicated that such functions may be realised by the network element functionality. He questioned why the management plane approach not sufficient to perform this function? Mr.Lin explained that in a network the MG will have a interface to the MGC so there is no need to incorporate another interface for network management which will complicate things. H.248 supports the methods to do this. Mr.Schwarz we already have the RTCP support package? Why is this package not sufficient? Mr.Lin indicated that some packages in H.248 have properties for QoS but these are not able to be carried in the notify command. Also some new values are being added – eg. Maximum & minimum. Mr.Wilmot indicated that BT supports enhancing statistics package but not the detailed proposal.

Mr.Schwarz questioned if the packages be separated? These 2 methods could be in the same package. Isn’t this an overlap? The same delivery mechanism could be used.

Mr.Lin indicated that if the requirement is agreed then we could then further analyse which package could be used. Setting timers on MG has an advantage to prevent overload on MGC. Auditvalue has benefit of being small change.

It was agreed to start a work item investigating the collection and reporting of QoS statistics.

	D
	0131
	New “H.248.DS” Data Stop Package
	LM Ericsson


This contribution was presented. Mr.Schwarz questioned if the package only applies to IP. Mr.Groves replied yes. It was agreed to change the name from “Data Stop” to “Application Data Inactivity Detection” package.

The proposed work item was accepted. The output document can be found in TD-WP2-182. Mr.Martin (Ericsson) agreed to be editor.

	D
	0196
	Proposal for new Draft H.248.DCME Package: H.248 DCME Interworking Package
	Alcatel


This contribution was presented. Mr.Groves questioned how does this fit with Q.50 Annex A & B, should we communicate with SG11 on this? Mr.Schwarz the proposal not to introduce a new method to Q.50 (e.g. Annex C). He agreed that liaising with SG11 may be beneficial. On further investigation it was found that the relevant questions expect on CME matters had been transferred to SG16.

The draft work item was accepted. The output document can be found in TD-WP2-180. Mr.Schwarz (Alcatel) agreed to be editor.

	D
	0197
	A Minimum, Network-access agnostic H.248 Profile for Lawful Interception in VoIP NGNs – Requirements, Motivation and AVD-2616 Update
	Alcatel

	D
	0198
	Proposal for new Draft H.248.LI_Profile: “H.248 Profile for Basic RTP-based Lawful Interception”
	Alcatel


These contributions were accepted. Mr.Taylor asked if the requirements imposed on the MG equipment could be summarised? Mr.Taylor stated that it is an extremely restricted profile – if only conforming to this the capabilities of the MG would not operate. Mr.Schwarz replied that the usage of LI will be diverse. The profile defines a common set of functions. If you go into another market then you extend the minimum capability set. Profile not sufficient for real LI solutions. Mr.Taylor said that LI is a national concern and that you couldn’t take this profile and sell in North America. You only require topology. He felt that we shouldn’t be doing profiles in ITU.

Mr.Schwarz indicated that he didn’t think the profile was going against H.248. Regarding Regulatory requirements Handover interfaces are usually standardised and are separated from national requirements.

Mr.Taylor further question what was operational impact? The profile is not sufficient for a commercial product. What is the value of creating interoperability is this case?

Mr.Schwarz isn’t it a general problem of profiles.

Mr.Groves agreed that profiles haven’t been done in SG16 and it has generally been avoided

Mr.Rappe thoughts that profiles limit the use of the broad protocol but the proposed profile is specifying a minimum.

Mr.Schwarz indicated the proposed profile is basically a filtering mechanism. Whether the profile is in charter or not, it is a question this as the role of ITU to define global solutions.

Mr.Taylor indicated the only thing that should be specified is to use topology.

Mr.Groves thought that writing a liaison indicating that topology should be used would achieve the same result as this contribution. He also noted that this is a regulatory issue so ITU SG2 would potentially need to get involved.

There was further discussion resulting in non-acceptance of the work item.

3.5.5
Intellectual Property Statements

None.

3.5.6 Outgoing Liaison Statements

Q.3/16 prepared two Liaison Statements:

· to ETSI TISPAN Working Group 3 notifying them of consented recommendation H.248.37 “IP NAPT Traversal Package” and of 2 new work items H.248.ADID “Application Data Inactivity Package” and H.248.IPDC “IP Domain Connection Package” (TD-187/WP2).

· to ETSI TISPAN Working Group 3 replying to their liaison statement on their Access Gateway Profile and MGC Information Package (TD-188/WP2).

3.5.7
Work programme

3.5.7.1
Future Work

Q.3 foresees the following short-term work items:

	Recommendation
	Subject
	Timing
	References
	Editor

	H.248.1 v1 IG
	Implementors Guide for Recommendation H.248.1 Version 1 (03/2002)  (“Media Gateway Control Protocol”)
	2005-07
	
	K.Boyle

	H.248.19 Amd. 1
	Decomposed multipoint control unit, audio, video and data conferencing packages
	2006-04
	TD-WP2-174
	S.Ruditsky

	H.248.23 Cor/Amd. 1
	Enhanced Alerting packages
	2006-04?
	
	Open

	H.248.BC
	Base Context Package
	2006-04
	TD-WP2-168
	M.Picha

	H.248.SDPSPEC
	H.248 SDP Parameter Identification and Wildcarding
	2006-04?
	TD-WP2-177
	A.Martin

	H.248.ADID
	Application Data Inactivity Detection Package
	2006-04
	TD-WP2-182
	A.Martin

	H.248.IPDC
	IP Domain Connection Package
	2006-04
	TD-WP2-183
	Y.Lin

	H.248.DCME
	Digital Circuit Multiplication Equipment
	2006-04
	TD-WP2-180
	A.Schwarz

	H.248 Sub Series IG
	H.248.x Sub-series Implementors Guide
	2005-07
	
	K. Boyle

	H Series Supp 2
	H.248 Sub-Series: Packages Guide Release 8
	2005-07
	
	C.Groves

	H Series Supp x
	Control processing framework for H.248 systems
	2006
	TD-WP2-125R1
	A.Schwarz


Note: In keeping with the Q.3 question text none of these work items are related to NGN only operation. Such NGN items will be co-ordinated with ITU-T SG11.

3.5.7.2
Future Meetings

One interim meeting is required. Details of the venue and date are to be confirmed. Tentatively the meeting date is set for the week starting 28th November 2005.

3.6
Question 4/16 - Advanced MM Communication Service Features on Top of ITU-T defined MM System Platforms

The objective for this meeting were:

· Coordination with other groups

· Progress of the ongoing works

· Possible new topics

3.6.1
Documentation

The following documents were examined:

· Contributions: N/A

· Delayed Contributions: N/A

· TD/PLEN: N/A

· TD/GEN: 108(SG17), 117(SG15)
· TD/WP2: 99, 108, 201

3.6.2
Interim Meeting Report

TD-108/WP2 Report of the Joint Questions 2, 3, 4, 5, 21, 22, 24, 25 and 29/16 Rapporteurs' Meeting (Melbourne, Australia, 28 February - 4 March 2005) (Qs 2, 3, 4, 5, 21, 22, 24, 25, 29/16 Rapporteurs)
This was reviewed and approved by the meeting.

3.6.3
Incoming Liaison Statements

TD-108/GEN Liaison Response on Federated Security for Internet-based Conferencing and Home Networking Security (SG17))

This was responded from the Biel-Bienne meeting.

TD-117/GEN LS on new versions of the Access Network Transport (ANT) standardization plan and work plan (SG15)

Q4 undertook to provide update information and some observation on the SG16 related description in the ANT standardization plan and work plan. The liaison response is contained in TD 184/WP2.

3.6.4
Discussions

3.6.4.1
H.350.7 Directory Services Architecture for XMPP

· No contributions at this meeting.

perspective and reflection to the H.325 requirements from the Q.21 perspective.

3.6.5
Intellectual Property Statements

None.

3.6.6
Outgoing Liaison Statements

None.

3.6.7
Work Programme

3.6.7.1
Future work

	Recommendation
	Approval
	Editor

	H.350.7 Directory Services Architecture for XMPP
	2006
	T Johnson


For new applications other than the directory service, Q.4 is open to proposals. Contributions are welcome.

3.6.7.2
Future meetings
Question 4/16 plans to hold an interim meeting jointly with other WP 2/16 Questions. See Section 5 for details.

3.7
Question 5/16 - Control of NAT and Firewall Traversal for H.300-Series Multimedia Systems

The objectives for this meeting were:

· Coordinate with other SDOs, Questions, or Study Groups

· Complete work on documents for consent:

- H.460.fantas

- H.460.ma

· Complete work on technical papers:

- Requirements for NAT/FW Traversal in Multimedia Systems

- NAT/FW Traversal Problems in H.323 Systems

· Progress work in these areas:

- H.proxy

· Discussion of miscellaneous and new work items

3.7.1
Documentation

Contributions: D.107, D.108, D.124

TD/GEN: 58, 70, 72

TD/WP2: 107, 108, 124, 127, 131, 132, 133, 143, 146

3.7.2
Coordination

TD-58 (GEN) – LS on report of the 4th FGNGN meeting [NGNFG Chair]


Reviewed as AVD-2622

TD-70 (GEN) – LS on Coordination of ITU-T SG 9 studies [SG 9]


Reviewed as AVD-2627a

TD-72 (GEN) – Reply to LS on NGN studies [SG 9]


Reviewed as AVD-2629

3.7.3
Discussions

3.7.3.1
Documents for Consent

3.7.3.1.1
H.460.fantas

TD-143 – Draft new Recommendation H.460.fantas "Traversal of H.323 signalling across Firewalls and Network Address Translators" (for Consent) [Editor]

There were questions on the use of the SCI message.  Specifically, how should the serviceControl field be handled?  The editor will make a statement regarding that in the text.

The text was considered mature and ready for consent.

The document is assigned the number H.460.18.

The document was revised, correcting minor editorial issues.  It appeared as TD-143r1.

In reviewing the revised text, it was suggested that we add a media relay element to client GW in Figure 2 and add a sentence to explain this in section 12.  In section 10, the FACILITY message discussed should contain the global Call Reference Value, as the CRV will be assigned by the server.

With those clarifications, it was agreed to put TD-143r1 forward for consent at this meeting. (See TD-137/PL).

It was brought to our attention that AVD-2698a contains a framework for H.fantas and H.ma. There was a desire expressed to publish the framework document in some way.  The editor will investigate the possibility of revising this text and producing a new framework document.

3.7.3.1.2
H.460.ma

TD-146 – Draft new Recommendation H.460.ma “Network Address Translator and firewall traversal procedures for RTP media in H.323 systems” (for Consent) [Editor]

There were a few editorial comments made.

This document is assigned the number H.460.19.

What happens if a call is transferred using Third Party Pause and Re-Routing procedures in H.323?  The feature set may change and, particularly for H.460.ma, it means that the support for multiplexed media may change.  We need to make the procedures on this clear.

The document was revised, correcting minor editorial issues.  It appeared as TD-146r1.

In reviewing TD-146r1, there were a few minor editorial issues pointed out.  It was suggested that in Figures 1 and 2 we remove the additional endpoints that are not actively engaged in a call or to show them communicating with a remote endpoint—do not leave them alone.

With these edits, it was agreed to put the document forward for consent. (See TD-141/PL).

3.7.3.1.3
H.235.9

TD-133 – Revised draft for new Recommendation H.235.9 "Security Gateway Support for H.323" (for Consent) [Editor]

Refer to the Q25 meeting report.

3.7.3.2
Documents for Approval

3.7.3.2.1
Requirements for NAT/FW Traversal in Multimedia Systems

TD-132 – Requirements for Network Address Translator and Firewall Traversal of H.323 Multimedia Systems [Editor]

It was suggested to remove the “normative” and “informative” references headings, since all references are really informative.  It was suggested to change the RFC 1889 reference to RFC 3550, as RFC 1889 is obsolete.  It was suggested to remove all the explicit references to H.323, except in the references section.

It was agreed to put this document forward for approval as a technical paper, with editorial/formatting changes as recommended by the TSB. It appeared as TD-132R1/PL, where it was reviewed in the WP2 meeting where it was approved and then submitted as TD-174/PL. 

3.7.3.2.2
NAT/FW Traversal Problems in H.323 Systems

TD-131 – Technical Note: Firewall and NAT traversal Problems in H.323 systems [Editor]

It was suggested that the initial section should not reference text from a list of companies, but should instead reference the technical paper (TD-132) that actually contains the subject material.

It was suggested that we add an abbreviation section to the document.

It was agreed to put this document forward for approval as a technical paper, with editorial/formatting changes as recommended by the TSB. (See TD-142/PL.)

3.7.3.3
Items under Development

3.7.3.3.1
H.proxy

TD-127 – Revised draft of new H.proxy [Editor]

The UDP tunnel is similar to UDP encapsulation already defined by the IETF, though the authors said the solution to be faster and slightly different.  In any case, the solution is seen as a UDP tunneling mechanism and participants felt it was important to see comparisons between this method and other UDP tunneling methods.

The H.proxy solution essentially consists of two parts: the proxy and the UDP tunnel.  There are three functional entities (UTC, UTS, and proxy).  The UTS/UTC simply tunnel the messages, while the proxy takes responsibility to perform address translation.

In this solution, the assumption is that the Gatekeeper is always outside the NAT.

Why are we not using other NAT traversal mechanisms (e.g., other UDP tunnels)?  Why invent a new one?  Does it do anything needed for H.323?

The document still needs work in order to clearly explain how the procedures work.  It will be progressed and appear at the next Rapporteur meeting.

3.7.3.4
Miscellaneous Topics

D.107 – A proposal to study NAT/FW traversal proxy-based countermeasures for DDOS attack [Huawei]

The document raises valid points.  However, it was pointed out that we have systems that do not use a proxy and it would be ideal to have a solution for those systems as well.  DDOS is probably much broader than just the proxy solution, suggesting the responsibility for thwarting a DDOS attack may lie elsewhere in the network.

It was also pointed out that we have to not only be concerned with the target device itself, but saturation of the link going to said target device.

If we study DDOS attacks, what is the scope of that work?  Looking at DDOS countermeasures on the TCP-level, for example, is really outside our area of work.

The contributors clarified that the intent is to narrow the scope to just NAT/FW solutions developed in Q.5, focusing specifically on the physical devices and protocols we are using.

During the Biel meeting, there was a contribution on enhancing RAS to try to avert such attacks.  This should be considered together with this contribution.

Given the scope of this work, it is the Rapporteur’s opinion that Q25 is then most appropriate Question in SG16 to address this topic.  The document will be further considered in that Question.

D.108 – An anti-Denial-of-Service security mechanism for NAT/FW traversal proxy [Huawei]

How do we determine if we have a DOS attack?  The system might be overloaded by regular users and appear to be a DOS attack.  Where do we draw the boundary?  How do we detect such an attack?

Which measures are implemented locally and which require communication with external entities?

The types of DOS attacks can be significantly varied: improper ASN.1 messages, SYN floods, etc.  What shall we address?

What role does authentication play in DOS counter-measures?  Having a list of higher priority users may not be sufficient.

The authors provided some answers to these questions from the floor.  It was agreed that we need to further elaborate on these topics in subsequent contributions.  However, the proper place for this work to take place is Q25 and, as such, contributions are solicited for that Question on this topic.

D.124 – Harmonization of multiple mechanisms for H.323 NAT/FW traversal [CATR, et al.]

Concern was expressed regarding 7.2, as the opinion was that we should not try to have two traversal mechanisms across a single NAT/FW.  More specifically, for any single endpoint trying to cross a NAT/FW, there should be only one mechanism in use by the endpoint.

The primary motivation for this document was to reassure us that the two schemes (H.460.fantas and H.proxy) will work together either independently or in sequence.

What happens when FANTAS have PROXY elements in between in the signaling path?

It was agreed to have a work item to create a Technical Paper on a NAT/FW Framework that would include interworking scenarios.  We will have a contribution at the next meeting elaborating on the scope of the document.

3.7.4
IPR Statements

TANDBERG and France Telecom notified the Question that it claims IPR on H.460.18 and H.460.19.  TANDBERG indicated that it had not filed an IPR statement, but would before the meeting concludes.  France Telecom indicated that an IPR statement had been filed already.

3.7.5
Document Status

	Recommendation
	Subject
	Consent
	Editor

	H.460.18
	Traversal of H.323 signalling across Firewalls and NATs
	2005-08
	G. Chamberlin (TANDBERG)

	H.460.19
	Firewall and NAT traversal procedures for media in H.323 systems
	2005-08
	A. Ruditsky (RADVISION)

	Technical Paper
	The Requirements for Network Address Translator and Firewall Traversal of H.323 Multimedia Systems
	2005-08
	X. Jiang (MII)

	Technical Paper
	Firewall and NAT traversal Problems in H.323 Systems
	2005-08
	A. Ruditsky (RADVISION)

	H.proxy
	Title TBD
	2006
	X. Jiang (MII)

	Technical Paper
	NAT/FW Framework (includes interworking scenarios)
	2006
	X. Jiang (MII)


3.7.6
Future Meetings

We will hold one interim Rapporteur meeting jointly with other Questions in WP2, though the date and location are still under consideration.  Dates that have been proposed are one of the weeks at the end of November 2005 or first of December 2005.  Israel and Germany have been proposed as two possible locations.

3.8
Question 21/16 - Multimedia Architecture

Q21/16 met twice, on July 27 and on August 2, 2005.

3.8.1
Objectives

The objectives for this meeting were to:

· Coordinate with other SDOs, Questions, or Study Groups

· Prepare the following recommendations for possible Consent or Approval:

· none

· Progress work on: 

· MM over NGN, H.saarch

· Consider new material.

3.8.2
Documentation

The following documents were examined:

· Delayed Contributions: 96, 97, 99, 114, 139, 149, 178, 179, 180, 181

· TD/PLEN: 103, 104

· TD/GEN: 58, 70, 74, 86, 119

· TD/WP2: 108, 109, 185(R1), 203, 192, 193, 194
3.8.3
Report of Interim Meetings

The question held three interim meetings. The first was held on 28 – 4 March 2005 in Melbourne, Australia. This meeting was held jointly with other WP2 questions as well as the last one on 17-20 May 2005 in Biel-Bienne, Switzerland. The meeting reports in TD-108/WP2 and TD-109/WP2 were reviewed and approved by the meeting. Between those two ones another meeting took place collocated with the WP3 Rapporteurs meeting in Strasbourg, France on 5-6 April 2005. The report is found in TD-164/WP2. 

3.8.4
Incoming Liaisons

The following LSs were reviewed and replies (as appropriate) were generated during the Melbourne Q.3 Rapporteur’s meeting:

	TD-GEN
	104
	LS on report of the 5th FGNGN meeting
	FGNGN Chairman

	TD-GEN
	109
	LS on FGNGN considerations for next-generation audio and video codecs in NGN
	FGNGN

	TD-GEN
	110
	Reply on Report of the 6th FGNGN meeting
	FGNGN

	TD-GEN
	115
	LS on Project Co-ordination and Release Planning for NGN
	SG13


New Liaison statements received at this meeting

	TD-GEN
	0058
	NGN Release 1 scope document – WG1 output of Geneva November 2004 FGNGN meeting
	Editor (M. Carugi)

	TD-GEN
	0070
	LS on Coordination of ITU-T SG 9 Studies
	ITU-T SG 9

	TD-GEN
	0072
	Reply to LS on NGN studies
	ITU-T SG 9

	TD-GEN
	0074
	LS on harmonized APIs J-Recommendations for interactive TV services
	ITU-T SG 9

	TD-GEN
	0086
	LS on Development of an Industry Standard on Analog Telephone Port Requirements for Packet-Based Terminal Adapters
	SG 16 Chairman (on behalf of TIA)

	TD-GEN
	0109
	Reply to LS on use of SIP in IP Cablecom and new Recommendation J.rtav
	ITU-T SG 11

	TD-GEN
	0119
	LS from WG 3 to SG 16 relating to H.248.1 and H.248.23
	SG 16 Chairman (on behalf of ETSI TISPAN WG 3)


3.8.5
Discussions

First of all, a brief presentation was made of TDs GEN from the Melbourne meeting (LS from FGNGN and SG 13), TDs GEN 58, 70, 72, 74, 86, 109, 119 (new LS for this meeting), and TDs 103 and 104 (Plenary TDs). It was planned to organize a joint work with SG9 on media codecs and home gateways, as an answer to the TD 72 from SG9.

Results:

1) On "Multimedia over NGN" TD-166, it was agreed to start working on a H.325 “Requirements document” by compiling all relevant delayed contributions D 96, 97, 114 and 139 submitted to this meeting, which have been found to have merits. It must be noted that D 96 gives some information about APIs statements. This has been incorporated in a "H.325 requirements" document (Version 0.2) (TD 185R1/WP2). It was also decided to include as “space holders” the SG16 Management contributions (TD166/WP2), with the understanding that this would be replaced by member’s input, as soon as such contributions come in. A call for other contributions or comments in relation with the new H.325 draft was made. At this point in time SG16 does not have all the H.325 Requirements together, so the “Call for Requirements” will be extended at least until the next Rapporteur’s meeting in the Fall of 2005.

NB: Based on TDs 166/WP2 and 167/WP2, the third generation of multimedia systems and terminals, and the call for requirements were presented before the Q.22 meeting, during the joint session between the FGNGN and the SG 16 on NGN studies.

2) On the development of H.saarch TD-165/WP2, it was decided to make the H.saarch draft cover more services than audiovisual ones, and perhaps include the delayed contribution D.149, dealing with an IP multimedia conference network architecture, without mentioning the IP technology but rather an NGN compliancy. But this has to be discussed at the next meeting, and all comments would be appreciated.
3) Regarding other contributions, a presentation of D-99 on the service mobility for new Multimedia Service Architecture showed that a coordination of Q.29 and Q.21 on the NGN mobility issue should be really interesting: Q.21 may give network requirements while Q.29 may give results on its studies on the nomadism between terminals and networks. It was decided to make Q.29 and Q.21 work together.

It was considered that other contributions D-179, D180, and D-181 (respectively on billing, business models for e-learning and u-learning, and single source multi-channel for the same services), as well as D-178, about an application of G.VBR EV codec were very interesting as guidelines for the study of relevant multimedia architectures. The three former documents were included in TD 185R1/WP2, as well as a summary of D-178.

3.8.6
Outgoing Liaison Statements

A liaison statement presenting the study of a contribution on a method to higher bandwidth to get lower delay by improving the quality of terminal and network codecs and assure more natural and pleasant conversations was written and will be sent to SG 13 and SG12 for information (TD 203/WP2). Other two LSs were addressed to SG 9, proposing sharing the responsibility in the development of APIs and media coding codecs for NGN (in TD 192/WP2 and 193/WP2, respectively).

3.8.7
Work programme

3.8.7.1
Future work

The following texts are planned under Question 21/16: H.325 V0.1 (Third generation of multimedia systems and terminals) and H.saarch (NGN multimedia system architecture).

3.8.7.2
Future meetings

There will be a joint WP2 Rapporteur Meeting in the fall. Place and time are to be determined. The goals of such a meeting will be to progress work on H.325 Requirements, and advance H.saarch work.

3.9
Question 22/16 - Multimedia Applications and Services

The objectives for this meeting were:

· Conclusion of drafts F.AVoD, F.DL, F.MMCIP, F.VTIP

· Discussion of relevant input contributions

· Discussion of possible new topics

3.9.1
Documentation

The following documents were examined:

· Contributions: -

· Delayed Contributions: 96(KT), 106(Huawei), 147 (FT), 148(FT), 179(KT), 180(KT), 181(KT)

· TD/PLEN: -

· TD/GEN: 70(SG9), 72(SG9), 120(DMP), 127(ITU-D SG2)

· TD/WP2: 102, 108, 121, 128, 129, 130, 200

3.9.2
Interim Meeting Report

TD-108/WP2 Report of the Joint Questions 2, 3, 4, 5, 21, 22, 24, 25 and 29/16 Rapporteurs' Meeting (Melbourne, Australia, 28 February - 4 March 2005) (Qs 2, 3, 4, 5, 21, 22, 24, 25, 29/16 Rapporteurs)
This was reviewed and approved by the meeting. It is noted that some of the input documents had been remotely presented at this Rapporteur meeting.

3.9.3
Incoming Liaison Statements

TD-120/GEN LS on Digital Media Project (DMP) Phase I specification "Interoperable DRM Platform" (SG16 Chairman on behalf of Digital Media Project)

This document contains the following information:

· DMP's mission is to promote the successful development, deployment and use of digital media that respect the rights of creators and rights holders to exploit their works, the wish of end users to fully enjoy the benefits of digital media and the interests of value-chain players to provide products and services, ...

· Technical Specification, Phase 1, consisting of use case, architecture, interoperable DMP platform, value-chains, registration authorities, terminology

The meeting took note of this liaison since Q.22 is currently addressing DRM related applications, such as distance learning, in the service scenarios and requirements level.

3.9.4
Discussions

3.9.4.1
Service descriptions and requirements

3.9.4.1.1
Chronicle

· January 2004 ‑ first inputs on distance learning service and multimedia conferencing service on IP network (D.399, D.415&D.416 of the previous study period)

· May 2004 (Beijing) ‑ Requirements for IP network-based videotelephony services (AVD-2483)

· November 2004 ‑ initial drafts for F.AVoD, F.DL, F.MMCIP, F.VTIP (D.78, D.77, D.415-previsou study period, D.82)

-
address service scenario description and requirements

-
provisionally start with Recommendation as target document type and review if this is a right choice when these documents are edited

-
complete these draft Recommendations at the earliest occasion, possibly at the next SG16 meeting

· March 2005 (Melbourne) ‑ second drafts for F.AVoD, F.DL, F.MMCIP, F.VTIP (AVD-2645, 2644, 2633, 2643) and further requirements from France Telecom (AVD-2676)

· March - July 2005 ‑ correspondence for refining the drafts

3.9.4.1.2
Updated drafts

TD-129/WP2 Draft Recommendation F.avod "Service description and requirements for Audiovisual on Demand services" (Editor - X Nie)

TD-130/WP2 Revised draft for new Recommendation F.DL "Service description and requirements for distance learning services" (Editor - X Nie)

TD-128/WP2 Revised draft V.2 for F.MMCIP "IP Multimedia Conference network" (Editor - M Sun)

TD-121/WP2 Revised draft text for version1.13 F.VTIP "Service description and requirements for videotelephony services over IP networks" (Editor – Q Zhang, N Luo)

Editors presented these revised documents highlighting the structure and modifications made since the last SG16 meeting in November 2004.

During the discussion, the following actions have been identified:

1) Insert appropriate text for the text communication features toward "total communication" that has been sought in SG16.

2) Convention section is for the use of "shall", "should", "may" in Recommendations. Move the current descriptions under "Convention" to appropriate places.

3) Modify the video requirements into more general, high level language description. For example, exact specification for acceptable frame rate needs careful consideration. Ways to achieve color rendition is also under the same category.

4) Error resilience should be mentioned as part of the video (audio as well) requirements.

5) Floor control should be not a part of basic requirements. Most of the conferences are just that people assemble and talk.

6) Simplify the F.VTIP profile description in the spirit of "general, high level language description." Indicate that the given profiles are for illustrating the approach of defining profiles, but not definitive set of profiles

7) Section 8.6.5 of F.VTIP ‑ Delay is the most concerned parameter to videotelephony rather than packet loss. Note that Y.1541 specifies IP transfer characteristics, not human user to human user characteristics.

8) Split the Reference clause into two sub-clauses covering normative and non-normative references.

9) Keep consistent wording and correct spelling.

To resolve these issues, the editors and collaborators had an ad hoc meeting and refined the four texts. Q.22 final session reviewed the outcome in TD 129R3/WP2, TD 130R4/WP2, TD 128R3 and TD 121R3/WP2 and agreed to put those updated texts for consent with some more editorial refinements.

3.9.4.1.3
International videotelephony service parameters

D.147 International IP based video-telephony service (France Telecom)

D.148 International IP based video-telephony service (France Telecom)

These two contributions discuss several parameters for the international videotelephony services, particularly:

· Bit rate and reach distance constraints from xDSL and choice of standard bit rates

· QoS specification

· Audio level and echo control

· Video setting (including gamma correction)

· H.323 and SIP for call control

· Interoperability between IP based video-telephony and mobile video-telephony

The meeting appreciated these stimulating inputs and encouraged other members to follow. The expected outcome will be either addition to the existing Recommendations, such as H.320 and H.323, or creation of a type of ITU-T document.

It was clarified during the discussion that the bit rate the access network can support is set to the terminal and the actual operating bit rate between terminals in different environments (e.g. one in ADSL, the other in FTTH) is decided through the end-to-end negotiation.

Materials directly applicable to the above four F-series Recommendations were reflected in the updated texts.

3.9.4.2
Gamma management

D.106 A proposal for launching study on Gamma correction in multimedia communications (Huawei Technologies)

This document analyzes the gamma correction in various parts of the video transmission system and proposes to create a new work item toward the gamma management. The study will be continued under Q.23 leadership based on the discussion at the joint Q.1, Q.6 and Q.23 session.

3.9.4.3
New topics

D.96 New content business models and their requirements (KT Corporation)

D.179 Single Source Multi-Channel for e-Learning and u-Learning and its requirements (NGN Multimedia Applications and Services) (KT Corporation)

D.180 New content business models for e-Learning and u-Learning and their requirements (Marketing and Business Model Requirements) (KT Corporation)

D.181 Various billing services for e-Learning and u-Learning and their requirements (Billing and provisioning requirements) (KT Corporation)

These documents discuss possible new services on NGN and their business models and requirements. The contributors are encouraged to continue the study taking into account relevant works in SG16. A possible outcome will be a new F-series Recommendation from the Q22 perspective and reflection to the H.325 requirements from the Q.21 perspective.

3.9.5
Intellectual Property Statements

KT Corporation informed the meeting that they have IPR on their business model described in D.96.
3.9.6
Outgoing Liaison Statements

None.

3.9.7
Work Programme

3.9.7.1
Future work

Contributions are welcome on:

· Service scenarios and requirements on new types of service

· Systems parameters from the user requirement point of view

3.9.7.2
Future meetings
Question 22/16 plans to hold an interim meeting jointly with other WP 2/16 Questions. See Section 6 for details.

3.10
Question 24/16 - Quality of Service and End-to-end Performance in Multimedia Systems

The objectives for this meeting were:

· Coordinate with other SDOs, Questions, or Study Groups

· Complete work on documents for consent:

· H.mmqos (formerly H.323 Annex N)

· Progress work on the following areas:

· Annex A/H.mmqos 

· Annex B/H.mmqos 

· Annex C/H.mmqos (formerly H.priority) 

· H.trans.control

· Discussion of possible new work items

3.10.1
Documentation

The following documents were examined:

· Contributions: D.150, D.128, D.129, D.130

· TD/GEN: 81, 82, 83, 85, 87, 91, 103, 104

· TD/PLEN: 103

· TD/WP2: 160, 161, 162, 163
3.10.2
Interim meeting reports

The question held one interim meeting. The meeting was held on 28th February – 4th March 2005 in Melbourne, Australia. This meeting was held jointly with other WP2 questions. The meeting report in TD-108/WP2 was reviewed and approved by the meeting.

3.10.3
Liaison Statements

The following LSs were noted at the meeting: 
- TD-81 (GEN) - LS on revised and new Questions [SG12]  

- TD-82 (GEN) - LS on QoS Coordination in the ITU-T [SG12]

- TD-85 (GEN) - LS on revision of Recommendation Y.1541 [SG12]

- TD-87 (GEN) - LS on revised draft of new Rec. E.QoSParam [SG2]

- TD-91 (GEN) - LS on QoS Interworking [SG12]
- TD-104 (GEN) - LS on the Report of the Fifth FGNGN Meeting [FGNGN]
The following LSs were reviewed, and it was agreed to send a reply to each input LS:

- TD-83 (GEN) - LS on QoS and Performance Standardization Areas for NGN [SG12]

It was agreed to send a reply to the LS to address that session QoS requirements as well as user QoS requirements are related to SG16.
- TD-103 (GEN) - LS on QoS and Performance Standardization Areas for NGN [FGNGN]
It was agreed to send a reply to the LS to address that the inter-provider QoS is also related to SG16, and therefore SG16 should be kept informed of this specific QoS activity. There was a question about the relationship between SG16 and other SGs from the QoS perspective, and an explanation was given based on TD-103/GEN.
3.10.4
Discussions

3.10.4.1
H.mmqos (formerly H.323 Annex N) (End-to-End QoS and Service Priority Control Signaling in H.323 Systems)
TD-160 (WP2) - Draft New Recommendation H.mmqos “End-to-End QoS and Service Priority Control Signaling in H.323 Systems” (for Consent) [Editor]

This was presented by the editor and various points were raised and discussed which are elaborated below. 

Clarification of scope was sought with respect to network mechanisms. H.mmqos is inexpedient of the network mechanisms but aims to be suitable for the various network mechanisms. Moreover, Annexes A, B and other future Annexes are expected to provide the mapping function.

It was requested that the burst parameter should be elaborated. Discussion also occurred with respect to packet loss which is included in the traffic descriptor of GBD.

The removal of appendix II of H.323 was questioned and also a concern was expressed about what the introduction of GBD would mean to the existing implementations of appendix II of H.323. Appendix II has not been deleted but is covered in Annex A of H.mmqos. GBD has been introduced quite a few meetings back and has contents that are unavailable in the current appendix II. A discussion on this subject is expected to ensure that current concerns are alleviated. 

Clarification was also sought on the security requirements listed in the requirements section. The requirements state that mechanisms and procedures described in H.mmqos should not adversely affect the security mechanisms already defined for H.323.  The same security mechanisms are expected to work for these extensions as well.

Questions were raised regarding the title of the document. The document includes QoS and service priority only. An unnecessary "and" will be removed from the title. Another question was whether this document intends to normalize the mechanisms and procedures in appendix II. It is in the intention of H.mmqos to normalize appendix II as modified by Annex A.

There were also questions with respect to service priority. H.mmqos will provide protocol extensions to allow the signaling and exchange of priority information that are assigned to the streams. The application that utilizes this priority signaling extension, priority values assignment to applications or mapping function of the application priority values to the underlying network mechanisms are outside the scope of H.mmqos.

At the end of the meeting it was agreed to provide more time for members to review H.mmqos and also allow for discussions on the points above. Hence, H.mmqos consent was postponed.

3.10.4.2 Annex A/H.mmqos (IntServ/RSVP Support of H.323 Systems)
TD-161 Baseline text for Draft New Annex A/H.mmqos [Editor]
This was presented by the editor, and it was agreed to use it as a baseline document for Annex A.

3.10.4.3 Annex B/H.mmqos (DiffServ Support of H.323 Systems)
TD-162 Baseline text for Draft New Annex B/H.mmqos [Editor]
This was presented by the editor, and it was agreed to use it as a baseline document for Annex B.

3.10.4.4 Annex C/H.mmqos (formerly H.priority) (Priority Support of H.323 Systems)
TD-163 Baseline text for Draft New Annex C/H.mmqos [Rapporteur]

This document originally was H.priority, but it has been renamed as Annex C/H.mmqos at the last Rapporteur meeting held on 28th February – 4th March 2005 in Melbourne. 

This was presented, and it was agreed to use it as a baseline document for Annex C. It was also suggested to examine H.460.4 (Call priority designation for H.323 calls) and H.460.14 (Support for Multi-Level Precedence and Preemption (MLPP) within H.323 Systems) and then decide how to proceed with the document.

3.10.4.5 H.trans.control (QoS signalling to Transport Domains)
D.150 Proposed Baseline Text for Draft New Recommendation H.trans.control (Korea)

This was presented, and it was agreed to use it as a baseline document for H.trans.control. One question was raised with respect to the scope of the document, and it was mentioned that the document is related to the reference point T2 as well as I2 in H.360.
3.10.4.4 Other related contributions

D.128 - New package “H.248.ERTP” to support periodic acquisition of QoS by Audit
D.129 - New package “H.248.QOSPR” to support periodic acquisition of QoS by Notify

D.130 - Requirement for supporting periodic acquisition of QoS in H.248 protocol
See the report of Q.3 for the discussion of these contributions.

3.10.5
Intellectual Property Statements

None.

3.10.6
Output Liaison Statements

- TD-169 (WP2) – Reply to LS on QoS and Performance Standardization Areas for NGN
It was agreed to send an output LS to SG12 (Question 15/12) to address that session QoS requirements as well as user QoS requirements are related to SG16.

- TD-170 (WP2) – Reply to LS on QoS and Performance Standardization Areas for NGN
It was agreed to send an output LS to WG3/FGNGN to address that the inter-provider QoS is also related to SG16, and therefore SG16 should be kept informed of this specific QoS activity.
3.10.7
Work Programme

3.10.7.1
Future Work and Possible New Work Items

Q.24 will work on the following documents: H.mmqos, Annex A/H.mmqos, Annex B/H.mmqos, Annex C/H.mmqos, and H.trans.control.

The following items were discussed as possible new work itmes.

· Interactions between QoS management and mobility management in multimedia systems (jointly with Q.29)
· Authentication and authorization for QoS support of multimedia systems (jointly with Q.25)
· Interworking between application level QoS (e.g., adaptive encoding) and network level QoS mechanisms

	Recommendation
	Title
	Approval
	Editor

	H.mmqos (Formerly H.323 Annex N)
	End-to-End QoS and Service Priority Control in H.323 Systems
	2006
	Subha Dhesikan

	Annex A/H.mmqos
	IntServ/RSVP Support of H.323 Systems
	2006
	Subha Dhesikan

	Annex B/H.mmqos
	DiffServ Support of H.323 Systems
	2006
	Subha Dhesikan

	Annex C/H.mmqos (formerly H.priority)
	Priority Support of H.323 Systems
	2006
	TBD

	H.trans.control
	QoS Signalling to Network Operator Domains
	2006
	Seong-Ho Jeong


Note that the above table is the revised work programme for Q.24/16 based on the results of the last Rapporteur meeting held on 28th February – 4th March 2005 in Melbourne and the SG16 meeting held on 26th July – 5 August 2005 in Geneva.

3.10.7.2
Future Meetings

Question 24/16 plans to hold one interim meeting jointly with other WP 2/16 questions this year. See Section 6 for details.

3.11
Question 25(G)/16 - Multimedia Security in Next-Generation Networks

The objectives for this meeting were:

· Consent H.235.x V4 subseries,

· Progress H.FSIC,

· Progress H.460.spn,

· Coordination,

· Maintenance H.235,

· Consider new material.

Q.25/16 had five sessions during the SG16 meeting. Those sessions were partially run serially with other Questions of SG 16 and jointly with Q.5 and other Questions.

3.11.1
Documentation

The following documents were considered:

· Contributions: -

· Delayed Contributions: D-107, D-108, D-109, D-160.

· GEN TDs: 54, 56, 58, 66, 70r1, 104, 105, 106, 108, 110, 120, 121, 123, 126, 129, 130,

· PLEN TDs: 81, 88, 89, 93, 95, 98, 99, 100, 101, 102, 103 att 2., 106, 109, 114, 115, 116, 117, 118, 119, 131, 133,147, 148, 160.

· WP2 TDs: 104r1, 108, 109, 112, 113, 114, 115, 116, 117r1, 118r1, 119, 120r1, 122, 127, 128, 129r1, 130r2, 131, 132, 133r1, 134r1, 135r1, 143, 145, 146, 152r3, 173r2, 196r1.

3.11.2
Interim Meeting Reports

	TD-108 (WP2)
	Q29/16, Q25/16, Q24/16, Q22/16, Q21/16, Q5/16, Q4/16, Q3/16, Q2/16
	Report of the Joint Questions 2, 3, 4, 5, 21, 22, 24, 25 and 29/16 Rapporteurs' Meeting (Melbourne, Australia, 28 February – 4 March 2005)
	jointly with all


This meeting report was summarized in the opening WP2 session. See section 8 of TD-108 for the Q.25 report.
	TD-109 (WP2)
	Rapporteurs Qs 1, 2, 5, 21, 25 and 29/16
	Report of the Qs 1, 2, 5, 21, 25, 29/16 joint meeting (Biel/Bienne, Switzerland, 17-20 May 2005)
	jointly with all


This meeting report was summarized in the opening WP2 session. See section 6 of TD-109 for the Q.25 report.

3.11.3
Incoming Liaison Statements

3.11.3.1
H.248-LI

	TD-123 (GEN)
	ETSI TC LI
	LS reply on H.248 Profile for Legal Intercept
	jointly with Q.3


Covered during the Q.3 session. The Q.3 Rapporteur gave a summary of the findings, please see the Q.3 report.

	TD-121 (GEN)
	ATIS PTSC
	Reply to LS on "H.248 Profile for Legal Intercept"
	jointly with Q.3


Covered during the Q.3 session. The Q.3 Rapporteur gave a summary of the findings, please see the Q.3 report.

3.11.3.2
NGN-FG

	TD-126 (GEN)
	NGN-FG
	LS on Report of the 7th FGNGN meeting
	jointly with all


This liaison statement was noted without further discussions.

	TD-110 (GEN)
	NGN-FG
	LS on Report of the 6th FGNGN meeting
	jointly with all


Covered during the Biel-Bienne Rapporteurs Meeting as AVD-2743.
	TD-104 (GEN)
	NGN-FG
	LS on Report of the 5th FGNGN meeting
	jointly with all


Covered during the Biel-Bienne Rapporteurs Meeting as AVD-2717.

	TD-58 (GEN) + Add 1,2
	NGN-FG
	LS on Report of the 4th FGNGN meeting
	jointly with all


Covered during the Melbourne Rapporteurs Meeting as AVD-2622.

	TD-56 (GEN)
	NGN-FG
	LS on project co-ordination and release planning for NGN
	jointly with all


This liaison statement was noted without further discussions.

	TD-54 (GEN)
	ITU-T SG 13
	LS on proposed new Question on NGN Security
	jointly with all


Covered during the Melbourne Rapporteurs Meeting as AVD-2619, response sent in TD-30a.

3.11.3.3
F.FSIC

	TD-108 (GEN)
	ITU-T SG 17
	Liaison Response on Federated Security for Internet-based Conferencing and Home Networking Security 
	jointly with Q.4


Covered during the Melbourne Rapporteurs Meeting as AVD-2625, response sent as TD-31.

	TD-66 (GEN)
	ITU-T SG 17
	Response to LS on Federated Security for Internet-based Conferencing
	jointly with Q.4


Covered during the Biel-Bienne Rapporteurs Meeting as AVD-2729, response sent as TD-24a.

3.11.3.4
Other

	TD-120 (GEN)
	NGN-FG
	LS on Digital Media Project (DMP) Phase I specification "Interoperable DRM Platform"
	jointly with Q.20, Q.22


This liaison statement was noted during the Q.22 session.
	TD-106 (GEN)
	ITU-T SG 17
	LS on Security concerns related to Q.1980.1 
	jointly with Q.2


Covered during the Biel-Bienne Rapporteurs Meeting as AVD-2728.

	TD-105 (GEN)
	ITU-T SG 17
	LS on Proposed Action Plan to Address WTSA-04 Resolution 50 – Cybersecurity Obligations 
	


Covered during the Biel-Bienne Rapporteurs Meeting as AVD-2727; liaison response sent as TD-23a.

	TD-129 (GEN)
	ITU-T SG 17
	Response to liaison statement on proposed action plan to address WTSA-04 Resolution 50 – Cybersecurity Obligations
	


The liaison statement was presented and discussed. SG16 found useful the provided guidelines of SG17 and a need for a response was agreed. A first draft liaison response is contained in TD-173r1 (WP2).

	TD-173R1 (WP2)
	Q.25 Rapporteur
	Liaison on documentation of H.235.x using X.805
(was: Response to liaison statement on proposed action plan to address WTSA-04 Resolution 50 – Cybersecurity Obligations)
	


The draft liaison response was presented. SG16 may want to further investigate the security issues of H.series Recommendations in a future revision of the liaison statement and may want to consider alignment with X.805. It was requested to add some statements to the draft liaison statement that deployed H.323 implementations do not necessarily implement all or only parts of the H.235 security features. The final version of the liaison statement for SG16 approval is contained in TD-173r1 (WP2).

	TD-70 R1 (GEN)
	ITU-T SG 9
	LS on Coordination of ITU-T SG 9 studies 
	jointly with Q23/16, Q22/16, Q21/16, Q6/16, Q5/16, Q4/16, Q3/16, Q2/16


This liaison statement was noted in the joint session.

	TD-130 (GEN)
	SG 17 Rapporteur Groups on Security
	Response to liaison on security framework for home network
	


This liaison statement reports on the progress within SG17 on the studies underway on home network security. The liaison statement was noted and no need for a response was identified at this point in time.

	TD-89 (PLEN)
	TSB
	Future Workshops of interest for SG 16
	Jointly with all


This document was noted. See section 1.2: Workshop on “New Horizons for Security Standardization”.

	TD-88 (PLEN)
	TSB
	Report from Interim Workshops
	Jointly with all


The TD was noted during the WP2 opening plenary and in the Q.25 session. See section 1.3 on “Cybersecurity Symposium I” and section 1.4 “ITU-T Workshop on NGN in collaboration with IETF”.

3.11.4
Discussions

3.11.4.1
Review of the Agenda

	TD-104r1 (WP2)
	Rapporteur Q.25
	Agenda and document list for Q25/16
	jointly with all


The agenda was agreed to with additions.

3.11.4.2
Review of the Q.25 Report

	TD-196r1 (WP2)
	Rapporteur Q.25
	Report of Q.25/16 Session
	jointly with all


The report of the Q.25 session was presented in the important areas only (due to lack of time), along with the review of the outstanding PLEN-TDs that are proposed for consent/approval. All the Q.25 PLEN-TDs were accepted to be forward for consent/approval. TD-196 was accepted with corrections. The final version with corrections is contained in TD196r1 (WP2).
3.11.4.3
Miscellaneous

	TD-103 Att.2 (PLEN)
	Rapporteur Q.25
	Extended Joint Working Party Meeting on Multimedia in NGN – Presentation on “Multimedia Security in Next Generation Networks”
	jointly with all

Thursday, 28th, 2005


The att.2 was presented during the EJWP meeting. There were no discussions.
3.11.4.4
Status

	TD-81 (PLEN)
	TSB
	Status of Texts under Resolution 1 Procedures
	jointly with all


The document was noted.

Published:

· Recommendation H.235 (2003) Corrigendum 1 (01/05)

· Recommendation H.235 Annex G (01/05)

· Erratum 1 (06/2005) to ITU-T Recommendation H.235, Security and encryption for H-series (H.323 and other H.245-based) multimedia terminals, Corrigendum 1 (01/2005)

3.11.4.5
Documents for Consent

3.11.4.5.1
H.235V4 Sub-series

3.11.4.5.1.1
H.235.0 “Security Framework”

	TD-113, TD-113 att1 (WP2)

TD-114, TD-114 att1 (PLEN)
	Editor H.235.0
	Draft new H.235.0 "Security framework for H-series (H.323 and other H.245-based) multimedia systems" (for Consent)
	


The updated draft was presented with the changes were accepted. A further and final update of draft H.235.0 is contained in TD-114 (PLEN) that was agreed to be put forward for consent.

	TD-98 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.0
	


This document was noted.

3.11.4.5.1.2
H.235.1 “Baseline Security Profile”

	TD-114, TD-114 att1 (WP2),

TD-115, TD-115 att1 (PLEN)
	Editor H.235.1
	Draft new Rec. H.235.1 "Baseline Security Profile" (for Consent)
	


TD-114 and the changes to H.235.1 were presented. The changes were accepted. The final version  that was agreed to be put forward for consent is contained in TD-115 (PLEN) that incorporates a few more editorial corrections.

	TD-98 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.0
	


This document was noted.

3.11.4.5.1.3
H.235.2 “Signature Security Profile”

	TD-115, TD-115 att1, (WP2)

TD-119, TD-119 att1 (PLEN)
	Editor H.235.2
	Draft new Rec. H.235.2 "Signature Security Profile" (for Consent)
	


The updated draft was presented and the changes were accepted. A further and final update of draft H.235.0 is contained in TD-119 (PLEN) that was agreed to be put forward for consent.

	TD-99 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.2
	


This document was noted.

3.11.4.5.1.4
H.235.3 “Hybrid Security Profile”

	TD-116, TD-116 att1, (WP2)

TD-116, TD-116 att1 (PLEN)
	Editor H.235.3
	Draft new Rec. H.235.3 "Hybrid Security Profile" (for Consent)
	


The updated draft was presented with the changes were accepted. Siemens announced an IPR statement on H.235.3, see TD-80r1 (PLEN). A further and final update of draft H.235.3 is contained in TD-116 (PLEN) that was agreed to be put forward for consent.

	TD-100 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.3
	


This document was noted.

3.11.4.5.1.5
H.235.4 “Direct-routed Call Security Profile”

	TD-117, TD-117 att1, TD-117r1, TD-117r1 att1 (WP2)

TD-148, TD-148 att1 (PLEN)
	Editor H.235.4
	Draft new Rec. H.235.4 "Direct and Selective Routed Call Security" (for Consent) 
	


TD-117 was presented and accepted. A need for two significant corrections in DRC1 were pointed out off-line. TD-117r1 (WP2) holds updated text with the incorporated corrections and other modifications. Those changes were agreed to. A further and final update of draft H.235.4 is contained in TD-148 (PLEN) that was agreed to be put forward for consent.

	D-109
	Huawei Technologies Co., Ltd.
	An improved unified solution for H.235.4 inter-domain DRC
	


The delayed contribution proposes a unified solution with two procedures DRC2 and DRC3 for the Interdomain environment within H.235.4. DRC3 deploys DH among the GKs; this was claimed to have certain advantages and might provide stronger security.

A couple of minor editorial flaws have been pointed out (LCF-> ACF, I5, (c)onjunction).

It was clarified that a negotiation mechanism inherent to H.235.4 allows to negotiate DRC1, DRC2 or DRC3 procedures according to the actual environment; thus, there is no need to define any preferred procedure. For the interdomain case, it was recognized that the choice of DRC2 or DRC3 can be considered a configuration matter among the involved operators.

The contribution was accepted to be incorporated into an updated H.235.4 draft (TD-117r1 WP2).

3.11.4.5.1.6
H.235.5 “Security Profile for RAS Authentication using Weak Shared Secret”

	TD-134r1 (WP2)

TD-117 (PLEN)
	Editor H.235.5
	Revised draft for new Recommendation H.235.5 "Framework for secure authentication in RAS using weak shared secrets" (for Consent)
	


The updated draft was presented with the changes were accepted. The Rapporteur announced an IPR statement from Lucent Technologies on H.235.5, see TD-80r1 (PLEN). A further and final update of draft H.235.5 is contained in TD-117 (PLEN) that was agreed to be put forward for consent.

	TD-106 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.5
	


This document was noted.

3.11.4.5.1.7
H.235.6 “Voice Encryption Profile”

	TD-118, TD-118 att1, TD-118r1, TD-118r1 att1 (WP2)
TD-131, TD-131 att1 (PLEN)
	Editor H.235.6
	Draft new Rec. H.235.6 "Voice encryption profile with native H.235/H.245 key management" (for Consent)
	


The updated draft was presented and accepted. An updated version is contained in TD-118r1 (WP2); the modified section 7.8.1 and the other changes were accepted. A final version of draft H.235.6 is contained in TD-131 (PLEN) that was agreed to be put forward for consent.

	TD-122 (WP2)
	Editor H.235.6
	Normative references to (FIPS) DES in H.235.6
	


The document raises the problem that DES is no longer an official FIPS publication and suggests some possibilities how H.235.6 could handle the situation.

It was recognized and confirmed that DES should no longer be used but backwards compatibility with deployed implementation does not allow to entirely removed DES from H.235. There was support for option B to make the DES references informative and this was also the agreed way forward. Some related necessary editorial corrections in H.235.6 were pointed out as well.

	D-160
	Israel
	Problem using Diffie-Hellman procedure with supplementary services in H.235
	


The delayed contribution proposes a new clause 7.8.1 to H.235.6 that defines a procedure for renegotiation of DH parameters for supplementary services.

The usage of the empty Status Inquiry message was explained. It was clarified that the GK does not need to remember DH parameters. The empty message refers to the request for DH parameters from the EP A. It was understood that the empty message is not necessary if the DH parameters are already available. The STATUS message serves as an acknowledge of the DH. The usage of STATUS message is preferred over using FACILITY due to the better reuse of existing timers.

It was clarified that the GK routed model is the scope when supplementary services (e.g. Transfer) occur.

The current text was felt not sufficiently clear enough (e.g. if OLC channels need to be closed/re-opened); a diagram should be added to visualize the call flows. A generic procedure is preferred to cover all supplementary services instead of a specific one only for Call Transfer. It was further pointed out that the proposed procedure can be applied for DH re-negotiation without supplementary services.

The proposal was basically accepted but an ad-hoc group is tasked to work out further clarifying modifications/enhancements according to the findings. The improved procedure is contained within TD-118r1 (WP2) which was accepted.

	TD-101 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.6
	


This document was noted.

3.11.4.5.1.8
H.235.7 “MIKEY + SRTP Security Profile”

	TD-119, TD-119 att1 (WP2)

TD-118, TD-118 att1 (PLEN)
	Editor H.235.7
	Draft new Rec. H.235.7 "Usage of the MIKEY Key Management Protocol for the Secure Real Time Transport Protocol (SRTP) within H.235" (for Consent)
	


The updated draft was presented with the changes were accepted. A further and final update of draft H.235.7 is contained in TD-118 (PLEN) that was agreed to be put forward for consent.

	TD-102 (PLEN)
	Q.25 Rapporteur
	A.5 documentation for draft new H.235.7
	


This document was noted.

3.11.4.5.1.9
H.235.8 “Key exchange for SRTP using secure signaling channels”

	TD-120, TD-120r1 (WP2)

TD-133 (PLEN)
	Editor H.235.8
	Draft new Rec. H.235.8 “Key Exchange for SRTP using secure Signalling Channels” (for Consent)
	


The draft was presented. A couple of minor editorial corrections were pointed out (add IETF sdescription draft as an informative reference, formatting of the normative references). Siemens requested to add an option to clause 6.1 that allows to use certificates across a trust assertion without the need for a certification authority. The editor has produced an update in TD-120r1 (WP2) that was further reviewed. The final version that was agreed to be put forward for consent is contained in TD-133 (PLEN) that incorporates a few more editorial corrections.

	TD-95 (PLEN)
	Editor H.235.8
	A.5 documentation for draft new H.235.8
	


The document was noted.

3.11.4.5.1.10
H.235.9 “Security Gateway Support for H.323”

	TD-133r1 (WP2)

TD-109 (PLEN)
	Editor H.235.9
	Revised draft for new Recommendation H.235.9 "Security Gateway Support for H.323" (for Consent)
	Jointly with Q.5


The updated TD was presented and accepted without comments. The final draft of H.235.9 was agreed to be put forward for consent is contained in TD-109 (PLEN).

3.11.4.5.2
Documents for Progress

3.11.4.5.2.1
H.FSIC (Federated Secure Internet Conferencing)

No contributions.

3.11.4.5.2.2
H.460.spn (Security parameter negotiation)

No contributions

3.11.4.6
Maintenance

3.11.4.6.1
H.235 Version 1, 2, 3

	TD-112, (WP2)
	Q.25 Rapporteur
	Draft new Corrigendum 2 to H.235 (2003) "Security and encryption for H-series (H.323 and other H.245-based) multimedia terminals" (for Consent)
	


The proposed corrections in TD-112 were accepted. Two more flaws in the DRC procedure of H.235 Annex I were pointed out off-line and security experts engineered the corresponding bug fixes in order to make DRC1 procedure work. After consultation with TSB it was decided that there is no need to publish the new Corrigendum 2 since H.235v4 supercedes H.235v3 by the time of consent/approval; but rather that it is sufficient to document the corrections in a H.235v3 Implementors guide, see TD-147 (PLEN). It was also decided to remove the added contents of section 5.5 from the H.323 Implementors Guide.

	TD-152r3 (WP2)
	Editor H.323 IG
	Revised H.323 Implementors’’ Guide
	jointly with Q.2


Section 5.5 of TD-152r2 holds the collected corrections of H.235v3 including new ones in H.235 Annex I/DRC. The changes were accepted. The contents of the H.235 section were removed in TD-152r3 and were placed into the H.235v3 Implementors’ Guide.

	TD-147 (PLEN)
	Q.25 Rapporteur
	Draft new H.235 Version 3 (2003) Implementors’ Guide “Security and encryption for H-series (H.323 and other H.245-based) multimedia terminals” (for Approval)
	


3.11.4.6.2
H.530 (Mobility Security)

No contributions

3.11.4.7
New work

	D.107
	Huawei Technologies Co., Ltd.
	A proposal to study NAT/FW traversal proxy-based countermeasures for DDOS attack
	jointly with Q.5/16


The delayed contribution proposes to study DDOS countermeasures for a NAT/FW proxy. The document was discussed within the Q.5 session jointly with Q.25.

In the discussion it was asked if the DDOS countermeasures should just be limited to the NAT/FW proxy or if DDOS is rather a broader issue for general MM applications. DDOS countermeasures may be required for UDP, TCP and on the application level; the latter being the prime focus of SG16. It was also recognized that a NAT/FW proxy may not always be present in a MM environment, yet the need for DDOS countermeasures still exists in such environments. It was further pointed out that DDOS attacks could be detected by other means such as by a monitoring device or by measures that analyze the network traffic and the network links in real-time; yet such measures are not perceived in scope of SG16 work. It was asked if the mentioned proxy refers to the H.proxy or to some different proxy approach.  If was confirmed that the NAT/FW proxy as an exposed element in MM environments would clearly be in scope of such a study undertaking. It was recognized that many of the raised points equally apply to D-108 as well.

It was concluded the issue of DDOS countermeasures in a MM environment falls within the scope of Q.25 and that they should be studied further there as a new study item; see also the Q.5 meeting report on this. The studies should also attempt to investigate criteria for presence of (malicious) DOS attacks relative to overload situations. It was confirmed that DOS detection should yield in a simple mechanism. A better understanding of DOS attacks is required to find out against which attacks to standardize countermeasures (e.g. are countermeasures against malformed messages in scope?). It also needs to be investigated further how authentication measures can prove to be effective against DDOS attacks. Q.25 should figure out which DoS attacks are of prime importance in a MM environment. Finally, Q.25 should figure out which DoS countermeasures require interoperability among MM systems, which ones need to be standardized and which measures can remain as a local implementation matter. Further contributions are solicited in that area.

	D.108
	Huawei Technologies Co., Ltd.
	An anti-Denial-of-Service security mechanism for NAT/FW traversal proxy
	jointly with Q.5/16


This delayed contribution proposes some DoS countermeasures in the context of a NAT/FW proxy. Please refer to the discussion and conclusion drawn on D-107 above.
3.11.4.8
Other items of interest with security impact

	TD-135 (WP2)

TD-160 (PLEN)
	Editor H.245
	Draft revised H.245 "Control protocol for multimedia communication" – Version 12
	Jointly with Q.2


TD-135 holds the required additions and modifications for H.235.8. During review of H.245v12 a couple of further corrections were pointed out; such as updating the normative references in clause 2 and throughout the text to H.235v4, addition of H.235.7 and H.235.8; see Q.2 meeting report. Another final update is contained in TD-160 (PLEN).

3.11.4.8.1
Security aspects of NAT/FW traversal

	TD-132 (WP2)
	Editor
	Requirements for Network Address Translator and Firewall Traversal of H.323 Multimedia Systems
	Jointly with Q.5


This TD was discussed in the joint Q.5-Q.25 session; please refer to the Q.5 meeting report. Clause 9.5 addresses security requirements.

	TD-131 (WP2)
	Editor
	Technical Note: Firewall and NAT traversal Problems in H.323 systems
	Jointly with Q.5


This TD was discussed in the joint Q.5-Q.25 session; please refer to the Q.5 meeting report.

	TD-143 (WP2)
	Editor H.460.fantas
	Draft new Recommendation H.460.fantas "Traversal of H.323 signalling across Firewalls and Network Address Translators" (for Consent)
	Jointly with Q.5


This TD was discussed in the Q.5 session; please refer to the Q.5 meeting report.

	TD-146 (WP2)
	Editor H.460.ma
	Draft new Recommendation H.460.ma "Network Address Translator and firewall traversal procedures for RTP media in H.323 systems" (for Consent)
	Jointly with Q.5


This TD was discussed in the Q.5 session; please refer to the Q.5 meeting report.

	TD-145 (WP2)
	Editor H.460.17
	Draft new H.460.17 "Using H.225.0 as transport for H.323 RAS messages" (for Consent)
	Jointly with Q.5


This document was discussed in the Q.5 session, please refer to the Q.5 meeting report. Clause 8 of TD-145 addresses the security aspects of H.460.17.
	TD-127 (WP2)

TD-127 att 1 (WP2)
	Editor H.PROXY
	Revised draft of new H.PROXY

Revised draft of new H.PROXY: procedure for UDP tunnel
	Jointly with Q.5


TheseTDs were discussed at length in the joint Q.5-Q.25 session; please refer to the Q.5 meeting report. See clause 9 for security requirements.

3.11.4.8.2
Security aspects of MM-Applications and Services

	TD-130r2 (WP2)
	Editor F.DL
	Revised draft for new Recommendation F.DL “Service description and requirements for distance learning services”
	Jointly with Q.22


This document was discussed in the Q.22 session; please refer to the Q.22 session report. See clause 9.6, 9.7 for security requirements in TD-130r2.

	TD-129r1 (WP2)
	Editor F.avod
	Draft Recommendation F.avod “Service description and requirements for Audiovisual on Demand services”
	Jointly with Q.22


This document was discussed in the Q.22 session; please refer to the Q.22 session report. See clause 8.4, 8.5 for security requirements in TD-129r1.
	TD-128 (WP2)
	Editor F.MMCIP
	Revised draft V.2 for F.MMCIP “IP Multimedia Conference network”
	Jointly with Q.22


See clause 8.4, 8.7 for security requirements.

	TD-93 (PLEN)
	TSB
	Output materials from the ITU-T Workshop on NGN (in collaboration with IETF)
	Jointly with all


This TD was noted. See clause 9 for security requirements.
3.11.5
Intellectual Property Statements

· H.235.5: An IPR statement from Lucent is expected.

· H.235.3: Siemens announced an IPR statement.

· See TD-80r1 (PLEN) for an updated list of received IPR statements.

3.11.6
Outgoing Liaison Statements

	File
	Destination
	Title
	In response to

	TD-173r2 (WP2)
	SG 17
	Liaison on documentation of H.235.x using X.805
(was: Response to liaison statement on proposed action plan to address WTSA-04 Resolution 50 – Cybersecurity Obligations)
	TD-129 (GEN)


3.11.7
Work Programme

3.11.7.1
Future work

	Recommendation
	Consent
	Editor

	H.235.0 “Security Framework”
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.1 “Baseline Security Profile”
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.2 “Signature Security Profile”
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.3 “Hybrid Security Profile”
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.4 “Direct and Selective Routed Call Security Procedures“
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.5 “Security Profile for RAS Authentication using Weak Shared Secret“
	08/2005
	Mr. Robert Gilman (Avaya)/ Mr. Martin Euchner (Siemens AG)

	H.235.6 “Voice Encryption Profile“
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.7 “MIKEY + SRTP Security Profile
	08/2005
	Mr. Martin Euchner (Siemens AG)

	H.235.8 "Key exchange for SRTP using secure signalling channels“
	08/2005
	Mr. Louis Fourie (CISCO)

	H.235.9 “Security Gateway Support for H.323”
	08/2005
	Mr. Robert Gilman (Avaya)/Mr. Martin Euchner (Siemens AG)

	H.460.spn “Security protocol negotiation”
	2006
	Ms. Sun Mingjun (CATR of MII, China).

	H.FSIC “Federated Architecture for Secure Internet Conferencing”
	2006/2007
	Mr. Tyler Miller Johnson (UNC)


3.11.7.2
Future meetings

	Questions
	Date
	Place
	Host
	Objectives

	Q.25 jointly with other (WP2) Questions
	November, 28th – December 2nd 2005 (tdb)
	Tel Aviv/ISR (tbc)
	RADvision
	· progress MM-NGN security

· progress F.FSIC, H.460.spn, H.mmqos security annex, study of anti-DDOS MM-issues

	ALL/SG16
	April, 3rd – 13th 2006
	Geneva/CH
	ITU-T
	· progress MM-NGN security, anti-DDOS MM-measures

· progress F.FSIC, H.460.spn, study of anti-DDOS MM-issues

· consent H.mmqos security annex


3.12
Question 27/16 - TDR Aspects of Multimedia Applications and Services

See 3.2.5 above.

3.13
Question 28(J)/16 - Multimedia Framework for E-health Applications

The objectives for this meeting were:

· Coordinate with other SDOs, Questions, or Study Groups

· Present the work carried out since last SG16 meeting

· Planify the next work for the next months

3.13.1
Documentation

The following documents were examined: 

· Contributions: COM16 – D84

· TD/GEN: 98, 127, 132

· TD/WP2: 95, 106, 155, 156, 157, 158, 159, 189

3.13.2
Interim activities

Q.28/16 interim report is presented in TD 155/WP2.

3.13.3
Incoming Liaison Statements

The following LSs were noted at the meeting: 
· TD-96 (GEN) - LS on Work on Telecommunications for Disaster Relief and Early Warning and an Action Plan [TSAG]  

· TD-127 (GEN) - LS on standards-related documents at ITU-D Q14/1-2 Rapporteurs Meeting [ITU-D SG 2 Q14]

· TD-132 (GEN) - LS regarding ISO/IEC JTC 1/SC 29/WG 1 new work item JPSearch [ISO/IEC JTC 1/ SC 29/WG 1 (JPEG)]

3.13.4
Discussions

3.13.4.1
TD 157 Draft roadmap

Current status of the document is presented and it was agreed that the document shall be reviewed electronically in September, topic per topic, devoting one week per topic. It is recommended to be done in a systematic way.

· The section of the roadmap ‘privacy/confidentiality’ is renamed ‘security’.

· Documents shall be improved with the comment and suggestions from attendants.

· It is agreed that user requirements and needs have to be collected. An analysis from the CEN E‑health Standardization Focus Group report shall be performed

3.13.4.2 TD 159 Updated support standards list

It is agreed to request that the eHSCG updates the support standards list with the following Recommendations:

· H.320, H.324, H.350 Series

· X.509, X.805

3.13.4.3 TD 155, 156, 157, 158, 159
It is highlighted that TD 157 is under the unique responsibility of Q28/16 where eHSCG is responsible of TD 156,158 &159.

3.13.4.4 TD 127 LS on standards-related documents at ITU-D Q14/1-2 Rapporteurs Meeting
About the documents produced by ITU-D, it is stated that some parts can be included in the roadmap. It is also agreed to produce a recommendation for ‘Framework for e-health applications in Emergency situations’, aiming at the provision of an overview of technologies useful for the delivery of e-health services during emergency situation. That is also in line with TD 96, LS on Work on Telecommunications for Disaster Relief and Early Warning and an Action Plan, produced by TSAG.

TOC for this framework will be provided in September.

3.13.4.5 TMA-Bridge project

During the AOB part of the meeting, Mrs. Ludwig, from ITU-D, presented the TMA-Bridge project, which main objective is achieving interoperability in e-health. As main output of the project, some strategic recommendations are being produced. Website of the project is http://www.esa.int/SPECIALS/Telemedicine_Alliance/SEMTS70XDYD_0.html 

3.13.5
Intellectual Property Statements

None

3.13.6
Outgoing Liaison Statements

None at this meeting.

3.13.7
Work programme

3.13.7.1
Future work

The following is the work schedule foreseen by Q.28/16 for the next months:

	Main tasks 
	Planned

	High visibility website of Q28/16 with user-friendly user interface
	December 05

	Revised roadmap for e-health standards, compiling and analysing standardisation requirements from e-health stakeholders and identifying standardisation items with priorities
	September - December 05

	Develop a guidelines document “Framework for e-health applications in Emergency Situations”
	December 06

	Develop a Recommendation “Generic Architecture for Multimedia Telemedicine Applications”
	December 06


3.13.7.2
Future meetings

Q.28 plans to meet at the next SG 16 meeting in April 2006. In the meantime, Q.28 will organize an “electronic meeting” for the editing of the “Roadmap for e-health standards”; details will be announced on the reflector for the Question, t05sg16ehmmf@ties.itu.int and in other related email reflectors.

3.14
Question 29/16 - Mobility for Multimedia Systems and Services

The objectives of this meeting were:

· Achieve approval for Technical Paper on Usage of the H.510 protocol for the support of H.323 based Multimedia Services within GPRS/IMT2000 networks

· Start work item with regard to the definition of MM Service Mobility Requirements

· Future Work Items

3.14.1
Documentation

· COM 16 – D 98 – E: Technical Paper on Usage of the H.510 protocol for the support of H.323 based Multimedia Services within GPRS/IMT2000 networks

· COM 16 – D 99 – E: Service Mobility for new Multimedia Service Architecture

3.14.2
Report of Interim Meetings

Q.29/16 has held a Joint Rapporteur meeting in Melbourne/ Australia from 1st March – 3rd March  2005 together with Q.2, Q.5/19. It was discussed how to address overlaps to ensure optimum results and make appropriate use of expertise available. It was concluded that

· Q.2 and 5/19 should handle mobility management and convergence

· Q.6/13 should apply SG 19 results to NGN

· Q.29/16 multimedia services run transparently on top of the bearer provided and maintained by mobility management, independent of convergence, as far as possible.

A second Rapporteurs Meeting was held in Biel/Switzerland, 17 – 20 May 2005. 

3.14.3
Incoming Liaisons

None

3.14.4
Discussions

3.14.4.1
Technical Paper on Usage of the H.510 protocol for the support of H.323 based Multimedia Services within GPRS/IMT2000 networks

The paper provides a proposal on using the H.323 mobility management protocol in combination with GPRS/IMT2000 mobility management procedures. Public Mobile Networks, which offers EDGE and/or UMTS services could be extended by H.323 environment to allow a combined IMT200 and H.323 Mobility Handling. H.323 users with an appropriate handset and an additional PLMN subscription would be able to conveniently move between H.323-based environments and mobile networks as well as between public and private H.323 networks. The document was also discussed with Q.6/13 and Q.2, Q.5/19 at a Joint Rapporteur Meeting in Melbourne (1 – 3 March 2005) and consented between these involved questions.

3.14.4.2
Service Mobility for new Multimedia Service Architecture

Service mobility allows users to maintain access to their services even while moving or changing devices and network service providers. It is of general importance that superior management functionality has to ensure the consistency and actuality of the profile data in different systems.

So far this work item was focused on the creation of service mobility within a H.323 environment (appropriate extensions of H.5xx). In the future the focus of this work item shall be changed more into the identification and definition of Multimedia requirements with regard to the deployment of service mobility within a NGN environment. To avoid any redundancy and any superfluous work, this work item shall be handled in close coordination with the appropriate questions of SG13 and SG19. An appropriate input document was discussed during Q.29/16 session (COM 16 – D 99 – E: Service Mobility for new Multimedia Service Architecture). The document gives in a first draft an overview of the different aspects of service mobility within the context of an abstract model of mobile Multimedia services. The given revision shall be further developed to cover the following aspects:

· Refinement of the model of Multimedia Services jointly with Q.21, Q.22/16 to cover the particularities of relevant Multimedia applications.

· Execution of an analysis of existing protocols with regard to their ability to support Multimedia service mobility and Definition of appropriate requirements towards Service Capabilities, which are offered from NGN to the application layer for the support of Multimedia Service Mobility. A Liaison was send to Q.6/13 and Q.2, Q.5/19, to involve these questions into the further deployment of this issue.

3.14.5
Intellectual Property Statements

None received.

3.14.6
Outgoing Liaison Statements

TD176 (WP2/16): LS on Multimedia Service Mobility

3.14.7
Work programme

3.14.7.1
Future work

The following texts are planned under Question 29/16: H.mmsm (Service Mobility for  Multimedia Services) and H.mmho (Extension of H.510 to support seamless handover of an H.323 session between different domains).

Seamless Handover:

The spreading of 802.11b WLAN access also in the office area opens in principal new possibilities for H.323 based terminals to move between different locations while maintaining a call. Specifically this topic can also consider the transition an H.323 call between two IP networks roaming via 802.11b while the IP address changes between two points. The current revision of H.510 has left handover functionalities for further study.

3.14.7.2
Future meetings

Question 29/16 plans to hold at least one interim meeting jointly with other WP 2/16 questions to address Service Mobility in context of MM architecture, Multimedia Service Model and follow up the Work Programme.

4.
Summary of Liaison Activity

The following is a summary of the outgoing Liaison Statements prepared by Working Party 2/16. The text of these Liaison Statements is contained in TD 165/PLEN and TD 181/PLEN.

	Title
	Destination
	Purpose
	Source

	LS on interoperability of WNSRP
	ETSI-3GPP TSG SA4 and IMTC 3G-324M Activity Group
	Information, Action
	Q.1/16

	Reply to LS from WG 3 to SG 16 relating to H.248.1 and H.248.23
	ETSI TISPAN WG3
	Information
	Q.3/16

	LS on IP NATP Package for Ia Profile
	ETSI TISPAN WG3
	Information
	Q.3/16

	Liaison response to SG 15 regarding Access Network Transport (ANT) standardization plan and work plan contained in TD 117 (GEN/16)
	ITU-T SG15
	Information, Action
	Q.4/16

	LS to SG13 regarding latency in the NGN
	ITU-T SG13, SG12, SG9
	Information, action
	Q.21/16

	ReplyLS to SG9 on harmonized APIs J-Recommendations for interactive TV services
	ITU-T SG9
	Action
	Q.21/16

	LS on a proposed cooperation over NGN codec and home networking studies
	ITU-T SG9
	Action
	Q.21/16

	Reply to LS on QoS and Performance Standardization Areas for NGN
	SG12 (Q15/12)
	Action
	Q.24/16

	Reply to LS on QoS and Performance Standardization Areas for NGN
	WG3/FGNGN
	Action
	Q.24/16

	Liaison on documentation of H.235.x using X.805
	SG 17
	Information, Action
	Q.25/16

	LS on Multimedia Service Mobility
	Q.6/13, Q.2, Q.5/19
	Review, action
	Q.29/16

	Reply to LS on Work on Telecommunications for Disaster Relief and Early Warning and an Action Plan
	TSAG, ITU-T SG2, all other ITU-T SGs
	Information, Action
	SG16


5
Workplan

The work programme contained in TD 82/PLEN has been updated as in TD 166/PLEN for the WP2 items according to the progress made during these two weeks.

6
Summary of Interim Rapporteur Meetings

The following is a summary of the interim Rapporteur meetings proposed by Working Party 2/16.

	Tentative Date
	Tentative
Place
	Tentative Host
	Q.
	Objectives

	28 Nov.-2 Dec. 2005
	Geneva
	ITU
	1
	· Progress revision of T.120 series

· Progress of H.324 issues relative to call setup acceleration techniques

· Progress of H.241 issues relative to a computationally efficient H.264 and reference picture selection

· Review of the items relative to H.320, H.324, T.120, H.310, etc.

	
	
	
	2
	· Progress on the current work items in the work programme:

- H.323 Annex Gv2


- H.323 Annex I


- H.dhcp


- H.gaam


- H.460.geo


- H.presence

· Discussion of miscellaneous and new work items

· Coordination with other groups

	
	
	
	3
	· Coordinate with other SDOs, Questions, or Study Groups-

· Progress work on: 

H.248.1 v1 IG

H.248.19 Amendment 1

H.248.23Corrigenda/Amendment 1

H.248.BC

H.248.SDPSPEC

H.248.ADID

H.248.IPDC

H.248.DCME

H.248 Sub Series IG

H Series Supp 2 Release 8

H Series Supp x BHCoA

· Consider new material.

	
	
	
	4
	· Progress on H.350.7

· Enhancements to H.350.x sub-series

· Possible new service features

	
	
	
	5
	· progress on the current work items in the work programme:

· H.proxy

· Technical Paper: NAT/FW framework

· Discussion of miscellaneous and new work items, which may include development of a framework document related to H.460.18 and H.460.19

· Coordination with other groups.

	
	
	
	21
	· Progress on H.325 requirements

· Progress on H.saarch

	
	
	
	22
	· Progress work on service scenarios and requirements

· Study on system parameters from user requirements point of view

	
	
	
	24
	· Progress work on H.mmqos, Annexes A, B, and C of H.mmqos, and H.trans.control

· Discussion of miscellaneous and new work items

	
	
	
	25
	· progress MM-NGN security

· progress F.FSIC, H.460.spn, H.mmqos security annex, study of anti-DDOS MM-issues

	
	
	
	29
	· Service Mobility in context of MM architecture 

· Multimedia Service Model

· Follow up workplan


_______________________

ANNEX Q01.A - LIVING LIST

ITU-T Study Period 2005-2008

Q1 - Multimedia Systems, Terminals and Data Conferencing

A.1
T.120

	Item
	Rec.
	Ref Doc
	Description
	Comments
	Status

	1
	T.128
	TD 56 (WP 2/16)
	Corrections to the T.128 ASN.1 definitions, which are found in clause 9.1
	Q.1 agreed to incorporate these corrections in a Corrigendum to T.128, to be Consented by SG 16 at a convenient date.
	An editor is solicited.

	2
	T.135
	TD 57 (WP 2/16)
	Corrections to the T.135 ASN.1 definitions, which are found in clause 9.2
	Q.1 agreed to incorporate these corrections in a Corrigendum to T.135, to be Consented by SG 16 at a convenient date.
	An editor is solicited.
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