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Introduction
This proposal will be presented to Q2 at the current meeting since it purposes a new annex to H.323. If it will be accepted by Q2 it will require a change in H.224 and in the Implementor’s guide. This is the full proposal as submitted also to Q2.  Part B is the change proposed for H.224.
Far end camera control (FECC) in H.323 is defined to work using H.282/H.283.  In 1998 RadVision made a proposal to support tunneling of H.281/H.224 frames through IP/UDP/RTP for H.320-H.323 gateways; this was TD-13 in Turin which did not get into any standard document. There have recently been some discussions about FECC due to some non-interoperable implementations of H.281 for H.323. 

The source firms propose to define a H.281-in-H.323 solution based on IP/UDP/RTP/H.224/H.281 that will support both point-to-point and multipoint scenarios. This method may be used as a “simple” FECC scheme when the more sophisticated features of H.282/H.283 are not needed, as well as for FECC thru H.320/H.324 to H.323 gateways.  This method may also be used to support other H.224 client applications, such as T.140 (text chat).
Part A – Proposed new Annex for H.323:

Annex <nnn>/H.323 – Far End Camera Control and H.281/H.224

1 Application

The protocol described in this Annex may be used to support Far End Camera Control (FECC) in H.323 using the stack IP/UDP/RTP/H.224/H.281.  This protocol supports both point-to-point and multipoint scenarios. 

This method may be used as a “simple” FECC scheme when the more sophisticated features of H.282/H.283 are not needed.

This method shall be used for FECC thru H.320-H.323 and H.324-H.323 gateways when the H.320 or H.324 endpoints do not support H.282.

The requirements given below apply only in the case that the protocol described in this Annex has been selected, using the normal procedures of H.245.

It is allowed to run any H.224 application using the IP/UDP/RTP/H.224 protocol defined in this annex. The only other currently standardized H.224 application is T.140.

2 Protocol

2.1 General

This protocol is based on H.281 running over H.224 in an RTP/UDP channel.

On IP transport networks, the H.224 protocol octet structure shall be the same as Figure 2/H.224 except that the HDLC bitstuffing, HDLC flags and HDLC Frame Check Sequence shall be omitted.  The entire remaining content of each frame shall be placed in a single RTP packet.

References in H.224 to the LSD channel of H.221 shall be interpreted as referring to the H.224 logical channel as described in this Annex.  The maximum transmission time requirements of H.224 shall be met, with the H.224 logical channel considered as operating at 4800 bps, regardless of the actual bit rate of the channel.

This protocol shall run over RTP in a unidirectional unreliable h.245 logical channel. The RTP payload value shall be dynamic. The payload descriptor field of H.245 RTPPayloadType shall use the H.224 Object ID.

Terminal numbering according to the procedures in H.243 shall be used in order to support the data link layer in multipoint. The MCU/Terminal address pair <M><T> shall be used to uniquely identify each terminal in a conference. The special destination address of <0><0> shall be used as the broadcast address. The special source address <0><0> shall indicate the sender does not know its address. An address with the terminal number set to 0 indicates the MC.  For example, <n><0> indicates MC number n.

In a point-to-point call, when only two terminals are involved, then the terminals do not have an <M><T> address. In this case, the <M><T> source and destination addresses shall be always <0><0>.

In a centralized conference an H.224 channel shall be opened between each terminal and the MC. When a terminal sends an H.224 packet the MC shall forward the packet to the destination terminal by either retransmitting each packet to all other connected terminals or, by selectively retransmitting each packet only toward the destination terminal. The decision which method to use is up to the MCU manufacturer.
In a decentralized multicast conference each terminal shall multicast the FECC packet to all other terminals. The MC is not involved in forwarding the packets. Terminal numbers per H.243 shall be used to identify the source and destination terminals.


In decentralized multi-unicast conferences each terminal shall use a separate logical channel to each far-end terminal to which it wants to send H.224 packets.

2.2 H.320 to H.323 gateways

H.320-H.323 gateways shall insert and remove HDLC flags, HDLC bitstuffing, and HDLC Frame Check Sequence(s) as appropriate in each direction, so that the bitstream on the H.320 side shall conform with Rec. H.224, and the bitstream on the H.323 side shall conform with the paragraphs above.

2.3 H.324 to H.323 gateways

H.324-H.323 gateways shall insert and remove HDLC flags, HDLC octet-stuffing, and HDLC Frame Check Sequence(s) as appropriate in each direction, so that the bitstream on the H.324 side shall conform with the use of Rec. H.224 as described in H.324, and the bitstream on the H.323 side shall conform with the paragraphs above.

3 H.245 signaling

The use of this protocol shall be signaled by the GenericCapability part of the DataApplicationCapability sequence in H.245.  The Generic Capability for H.224, described in Rec. H.224, shall be used.  This shall be placed in the receiveAndTransmitDataApplicationCapability part of the Capability choice.

This protocol shall not be signaled in the receiveDataApplicationCapability or transmitDataApplicationCapability parts of the Capability choice.

























4.    RTP Header information. 

The following fields shall be filled in the RTP header:

V: 2.

M:0 NA.

PT: the same number sent in the OLC dynamicRTPPayloadType field.

Sequence number: filled, incremented by one for each RTP packet sent. 

Timestamp: filled with 8Khz clock rate.

SSRC: filled with the synchronization source.

<end of annex>

Part B – Changes for H.224

Insert the following text into Rec. H.224 (into Implementor’s Guide until it can be rolled into revised H.224):

11. Generic Capability Object Identifier
The object identifier shown in Table 2 shall be used to identify Rec. H.224 in the signaling procedures of Rec. H.245.
Table 2/H.224 – Generic Capability identifier

Capability name
ITU-T Recommendation H.224

Capability class
Data protocol

Capability identifier type
Standard

Capability identifier value
itu-t(0) recommendation(0) h(8) 224 generic-capabilities (1) 0

Capability parameter type
No parameters

MaxBitRate
Not used


Part C – Changes for H.245

Update appendix VIII of H.245 with the generic capability by inserting the 
following new entry to Table VIII.1/H.245:


Capability name


Capability class
Capability identifier
Name of Recommendation or Standards that defines this capability

ITU-T Recommendation H.224
Data protocol
itu-t(0) recommendation(0) h(8) 224 generic-capabilities (1) 0
ITU-T

Recommendation

H.224

<end>
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