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Part I - General

1. Introduction


Working Party 2/16 (Services and High Rate Systems) had a meeting in Geneva (13 – 17 November 2000), under the chairmanship of Mr. F. Tosco (CSELT, Italy). 

2.
Organization of work


The following documentation was examined:


Regular Contributions: COM16 – 116 to 118 (Rapporteur Q.13/16), COM16 – 119 (Rapporteur Q.11/16), COM16 – 120 (Rapporteur Q.14/16), COM16 – 122 (Editor H.235), COM16 – 123 and 124 (Editor H.248), COM16 – 126 (Editor H.248), COM16 – 127 to 129 (Rapporteur Q.13/16), COM16 – 130 (Rapporteur Q.14/16), COM16 – 131 (Editor H.248-AnnexH), COM16 – 132 (Editor H.248-AnnexI), COM16 – 134 (Rapporteur Q.13/16), COM16 – 137 (Rapporteur Q.14/16), COM16 – 138 (Rapporteur Q.14/16), COM16 – 141 (Rapporteur Q.13/16)

Delayed Contributions: 1 to 4 (Cisco), 27 to 29 (AT&T), 30 (Korea), 34 to 36 (PictureTel), 39 (NTT DoCoMo), 40, 41 and 43 (Siemens), 47 (NTT DoCoMo), 48 (USA), 52 (NTT DoCoMo), 53 and 54 (France Telecom), 55 and 56 (Israel), 57 (Oki), 59 (Lucent), 61 and 62 (Nokia), 75 (France Telecom), 83 (Lucent)

Temporary Documents (Plenary Series): 1 to 10 (Rapporteur Q.13/16), 13 (WTSA 2000), 14, 18 and 21 (Rapporteur Q.14/16), 22 (Rapporteur Q.13/16), 23 (Rapporteur Q.14/16), 24 (Rapporteur Q.13/16), 25 (Rapporteur Q.14/16), 26 (Rapporteur Q.11/16), 27 (Rapporteur Q.14/16), 28 (Editor H.248 Annex F), 29 and 32 to 34 (Rapporteur Q.13/16), 36 to 39 (Rapporteur Q.14/16), 40 and 45 (Rapporteur Q.11/16),

Temporary Documents (General Series): 1(TSAG), 3 (TSB), 5 (SG13), 6 (ISO/IEC JTC 1/SC06), 8 (Rapporteur Q.11/16), 9 (Rapporteur Q.1/16), 10 and 11 (WP1/9), 14 (Rapporteurs Q.13, 14, 23/16)

Temporary Documents (WP 2/16 Series): From TD1 to TD….

Working Documents:  Several Working Documents were also considered.
3.
Results

3.1 General Working Party topics

3.1.1 Status reports about the questions assigned to WP2/16

The Rapporteurs for the different questions presented their status reports, which give a picture of the achieved results, of the present situation, and of the future objectives. The status reports were published in the following documents:

- Q.1/16:
TD45(Gen)

- Q.11/16:
TD32 (WP2/16)

- Q.14/16:
TD33 (WP2/16)

3.1.2 Reports on interim activities

After the fifth meeting of WP2/16 (Geneva, 7 – 18 February 2000) a few Rapporteur meetings were held, as indicated in the table below. Reports on these meetings were presented by the Rapporteurs; the documents containing such reports are indicated in the table.

Question
Date
Place
Host
Report

11/16
16-17 May 2000
Osaka, Japan
Japanese Companies
TD31/WP2

11/16
24-25 August 2000
Portland, USA
Intel
TD31/WP2

12-14/16
15-19 May 2000
Osaka, Japan
Japanese Companies
TD40/WP2

12-14/16
21-25 August 2000
Portland, USA
Intel
TD40/WP2

12-14/16
8-10 November 2000
Geneva, Switzerland
ITU-T
TD40/WP2

3.1.3 Liaison Statements considered by WP2/16


WP2/16 took note of the liaison statements received from other Study Groups or other Standardisation Bodies, as listed in Annex 1. Where appropriate, responses have been prepared, as listed in the same Annex 1.

3.2 Question 1/16- Audiovisual/multimedia services


An Expert Group, chaired by the Rapporteur for the Question (Mr Yves Robin-Champigneul, France Telecom R&D), held two half-day meetings with the following results 

–
decision of the 4 documents in Report COM 16-R 67, 3 new recommendations or annexes to recommendations: 

(   F.701 (F.USER) – Guideline Recommendation for Identifying Multimedia Service Requirements,

(   F.703 (F.MCVS) – Multimedia Conversational Services,

(   Annex C.2 to F.700 - Middleware service element Conversation Control,

and a revised annex:

(   Annex A.3 to F.700 – Media component Text;

–
progression of work on draft Recommendation F.IEMS on Priority services, leading to the script annexed to the report and sent for information to SG 13;

–
progression of work on Project M.3 on electronic commerce, with a preliminary list of actions annexed to the report and a liaison statement sent to the various Study Groups concerned and also forwarded to ETSI;

· discussion on future work under Question C for the new study period, with a proposal to provide descriptions of applications, especially e-business applications, to draft recommendations for multimedia services on IP networks, and to update Recommendation F.702 (see D.30-WP 2/16).

Annex 1 to the report on Q1/16

Functional Requirements for an International Emergency Multimedia Service to Support Critical Communications

___________________

Abstract:

This document provides the results of a special editing group formed to establish a requirements baseline ("Application Script"/F.701) to be used in the development of a service description for an International Emergency Multimedia Service to support Critical Communications (F.IEMS, formerly F.EMS). 

FUNCTIONAL REQUIREMENTS FOR AN INTERNATIONAL EMERGENCY MULTIMEDIA SERVICE TO SUPPORT

CRITICAL COMMUNICATIONS

1
PROSE DESCRIPTION

There is a need for priority communications among governmental, civil, and other essential users of public telecommunications services in crisis situations, such as earthquakes, severe storms, and floods.  Telecommunication services are often restricted during these events due to physical damage, congestion, or associated equipment failures.  In more serious situations, such as the recent earthquakes in Turkey, Taiwan and Honduras, these effects may be felt far beyond the local area or national boundary as a severe increase in international traffic both into and out of the crisis area.

An international emergency multimedia service (IEMS) capability will enable authorized users to have priority access to required telecommunication services during emergency events and priority processing through the network to support recovery operations.  In normal traffic conditions, critical communications are handled in the same manner as other traffic.  However, when traffic conditions degrade to a predetermined level of service, priority service access and routing features are invoked and remain in force until traffic conditions return to an acceptable level.  In extreme circumstances, where the communication infrastructure has been so badly damaged that it can no longer adequately support priority service features, it may become necessary to progressively block non-critical traffic in order to facilitate recovery operations.  It this event, it may also be necessary to prioritize the remaining essential traffic to assure that the most urgent communication needs are met during critical phases of the recovery process.

Many countries already have priority service capabilities to allow for essential internal traffic to flow (see Appendix A for two examples).  However, it is also important to have international procedures in place during a crisis to allow communications between the essential users in one country and their correspondents in another.  In order to be responsive to both national and international interests, these two capabilities need to be considered as independent, but fully compatible.  Only those users of a national emergency service scheme that have a legitimate part to play in a particular international crisis should be eligible for priority access to other participating networks.  On the other-hand, users that are authorized access to an international priority service will require access to this service through their own national system.  Under conditions of severe local damage or congestion, countries need to retain effective control over their own national networks, particularly with respect to incoming traffic, even though an international priority scheme may have been invoked. 

The next generation of telecommunications services, based upon packet-switched technology, is rapidly evolving.  With this evolution, many new and innovative service features and capabilities are becoming available that could enhance emergency communications.  At the same time, focus is shifting from "voice only" to integrated multimedia applications.  These trends are expected to continue and will offer additional priority requirements that need to be considered in developing a responsive IEMS.

2
RELATED ACTIVITIES

ITU-T Study Group 2 has recently developed a new Recommendation E.106 that describes an International Emergency Preference Scheme (IEPS) for the International Telephone Service (ITS) that will support recovery activities during crisis situations.  Although E.106 focuses only on circuit-switched networks, such as the PSTN and ISDN, it does provide a good description of IEPS functional requirements and associated service features that need to be supported in the packet environment as well.  These requirements and service features have been included in the IEMS functional requirement baseline described in the next Section.

It should also be noted that extensive activities are currently underway in international, regional, and national standards bodies to define new mechanisms, protocols, and procedures for application in the next generation networks.  These bodies include the IETF and ETSI Project TIPHON, in addition to the other ITU-T Study Groups.  As the telecommunications technologies continue to evolve, innovations and enhancements for IEPS/IEMS support services will emerge.  It is critical that efforts to address these many new capabilities are established as early as possible and close cooperation maintained among the various organizations to facilitate consistent results and globally recognized agreements.

3
FUNCTIONAL REQUIREMENTS

3.1
General

IEMS voice and data services should guarantee priority handling for the traffic of designated users, and exemption from restrictive network management controls.  The process of prioritization may vary depending on the extent to which the network is impaired and there may be more than one level of priority designation.

IEMS traffic is identified by some special marking mechanism that will trigger specific actions by network elements in accepting, transmitting, and delivering the traffic on a priority basis.  While IEMS service can be initiated only by authorized users, the recipient can be any other user, whether IEPS/IEMS designated or not.

IEMS services should not impose any special or additional equipment constraints on the end user, and should provide for a basic level of operational capability between the circuit-based IEPS and packet-based IEMS user communities.

3.2
Specific Service Features

Recognizing that different circumstances may require different service features, a particular emergency priority service may consist of one or more of the following service components:

· Priority network access;

· Guaranteed network access (equivalent to “off-hook” service in the PSTN);

· User validation and authentication;

· Automatic number identification

· Priority routing and queuing for network resources; 

· Enhanced alternate routing capability (not available for general public use);

· Node, network, and service management;

· PSTN/IP interworking

· Centralized service management and billing; 

· Call redirection;

· Priority call indication;

· Multiple priority levels;

· Geographic caller location;

· Support for users with disabilities.

To ensure that an IEMS user can reliably call any other user, call-barring or similar facilities that can normally be set for a called party should be overridden.  There must be no conflict between preference for a "priority" call from an IEMS user and one from a non-IEMS user.

Priority calls to a number where a "call transfer" or "call forwarding" feature has been invoked should retain the priority designation and the marking indicator passed on to other telecommunications providers that may be involved.

In addition to addressing the latency requirements of various media of communication (voice, video, data), assignment of multiple priority levels may also be required to:

· indicate urgency of the content (priority, immediate, etc.) 

· identify type of user (diplomatic, medical, police, etc.) 

It may also be desirable to assign different priorities to the component media of a multimedia transmissions in order to reduce the bandwidth requirement during congestion, but still retain the essential essence of the communication.

In addition, the broad range of existing IP-based services, with their enhanced capabilities, can significantly benefit IEMS users.  These include web access, instant messaging, remote printing, e-mail, file transfer, wireless access, multicast audio and video, interactive video, remote data base queries, DNS lookups, remote network management interactions, and prioritized and differential IP handling.  Each of these services should be considered for preferential treatment, authorization, and administration.

3.3
IEMS Access Control 

Access to the IEMS can be initiated through either an analog or digital network connection.  In either case, the IEMS user provides the call marking information required for IEMS access and processing across the networks involved.  The following access control options can be applied to assure that only authorized users are permitted access to the IEMS:

· access via pre-determined lines.  This option reduces the possible misuse of the IEMS, but is not portable;

· access by means of special code, such as a Personal Identification Number (PIN), at any available PSTN/ISDN or ISP interface.  This option provides the flexibility of access at the cost of technological and operational complexity.  The allocation and control of IEMS/IEPS user PINs would require the establishment of appropriate administrative control procedures;

· access to or from a protected national emergency network.

It is likely that call restrictions to certain specific destinations (e.g. country codes, area codes, IP-addressing subsets, etc.) will already be in place when IEMS is activated.  Such restrictions should not apply to IEMS users between countries that having a common IEPS arrangement.

If sufficient resources are no longer available, the ability to make calls is removed from non-IEMS users, while the ability to receive calls is not affected.  All calls then made by an essential user should be permitted.

3.4
Operational Management

IEMS users are determined by national governments and may include activities such as local emergency services (police, fire department, etc.), public utilities, medical services, and diplomatic and other vital government interests.

Requests for enabling the IEMS are to be coordinated between the countries involved.  In each country, the national authority responsible for making such arrangements will establish and authenticate the authorized IEMS user list.  At the onset of a crisis situation wherein IEMS is invoked, the national authority in the affected country will need to confirm the preference status of calls from essential users in those countries with which agreements have been made.

3.5
Interworking

Interworking between the IEPS and IEMS environments is required at a level supportable by the CSN.  For those new or enhanced IEMS features that can only be supported within a packet-based network environment, provision should be made for a fall-back mode that will still allow effective communication between IEMS and IEPS users.

The features identified in E.106 that could enhance call completion in a circuit switch network are summarized in the following Table.  The use of specific features will be determined by each nation after due consideration to the capabilities of the networks being used.

Table 1:  Features and Techniques Identified in E.106 to Enhance Call Completion

No.
3.7.1.1 Essential Features for IEPS 

1
Priority Dial Tone

2
Priority Call Setup Message through Signaling Networks with Call Identifier

3
Exemption from Restrictive Management Controls





Optional Features/Techniques to Enhance Call Completion

4a
Local Exchange Bypass

4b
Diverse PSTN/ISDN Access from Cellular Networks

4c
Prescription Override

4d
Avoidance Routing

4e
Diverse Routing

5
IEPS User Verification

6
Special Announcements on Call Progress

7a
Enhanced Alternate Routing

7b
Trunk Queuing

7c
Off-Hook Trunk Waiting

7d
Dynamic Trunk Reservation

7e
Trunk Sub-grouping

7f
Automatic Call Re-routing

7g
PSTN/ISDN Partitioning

8
Call Forwarding

9
Abbreviated Dialing

10
Attendant Override

11
Authorization Codes

12
Automatic Call Distribution

13
Call-by-Call Service Selection

14
Call Pickup

15
Call Transfer

16
Call Waiting

17
Calling Number Identification

4.  IMPLEMENTATION NOTES

Fulfillment of the basic IEPS capabilities by today’s telephony services has required the addition of special provisions to existing implementations.  This has proven successful and effective, but has resulted in considerable expenditure of effort and resources. It would be much more desirable that, in the future, basic mechanisms implemented as an inherent part of the emerging network infrastructure be used to support the IEPS/IEMS communication capabilities. These mechanisms could be adapted from those implemented or under development for other service offerings.  For example, efforts are already underway within the IETF to develop mechanisms for selecting and managing different levels of quality and classes of service.  In addition, there is a need to consider multimedia applications and services, unified service interworking and management of integrated circuit-switched and packet-switched networks, to include wireless access for emerging mobile services.  In this regard, the flexibility of emerging object-oriented and distributed technologies provides significant potential for readily and economically supporting a diversity of service features.

As the telecommunications technologies continue to evolve, new innovations and further enhancements to IEPS support services will emerge. It is critical that efforts to address these many issues are established as early as possible in the work underway and in future work to develop specifications for next generation networks.  These include:

a) Maintenance of the priority status of the communication for its total duration after set up.

b) Maintenance of the required quality of service to support the instance of communication.

c) Maintenance of the required grade of service to ensure a minimum bandwidth or throughput level during heavy traffic conditions.

d) Dynamic alternate routing of IEPS communications when congestion and failure occurs.

e) Interchange of critical operational data across the inter-domain Telecommunications Management Network (TMN) X-interface as specified as specified in ITU-T M.3010. Possible examples include:

· registration of authorized users,

· monitoring of service performance,

· identification of security breaches and unauthorized use of IEPS,

· activation/deactivation of IEPS services or priority levels in specific regions,

· reports of failure points in telecommunications infrastructure,

· status of recover actions,

· interchange of critical data related to recovery operations,

· reports of usage and billing information.

f) Preferential treatment for IP-based applications, such as e-mail, instant messaging, remote printing, web access, file transfer, multi-cast video, interactive audio, remote network management, and DNS lookups.

g) Multicast and broadcast services for voice, data, and video.

h) Definition of multiple levels of emergency priority including different types of service as well as different degrees.

i) Interface for access by mobile and/or constrained IP-based devices, such as those being developed for wireless access.

It is also essential that appropriate arrangements exist to permit these operations among the many communications service providers and nations of the world.  Recognizing that many countries have national preparedness schemes implemented in existing telephone networks, the challenge at hand is to develop improved mechanisms for the newly emerging generation of IP-based networks, while maintaining an effective interface with existing IEPS telephony services.  Specific issues to be considered during the initial phases of the transition period include the following:

· The protocol mechanisms of IP-based networks in operation and under development that could convey an HPC-type IEPS indicator to identify set-up of an emergency telephone communication. This would enable priority routing and processing ahead of other traffic being offered.

· A field in the header of any candidate protocol that might be involved in conveying an emergency communication indication needs to be identified and space reserved for the required codepoints.

· Appropriate codepoint(s) that will be used to convey the IEPS/EMS indicator through the IP-based environment needs to be registered.

· Procedures and processes need to be defined for handling the IEPS/EMS indicator in the IP-based environment. This includes priority routing of packets as well as alternate routing capabilities when congestion is encountered during the communication.

· Measures for security protection of IEPS communications transiting IP-environment, including authentication/authorization for call initiation and protection from cyber attacks in IP-based networks,

5.
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APPENDIX 1

This Appendix provides two examples of existing IEPS/IEMS type services that are available today.  These examples cover both PSTN and Internet-based implementations and represent a point of departure for the technical work ahead to support IEPS requirements in the next generation network environment.

 A.
GETS

In the United States, the Government Emergency Telecommunications Service (GETS) uses a High Probability of Completion (HPC) network capability for marking emergency calls.  As specified in American National Standard T1.631-1993, the Calling Party's Category parameter is used to mark emergency calls within the initial address message (IAM) for call set-up in Signalling System No 7 (SS7).  This specific parameter has been set aside by ITU-T in Recommendation Q.763 for national use, and is used in the U.S. to trigger special applications within the PSTN to enhance GETS call completion.  Alternate carrier routing (ACR) is also employed in the GETS since there are multiple inter-exchange carriers (IXC) supporting toll services in the U.S.  If one IXC is not available, the call is redirected to another IXC until all possibilities are exhausted.

The dialing plan for GETS uses a universal access number with a non-geographic, toll free Numbering Plan Area (NPA) code that has been assigned by the North American Numbering Plan Administration (NANPA) to the U.S. Government.  After dialing the universal access number, the user is prompted for a Personal Identification Number (PIN).  If the PIN is authenticated, the originator is then requested to enter the desired destination number.

B.
 WIDE

For the past five years, an emergency communications system has been under development in Japan to support recovery from major disasters such as the devastating earthquake that hit the city of Kobe in 1995.  The WIDE (Widely Integrated Distributed Environment) project, a well-known research consortium on Internet technologies in Japan, has developed an emergency system called IAA ("I am alive").  This is a scalable and robust distributed database system that supports voice, touch-tone, cell phone, facsimile, www, and other user interfaces for emergency communications.  IAA supports the many recovery activities in a disaster area, including registration and retrieval of information for victims.  IAA is based upon Internet technology to provide the diversity and flexibility required for supporting emergency communications under the most severe conditions.  The development of IAA has been a cooperative effort of Japanese universities, industry, and the Communication Research Laboratory (CRL) of the Ministry of Posts and Telecommunications.

Annex 2 to the report of Question 1/16

Proposed study areas of E-Commerce (non exhaustive list)

At the last 4th E-Commerce MoU Management meeting in Geneva (17~18 May 2000), it was noted that it is important to distinguish standards for the telecom infrastructure supporting E-Commerce, from standards for E-Commerce itself. For this, the specific requirements for E-Commerce applications should be identified. This means, until now, E-Commerce still stays in the conceptual level in the telecommunication standard domain. But recognizing the importance of realization and construction of E-Commerce based on the above MoU management meeting notification, the following areas have been identified as study areas of E-Commerce for ITU-T for further elaboration. Note that this is not exhaustive; other areas have been identified but not yet described.

1. Security : This is one of the most important study area for realization of E-Commerce. There are two levels of study that will be identified. The first one is the security study for service level which is needed for the security of E-Commerce related applications and services. In this case, most of the functions are located in the security servers, so functional actions are accomplished between the user terminal and the security server and between different security. The other is the security study on the access network of E-Commerce users. This is the starting point for securing user transactions, so that all users could be authenticated (and their network service requirements activated) when they request access to the network for E-Commerce purposes.

For the time being, the following study issues are addressed on this area:

· Public Security Code and its mechanism for exchange between servers and between user and server,

· Network access security code and its mechanism between user terminal and network access system,

· User service subscription profiles and their management (security, up-dating, maintainance, etc.),

· Others.

* Relevant Study Groups in the ITU-T : SG 4, SG 7, SG 11, SG 16

2. Identification : Under the E-Commerce environment, exact identification of users are requested to securely identify the trading situation with relevant timing information. Here two identification issues are raised for this purpose. First one is the personal identification. This is an identification of persons who are practically involved in this E-Commerce transaction. Using this, the level of person’s involvement is also checked and monitored according to the level of E-Commerce transaction. The other thing is the location identification of persons (and/or devices) who are also involved in the transaction. This identification will be useful for checking the locations where the business actions (e.g. contracting, ordering etc.) are made.

For the time being, the following study issues are addressed on this area:

· Person and Organization identification (Ids, locations/positions, etc.),

· Device identification (Id, location/position, type and characteristics, etc.),

· An integrated user identifier search mechanism,

· Protection of privacy of personal data and location privacy,

· Intelligent agents to manage complexity for the calling and called parties,

· Others.

* Relevant Study Groups in the ITU-T : SG 2, SG 7, SG 11, SG 13, SG 16

3. Server Architecture : To fulfil the electronic transaction, many server functions will intervene between the application/server and the network. This condition will be even more complex when several service providers are involved for the transaction. Because of the sensitivity of E-Business, all communications among different servers are also secured and transparent. For this purpose, a server architecture will be developed to give a framework for providers and relevant operators.

For the time being, the following study issues are addressed on this area:

· Classification of types of servers (e.g. Naming server, Security server, Subscription Id. server, Location server, Billing server, etc.),

· General overall architecture and functional architecture,

· Application scenarios,

· Others.

* Relevant Study Groups in the ITU-T : SG 2, SG 7, SG 13, SG 16

4. Network capability : This study relates to the development of appropriate network capabilities to support the communication for E-Commerce. To meet E-Commerce requirements to the network, it would be requested to develop new network capabilities such as new transport capabilities for transmitting trade and security information safely. This study also implies the arrangement of functional entities for providing these capabilities.

For the time being, the following study issues are addressed on this area:

· New transport capabilities (e.g. for transport of trade information and security information, for transport of control and management information including timing synchronization information etc.),

· New control and management protocols and their operating mechanisms,
· Arrangement of functional entities and network resources,

· Others.

* Relevant Study Groups in the ITU-T : SG 4, SG 11, SG 13, SG 15, SG 16

5. Timing Synchronization : This feature is requested to clarify the exact time when the trade transaction occurred from a global timing scheme. Study of this issue of ITU-T will be a subject for future discussion, but the study of transport of this information and its methodologies are addressed to the ITU-T study scope.

For the time being, the following study issues are addressed on this area:

· Transport of Timing information,

· Timing synchronization mechanism,

· Use of a network synchronization mechanism for this purpose,

· Others.

* Relevant Study Groups in the ITU-T : SG 13, SG 15, SG 16

6. Interworking : This is a matter of expanding public E-commerce infrastructure to the private E-Commerce as well as providing general purpose telecommunications to the users who belong to E-Commerce infrastructure. The study issues are separated in two parts. The first one is the interworking with private E-Commerce which may be using private specifications such as private security schemes and private protocols for them. In this situation, the interworking function will carry conversion functions between these different specifications including identification schemes. The second one is the provision of gateway functions going to and coming from the public telecommunication networks including IP based network for the general purpose of telecommunications.

For the time being, the following study issues are addressed on this area:

· Interworking structure and scenarios,

· Functional requirements of interworking units as a gateway and as a firewall,

· Others.

* Relevant Study Groups in the ITU-T : SG 2, SG 7, SG 13, SG 16

7. Interconnection : For E-Commerce, the involvement of several different players would be expected. In this case, for securing the transaction, there is a need of a clear guide of interconnection between different players and owners. This study will imply an interconnection point which identifies the point for transporting security information between different players as well as including relevant attributes.

For the time being, the following study issues are addressed on this area:

· Reference configuration of E-Commerce infrastructure,

· Identification of interconnection point and relevant attributes,

· Others.

* Relevant Study Groups in the ITU-T : SG 2, SG 13

Annex 3 to the report of Question 1/16

Draft description of Project M.3

GII Project: Technical framework for electronic commerce

Presentation of the issues

Electronic commerce may be defined as the ability to perform transactions involving the exchange of goods or services using electronic tools and techniques. It may include such actions as advertising, browsing through a catalog, purchasing, negotiating, billing, paying, exchanging commercial or technical documents, and may also feature broker functions. It is thus a very broad domain in which studies, experiments and specific implementations already exist and will be used as background.

Because telecommunication systems are needed for electronic commerce, ITU is concerned with this subject and has been called upon to sign a motion of understanding (MoU) on electronic business with ISO, IEC and UN/ECE. The coordination of the work for the MoU within ITU-T has been allocated to Project M.3.

The scope of the actions planned in the MoU will only encompass areas not already covered elsewhere and in which the participants have the expertise for bringing useful complements, such as security features. They will also try to harmonize and generalize specifications that have been designed for limited segments of business activities.

A large part of the communications will certainly go through the Internet, but other transport facilities may also be involved. Security and reliability are essential features for electronic commerce and will have to be carefully studied within the project. 

Objectives

To obtain a complete set of standards insuring reliable and secure transactions for electronic business, either by using existing standards or by developing new standards when necessary.

To harmonize the specifications applicable across different segments of business activities.

To make these standards available to all parties involved in electronic business and in particular to developping countries.

Project description

Electronic commerce is a broad application expected to be accessed from a variety of terminals across different networks. Its main requirements are:

–
the support of standardized transactions, i.e. presentation of the offer, navigation and selection;

–
the exchange of commercial documents such as orders, invoices, contracts;

–
the support of delivery, especially with regard to electronic goods;

–
a high level of security, adapted to the application being supported;

· means for the support of payments.

The work will be conducted in cooperation by several study groups, each for the relevant aspects of electronic commerce that fall within its mandate. It will also be a concerted action with the other standardization bodies participating in the MoU. The following activities are planned:

To review existing work applicable to the subject inside and outside ITU-T.

To identifies the various types of transactions pertaining to electronic business and their various environments.

To characterize the functional aspects of electronic commerce.

To identify the specific telecommunication support requirements applicable to electronic business.

To develop appropriate security standards applicable to electronic commerce.

To develop the protocols for the support of electronic commerce.

To define the interfaces between networks and information appliances appropriate for electronic commerce.

To develop, when applicable, common standards with the other MoU members.

To combine efforts with the other MoU members for harmonizing the specifications used by different segments of business activities.

To establish a list of standards applicable to electronic business.

Lead body

ITU-T SG 16 (Q.C, D, G, 17/16, possibly others)

Contact Person: Mr. Y. Robin-Champigneul

Collaborating bodies

ITU-T SG 3, 4, 7, 10, 13, ISO, IEC, UN/ECE, IETF (in particular IOTP and PINT groups), SETCo

3.1.3 ITU-T Questions involved (provisional table)

Study Group
Question
Title of the Question
Rec.

SG 7
Q.12/7
Directory Services and Systems
X.509 series


Q.13/7
Security Services, Mechanisms and Protocols



Q.14/7
Open Distributed Processing (ODP)



Note:
these 3 Questions are provisionally included in WP 3/7  E-commerce, E-business 


SG 13
Q.R/13
Telecommunication Architecture for Evolving Environment
Y.130

SG 16
Q.B/16
Multimedia Architecture



Q.C/16
Multimedia Applications and Services



Q.D/16
Interoperability of Multimedia Systems and Services



Q.G/16
Security of Multimedia Systems and Services



Q.5/16
Mobility for Multimedia Systems and Services


Relevant existing Standards

RFCs pertaining to HTTP

Recommendations on security features:

H.234
Encryption Key management and authentication system for audio-visual services

X.500
Open systems interconnection - The directory: Overview of concepts, models and services

X.509
Open systems interconnection - The directory: Authentication framework

X.800 series - Security architecture for Open Systems Interconnection

Draft X.sio – Information technology – Security techniques – Security information objects

Draft X.ttp1 – Information technology – Security techniques – Guidelines on trusted third party services

Draft X.ttp2 – Information technology – Security techniques – Specification of TTP services to support digital signatures

X.900 series on Open distributed systems

H.300-series Recommendations on audiovisual terminals (NOTE 1):

H.310
Broadband AV systems and terminals

H.320
Narrow-band visual telephone systems and TE

H.321
Adaptation of H.320 terminals for B-ISDN

H.322
Visual telephone syst. and equip. for LANs of guarantied QoS

H.323
Visual telephone syst. and equip. for LANs without guarantied QoS

H.324
Visual telephone syst. and equip. for GSTN and mobile

T.120-series Recommendations on protocols for audio-visual terminals.

NOTE 1 - These Recommendations are mentioned here because they apply to terminals with good display capabilities, but they are presently intended for videophone and videoconference applications and do not support HTTP. Hence even H.323 terminals on IP networks cannot access the Web servers that should support a large part of electronic commerce activities. Additions to the existing recommendations will be needed for HTTP interfaces.

Current work activities, deliverables and time-scales

Refer to ITU-T SGs consolidated work plans and to the MEDIACOM 2004 Project.

SG 16 Work plan

Phase 1

1)
Review existing specifications applicable to electronic business in various environments

2)
Review activities of the following organizations:

•
Other ITU-T SGs;

•
Other participants in the MoU: ISO, IEC, UN/ECE.

•
Other SDOs etc. e.g. IETF, UNEDIFACT.

3)
Build list of electronic commerce studies in the ITU-T and other SDOs

4)
Provide, in collaboration with the MoU members, functional descriptions of typical electronic business transactions and their telecommunication requirements

5)
Make information on existing specifications available on the informal ftp area

6)
Coordinate with other ITU-T SGs to define their activity within the project

7) Participate in the management meetings of the MoU

8) Provide progress report to SG 16

Phase 2

1)
Assess areas of potential overlap and non-activity

2)
Inform relevant organizations of any perceived overlap

3)
Identify suitable organization to undertake studies in areas on current non-activity

4)
Provide inputs to the drafting of the updated Recommendation H.200

5)
Provide a schedule for the next phases of the project 

6)
Provide progress report 

Schedule

The following project schedule is proposed:

Phase 1 - End 2000

Phase 2 - First SG 16 meeting in 2001

Organization of the project

The project should be split into several work areas for which the responsibility will be allocated to different SGs. For instance a possible distribution could be:

Area 1
Coordination

Area 2
General framework

Area 3
Security

Area 4
Protocols

Area 5
Service management

Area 6
Supporting software

________________________________________

Annex - Provisional and partial list of issues on which work is planned

SG 7

· security services, mechanisms and protocols

· security architecture

· applications and network security

· security application programming interface (SAPIs)

· key management

· Open Distributed Processing
SG 13

· authentication of network accesses

· personal identification of users

· architecture for interconnection between data bases, servers, …

· transport of user profiles

· time stamps

· reference point of interconnection between service providers (B to B) and between providers and consumers (B to C)

· interworking with private e-commerce (e.g. conversion between security code systems, identification of 

· location, …)

SG 16

· functional descriptions of e-business applications

· architecture for multimedia applications

· security features for multimedia applications

· interface between IP and non-IP networks

· mobility of e-business terminals

___________________________

3.3
Question 2/16- lnteractive multimedia information retrieval services (MIRS)

As no contributions addressed to Q.2/16 were received at this meeting, according to the rules it was agreed not to have an expert meeting on this question.

3.4
Question 3/16 - Data Protocols for Multimedia Conferencing

Only one contribution (a liaison statement) addressed to Q.3/16 was received. Therefore, according to the rules it was agreed not to have an expert meeting on this question. A provisional response to the liaison statement was prepared.

3.5 Question 11/16 - Circuit Switched Network (CSN) multimedia systems and terminals

3.5.1
Introduction

Question 11/16 (Circuit Switched Multimedia Terminals and Systems) met in Geneva (13-17 November 2000 as part of the WP2/16 meeting), with Mr. T. A. Geary (Conexant, USA) as rapporteur.

3.5.2
Organization of work

The following documentation was examined:

Regular Contributions: 
COM16-119, D.27, D.28, D.29, D.36, D.39, D.43, D.47, D.52

Temporary Documents (Plenary Series:
TD11P, 13P, 14P, 15P, 16P, 26/P

Temporary Documents (General Series):
TD01G, 02G, 08G

Temporary Documents (WP 2/16 Series):
TD08/2, 19/2, 20/2, 21/2, 27/2, 29/2, 30/2, 31/2, 77/2
Working Documents:
WD03/2, WD03rev1, WD05

3.5.3
Results

3.5.3.1
General Q.11/16 topics

TD31/2 Report of Interim Activities in Q.11/16 – There were no requests for additions or changes.

TD01/G Liaison from ISO/IEC regarding obsolete X.208/X.209 versions of Abstract Syntax Notation One (ASN.1).  The Q.11 experts took note of the action.

TD2G, TD8G, TD11P, TD13P, TD14P, TD16P - The Q.11 experts reviewed and took note of these contributions as appropriate.

TD30/2 Q.11 Meeting agenda – A modified version of this document was agreed and followed during this meeting.

3.5.3.2
Recommendations for Decision, Consent, Determination and Approval

3.5.3.2.1
Documents for Decision/Consent

COM16-119 H.324 and D.52 Annex H Mobile Multilink Operation Editorial revision to H.324 Annex H white document (COM 16-119-E) – After discussion relative to adding the clarifications defined in D.52, the Q.11 experts agreed to submit this text to WP2/16 and SG16 and request decision approval.

The Q.11 experts requests that the appropriate content of TD27/2 be included in the final version of H.245v7 put forward for decision by WP2/16 and SG16 at this meeting.

TD26/P Corrigendum to ITU-T Recommendation H.243 – The Q.11 experts agreed to submit this corrigendum to the WP2/16 and SG16 for "consent" by the AAP process.  WP2 agreed to include this information in revised H.320 I/G (TD56/P)and the I/G editor will make this change and provide the complete text to the TSB at the conclusion of the meeting.

3.5.3.2.2
Documents for Determination

D.39 HTTP in H.324 – This work was reviewed in Q.11 and the joint meetings and the experts agreed to submit the proposed draft text for H.324 Annex I (TD40/P) for determination at the WP2/16 and SG16 meeting.  Since the only approval process to be followed at this meeting is AAP, this item was withdrawn from this meeting to be submitted at the next SG16 meeting.

3.5.3.2.3
Documents for approval

TD45/P Revised Implementers Guide for H.324 – The Q.11 experts agreed to submit this implementers guide for approval by the WP2/16 and SG16 meeting.

TD56/P Revised Implementers Guide for H.320 – The Q.11 experts accepted the content of the contribution with the exception that section 7.2.7 will be deleted and pending final review of additions or changes as a result of discussion of D.36 at the Joint Q.11-15 meeting.  The final version of this document was not available for review during the closing session of the Q.11 meeting and is submitted for review and approval at the WP2/16 meeting and when approved, it is requested it be forwarded to SG16 for approval.

TD15/G Proposed text for letter to IMTC.  Since H.263 Annex X (when approved) will obsolete some profiles defined normatively in H.242, This text was prepared in joint with Q.15 and is submitted for review and approval by WP2 (and SG16).

3.5.4
Details leading to meeting Results

3.5.4.1
H.320 Meeting

TD21/2 Editorial corrections to ITU-T Recommendation H.243 - The Q.11 experts supported the contribution and agreed it should be put forward for approval as a corrigendum document per the AAP.  The corrigendum document was reviewed and approved by the Q.11 experts.  This document appears as TD26/P.

D.36 Proposed New H.242 messages and H.230 MBE design for H.263 Annex U and Annex W.6.3.12. - The Q.11 experts took note of the contribution and agreed that the final decision on this work be deferred to the Joint Q.11-Q.15 meeting.  If agreed at the Joint Q.11-15 meeting, the results will be added to the H.320 Implementers Guide for approval at this meeting.

TD08/G Draft new Implementers Guide for the ITU-T H.320 Recommendation series (H.221, H.230 and H.242) – The Q.11 experts accepted the content of the contribution with the exception that section 7.2.7 will be deleted and pending final review of additions or changes as a result of discussion of D.36 at the Joint Q.11-15 meeting.  The editor was asked to prepare a revised text, (including changes as may be agreed in the joint meeting of Q.11-15) for review at the Working Party meeting..  This text is reflected in TD56/P.

3.5.4.2
H.324 Meeting

D.52 Clarification to H.324 Annex H.  The Q.11 experts agreed with this proposal and agreed that COM16-119 and the clarifications as shown in this document should be presented to WP2/16 and SG16 for decision.  The editor was asked to prepare and have available a clean file of H.324 Annex H including the clarifications as noted in D.52, for the TSB at the close of the meeting.

TD20/2 H.324 Implementers Guide was reviewed and the Q.11 experts agreed that this document should be presented to WP2/16 and SG16 for approval.

TD77/2 Living List for Q.11 – The group reviewed this contribution and it was agreed the revised version would be attached to the Q.11 meeting report (Annex A).

D.39 Support of HTTP in H.324 was discussed with no exceptions noted and referred to the Joint meeting.  Following the joint meeting, a draft text for determination was generated and an advanced copy of the  document was reviewed and with minor modification was tentatively approved by the Q.11 experts.  This document appears as TD40/P for approval for determination by the WP2/16 and SG16.

3.5.5
Items considered in joint meetings

3.5.5.1
Q.11-15

TD27/2
Dynamic picture resizing by four - Additions to H.245v7 was discussed and the Q.11 experts agreed that the content TD27/2 defining functionality in H series terminals using H.245 to signal H.263 capabilities is aligned with the text of TD08/G(TD56/P) defining similar capabilities in H.320 terminals.  It is requested that the content of this document be included as a part of the H245v7 submitted for decision by Q.14 at the WP2/16 and SG16 meeting.

D.39 HTTP in H.324 - The Q.11 experts requested that this text be included in the H.245v8 which is expected to be put forward for determination by Q.14 at this meeting with decision at the next SG16 meeting.  However in the joint meeting, it was agreed it should be included as an Annex in H.324 and an entry in the Appendix for H.245v8.  It as agreed Q.11 would take responsibility for this work.

D.29 This document was deemed to be relevant to Q.13 only.

D.43 The work item suggested by this contribution will be added to Future work for H.324 .  It was noted there is work on the  H.246 Annexes that may address the H.324 interworking and the work relative to security will be coordinated with the H.246 Annexes.  The Rapporteur forQ.11 noted that this work is a long standing work item and is pleased to see the work starting.

TD72/2 Correction to H.245 Annex G – The group approved and it will be included in H.245v7 and added to the H.245 Implementers .Guide.

TD27/2 Deferred to align with H.242.  The group agreed to incorporate final changes for in the revised H.320 Implementers Guide. (TD56/P).

D.34 DynamicPayloadTypes – assigned to ad hoc, results are reported in Q.14 meeting report.

D.35 Proposed New H.245 messages for H.263++ Annex U and Annex W.6.3.12 – Will be added to the text of H.245v7.

D.36 Proposed New H.242 messages and H.230 MBE design for H.263 Annex U and Annex W.6.3.12 - It was supported in principle but it was noted that the wording change to D..35 by Q.15 resulted in the need to align the text for the H.230 and H.242 portions of the revised H.320 Implementers Guide.  This is also the case for the method for determining memory requirements.

TD60/2 - The group accepted with minor syntax changes (which might force an editorial change in H.323v4 to align).

TD68/2 Liaison from MPEG requesting delay of approval of RFC.  Deferred pending MPEG/SG16 Management meeting.

TD08/G Revised H.320 Implementers Guide  (Status of H.263 Annex X and it's effects on this document) - Since H.263 Annex X (when approved) will obsolete some profiles defined normatively in H.242, it was agreed that the Rapporteurs from Q.11 and Q.15 will draft a communique from the ITU-T SG16 to IMTC asking them to advertise this change to their members in an effort to determine the effect on current implementations.  This is felt necessary because not very many H.320 implementers attended this ITU‑T SG16/Q.11 session. (TD15/G)

3.5.6.
Liaison statements

There were no liaison statements generated by Q.11 at this meeting.
There was one correspondence to IMTC regarding H.263 Annex X and Appendix II (TD15/G).

3.5.7
Future Work

3.5.7.1
Work items

Recommendation
Editor
Det.
Decision/
Approval
Comment

H.223
TBD
??/01
??/02
- Revise to incorporate the 4 separate annexes, the content of Implementers Guide

H.324
TBD
??/01
??/02
- Revise to incorporate the 2 or more separate Annexes, the content of H.324 Implementors Guide, incorporate proposed Annex I

H.324 Security
TBD


- Work item identified in D.43

H.324 Annex I
T. Suzuki
11/00
06/01
- Adds annex to H.324 to defining capabilitie to support HTTP in H.324 

H.320 series
TBD
??/01
??/02
- Revise to incorporate the content of H.320 series corrigendum to H.243 and Implementers Guide

H.230 and H.242
TBD
??/01
??/01
- Align H.230 with H.263 Annex X

3.5.8
Future Meetings

Q.
Tentative Date
Tentative Location
Tentative Host
Objectives

Q.1/16
TBD
(Co-located with Q.2, 3, 4)
TBD
TBD
- Further the work to revise H.324 Annex D
– Complete work on H.324 Annex I
‑ Update H.230 to align with the new H.263 Annex X
– Review Recommendations for possible revision to incorporate I/G etc.
– Progress H.324 Annex Security

- Respond to Q.10/7 liaison

SG16
TBD
TBD
TBD
‑ Complete the revision of H.324 Annex D
– Complete H.324 Annex I

4 ANNEX A - LIVING LIST

(for CSN MULTIMEDIA SYSTEMS AND TERMINALS)

A.1
H.320

Item
Rec.
Ref Doc
Description
Comments
Status

1
H.243
Q11-L-13
& TD26/P
Reference in Section 5.5 to Q.939 s/b Q.931
Corrigendum document to be prepared for review at the November 2000 meeting
TD26/P to November 2000 SG16 meeting

2
H.243
TD26/P
Notations in Table II incorrect
Corrigendum document to be prepared for review at the November 2000 meeting
TD26/P to November 2000 SG16 meeting

3
H.221
&
H.242
Q11-L-03
Changes to H.221 and H.242 to include the new H.263++ features - Table A.1 and Section A.6
Experts agreed to include in revision of H.320 I/G scheduled for approval 11/00
TD/P to November 2000 SG16 meeting

4
H.242
Q11-M-03
resolution capability exchange as proposed  for dynamicPictureResizingByFour
Experts agreed to include in revision of H.320 I/G scheduled for approval 11/00
TD/P to November 2000 SG16 meeting

5
H.221
Q11-M-06
Anomaly related to the use of Restrict (a command) and Restrict_required (a capability) – Table A.1 and Section A.6
Experts agreed to include in revision of H.320 I/G scheduled for approval 11/00
TD/P to November 2000 SG16 meeting

6
H.242

Use of picture header repetition
Proposed text included in draft revision of H.320 I/G for support of H.263 Annex U & W
TD/P to November 2000 SG16 meeting

7
H.230
D.330 (2/00)
New H.230 and H.245 commands and capabilities to implement the “videoBadMBs” command
Accepted by Q.11 members and included in H.230 I/G contained in TD32/G (2/00) approved by SG16 2/00.  The H.230 I/G will be incorporated in the revised H.320 System I/G
TD/P to November 2000 SG16 meeting

8
H.230
Q11-L-04
videoBadMBs message is to command the encoder to take corrective action when a set of MBs has not been properly received
Accepted by Q.11 members and included in H.230 I/G contained in TD32/G (2/00) approved by SG16 2/00.  The H.230 I/G will be incorporated in the revised H.320 System I/G
TD/P to November 2000 SG16 meeting

A.2
H.324

Item
Rec.
Ref Doc
Description
Comments
Status

1
H.324 Annex D

supplementary services Call Hold and Explicit Call Transfer in H.324/ISDN
This feature was approved by SG16 by added example text (suitable for an Appendix) by inclusion in the H.324 I/G
Approved at September 1998 SG16 meeting
(TD59/2)

2
H.324 Annex C

describe the usage of the H.245 mobileOperationTransmitCapability
This was approved by SG16 by revising paragraph C.7 to H.324 Annex C by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

3
H.324 Annex D

allow H.324 Annex D terminals to support Annex C mode
This feature was approved by SG16 by revising paragraph D.5.1.2 and D.5.4 to H.324 Annex D by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

4
H.324 Annex F

clarify the order of the procedures of Annex F
This feature was approved by SG16 by revising paragraph F.5.2.2.1 to H.324 Annex F by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

5
H.324

G.722.1 may be used for wideband audio applications
This feature was approved by SG16 by adding paragraph 6.7.4 to H.324 by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

6
H.324 Annex C

Level change procedures
This feature was approved by SG16 by revising paragraph C.2 to H.324 Annex C by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

7
H.324 Annex C

reference to H.223 Annex D
This was approved by SG16 by revising paragraph C.4 to H.324 Annex C by inclusion in the H.324 I/G
Approved at February 2000 SG16 meeting (TD30/P)

8
H.324 Annex C
Q11-L-09r1
H.324 Annex C, some clarifications needed
Experts agreed to include in revision of H.324 I/G scheduled for approval 11/00
TD45/P to November 2000 SG16 meeting

9
H.324 Annex D
Q11-L-10
"what should be more appropriate for the N-ISDN system standard; continuous evolution of H.320 or replacement by H.324/I"
Q11 experts recommended removing the statement in D.1 Scope and the Note in D.4.2 body text as noted in contribution, and suggested replacing the statement in the D.1 with the following text "H.324 Annex D terminals currently provide backwards compatibility with the installed base of H.320 terminals; …. and forward compatibility with H.324 Annex C terminals (Mobile)."  May result in revision of H.324 Annex D
This work will commence at the first experts meeting of 2001.

3.6
Question 12/16 - B-ISDN multimedia systems and terminals
  The following two input documents for the common text H.222.0|ISO/IEC 

  13818-1 were considered: 

    * TD-38 AMENDMENT TO H.222.0|ISO/IEC 13818-1 (Rapp Q12) 

    * TD-39 CORRIGENDUM TO H.222.0|ISO/IEC 13818-1 (Rapp Q12) 

  The meeting agreed to seek SG16 approval of TD-39 by applying AAP and noted 

  TD-38 as information at this stage. 

  The remaining works of this Question will be continued in Q1/16 in the next 

  study period. 

3.8 Question 13/16 - Packet switched multimedia systems and terminals

3.7.1 Objectives

Possible errata related to the white papers for:

· H.323 V4

· H.225.0 V4

· H.323 Annex J

· H.323 Annex K

· H.323 Annex L

· H.323 Annex M.1 and M.2

· H.450.9 

Progress work for

· H.323 Annex H (Mobility)
· H.323 Annex I (Error prone channels)

· H.323 Annex M.3 (DSS1 Tunneling)

· H.323 Annex N (QoS)

· H.323 Annex O (Internet Operations)

· H.323 Annex R (Robustness)

· H.225.0 Annex G V2

· H.450.x new recommendations

· New work items, including H.22x and third party call control

· SS7 interworking

3.7.2 A.5 References

Note that TD-1(PLEN) through TD-10(P) and TD-29(PLEN) are all A.5 references needed by H.323 and related protocols.
3.7.3 Coordination

TD-1 (WP2/16) Q21/15 “Information and request and guidance on deployment and control of echo cancellers used in association with voice over IP connections

This was responded to during the May meeting and no further action was taken at this meeting.

TD-3 (WP2/16) Q21/15 “Liaison on location of packet size negotiation logic in voice over IP networks”

Provided only for information.  Presented by Mr. Skene, Rapporteur for Q.21/15.  It was suggested that we capture this information in some manner in H.323.  Q.21/15 is incorporating this in G.799.1.  It was suggested by some that we refer to SG12's document to get a reference to this information.  We will draft a liaison to Q.23/SG12 to request a reference to their work.

The proposed text was added to the H.323-Series Implementers Guide.

TD-9 (WP2/16) Q21/15 “Liaison on location of packet size negotiation logic in voice over IP networks”

This is a duplicate of TD-3.  

TD-67 (WP2/16) Q21/15 “Liaison on location of packet size negotiation logic in voice over IP networks”

Mr. Skene, Rapporteur for Q.21/15 noted that purpose of the liaison that is to ask where the logic should be for packet size negotiation—the media gateway or the media gateway controller.  Refer to Q.14 meeting report.

TD-4 (WP2/16) SG9 “Reply to Liaison on VoIP and MmoIP Activities in SG16”

SG-9 acknowledged the receipt of our previous liaison wherein we noted to them that their standardization work to standardize a media gateway control protocol might duplicate the effort of Q.14/16.  Refer to the Q.14/16 report for details.

TD-6 (WP2/16)  Q4/8 “Reply to liaison on Proposal for switching method of opening TCP channel in T.38 facsimile”

This was presented.  It was noted that T.38 Annex B would reference Annex D/H.323 in the future.  For now, SG8 has accepted the proposal in our previous liaison to amend the ASN.1 defined within Annex B/T.38.  No response was necessary.

TD-8 (WP2/16) SG13 “QoS in H.323 Systems as Related to Recs Y.1541 and I.356”

Annex N/H.323 has a different approach that the Experts felt was preferable for H.323 entities.  We will draft a liaison back to SG13 indicating that we appreciate this information and will consider that as we go forward.  See our reply in TD-96.

TD-10 (WP2/16) ITU-R “Internet protocol applications over mobile system”

This liaison was noted, but no action was felt necessary.

TD-11 (WP2/16) SG15 “Response to LS on Echo Control in Voice over IP Networks”

The delegates noted this response.
TD-12 (WP2/16) SG15 “LS to SG12 on method for deciding codec type and packet size”

Provided only for information (directed to SG12).  The question is, should codec selection be related to the packet size?  We will inquire about this by sending the question to SG12 also in our Liaison noted in TD-9.

TD-13 (WP2/16) Tiphon/ETSI  “LS statement subject “TIPHON architecture document”

This document presents the fact that TIPHON's architecture is changing to be protocol-independent and to introduce the concept of "planes" that "separates the telephony application specific parts from generic (IP) transport issues".  The application has been defined in functional layers: service control, call control, and bearer control.  Usage of H.323 will be specified in an application profile.

Question was raised—does TIPHON expect any changes in the H.323 architecture?  Mike Buckley responded with "no". H.323 will be mapped onto their architecture, as will SIP and other protocols.

This was provided for information – no response required.

TD-2 (GEN) Q.22/7 – " Liaison To All Study Groups Defining Communication Protocols Concerning Planned Deletion Of Obsolete Asn.1 Recommendations X.208/X.209 And Encouraging Use Of X.680/X.690-Series Asn.1 Recommendations"

This Liaison mentions the intent to obsolete X.208 and X.209. Refer to the Q.14 report.

TD-11 (PLEN) ITU-R WP6M – " Liaison Statement to ITU-T SG 16 on Multimedia Studies - Potential Overlap"

This liaison thanked Q.13 and Q.14 for information provided to them.

TD-54 (WP2/16) Q.BICC/11 – " Liaison to SG 12, SG 13 and SG 16 Asking for Guidance on Quality of Services to be Supported with the BICC Protocol"

Refer to the Q.14 meeting report.

TD-55 (WP2/16)  SG11 - " Liaison To SG 16 Proposing Some Additional Clarifications in the H.323 Implementers Guide For H.246 Annex C."

Refer to the Q.14 meeting report.

TD-10 (GEN) WP1/9 – " Harmonization Of Security, And Possible Use of the IPCABLECOM Security Draft Recommendation (J.Sec) as a Basis for a Generic Network Security Recommendation"

Refer to the Q.14 meeting report.

TD-11 (GEN)  WP1/9 – " IPCABLECOM Trunking Gateway Control Protocol Draft Recommendation (J.TGCP) And Harmonization of Trunking Gateway Control Protocol Requirements"

Refer to the Q.14 meeting report.

TD-68 (WP2) ISO/IEC – " Liaison Statement to ITU-T Study Group 16 on ISO/IEC 13818 (MPEG-2 Systems and Video) Common Text and MPEG-4 on IP"

This document was covered during the joint meeting with Q11-15.  The liaison suggests that the IETF draft for packetizing MPEG-4 has too much overhead for low bit-rate communications.  ISO is requesting that the IETF not standardize the packetization of MPEG-4 and wanted to alert us to their request.

Annex E and Annex F of H.225.0 reference the MPEG-4 coder and need a packetization format and Q.13 was planning to reference the RFC once it was published by the IETF.  The IETF have told Q.13 that they plan approve their Internet Draft, in spite of ISO's request.

TD-63 (WP2) is a liaison from Q.13 to the IETF requesting an RFC number for their Internet Draft.  It was the intent of Q.13 to not send the liaison until after a meeting with MPEG representatives on Wednesday afternoon (2PM).  It has been deferred for discussion in WP2 or the SG16 Plenary.

During the WP2 meeting, it was decided that we would not send the liaison in TD-63.

3.7.4 H.323 V3 Implementors Guide   

TD-62 (WP2) Editor (P Jones)  H.323 Implementor's Guide 

This document was reviewed.  A few additional corrections were made and appear in TD-91 (WP2).

TD-91 (WP2) Editor (P Jones) H.323 Implementer's Guide (amendment)

We need text that says that User to User IE from Q.931 is to placed in the user-information field in the H.225.0 user to user IE.  It appears that 7.2.2.31 tries to address this.  It was agreed to modify this text for H.225.0 and the IG.

The editor produced text that will accompany H.225.0 for decision.  However, for the Implementer's Guide, we will use the explanatory text found in TD-64. (Note that the section number to where the correction should be placed is incorrect.  The correct section should be 6.2.17 of the Implementers Guide.)

3.7.5 Documents for Decision

Note: The H.245 version must be updated to V7 on all annexes for decision in November.

3.7.5.1 H.323 V4/H.225.0

TD-34 (WP2) – Changes to the White document.

These changes were reviewed and accepted with the changes below:

The second change to Section 8.2.1 was not accepted.  “should use” tunneling should be changed back to “shall support” possibly with some kind of special case exception for non-terminals.  One proposal is that the master can choose the mode of operation (tunneled or non-tunneled).  Another proposal is the “preferred mode” language. If “support” is used its meaning must be clear.  The general trend of the discussion was toward “Shall support” tunneling and with an addition of having the master chose the mode. See TD-80.

With regard to section 10.5, text will be added to make it clear that for backward compatibility, V4 and later terminals shall support UserInputIndication. Also, alphanumeric must be supported even if signal is also supported.  It was also noted that some other changes were needed.

It needs to be clearer that T.38 is used and not RTP signals for fax. The text shown is ambiguous.

TD-36 WP(2/16)  [Editors] Issues in H.323 and H.225.0

Sec. 2 part 1 – it was agreed to say the GK may use a single ASN.1 coding specified by the most recent H.323/H.225.0 version.

Sec. 2 part 2 – this was accepted.

Sec. 3 – it was noted that the text should refer to “H.245 tunneling” and not “H.245” by itself. This was agreed to. It was noted that one of the sections numbers may be wrong.  

Sec. 4 – part 1 - some clarification is needed with regard to the facility message; the result must not include the endpoint sending in a facility message, but the endpoint must be able to receive in the facility message.  

Sec. 4 – part 2 – accepted.  It was agreed that the use of the info message for fast start is forbidden.  It was noted that in some cases fastStart may need to be deprecated.

Sec. 5 – part 1 – accepted 

Sec. 5 – part 2 – accepted.

Sec. 5 – part 3 – accepted.

Sec. 6 – 7.6 part – accepted but with the second sentence being being removed “When registering … …field.”

Sec. 6 – 7.9.1 part – accepted – it was noted that there may be some more places where similar changes need to be made.

Corrections will appear in next series of TDs created showing corrections to H.323v4 and H.225.0v4.

D.2 (WP2/16)     Cisco Systems
Third Party Re-routing of a Fast Connect Initiated Call
Withdrawn.

D.3 (WP2/16)    Cisco Systems
Ported Number Indications in H.225.0 messages 

It was agreed that this would be done as a generic service, and that a new set of numbers (H.451.x perhaps) would be used for generic services.  This is proposed for determination at this meeting. Logan Modahala of Cisco will be editor. A first draft appears as TD-37(WP2/16), which will be addressed under H.GEF.

D.4 (WP2/16)
Cisco Systems
Reserving Resources for Calls


It was suggested that the names of the fields be changed to differentiate from the QoS fields in Annex N and the material on RSVP; this was agreed to.

D.48 from the United States presents a number of requirements that will be expected of Voice over IP systems, which some felt that this work should be coordinated with an effort of a broader scope (SG4 and Q.1/16). Also TD-16 (WP2) relates to this.  It was also noted that the IETF is doing related work.

TD-16 (WP/2) relates to this activity and should be considered.

It was suggested that we need to study this issue further and not introducing D.4 into H.323v4 and that a new work item and terms of reference be developed.  Rex Coldren volunteered to draft an ad-hoc meeting report to be reviewed by the group.  See section on "emergency services".

SG-4 has invited SG-16 (informally) to their meeting where they will discuss this issue. We will draft a liaison to SG-4 indicating our interest in this work.

It was also noted that this work overlaps with Annex N/H.323.

TD-61 (WP2) -   Nortel Networks   Recommendation A.5 procedures for RFC- 2833 “RTP Payload for DTMF Digits, Telephony Tones and Telephony Signals”

This was submitted as TD-29 (PLEN).

TD-5 (2/16) Q4 SG8 “Voice/fax switching in draft H.323 Annex D V2”

This text was presented at a previous Rapporteur's meeting and the text was integrated into Annex D/H.323.  No issues were raised.

TD-80 (WP2) Editor (P Jones)  Additional Corrections to H.323v4

It was suggested that the reference to RFC 1738 should to be updated to RFC 2396.   However, it appears that that RFC does not completely supersede RFC 1738.

The text in section 8.1.7 shall be modified with this sentence:

A called endpoint may choose to repeat the fastStart element in all subsequent message up to and including Connect: the contents of the fastStart element shall be the same.

It was agreed to put H.323v4 forward for decision with changes from the TD-34 + TD-80.

3.7.5.2 H.225.0 V4

TD-35 WP(2/16)
Editor (R Bowen)
Draft H.225.0 v4
This document contains changes to the white H.255.0, and was accepted with the following changes:

In section 7.6, a note will be added to indicate that protocols not listed in table XX and YY may also be tunneled.

In section 7.9.1, the need was expressed for both the max and the current call capacity in some cases.

A small change in the ASN.1 was noted.

Concerns were raised about the depth of the nested field in the contents structure in generic data.

TD-37 needs to be reviewed and taken into account.

In section 7.15.2, it was stated that the definition of the requestSequence number was unclear and needed fixing.

In section 7.13.2 and 7.13.3 the phrase “non-call related” will be changed to “call related” for the serviceControl field.

It was noted that the H.450.1 call independent text was still missing and needs to be added.

D.1(WP2/16) – Cisco Systems  Signalling of ingress and egress Carrier/Circuit Identifier information in H.225.0 Messages and Annex G Messages 

Done and incorporated in TD-34/35 (WP2).
TD-83 (WP2) Editor (R Bowen) Clarification of Nesting for H.225v4

This text was approved and shall part of the H.225.0v4 document presented at the plenary.

D.47 NTT DoCoMo, NEC [D47]
Identification of references to IETF Documents in H.225.0 version 4 (per Recommendation A.5)
This contains references to MPEG2 and MPEG4 RFCs.  

TD-88 (WP2)  Editor (R Bowen)  Additional Corrections to H.225.0v4

Text from TD-49 will be added to 7.6 of H.225.0.

In section 7.13.2, it was agreed that LRQ/LCF stimulus signaling should be used only for call-related events. That text will be modified.

H.225.0 shall be put forward for decision with corrections from TD-49 and other corrections as discussed in this report.

3.7.5.3 H.323 Annex J (Secure Set) {joint with Q14 }
There were no contributions against the white document. Based on this, the white document will be decided.

3.7.5.4 H.323 Annex K 

TD-50 (WP2/16) – Editor - changes to the white document

This text is the current Annex K/H.323 draft with changes shown against the white paper contribution.

This was approved by the question for decision.

D.57
Oki Electric
Adding ServiceControl fields to LCF/LRJ


This was agreed to as an addition to Annex K with some small changes. The editor will incorporate the text into a rapporteur’s TD on Annex K. 

It was agreed in the question to put this forward for decision.

3.7.5.5 H.323 Annex L (Stimulus Protocol)

TD-79 contains the editors TD for Annex L

There were a number of changes—the changes seem quite substantial.

Section 3.3 – Shall Annex L only support 1 stream?  The editor offered to make changes to allow that.

There are references to Annex L in H.323 and H.225.0.  It was agreed to remove explicit references to Annex L, but leave the text to support Annex L and the idea of a stimulus based protocol in the text.  That will be left for further study. 

The codepoints in H.225.0 will remain as published in the white paper contribution.  The codepoints will contain a comment stating that they are "reserved by the ITU for further study of a stimulus based protocol."

The experts felt that this document should be approved under the alternate approval procedures.

3.7.5.6 H.323 Annex M.1 (QSIG Tunneling)

TD-52 (WP2/16)
Editor (F Audet)
H.323 Annex M.1 - QSIG tunnelling
This TD showed changes proposed to the white document.  This will become a rapporteurs TD input into the SG16 meeting.

There were no issues with these changes.  Annex M.1 will be put forward for decision.

3.7.5.7 H.323 Annex M.2 (ISUP Tunneling)

TD-49 shows changes against the white document.

There was a note that the company name "Bellcore" has changed to "Telcordia".

The Summary says " Other groups such as ITU-T are ultimately responsible for the ISUP procedures themselves," yet we are the ITU.  It was proposed to delete the sentence.  The editor will try to clarify this sentence.

In the abstract, the version of H.245 needs to be updated to be version 7 or higher.

This document will be put forward for decision.  

3.7.5.8 H.450.9 (Call Completion Services)

TD-46 WP(2/16)
Editor (K Klaghofer)
Editorial comments to H.450.9 White document (COM16-117E)
This summarizes the changes to H.450.9 against the white paper contribution.

There were no issues raised.  This document will be put forward for decision.

3.7.6 Documents for Determination

3.7.6.1 H.323 Annex M.3 (DSS1 Tunneling)

TD-42 WP (2/16)     Editor (R Callaghan) H.323 Annex M.3 - Tunneling DSS1 in H.323
It was noted that the version number of H.245 should read "version 7 or higher" (or similar).

D.40     Siemens
H.323 Annex M.3 - Tunneling DSS1 in H.323 – Architecture
It was agreed to include text into Annex M.3.

D.41
Siemens
Deficiencies of H.225.0 for a native transport of DSS1 
It was noted that section 2, 5th bullet point lists a string of forbidden messages.  In fact, H.225.0 allows any H.225.0 message to be processed.  Same argument applies to the Information Elements, which may be processed by H.323 endpoints.

However, the proponents argue that ignoring messages or message elements essentially prevents proper DSS1->H.225.0->DSS1 signaling.  Therefore, a tunnel is necessary.

However, the issue was raised that tunneling is "optional" and what we have defined now is "optional".  We're adding an optional procedure due to weakness in implementations?

It was argued that the text currently does show some messages as being forbidden for transmission by some entities (like Gatekeepers).  However, it was noted that, while we could clean up the H.225.0 text to make allowances for needed functionality, we cannot do that in the H.225.0v4 document—this is a time to market issue.

It was agreed to put Annex M.3 forward for determination, with material from D.40.  However, we were informed that the traditional approval procedure was not available, so we elected to take no action at this meeting.

3.7.6.2 H.450.10   Call Offer Supplementary Services for H.323

TD-47 (WP2/16) Editor (K Klaghofer)  H.450.10 Call Offer Supplementary Service
There were no issues with this text.  This document will be put forward for approval using the Alternate Approval Procedure.

3.7.6.3 H.450.11 – Call Intrusion Supplementary Services for H.323

TD-48 (WP2/16) Editor (K Klaghofer)
H.450.11 Call Intrusion Supplementary Service for H.323
There were no issues with this text.  This document will be put forward for approval using the Alternate Approval Procedure.

3.7.6.4 H.450.12 – Comon Information Additional Network Services for H.323 

TD-41 WP(2/16) Editor (R Callaghan)
H.450.12 - Common Information Additional Network Feature for H.323


The editor will make some clarifications that reserved codepoints are not for general usage and the version of H.245 (should be H.245 v3 or higher).  The references section will be changed to not include the version number and just reference the year of the publication.  

We agreed to put the document forward for determination, but we were informed that determination was not possible, so we are holding the document for the next meeting.

3.7.6.5 H.225.0 Annex G V2

TD-51 (WP2)  Editor (M Fortinsky) H.225.0 Annex G version 2
No concerns were raised regarding this document.

D.55   VocalTec   H.225.0 Annex G Profile Negotiation
This was presented and accepted for Annex Gv2.

D.56   VocalTec Clarifications Related to H.225.0 Annex G Service ID's
These documents were discussed and accepted toward

Annex Gv2 was accepted as TD-51 + D.55 for determination.

We agreed to put the document forward for determination, but we were informed that determination was not possible, so we are holding the document for the next meeting.

3.7.6.6 Robustness (H.323 Annex R)

TD-76
Editor (T Anderson)
Draft H323 Annex R
Some concerns were expressed over the syntax of the value notion used in the ASN.1.  The ASN.1 will corrected – all editorial – before submitting to the plenary.

Table in section 11.1:  There is a footnote with an "*", but is not associated with anything in the table.  This will be corrected.

We will submit this for determination.

We agreed to put the document forward for determination, but we were informed that determination was not possible, so we are holding the document for the next meeting.

3.7.7 Topics for Future Work

3.7.7.1 H.323 Annex O “Internet Operations”

TD-90 (WP2) Editor (O Levin)  H.323 Annex O Draft

This was the first draft of the Annex O presented at the SG-16.  It was noted that if CPL is to work with H.323, we must take up that work here or work jointly with the IETF.  It was suggested that we have separate Annexes or Appendices for TRIP and ENUM, since those are informational.  We will take that up at the next Rapporteur's meeting.

3.7.7.2 H.323 Annex P “H.323 Modem Relay”

Terms of reference defined in TD-14 (GEN).

No contributions at this meeting.

3.7.7.3 Methods of Third Party Call Control

TD-84 (WP/2)  Communication from the IETF regarding CPL

They stated that their abstraction is not so abstract, as it has a tremendous amount of influence from SIP.  They suggest that we map the CPL fields to H.323 within Annex O.  However, experts felt that it involved more than just mapping.  For example, they have switching on the address, but we have multiple addresses.

They asked that we not re-write CPL to create a competing standard.

The Rapporteur solicited for contributions on CPL from interested parties for inclusion in Annex O.

3.7.7.4 H.323 Annex I (Error Prone Channels)

Work did not progress on this document during the meeting.  There are two competing proposals for addressing transport over error prone channels.  Each side agreed to produce text cases and test their solution and the opposing solution to try to come to consensus on which direction to take.  A report from each side is expected at the next Rapporteur's meeting.

During the joint Q11-15 meeting, experts asked the Q.15 Experts for advise relating to their simulations using video codecs H.263 and H.26L. The question was: which of the two video codecs would be the most appropriate for the scope of Annex I?  The Rapporteur for Q.15 said that H.263 is mature and has better error resilience whereas H.26L has not progressed as far in this area.  He went on to say that the wireless profiles defined for H.263 should be examined.

It was noted that Siemen's approach is more efficient when using "progressive" encoding in the codec, but most codecs are not "progressive". The Rapporteur asked if "progressive" their term of Fine Granularity Scalability.  The word "progressive" was not understood by Q.15.  Essentially, FGS was proposed for H.26L, but there was no clear case made the characteristics assumed by FGS.  In short, FGS does not exist for H.26L.

The Q.15 Rapporteur's final comment was that if you want to do testing that requires error resilience, then H.263 is the clear choice.  There needed to be strong justification for using another codec.

3.7.7.5 H.GEF (Generic Extensibility Framework)

This work item resulted from the review of TD-37 (2/16).  It was suggested that H.GEF.1 would be a general list of ids for services and would contain rules for the usage of H.GEF.x services.  It was noted that other annexes might use the generic framework without having an H.GEF.x number (e.g. Annex R).

It was requested that we send a Liaison to Q.25/SG-11 regarding this work that shows what we are doing with respect to local number portability and describes the generic extensibility framework. 

TD-92 – Editor (L. Modahala)  Draft Recommendation H.GEF.3 Number Portability Interworking between H.323/SCN networks

It was noted that the document is mis-numbered.  It should be H.GEF.2.

There is a statement that says that a database query could be performed with H.323 systems.  This needs to be clarified, since we are not defining such procedures.

TD-93 – Liaison to SG11 regarding H.GEF.2

It was suggests that we change the last sentence to read:

The first contribution in this area has initiated a new work item to recommend a means of transporting the SCN Local Number Portability (LNP). The use of LNP directly by H.323 systems is for further study.

3.7.7.6 Emergency Services

D.48 USA Functional Requirements for Priority Services to Support Critical Communications

This document calls for provisions in H.323 to all emergency services to reserve resources for calls. It was agreed that these issues must be addressed in H.323, and that this should not be addressed in Annex N (QoS).  It was remarked that these facilities need to work well with those of H.248, and the terminology should be aligned.

TD-97 (WP2) Ad-Hoc Meeting Report on Emergency Services

Appears that work overlaps with Question 1.  There were no other comments, but a liaison was generated that we will review in WP2.  All liaisons were approved during the WP2 meeting.

3.7.7.7 H.323 Annex N (QoS)

TD-66
Editor (M Buckley)
Latest Draft of Annex N of H.323
The editor showed a presentation that outlines the concepts of Annex N, which are borrowed from the ETSI TIPHON QoS work.

There are multiple planes, including the IP transport and application planes.  There are aspects that need to be controlled on each plane.

The application plane can, for example, handle "business" issues for the purposes of billing, etc.  The transport plane is utilized to actually provide the QoS, which is also the plane that handles all call routing issues.  The procedures used in the transport are left to the service provider.

The concept of "budget" was introduced.  Going between each domain, there will be delay.  So this needs to be controlled.

The QoS Management element is defined on the Application plane, which manages many aspects of the QoS—authorization, coordination with other QoS Managers, billing interfacing, etc.

A Policy Element will contain the user profile.

The editor also presented a document on QoS for Voice.  TIPHON examined 4 classes for defining QoS for voice with delay recommendations for each class. The classes are:

· Better than G.711

· Best Effort

Questions:

In TIPHON's model, where is the "budget" negotiated?  Answer: it is between service domains.  The transport operators will query one another.

D.28
AT&T Application Layer QOS Signalling Architecture and Protocol: H.323 Application Specific and Generic Value Added Services
It was noted that some of the interfaces are out of scope for Annex N.  Those interfaces may be in scope for Question F.

The architecture in Annex N may be removed and put into a separate document.

It was pointed out that there may be some fundamental issues with Annex N and it may not be the right solution to the problem.

D.29
AT&T
Common Value Added Intelligent Backend Services (BES) Protocols for all Applications
Presented, but no comments.

TD-96 (WP2) – Liaison to 12, F/16 in response to TD-8

Presented and approved.

3.7.7.8 H.323 Annex H (User, Terminal, and Service Mobility)

TD-17 WP(2/16) Editor (J Sundquist)
H.323 Annex H Draft
There was an ad-hoc meeting held this morning.  It became clear that there are two competing ideas relating to mobility.  A TD (TD-89/WP2) will be produced to describe the differences between the two competing ideas.

D.62
Nokia
New messages to the H.225 Annex G protocol (related to Annex H)
One Expert suggested that we need to work out fundamental architecture issues before we decide exactly how we want to extend Annex G.

The Editor pointed out that these new messages proposed for Annex G might be useful even outside the context of mobility.  Others agreed with that comment.  The UserProfile appears to be the only addition that might have restricted use relating to mobility.

It was proposed that the authenticationRequest message should not require the tunneledMessage field—it should be optional.  The editor will correct this issue.

Two companies believe that we need a common protocol to support the HLF/VLF functions that might be used by all H.3xx series terminals.  This protocol would not be explicitly related to H.323 by name.  We all agree this will take some time, as we would have to coordinate the work with other study groups.

Other companies believe that time to market is important and people want a protocol within the context of H.323.  It was stated by those people that the general-purpose protocol that is being proposed is for large carriers and they want a smaller-scale solution for the enterprise and small carriers, as well as a solution that meets larger scale environments.

D.61
Nokia
Changes to the H.323 Annex H
This document was presented, but raised a lot of controversy.  Essentially, Intel and Nokia have a different opinion about the scope of the Annex H work than France Telecom and AT&T.

D.61, D.27, and D.75 prompted the creation of TD-89 (WP2) which is intended describe some of the pros and cons between the ideas of the two competing sides on the mobility issue.

D.27
AT&T
Mobility Architecture and Protocol: H.323 Application Specific and Generic Value Added Services
In reference to Figure 2, it was noted that Annex G/H.225.0 could be used to perform some the BES functions shown.  That figure and most of the document sparked a number of controversial points.

D.75
France Telecom
Mobility management protocol in H.323 Annex H
It was claimed that Annex H is not currently defined well enough to implement.  Also, it was proposed to create a "common protocol" for the VLF/HLF functions to be used by all H.3xx terminals.  It was proposed that we work with SG11 to try to produce a common protocol.

The Annex H Editor noted that there were a number of good comments in the contribution that he would like to incorporate into the document.

It was noted that security was left "for further study".  Annex G has security already defined.

TD-89 (WP2)  Editor (J Sundquist)  Summary and comparison of the alternatives for H.323 Annex H Mobility Management protocol

This summarizes the discussions of the mobility ad-hoc meetings this week.  It compares the Annex H approach (Annex G/H.225.0) and the approach supported by France Telecom (Q.MMP).

Final Annex H Comments

Some felt by some that we need to harmonize with IMT-2000 work.  We should liaise with that group as we progress according to our Terms of Reference.  We will not expand the scope of Annex H at this meeting.

3.7.8 Joint Q11-15 Meeting

A joint meeting was held on Wednesday, 15 November 2000.  Refer to the Q.14 meeting report for details relating to that joint meeting.

3.7.9 Plans for Future Work

Recommendation
Det
Dec/AAP
Editor

November 2000 Decision




H.323 Series Implementers Guide
n/a
11/00
P. Jones (Cisco)

H.323 V4
2/00
11/00
P. Jones (Cisco)

H.225.0 V4
2/00
11/00
R. Bowen (Cisco)

H.323 Annex J (Secure SET)
2/00
11/00
M. Euchner (Siemens)

H.323 Annex K (HTTP Service Control Transport Channel)
2/00
11/00
E. Skjaeran (Ericsson)

H.450.9(Call Completion Service)
2/00
11/00
K. Klaghofer (Siemens)

H.323 Annex M.1

(QSIG Tunneling)
2/00
11/00
F. Audet (Nortel)

H.323 Annex M.2

(ISUP Tunneling)
2/00
11/00
J. Holm (Ericsson)

Alternate Approval Procedure




H.323 Annex L (Stimulus Signaling in H.323)
AAP
11/00
D. Walker(SS8)

H.450.10 (Call Offer Supplementary Services)
AAP
11/00
K. Klaghofer (Siemens)

H.450.11 (Call Intrusion)
AAP
11/00
K. Klaghofer (Siemens)

Documents Previously Planned for Determination




H.450.12 (Common Information Additional Network)
11/00
2001
R. Callaghan  (Siemens)

H.225.0 Annex G V2

(Inter-domain)
11/00
2001
M. Fortinsky(Vocal Tec)

H.323 Annex R (Robustness)
11/00
2001
T. Anderson (Lucent)

H.323 Annex M.3 (DSS1 Tunneling)
11/00
2001
R. Callaghan  (Siemens)

Ongoing Work




H.323 Annex H (User Service, and Terminal Mobility in H.323)
2001
2002
J. Sundquist (Nokia)

H.323 Annex I (Packet based MM Telephony over Error Prone Channels)
2001
2002
B. Aronson (Toshiba)

H.323 Annex N (QoS)
2001
2002
M. Buckley (Lucent)

H.323 Annex O (Internet protocols and Technologies complementary to H.323)
2001
2002
O. Levin (RadVision)

H.323 Annex P (Modem Relay)
2001
2002
D. Wolfstein (Surf)

H.GEF.1 Generic Service Framework
AAP
2001
R. Bowen (Cisco)

H.GEF.2 Local Number Portability
AAP
2001
L. Modahala (Cisco)

Emergency Services
???
???
R. Coldren (Lucent)

3.7.10 Plans for Interim Meetings

Questions
Date
Place
Host
Objectives

13, F
March 5-9, 2001
Melbourne, Australia
Ericsson
Progress work for

H.323 Annex N (QoS)

H.323 Annex H (Mobility)

H.323 Annex I (Error prone channels)

H.225.0 Annex Gv2

H.323 Annex P “Modem Relay”

H.323 Annex R “Robustness”

H.323 Annex M.3 “DSS1 Tunneling”

H.450.x new recommendations

SS7 interworking

H.GEF.x guidelines and new recommendations

3.7.11 Liaisons

Input Liaison
Input Entity
Output Liaison
Output Entity
Topic
Expecting Reply?

TD-8/WP2
SG13
TD-96

(WP2)
SG13
QoS in H.323 Systems as Related to Recommendations Y.1541 and I.356

[M Buckley]
No

N/A
N/A
TD-93

(WP2)
Q.25/11
Local Number Portability using the Generic Extensibility Framework in H.323

[P Jones]
Yes

N/A
N/A
TD-98

(WP2)
IETF ETSI TIPHON

SG2

SG4

SG11

SG13
Initiation of Emergency Services Work in Study Group 16

[R Coldren]
Yes

TD68/WP2
ISO/IEC
Decision to send a liaison is deferred for the SG16 Meeting
ISO/IEC
ISO/IEC 13818 (MPEG-2 Systems and Video) Common Text and MPEG-4 on IP

[S Okubo]
No

3.9 Question 14/16 Common protocols, MCUs and protocols for interworking with H.300-series terminals

3.8.1 Coordination

3.8.2 Discussion of Liaisons and Communications

3.8.2.1 TD-1 (WP2): Information And Request For Guidance On Deployment And Control Of Echo Cancellers Used In Association With Voice Over IP Connections [Q21/15]

This liaison was reviewed by Q13 and Q14 at a joint rapporteurs’ meeting held in Osaka, Japan, in May 2000. A response was sent from that meeting.

3.8.2.2 TD-2 (WP2): Information on reference in H.248 to G.165 echo cancellers in IP networks [Q21/15]

{Note that the H.248 Implementer’s Guide removes the tags for echo canceller control from Annex C. The TDM Circuit Package found in H.248 Annex E provides echo control (on/off), but not for specific types of echo cancellers.}

Note that SG11 is creating a package for detailed echo canceller control.

A liaison response has been drafted to inform SG11 of relevant changes in the H.248 implementer’s guide, and of the approval of the implementer’s guide.

Response is in TD-81 (WP2).

3.8.2.3 TD-3 (WP2): Liaison To ITU-T SG16 On Location Of Packet Size Negotiation Logic In Voice Over IP Networks [Q21/15]

{Note that this liaison is directed to Q13, but the information is relevant to Q14 as well.}

Q13 should consider adding this information to H.323 or in Annex N (for QoS) as guidance. Add to implementer’s guide as a placeholder for now.

Response is in TD-71 (WP2).

3.8.2.4 TD-4 (WP2): Reply To Liaison Statement On VoIP AND MmoIP Activities In Study Group 16 [SG9]

This liaison was noted.

Note that SG9 is looking to standardize protocols for networks run by cable operators. Several documents are in process for system architecture and protocols between elements within the system.

3.8.2.5 TD-9 (WP2): Liaison to ITU-T SG16 on location of packet size negotiation logic in Voice over IP networks [Q21/15]

{this looks to be the same as TD-3 (WP2) – see TD67 (WP2) instead}

3.8.2.6 TD-10 (WP2): Question ITU-R 223/8  - Internet protocol applications over mobile system [ITU-R]

This liaison was noted.

3.8.2.7 TD-11 (WP2): Response to LS on Echo Control in Voice over IP Networks [SG15]

{This is sent in response to TD-121/WP2 of the February 2000 SG16 meeting.}

This liaison was noted.

3.8.2.8 TD-12 (WP2): Liaison to ITU-T SG12 on method for deciding on codec type and packet size [SG15]

This liaison was noted. 

Response is in TD-71 (WP2).

3.8.2.9 TD-2 (GEN): Liaison To All Study Groups Defining Communication Protocols Concerning Planned Deletion Of Obsolete ASN.1 Recommendations X.208/X.209 And Encouraging Use Of X.680/X.690-Series ASN.1 Recommendations [Q22/7]

This liaison was noted. We seem to have all our work based on the later versions (X.680, X.690).

3.8.2.10 TD-11 (PLEN): Liaison Statement To ITU-T SG 16 On Multimedia Studies - Potential Overlap [ITU-R WP6M]

This liaison was noted.

3.8.2.11 TD-54 (WP2): Liaison To SG 12, SG 13 And SG 16 Asking For Guidance On Quality Of Services to be Supported with the BICC Protocol [SG11 (Q.BICC/11)]

The liaison was reviewed. A response will be sent to describe the state of QoS work in Q13. Note that the attachments to the liaison were basis of Mr. Buckley’s presentation on QoS work in Q13.

The liaison response is in TD-102 (WP2).

3.8.2.12 TD-55 (WP2): Liaison to SG 16 proposing some additional clarifications in the H.323 Implementers Guide for H.246 Annex C. [Study Group 11 BICC Special Rapporteurs]

This liaison was reviewed at the joint Q12-14 Rapporteurs’ meeting held 9 – 10 November 2000, with the following result:

Check latest implementer’s guide to see what was approved previously (at Portland?). Our implementer’s guide seems to differ from this proposal – continuity test procedures seem inconsistent.

After checking the Implementer’s Guide, there seems to be a conflict with the request from Q.BICC regarding the backward call indicators in ACM. A liaison response will ask their guidance in resolving this conflict. The liaison will also admit that carriage of user-to-user information is not well defined (clarifying text will be added to the implementer’s guide). The third issue of cut-through needs further study, and the liaison response will indicate that.

A response can be found in TD-101 (WP2).

3.8.2.13 TD-10 (GEN): Harmonization Of Security, And Possible Use Of The IPCablecom Security Draft Recommendation (J.Sec) As A Basis For A Generic Network Security Recommendation [SG9/WP1]

This liaison was noted. 

A response can be found in TD-82 (WP2).

3.8.2.14 TD-11 (GEN): Ipcablecom Trunking Gateway Control Protocol Draft Recommendation (J.tgcp) And Harmonization Of Trunking Gateway Control Protocol Requirements [SG9/WP1]

According to Mr. Taylor, TGCP is a type of profile focused on trunking gateways. There was some frustration expressed that gateway control protocols continue to proliferate when H.248 appears suitable.

A response can be found in TD-70 (WP2).

An amended response can be found in TD-103 (WP2).

3.8.2.15 TD-67 (WP2): Liaison to ITU-T SG13 on location of packet size negotiation logic in Voice over IP networks [Q21/15]

This liaison was noted.

3.8.2.16 TD-68 (WP2): Liaison Statement to ITU-T Study Group 16 on ISO/IEC 13818 (MPEG-2 Systems and Video) Common Text and MPEG-4 on IP [ISO/IEC]

It was reported that MPEG believes the Internet Draft which completed last call that defines payload formats for MPEG-4 elementary streams has too much overhead for low bitrate audio, and also does not support system stream. MPEG would prefer that payload format not be adopted. There is a strong desire of some delegates to see the Internet Draft approved. If it is not approved, then H.225.0 Annexes E and F must be changed.

3.8.2.17 TD-63 (WP2): Communication To IETF Regarding MPEG ES Payload Formats

See Q.13 report.

3.8.2.18 TD-1 (GEN): Update On Electronic Document Handling
This liaison was noted.

3.8.3 Material for the Implementers Guide

3.8.3.1 H.245

3.8.3.1.1 TD-72 (WP2): Correction to H.245 Annex G
{note that this document was not prepared by Mr. Robin-Champigneul as indicated in the footnote}

The error identified in TD-72 was introduced in H.245 V6. Presentation of TD-72 raised no comments. The changes proposed in TD-72 were therefore accepted and will be added to H.245 V7 and the Implementer’s Guide.

3.8.3.2 H.246 Annex A

3.8.3.2.1 TD-73 (WP2): Inclusion Of A Procedure Decided In Torino Meeting In November

TD-73 was withdrawn.

3.8.3.3 H.246 Annex C

3.8.3.3.1 D3: Ported Number Indications in H.225.0 and RAS messages [Cisco]

See Q.13 report.

3.8.3.3.2 TD-37 (WP2): Ported Number Indications in H.225.0 messages

See Q.13 report.

3.8.3.4 H.248

3.8.3.4.1 TD-24 (WP2): Draft H.248 Implementors' Guide [Editor (C Groves)]

This draft of the implementer’s guide was reviewed during at the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting, where the following comments resulted (the remainder of this section are the comments):

· Section 8.7 – Clarify the wording for H.248 Section 12.1.1.

· Section 8.10 – Note that text encoding is case insensitive.

· Section 8.12 – Note that in ABNF, optionality is expressed with “[“, not with “(“.

· Section 8.15 – ABNF indicates 4 – 6 hex digits, but PC + NI could be 26 digits. Also, ASN.1 is unconstrained. Update ABNF to represent 4 – 8 hex digits, and change ASN.1 octet string size to match (2..4).

· Section 8.17 – In the paragraph from H.248 section 7.1.11, the text after the change still refers to signal types, so should probably also be removed.

· Section 8.20 – Since the response is mandatory, the text should replace “should” with “shall”. In the ABNF encoding, the RequestID is an unsigned integer, but the value for “all” is the asterisk (“*”) – change the RequestID definition to be “UINT32 / ALL”.

· Section 9.2 – Note that the header should refer to ServiceChangeMgcId.

· Section 9.3 – The example appears to be in error – the wildcarded reply (for T1/*) should indicate packages aaa and bbb.

· Section 9.4 – Move this correction into a section used for corrections (rather than clarifications).

· Section 9.6 – Some text is needed to describe the case (in)sensitivity of the ABNF. We need some time to bounce the proposed text off the Megaco list.

A rapporteur’s TD is expected during the SG16 meeting to reflect the updated text.

3.8.3.4.2 TD-59 (WP2): H.248 Implementors' Guide [Editor (C. Groves)]

TD-59 is an updated version of TD-24 (WP2) that includes the changes accepted at the joint Q12-14 Rapporteurs’ meeting held 9 – 10 November 2000.

Mr. Groves presented the document, noting the changes from TD-24 (WP2). Mr. Groves notes that another TD will appear with additional modifications (see TD-64 below).

3.8.3.4.3 TD-64 (WP2): Proposed Additions to Implementors' Guide for H.248 [Editor]

Editor will remove the editor’s note for section A.2. No text has been proposed for a requested clarification marked as section 8.x+5 in TD-64, so the editor will remove this description. No other comments were raised, so TD-64 will become the H.248 Implementors’ Guide. Editor will issue a Plenary TD.

3.8.4 Discussion of Recommendations Scheduled for Decision November 2000

3.8.4.1 H.235 V2 (joint with Q13)

3.8.4.1.1 TD-65 (WP2): Revised ITU-T Recommendation H.235 Version 2 - Security And Encryption For H-Series (H.323 And Other H.245-Based) Multimedia Terminals – Corrected Version For Decision [Editor (M Euchner)]

This document reflects modifications approved at the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting.

There were no comments. Editor will re-issue TD-65 as a Plenary TD for decision.

3.8.4.1.2 TD-18 (WP2): Communication to SG16 - Normative Reference to ATM Security Specification Version 1.0 within H.235 Version 2 [ATMF]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting, with the following comments expressed:

“The use of point compression was removed from H.235 V2 by an earlier contribution. References must be changed to reflect the new ATM Forum document designation.”

3.8.4.2 H.245 V7 (joint with Q11-15)

3.8.4.2.1 TD-27 (WP2): Changes for H.245 V7 [Editor (M. Nilsson)]

TD-27 lists changes that were agreed to at the Portland meeting (held after the white draft was issued). Presentation of TD-27 raised no comments, so the changes shown in TD-27 will be added to H.245 V7.

3.8.4.2.2 D34: RTP Payload Types in H.245 [PictureTel]

Comments:

· Possible to have RFC number with more than one payload type

· Nobody in the room seemed to understand how this feature was meant to work

· Want to use dynamic for static because of trend in IETF, using replacementFor want to use same payload type already assigned

· Cannot obsolete dynamicPayloadType

· See if fields marked optional are really conditionally optional

· See descriptions in H.323 IG and H.225

Ad hoc group of 5 people met and drafted text. Mr. Lindbergh presented the corrections verbally. Add the proposed changes in to the H.245 V7 change document.

3.8.4.2.3 D35: Proposed New H.245 messages for H.263++ Annex U and Annex W.6.3.12 [PictureTel]

Comments:

· Q.15 reviewed D35 and was happy with the spirit of the proposals. A few minor changes were suggested in Q.15.

· V7 includes support for H.263++ features, but needs the additions proposed in D35 to complete support.

· Q11 tries to keep text in H.320 aligned with related text in H.323. D36 proposes similar changes to H.320/230 – if these changes are in H.320, it would be desirable to also add to H.245. 

The proposed changes in D35 were accepted for H.245 V7.

3.8.4.2.4 TD-60 (WP2): Corrections to H.245v7 to Support DTMF Relay via RTP as Specified in H.323v4

This proposal indicates changes to H.245 that were accepted during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting. Note that procedures are in TD-29 (WP2).

Comments on syntax:

· Should the proposed alphanumeric field use IA5String instead of GeneralString? GeneralString was proposed because the existing alphanumeric field in UserInputIndication is a GeneralString. The field should have been IA5String in original H.245, but the new field could be defined as IA5String here. Decision is to leave the new field defined as GeneralString.

· NULL OPTIONAL vs. BOOLEAN – change to BOOLEAN and change relevant text in H.323V4? – NULL OPTIONAL chosen to avoid 3-state possibilities

· ExtendedAlphanumeric should be a SEQUENCE

The proposed changes, with the addition of the SEQUENCE type to extendedAlphanumeric, were accepted for H.245 V7.

3.8.4.3 H.246 Annex E

There were no contributions for H.246 Annex E.

3.8.4.4 H.248 Annex F

3.8.4.4.1 TD-7 (WP2): Facsimile related work on draft H.248 Annex F [Q4/8]

The editor of Annex F had included in the white draft the changes requested in TD-7. Q.14 expresses appreciation for the examples provided by the experts in Q.4/8. These examples have apparently been added to COM 8-114 (T.38). 

3.8.4.5 H.248 Annex G

3.8.4.5.1 TD43 (WP2): Changes to draft recommendation H.248 Annex G [Editor]

Mr. Taylor presented TD43, which suggests deletion of a sentence from the white draft. There were no comments, although Mr. Taylor expressed a desire to make an editorial change. Mr. Taylor will reissue TD43 with the editorial change in a Plenary TD for review by the Study Group for decision of Annex G.

3.8.4.6 H.248 Annex H

3.8.4.6.1 TD-22 (WP2): Editorial changes to Annex H to H.248 [Editor (A Heidermark)]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting, with the following comments expressed:

“No comments were raised. The proposed changes are accepted. A.5 documentation has been submitted to the SG16 meeting as TD-14/Plen. The change document for Annex H has been submitted to the SG16 meeting as TD-22/WP2.”

There were no comments. Mr. Heidermark will draft a Plenary TD with the corrections for decision of Annex H.

3.8.4.7 H.248 Annex I

3.8.4.7.1 TD-23 (WP2): Editorial changes to Annex I to H.248 [Editor (A Heidermark)]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting, with the following comments expressed:

Need to add a reference to Q.2210. The other proposed changes were accepted. APC-2008 has been submitted to the SG16 meeting as TD-23/WP2. An updated change document will be needed for the SG16 meeting.

There were no comments. Mr. Heidermark will draft a Plenary TD with the corrections for decision of Annex I.

3.8.4.8 H.248 Annex J

There were no contributions for Annex J.

3.8.4.9 H.248 Annex K

3.8.4.9.1 TD-25 (WP2): H.248 Annex K - Generic Announcement Package [Editor (C Groves)]

Mr. Groves presented TD-25, which is the current draft of H.248 Annex K. There were no comments, so the proposed modifications were accepted.

3.8.4.9.2 TD-56 (WP2): Direction in H.248 annex K [Rapporteur]

{This document was entered by the rapporteur because two other documents (a liaison from SG11 and D54) present opposing views for this as yet unresolved issue.}

Comments:

· The main issue is to provide optimization. 

· Regarding the event problem described in D54, MGC could receive an event on one termination and send control to the appropriate termination. Is there a problem with needing to restart a signal to all other terminations when a new termination is added? No - the KeepActive flag keeps signal active.

· MGC gets knowledge of MG supporting direction indication by provisioning, or an audit can supply information.

· H.248 already has text that would allow direction indicator.

· Is there real urgency for this? SG11 meeting in December to finalize current CS2, which has a need for this package and the direction indication.

· Liaison came from BICC rapporteurs’ meeting – it was not approved by the general SG11.

· Mr. Taylor comments that there seems to be some direction in packages that would define signals to be a kind of procedure call, and be less specific to media streams, which may allow more power for the protocol.

· Since SG11 could create a package with direction support, nobody will benefit from multiple similar packages.

The general consensus is to move Annex K with the addition of direction information for decision. Editor will prepare a Plenary TD marking changes from the white draft.

3.8.4.9.3 D54: Support of a direction indication in the generic announcement package [France Telecom]

D54 was presented as part of the discussion for TD-56 (WP2). See the notes under TD-56 for resolution.

3.8.4.9.4 TD-53 (WP2): Support of directionality in "H.248 Annex K - Announcement Package" [SG 11 Joint Special Rapporteurs for BICC]

TD-53 (WP2) was presented as part of the discussion for TD-56 (WP2). See the notes under TD-56 for resolution.

3.8.5 Discussion of Recommendations Scheduled for Determination November 2000

Note that no documents will be determined at this SG16 meeting. The alternative approval procedure (AAP) will apply instead. This means that documents indicated below as ready for determination may instead be considered “stable content” at the next SG16 meeting. 

3.8.5.1 H.245 V8

3.8.5.1.1 D39: Support of HTTP in H.324 [NTT DoCoMo]

Comments:

· What is the relationship (or conflict) between this proposal and H.323 Annex K? Annex K considered using H.245, but wanted a channel to the gatekeeper as well (would not have been supported if only using H.245).

· The proposed annex should add procedures to define how http channel will be used (e.g., get vs. post). Procedures might not be needed for this application.

· Is the http channel part of H.324 mux, or is it something else? The channel is carried inside mux stream – need to explain in more detail

· Should this be an annex to H.245 or to H.324?  If it’s in H.324, there must be an addition to H.245 table 8.1 in appendix 8 – preference is to add to H.324 to avoid confusion with H.323 Annex K

A future change will be made to H.245 V8 table 8.1 to track the HTTP annex (note that this table is in an informative annex). The annex proposed in D39 will be added as an annex to H.324 (see Q.11 report)

3.8.5.1.2 TD-95 (WP2): Changes for H.245 V7 [Editor]

This document captures additions to V7 to create V8. Since V8 will not be determined at this meeting, and considering the lack of time, presentation of this material was delayed to the next meeting.

3.8.5.2 H.248 Annex L

3.8.5.2.1 TD-26 (WP2): Draft H.248 Annex L - Error Code and Service Change Reason Description [Editor (C Groves)]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting. A contribution to that meeting added a new error code that should be added to Annex L. No other comments were raised. Parties are encouraged to review the text provided for each error code. 

3.8.5.2.2 TD-57 (WP2): Draft H.248 Annex L – Error Code and Service Change Reason Description [Editor (C. Groves)]

This is an updated version of TD-26 (WP2) that includes changes accepted during the joint Q12-14 Rapporteurs’ meeting held 9 – 10 November 2000.

No comments were raised. Consensus is that Annex L is ready for determination.

3.8.5.3 H.248 Annex M

3.8.5.3.1 TD-69 (WP2): Draft H.248 Annex M - Advanced Audio Server Packages [Editor]

Comments:

· How does this align with Megaco? There is nothing contributed to Megaco.

· Note references to MGCP and PacketCable specs – are these the same? Not sure – they are probably close.

· What is relationship between Annex K and Annex M? Are there rules for when to extend an existing package or to create a new package? Annex K was originally meant to be a simple announcement package; Annex M was targetted for much more advanced functionality.

· Does Annex M support unicode? Annex M shows the ability to turn text to speech. Annex M probably needs to examine extended character sets.

· What is the relationship between KeepActive flag and make persistent parameter. Intent is to override absence of KeepActive flag on event.

· Annex M seems to be using a signal for some purpose other than generating some media stream. Should we extend original intent of a signal?

General functionality looks good. Some editorial cleanup appears to be needed. Clarification on the support of extended character sets is needed. There was no objection to moving Annex M forward for determination.

3.8.6 Discussion of New Topics

3.8.6.1 H.235 V3 (joint with Q13)

3.8.6.1.1 TD-74 (WP2): Draft H.235 Version 3 - Security and encryption for H-Series (H.323 and other H.245-based) multimedia terminals [Editor (M Euchner)]

Editor briefly introduced TD-74. H.235 V3 is not planned for determination at this meeting. Delegates have been informed of the work in progress on V3 and are encouraged to contribute to its completion.

3.8.6.1.2 TD-75 (WP2): Draft H.235v3 Annex F: "Hybrid Security Profile" [Editor (M Euchner)]

Editor briefly introduced TD-75. H.235 Annex F is not planned for determination at this meeting. Delegates have been informed of the work in progress on this annex and are encouraged to contribute to its completion.

3.8.6.1.3 TD-28 (WP2): Draft H.235v3 Annex G: "Security for H.323 Annex H in H.323 Mobile Environments" [Editor (M Euchner)]

Editor briefly introduced TD-28. H.235 Annex G is not planned for determination at this meeting. Delegates have been informed of the work in progress on this annex and are encouraged to contribute to its completion.

3.8.6.2 H.248 V2

3.8.6.2.1 D83: Proposal to create an SDL representation of H.248 [Lucent Technologies]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting, with the following comments expressed:

· Looks good, but add it as an informative annex. It may be difficult to keep text and SDLs aligned. Need to decide how to handle discrepancies.

· Should be normative, otherwise material will not be used by implementers, thus possibly impeding interoperability among vendors. Could add clause that states that in case of discrepancy, text takes precedence over SDL.

· Some question about the reception this work might receive in the IETF.

· Not sure how SDLs would work for text encoding. Tools that use SDL as input also take ASN.1 – not sure if anything exists for ABNF. Regardless of encoding, procedures are the same and should be specified more exactly.

Creation of SDLs is generally viewed as positive, so work will continue on completing the SDL definition. There is no need to decide at this point whether the SDL annex should be normative or informative. Delegates are requested to review the current SDL definitions and provide comment. As the SDL definitions are rather lengthy, it is expected that completion of this annex will require significant effort.

Lucent has indicated a willingness to make the SDL source freely available.

3.8.6.3 Modem Transport (joint with WP1, Q13)

Note that TD-14 (GEN) captures terms of reference for a modem transport capability. These terms of reference were created by an ad hoc committee that met after a joint session of modem experts in WP1, Q12, Q13, and Q14 during the joint Q12-14 Rapporteurs’ meeting held 9 – 10 November 2000.

3.8.6.4 New Packages

3.8.6.4.1 D59: H.324 Annex C multimedia call package for H.248 [Lucent Technologies, NTT DoCoMo]

This document was reviewed during the 9 – 10 November 2000 joint Q12-14 Rapporteurs’ meeting. The remainder of this section contains the comments and disposition of this proposal.

· How would the H.245 package work when H.323 fast start or H.245 tunneling are used? Might not be able to use this package with fast start. Timing may not be a concern.

· Is source port needed?

· Since H.245 is in MG, can’t support functions like video transcoding. Assuming transcoding resources exist in MG.

· How could system work if tunneling were not used? Tunneling is proposed as the way to support end-to-end H.324.

· Scope of work may be more than just defining packages – some system architecture is needed, as well as details on how H.248 is used. Need to include scenarios for H.324-H.323, H.324-H.324. Need to explain general procedures.

· May need to consider an annex to H.246.

· Need to explain how circuit-side signaling gets to MGC. How does MGC know the call is voice vs. multimedia? How is destination addressed? Is two-stage dialing needed?

· Pointers to relevant 3GPP material would be helpful.

· H.245 package may have application outside of H.324.

· Need to consider other address types for source and remote addresses (e.g., IPv4, IPv6, ATM)

This is a good start at addressing H.324-H.323 calling in a decomposed gateway. There appears to be a need for work beyond defining the packages:

· Consider the need for a new annex for H.246.

· This annex to H.248 needs to describe the use of packages and application in H.248, including a description of how MGC receives call signaling.

· Some additional support is required in the packages (e.g., supporting address types other than IPv4).

The authors are requested to continue the work on this topic.

3.8.6.4.2 D53: Proposed package for data transmission over analog lines [France Telecom]

Comments:

· Is there any coordination with the authors of the IETF Internet Draft that has similar material?

· Is there a need to get information for the inward direction, e.g. an event or property? This functionality probably belongs in a different package.

· The name may be somewhat misleading.

This is a good first start at generic approach for providing these services. Contributions are requested.

3.8.6.5 H.324 Relationship to H.235, H.246

3.8.6.5.1 D43: Security Interoperation – Providing H.235 based security for H.324 [Siemens]

D43 was also presented in Q.11; see Q.11 report. D43 is an initial proposal to begin work on adding H.235 support to H.324. D43 identifies the need for changes to H.324 (as an annex) and H.235 (also an annex). It was noted that some work on H.324-H.323 interworking may result from continuation of the work proposed in D59.

D43 appears to be a good basis for future work. Contributions are requested.

3.8.7 Miscellaneous

3.8.7.1 D48: Functional Requirements for Priority Services to Support Critical Communications [USA]

This contribution was presented in a joint session of Q12, Q13, and Q14. See Q.13 report. See also TD-16 (WP2) for requirements in progress. Web site is set up to provide information. Work being done in Q1.

An ad hoc group met to discuss a plan for progressing work, and relationship to proposal in Q13 to add resource reservation. Group concluded to investigate current work in IETF. Group feels that work will be needed in this group in addition to the work in Q1. A recent framework document in the IETF appears to be very useful. The group concludes that the proposal in D4 should be withheld for the time being.

Rex Coldren will work to draft terms of reference in coordination with Q1. SG4 is also working to define requirements. SG4 has asked for a SG16 representative. This work and D4 intersect with Annex N.

A report of the ad hoc group appears in TD-97 (WP2).

3.8.8 Plans for Interim Meetings

Questions
Tentative Date
Tentative Location
Tentative Host
Objectives

3, D, G
5 – 9 March 2001
Melbourne, Australia
Ericsson
Q3:

· Revise Implementer’s Guide

· Advance Annexes L, M, N, O

· Progress H.248 V2

· Progress work on new packages and annexes

· Progress work on new annexes to H.246

· Revise H.245 to support new features

QD:

· Develop work plan for QD

· Progress work on new annexes to H.246

QG: 

· Progress work on H.235 V3

· Progress work on new annexes to H.235

· Develop work plan for QG

· Revise H.233, H.234, T.135 as needed



3, D, G
May/June
TBD
Immediately preceding SG16


3.8.9 Status of Recommendations

Recommendation
Determination
Decision
Editor

H.235 V2
02/00
11/00
M. Euchner

H.235 V3
??/??
??/??
M. Euchner

H.235 Annex F
??/??
??/??
M. Euchner

H.235 Annex G
??/??
??/??
M. Euchner

H.245 V7
02/00
11/00
M. Nilsson

H.245 V8
??/??
??/??
M. Nilsson

H.246 Annex D
??/??
??/??


H.246 Annex E
02/00
11/00
P. Reddy

H.248 Implementors Guide

11/00
C. Groves

H.248 V2
??/??
??/??
C. Groves

H.248 Annex F
02/00
11/00
G. Hellström

H.248 Annex G
02/00
11/00
M. Brown

H.248 Annex H
02/00
11/00
A. Heidermark

H.248 Annex I
02/00
11/00
A. Heidermark

H.248 Annex J
02/00
11/00


H.248 Annex K
02/00
11/00
C. Groves

H.248 Annex L
11/00
??/??
C. Groves, A. Heidermark

H.248 Annex M
11/00
??/??
T. Taylor

H.248 Annex N
??/??
??/??
C. Groves

H.248 Annex O
??/??
??/??
B. Chatras

H.341 V2
??/??
??/??


4.
Liaison statements

Annex 1 lists the Liaison Statements prepared and agreed upon during this meeting of WP 2/16; their texts are published in the report SG 16-R...........

5.
Future meetings

The next WP2/16 meeting will be held together with the SG16 meeting (late May – early June 2001).

The list of the planned interim Rapporteurs meetings is published in the report COM 16-R…
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