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1 Introduction

The high level Functional Entities needed for H.323 Mobility agreed on H.323 Mobility functional entities and very high level requirements.  New Functions to provide mobility management were identified as Home Location Function (HLF), Visitor Location Function (VLF), Authentication Function (AuF) and Inter-working Function (IWF).



Also respective H.323 Mobility Annex H contributors introduced their documents, as listed in section 2 above, a number of requirements were identified for User, Terminal and Service Mobility capabilities: 

· The Mobility Management Functional Entities needed to provide the H.323 Mobility Management are Home Location Function (HLF), Visitor Location Function (VLF), Authentication Functions (AuF) and Inter-working Function (IWF) which reside above the IP layer shown in figure1.
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3  Definitions

User: A person or other entity authorized by a subscriber to use some or all of the services subscribed to by that subscriber. 

User Identity: a code or string of a particular prescribed format, uniquely identifying a user across a multi-user, multi-service infrastructure.

User Service Role:  role that a user has in the scope of a particular service.

User Service Role Identity: a code or string of a particular prescribed format, uniquely identifying a user service role instance.

H.323 Mobile Terminal: a Mobile Terminal that implements the H.323 Terminal functions as defined in the H.323 standard.

H.323 Point of Attachment: the gatekeeper with which the H.323 terminal is registered.

Mobile Terminal: a Terminal that may change its Network Point of Attachment and/or H.323 Point of Attachment.

Network Point of Attachment: the address by which packets reach an endpoint.

Services: Different types of services exist, one can distinguish:

· provided at the application layer towards subscribers, hence called applications; the type of services usually referred to within the scope of the mobility problem.

· provided by a lower communication protocol layer towards an upper protocol layer by means of a defined Service Access Point (SAP), typically some type of transport service.

Service Mobility: ability for a user to use the particular (subscribed) service irrespective of the location of the user and the terminal that is used for that purpose.

Subscriber: A person or other entity that has a contractual relationship with a service provider on behalf of one or more users. (A subscriber is responsible for the payment of charges due to that service provider.)

Service Provider Mobility: the ability of a user to change service providers and retain the same user identity. 

User Terminal Profile: user-specific information, possibly contained in a multi-user database, indicating which terminals a user is using, both on a temporary or permanent basis.

Terminal Identity: a code or string of a particular prescribed format, uniquely identifying a terminal.

Terminal Mobility: the ability for a terminal to change location, network point of attachment, and H.323 point of attachment and still be able to communicate. Discrete terminal mobility (terminal roaming): The ability for a terminal to make discrete changes of location. I.e., to change location while no media streams are active. Continuous terminal mobility (handover): The ability for a terminal to change location while media streams are active. Handover is further called seamless when terminal location change does not result in delay or loss of communicated data that would ultimately be perceived by the user as degradation of quality of service (note that seamless handovers thus may depend on many factors, including service type and service presentation robustness against data loss at the terminal).

User Mobility: defined as the ability for a user to maintain the same user identity irrespective of terminals and terminal types, and so network point of attachment.

User Service Profile: user-specific information, possibly contained in a multi-user database, indicating which services a to which a user is subscribed and personal configuration data for the respective services.  Note that particular services may use the user terminal profile as input for service operation.
4
Scope

Provide recommendations for terminal, user and service mobility for H.323 systems, as well interworking with mobile and fixed networks. Included are situations where the Network Point of Attachment (NPoA) may change. NPoA can change also during a call, thus allowing handovers. I would like to see this in there just to avoid having the same discussions again

5
H.323 Mobility  Functional Requirements


Editor's note:

Section 5.1 and 5.3 is from the Ad-Hoc meeting in Redbank, Following are concepts from contributions which where accepted as basis for progressing the work. Reference to TD16 Red Bank, New Jersey, USA, 18-22 October, 1999.
5.1
Basic Concepts used to provided H.323 Mobility

Identifications concepts:

· Global Unique Identity (like User Identity, Subscriber Identity, Service Provider Identity, Terminal Identity) concept 

· Location Area Identity (set of Network of Attachments associated) 

· Temporary Identity 

Mobility Concepts:

· Gatekeeper discovery mechanisms needed for H.323 Mobility terminal and user to identify the service provider’s network using unique ID like System Identification (SID), preferred SID or HomeZone ID or VisitedZone ID (service provider’s serving area). 

Note that HomeZone ID and VisitedZone ID "some members have some objection to agree on these two terms, but we will revisit these terms when we finalize our architectural solution."

· Authentication of terminal and user, 

· Authorization of  service profile, 

· Network of attachment needed for handover function,

· Paging Mechanism

· Subscriber profile sharing between HLF and VLF as needed

Interworking Concepts:

· UIM (user identity module) used for user mobility and service mobility for existing and future Mobile cellular/PCS subscribers. 

· Mapping between the HLF and HLR of PLMN

· Mapping between the AuF and AuC of PLMN

· Mapping between the VLF and VLR of PLMN
5.2
IMT-2000 Mobility Management Applicable to H.323 

H.323 should support the Mobility Management defined by IMT-2000 as:

· It provides authentication of user identification and maintains user location information in the service profile. 

· Controls the completion of calls based on user‑specified incoming call management contained in the service profile. 

· Provides translation between user identification and identification of the terminal currently associated with the user for the completion of calls to the user’s current location. 
· Controls the services and features available to the user based on the user’s subscription and in conjunction with the user‑specified terminal access configurations.
6
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6.1
Functional Entities

6.2
Reference Points

----- end -----

Editor's Special Note:  The interworking  referred in this annex is the interworking of legacy systems to H.323 systems. Not to be confused with interworking H.323 systems to circuit switched hybrid systems or circuit switched adjuncts. The work proposed therewith, does not impact the legacy systems or impose new requirements to the Legacy systems to support H.323 terminals or H.323 systems.

Need to add more sections to Annex-H  to comply with TOR e.g., 

Interworking:

Network interworking:

1. Connections between H.323 systems and mobile networks (e.g., GSM, ANSI 41, ...)

2. Connections between mobile H.323 systems and PSTN or other networks.

Terminal interworking:

Support  of non-H.323 mobile terminals (e.g., GSM handset, H.324 terminal, H.320 terminal, etc.) to communicate with H.323 systems.

Tandeming minimisation:

Non-transcoding of media streams
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Radio Network Access 


Specific (W-CDMA, CDMA-2000, EDGE, Wireless-LAN access, etc)














Figure 1: High Level H.323 Mobility Management Functional Layers





Fixed Network Access specific (xDSL,Cable modem, Ethernet etc)
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