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Abstract:

This document contains a proposed Scope and Terms of Reference for H.MMS.0. H.MMS.0 shall address the user and service mobility management in multimedia systems. It includes an overall description of requirements and the definition of the architecture (entities and interfaces) and the protocol that will be used for that purpose.

Scope

It is necessary to transfer between entities of a packet-based multimedia communication system information specific to this system in order to deal with the specific behavior of roaming users. When the user is roaming through a packet-based network when using his multimedia services, it is necessary either to transfer information specific to the user and the subscribed services in order to deal with user and service mobility management.

This ITU-T recommandation addresses the user and service mobility management. It describes the requirements for the signalling system and the procedures needed at the application level in order to fulfill these signaling needs. It defines the architecture and the use of protocols for that purpose. 

Technical Issues (for information, not exhaustive)

Considering the various requirements implied by the user and services mobility management (see description in H.MMS.0 draft), a set of technical issues have to be solved.

Identification of the user

The user mobility is defined as the ability for a user to maintain the same user identity irrespective of his location and the terminal used. 

The impact of H.MMS.0 is to enable a serving domain of a multimedia application to validate the identity of the mobile user. Considering that many identity types may be used among the various multimedia applications, it is important to ensure that the user is identified as unique.

Security

Many security issues have to be solved. 

First, they are related to the using of a packet-based transport network. Data exchanging through the defined mobility management system has to be secured by the application of security functions. Particularly, security on interfaces between entities from different networks is to be considered.

Secondly, they are related to the nature of information exchanged through different domains. Data used for the user authentication have to be exchanged by a secured procedure.

Protocol design

The new protocol defined in H.22x should be designed on the basis of H.225 annex G protocol. Extensions put in that protocol have to be made in the respect of backward compatibility with the first version of H.225 annex G that has been already implemented in various industrial equipments.

The new protocol should be generic. Consequently, it should support all relevant data formats in order to be used on interfaces between different networks, using different addressing schemes that may not be always solved on the transport layer, and managing different data formats. 

Inputs

· all standards defining architectures, data and protocols used for user and service mobility management in existing networks

Outputs

· H.MMS.0 recommendation

TimeLine

Three audio conferences have been planned until the next Question 5 meeting. Various contributions and editorial updates on H.MMS.0 and other recommendations will be discussed during theses conferences.

H.MMS.0 is planned to be proposed for approval to the next plenary meeting (February 2002).
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