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TD-37 provides a number of changes requested to AVD-2146.  The two principle changes are:

1. The determination of master or slave for conflict resolution and encryption key distribution is defined in a manner compatible with repeated fast start as used by the Simple Endpoint Type.

2. The exchange of media capabilities is not required for continued Extended Fast Connect operation.  If, however, participating enties wish to make use of such knowledge, they may do so.

___________________

Introduction

Seamless operation of IP telephony requires the ability to initiate, redirect, and reconfigure media connections in a fast and efficient manner.  The reduction of “dead time” and quick response to user actions both demand that media operations be carried out as quickly as possible.  For example, a caller might be redirected from an endpoint that does not answer to a voice messaging endpoint that answers automatically.  A call may suspend media transfer when a user invokes  “hold”, then must reestablish quickly when the user rejoins the call.  Similarly, media connections must be quickly reconfigured when a user activates a conference or is switched to an automatic announcement.  Such capabilities are available to the Simple Endpoint Type (SET) as described in H.323 Annex F.

This recommendation describes a method by which an endpoint or a gatekeeper may negotiate the capability to initiate, rearrange, reconfigure, or close one or more media channels as efficiently and quickly as a SET using the repeated fast start procedures.  The advantages of this method relative to H.245 include:

· the ability of an endpoint to control creation of both transmit and receive media channels (not strictly possible in H.245 since the ModeRequest cannot specify a capability, nor can it specify replacementFor);

· the ability of an endpoint to establish media channels with a single exchange of messages (H.245 requires a three-way to five-way exchange);

· the ability of either endpoint to close a media channel with a single message (H.245 requires two or three messages);

· the ability of an endpoint to redirect a media channel with a single message (H.245 requires at least three);

· optional use of tunneled H.245 to provide capability exchange, master/slave negotiation and non-media controls such as user input indication.

The Generic Extensible Framework of H.225.0, version 4, is used to negotiate the use of Extended Fast Connect procedures.  This negotiation may proceed in parallel with tunneled H.245 capability negotiation via the parallelH245Control tunnel and/or standard Fast Connect establishment of one or more initial media channels, as described below.
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Overview

This feature is based on repeated use of Fast Connect procedures using fastStart elements in H.225.0v4 (or later) messages in the manner described for Simple Endpoint Types in H.323 Annex F, but extends those capabilities to other endpoints and gatekeepers, and other media types, including encrypted media. If an endpoint wishes to open one or more media channels at any time during a call, it may request them by sending any valid message with a fastStart element describing the channel(s).  The other endpoint may accept (or reject) the offers by returning a corresponding fastStart element.  Simple mechanisms are provided to permit an endpoint to close channels or redirect them.  The efficiency and compactness of the messaging can be enhanced through use of the H.245 signalling tunnel to exchange media capabilities, thereby eliminating (after the initial Setup/ CallProceeding message exchange) the necessity to send alternative sets of OLCs in order to find a compatible match.

Negotiation of Extended Fast Connect

Extended Fast Connect will be negotiated as a Generic Extensible Feature as described in H.323 (2000).  The FeatureDescriptor for Extended Fast Connect will be a GenericData element with a standard GenericIdentifier of value ‘x’ (TBD):

Feature Name:
Extended Fast Connect (EFC)

Feature Description:
This feature permits the use of fastStart elements to establish and reconfigure media channels in the manner established for SETs in H.323 Annex F.

Feature Identifier Type:
Standard

Feature Identifier Value:
TBD

No parameters are required.

Invocation of Extended Fast Connect

An endpoint or gatekeeper may signal a request (“desire”) or requirement (“need”) for support of the Extended Fast Connect feature when issuing a SETUP message.  Any message returned by the receiving endpoint or gatekeeper, up to and including a CONNECT message, must provide either an acceptance (“EFC supported”), denial of the request (no EFC support), or denial of required support (RELCOMP with “EFC needed”), depending on the ability of the signalled endpoint/gatekeeper to support EFC.  The SETUP message may well include a standard fastStart element in order to initiate standard or Extended Fast Connect.  The calling entity must be prepared to revert to H.245 media control procedures if EFC is not accepted and Fast Connect is refused.

Initial Negotiations

The entity requesting EFC may use H.245 tunnelling (parallelH245Control, h245Control) to negotiate master/slave status and capabilties.  H.245 media control procedures (Open Logical Channel, Request Mode, etc.) may not be invoked until and unless EFC support is denied.

Opening new channels

Opening new media channels proceeds just like standard Fast Connect, except that either endpoint may invoke EFC at any time to propose new media channels by sending a message (e.g., Facility) containing a fastStart element with OLCs for one or more sessionIDs.  As for standard Fast Connect, multiple OLCs with the same sessionID are considered to be alternative offers for a single media stream.  The other endpoint may reply with a fastStart element containing OLCs for the accepted channels and sessions.  A slave endpoint will supply a non-zero sessionID for any media channels it proposes.

Closing open channels

Either endpoint may close an open media channel by sending an OLC with the corresponding sessionID and forwardLogicalChannelNumber, and the dataType set to nullData.  This type of OLC will be referred to as a Null-OLC.  Any Null-OLC received for a non-existant session and channel number will be ignored.

Refusing or cancelling an offer

An endpoint may refuse the offer to open a session by sending a Null-OLC for that sessionID and any forwardLogicalChannelNumber contained in the offer.  Similarly, an endpoint may rescind the offer of a session by sending a sequence of such Null-OLCs, one for each of the forwardLogicalChannelNumbers it wishes to withdraw.  Note that the cancellation of an offer may cross paths with an acceptance of the offer.  If this occurs, the acceptance shall be ignored and (one of) the cancellation Null-OLCs will appear as a closure request.

Capabilities Exchange

The efficiency of Extended Fast Connect may be improved if the participating endpoint(s) or Gatekeeper(s) exchange capability sets via tunneled H.245 during call establishment.  Prior to capability exchange, one endpoint must offer a choice of media channels in the fastStart element to maximize the possibility that a compatible capability is supported by the receiver.  Following capability exchange, an endpoint need offer only a specific capability known to be supported by the other endpoint.  Nevertheless, this specification does not require this operation: completion of H.245 capabilities exchange is entirely optional.

Master/Slave Determination

Endpoints supporting Extended Fast Connect may use the H.245 tunnel to complete master/slave negotiation prior to moving to H.245 media control procedures, but the result of this negotiation will not be used to determine EFC procedures.  In the direct-routed case (endpoint-to-endpoint call signalling), the called endpoint will be considered to be the master, and the caller will be the slave for both conflict resolution and encryptionSync generation.  In the gatekeeper-routed case, the endpoint(s) will behave as the slave, and the gatekeeper will act as the master.  In the gatekeeper-to-gatekeeper case, the called gatekeeper will act as master for purposes of conflict resolution, but either gatekeeper must supply encryptionSync when it initiates the establishment, reconfiguration, or redirection of a channel.

Conflict resolution

As with H.245, any conflict such as a collision of different fastStart offers for the same sessionID, shall be resolved in favor of the master by ignoring the conflicting offers from the slave.  A collision of offers for the same media type with different sessionIDs must be resolved by the master by either proceeding with both sessions, or by clearing the session offered by the slave (by sending a Null-OLC).

Channel redirection

Redirection of media channels may be accomplished rapidly by repeated use of fastStart elements carried in any convenient message (such as Facility).  Each endpoint can control its end of the channel (media addresses under its control), hence a channel might be redirected via a single fastStart element applied to an active channel. It is permissible to supply a new dynamicRTPPayloadType and/or new encryptionSync when invoking this type of redirection if, for example, the user wishes to change encryption keys.  Single-fastStart redirection of a channel is recognized by a matching sessionID, forwardLogicalChannelNumber, and dataType.

Channel reconfiguration

A channel may be reconfigured (i.e., the dataType may be changed) and, optionally, redirected by offering a new channel as a replacementFor an existing channel.  There are two cases: two messages are required if the reconfiguration is initiated by an endpoint; a series of three messages to at least one endpoint is required if the reconfiguration is initiated by a third party such as a Gatekeeper.  When an endpoint initiates the change, it sends a fastStart element offering a replacement channel.  The offer will contain the appropriate media addresses chosen by the offering endpoint.  The other endpoint will reply with a fastStart element accepting the channel.  The acceptance will contain the appropriate endpoint media addresses for the accepting endpoint.  As in the standard Fast Connect procedures, the channels are now established.  The direct-routed method looks just like a simple Fast Connect exchange:
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When a third party initiates a reconfiguration, it cannot, a priori, supply media transport addresses to either endpoint.  The third party must send fastStart elements containing replacement channel OLCs without media addresses to one or both endpoints.  When an endpoint replies, it will supply its own media addresses and the third party will convey these addresses on to the other endpoint in a fastStart element.  In effect, the initial fastStart sent by the third party act as a “RequestChannelOpen”.  The following two gatekeeper-routed schemes are possible:

Asymmetric Method:
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In the asymmetric method, the final OLCs to endpoint B are, in effect, redirections.

Symmetric Method:


[image: image3.wmf]Endpoint A

GateKeeper

Endpoint B

OLC(repFor, noaddr)

OLC(repFor, noaddr)

OLC(A)

OLC(A)

OLC(B)

OLC(B)


In the symmetric method, the final OLCs to endpoints A and B are, in effect, redirections.

Media encryption

In Extended Fast Connect, the encryptionSync element must be supplied by the implied master (the called entity) or by the initiating gatekeeper.  This implies that a slave (e.g., an originating endpoint) may not perform single-message redirection of an encrypted channel; it must expect a response from the master containing a new encryptionSync element.  Note that either gatekeeper in a gatekeeper-to-gatekeeper (tandem) arrangement may act as master if it initiates the media operation, but the called gatekeeper will act as master to resolve any conflicts (e.g., colliding reconfigurations.)

Moving to H.245 logical channel procedures

An entity may initiate a switch to H.245 media control procedures (OpenLogicalChannel, Mode Request, CloseLogicalChannel, etc.) at any time by sending a FACILITY or other convenient message containing a featureSet element specifying replacementFeatureSet with Extended Fast Connect absent from supportedFeatures.  The requesting entity must refrain from initiating either EFC or H.245 media control procedures until a response is received from the other entity.   The requested entity must respond by sending a FACILITY or other convenient message with EFC removed from the featureSet.supportedFeatures element to accept the request, or still present to refuse the request.  All outstanding EFC requests must be completed (including the transmission and action of any responses) before the requested entity may accept the no-EFC request.  Once the request to remove EFC is accepted, either entity may initiate H.245 media control procedures; EFC procedures may no longer be employed.  Movement back to EFC procedures is for further study.

Failure conditions

If an endpoint receives a fastStart message requesting the addition of a new channel, the replacement of an old channel by a new one (reconfiguration), or the redirection of an existing channel, and it is unable or unwilling to comply, it must return a fastStart containing a Null-Channel OLC for the rejected channel.  In the last case (redirection), the failure response will cause the original channel to be closed.

As described above, conflicting offers created by both endpoints must be resolved by keeping the offer(s) provided by the master endpoint, and ignoring the conflicting offer(s) provided by the slave.

Interaction with Existing Procedures

Fast Connect

Any endpoint that supports Extended Fast Connect may also support conventional Fast Connect procedures by the simple expedient of including a fastStart element in any Setup message it sends.  If an endpoint sends a Setup without a fastStart element, then it must revert to H.245 procedures if the called endpoint does not announce support for Extended Fast Connect.

shareWithVoice

The shareWithVoice flag was added to H.245 to permit early negotiation of FAX capabilities with the provision that opening of the FAX channel would be postponed in favor of an audio channel.  The FAX channel may be opened later, but only if it replaces any active audio channel.  If, during the exchange of proposed OLCs in Extended Fast Connect, either endpoint specifies shareWithVoice in a data OLC, then that mode of operation must be observed by the other end for that channel.

replacementFor

The replacementFor element may be used to rapidly reconfigure a session with the assurance that the specified channel will be shut down before the new channel begins operation.

UserInputIndication

User input indication via H.245 may be used if the required capability has been negotiated, independent of the use of Repeated Fast Connect.

Simple Endpoint Type (SET)

The simple endpoint type of H.323 annex F can make use of the Extended Fast Connect procedures because they are compatible with the repeated fast start procedures specified for the SET.  The SET may use the H.245 tunnel for capabilities exchange or user input indications.  It is not necessary for  the SET to explicitly indicate support for Extended Fast Connect; it should be inferred from the SET EndpointType indication.
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