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ABSTRACT

This contribution describes a reliable transport protocol and an application profile for Modem over IP.
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1.0
Overview

This document describes a reliable transport protocol that is encapsulated in UDP/IP.  The protocol can be used for a number of real-time media applications that require reliable transport.  Examples of these applications including modem, facsimile, and bearer data transport application.  The requirements for a transport protocol for MoIP are given in [1].

A profile for Modem over IP (MoIP) application is also provided in this contribution.

1.1. Transport Layer (Simple Packet Relay Transport)
SPRT is a simple packet based protocol layered on UDP/IP, which provides reliable in-sequence delivery of data across the IP network.   It is intended to result in a small implementation footprint.  There are a number of simplifications that have been made to keep the implementation small:

· No provision for opening and closing SPRT transport channels is included within SPRT.  This eliminates the need to maintain various associated states.  It is presumed that on transition into the SPRT transport protocol, the needed SPRT channels have been opened external to the protocol and will be closed by the users on terminating the session.  Provisioning requirements of opening of new UDP ports are not included in the SPRT protocol.  

· No provision to negotiate parameters associated with SPRT protocol is provided in this specification.  Peer SPRT users are required to have compatible parameters for max message size (bytes) and window size (i.e., number of packets transmitted without any acknowledgements).  There is no provision within the SPRT protocol to negotiate these parameters.  These SPRT parameters can be optionally negotiated using out of band mechanisms such as SDP for SIP/MGCP, H.245 for H.323, and H.248 for Megaco.  SPRT parameter negotiation is outside the scope of this specification.  Section 2.2.1 defines the default SPRT parameters that are used in the absence of out of band negotiation.  All compliant implementations of SPRT MUST support (at a minimum) these default parameters since the out of band negotiation of SPRT parameters is optional.

2. SPRT Transport Protocol Specification

2.1. SPRT Protocol Reference Model
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2.2. SPRT Packet Structure
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Figure 1: SPRT Packet Structure

2.2.1. SPRT Header

SPRT header size ranges from six to 12 bytes, depending on the number of acknowledgments.

X: Header Extension Bit.  Must be set to zero (0) in this release.

SSID: Sub Session ID.  Identifies a particular SPRT entity transmitter sub-session .  The SSID is initially set to zero (0).  There is one SSID used for all Transport Channels by the SPRT entity transmitter.  On receipt of a destructive primitive command from the User, the SPRT entity transmitter increments its SSID by one (1).  All subsequent packets on all Transport Channels are sent with this new SSID.

R: Reserved. Must be set to zero (0).

PT: Payload Type.  Value within the RTP dynamic payload type range (96-128.)  This value is assigned dynamically using external signaling (see [2].)

TC:  Transport Channel ID.  Transport channel identifier.

0: Unreliable, unsequenced transport.  Used for acknowledgements only.

1: Reliable, sequenced transport.  Transport channel used for data.

2: Expedited, reliable, sequenced transport.  Transport channel used for control/signaling messages.  Data transported in this channel is expedited to the peer User relative to data transported in TC=1 (Reliable Transport).

3: Unreliable, sequenced transport.

SEQUENCE NUMBER:  Identifier used by SPRT entity transmitter for sequencing of packet for sequenced channels.  The initial value of the SEQUENCE NUMBER is zero (0) and is incremented by one (1) for each new packet in each of the sequenced transmit channels (TC of 1, 2, and 3.)  For retransmitted packets, the same SEQUENCE NUMBER that was used for the previous transmission of the same packet is used.  Each transmit channel has its own independent sequence number space.  SEQUENCE NUMBER is set to zero (0) if there is no SPRT payload in this packet (i.e. acknowledgement only packet.)  SEQUENCE NUMBER is set to zero (0) for unsequenced channel (TC of 0).

NOA:  Number of Acknowledgement.  Identifies number of ACK fields included in the SPRT header.  Valid ranges are zero (0) to three (3).

BASE SEQUENCE NUMBER: Sequence number of the next packet to be delivered to the user by this SPRT entity receiver.  The BASE SEQUENCE NUMBER identifies the sequence number for the packet that the user will receive next from the SPRT entity receiver for the TC indicated in this packet.   This field is only applicable for reliable, sequenced channels (TC values of 1 and 2).  For TC values of 0 and 3, this field is set to zero.

ACK fields:  ACK field consists of a pair (TCN, SQN).  Zero to three ACK fields can be put in the SPRT header.  The number of ACK fields is indicated by the NOA field. Packets received by the SPRT entity receiver with TC values of 1 and 2 must be acknowledged by the transmission of a packet with a ACK field set to the TC/SEQUENCE NUMBER fields of the received packet.  The TCN is independent of the TC field, i.e. acknowledgment for any Transmit Channel receive packets can be placed in any Transmit Channel transmit packets.

2.2.2. SPRT Payload

The SPRT payload contains a variable number of bytes of payload.  The payload will be NULL (i.e. no payload bytes) if this is an acknowledgment only packet.  An acknowledgment only packet is used to send acknowledgement fields without transmit data.  (See section 2.3.2)

2.3. SPRT  Operation

Each SPRT Transport Channel operates independently.  The User indicates which Transport channel the data is to be sent on when providing the payloads to the SPRT entity.  The Transport Channel of the received data is indicated to the User when the payload is given to the User.  Each Transport Channel has different characteristics as described in Section 2.2.

2.3.1. SPRT Transport Channel Buffer Management

For the peer SPRT entities to be interoperable, it is required for them to have identical window size for each SPRT reliable Transport Channel as well as maximum SPRT payload size for each Transport Channel.

Parameter
Description
Values

SPRT_TC1_PAYLOAD_BYTES
Maximum payload size for SPRT Transport Channel 1
132-256 (default 132 bytes)

SPRT_TC1_WINDOWS_SIZE
Window size for SPRT Transport Channel 1
32-96 (default 32)

SPRT_TC2_PAYLOAD_BYTES
Maximum payload size for SPRT Transport Channel 2
132-256 (default 132 bytes)

SPRT_TC2_WINDOWS_SIZE
Window size for SPRT Transport Channel 2
8-32 (default 8)

SPRT_TC0_PAYLOAD_BYTES
Maximum payload size for SPRT Transport Channel 0
140-256 (default 140 bytes)

SPRT_TC3_PAYLOAD_BYTES
Maximum payload size for SPRT Transport Channel 3
140-256 (default 140 bytes)

Table 1: SPRT Buffer Management Parameters
2.3.2. SPRT Reliable Transport Channel Acknowledgments

SPRT payloads are sequenced by the SPRT entity transmitter for sequenced Transport Channels (TC of 1, 2, and 3.)  SPRT payloads are acknowledged by the SPRT entity receiver for reliable Transport Channels (TC of 1 and 2.)  The acknowledgments of packets received by the SPRT entity receiver are sent by the SPRT entity transmitter in the ACK FIELDS of the SPRT header for any SPRT packet, including SPRT packets that have a NULL payload field.  

The following procedure is followed by the SPRT transmit for generation of ACK FIELDS and BASE SEQUENCE NUMBER updates:

a) There is an SPRT packet ready to be transmitted by the SPRT transmit entity.  Up to three ACK FIELDS are added to the SPRT header of this packet for any recevied packets that are pending acknowledgment.  

b) There are three (3) received packets pending acknowledgment.  The packet generated in this case will have a NULL payload field, i.e. it will be an acknowledgment only packet.

c) There are one (1) or two (2) received packets pending acknowledgement for "T1" milliseconds.  

d) There are no received packets pending acknowledgment and "T2" milliseconds has passed since any packet was sent by the SPRT entity transmitter for this reliable Transport Channel (TC of 1 and 2.)   This packet is generated to guarantee the remote SPRT entity receiver BASE SEQUENCE NUMBER for this Transport Channel is updated in a timely manner.

The setting and control of the T1 and T2 timer values is implementation specific.  These timers may be optionally modified dynamically during the session if desired.  Each Transport Channel can have its own unique T2 timer value.

2.3.3. SPRT Retransmits

SPRT packets for reliable transport channels are retransmitted if not acknowledged after "T3" milliseconds since last transmit.  The setting and control of T3 is implementation specific.

MoIP Profile

2.4. SPRT Packet Structure for MoIP
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2.5.  MoIP Content Header

X: Content Header Extension Bit. Must be set to zero (0) in this release.

MSGID:  Message ID.  MoIP message identifier (see Table in section 3.3)

2nd Byte of content header:  This byte is used to store Octet 2A of Figure 8/V.42 for INFO packets carrying V42 I-frame data with extended HDLC address.  In all other cases including SPRT INFO frames that are carrying data for V-42 I-frames without extended HDLC address, this field is set to zero. 

2.6. MoIP Messages

MSG
MSG ID
Transport channel Used for MoIP
Description

INIT
0
2
First message sent after SPRT bring-up

PHYS_UP
1
2
Indicated initial physical layer bring-up is complete

INFO
2
1 or 3
Contains user data

XID_XCHG
3
2
Used for compression negotiation for Scenarios “2a” and “5”

CONNECTED
4
2
Indicated gateway is ready to enter data phase

DISCONNECT
5
2
Indicates gateway has released local modem connection

CAP_XCHG
6
2
Used for compression capability set negotiation for Scenario “3c” and “4”

SPEED_SHIFT
7
2
Notifies peer gateway of new physical layer speed setting

DBREAK
64
2
V42 destructive break notification to peer gateway

EBREAK
65
2
V42 expedited break notification to peer gateway

NEBREAK
66
1
V42 non-expedited break notification to peer gateway

BREAKACK
67
2
V42 break acknowledgement notification to peer gateway

2.6.1. INIT

First message sent on SPRT bring-up.

Message ID = 0

Content Length = 17 bytes

Content Format = 16 byte vendor ID in ASCII format (padded by ASCII space characters to fill the 16 byte field, if vendor ID is smaller than 16 bytes) followed by a one byte flag field.  If lower bit of flag byte (bit 0) is set to one, it indicates that speed shift notifications are requested from peer gateway in modem relay session.  Other bits of flag bits are not defined at present (should be set to zero).

2.6.2. PHYS_UP

Indicates to peer gateway that physical layer is up on this gateway.

Message ID = 1,

Content Length = 6 bytes,

Content Format = Modulation Type (2 bytes) followed by physical layer Receive Rate (2 bytes) followed by physical layer Transmit Rate (2 bytes). Receive and Transmit rates are defined from the viewpoint of the gateway (e.g., receive rate refers to direction from client modem towards the gateway).

2.6.3. INFO

Contains data link layer HDLC address field (1 or 2 bytes) followed by I-Frame content (does not include the fields containing V42 NS or NR).

Message ID = 2,

Content Length = variable (up to limit allowed by SPRT max payload size for TC=1 or 3),

Content Format = one byte of HDLC address followed by I-Frame content (for extended HDLC address format, the second byte of HDLC address, i.e., byte 2A is stored in 2nd byte of content header, see Section 3.2).

2.6.4. XID_XCHG

Informs peer of local compression negotiation posture in XID format.  The XID directional parameters have same reference as the view of the originating client modem (i.e., transmit direction refers to the direction of flow from the originating client modem towards the answering client modem).

This message is used for Scenario Types “2a” and “5”.  For MoIP Scenario Types “3c” and “4”, this message is not used, instead the applicable message is CAP_XCHG message (see section 3.3.7).

Message ID = 3,

Content Length = variable (up to limit allowed by SPRT max payload size for TC=2),

Content Format = 2 byte Type (Type=0 for no link layer protocol and Type=1 for V42) followed by negotiation posture in V42 XID format, if Type=1.  The XID may include V42 link layer parameters for informational purposes, but this is not mandatory.  Compression related parameters must be included, otherwise “no compression” is negotiated.

2.6.5. CONNECTED

Informs peer gateway that error corrected connection is up.  The gateway receiving this indication from peer shall notify its local modem that “own-receiver-busy” condition no longer exists and proceed into end-to-end data transfer phase immediately if a local establishment phase is not in progress or after successful completion of local establishment phase (if in progress).

 Message Type = 4,

Content Length = 8 + TBD,

Content Format = 2 byte Modulation Type followed by 2 byte Error Correcting Protocol Type (Type=0 for no link layer protocol and Type=1 for V42) followed by physical layer Receive Rate (2 bytes) followed by physical layer Transmit Rate (2 bytes) followed by final negotiated compression parameters in TBD format. Receive and Transmit rates are defined from the viewpoint of the gateway (e.g., receive rate refers to direction from client modem towards the gateway).

2.6.6. DISCONNECTED

Informs peer gateway that error corrected connection has failed.  The gateway receiving this indication from peer shall release the line.

Message Type = 5,

Content Length = 0,

SPRT Payload Content = null (empty).

2.6.7. CAP_XCHG

Contains a set of transcompression capabilities. This message is used for Scenario Types “3c” and “4”.  For MoIP Scenario Types “2a” and “5”, this message is not used, instead the applicable message is XID_XCHG message (see section 3.3.4).

Message ID = 6,

Content Length = variable (up to limit allowed by SPRT max payload size for TC=2),

Content Format = TBD.

2.6.8. SPEED_SHIFT

Indicates to peer gateway that physical layer speed shift has occurred on this gateway.  This message is only generated if INIT message from peer gateway has indicated a request from peer gateway for speed change notification.

Message ID = 7,

Content Length = 6 bytes,

Content Format = Modulation Type (2 bytes) followed by physical layer Receive Rate (2 bytes) followed by physical layer Transmit Rate (2 bytes). Receive and Transmit rates are defined from the viewpoint of the gateway (e.g., receive rate refers to direction from client modem towards the gateway).

2.6.9. DBREAK

Informs peer gateway that a destructive break was received on the modem line.  The SPRT header of this packet would contain a new Sub-Session ID (see SSID description in section 2.2.1). The packet content is a V.42 frame for the destructive (expedited) break.  The gateway receiving this packet from peer shall discard any messages in network transit that may arrive later corresponding to earlier subsession (this applies to messages on any channel with an SSID value corresponding to earlier subsession).

Message ID = 64,

Content Length = up to 5 bytes,

Content Format = V.42 destructive break including all of V.42 header fields except HDLC address field.

2.6.10. EBREAK

Informs peer gateway that a expedited break (non-destructive) was received on the modem line.  The packet would contain v42 frame for the expedited (non-destructive) break.  The gateway receiving this packet shall forward the v42 break frame to its local modem.

Message ID = 65,

Content Length = up to 5 bytes,

Content Format = V.42 expedited break including all of V.42 header fields except HDLC address field.

2.6.11. NEBREAK

Informs peer gateway that a non-expedited break (non-destructive) was received on the modem line.  The packet would contain v42 frame for the non-expedited (non-destructive) break.  The gateway receiving this packet shall forward the v42 break frame to its local modem.

Message ID = 66,

Content Length = up to 5 bytes,

Content Format = V.42 non-expedited break including all of v42 header fields except HDLC address field.

2.6.12. BREAKACK

Informs peer gateway that a V.42 BRKACK was received on the modem line.  The packet would contain v42 frame for the BRKACK.  The gateway receiving this packet shall forward the v42 break frame to its local modem.

Message ID = 67,

Content Length = 3 bytes,

Content Format = V.42 BRKACK including all of v42 header fields except HDLC address field.

2.6.13. Undefined messages

An undefined MoIP message (one that is not defined in Section 3.3.1 through 3.3.12) should be discarded by the recipient MoIP entity without any further action.
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