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Introduction

This document identifies the top-level issues in developing an ITU-T standard for H.MediaMIB.  In addition, it details a work plan proposal for a document for fall 1998 determination. The proposal is based on the use of the IETF SNMP protocol for managing ITU-T systems.

1.1 Terminology

Some loose definitions of the terminology used in this document appear below:

ASN.1 (Abstract Syntax Notation 1) – a formal language used to define data structures for which there are various machine independent encodings of those structures in to byte streams.

MIB (Management Information Base) - the specification of information in a manner that allows standard accesses through a network management protocol.

OID (Object Identifier) - the permanent assignment of a value to represent a managed object through a process termed registration.  This value reflects the position in a tree structure of the objects in the MIB.

SMI (Structure of Management Information) - the rules used to define objects which can be accessed via a network management protocol.

SNMP (Simple Network Management Protocol) - The network management protocols used in the Internet for TCP/IP systems.  There is a body of work termed SNMPV2 and SNMPV3 that represents expanded successors to SNMP.

1.2 What is a MIB

A Management Information Base is a specification containing definitions of managed information in a formalism that allows data to be shared by networked devices in a well-known format facilitating remote monitoring and control of systems over a network.  The simplest and actually incorrect way to visualize a MIB is a database on a managed system.  It is more correct to view a MIB as the definitions of the information that can be accessed and the events that can be reported by standard protocols.  Standard operations are requested or performed on a system via a management agent by management clients. It is left to this management agent to access the requested information, defined in the MIB,  and return it to the requesting management client.

A MIB is defined using a subset of ASN.1 and a specific encoding of ASN.1 that allows the information described by the MIB to be transmitted over the network in a machine independent fashion to be reconstructed by the receiving machine.

1.3 Definition of Managed Objects

The majority of the work to develop H.MediaMIB can be broken down into the following four tasks:

1. Characterization of the managed entity in terms of components, attributes actions, state, and statistics.

2. Organization of information into collections of  Object IDs (OID)s 

3. MIB organization - MIB structure and hierarchy tree related to MIB Object Names

4. Writing and maintaining of the MIB in abstract syntax 

In SNMP, rules for defining managed information and events are contained in the Structure for Management Information (SMI).  

1.4 Operations on Managed Objects

The definition of managed objects may proceed independent of the protocols used to operate on the MIB.  The emphasis in this proposal is on the IETF protocol SNMPV2.  However, operations may be generalized into three categories: information retrieval, information modification, and unsolicited information reporting.  It is conceivable that the tasks outlined in Section 1.3 can be performed and retained or reused even if SNMPV2 is not the chosen protocol in the future.

1.5 References

The SNMPv2 Network Management Framework consists of the following major components:

RFC 1902, “SMI, for Version 2 of the SNMPv2 Working Group” 

RFC 1903 “Textual Conventions for Version 2 of the Simple Network Management 

Protocol (SNMPv2)”

RFC 1904 “Conformance Statements for Version 2 of the Simple Network Management 

Protocol (SNMPv2)”

RFC 1905 “Protocol Operations for Version 2 of the Simple Network Management 

Protocol (SNMPv2)”

RFC 1906 “Transport Mappings for Version 2 of the Simple Network Management 

Protocol (SNMPv2)”

RFC 1907 “Management Information Base for Version 2 of the Simple Network 

Management Protocol (SNMPv2)”

RFC 1908 “Coexistence between Version 1 and Version 2 of the Internet-standard 

Network Management Framework”

The SNMP Network Management Framework consists of the following major components:

STD 16/RFC 1155” SMI, the mechanisms used for describing and naming objects for 

the purpose of management “.

STD 16/RFC 1212:”More concise description mechanism, which is wholly consistent 

with the SMI”.

RFC 1156:”MIB-I, the core set of managed objects for the Internet suite of protocols”.  

STD 17/RFC 1213:”MIB-II, an evolution of MIB-I based on implementation experience 

and new operational requirements”.

STD 15/RFC 1157:” SNMP the protocol definition used for network access to managed 

objects”.
2. Prior Contributions

In this section, we will detail the scope of previous contributions for consideration in H.MediaMIB.

2.1 APC-1289 H.MediaMIB

This proposal represents the previous attempt at organizing the H.MediaMIB work.  It is a comprehensive approach, with much of the completed content aimed at H.323 multipoint controllers and gatekeepers. Although we would like to organize the work according to the proposal in section 4, much of the content is potentially reusable.

2.2 AVC- 1082 A/V Terminal MIB

This AVC proposes a standard MIB for an Audio/Video Terminal.  The work is independent of whether the terminal conforms to the H.320, H.323, H.310, H.321, H.324 or other terminal device.  It is generalized into groups representing conference site, conference terminal system interfaces, active calls, and conference control.  This work is self-standing and much of the content is usable in the form presented.

2.3 AVC- 1087 H.225 MIB

This proposal is aimed at the H.225 session protocol from H.323.  No attempt was made to cover RTP. It is generalized into groups for terminal information, RAS protocol, Call Control, and  connections.  It will be resubmitted when it is further generalized to support multiple instances of the H.225 protocol in a system and will be modified to support SNMP version 2.

2.4 AVC-1109 H.245 MIB

This proposal is aimed at H.245.  It is independent of whether the system is an H.323, H.324, or H.310 system.  The proposal is generalized into the Master/Slave, capability exchange, logical channels, user, and conference groups. It will be modified to be more comprehensive; the initial proposal was slanted significantly towards H.323 terminals. 

3. Scope of H.MediaMIB

The purpose of H.MediaMIB is to standardize the management information in multimedia conferencing systems based on one of more of the ITU-T H-series recommendations.  The magnitude of the work resulting from this stated purpose is both enormous and not entirely practical.  For example, the marketplace demand for SNMP management may be far more for H.323 and H.310 systems than for H.324 and H.320 terminals.  This assertion is based on the nature of the market for these terminals as well as practical concerns related to the bandwidth and interfaces available for active session monitoring.  

Consequently, the work plan proposed in the next section is based on our view of the interest level expressed thus far by members in Q14.  Nonetheless, if contributions are received in other areas, the work plan can be adjusted accordingly.

4. H.MediaMIB Work Plan Proposal

This section orders the H.MediaMIB activities.  

4.1 Phase 1 - H.323 Common Protocols

Our position is that the initial emphasis should be on the common protocol elements in the H.323 Standards. The philosophy behind this is practical in nature.  Today, SNMP management is the primary method of network management in TCP/IP networks.  MIS managers and network engineers have been trained in the support of these inter-networks for almost 10 years.  The lack of comprehensive SNMP management will be a detriment to H.323 product sales.  A completely practical starting point for H.MediaMIB activities is to define the managed objects for the common protocols found in all conforming H.323 devices: H.245, H.225 Q.931 and RAS, and RTP.  An activity aimed at this area will allow the development of H.323 management applications at large, instead of requiring specialized management applications for each manufacturer’s H.323 device.

4.2 Phase 2 - Audio/Visual Terminal Devices and Internetworking Entities

Possibly at the same time, or quickly following Phase 1, the H.MediaMIB activities should turn to the terminal and internetworking devices.  However, in order to be comprehensive, the work is likely to be much more difficult than for the common protocols.  In part this is anticipated due to the large number of permutations possible in various manufacturers products.  For example, in H.323 the GK, MC, MP, and GW functions may be combined in many ways.  Another example is the terminal itself.  Should our approach be a generic terminal, which may support one or more of H.310, H.320, H.321, H.322, H.323, H.324, etc. or should there be a specific MIB for each type? Should T.120 be separated into terminals, MCUs, or should there be a single MIB?

A second concern is that the management information in these devices may be much more subject to individual manufacturer’s implementation choices.  When one examines the IETF standard MIB RFCs, one can find many more examples of protocols than devices.  Simpler devices such as transparent and source routing bridges, repeaters, modems and printers have been standardized, while more complicated devices such as routers tend to have vendor proprietary MIBs.  

4.3 Phase 3 - H.Series Media Codecs 

One of the questions which arises is whether to model an abstract, generalized Codec or to provide a structure to manage specific objects from specific codecs.  Our position is that it is more beneficial to provide a structure that supports every possible codec type rather than to have a few generalized ones that try to reduce attributes into common types.  For example, the H.261 and H.263 video codecs are quite different, especially in the area of options, despite having largely the same use in Audio/Visual systems.

5. Work Plan Methodology

In the past questions have arisen of the desired alignment between work that is in the ITU-T and that of the IETF.  The definition of MIBs tailored specifically towards supporting SNMP is clearly been under the IETFs auspices for years.  Should the H.MediaMIB work be introduced to the IETF?  If so, at what level?  

Some of the practical considerations here once again reflect the difficulty in aligning two standards bodies.  The SNMP efforts in the IETF are on SNMPV3.  Yet the installed base and more common development tools are still SNMP or SNMPV2.  It is our opinion that we should treat SNMPV2 as the basis of the work and use as relevant RFCs 1902-1908. 

It should be noted that SNMPV2 has provisions for backward compatibility with version 1 SNMP and therefore does not negate that installed base despite our emphasis on SNMPV2.

As with MMUSIC, we should attempt to have member organizations represented at both standards bodies to allow any coordination deemed appropriate by both groups.

However, that in itself is cause for some practical choices because the state of SNMP is not a clear picture.  

6. Approach for Selecting Managed Objects

The early days of SNMP research made much about how it was a simple subset of OSI network management.  The original OSI network management model had the following five categories: 

1. Configuration management

2. Performance management

3. Fault Management

4. Accounting management

5. Security management

Our position is that the primary justification for H.MediaMIB is to allow insight into the operation of Audio/Video terminals, interconnecting systems, and control systems.   The initial emphasis should be on monitoring for proper operation, system performance, and aiding in fault diagnosis and isolation.  Other purposes, for example accumulating information for accounting/billing, network utilization, security, and historical trend analysis, while valuable, should be either secondary goals, or best handled by other protocols.

This position is consistent with VideoServer’s prior contributions [AVC-1089, AVC-1109]. The IETF draft RTP MIB has taken a similar approach to date.

7. Relationship of SG16 WP2 Q14 to other ITU Management Initiatives

It is inevitable that much of H.MediaMIB may be viewed as outside the scope of Q14.  During the 1989-1992 Study period, the ITU-T completed a set of recommendations for Telecommunications Management Network (TMN) principles.  In particular, the M.Series Management Framework and X.Series CMIS/CMIP for data networks govern transmission system and application system management.  

The H.323 standard has evolved into a TCP/IP network application.  The SNMP protocol is the dominant approach to network management in these networks.  Our final recommendation is to progress cautiously by attempting standardized network management interfaces and managed objects initially for H.323 session layer protocols.   Success or lack of it in the first phase of H.MediaMIB will determine how to limit the eventual scope of the task.

