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RAS Retry Strategy


A important impact on call setup delay is doing ARQ operations.  This means that the RAS retry strategy needs to be more aggressive.  A consequence of this is that the operation of RIP needs to be changed.  It is proposed that RIP be able to specify a time that a terminal should wait before attempting a re-try. e.g.


RequestInProgress ::= SEQUENCE	-- (RIP)


{


	requestSeqNum		RequestSeqNum,


	nonStandardData	NonStandardParameter	OPTIONAL,


	...,


	tokens			SEQUENCE OF Token OPTIONAL,


	delay			INTEGER(1..65536)	-- Re-try delay in milliseconds


}





delay - specifies the amount of time in milliseconds that an endpoint shall wait before attempting a retry.  The responding endpoint may respond before this period expires.


Text describing RIP operation in 8.19 should be something like:


“If an entity receives a request from a version 2 (or later) entity to which a response can not be generated within a typical retry timeout period it can send a RIP message specifying the period (in the delay field) after which a response should have been generated.  As soon as a response is available the responding entity should send the response and not wait for the RIP delay to expire.  If a requesting entity has not received a response by the time the RIP delay expires it shall resend the request.  The responding entity can then either send a duplicate response or another RIP message.  Figure xxx/H.225 gives an example message exchange which demonstrates a number of aspects of the re-try strategy.  


Vendors should be aware that any retries will have an impact on the call setup time, which should be minimised.  Therefore short retry times are desirable.  So that remote entities can anticipate typical retry times for the purpose of deciding when to send a RIP message, entities should avoid retry periods less than 100ms.  Exponential backoff and adapting to measured round trip times is encouraged.  Entities can use the measured round trip time of the RRQ/RCF registration process to modify an initially conservative estimate (of a few seconds) for this purpose.  Entities may also use the registration process to exchange version numbers to ensure that the RIP based retry mechanism is not used when version 1 entities are involved in the signalling.”


Please copy figure from APC-1316


Figure xxx/H.225.  Example use of RIP message


noPermissionRequired Call Setup


In a number of environments call setup times are extremely critical.  In such environemnts it is also possible, and often desirable to dimension the network so that there will always be bandwidth available to make a call.  In this case it should not be necessary to perform an ARQ for each call attempt as all this does is add is delay.  Therefore it is proposed that a preGrantedPewrmissions field field be added to the RCF to indicate conditions when an ARQ is not necessary.  Note that a gatekeeper is still useful in this environment for performing address translation and so removing the need for ARQ by removing the gatekeeper is not sensible.  The revised RCF becomes:


RegistrationConfirm ::= SEQUENCE --(RCF)


{


	-- deleted fields


	...,	


	alternateGatekeeper	SEQUENCE OF AlternateGK OPTIONAL,


	timeToLive		TimeToLive OPTIONAL,


	tokens			SEQUENCE OF Token OPTIONAL,


	noPermissionRequired	BOOLEAN


	preGrantedPermissions	SEQUENCE


		{


		makeCall				BOOLEAN,


		useGKCallSignalAddressToMakeCall	BOOLEAN,


		answerCall				BOOLEAN,


		useGKCallSignalAddressToAnswer	BOOLEAN,


		...


		} OPTIONAL


}


preGrantedPermissions - Indicates events for which the gatekeeper has pre-granted permission.  This allows for faster call setup times in environments where network bandwidth is ‘guaranteed’ through other means such as dimensioning or QoS signalling.  If the makeCall flag is TRUE then the gatekeeper has pre-granted permission to the endpoint to initiate calls without first sending an ARQ.  If the makeCall flag is FALSE the endpoint shall always send ARQ to get permission to make a call.  If the answerCall flag is TRUE then the gatekeeper has pre-granted permission to the endpoint to answer calls without first sending an ARQ.  If the answerCall flag is FALSE the endpoint shall always send ARQ to get permission to answer a call.  Note that, even if these fields are set to TRUE an endpoint can still send an ARQ to the gatekeeper for reasons such as address translation, or the endpoint doesn't support this modified signalling mode.  The useGKCallSignalAddressToMakeCall flag indicates that when an endpoint does not send an ARQ to the gatekeeper to make a call, the endpoint shall send all H.225 call signalling to the gatekeeper call signalling channel.  The useGKCallSignalAddressToAnswer flag indicates that when an endpoint does not send an ARQ to the gatekeeper to answer a call, the endpoint shall ensure that all H.225 call signalling comes from the gatekeeper.  If an endpoint has been instructed to use the gatekeeper when answering, but it does not know whether an incoming call has come from the gatekeeper (which may involve looking at the transport address), the endpoint shall issue ARQ irrespective of the state of the useGKCallSignalAddressToAnswer.  If the preGrantedPermissons SEQUENCE is not present, then ARQ signalling shall be used in all cases.  Note that gatekeepers may use the timeToLive field to grant these permissions for a limited time.  A gatekeeper can change these permissions by sending a URQ with reason set to reregistrationRequired.


It has also been mentioned that some of the ARJ fail reasons should be useful in Release Complete, i.e.  


ReleaseCompleteReason ::= CHOICE


{


	-- deleted elements --


	adaptiveBusy		NULL,	-- call is dropping due to LAN crowding


	inConf			NULL,	-- no address in AlternativeAddress


	undefinedReason	NULL,


	...,


	facilityCallDeflection	NULL,	-- call was deflected using a Facility message


	securityDenied		NULL	-- incompatible security settings,


	admissionRejectReason	AdmissionRejectReason


}


AdmissionRejectReason - Allows a gatekeeper to specify additional admission reject reasons when a gatekeeper has preGrantedPermission for an endpoint not to use ARQ/ACF signalling.


