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RAS Retry Strategy


A important impact on call setup delay is doing ARQ operations.  This means that the RAS retry strategy needs to be more aggressive.  A consequence of this is that the operation of RIP needs to be changed.  It is proposed that RIP be able to specify a time that a terminal should wait before attempting a re-try. e.g.


RequestInProgress ::= SEQUENCE	-- (RIP)


{


	requestSeqNum		RequestSeqNum,


	nonStandardData	NonStandardParameter	OPTIONAL,


	...,


	tokens			SEQUENCE OF Token OPTIONAL,


	delay			INTEGER(1..65536)	-- Re-try delay in milliseconds


}





delay - specifies the amount of time in milliseconds that an endpoint should wait before attempting a retry.  The responding endpoint may respond before this period expires.


Text describing RIP operation in 8.19 should be something like:


“If an entity receiving a request knows that a response can not be generated within a typical retry timeout period it can send a RIP message specifying a period (using the delay field) after which a response should have been generated.  As soon as a response is available the responding entity should send the response and not wait for the RIP delay to expire.  If a requesting entity has not received a response by the time the RIP delay expires it shall resend the request.  The responding entity can then send a duplicate response or another RIP message.  Figure xxx/H.225 gives an example message exchange which demonstrates a number of aspects of the re-try strategy.  


Vendors should be aware that any retries will have an impact on the call setup time, which should be minimised.  Therefore short retry times are desirable.  So that remote entities can anticipate typical retry times for the purpose of deciding when to send a RIP message, entities should avoid retry periods less than 100ms.  Exponential backoff and adapting to measured round trip times is encouraged.  Entities can use the measured round trip time of the registration process to modify an initially conservative estimate (of a few seconds) for this purpose.”
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Figure xxx/H.225.  Example use of RIP message


Use of Facility IE


To maintain backwards compatibility with version 1 entities, the method of including supplementary service information elements within a Facility message that is not intended to perform the version 1 re-direct needs to be changed.  If this is not changed it is reasonable for a version 1 endpoint to see a zero length facility IE, try to process an absent facility-UUIE and bomb.  New text in section 8.2.2.13 can fix this:


At the beginning of the paragraph:


“The facility IE in a facility message can be used in three ways.  If the facility IE has zero length this indicates that the facility-UUIE field in the UUIE has meaning.  If the facility IE length is between 1 and 7 octets {Note: Should we just say one so that we leave the door open for other extensions?}, this indicates that the facility-UUIE is not significant and the Information Element does not contain ISO/IEC 11582 APDUs.  This mode provides tunnelling of H.450.x supplementary services [and H.245 messages] without invoking the other features.  If the facility IE length consists of at least 8 octets, the Information Element contains ISO/IEC 11582 APDUs.  In all three cases the H.450.x supplementary service [and H.245 fields] in the H323-UserInformation field encoded into the UUIE must be interpreted when present.”


Before the paragraph starting “Any Facility IE...”:


“To tunnel H.450.x [and H.245 messages] through the H.225/Q.931 signalling without invoking interpretation of the facility-UUIE part of the H323-UserInformation field, or an ISO/IEC 11582 APDU, the Facility IE shall have a length of between 1 and 7 octets.  The contents of the Facility IE shall be ignored.”


8.4.1 also needs to be changed to conform to this.


callIdentifier


The callIdentifier only really needs to be used in the same places as conferenceIdentifier.  Therefore it should be removed from all the Q.931 messages apart from Setup-UUIE and Facility-UUIE.  


The callIdentifier is Facility-UUIE should also be marked as OPTIONAL.


A discussion of how version 2 entities should interwork with version 1 entities with regard to this would also be useful.


Delete unknownPartyNumber


To maintain backwards compatibility, instead of using unknownPartyNumber in PartyNumber, the e164 AliasAddress should be used instead.  Therefore, unknownPartyNumber in PartyNumber should be deleted.


Conforming Facility-UUIE


In Facility-UUIE, destExtraCallInfo and remoteExtensionAddress are included in their own structure.  This is the only place it happens and for consistency it would be better to include them in the main body of the element (even though the modified way is probably better!).


noPermissionRequired Call Setup


In a number of environments call setup times are extremely critical.  In such environemnts it is also possible, and often desirable to dimension the network so that there will always be bandwidth available to make a call.  In this case it should not be necessary to perform an ARQ for each call attempt as all this does is add is delay.  Therefore it is proposed that a noPermissionRequired field be added to the RCF to indicate that an ARQ is not necessary before establishing a call.  Note that a gatekeeper is still useful in this environment for performing address translation and so removing the need for ARQ by removing the gatekeeper is not sensible.  The revised RCF becomes:


RegistrationConfirm ::= SEQUENCE --(RCF)


{


	-- deleted fields


	...,	


	alternateGatekeeper	SEQUENCE OF AlternateGK OPTIONAL,


	timeToLive		TimeToLive OPTIONAL,


	tokens			SEQUENCE OF Token OPTIONAL,


	noPermissionRequired	BOOLEAN


}





noPermissionRequired - When TRUE indicates that an endpoint need not send an ARQ to the gatekeeper to get permission to start a call.  This allows for faster call setup times in environments where network bandwidth is ‘guaranteed’ through other means such as dimensioning or QoS signalling.  Note, even if this field is set to TRUE an endpoint can still send an ARQ to the gatekeeper for reasons such as address translation.


Comprehension Required


In the future it may be necessary to indicate that certain fields need to be understood, or the message should be rejected.  This can be done by adding syntax similar to:


CompRequired	::= SEQUENCE


{


	numberOfCompRequired	INTEGER(1..64),


	compRequired 		SEQUENCE SIZE (1..64) OF SEQUENCE


		{


		parameter	CHOICE


			{


			nonStandardData	NonStandardParameter,


			...


			},


		onNoComp	CHOICE


			{


			clearCall	NULL,


			sendReject	NULL,


			sendMessage	SEQUENCE


				{


				message	NonStandardParameter,


				dest	CHOICE


					{


					h323-uu-pdu		NULL,


					h245			NULL,


					inAnyRas			NULL,


					inRasReject		NULL,


					rasNonStandardMessage	NULL,


					unreliable			TransportAddress,


					...


					},


				...


				},


			...


			},


		...


		},


	...


}


An OPTIONAL link to an object of this type should be added to the main elements to enable future proofing.


OPTIONAL BOOLEANs


A few BOOLEANs in the ASN.1 are marked as OPTIONAL.  This should be avoided from a design point of view as it makes the boolean three state, and is also harder to code.  The fields that need correcting are: canOverlapSend in Setup-UUIE, altGkIsPermanent in GRJ, RRJ, URJ, ARJ, BRJ, LRJ and DRJ, keepAlive in RRQ.


Change LAN Term in Line with Scope


Occurrences of the term LAN should be changed to packet network to fit in with the new scope.  Definitions should be added to support this.  Occurrences of WAN should also be changed to something else, e.g. SCN.


Smaller Issues


There is no text describing how the url-ID AliasAddress is used.  If none is available, should it be removed?


Is ssl a standardised protocol or should only tls be specified in H245Security?


Should h245SecurityMode in ALERTING, CALL PROCEEDING and CONNECT be presented based on the same rules as h245address, i.e. appear in all subsequent call establishment messages after it is first presented?  Text should be added to describe this.


Are we over loading the token fields.  Scott Petrack wants them for access control whereas Jim Toga wants them for security things.


The INTEGER for ISOAlgorithm in IdIntegrityAlgorithm needs to be constrained.


8.2.2.28 should indicate that encoding of UUIE is subject to changes described in this (i.e. 8.2.2.28) paragraph, i.e. length is 2 octets not 1.


In 8.3.11, an entity that sets canOverlapSend SHALL support SETUP ACKNOELEDGE.


endpointIdSecure needs describing.


6.2.2 says that only ITU-T payload types should be used in RTP.  This is restricting as it does not allow proprietry codecs.


