











INTERNATIONAL TELECOMMUNICATION UNION�
�
�
�
TELECOMMUNICATION�STANDARDIZATION SECTOR


STUDY PERIOD 1997 - 2000�
APC-1297-E


Sept 1997


Original: English�
�
�











Rapporteur Meeting








STUDY GROUP 16 - CONTRIBUTION


Sun River, 8-11 Sept 1997











SOURCE* :	Mark Reid, Kaynam Hedayat and Jim Hart


TITLE:		General Comments and Proposals for H.323,H.225, H.245 and H.450.X


PURPOSE: 	Proposal and Discussion





__________











�
1.0 Introduction





This document contains a number of discussions and proposals for H.323, H.225, H.245 and H.450.X.





2.0 H.323 and H.225.0 Comments





2.1 Substitute Conference ID (CID) is a problem for Gatekeeper





The following paragraph should be added to Section 8.4.5 on cascading in H.323. Currently, the substitute CID command does not address what happens on the RAS channel.





Add to H.323 Section 8.4.5


“Endpoints which receive a SubstituteCID message during a call, shall continue to use the conferenceID (CID) used in the previous RAS messages (e.g. ARQ, BRQ, etc.) when conversing with its Gatekeeper for the duration of that particular call.”





To allow for the Gatekeeper to track the members of a conference each time cascaded MC’s chose a new CID, a field needs to be added to the InfoRequestResponse to allow an endpoint to list each of the CID’s which have been associated with the original CID by means of the substitute CID command. (Note: Multiple substitute CID commands may arrive depending on the number of cascades.)





By keeping a list of the CIDs and by always using the original CID in messages to the Gatekeeper, the race conditions between RAS messages and between multiple substituteCID messages are avoided.





Add field to H.225 Section 7 definition of InfoRequestResponse





InfoRequestResponse ::= SEQUENCE --(IRR)


{


	nonStandardData	NonStandardParameter OPTIONAL,


	… data skipped …


	perCallInfo		SEQUENCE OF SEQUENCE


	{


		nonStandardData	NonStandardParameter OPTIONAL,


		callReferenceValue	CallReferenceValue,


		conferenceID		ConferenceIdentifier,


		… data skipped …


		callModel		CallModel,


		...,


		substituteConferenceIDs	SEQUENCE OF ConferenceIdentifier,





	} OPTIONAL,


	...,


	callIdentifier		CallIdentifier,


	tokens			SEQUENCE OF Token OPTIONAL,


	endpointIdSecure	EndpointIdentifier OPTIONAL	-- encrypted version w/ seqnum


}





In H.225, Section 8.15.2, In the InfoRequestResponse (IRR) definition add:





substituteConferenceIDs - a listing of all ConferenceIDs (CIDs) received in H.245 SubstituteCID messages pertaining to the original RAS perCallInfo conferenceID.





2.2 Comment on APC-1264 (proposed H.323 Section 8.1.10)





To maintain an endpoints ability to operate independently of the Gatekeeper call signaling model, we request that the words “and using the direct call model” be removed from this proposal so that it is required of the endpoint in all cases. This is consistent with current endpoint operation and consistent with the proposed text for H.225.0.





H.245 Comments





3.1 T.120 Dynamic Port Capability





To allow an endpoint to safely use a dynamic port for a T.120 connection, we propose adding a t120DynamicPortCapability field to the Capability section of H.245 as described below. Without this capability, H.323 endpoints are stuck using the well known port forever and have to write complicated logic to try a dynamic port if a product wishes to do so.





Add a t120DynamicPortCapability field to the H2250Capability definition in H.245:








H2250Capability	::=SEQUENCE


{


	maximumAudioDelayJitter	INTEGER(0..1023),


	… data skipped …


	logicalChannelSwitchingCapability	BOOLEAN,


	t120DynamicPortCapability	BOOLEAN





}





Add the semantic definition to H.245 Section 7.2.2.3:





t120DynamicPortCapability indicates that the endpoint can place a T.120 call to a dynamic transport address instead of the standard well known port address as defined in T.123.





4.0 H.450 Comments





4.1 Gatekeeper to Gatekeeper Communications should support QSIG





H.450.X should be able to interoperate seamlessly with a QSIG PINX (= PBX) across a gateway, i.e. you should be able to have a PBX on one side of a gateway and H.323 on the other, and everything should work. E.g. if someone is calling from a telephone on the PBX to an H.323 terminal through a gateway, the H.323 terminal should be able to forward calls back to another number on the PBX and have the PBX actually reroute the call directly to the diverted-to phone so that it does not tie up two gateway ports. The goal should be to have a H.323 Gatekeeper Zone operate as a PBX with the gatekeeper the main controller. Gatekeeper’s in different zones should communicate with each other using QSIG just as PBX’s do. In the case of a terminal not using a Gatekeeper, the QSIG functionality would be implemented within the terminal, and it would thus look like a PBX with a single terminal attached to it.





4.2 Make RequestChannelClose Mandatory in Version 2





Customers are going to expect that they can transfer a call when the purchase a Gatekeeper which supports H.450.2. Given that H.450.2 relies on an endpoint supporting the H.245 message requestChannelClose, this message should be made mandatory for H.323 Version 2 endpoints.





4.3 In H.450.1 Table 4, what is NoInvokeID? Is it used?





4.4 H.450.2 Call Flow Question


ECMA-177 “Call Transfer Supplementary Service - June 92” contains a diagram of a successful call transfer that when compared to H.450.2 differs in that there is no request made to the transferee as to whether or not they can handle the transfer. How will this inter-operate with existing PBX equipment? In general, the information flows do not follow QSIG - who does the interoperability translation? Is it the PBX? Does this need to be specified? Are we losing the advantage of using QSIG if the call flows are not the same?





4.5 Threes Endpoint, three Gatekeepers





Scenarios in H.450.X should consider endpoints A, B, and C with three Gatekeepers as outlined below. In Section 10.6.1 of H.450.2 the Gatekeeper is always considered an MC. In these cases, cascading will be in effect.





We need to verify that deployments with multiple Gatekeepers which want supplementary services can be made to work seamlessly across all of the zones just like it works across multiple PBX’s.





Example of Call Transfer (similarly applies to Call Diversion)





Call transfer involves three endpoints. Each of these endpoints may have a different Gatekeeper, the same Gatekeeper, or none at all. In all scenarios we want to be maximize the possibility of the call transfer being completed. 





�


The above drawing is the most general case before the call transfer occurs. Gatekeepers are all optional or a gatekeeper may serve more than one of the terminals. Calls are Gatekeeper routed. Best re-routing of this call is if the routing point is closest to the transfer-to terminal. However, less desirable routing should be done if it is the only alternative to completing the transfer.


Some possible after transfer diagrams are shown below. Note that in most cases the transfer is done at the gatekeeper closest to the transferred terminal and not in the terminal. They all assume that the Gatekeeper’s all support supplementary services, if not the Gatekeeper appears transparent for supplementary service functions.


�
Three different gatekeepers, or gatekeepers on B and C only. Re-route at Gatekeeper-B


�


No gatekeeper on B, gatekeepers on A and C. B has supplementary services implemented. Re-route at terminal B.


�





No gatekeeper on C, gatekeepers on A and B. Reroute at Gatekeeper B.


�


�������


No gatekeeper on B, gatekeepers on A and C. B does not support  supplementary services Re-route at Gatekeeper A since this is the only alternative to complete the transfer.


No gatekeepers on A, B, or C, B has supplementary services implemented, Re-route at terminal B


����
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