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Abstract

Experience with operating H.323 over long delay networks suggests that call setup time may be an issue.  This proposal presents methods to reduce the call setup time.  While the over all change is quite dramatic, the impact on pre-existing code bases is expected to be minimal, and maintaining backwards compatibility is expected to be straight forward.  The proposal requires two round trips to set up media, including the TCP SYN handshake.  To improve on this TCP would have to be replaced.

A combination of techniques is used to reduce the setup time.  This includes inserting H.245 in the Q.931 stream, and allocating pre-opened ports when the capability messages are sent.  One of the benefits of this scheme is that the basic messaging sequences are not changed so issues such as negotiation, security and QoS control should be unaffected.  The procedures and their justification are further described below.

Requirements

As there may be a number of proposals for fast call setup, it is important to set requirements so that the various schemes can be compared.  The following requirements are important:

Minimal number of round trip times until transmission/reception of first media,

Ability to use Q.931 user location features in gatekeepers (i.e. perform divert on no reply, or connect the first terminal that connects after sending SETUP to multiple terminals),

Ability to perform capability negotiation,

Ability to maintain security,

Ability to use supplementary services.

Proposal

To reduce setup delay, a number of inter-linked steps are proposed.

The first of these is to transport H.245 in the H323-UserInformation field of Q.931 UUIE.  The benefit is that there is no need to setup a separate H.245 channel; a process that incurs a one round trip delay.  This step also allows H.245 messages to be passed along with the initial Q.931 messages.  This effectively saves another round trip time.  The ‘down-side’ is that H.245 can not be sent on a different path to the Q.931.  This is not thought to be an issue as, currently, there is no model in H.323 that allows this, and most parties that want to interact with the Q.931 signalling, also want to interact with the H.245 signalling.  To achieve this, the following change is proposed:



H323-UserInformation ::= SEQUENCE		-- root for all Q.931 related ASN.1

{

	h323-uu-pdu	H323-UU-PDU,

	user-data	SEQUENCE

	{

		protocol-discriminator		INTEGER	(0..255),

		user-information		OCTET STRING (SIZE(1..131)),

		...

	} OPTIONAL,

	...,

	h245		OCTET STRING (SIZE(1..1024)) OPTIONAL

}



To send H.245 messages without any Q.931 signalling a FACILITY message should be sent.  This relies on the same mechanism proposed for including supplementary service information.  (For reasons of backwards compatibility, if the facility-UUIE is not used in the UUIE part of a facility message, then the facility IE part of the message should have a non-zero length.  This needs to be done for the supplementary service proposals already.)  It is proposed that this become the default mode of operation for version 2 endpoints with version numbers (protocolIdentifier) being used to test whether the feature is available.  Alternatively the feature could be made optional and endpoints that don’t find h245 in the H323-UserInformation in the initial SETUP sequence, or receives h245Address in the CALL PROCEEDING, ALERTING and/or CONNECT, will have to fall back to the version 1 mode.  This can be done by resetting and restarting the H.245 engine, or by inserting a thin software layer just above the transport layer.

As there is no improvement in the media establishment delay, H.245 messages should only be tunnelled through SETUP and CONNECT in the call establishment phase and not in the SETUP ACKNOWLEDGE, CALL PROCEEDING, and ALERTING messages.  This makes the job of gatekeepers performing Q.931 style user location algorithms such as divert on no reply, or connect to first terminal that answers significantly easier.

The only impact on H.245 is that the message time-outs should be increased to take into account that the response in a CONNECT message may arrive significantly after the SETUP message is sent.

The next part of the proposal improves the efficiency with which logical channels are opened.  It is proposed that endpoints have the ability to pre-allocate ports for receiving media and be able to signal this is the TerminalCapability message.  

This is done by adding a SEQUENCE OF FastChannel fields in the H2250Capability PDU (as shown below).  The FastChannel fields indicate the IP addresses and ports that an endpoint can receive particular types of media on.  An endpoint can indicate that it can receive multiple types of media, or just a single type on a particular fast channel.  A fast channel should only sink one media flow.

When opening media channels, rather than having to send OpenLogicalChannel, wait for the OpenLogicalChannelAck and then send media, endpoints can send OpenLogicalChannel specifying a fastChannel (in the H225LogicalChannelParameters part of the message) that it knows is able to receive the data, and immediately start sending data without waiting for the OpenLogicalChannelAck.  The receiving terminal can determine the type of data being sent either from the OpenLogicalChannel message parameters or the RTP payload type.  The OpenLogicalChannel signalling should be maintained even if the RTP payload type is used to signal the media types as it conveys the address of the RTCP back channel and using OpenLogicalChannelReject allows the receiving terminal to tell the sender to abort sending media under exceptional conditions.

To implement the above functionality, the H2250Capability and H2250LogicalChannelParameters messages need to be changed as follows:



H2250Capability	::=SEQUENCE

{

	maximumAudioDelayJitter	INTEGER(0..1023),	-- units in milliseconds

	receiveMultipointCapability	MultipointCapability,

	transmitMultipointCapability	MultipointCapability,

	receiveAndTransmitMultipointCapability	MultipointCapability,

	mcCapability	SEQUENCE

	{

		centralizedConferenceMC	BOOLEAN,

		decentralizedConferenceMC	BOOLEAN,

		...

	},

	rtcpVideoControlCapability	BOOLEAN,	-- FIR and NACK

	mediaPacketizationCapability	MediaPacketizationCapability,

	...,

	transportCapability	TransportCapability OPTIONAL,

	redundancyEncodingCapability	SEQUENCE OF 

						RedundancyEncodingCapability OPTIONAL,

	logicalChannelSwitchingCapability	BOOLEAN,

	fastChannels			SEQUENCE SIZE (1..255) OF FastChannel OPTIONAL



}



FastChannel	::= SEQUENCE

{

	fastChannelId			FastChannelId,

	mediaChannel			TransportAddress,

	mediaGuaranteedDelivery	BOOLEAN OPTIONAL,

	mediaControlChannel		TransportAddress,

	mediaControlGuaranteedDelivery BOOLEAN OPTIONAL,

	capability			SEQUENCE SIZE(1..255) OF 

						CapabilityTableEntryNumber, -- Indicates

								-- the media types this

								-- fast channel can 

								-- receive

	...

}



FastChannelId	::= INTEGER(0..255)





H2250LogicalChannelParameters	::=SEQUENCE

{

	nonStandard	SEQUENCE OF NonStandardParameter OPTIONAL,

	sessionID	INTEGER(0..255),

	associatedSessionID	INTEGER(1..255) OPTIONAL,

	mediaChannel	TransportAddress OPTIONAL,

	mediaGuaranteedDelivery	BOOLEAN OPTIONAL,

	mediaControlChannel	TransportAddress OPTIONAL,  -- reverse RTCP channel

	mediaControlGuaranteedDelivery	BOOLEAN OPTIONAL,

	silenceSuppression	BOOLEAN OPTIONAL,

	destination	TerminalLabel OPTIONAL,

	

	dynamicRTPPayloadType	INTEGER(96..127) OPTIONAL,

	mediaPacketization	CHOICE

	{

		h261aVideoPacketization	NULL,

		...

	} OPTIONAL,

	...,

	transportCapability	TransportCapability OPTIONAL,

	redundancyEncoding	RedundancyEncoding OPTIONAL,

	fastChannel		FastChannelId OPTIONAL



}



Additional cause reasons need to be added to the OpenLogicalChannelReject message to signal either invalid fast channel ids, or fast channels closed.



OpenLogicalChannelReject	::=SEQUENCE

{

	forwardLogicalChannelNumber	LogicalChannelNumber,

	cause		CHOICE

	{

		unspecified	NULL,

		unsuitableReverseParameters	NULL,

		dataTypeNotSupported	NULL,

		dataTypeNotAvailable	NULL,

		unknownDataType	NULL,

		dataTypeALCombinationNotSupported	NULL,

		...,

		multicastChannelNotAllowed	NULL,

		insufficientBandwidth	NULL,

		separateStackEstablishmentFailed	NULL,

		invalidSessionID	NULL,

		masterSlaveConflict	NULL,

		waitForCommunicationMode	NULL,

		invalidDependentChannel	NULL,

		fastChannelInvalid		NULL,	-- Either in use or never

							-- specified

		fastChannelClosed		NULL

	},

	...

}

Figure 1 shows a message sequence chart for the fast call setup when the callee answers immediately.
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Figure 1.  Message sequence chart for fast call setup with immediate CONNECT.

M1, M2, M3, and M4 have the following meanings:

M1	SETUP including Capability Set from Caller, Master/Slave Determination

M2	CONNECT including Capability Set Ack to Caller, Master/Slave Determination Ack to Caller, Capability Set from Callee, OpenLogicalChannel to Caller, and media to Caller’s fast channel. 

M3	FACILITY (as an H.245 tunnel only) including Capability Set Ack to Callee, Master/Slave Determination to Callee, OpenLogicalChannelAck from caller, OpenLogicalChannel to Callee, and media to Callee’s fast channels.

M4	FACILITY including OpenLogicalChannelAck from Callee.
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Figure 2.  Message sequence chart for fast call setup with ringing delay.

Figure 2 shows a message sequence chart for when the callee does not answer immediately.  M1, M2, M3, M4, M5 and M6 have the following meanings:

M1	SETUP including Capability Set from Caller, Master/Slave Determination

M2	CALL PROCEEDING

M3	ALERTING

M4	CONNECT including Capability Set Ack to Caller, Master/Slave Determination Ack to Caller, Capability Set from Callee, OpenLogicalChannel to Caller, and media to Caller’s fast channel.

M5	FACILITY (as an H.245 tunnel only) including Capability Set Ack to Callee, Master/Slave Determination to Callee, OpenLogicalChannelAck from caller, OpenLogicalChannel to Callee, and media to Callee’s fast channels.

M6	FACILITY including OpenLogicalChannelAck from Callee.

Conclusion

It can be seen from Figures 1 and 2 that the effective signalling delay is two round trips.  This is achieved without significant change to the current H.323 message flow.  Consequently all the procedures put in place for security and QoS etc., should operate without change.  To improve on this setup time TCP has to be replaced with a protocol that does not have an initial synchronisation phase.

Proposed Text Changes

H.323 Changes

New text suggested to be placed after section 8.1:

“Version 2 endpoints make use of a fast setup sequence.  This is achieved by tunnelling H.245 messages in the H323-UserInformation fields, and signalling pre-opened media ports in the H2250Capability part of the TerminalCapabilitySet message.  Version 2 endpoints shall fall back to the version 1 mode of operation when they detect that they are connected to a version 1 endpoint which can be determined using the protocolIdentifier in H.225 messages.  During the call establishment phase H.245 messages shall only be tunnelled in the SETUP and CONNECT messages as there is no benefit to the media connection times by tunnelling in other messages, but it does make the operation of gatekeepers executing user location algorithms through Q.931 signalling significantly easier.  A consequence of only tunnelling in the SETUP and CONNECT messages is that the H.245 message time-outs must be revised to accommodate the delay between sending a SETUP message and receiving a CONNECT.

Version 2 endpoints also make use of H.245 fast channels.  These are transport ports that are opened prior to sending the TerminalCapabilitySet message.  The H2250Capability part of the TerminalCapabilitySet message describes the pre-opened fast channels.  The description includes an identifier for a fast channel, the transport addresses associated with it, and the media types that the channel can receive.  To use a fast channel an endpoint sends an OpenLogicalChannel message specifying a fast channel identifier and the address to which the RTCP back channel information is to be sent (if appropriate).  An endpoint should only send one media stream to a particular fast channel.

Figure yyy shows an example message sequence chart for H.323 operating over a TCP/IP network.
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M1, M2, M3, M4, M5 and M6 have the following meanings:

M1	SETUP including Capability Set from Caller, Master/Slave Determination

M2	CALL PROCEEDING

M3	ALERTING

M4	CONNECT including Capability Set Ack to Caller, Master/Slave Determination Ack to Caller, Capability Set from Callee, OpenLogicalChannel to Caller, and media to Caller’s fast channel.

M5	FACILITY (as an H.245 tunnel) including Capability Set Ack to Callee, Master/Slave DeterminationAck to Callee, OpenLogicalChannelAck from caller, OpenLogicalChannel to Callee, and media to Callee’s fast channels.

M6	FACILITY including OpenLogicalChannelAck from Callee.

Figure yyyy.  Message sequence chart for fast call setup (RAS signalling not shown).”

H.225 Changes

New text to be added to section 8.2.2.13:

At the beginning of the paragraph:

“The facility IE in a facility message can be used in three ways.  If the facility IE has zero length this indicates that the facility-UUIE field in the UUIE has meaning.  If the facility IE length is between 1 and 7 octets {Note: Should we just say one so that we leave the door open for other extensions?}, this indicates that the facility-UUIE does is not significant and the Information Element does not contain ISO/IEC 11582 APDUs.  This mode provides tunnelling of H.450.x supplementary services and H.245 messages without invoking the other features.  If the facility IE length consists of at least 8 octets, the Information Element contains ISO/IEC 11582 APDUs.  In all three cases the H.450.x supplementary service and H.245 fields in the H323-UserInformation field encoded into the UUIE must be interpreted when present.”

Before the paragraph starting “Any Facility IE...”:

“To tunnel H.450.x and H.245 messages through the H.225/Q.931 signalling without invoking interpretation of the facility-UUIE part of the H323-UserInformation field, or an ISO/IEC 11582 APDU, the Facility IE shall have a length of between 1 and 7 octets.  The contents of the Facility IE shall be ignored.”

Modifications to PDUs:



H323-UserInformation ::= SEQUENCE	-- root for all Q.931 related ASN.1

{

	h323-uu-pdu	H323-UU-PDU,

	user-data	SEQUENCE

	{

		protocol-discriminator		INTEGER	(0..255),

		user-information		OCTET STRING (SIZE(1..131)),

		...

	} OPTIONAL,

	...,

	h245		OCTET STRING (SIZE(1..1024)) OPTIONAL

}



In a possibly a new section where transport of H.450.x messages is discussed, a description of the h245 field mentioned above needs to be included:

“h245 - Used to transport H.245 encoded messages.”

H.245 Changes

Changes to PDUs:

H2250Capability	::=SEQUENCE

{

	maximumAudioDelayJitter	INTEGER(0..1023),	-- units in milliseconds

	receiveMultipointCapability	MultipointCapability,

	transmitMultipointCapability	MultipointCapability,

	receiveAndTransmitMultipointCapability	MultipointCapability,

	mcCapability	SEQUENCE

	{

		centralizedConferenceMC	BOOLEAN,

		decentralizedConferenceMC	BOOLEAN,

		...

	},

	rtcpVideoControlCapability	BOOLEAN,	-- FIR and NACK

	mediaPacketizationCapability	MediaPacketizationCapability,

	...,

	transportCapability	TransportCapability OPTIONAL,

	redundancyEncodingCapability	SEQUENCE OF 

						RedundancyEncodingCapability OPTIONAL,

	logicalChannelSwitchingCapability	BOOLEAN,

	fastChannels			SEQUENCE SIZE (1..255) OF FastChannel OPTIONAL



}



FastChannel	::= SEQUENCE

{

	fastChannelId			FastChannelId,

	mediaChannel			TransportAddress,

	mediaGuaranteedDelivery	BOOLEAN OPTIONAL,

	mediaControlChannel		TransportAddress,

	mediaControlGuaranteedDelivery BOOLEAN OPTIONAL,

	capability			SEQUENCE SIZE(1..255) OF 

						CapabilityTableEntryNumber, -- Indicates

								-- the media types this

								-- fast channel can 

								-- receive

	...

}



FastChannelId	::= INTEGER(0..255)





H2250LogicalChannelParameters	::=SEQUENCE

{

	nonStandard	SEQUENCE OF NonStandardParameter OPTIONAL,

	sessionID	INTEGER(0..255),

	associatedSessionID	INTEGER(1..255) OPTIONAL,

	mediaChannel	TransportAddress OPTIONAL,

	mediaGuaranteedDelivery	BOOLEAN OPTIONAL,

	mediaControlChannel	TransportAddress OPTIONAL,  -- reverse RTCP channel

	mediaControlGuaranteedDelivery	BOOLEAN OPTIONAL,

	silenceSuppression	BOOLEAN OPTIONAL,

	destination	TerminalLabel OPTIONAL,

	

	dynamicRTPPayloadType	INTEGER(96..127) OPTIONAL,

	mediaPacketization	CHOICE

	{

		h261aVideoPacketization	NULL,

		...

	} OPTIONAL,

	...,

	transportCapability	TransportCapability OPTIONAL,

	redundancyEncoding	RedundancyEncoding OPTIONAL,

	fastChannel		FastChannelId OPTIONAL



}



OpenLogicalChannelReject	::=SEQUENCE

{

	forwardLogicalChannelNumber	LogicalChannelNumber,

	cause		CHOICE

	{

		unspecified	NULL,

		unsuitableReverseParameters	NULL,

		dataTypeNotSupported	NULL,

		dataTypeNotAvailable	NULL,

		unknownDataType	NULL,

		dataTypeALCombinationNotSupported	NULL,

		...,

		multicastChannelNotAllowed	NULL,

		insufficientBandwidth	NULL,

		separateStackEstablishmentFailed	NULL,

		invalidSessionID	NULL,

		masterSlaveConflict	NULL,

		waitForCommunicationMode	NULL,

		invalidDependentChannel	NULL,

		fastChannelInvalid		NULL,	-- Either in use or never

							-- specified

		fastChannelClosed		NULL

	},

	...

}

In the H2250Capability section in paragraph 7.2.2.4:

“fastChannels indicates any fast channels an endpoint has pre-allocated.  Each fast channel has an identifier, a description of the RTP/RTCP ports associated with it, and the capabilities that the channel can receive.” 

In the H2250LogicalChannelParameters section in paragraph 7.3.5.1 add:

“The fastChannel indicates the fast channel to which an endpoint is sending the media associated with the OpenLogicalChannel.  Fast channels are identified by a number and are specified in the H2250Capability part of the TerminalCapabilitySet PDU.”




