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Abstract


A major issue in H.323 is that if a remote party does not support a particular supplementary service that you wish to use then you will not be able to use it, even if you yourself support it.  This is particularly important when a remote endpoint calls into a managed signalling environment where supplementary services are supported.  Currently, if the endpoint that is calling in does not support supplementary services, then it will be impossible to keep track of a call while transferring the endpoint to another endpoint within the environment.  What is required is for the gatekeeper to perform some form of third party call control.  This is an fundamental element of call control and needs to be supported in H.323.  This proposal suggests making use of H.245 empty capability sets to implement this.  The proposal also allows for the signalling of remote hold, which is useful in its own right.


Analysis


The ability to do third party call control is an important characteristic of a call control system.  It is also important when a gatekeeper is performing supplementary services on behalf of local endpoints without requiring support of supplementary services in endpoints not directly associated with the local call environment.  


The basic requirement is to be able to tell an endpoint to send media to a new location.  This can be done by telling an endpoint to close down its logical channels, re-routing the H.245 channel in the gatekeeper to a new endpoint and then telling the endpoint to re-establish its logical channels.  This is analogous to putting an endpoint on hold and later retrieving it.  Being able to stay in the hold state for a controlled amount of time is useful as it allows the timing of secondary calls to be less critical.


At first sight it seems that the desired functionality can be implemented in a number of ways.  However, RequestMode, or RequestChannelClose are not appropriate as compliance with these is optional unless the messages are sent by an MC.  Becoming an MC is not appropriate as the restriction of having only one MC in a call prevents both the originating and terminating gatekeepers simultaneously supporting these services. There is also no matching RequestChannelOpen.  Similarly, the mandatory Facility message ejects the call from the switching environment and causes it to come in as a new call.  This makes the call difficult to track, doesn’t provide a hold capability and is a very slow process involving many signalling round trip times.


Thus, in many respects new hold and retrieve messages need to be added to H.245.  However, the required capability is only worthwhile when adopted by a critical mass of endpoints.  It is observed that version 2 involves significant additional implementation work and so might not be compatible with vendors’ priorities for product evolution.  Also, the roll-out of version 1 endpoints has demonstrated that there is a significant lag between the decision of the standard and the availability of endpoints.  As this capability is such a fundamental part of call control, and given that an across the board migration to version 2 is not clear, a version 1 compatible solution is necessary.


Consequently it is proposed that the reception of a capability set that indicates no receive capabilities (called an empty capability set) be used to signal a hold condition.  The benefit of this is that it does not require any changes to the syntax of the standards, it is message efficient, and it exploits functionality that is already available.  Additionally, by using the vendor ID of a version 1 endpoint, a gatekeeper can determine if it supports the hold capability, and thus interworking with version 1 endpoints is possible.


In addition to the message used to signal the capability, there is an extra element of complexity.  As mentioned in APC-1291, H.245 systems have state associated with them, and this needs to be correctly managed when a terminal is connected to a new endpoint.  Parameters that are affected by this include master/slave determination, communicationModeCommand, maintenanceLoop, flowControl, h2250MaximumSkewIndication and so on.  It could be made the responsibility of the gatekeeper to maintain this state in such a way that when an endpoint is connected to a new system it applies the appropriate commands to ensure that the resulting state in the two endpoints is consistent.


However, this is thought to be undesirable as the amount of state that has to be stored in the gatekeeper affects the scalability of the system.  More importantly, as the gatekeeper must interpret each message, the features that the system can support will be the least common denominator of the two endpoints and the gatekeeper.  As the evolution rate of gatekeepers may be slower than that of clients, this means that gatekeepers may limit the functionality of endpoints which is obviously not a good thing.


Therefore it is proposed that endpoints recognise empty capability sets as a special case and use it as a hold indication.  As part of this they should reset their H.245 associated state.  This means setting all internal variables to the state they would be in when a call is initially started.  This seems a minor burden to place on endpoints and maintains maximum flexibility.


Figure 1 shows how this mechanism can be used to perform a consultation transfer of a call between E1 and E2 to be a call between E1 and E3, without requiring E1 to support supplementary services.  Note that, in the interest of compactness, the figure ignores a number of signalling details such as master/slave determination and H.245 message acknowledgements.


Proposal


It is proposed that text be added to H.323 which describes how H.245 empty capability sets can be used to perform re-routing and remote hold during supplementary services. Suggested text is as follows:


Suggested Text for H.323


 “H.245 Support for Third Party Call Control


To allow for remote hold, and to allow gatekeepers to re-route connections from endpoints that do not support supplementary services, endpoints shall support the reception of empty capability sets (i.e. Terminal Capability sets that indicate that the endpoint sending the message has no receive capabilities).  It is also highly recommended that Version 1 endpoints support this feature.  On reception of an empty capability set an endpoint shall close all open logical channels using the standard H.245 procedures and enter a hold state.  On reception of a subsequent non-empty capability set, an endpoint shall leave the hold state and open appropriate logical channels in the normal way.  


On entering the hold state an endpoint shall reset its H.245 state to that which it is in prior to the initial H.245 dialogue at call establishment time.  This allows an endpoint to be connected to a different endpoint when it is released from the hold state.  However, it shall not proceed with normal signalling procedures until it receives a non-empty capability set releasing the hold state. Note that strictly, unless its capabilities have changed, an endpoint need not send a capability set when exiting the hold state as the gatekeeper will have supplied this to the remote endpoint.  The option of not sending a capability set enables faster reconnection.  When leaving the hold state an endpoint shall take part in master/slave determination signalling, and proceed with normal open logical signalling procedures.  When an MC receives a release from the hold state it shall act as if a new endpoint has entered the conference.”


Suggested Text for H.246


The following text is suggested for inclusion in H.246 as guidance on how this proposal impacts on gateways.


“How endpoints handle the reception of empty capability sets that indicate that the sending endpoint has no capabilities (used to put the receiving endpoint on hold) is left to vendor implementation.  However, vendors are advised that experience has shown that switching to H.320 mode 0 can be problematic.  Hence vendors are recommended to consider implementing the feature using mutes in the H.323 to SCN direction, and not sending media packets in the SCN to H.323 direction.”





�
E1                      E2                       GK                       E3


                              E1 calls E2  


                    (CALL PROCEEDING and ALERTING ignored)


|                       |                        |                        |


|            SETUP      |                        |                        |


|----------------------------------------------->|                        |


|                       |              SETUP     |                        |


|                       |<-----------------------|                        |


|                       |             CONNECT    |                        |


|                       |----------------------->|                        |


|           CONNECT     |                        |                        |


|<-----------------------------------------------|                        |


|                       |       CAPS=x           |                        |


|                       |<--------------------------\                     |


|          CAPS=x                                   |  (GK loops through  |


|<--------------------------------------------------/   H.245 and stores  |


|                       |       OPEN LC          |      caps)             |


|                       |<--------------------------\                     |


|          OPEN LC                                  |                     |


|<--------------------------------------------------/                     |


|                       .                        .                        |


|                       .                        .                        |


                         E2 decides to consult E3


|                       .                        .                        |


|                       |   SETUP.CGoal.Create   |                        |


|                       |----------------------->|                        |


|                       |     *** CAPS=0 ***     |                        |


|                       |<-----------------------| (GK puts E1 and E2 on  |


|      *** CAPS=0 ***   |                        |  hold) (E2 could also  |


|<-----------------------------------------------|  have initiated this)  |


|                       |    CLOSE LC            |                        |


|                       |<--------------------------\                     |


|        CLOSE LC                                   |                     |


|<--------------------------------------------------/                     |


|                       |                        |       SETUP            |


|                       |                        |----------------------->|


|                       |                        |       CONNECT          |


|                       |        CONNECT         |<-----------------------|


|                       |<-----------------------|                        |


|                       |                        |        CAPS=x          |


|                       |         CAPS=x         |<---------------------->|


|                       |<-----------------------|                        |


|                       |         OPEN LC        |     OPEN LC            |


|                       |<---------------------->|<---------------------->|


|                       .                        .                        |


|                       .                        .                        |


                          E2 transfers E1 to E3


|                       .                        .                        |


|                       | FACILITY.Indentity.inv |                        |


|                       |----------------------->| FACILITY.Indentity.inv |


|                       |                        |----------------------->|


|                       |                        |  FACILITY.Indentity.rr |


|                       |                        |<-----------------------|


|                       |  FACILITY.Indentity.rr |                        |


|                       |<-----------------------|                        |


|                       |  FACILITY.Initiate.inv |                        |


|                       |----------------------->|                        |


|                       |     *** CAPS=0 ***     |    *** CAPS=0 ***      |


|      (GK Disconnects) |<-----------------------|----------------------->|


|      (E2 and E3)      |        CLOSE LC        |        CLOSE LC        |


|                       |<---------------------->|<---------------------->|


|                       |                        |  SETUP.setup.inv       |


|                       |                        |----------------------->|


|                       |                        |    CONNECT.setup.rr    |


|                       |   RELEASE COMPLETE.    |<-----------------------|


|                       |     Initiate.rr        |                        |


|                       |<-----------------------|                        |


|                       |   CAPS=x               |       CAPS=x           |


|<-----------------------------------------------|----------------------->|


|                       |   OPEN LC              |      OPEN LC           |


|<---------------------------------------------->|<---------------------->|





*** caps=0 *** -> sending of an empty H.245 capability set.


caps=x -> sending a non-empty H.245 capability set.


This diagram assumes that the gatekeeper stores the capabilities from each endpoint.  If this is not the case, SendTerminalCapabilitySet.genericRequest should be sent to an endpoint to cause it to send its capability set.





Figure 1.


