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Motivation





We propose additions to the endpoint-to-gatekeeper registration procedure  specified in section 7 of [1]. Our objective is to permit flexible selection of  the entity responsible for providing transport level QoS control, as discussed in [2].


QoS Control Negotiation During Endpoint Registration





Currently, the transportQOS field in  the RRQ is CHOICE field. We propose to changing this field to be a SEQUENCE to achieve the functionality described below.





Currently, transportQOS can be achieved only per registration.  When an the endpoint registers with a gatekeeper, it may include the transportQOS field in  the RRQ message, thus indicating that it is capable of performing transport level QoS control. The only legal choice for transportQOS in the RRQ is endpointControlled.  We propose that this attribute is moved to a ARQ message so that transportQOS could be negotiated in each call, instead of having a blanket transportQOS applied to all calls originated from the same endpoint.





If the gatekeeper accepts an endpoint’s ARQRRQ, it shall respond with an ACFRCF message. The ACFRCF should include a transportQOS field if the ARQRRQ includes one. There are multiple choices for transportQOS in the ACFRCF:


endpointControlled, if the gatekeeper decides to assign the responsibility for QoS control to the endpoint. 


gatekeeperControlled, if the gatekeeper decides to assume the responsibility for QoS control itself.


noControl, if the gatekeeper decides not apply any transport level QoS control mechanisms to sessions involving the endpoint being registered. 





The only scenario that should cause QoS control-related registration rejection is the following:


the endpoint does not indicate that it is QoS control-capable in the ARQRRQ,


 the gatekeeper is also incapable of performing QoS control for that endpoint,


the gatekeeper decides not to permit that endpoint to allow H.323 sessions that are not subject to 


QoS control and therefore rejects the registration.


In this case, the gatekeeper shall set the rejectReason in the ARJ messageRRJ to QOSControlNotSupported.  Please note that the reject reason transportQOSNotSupported has been removed from RRJ since transport QOS level is now done at call admission time, not at endpoint registration time.





The proposed additions to the ARQRRQ, ACFRCF, and ARJRRJ messages are presented in the next section.


Endpoint Registration Messages 





Proposed additions are in italics.





AdmissionRequest ::= SEQUENCE --(ARQ)


{


	requestSeqNum		RequestSeqNum,


	callType		CallType,


	callModel		CallModel OPTIONAL,


	endpointIdentifier	EndpointIdentifier,


	destinationInfo	SEQUENCE OF AliasAddress OPTIONAL,	--Note 1


	destCallSignalAddress	TransportAddress OPTIONAL,		--Note 1


	destExtraCallInfo	SEQUENCE OF AliasAddress OPTIONAL,


	srcInfo			SEQUENCE OF AliasAddress,


	srcCallSignalAddress	TransportAddress OPTIONAL, 


	bandWidth		BandWidth,


	callReferenceValue	CallReferenceValue,


	nonStandardData	NonStandardParameter OPTIONAL,


	callServices		QseriesOptions  OPTIONAL,


	conferenceID		ConferenceIdentifier,


	activeMC		BOOLEAN,


	answerCall		BOOLEAN,	-- answering a call


	...,


	canMapAlias		BOOLEAN,	-- can handle alias address


	callIdentifier		CallIdentifier,


	srcAlternatives	SEQUENCE OF Endpoint OPTIONAL,


	destAlternatives	SEQUENCE OF Endpoint OPTIONAL,


	gatekeeperIdentifier	GatekeeperIdentifier OPTIONAL,


	tokens			SEQUENCE OF Token OPTIONAL,


	endpointIdSecure	EndpointIdentifier OPTIONAL,


	transportQOS		TransportQOS	OPTIONAL


}





TransportQOS  ::=  CHOICE


{


	endpointControlled	NULL,


	gatekeeperControlled	NULL,


	noControl		NULL


}





AdmissionConfirm ::= SEQUENCE  -- (ACF)


{


	requestSeqNum		RequestSeqNum,


	bandWidth		BandWidth,


	callModel		CallModel OPTIONAL,


	destCallSignalAddress	TransportAddress OPTIONAL,		--Note 1


	irrFrequency		INTEGER (1..65535) OPTIONAL,


	nonStandardData		NonStandardParameter  OPTIONAL, 


	...,


	destinationInfo		SEQUENCE OF AliasAddress OPTIONAL,


	destExtraCallInfo		SEQUENCE OF AliasAddress OPTIONAL,


	remoteExtensionAddress	SEQUENCE OF AliasAddress OPTIONAL, 


	alternateEndpoints	SEQUENCE OF Endpoint OPTIONAL,


	tokens			SEQUENCE OF Tokens,


	transportQOS		TransportQOS	OPTIONAL


}





AdmissionRejectReason ::= CHOICE


{


	calledPartyNotRegistered	NULL,	-- can’t translate address


	invalidPermission		NULL,	-- permission has expired


	requestDenied			NULL,	-- no bandwidth available


	undefinedReason		NULL,


	callerNotRegistered		NULL,


	routeCallToGatekeeper		NULL,


	invalidEndpointIdentifier	NULL,


	resourceUnavailable		NULL,


	.
