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Overlap sending (as opposed to enbloc) is a common way for entering dialing information into the ISDN.  When insufficient dialling information is available in a SETUP message, the network sends back SETUP ACKNOWLEDGE which indicates that additional dialling information MAY be required.  Additional dialling information is transferred to the network using the Q.931 INFORMATION message.  When sufficient dialling information is available, CALL PROCEEDING is sent.





Overlap sending is a convenient dialling method when either a telephone or PC keypad is being used, and should be supported within H.323.  Both gatekeepers and gateways may wish to make use of this feature.





However, SETUP ACKNOWLEDGE is an optional message in H.225.  If SETUP ACKNOWLEDGE is sent to an endpoint that does not interpret it, the desired result is not achieved.  Therefore, to maintain backwards compatibility, additional signalling must be included.  It is proposed that a field be added to the SETUP UUIE ASN.1 to indicate whether an endpoint can understand SETUP ACKNOWLEDGE.  A boolean field named canOverlapSend is suggested for this purpose.  (Note that it is assumed that the current INFORMATION message is suitable for conveying any extra addressing information.  i.e. as E.164 is the addressing mode most likely to make use of this feature, there is no need to support unicode character sets etc.)





It is also necessary to support incomplete addresses being placed in the ARQ message.  If an incomplete address (usually E.164) is placed in an ARQ message, a gatekeeper should be able to respond with a code that indicates that more digits are required.  It is proposed that an AdmissionRejectReason of incompleteAddress be added for this purpose.





It is proposed that a new section after section 8.1.10 of H.323 be added to capture the overlap sending procedures.  Text similar to the following is suggested:





“H.323 entities can optionally support overlap sending.  If a gatekeeper is present, and overlap sending is being used, endpoints should send an ARQ message to the gatekeeper each time some new addressing information is input.  The endpoint shall place the total cumulative addressing information into the destinationInfo field each time an ARQ message is sent.  If there is insufficient addressing information in the ARQ, the gatekeeper should respond with an ARJ with the AdmissionRejectReason set to incompleteAddress.  This indicates that the endpont should send another ARQ when more addressing information is available.  When a gatekeeper has sufficient addressing information to assign a suitable destCallSignaladdress, it shall return an ACF.  Note that this does not necessarily mean that the addressing information is complete.  If the gatekeeper sends an ARJ with AdmissionRejectReason set to something other than incompleteAddress, the call setup process shall be aborted.





When an endpoint has a suitable destCallSignalAddress, it shall send a SETUP message with the canOverlapSend field assigned according to whether it is capable of supporting the overlap sending procedures.  If a remote entity receives a SETUP message with an incomplete address and the canOverlapSend field set to TRUE, it should initiate overlap sending procedures by returning the SETUP ACKNOWLEDGE message. Additional addressing information should be sent using INFORMATION messages.  If the address is incomplete and the canOverlapSend field set to FALSE, the remote entity should send RELEASE COMPLETE.  Note that gateways should not transfer SETUP ACKNOWLEDGE messages from the network on to endpoints that have not indicated that they can support overlap sending procedures as the desired result may not be achieved.”





The following changes to the PDUs need to be made:





Setup-UUIE ::= SEQUENCE


{


	protocolIdentifier	ProtocolIdentifier,


	h245Address		TransportAddress OPTIONAL,


	sourceAddress		SEQUENCE OF AliasAddress OPTIONAL,


	sourceInfo		EndpointType,


	destinationAddress	SEQUENCE OF AliasAddress OPTIONAL,


	destCallSignalAddress	TransportAddress OPTIONAL,


	destExtraCallInfo	SEQUENCE OF AliasAddress OPTIONAL,	-- Note(1) 


	destExtraCRV		SEQUENCE OF CallReferenceValue OPTIONAL,-- Note(1)


	activeMC		BOOLEAN,


	conferenceID		ConferenceIdentifier,


	conferenceGoal		CHOICE


	{


		create		NULL,


		join		NULL,


		invite		NULL,


		...


	},


	callServices		QseriesOptions  OPTIONAL,


	callType		CallType,


	...,


	sourceCallSignalAddress	TransportAddress OPTIONAL,


	remoteExtensionAddress	AliasAddress OPTIONAL,


	callIdentifier		CallIdentifier,


	tokens			SEQUENCE OF Token OPTIONAL,


	h245SecurityCapability	SEQUENCE OF H245Security OPTIONAL,


	canOverlapSend		BOOLEAN


}





AdmissionRejectReason ::= CHOICE


{


	calledPartyNotRegistered	NULL,	-- can’t translate address


	invalidPermission		NULL,	-- permission has expired


	requestDenied			NULL,	-- no bandwidth available


	undefinedReason		NULL,


	callerNotRegistered		NULL,


	routeCallToGatekeeper		NULL,


	invalidEndpointIdentifier	NULL,


	resourceUnavailable		NULL,


	...,


	securityDenial			NULL,


	incompleteAddress		NULL


}
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