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Purpose:

This document is a draft of H.323 Annex D1. 

At the last meeting of Q.2/15 in Boston (2/97), it was agreed to specify H.323 Annex D1 for targeted March 97 determination.

�H.323 Annex D:�Supplementary services



Generic functional protocol

Scope

Section D.1 defines the signalling protocol between H.323 entities for the control of supplementary services. Detailed procedures applicable to individual supplementary services are specified by other sections of this annex and by individual manufacturers for proprietary services using the capabilities defined in this section.

The procedures of this section are derived from the generic functional protocol specified in ISO/IEC 11582 for private integrated services networks (PISN).

Normative references

ISO/IEC 11582-1995 Information technology - Telecommunications and information exchange between systems - Private Integrated Services Network - Generic functional protocol for the support of supplementary services - Inter-exchange signalling procedures and protocol

CCITT Rec. I.112:1988, Vocabulary of terms for ISDNs [Blue Book, Volume III, Fascicle III.7].

CCITT Rec. I.210:1988, CCITT Recommendation: Principles of Telecommunication Services Supported by an ISDN and the Means to Describe Them [Blue Book].

CCITT Rec. X.208:1988, Specification of Abstract Syntax Notation One (ASN.1) [Blue Book].

CCITT Rec. X.209:1988, Encoding Rules for Abstract Syntax Notation One (ASN.1) [Blue Book].

CCITT Rec. X.219:1988, Remote Operations Model, Notation and Service [Blue Book].

CCITT Rec. X.229:1988, Remote Operations Protocol Specification [Blue Book].

Definitions

For the purposes of section D.1, the following definitions apply:

Application Protocol Data Unit (APDU)

A sequence of data elements exchanged between peer application layer entities, e.g. ROSE APDUs. 

Call independent

A property of information which is conveyed in a message which does not use the call reference of a call.

Call independent signalling connection

A signalling connection established between SS-Control entities located in different H.323 entities for the exchange of call independent signalling information.

Call related

A property of information which is conveyed in a message which uses the call reference of a call.

Destination entity

In the context of a single one-way exchange of information between two SS-Control entities, the entity where the receiving SS-Control entity is located.

Interpretation APDU

A specific APDU defined by this specification.

Invocation

A request by a SS-Control entity to perform an operation in a remote SS-Control entity. 

Mistyped 

A property of an APDU whose structure does not conform to the structure defined in section D.1 or the structure defined for a particular supplementary service.

Notification

A piece of protocol information which has the following properties:

it is intended to be delivered only to terminals;

it does not cause a change of state in any signalling entity;

it represents a one-way flow of information that requires no response; and

it provides additional information that can be discarded without the need for significant error recovery if it is unrecognised by the terminal.

Object Identifier	

see CCITT Rec. X.208

ROSE APDU

An APDU defined by the Remote Operations Service Element (ROSE).

Service

see CCITT Rec. I.112

Signalling

see CCITT Rec. I.112

Source entity

In the context of a single one-way exchange of information between two SS-Control entities, the entity where the sending SS-Control entity is located.

Supplementary service

Section 2.4 of CCITT Recommendation I.210 shall apply. 

Supplementary Services Control (SS-Control) entity

An entity that exists within an H.323 entity and provides the procedures associated with the support of a particular supplementary service.

Unrecognised 

A property of a message, information element, APDU or operation value whose type identifier is not one supported by the destination entity.

List of acronyms

APDU	Application Protocol Data Unit

ASN.1	Abstract Syntax Notation One

BER	Basic Encoding Rules

MSI	Manufacturer Specific Information

NFE	Network Facility Extension

ROSE	Remote Operations Service Element

SS	Supplementary Service

General principles

The generic functional protocol defined in this section provides the means to exchange signalling information for the control of supplementary services over a LAN. It does not by itself control any supplementary service but rather provides generic services to specific SS-Control entities. Procedures for individual supplementary services based on these generic procedures are defined in other sections of this annex or may be manufacturer-specific.

The generic functional protocol operates in conjunction with the call signalling protocol defined in H.225.0. 

The generic functional protocol provides mechanisms for the support of supplementary services which relate to existing H.323 calls or are entirely independent of any existing H.323 calls. In performing a supplementary service, whether call independent or call related, use is made of the information transfer procedures specified below.

Supplementary service operations require an association between the respective peer SS-Control entities. This association is achieved implicitly by the transport connection used for call signalling.

SS-Control entities use the services of the Remote Operations Service Element (ROSE). The Remote Operations Service Element (ROSE) is defined in CCITT Rec. X.219. 

Procedures for the transport of APDUs

Call related procedures

For the call related transport of APDUs the call signalling channel and call reference of the call to which the APDU relates shall be used.

APDUs shall be conveyed in Facility information elements which shall be handled according to D.1.6.3 and D.1.6.4. 

Call independent procedures

For the call independent transport of APDUs the call signalling procedures of H.225.0 shall be used to establish a call independent signalling connection between the peer SS-Control entities. A Bearer capability information element shall be included in the SETUP message as specified in D.1.8.3.  No H.245 control channel and no media channels shall be established in conjunction with a call independent signalling connection.

APDUs shall be conveyed in Facility information elements which shall be handled according to D.1.6.3 and D.1.6.4. 

Sending the Facility information element

The Facility information element may be sent on the call signalling channel at any time while a call reference exists, subject to the following conditions:

If a call establishment or a call clearing message that may contain a Facility information element (see H.225.0) is to be sent in the context of a call or a call independent signalling connection, the Facility information element shall be included in that message.

otherwise, the Facility information element shall be carried in a FACILITY message;

a FACILITY message shall not be sent if a SETUP message previously sent or received has not been answered.

The Facility information element may be repeated in a message.

Sending a FACILITY message shall not cause a change of the call state.

NOTE

In the case where the Facility information element is sent to an entity which does not conform to this annex, the Facility information element will be discarded by that entity and a STATUS message may be received. The STATUS message will indicate that either: the Facility information element was unrecognised; or, that the message (FACILITY) was unrecognised. In such cases, the recovery action, if any, is an implementation specific matter.

Receiving the Facility information element

An entity receiving a Facility information element in a valid call clearing or call establishment message (see H.225.0) or a FACILITY message shall determine whether or not it is the destination entity for that Facility information element, according to the following rules:

If no NFE is present, the entity shall become the destination entity;

If the NFE is present with destinationEntity = 'endpoint' the entity shall become the destination entity if it is endpoint for this call or this call independent signalling connection; 

If the NFE is present with destinationEntity = 'anyEntity' and with a destinationEntityAddress, the entity shall become the destination entity if the address matches one of its own;

If the NFE is present with destinationEntity = 'anyEntity' and without a destinationEntityAddress, the entity may become the destination entity if it understands the contents of the Facility information element.

If the receiving entity is the destination entity, the procedures of D.1.6.6 shall be followed.

If the receiving entity is not the destination entity the Facility information element shall be passed on if possible according to the rules of D.1.6.3, otherwise the Facility information element shall be discarded.

Receipt of a FACILITY message shall not cause a change of the call state. 

Actions at a source entity

APDUs to be sent shall be included in Facility information elements as specified in D.1.9. A Facility information element may contain more than one ROSE APDU. All ROSE APDUs within a single Facility information element shall be for the same destination entity.

If a source entity wishes to include additional information to facilitate handling of unrecognised ROSE APDUs of type InvokePDU (see D.1.9.3) at a destination entity, it shall include an Interpretation APDU (see D.1.9.2) as the first APDU in the sequence of APDUs.  The Interpretation APDU applies to all InvokePDUs included in this Facility information element.

An NFE (see D.1.9.1)  shall be included in the Facility information element according to the following rules:

If the remote endpoint is to be the destination entity of this information element the NFE shall be included with destinationEntity set to 'endpoint' and destinationEntityAddress being omitted;

If no specific entity is to be the destination entity of this information element the NFE shall be included with destinationEntity set to 'anyEntity' and destination�Entity�Address being omitted;

If a specific H.323 entity on the call signalling path to the remote endpoint is to be the destination entity of this information element the NFE shall be included with destinationEntity set to 'anyEntity' and destination�Entity�Address containing the address of the H.323 entity;

If the next entity (e.g. a gatekeeper) on the call signalling path to the remote endpoint is to be the destination entity of this information element, the NFE may be omitted.

Actions at a destination entity

APDUs received in a Facility information element shall be handled as follows:

ROSE APDUs shall be processed in the order in which they were received, following normal ROSE rules with the following exception:

If the first APDU is an Interpretation APDU and any of the ROSE APDUs is an InvokePDU of an unrecognized operation, then:

If the Interpretation APDU indicates rejectUnrecognisedInvokePdu a RejectPDU with InvokeProblem = unrecognisedOperation shall be sent to the source entity;

NOTE: This is the normal ROSE procedure which applies also if no Interpretation APDU is present.

If the Interpretation APDU indicates clearCallIfAnyInvokePduNotRecognised a RejectPDU with InvokeProblem = unrecognisedOperation shall be sent to the source entity; and the call or signalling connection to which the InvokePDU was related shall be cleared;

If the Interpretation APDU indicates discardAnyUnrecognisedInvokePDU no RejectPDU shall be sent to the source entity.

Call related procedures for the transport of Notifications

Sending notification information

The transport of notifications shall make use of the call reference of an H.323 call and its call signalling transport connection. Notifications shall be sent using the Notification indicator information element.

If the delivery of the notification information coincides with the sending of the FACILITY message or a call control message in which the Notification indicator information element is permitted (see H.225.0), the notification may be carried in that message. Otherwise, the notification shall be delivered in a NOTIFY message. 

However, if a SETUP message previously sent or received has not benn answered, then the notification information shall be discarded.

No state change shall occur on sending a NOTIFY message.

NOTE �In the case where the Notification indicator information element is sent to an entity which does not conform to this annex, the Notification indicator information element will be discarded by that entity and a STATUS message  may be received. The STATUS message will indicate that either: the Notification indicator information element was unrecognised; or, that the message (NOTIFY or FACILITY) was unrecognised. In such cases, no further action should be taken.

Receiving notification information

On receipt of a Notification indicator information element at any time during a call, in the NOTIFY message or in any other message in which the Notification indicator information element is permitted, the information shall be passed to the user - dependent on the ability of the userís equipment to receive such information.

No state change shall occur on receipt of a NOTIFY message.

Messages

Overview

Table 1 summarises the messages that may also be used for the transport of APDUs and notification information, including those already defined in H.225.0 

Table 1 ó Messages used for the transport of APDUs and notificaton information

Call establishment messages	Reference:�ALERTING	H.225.0�CALL PROCEEDING 	H.225.0�CONNECT 	H.225.0�SETUP 	D.1.8.3

Call clearing messages	� RELEASE COMPLETE 	H.225.0

Miscellaneous messages	�FACILITY 	H.225.0�NOTIFY	D.1.8.2



NOTIFY

This message, as shown in table 2, may be sent by an entity to provide notifications to a user, in association with an H.323 call. 

For the use of this message, see D.1.7.

Table 2 ó NOTIFY message content

Information Element�Type�Length��Protocol discriminator�M�1��Call reference�M�3��Message type�M�1��Notification indicator�M�3 - *��

SETUP 

H.225.0 shall apply with the following addition:

In the Bearer capability information element  the additional codepoints in Table 3 shall be supported.

Table 3 ó Bearer capability coding for call independent signalling connections

Coding standard (octet 3)����Bits�����������7�6����������0�1�Other international standard (note 1)�������������Information transfer capability (octet 3) for coding standard ëother international standardí��Bits�����������5�4�3�2�1�������0�1�0�0�0�Unrestricted digital information���All other values are reserved�������������Transfer mode(octet 4) for coding standard ëother international standardí��Bits�����������7�6����������0�0�Call independent signalling connection���All other values are reserved�������������Information transfer rate (octet 4, bits 5 to 1) for coding standard ëother international standardí��Bits�����������5�4�3�2�1�������0�0�0�0�0�Call independent signalling connection���All other values are reserved�������������NOTE 1 �When this coding standard is indicated, the coding defined in Q.931 shall apply for octets 1 to 2 and bit 8 of octets 3 to 4. Information transfer capability, Transfer mode and Information transfer rate shall be encoded as indicated and no other octets shall be included.

Facility information element

This clause defines the structure and coding of the Facility information element. The purpose of the Facility information element is to convey an optional Interpretation APDU and one or more ROSE APDUs.

All APDUs contained in the Facility information element will be delivered to the same entity (as identified by the NFE). If the different APDUs are to be processed by different entities, they shall be included in different Facility information elements. 

The Facility information element may be repeated in a given message. The maximum length of the Facility information element is application dependent. The Facility information element is defined in figure 1 and table 4. 



8�7�6�5�4�3�2�1����Facility���0�0�0�1�1�1�0�0�octet 1���Information element identifier���Length of information element contents�octet 2��1�ext�0�spare�0�spare�Protocol Profile�octet 3���Network Facility Extension (NFE) (note 1)�octet 3.1 *�note 2)���Network Protocol Profile (note 3)�octet 3.2 *�note 2)���Interpretation APDU (note 4)�octet 3.3 *�note 2)��Service APDU(s) (note 5) �octets 4�etc.��Figure 1 ó Facility information element

NOTE 1 �The Network Facility Extension (NFE), as defined in D..1.9.1, may be included, in accordance with the procedures in D.1.6.5. 

NOTE 2 �Each of octet groups 3.1, 3.2 and 3.3 comprises an ASN.1 type encoded as defined in D.1.11. The presence or absence of each of these octet groups can be determined from the presence or absence of the tag values concerned in the appropriate position in the Facility information element.

NOTE 3 �The Network Protocol Profile is not used in H.323 and shall not be included.

NOTE 4 �The Interpretation APDU, as defined in D.1.9.2, may be included, in accordance with the procedures in D.1.6.

NOTE 5 �Octets 4 onwards shall comprise one or more ROSE APDUs as defined in D.1.9.3.�

The Protocol Profile in octet 3 of the Facility information element shall be encoded as shown in table 4.



Table 4 ó Protocol Profile Coding (octet 3)

Bits�����������5�4�3�2�1�������1�1�1�1�1��Networking Extensions���All other values are reserved��

Network Facility Extension (NFE)

The NFE shall comprise ASN.1 type NetworkFacilityExtension as defined in table 5 and encoded in accordance with D.1.11. This provides a means of routing the contents of the Facility information element within the context of a call or a call independent signalling connection, and a means of identifying the origin and destination of the information, in accordance with the procedures of D.1.6. 

Table 5 ó Network Facility Extension

	Network-Facility-Extension		�		{ itu-t  recommendation  h  323  annex-d1(0)   network-facility-extension(2) }

	DEFINITIONS	::= 

	BEGIN

	EXPORTS			NetworkFacilityExtension;

	IMPORTS			AliasAddress FROM H323-MESSAGES;  -- see H.225.0

	NetworkFacilityExtension	::=		[10] IMPLICIT SEQUENCE �					{	sourceEntity				[0] IMPLICIT EntityType,�						sourceEntityAddress		[1] AddressInformation		OPTIONAL,�						destinationEntity			[2] IMPLICIT EntityType,�						destinationEntityAddress	[3] AddressInformation		OPTIONAL�					}

	EntityType	::=		ENUMERATED �							{	endpoint( 0), �								anyEntity( 1)�							} 

	AddressInformation	::=		AliasAddress

	END     -- of Network Facility Extension



Interpretation APDU

The Interpretation ADPU shall comprise ASN.1 type InterpretationAPDU as defined in table 6, encoded in accordance with D.1.11. This APDU provides a means whereby the originator can include optional instructions to the receiving entity for use in the event that it does not understand the operation value of an invoke APDU contained in octets 4 onwards of the Facility information element. 

Table 6 ó Interpretation APDU

	Interpretation-Apdu�	{ itu-t  recommendation  h  323  annex-d1(0)  interpretation-apdu(3) }

	DEFINITIONS			::= �	BEGIN�	EXPORTS 				InterpretationApdu;

	InterpretationApdu	::=		[11] IMPLICIT ENUMERATED�				{ 	discardAnyUnrecognisedInvokePdu( 0),�					clearCallIfAnyInvokePduNotRecognised( 1),�					-- this value also applies to Call independent signalling connections �					rejectAnyUnrecognisedInvokePdu( 2)�					-- this coding is implied by the absence of an interpretation APDU.�				}

	END     -- of Interpretation-Apdu



ROSE APDU

A ROSE APDU shall comprise ASN.1 type RoseAPDU as defined in table 7 and encoded in accordance with D.1.11.

In accordance with X.229, ROSE APDUs are of four types:

Invoke APDU (ASN.1 type InvokePDU, based on ROIV-APDU in X.229); 

Return result APDU (ASN.1 type ReturnResultPDU, based on RORR-APDU in X.229); 

Return error APDU (ASN.1 type ReturnErrorPDU, based on RORE-APDU in X.229); 

Reject APDU (ASN.1 type RejectPDU, based on RORJ-APDU in X.229). 

NOTE 1 �The definitions of types InvokePDU, ReturnResultPDU, ReturnErrorPDU and RejectPDU in table 7 are equivalent to the corresponding definitions in clause 9 of X.229 with the exception that a number of the ASN.1 types in Table 7 (e.g. InvokeIdType) are size delimited to enhance interoperability in a multivendor environment.

Table 8 provides definitions of the problem codes for use in the RejectPDU types.

Invoke APDUs, return result APDUs and return error APDUs used in the context of a supplementary service will be implicitly defined by the operations and errors used by that supplementary service. These operations and errors will be defined using ASN.1 in the relevant supplementary service specifications (standardised or manufacturer specific).

Certain supplementary services may require the use within ROSE APDUs of existing information elements encoded according to the rules of H.225.0 within the argument of an invoke APDU, the result of a return result APDU, or the parameter of a return error APDU (with the exception of the Facility information element, which shall not be included in this way). In such a case, these information elements shall be included within an element of type H225InformationElement within the argument or result of the operation concerned or the parameter of the error concerned. In this way, the H.225.0 encoding for these information elements can be retained. 

If more than one information element is to be included as part of the same argument, result or parameter, all the information elements shall be grouped together within the same element of type H225InformationElement. The type H225InformationElement is encoded as shown in table 12.

�Table 7 ó ROSE APDUs (sheet 1 of 2)

	Remote-Operations-Apdus�		{ itu-t  recommendation  h  323  annex-d1(0)  remote-operations-apdus(5)  }

	DEFINITIONS				::= �	BEGIN

	EXPORTS				RoseAPDU;�	IMPORTS				OPERATION, ERROR FROM Remote-Operations-Notation�					{ joint-iso-ccitt( 2) remote-operations( 4) notation( 0) };

	RoseAPDU		::=	CHOICE�						{	invoke			[1] IMPLICIT	InvokePDU,�							retResult		[2] IMPLICIT	ReturnResultPDU,�							retError			[3] IMPLICIT	ReturnErrorPDU,�							reject			[4] IMPLICIT	RejectPDU			}

	InvokePDU		::=	SEQUENCE�						{	invokeID			InvokeIDType,�							linkedID			[0] IMPLICIT InvokeIDType OPTIONAL,�							operationValue		OPERATION,�							argument			ANY DEFINED BY �												operationValue OPTIONAL		}

	ReturnResultPDU	::=	SEQUENCE�							{	invokeID		InvokeIDType,�								SEQUENCE�								{	operationValue		OPERATION,�									result				ANY DEFINED BY�														operationValue 	}	OPTIONAL	}

	ReturnErrorPDU 	::=	SEQUENCE�							{	invokeID			InvokeIDType,�								errorValue			ERROR,�								parameter			ANY DEFINED BY�													errorValue	OPTIONAL		}

	RejectPDU			::=	SEQUENCE�							{	invokeID	CHOICE�											{	InvokeIDType,�												NULL 			},�								problem	CHOICE�											{	[0] IMPLICIT GeneralProblem,�												[1] IMPLICIT InvokeProblem,�												[2] IMPLICIT ReturnResultProblem,�												[3] IMPLICIT ReturnErrorProblem }		}

	InvokeIDType		::=		INTEGER(-32768..32767)



�Table 7 ó ROSE APDUs (sheet 2 of 2)

	GeneralProblem	::=		INTEGER�								{	unrecognisedAPDU( 0),�									mistypedAPDU( 1),�									badlyStructuredAPDU( 2)			} (0..255)

	InvokeProblem		::=		INTEGER�								{	duplicateInvocation( 0),�									unrecognisedOperation( 1),�									mistypedArgument( 2),�									resourceLimitation( 3),�									initiatorReleasing( 4),�									unrecognisedLinkedIdentifier( 5),�									linkedResponseUnexpected( 6),�									unexpectedChildOperation( 7)		} (0..255)

	ReturnResultProblem	::=		INTEGER�									{	unrecognisedInvocation( 0),�										resultResponseUnexpected( 1),�										mistypedResult( 2)				} (0..255)

	ReturnErrorProblem		::=		INTEGER�									{	unrecognisedInvocation( 0),�										errorResponseUnexpected( 1),�										unrecognisedError( 2),�										unexpectedError( 3),�										mistypedParameter( 4)			} (0..255)

	END     -- of Remote-Operations-Apdus



Table 8 ó Problem Code Definitions (informative)

General Problem:

ó 	unrecognisedPDU	signifies that the type of the APDU as evidenced by its Type identifier, is not defined in D.1.9.

ó 	mistypedPDU	signifies that the structure of the APDU does not conform to that defined in D.1.9.

ó 	badlyStructuredPDU	signifies that the structure of the APDU does not conform to the Standard notation and encoding rules, defined in CCITT Recommendations X.208 and X.209.

Invoke problem:

ó 	duplicatedInvocation	signifies that the Invoked-identifier parameter violates the assignment rules of CCITT Recommendation X.219.

ó 	unrecognisedOperation	signifies that the type of the operation is not one of those supported.

ó 	mistypedArgument	signifies that the type of the operation argument supplied is not expected.

ó 	resourceLimitation	the performing entity is not able to perform the invoked operation due to resource limitation.

ó 	initiatorReleasing	the association initiator is not willing to perform the invoked operation because it is about to attempt to release the application association.

ó 	unrecognisedLinkedId	signifies that there is no operation in progress with an Invoke identifier equal to the specified Linked identifier.

ó 	linkedResponseUnexpected	signifies that the invoked operation referred to by the Linked identifier is not a parent operation.

ó 	unexpectedChildOperation	signifies that the invoked child operation is not one that the invoked parent operation referred to by the Linked identifier allows.

Return result problem:

ó 	unrecognisedInvocation	signifies that no operation with the specified invoke identifier is in progress

ó 	resultResponseUnexpected	signifies that the invoked operation does not report a result

ó 	mistypedResult	signifies that the type of the Result parameter supplied is not expected.

Return error problem:

ó 	unrecognisedInvocation	signifies that no operation with the specified invoke identifier is in progress

ó 	 errorResponseUnexpected	signifies that the invoked operation does not report failure.

ó 	unrecognisedError	signifies that the reported error is not one expected.

ó 	unexpectedError	signifies that the reported error is not one that the invoked operation may report.

ó 	mistypedParameter	signifies that the type of the error parameter supplied is not one that is expected.

 

Notification indicator

The purpose of the Notification indicator information element is to convey a notification.

The Notification indicator information element is coded as shown in Figure 2 and Tables 9 and 10. The maximum length of the information element is application dependent.

The Notification indicator information element may be repeated in a message.



8�7�6�5�4�3�2�1����Notification indicator���0�0�1�0�0�1�1�1�octet 1���Information element identifier���Length of information element contents�octet 2��1�ext�Notification Description (table 9)�octet 3��ASN.1 encoded Notification Data Structure (table 10)�octet 3.1 *�(note 1)��Figure 2 ó Notificator indicator information element

NOTE 1 �Octet 3.1 shall only be included when the notification description indicates the ìdiscriminator for notification extensionî or "discriminator for extension to ASN.1 notification data structure"

Table 9 ó Notification Description encoding (octet 3)

Bits�����������7�6�5�4�3�2�1�����0�0�0�0�0�0�0��������to�����reserved for notification values assigned by ITU-T���0�0�0�0�0�1�0�����0�0�0�0�0�1�1��discriminator for notification extension���0�0�0�0�1�0�0��������to�����reserved for notification values assigned by ITU-T���0�0�1�1�1�1�1�����0�1�0�0�0�0�0��������to�����reserved for notification values assigned by ISO���0�1�1�1�1�1�1�����1�0�0�0�0�0�0��discriminator for extension to ISO defined ASN.1 encoded notification data structure���1�0�0�0�0�0�1��������to�����reserved for notification values assigned by ITU-T���1�1�1�1�1�1�1�����All values shall be treated as valid��

Notification Description value ìdiscriminator for notification extensionî shall be used for notifications defined using ASN.1 in which the notification value is either of type INTEGER with a value defined by ITU-T or of type OBJECT IDENTIFIER. Notification values of type OBJECT IDENTIFIER include manufacturer specific notifications (see D.1.13.3). Notification Description value ìdiscriminator for extension to ISO defined ASN.1 encoded data structureî shall be used for notifications defined using ASN.1 in which the notification value is of type INTEGER with a value defined by ISO. In either case, octet 3.1 shall contain ASN.1 type NotficationDataStructure, as defined in table 10. Element notificationTypeID shall contain the notification value and element notificationArgument shall contain any additional data.

Table 12 also defines the notification h225IeNotification, which can be used to convey H.225.0 information elements as a notification. Other notifications will be defined using the NOTIFICATION macro in the relevant supplementary services specifications (standardised or manufacturer specific).



Table 10 ó ASN.1 encoded Notification Data Structure

	Notification-Data-Structure�		{ itu-t  recommendation  h  323  annex-d1(0)  notification-data-structure(7) }

	DEFINITIONS	::=�	BEGIN

	EXPORTS		NotificationDataStructure;

	IMPORTS		NOTIFICATION		FROM	Notification-Macro�					{ itu-t  recommendation  h  323  annex-d1(0) �						notification-macro(10) };

	NotificationDataStructure	::= 	SEQUENCE�									{ 	notificationTypeID			NOTIFICATION,�										notificationArgument 		ANY DEFINED BY�																	notificationTypeID	}

	-- ANY is filled by the single ASN.1 type following�	-- the keyword ARGUMENT in the type definition of a particular�	-- notification

	END -- of Notification-Data-Structure



Encoding of information described using ASN.1

Where the contents of an information element field are defined using ASN.1 notation, the encoding of this field shall be in accordance with the Basic Encoding Rules (BER) defined in X.209 with the following restrictions:

when the definite form is used for length encoding, a data value of length less than 128 octets shall have the length encoded in the short form;

when the long form is used for length encoding, the minimum number of octets shall be used to encode the length field; and,

values of the type OCTET STRING or BIT STRING shall be encoded in a primitive form. 

Receiving entities shall be able to interpret all length forms of the basic encoding rules. 



ASN.1 definitions of generic parameters

Addressing information

Table 11 contains the definition of ASN.1 types for encoding PISN addressing information. 

Table 11 ó Addressing information definitions (sheet 1 of 3)

	Addressing-Data-Elements�		{ itu-t  recommendation  h  323  annex-d1(0)  addressing-data-elements(9)}

	DEFINITIONS EXPLICIT TAGS ::=�	BEGIN

	EXPORTS		PresentedAddressScreened,�					PresentedAddressUnscreened,�					PresentedNumberScreened,�					PresentedNumberUnscreened,�					Address, PartyNumber, PartySubaddress,�					ScreeningIndicator, PresentationAllowedIndicator;

	PresentedAddressScreened		::=		CHOICE {�					presentationAllowedAddress			[0] IMPLICIT AddressScreened,�					presentationRestricted					[1] IMPLICIT NULL,�					numberNotAvailableDueToInterworking	[2] IMPLICIT NULL,�					presentationRestrictedAddress			[3] IMPLICIT AddressScreened}

	PresentedAddressUnscreened	::=		CHOICE {�					presentationAllowedAddress			[0] IMPLICIT Address,�					presentationRestricted					[1] IMPLICIT NULL,�					numberNotAvailableDueToInterworking	[2] IMPLICIT NULL,�					presentationRestrictedAddress			[3] IMPLICIT Address}

	PresentedNumberScreened		::=		CHOICE {�					presentationAllowedAddress			[0] IMPLICIT NumberScreened,�					presentationRestricted					[1] IMPLICIT NULL,�					numberNotAvailableDueToInterworking	[2] IMPLICIT NULL,�					presentationRestrictedAddress			[3] IMPLICIT NumberScreened}

	PresentedNumberUnscreened	::=		CHOICE {�					presentationAllowedAddress			[0] PartyNumber,�					presentationRestricted					[1] IMPLICIT NULL,�					numberNotAvailableDueToInterworking	[2] IMPLICIT NULL,�					presentationRestrictedAddress			[3] PartyNumber}

	AddressScreened		::=		SEQUENCE {�										PartyNumber,�										ScreeningIndicator,�										PartySubaddress OPTIONAL}



�Table 11 ó Addressing information definitions (sheet 2 of 3)

	NumberScreened			::=		SEQUENCE {�						PartyNumber,�						ScreeningIndicator}

	Address					::=		SEQUENCE {�						PartyNumber,�						PartySubaddress OPTIONAL)

	PartyNumber				::=		CHOICE {�						unknownPartyNumber			[0] IMPLICIT NumberDigits,�						-- the numbering plan is the default numbering �						-- plan of the network. It is recommanded that�						-- this value is used.�						publicPartyNumber				[1] IMPLICIT PublicPartyNumber,�						-- the numbering plan is according to�						-- Recommendation E.163 and E.164.�						dataPartyNumber				[3] IMPLICIT NumberDigits,�						-- not used, value reserved.�						telexPartyNumber 				[4] IMPLICIT NumberDigits,�						-- not used, value reserved.�						privatePartyNumber 			[5] IMPLICIT PrivateNumber,�						nationalStandardPartyNumber	[8] IMPLICIT NumberDigits}�						-- not used, value reserved.

	PublicPartyNumber			::=		SEQUENCE {�						publicTypeOfNumber			PublicTypeOfNumber,�						publicNumberDigits				NumberDigits}

	PrivatePartyNumber		::=		SEQUENCE {�						privateTypeOfNumber			PrivateTypeOfNumber,�						privateNumberDigits			NumberDigits}

	NumberDigits				::=		NumericString (SIZE(1..20))

	PublicTypeOfNumber		::=		ENUMERATED {�						unknown (0),�						-- if used number digits carry prefix indicating type�						-- of number according to national recommendations.�						internationalNumber (1),�						nationalNumber (2),�						networkSpecificNumber (3),�						-- not used, value reserved�						subscriberNumber (4),�						abbreviatedNumber (6)}�						-- valid only for called party number at the outgoing�						-- access, network substitutes appropriate number.

	PrivateTypeOfNumber		::=		ENUMERATED {�						unknown (0),�						level2RegionalNumber (1),�						level1RegionaNumber (2),�						pISNSpecificNumber (3),�						localNumber (4),�						abbreviatedNumber (6)}

�Table 11 ó Addressing information definitions (sheet 3 of 3)

	PartySubaddress				::=		CHOICE {�						UserSpecifiedSubaddress,�						-- not recommended.�						NSAPSubaddress}�						-- according to Recommendation X.213.

	UserSpecifiedSubaddress		::=		SEQUENCE {�						SubaddressInformation,�						oddCountIndicator BOOLEAN OPTIONAL}�						-- used when the coding of subaddress is BCD

	NSAPSubaddress				::=		OCTET STRING (SIZE(1..20))�						-- specified according to X.213. Some networks may�						-- limit the subaddress value to some other length�						-- e.g. 4 octets

	SubaddressInformation			::=		OCTET STRING (SIZE(1..20))�						-- coded according to user requirements. Some networks �						-- may limit the subaddress value to some other length�						-- e.g. 4 octets

	ScreeningIndicator				::=		ENUMERATED {�						userProvidedNotScreened (0),�						-- number was provided by a remote user terminal�						-- equipment, and has been screened by a network that �						-- is not the local public or the local private�						-- network.�						userProvidedVerifiedAndPassed (1),�						-- number was provided by a remote user terminal�						-- equipment (or by a remote private network), and has�						-- been screened by the local public or the local�						-- private network.�						userProvidedVerifiedAndFailed (2),�						-- not used, value reserved.�						networkProvided (3)}�						-- number was provided by local public or local�						-- private network.

	PresentationAllowedIndicator	::=		BOOLEAN

	END -- of Addressing-Data-Elements





Notifications

Table 12 defines the ASN.1 NOTIFICATION macro used for defining notifications that can be carried in the Notification indicator as defined in D.1.10. It also defines the notification value h225IeNotification, the use of which is described in D1.1.10. 

Table 12 ó NOTIFICATION macro definition

	Notification-macro�		{ itu-t  recommendation  h  323  annex-d1(0)  notification-macro(10) }

	DEFINITIONS				::=

	BEGIN

	EXPORTS			NOTIFICATION, h225IeNotification;

	IMPORTS			H225InformationElement	FROM	H225-generic-parameters-definition�			{ itu-t  recommendation  h  323  annex-d1(0)  h225-generic-parameters( 6)};



	NOTIFICATION MACRO	::=�	BEGIN

	TYPE NOTATION			::=	Argument

	VALUE NOTATION			::=	value ( VALUE CHOICE�											{	localValue			INTEGER,�												globalValue		OBJECT IDENTIFIER	}

	Argument					::=	ìARGUMENTî NamedType

	NamedType				::=	identifier type | type



	END -- of NOTIFICATION MACRO



	-- this notification is used to convey information elements used as notifications

	h225IeNotification			NOTIFICATION�								ARGUMENT		H225InformationElement�								::= 2001



	END -- of Notification-macro



H225InformationElement

Table 13 defines the ASN.1 type H225InformationElement, the use of which is described in D.1.9.

Table 13 ó H225 information element 

	H225-generic-parameters-definition�		{ itu-t  recommendation  h  323  annex-d1(0)  h225-generic-parameters(6)}



	DEFINITIONS			::=�	BEGIN



	EXPORTS			H225InformationElement;



	H225InformationElement	::=	[APPLICATION 0]	IMPLICIT	OCTET STRING



	END  -- of H225 Generic parameters definition



Manufacturer Specific Information

This annex permits the inclusion of non-standardised information which is specific to a particular design of equipment or a particular network etc. This information is known as Manufacturer Specific Information (MSI). 

Manufacturer specific information may exist as a result of the following:

manufacturer specific supplementary services; 

manufacturer specific extensions to standard supplementary services; or

manufacturer specific notifications. 

In all these cases, any information which is manufacturer specific shall be encoded in such a way that it can be uniquely identified. Any manufacturer specific information generated by an entity conforming to this annex shall be encoded in conformance with the contents of this clause.

Manufacturer specific operations

Manufacturer specific operations shall conform to the encoding and transport rules defined for standardised operations in other clauses of this annex, but in addition shall make use of operation values which are unique to that manufacturer - i.e. of type OBJECT IDENTIFIER. If any non-standardised error values are to be included in a manufacturer specific operation, they shall be of type OBJECT IDENTIFIER.

Manufacturer specific additions to standardised operations

As an alternative to the definition of a manufacturer specific operation, a manufacturer may wish to use an enhanced form of a standardised operation. 

NOTE �This may be used, for example, to include additional parameters which are manufacturer specific as part of the Standard service (e.g. information describing the detailed location of a party involved in the service).

To allow for this possibility, Standards for Supplementary services will include ëplaceholdersí for manufacturer specific extensions. Each placeholder will be an optional CHOICE construct containing an element of type Extension or a sequence of elements of type Extension (as defined in Table 14) with the argument, result or error parameter of an operation. This placeholder may be included in the ROSE APDU if MSI is to be conveyed. An element of type Extension shall contain an element of type OBJECT IDENTIFIER to uniquely identify the MSI. 

If the destination entity identifies an element of type Extension or a sequence of elements of type Extension in a standardised operation, when processing the contents of a received Facility information element in accordance with the relevant supplementary service standard, it shall act on an element of type Extension only if it recognises the value in the element of type OBJECT IDENTIFIER (see table 14). Otherwise the entire element of type Extension shall be discarded. In the case of a sequence of elements of type Extension (i.e. where multiple extensions to the service are defined) the destination entity shall consider each element of type Extension separately - that is, only those elements of type Extension containing an unrecognised value in the element of type OBJECT IDENTIFIER shall be discarded.

Table 14 ó Manufacturer specific extension mechanism

Manufacturer-specific-service-extension-definition�{ itu-t  recommendation  h  323  annex-d1(0)  msi-definition( 0) }



	BEGIN



	DEFINITIONS					::=

	BEGIN

	EXPORTS						Extension, EXTENSION;

	EXTENSION MACRO 				::=�			TYPE NOTATION		::= Argument�			VALUE NOTATION		::= Value (VALUE(OBJECT IDENTIFIER))�			Argument				::= "Argument" NamedType�			NamedType				::= identifier type|type�	END  -- of EXTENSION macro



	Extension		::=		SEQUENCE�							{	manufacturer				EXTENSION,�								ANY DEFINED BY			manufacturer�							}



	END	-- of Manufacturer-specific-service-extension-definition



Manufacturer specific notifications

Manufacturer specific notifications may occur as part of manufacturer specific supplementary services or as additions to standardised supplementary services. If provided, they shall be encoded and transported in accordance with the rules for standardised notifications (see D.1.7, D.1.8.2 and D.1.10). 

Manufacturer specific notifications shall be conveyed using ASN.1 type NotificationDataStructure in octet 3.1 of the Notification indicator information element, as specified in D.1.10.

Manufacturer specific notifications shall not make use of the notification description field (octet 3) of the Notification indicator information element, other than to include the ëdiscriminator for notification extensioní codepoint (see D.1.10).

�

Object identifiers defined in section D.1

This clause lists the object identifier values assigned in section D.1 and data types, values and macros that are exported from any modules identified by those values. All the object identifiers are defined using the ITU-T object identifier tree. This means that each object identifier value is assigned in the tree:

		gfObjectIdTree 	::= 	itu-t  recommendation  h  323  annex-d1(0)

Table 15 lists the module number values and the data types, values and macros which are exported from these modules.

Table 15 ó ASN.1 Module Object identifiers used in section D.1

Object Identifier�Reference�Notes��{ gfObjectIdTree msi-definition( 0) }�Table†14 �Exports: Extension, EXTENSION��{ gfObjectIdTree network-facility-extension( 2) }�Table†5�Exports: NetworkFacilityExtension��{ gfObjectIdTree interpretation-apdu( 3) }�Table†6�Exports: InterpretationApdu��{ gfObjectIdTree remote-operations-apdus( 5) }�Table†7�Exports: RoseAPDU��{ gfObjectIdTree h225-generic-parameters( 6) }�Table†13�Exports: H225InformationElement��{ gfObjectIdTree notification-data-structure( 7) }�Table†10�Exports: NotificationDataStructure��{ gfObjectIdTree addressing-data-elements( 9) }�Table†11�Exports: PresentedAddressScreened, PresentedAddressUnscreened, PresentedNumberScreened, PresentedNumberUnscreened, Address, PartyNumber, PartySubaddress, ScreeningIndicator, PresentationAllowedIndicator��{ gfObjectIdTree notification-macro( 10) }�Table†12�Exports: NOTIFICATION, h225IeNotification��
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