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�
The following data structure is offered as a mechanism to harmonize H.Secure (avc-1124) and Access Tokens for Gatekeepers (avc-1160)  This will provide the ability to pass both an ‘access token’ and any password/certificate needed for H.Secure.  This structure may be supplemented  as a result of review of H.Secure. This Tokens structure should be added as a sequence to all RAS messages and to the SETUP message. 





AccessToken ::= NonStandardParameter





Token		::=Choice


{	


		accesstoken		AccessToken  OPTIONAL,


		halfkey			OCTET STRING (SIZE(1..32)) OPTIONAL,


nonStandard            	NonStandardParameter OPTIONAL,


…


}





Examples given below.








GatekeeperRequest		::=SEQUENCE --(GRQ)


{


	requestSeqNum	RequestSeqNum,			


	protocolIdentifier	ProtocolIdentifier,			


	nonStandardData	NonStandardParameter OPTIONAL,	


rasAddress		TransportAddress,			


endpointType		EndpointType,				


	gatekeeperIdentifier	GatekeeperIdentifier OPTIONAL,


	callServices		QseriesOptions  OPTIONAL, 


	endpointAlias		SEQUENCE OF AliasAddress OPTIONAL,


	...,


	tokens			SEQUENCE OF Token OPTIONAL,


}





…….


tokens - This is some (possibly encrypted) data which may be required to allow the Request. The data shall be inserted into the Request if it is available to the endpoint. �
�



AdmissionConfirm	::=SEQUENCE --(ACF)


{


	requestSeqNum	RequestSeqNum,			


	bandWidth		BandWidth,				


	callModel		CallM
