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�Overview

ISO QSIG specifies a number of services that supply name and address information to the Calling and Called party regarding the identification of the party at the other end of the call.  In addition, the services include controls regarding the display of this information.  This controls allow the exchange of information without a loss of privacy.

It is proposed that H.323 support the following ISO QSIG features:

SS-CLIP	Supplementary Service Calling Line Identification Presentation

SS-COLP	Supplementary Service Connected Line Identification Presentation

SS-CLIR	Supplementary Service Calling/Connected Line Identification Restriction

SS-CNIP	Supplementary Service Calling Name Identification Presentation

SS-CONP	Supplementary Service Connected Name Identification Presentation

SS-CNIR	Supplementary Service Calling/Connected Name Identification Restriction

Changes to H.323
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[20] 	ITU-T Recommendation E.164 (1991) “Numbering Plan for the ISDN Era”.

[21]	ISO/IEC 14136 “Information technology - Telecommunications and information exchange between systems - Private Integrated Services Network - Specification, functional model and information flows - Identification supplementary services”

[22]	ISO/IEC 13864 “Information technology - Telecommunications and information exchange between systems. - Private integrated services netwrok - Specifications, functional model and information flows - Name identification supplementary services”

[23]	ISO/IEC 13868 “Information technology - Telecommunications and information exchange between systems - Private Integrated Services Network - Inter-exchange signalling protocol - Name identification supplementary services”

[24]	ISO/IEC 11572 “Information technology - Telecommunications and information exchange between systems - Private Integrated Services Network - Circuit mode bearer services - Inter-exchange signalling procedures and protocol”
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Annex C Identification and Name Supplementary Services

C.1 Scope and Field of Application

This Supplementary Service Specification specifies the following Identification Supplementary Services: Calling Line Identification Presentation (SS-CLIP), Connected Line Identification Presentation (SS-COLP), Calling/Connected Line Identification Restriction (SS-CLIR) Calling Name Identification Presentation (SS-CNIP), Connected Name Identification Presentation (SS-CONP) and Calling/Connected Name Identification Restriction (SS-CNIR), which are applicable to various basic services supported by H.323 Multimedia Terminals.

C.2 SS-CLIP	Supplementary Service Calling Line Identification Presentation

C.2.1 Definition

Calling Line Identification Presentation (SS-CLIP) is a supplementary service which is offered to the destination party and which provides the originating party’s E.164 or ISO/IEC 11571 number, and possibly a subaddress, to the destination party.

C.2.2 Description

Calling Line Identification Presentation (SS-CLIP) is a supplementary service which is offered to the destination user and which provides the number of the originating user to the destination user.

The originating terminal provides the originating user’s E.164 or ISO/IEC 11571 number and optional subaddress for delivery to the destination user whenever a call is presented.

The presentation of the originatin user's number may be restricted as specified in SS-CLIR. Some users may have a service profile which permits the override of calling line identification restriction.

SS-CLIR does not apply to calling party subaddress.

C.2.3 Messages

Basic call message SETUP shall be used for conveying the Calling party number information element (and optional Calling party subaddress information element) in support of SS-CLIP.

C.2.4 Actions at the Originating Terminal

If the originating user's E.164 or ISO/IEC 11571 number and optional subaddress are available and presentation is allowed, the Calling party number information element and optional Calling party subaddress information element shall be sent in the SETUP message from the Originating terminal to the Destination terminal. The Presentation Indicator shall be set to "Presentation allowed".

If the originating user's E.164 or ISO/IEC 11571 number is available and presentation is restricted, the Calling party number information element shall be sent in the SETUP message from the Originating PINX to the Destination Terminal. The Presentation Indicator shall be set to "Presentation restricted".

If the originating user's E.164 or ISO/IEC 11571 number is not available, the Calling party number information element may be sent in the SETUP message from the Originating PINX to the Destination Terminal. The Presentation Indicator shall be set to "Number not available due to interworking".

C.2.5 Actions at the Destination Terminal

If the Calling party number information element and optional Calling party subaddress information element have been received with Presentation Indicator set to "Presentation allowed", the number information shall be available for presentation to the destination user.

If the Calling party number information element has been received with Presentation Indicator set to "Presentation restricted", the number information shall not be available for presentation to the destination user.

If either the Calling party number information element and optional Calling party subaddress information element have not been received or the Calling party number information element has been received with Presentation Indicator set to "Number not available due to interworking", no number information shall be available for presentation to the destination user.

C.3 SS-COLP	Supplementary Service Connected Line Identification Presentation

C.3.1 Definition

Connected Line Identification Presentation (SS-COLP) is a supplementary service which is offered to the calling party and which provides the called (connected) party’s PISN number, and possibly a subaddress, to the calling party.

C.3.2 Description

Connected Number Identification Presentation (SS-COLP) is a supplementary service which is offered to the originating user and which provides to the originating user the number and optional subaddress of the user who answers the call,

The terminating terminal provides the connected user's E.164 or ISO/IEC 11571 number and optional subaddress for delivery to the originating user whenever an incoming call is answered by the destination user.

The presentation of the connected user's number, may be restricted as specified in SS-CLIR. Some users may have a service profile which permits the override of connected line identification restriction.

SS-CLIR does not apply to Connected Subaddress

C.3.3 Messages

Basic call message CONNECT shall be used for conveying the Connected number information element (and optional Connected subaddress information element) in support of SS-COLP.

C.3.4 Actions at the Destination Terminal

When an incoming call is answered by the destination user and the destination user's E.164 or ISO/IEC 11571 number and optional subaddress are available and presentation is allowed, the Connected number information element and optional Connected subaddress information element shall be sent in the CONNECT message from the Destination Terminal to the Originating Terminal. The Presentation Indicator shall be set to "Presentation allowed".

When an incoming call is answered by the destination user and the destination user's E.164 or ISO/IEC 11571 number is available and presentation is restricted, the Connected number information element shall be sent in the CONNECT message from the Destination Terminal to the Originating Terminal. The Presentation Indicator shall be set to "Presentation restricted".

When an incoming call is answered by the destination user and the connected user's E.164 or ISO/IEC 11571 number is not available, the Connected number information element may be sent in the CONNECT message from the Destination Terminal to the Originating Terminal. The Presentation Indicator shall be set to "Number not available due to interworking".

C.3.5 Actions at the Originating Terminal

If the Connected number information element and optional Connected subaddress information element have been received in the CONNECT message with Presentation Indicator set to "Presentation allowed", the number information shall be available for presentation to the originating user.

If the Connected number information element has been received in the CONNECT message with Presentation Indicator set to "Presentation restricted", the number information shall not be available for presentation to the destination user.

If either the Connected number information element and optional Connected subaddress information element have not been received in the CONNECT message or the Connected number information element has been received in the CONNECT message with Presentation Indicator set to "Number not available due to interworking", no number information shall be available for presentation to the destination user.

C.4 SS-CLIR	Supplementary Service Calling/Connected Line Identification Restriction

C.4.1 Definition

Calling/connected Line Identification Restriction (SS-CLIR) is a supplementary service offered to a party to restrict presentation of that party’s PISN number to another party.

C.4.2 Description

When SS-CLIR applies to a party, the party’s number is not normally presented to any other party. SS-CLIR has no impact on the delivery of a subaddress to another user.

C.4.3 Procedures

The procedures in support of SS-CLIR is specified as part of SS-CLIP and SS-COLP above.

C.5 SS-CNIP	Supplementary Service Calling Name Identification Presentation

C.5.1 Definition

Calling Name Identification Presentation (SS-CNIP) is a supplementary service which is offered to the destination user and which provides the name of the originating user (calling party name) to the destination user.

C.5.2 Information Elements

The coding of Information Elements in support of SS-CNIP and SS-CNIR shall be in accordance to clause 6.2 of IOS/IEC 13868.

C.5.3 Messages

The messages used in support of SS-CNIP and SS-CNIR shall be in accordance to clause 6.3 of ISO/IEC 13868.

C.5.4 Procedures

The signalling procedures in support of SS-CNIP and SS-CNIR shall be accordance to clause 7 of ISO/IEC 13868.

C.6 SS-CONP	Supplementary Service Connected Name Identification Presentation

C.6.1 Definition

Connected Name Identification Presentation (SS-CONP) is a supplementary service which is offered to the originating user and which provides to the originating user the following:

the name of the user who answers the call (connected party name),

optinally the name of the alerting user (called party name),

optinally the name of the destination user who cannot be reached (busy party name),

C.6.2 Information Elements

The coding of Information Elements in support of SS-CONP and SS-CNIR shall be in accordance to clause 6.2 of IOS/IEC 13868.

C.6.3 Messages

The messages used in support of SS-CONP and SS-CNIR shall be in accordance to clause 6.3 of IOS/IEC 13868.

C.6.4 Procedures

The signalling procedures in support of SS-CONP and SS-CNIR shall be accordance to clause 8 of ISO/IEC 13868.

C.7 SS-CNIR	Supplementary Service Calling/Connected Name Identification Restriction

C.7.1 Definition

Calling/connected Name Identification Restriction (SS-CNIR) is a supplementary service which is offered to a user to restrict presentation of that user’s name to another user.

When SS-CNIR applies to a user, the user’s name is normally not presented to any other user.

C.7.2 Procedures

The required Information Elements, Messages, and Procedures in support of CNIR are contained are part of clause C.5 and C.6 above.
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7.2.2.6 Calling party number

This information element is encoded following Figure 4-16/Q.931 and Table 4-11/Q.931.

Octet #3 Extension (bit 8)

-	Set to ‘1’.

Type of number (octet #3, bit 5-7)

-	Encoded following the values and rules of Table 4-9/Q.931 when Numbering plan identification = “0001” and Table 26. of ISO/IEC 11572 when Numbering plan identification = “1001”..

Numbering plan identification (octet #3, bit 1-4)

-	Encoded following the values and rules of Table 4-9/Q.931.   If set to “1001” in a LAN originated call, this indiates that (1) a PNP number is present instead of the E.164 address is not present in SETUP, and (2) ) if no PNP number digits are present in the Calling party number, the call will be routed via an H323_ID or transport address in the user-to-user information may contain calling party information.

Octet #3a

-	Encoded following the values and rules of Table 4-9/Q.931.

-	Shall not be present.

Number ”digits”

-	Any number of IA5 characters, according to the formats specified in the appropriate numbering/dialling plan.
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7.2.2.28 Connected party number

This information element is encoded following Figure 22 and Table 27.of ISO/IEC 11572

Octet #3 Extension (bit 8)

-	Set to ‘1’.

Type of number (octet #3, bit 5-7)

-	Encoded following the values and rules of Table 26. of ISO/IEC 11572

Numbering plan identification (octet #3, bit 1-4)

-	Encoded following the values and rules of Table 26. of ISO/IEC 11572.

Octet #3a

-	Encoded following the values and rules of Table 26. of ISO/IEC 11572.

Number ”digits”

-	Any number of IA5 characters, according to the formats specified in the appropriate numbering/dialling plan.

7.2.2.29 Calling party subaddress

Use as per clause 14.5.14. of ISO/IEC 11572.  Contents are coded per Figure 4-15/Q.931 and Table 4-9/Q.931.
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7.3.3 Connect
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Information element�H.225.0 status(M/F/O)�Length in H.225.0��Protocol discriminator�M�1��Call reference�M�3��Message type�M�1��Bearer capability�O(Note 1)�5-6��Channel identification�FFS�NA��Progress indicator�O�2-4��Connected number�O�2-133��Connected subaddress �O�4-23��Display�O�2-82��Date/Time�O�8��High layer compatibility�FFS�NA��Low layer compatibility�FFS�NA��User-to-User�M (Note 2)�2-131��

Table 7/H.225.0 

Connect

Note 1: BC is mandatory if the message is between a terminal and a gateway.

Note 2: The User-to-User IE contains the  ASN.1 below.

The following information shall be provided in the ASN.1 User-to-User IE:

Connect-UUIE			::=SEQUENCE

{

	protocolIdentifier	ProtocolIdentifier,				

	h245Address		TransportAddress OPTIONAL,				

	destinationInfo		EndpointType,					

	conferenceID		ConferenceIdentifier,				

	destinationAddress		SEQUENCE OF AliasAddress OPTIONAL

	...

}



protocolIdentifier  - set by the called endpoint to the version of H.225 supported��h245Address - this is a specific transport address on which the called endpoint or gatekeeper handling the call would like to establish H.245 signaling. This address shall be sent if sent earlier in ALERTING or CALL PROCEEDING.  ��destinationInfo - Contains a EndpointType to allow the caller to determine whether the call involves a gateway or not.��conferenceID -  Will contain a unique number to allow the conference to be uniquely identified from all others as received in the SETUP.��destinationAddress - contains the H323_IDs for the source; the E.164 number of the source is in the Q.931 part of SETUP.  The primary address shall be first.��(

(

(

AliasAddress		::=CHOICE

{

	e164		IA5String (SIZE (1..128)) (FROM (“0123456789#*,")),

	h323-ID	BMPString (SIZE (1..256)),	-- Basic ISO/IEC 10646-1 (Unicode

	...,

	url-ID		IA5String (SIZE(1..512)),	***specification pending

	transportID	TransportAddress,

	email-ID	IA5String (SIZE(1..512))		-- rfc822-compliant email address

	iso11571-ID	PrivatePartyNumber

}	
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�SS-CNIP and SS-CONP Coding Requirements (Informative)

Operations

The operations defined in ASN.1 in table 5.3.6-1 shall apply.

Table 1: Operations in Support of SS-CNIP and SS-CONP

Name-Operations

			{ iso (1) standard (0) pss1-name (13868) name-operations (0) }

DEFINITIONS					:: =

BEGIN

IMPORTS		OPERATION, ERROR FROM Remote-Operation-Notation

				{ joint-iso-ccitt (2) remote-operations (4) notation (0) }

			Extension FROM Manufacturer-specific-service-extension-definition

				{ iso standard pss1-generic-procedures (11582) 

					msi-definition (0) };

EXPORTS					Name, NameSet;

CallingName		::=		OPERATION

				ARGUMENT CHOICE

				{	Name, SEQUENCE { Name, CHOICE {

					[5] IMPLICIT Extension,

					[6] IMPLICIT SEQUENCE OF Extension } OPTIONAL } }

CalledName		::=		OPERATION

				ARGUMENT CHOICE

				{	Name, SEQUENCE { Name, CHOICE {

					[5] IMPLICIT Extension,

					[6] IMPLICIT SEQUENCE OF Extension } OPTIONAL } }

ConnectedName	::=		OPERATION

				ARGUMENT CHOICE

				{	Name, SEQUENCE { Name, CHOICE {

					[5] IMPLICIT Extension,

					[6] IMPLICIT SEQUENCE OF Extension } OPTIONAL } } 

BusyName		::=		OPERATION

				ARGUMENT CHOICE

				{	Name, SEQUENCE { Name, CHOICE {

					[5] IMPLICIT Extension,

					[6] IMPLICIT SEQUENCE OF Extension } OPTIONAL } }

Name				:: = CHOICE

				{	NamePresentationAllowed,

					NamePresentationRestricted,

					NameNotAvailable }

NamePresentationAllowed�				:: = CHOICE

				{	namePresentationAllowedSimple [0] IMPLICIT NameData,

					namePresentationAllowedExtended [1] IMPLICIT NameSet }

					-- iso8859-1 is implied in namePresentationAllowedSimple.

NamePresentationRestricted�			:: = CHOICE

				{	namePresentationRestrictedSimple [2] IMPLICIT NameData,

					namePresentationRestrictedExtended [3] IMPLICIT NameSet,

					namePresentationRestrictedNull [7] IMPLICIT NULL }

					--  iso8859-1 is implied in namePresentationRestrictedSimple.

					--  namePresentationRestrictedNull shall only be used in the

					--  case of interworking where the other network provides an

					--  indication that the name is restricted without the name itself.



NameNotAvailable�			:: = [4] IMPLICIT NULL

NameData		:: = OCTET STRING ( SIZE ( 1..50 ) )

				--  The maximum allowed size of the name field is 50 octets.

				--  The minimum required size of the name field is 1 octet.

NameSet		:: = SEQUENCE

				{	nameData		NameData,

					characterSet		CharacterSet OPTIONAL }

					--  If characterSet is not included, iso8859-1 is implied.

CharacterSet	:: = INTEGER

				{	unknown (0), iso8859-1 (1), t-61 (2) } ( 0..255 )

					--  The character set "iso8859-1" is specified in International

					--  Standard ISO 8859-1.

					--  The character set "t-61" is specified in CCITT Recommendation

					--  T.61.

					--  Other character sets might be added in further editions of this

					--  Standard

callingName		CallingName		::=0

calledName		CalledName		::=1

connectedName	ConnectedName	::=2

busyName		BusyName		::=3

END					--  of Name-Operations



�19.	Appendix H - ASN.1 Definition of ISO/IEC 11571 Addressing (Informative)

This contains a copy of the ASN.1 definitions of Addresses Information from ISO/IEC 11582

Addressing-Data-Elements

 {iso( 0) standard( 0) pss1-generic-procedures ( 11582) 196 addressing-data-elements( 9)}



DEFINITIONS EXPLICIT TAGS ::=

BEGIN



EXPORTS			PresentedAddressScreened,

			PresentedAddressUnscreened,

			PresentedNumberScreened,

			PresentedNumberUnscreened,

			Address, PartyNumber, PartySubaddress,

			ScreeningIndicator, PresentationAllowedIndicator;



PresentedAddressScreened	::=	CHOICE {

			presentationAllowedAddress [0] IMPLICIT AddressScreened,

			presentationRestricted [1] IMPLICIT NULL,

			numberNotAvailableDueToInterworking [2] IMPLICIT NULL,

			presentationRestrictedAddress [3] IMPLICIT

				AddressScreened}



PresentedAddressUnscreened	::=	CHOICE {

			presentationAllowedAddress [0] IMPLICIT Address,

			presentationRestricted [1] IMPLICIT NULL,

			numberNotAvailableDueToInterworking [2] IMPLICIT NULL,

			presentationRestrictedAddress [3] IMPLICIT

				Address}

	

PresentedNumberScreened	::=	CHOICE {

			presentationAllowedAddress [0] IMPLICIT NumberScreened,

			presentationRestricted [1] IMPLICIT NULL,

			numberNotAvailableDueToInterworking [2] IMPLICIT NULL,

			presentationRestrictedAddress [3] IMPLICIT NumberScreened}



PresentedNumberUnscreened	::=	CHOICE {

			presentationAllowedAddress [0] PartyNumber,

			presentationRestricted [1] IMPLICIT NULL,

			numberNotAvailableDueToInterworking [2] IMPLICIT NULL,

			presentationRestrictedAddress [3] PartyNumber}



AddressScreened			::=	SEQUENCE {

				PartyNumber,

				ScreeningIndicator,

				PartySubaddress OPTIONAL}



�NumberScreened			::=	SEQUENCE {

				PartyNumber,

				ScreeningIndicator}



Address			  ::=	SEQUENCE {

				PartyNumber,

				PartySubaddress OPTIONAL)



PartyNumber			  ::=	CHOICE {

				unknownPartyNumber [0] IMPLICIT NumberDigits,

				-- the numbering plan is the default numbering 

				-- plan of the network. It is recommended that 

				-- this value is used.

				publicPartyNumber [1] IMPLICIT PublicPartyNumber,

				-- the numbering plan is according to

				-- Recommendations E.163 and E.164.

				dataPartyNumber [3] IMPLICIT NumberDigits,

				-- not used, value reserved.

				telexPartyNumber [4] IMPLICIT NumberDigits,

				-- not used, value reserved.

				privateNumber [5] IMPLICIT PrivatePartyNumber,

				nationalStandardPartyNumber [8] IMPLICIT NumberDigits}

				-- not used, value reserved.



PublicPartyNumber			  ::=	SEQUENCE {

				publicTypeOfNumber			PublicTypeOfNumber,

				publicNumberDigits			NumberDigits}

PrivatePartyNumber			 ::=	SEQUENCE {

				privateTypeOfNumber			PrivateTypeOfNumber,

				privateNumberDigits			NumberDigits}

NumberDigits			  ::=	NumericString (SIZE(1..20))

PublicTypeOfNumber			 ::=	ENUMERATED {

				unknown (0),

				-- if used number digits carry prefix indicating type

				-- of number according to national recommendations.

				internationalNumber (1),

				nationalNumber (2),

				networkSpecificNumber (3),

				-- not used, value reserved

				subscriberNumber (4),

				abbreviatedNumber (6)}

				-- valid only for called party number at the outgoing

				-- access, network substitutes appropriate number.



PrivateTypeOfNumber				::=	ENUMERATED {

				unknown (0),

				level2RegionalNumber (1),

				level1RegionalNumber (2),

				pISNSpecificNumber (3),

				localNumber (4),

				abbreviatedNumber (6)}



�PartySubaddress			::=	CHOICE {

				UserSpecifiedSubaddress,

				-- not recommended.

				NSAPSubaddress}

				-- according to Recommendation X.213.



UserSpecifiedSubaddress					::=	SEQUENCE {

				SubaddressInformation,

				oddCountIndicator BOOLEAN OPTIONAL}

				-- used when the coding of subaddress is BCD



NSAPSubaddress			::=	OCTET STRING (SIZE(1..20))

				-- specified according to X.213. Some networks may

				-- limit the subaddress value to some other length

				-- e.g. 4 octets



SubaddressInformation				::=	OCTET STRING (SIZE(1..20))

				-- coded according to user requirements. Some

				-- networks may limit the subaddress value to some

				-- other length e.g. 4 octets



ScreeningIndicator				::=	ENUMERATED {

				userProvidedNotScreened (0),

				-- number was provided by a remote user terminal equip-

				-- ment, and has been screened by a network that is not

				-- the local public or the local private network.

				userProvidedVerifiedAndPassed (1),

				-- number was provided by a remote user terminal equip-

				-- ment (or by a remote private network), and has been

				-- screened by the local public or private network.

				userProvidedVerifiedAndFailed (2),

				-- not used, value reserved.

				networkProvided (3)}

				-- number was provided by local public or local

				-- private network.



PresentationAllowedIndicator					::=	BOOLEAN

END -- of Addressing-Data-Elements
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