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This contribution provides whiteline text for H.323 Annex J “Security for H.323 Annex F". It has been created from determined TD-40 (PLEN).

H.323 Annex J shall be decided at the next study group 16 meeting in November 2000.

The draft H.323 Annex J text is contained in the attachment.

Summary

This annex describes security for H.323 Annex F simple endpoint types. The specified security profile is based upon recommendation H.235v2 and uses the featured baseline security profile of H.235 Annex D. The shown security profile in H.323 Annex J adopts recommendation H.235 for the purpose of simple endpoint types and their specific security requirements. The security profile selects appropriate security features from H.235 with its rich set of options.

The described text provides an overview on the security profile; H.235v2 Annex D provides all the technical and implementations details.

Basically, a security simple endpoint type (security SET) is a SET as defined by H.323 Annex F that implements additionally certain security features of this annex.

Currently, this annex focuses only on a “secure audio SET (SASET)” and leaves any other security simple endpoint types (e.g.; secure FAX SET, secure text terminal, secure Video SET etc) for further study.

This annex closes the open issue of security for SETs that was left for further study in chapter 8 of H.323 Annex F.

* D. Skran; Sonus Networks, USA, dskran@sonusnet.com
Contact/Editor: Martin Euchner, Siemens AG, ZT IK 3   email: martin.euchner@mchp.siemens.de
   D-81739 Munich, Germany                     Tel: +49 89 636 46201, FAX: +49 89 636 48000


Attention: This is not an ITU publication made available to the public, but an internal ITU Document intended only for use by the Member States of the ITU and by its Sector Members and their respective staff and collaborators in their ITU related work. It shall not be made available to, and used by, any other persons or entities without the prior written consent of the ITU.







* Contact:
Martin Euchner

martin.euchner@mchp.siemens.de
Tel:
+49 89 636 46201

Fax:
+49 89 636 48000

E:\_Euchner\ITU-T H.Series\H.323 Annex J (Security for H.323 annex F)\2000_08_SG16_Rapp_Portland\cm16-e H323AnnexJ.doc
16.06.00
16.06.00
itu-t\com-t\com16\c\e.doc

01.06.2000

_1001246913.unknown

