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This contribution makes proposals for modification for H.323 Annex M on tunnelling of signalling protocols in H.323. 

First a summary of the proposed modifications is given, together with their argumentation. Then the proposed modifications are worked out in the original text. Modifications are indicated with revision marks.

Summary of proposed changes

A number of changes to the current draft for H.323 Annex M are proposed, for inclusion in H.323v4:  

· Change Annex M and its subclauses from an annex to an (informative) appendix. 

Reason behind this proposal are the following:

· The application of the tunnel by non-H.323  networks (i.e. QSIG) is considered outside the scope of H.323, and should be standardized by the responsible standards body (i.e. ISO/IEC JTC1)

· The current text describes only one possible application scenario. Other scenarios are possible, currently not included in Annex M.

· Make the new appendix specific only to QSIG tunnelling mechanisms. Other tunnelling mechanisms could be added in other appendices.

· Replace “narrowband signalling messages” by “non-H.323 signalling messages”, i.e. it is not clear what exactly is meant by narrowband signalling messages.

· Clause M.3.3 describes a scenario where the gatekeeper intercepts and modifies  the tunneled (non-H.323) signalling (e.g. QSIG). This however, is in conflict with the definition of a gatekeeper, which is defined as an “H.323 entity for ….” Gatekeeper support of non-H.323 signalling is outside the scope of H.323 and should not be mentioned here. Therefore this part of the text, should be deleted.
· Note however, that this does not mean that an implementation could not implement a PINX and a Gatekeeper in the same physical box, but in that case it would still be two different functional components.
· Table 2 should not be copied here. Instead, a reference to the original table (in H.450.1) should be made. 

· Some editorial changes.

The next pages give the proposed text for the new appendix.

APPENDIX VI (INFORMATIVE)
Tunnelling of QSIG-signalling


M.1
Introduction

Section 10.3/H.323 specifies a generic mechanism for tunnelling non-H.323 signalling messages in H.225.0. The application of this mechanism in standards for tunnelling QSIG signalling over H.323 is beyond the scope of H.323, as this may be standardized by other groups such as ISO/IEC JTC1. The purpose of this appendix is to give guidance how the generic tunnelling mechanism can be used in the development of such standards. Information on QSIG (also known as PSS1) can be found in references [1] and [2] and below.
M.2
References

[1]
ISO/IEC 11572 Information technology – Telecommunications and information exchange between systems – Private Integrated Services Network – Circuit mode bearer services – Inter-exchange signalling procedures and protocol
[2]
ISO/IEC 11582 Information technology – Telecommunications and information exchange between systems – Private Integrated Services Network – Generic functional protocol for the support of supplementary services – Inter-exchange signalling procedures and protocol
M.3
Tunnelling of QSIG signalling

M.3.1
Endpoint procedures

An originating endpoint that wishes to establish a QSIG-tunnel can indicate it by setting the sourceInfo.tunnelledProtocols.signallingProtocol.protocolIdentifier to { iso(1) standard (0) 11572 } in the H.225.0 SETUP message. A terminating endpoint receiving this H.225.0 SETUP message and wishing to accept the establishment of the QSIG tunnel can indicate it by responding to the SETUP message with the DestinationInfo.tunnelledProtocols.signallingProtocol. protocolIdentifier set to { iso(1) standard (0) 11572 } in the  CALL PROCEEDING, ALERTING or CONNECT message.

H.225.0 messages tunnel the entire QSIG message, unchanged, starting with the Protocol discriminator field, and ending with the other information elements. The binary content of the QSIG messages is encoded as an OCTET STRING in the H323-UU-PDU.tunnelledSignallingMessage.messageContent. The H323-UU-PDU.tunnelledSignallingMessage.protocolIdentifier should be coded as { iso(1) standard (0) 11572 }. Since the binary encoding of QSIG messages is what is tunnelled, the integrity of the QSIG messages is fully preserved, including any BER encoding of ASN.1 in Facility or Notification indicator information elements.

QSIG messages can be tunnelled in the corresponding H.225.0 message or in H.225.0 FACILITY messages. For example, the QSIG SETUP message may be tunnelled in a H.225.0 SETUP messages, and the QSIG RELEASE COMPLETE message may be tunnelled in an H.225.0 RELEASE COMPLETE message. For other messages, it is possible that the corresponding H.225.0 message may not be supported (e.g., a QSIG DISCONNECT message) or not available because it has already been sent. In those cases, the QSIG message may be tunnelled in an H.225.0 FACILITY message.
 

It is not intended that the tunnelling procedures of this Annex be used in conjunction with H.450.1 procedures in the same call.

M.3.2
Tunnelling of QSIG connection oriented call independent signalling
For QSIG call independent signalling connections, no H.245 control channel and no media channels are required. 
The call signalling procedures of H.225.0 can be used to establish a call independent signalling connection between the peer endpoints. QSIG messages should be tunnelled in the corresponding H.225.0 messages as described in above section. A Bearer capability information element should be included in the H.225.0 SETUP message and coded as described in Table 2/H.450.1.
    
	

	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	

	
	
	
	
	
	
	
	
	
	

	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	

	
	
	

	
	

	
	
	
	
	
	
	
	
	
	

	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	

	
	

	
	
	
	
	
	
	
	
	
	


	

	
	

	
	
	
	
	
	
	
	

	
	
	

	
	

	


The SETUP message used for call independent procedures shall include a conferenceGoal within Setup-UUIE set to value "callIndependentSupplementaryService".

M.3.3
Gatekeeper procedures

A gatekeeper participating in a call where QSIG tunnelling is used between the endpoints passes along tunnelled QSIG messages unchanged 
and will not modify QSIG addresses. Any change of H.225.0 addresses within the H.323 network is for the purpose of reaching the egress gateway, and should not have impact on routing thereafter.
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