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This contribution contains the baseline text for H.323 Annex M.1.


�
ANNEX M


Tunnelling of signalling protocols


This appendix describes tunnelling of specific signalling protocols using the generic tunnelling mechanism described in section 10.3/H.323.


Section M.1 describes tunnelling of QSIG signalling in H.323.


M.0	References


[1]	ISO/IEC 11572 Information technology – Telecommunications and information exchange between systems – Private Integrated Services Network – Circuit mode bearer services – Inter-exchange signalling procedures and protocol


[2]	ISO/IEC 11582 Information technology – Telecommunications and information exchange between systems – Private Integrated Services Network – Generic functional protocol for the support of supplementary services – Inter-exchange signalling procedures and protocol


M.1	Tunnelling of QSIG signalling


M.1.1	Endpoint procedures


An originating endpoint that wishes to use QSIG tunnelling procedures shall indicate it on a call-by-call basis setting the sourceInfo.tunnelledProtocols.signallingProtocol.protocolIdentifier to { iso(1) standard (0) 11572 } in the H.225.0 SETUP message. A terminating endpoint wishing to use QSIG tunnelling procedures shall indicate it by responding the SETUP message with the sourceInfo.tunnelledProtocols.signallingProtocol.protocolIdentifier to { iso(1) standard (0) 11572 } in the  CALL PROCEEDING, ALERTING or CONNECT message.


H.225.0 messages shall tunnel the entire QSIG message, unchanged, starting with the Protocol discriminator field, and ending with the other information elements. The binary content of the QSIG messages is encoded as an OCTET STRING in the H323-UU-PDU.tunnelledSignallingMessage.messageContent. The H323-UU-PDU.tunnelledSignallingMessage.protocolIdentifier shall be coded as { iso(1) standard (0) 11572 }. Since the binary encoding of QSIG messages is what is tunnelled, the integrity of the QSIG messages is fully preserved, including any BER encoding of ASN.1 in Facility or Notification indicator information elements.


When possible, QSIG messages should be tunnelled in the corresponding H.225.0 message. The QSIG SETUP message shall always be tunnelled in a H.225.0 SETUP messages, and the QSIG RELEASE COMPLETE message shall always be tunnelled in an H.225.0 RELEASE COMPLETE message. For other messages, it is possible that the corresponding H.225.0 message may not be supported (e.g., a QSIG DISCONNECT message) or not available because it has already been sent. In those cases, the QSIG message shall be tunnelled in an H.225.0 FACILITY message.


QSIG call clearing procedures shall be supported by tunnelling the QSIG DISCONNECT and RELEASE messages in the H.225.0 FACILITY message. In the special case where a tunnelled QSIG RELEASE message is interpreted as a tunnelled QSIG RELEASE COMPLETE message (this happens when a QSIG RELEASE message is received when a RELEASE COMPLETE was expected), the H.323 call shall be released by the side receiving the QSIG RELEASE message by sending an H.225.0 RELEASE COMPLETE with no tunnelled QSIG message.


QSIG FACILITY messages shall be tunnelled in H.225.0 FACILITY messages.


A single H.323 call shall be tunnelled in a single QSIG call. The QSIG call reference is selected by the ingress endpoint and shall be the same in all tunnelled QSIG messages for an H.323 call. However, the QSIG call reference value in a TDM Q.SIG network is unique on a peer QSIG node basis. In an H.323 system, there is no peer QSIG node basis since any H.323 call may terminate on any PINX. To ensure uniqueness, the H.323 call reference value should be used as the identifying call reference value. 


The tunnelling procedures of this Annex shall not be used in conjunction with H.450.1 procedures in the same call.


M.1.1.1	Tunnelling of QSIG connection oriented call independent transport mechanism


For the QSIG connection oriented call independent transport mechanism, the call signalling procedures of H.225.0 shall be used to establish a call independent signalling connection between the peer endpoints. A Bearer capability information element and a conferenceGoal shall be included in the SETUP message as specified below. No H.245 control channel and no media channels shall be established in conjunction with a call independent signalling connection.


QSIG messages shall be tunnelled in the corresponding H.225.0 messages as described in above section.


Gatekeeper procedures and RAS messages as defined in Recommendation H.225.0 shall also apply to call independent procedures. 


In the Bearer capability information element, the additional codepoints in Table 2 shall be supported for QSIG call independent procedures.


Table M.1/H.323 – Bearer capability coding for QSIG call independent signalling connections�
�
Coding standard (octet 3)�
�
�
�
�
Bits�
�
�
�
�
�
�
�
�
�
7 6�
�
�
�
�
�
�
�
�
�
0 1�
Other international standard (Note)�
�
�
�
�
�
�
�
�
�
�
�
�
Information transfer capability (octet 3) for coding standard "other international standard"�
�
�
Bits�
�
�
�
�
�
�
�
�
�
5 4 3 2 1�
�
�
�
�
�
�
0 1 0 0 0�
Unrestricted digital information�
�
�
All other values are reserved�
�
�
�
�
�
�
�
�
�
�
�
�
Transfer mode (octet 4) for coding standard "other international standard"�
�
�
Bits�
�
�
�
�
�
�
�
�
�
7 6�
�
�
�
�
�
�
�
�
�
0 0�
Call independent signalling connection�
�
�
All other values are reserved�
�
�
�
�
�
�
�
�
�
�
�
�
�
Information transfer rate (octet 4, bits 5 to 1) for coding standard "other international standard"�
�
�
Bits�
�
�
5 4 3 2 1�
�
�
�
�
�
�
�
�
0 0 0 0 0�
Call independent signalling connection�
�
�
All other values are reserved�
�
NOTE – When this coding standard is indicated, the coding defined in Recommendation Q.931 shall apply for octets 1 to 2 and bit 8 of octets 3 to 4. Information transfer capability, Transfer mode and Information transfer rate shall be encoded as indicated and no other octets shall be included.�
�
The SETUP message used for call independent procedures shall include a conferenceGoal within Setup-UUIE set to value "callIndependentSupplementaryService".


M.1.2	Gatekeeper procedures


A gatekeeper participating in a call where QSIG tunnelling is used between the endpoints shall pass along tunnelled QSIG messages unless it intends to participate in the QSIG procedures and terminate the QSIG protocol. This may be the case when a gatekeeper is offering QSIG services.


Unless a gatekeeper is terminating the QSIG protocol, it shall not modify QSIG addresses. Any change of H.225.0 addresses within the H.323 network is for the purpose of reaching the egress gateway, and should not have impact on routing thereafter.
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