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This contribution makes proposals for modification of the generic tunnelling mechanism of signalling messages in H.323v4 and H.225.0v4. 

First a summary of the proposed modifications is given (clause 1), together with their argumentation. Then the proposed modifications are worked out (clauses 2 and 3) in the original text. Modifications are indicated with revision marks.

1.   Summary of proposed changes

A number of changes to TD32 (New Jersey, USA, 18-22 October 1999) are proposed, for inclusion in H.323v4 and H.225.0v4:

Changes to H.323, clause 10.3:

· Replace “narrowband signalling messages” by “non-H.323 signalling messages”, i.e. it is not clear what exactly is meant by narrowband signalling messages.

· Delete figure M.2/H.323 and associated text since it is just another physical realization of the same functional arrangement.

· Delete the sentence “Endpoints using signalling tunnelling shall aim for consistency between the information that is included in both planes”. 

Reasons:

· the two planes are supposed to have separate and independent state machines. 

· The sentence is written with a certain tunneling scenario in mind and seems to exclude other scenarios.

· The second paragraph after figure M.2 is not clear, i.e. it does not say what it wants to say. The purpose of the paragraph is to describe how a signalling tunnel can be set up. Some changes are proposed to clarify this. Then, the last (informative) sentence of this paragraph is unclear, and it proposed to delete it.

· A new option is proposed where an originating endpoint can indicate to the GK it’s intention to establish a tunnel in an ARQ or LRQ. This enables the GK to select an appropriate egress gateway.

· A new sentence is proposed, indicating the procedure for releasing the signalling tunnel.

· Some editorial changes.

· Clause 10.3.1 describes a scenario where the gatekeeper intercepts and modifies the tunneled (non-H.323) signalling (e.g. QSIG). This however, is in conflict with the definition of a gatekeeper, which is defined as an “H.323 entity for ….” Gatekeeper support of non-H.323 signalling is outside the scope of H.323 and should not be mentioned here. Therefore this part of the text, should be deleted.
· Note however, that this does not mean that an implementation could not implement a PINX and a Gatekeeper in the same physical box, but in that case it would still be two different functional components.
Changes to H.225.0:

· Because of the proposed option to indicate to the GK an endpoint’s intention to establish a tunnel, some additional modifications are required to ARQ and  LRQ. 

· Since H.225.0 is defines a generic mechanism, it is proposed to delete the sentences “ISO QSIG is identified by { iso(1) standard (0) 11572 }”.

2.  Proposed modified text for H.323v4
10.3
Tunnelling of non-H.323  signalling messages in H.225.0

In order to support existing non-H.323 signalling information in an H.323 system, it is necessary to allow for transport of non-H.323 signalling information in H.323. This section provides a generic means of tunnelling signalling messages in any H.225.0 call control message (Q.931).

The procedures of this section applies to any type of endpoint. Typically, it applies between gateways to a network using a different signalling mechanism as shown in Figure M.1.
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Figure M.1/H.323 –Signalling tunnelling between gateways





The call control states and procedures of the tunnelled protocol are distinct from the call control states and procedures of the H.225.0 protocol: an endpoint supporting tunnelled signalling shall thus view the two state machines separately.  
An originating endpoint wishing to establish a tunnel shall indicate a single tunnelled protocol in the sourceInfo.tunnelledProtocols in the SETUP message. If the originating endpoint supports RAS signalling and is registered with a gatekeeper, prior to sending the SETUP message, the originating endpoint may indicate a single tunnelled protocol in the signallingProtocol in the ARQ or LRQ message sent to its gatekeeper. If the flag tunnellingSupported is set to true the gatekeeper may attempt to find a destination that supports the tunnelled protocol specified. If the gatekeeper is able to find such a destination, it shall return the tunnelled protocol information in the destinationType in the ACF/LCF; if it can not find such a destination, the gatekeeper will not include any tunnelled protocol information in the destinationType in the ACF/LCF.
A terminating endpoint receiving a sourceInfo.tunnelledProtocols element in a SETUP message shall indicate its support of signalling tunnelling by indicating a single tunnelled protocol in the destinationInfo.tunnelledProtocols in the H.225.0 CALL PROCEEDING, ALERTING or CONNECT message. If an originating endpoint does not receive this indication, the originating endpoint shall assume that tunnelling procedures are not supported. The originating endpoint may continue with call set-up without signalling tunnelling extensions, or clear it down, based on its policies.

If an endpoint will only allow the call to proceed if tunnelling is supported, it shall set the tunnellingRequired flag to TRUE.

Multiple tunnelled messages may be aggregated in one single H.225.0 message.

The tunnel shall be released using the normal H.323 release procedures.
The call signalling procedures of H.225.0 can be used to establish a call independent signalling connection between the peer endpoints. In this case, no H.245 control channel and no media channels are required. A Bearer capability information element should be included in the H.225.0 SETUP message and coded as described in Table 2/H.450.1. The SETUP message used for call independent procedures shall include a conferenceGoal within Setup-UUIE set to value "callIndependentSupplementaryService".

Any signalling protocol may be tunnelled and is identified by an OBJECT IDENTIFIER. Examples of signalling protocols that may be tunnelled include:

· QSIG { iso(1) standard (0) 11572 }

· ISUP

· ISDN DSS1

· DPNSS

· Proprietary PBX networking protocols

10.3.1
Gatekeeper considerations

In a direct-routed call model, the gatekeeper is not involved in the H.225.0 call control signalling and therefore not in signalling tunnelling in H.225.0. Tunnelling between two endpoints supporting signalling tunnelling is therefore not affected by any intervening gatekeepers.

In a gatekeeper-routed model, the gatekeeper shall pass through the tunnelled signalling messages unchanged to preserve the integrity of the protocol.
NOTE: Interception of the tunnelled protocol by the gatekeeper is outside the scope of H.323.
When registering with its gatekeeper, an endpoint (e.g., a gateway to another network) may indicate the tunnelling protocols supported in the GRQ and RRQ as part of the endpointType. The endpointType contains a prioritised list of supported tunnelled protocols, with the first one being the preferred one. In the ACF that a gatekeeper returns to an endpoint, the destinationType indicates the destination’s supported tunnelled signalling protocols also in a prioritised list. The supported tunnelled protocols may be indicated in the LCF. Since the EndpointType structure is imported by H.225.0 Annex G, this capability may also be represented through H.225.0 Annex G.

3.  Proposed modified changes to H.225.0

Since H.225.0 defines a generic mechanism, delete the sentences:

ISO QSIG is identified by { iso(1) standard (0) 11572 }

It is proposed that the following be added at the end of the ARQ and LRQ messages (in ASN.1 description):

signallingProtocol
ProtocolInformation OPTIONAL – tunnelled protocol

The following shall also be added to the description of the ARQ (H.225.0/7.11.1) and LRQ (H.225.0/7.13.1) messages:

signallingProtocol – The tunnelled protocol requested. The protocolInformation consists of a protocolIdentifier field, which is an OBJECT IDENTIFIER identifying the protocol being tunnelled, and a tunnellingSupported field, which if set to TRUE, indicates that tunnelling is supported for that protocol. 
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