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ABSTRACT: 
H.246 Annex E specifies the procedures for an H.323v4 terminal to interwork with common PLMNs (e.g. GSM, ANSI TIA/EIA 41, PDC,PHS). Scope of interworking includes sending and receiving voice calls, voice mail notification, sending short messages and receiving short messages.
H.246 Annex E: 

Terms of Reference:

This document introduces the mechanisms to enable current Mobile Subscribers to access mobile networks using an H.323 terminal and obtain the same Mobile Services they get from a mobile station.

· Current Mobile subscribers cannot use H.323 terminals to access and use the services provided by their mobile networks. Such services include Call Delivery with Caller Identification, Call Origination, Message Waiting Notification, Short Message Services etc.

· The solution is to define an Inter-working function (IWF) between H.323 network and PLMN networks (such as GSM, ANSI-41, PDC, PHS and IMT-2000 networks). Defining the extension of H.323 terminal protocols and procedures to allow the carriage of Universal Subscriber Identity for various mobile networks. 

Note: This proposal does not require any changes in the Mobile Networks.

1. Introduction

An important aspect of current and future mobile networks is Mobility Management and Communications Management. 

Mobility management enables the mobile network to maintain the location and mobile subscriber status in order to provide mobile telecommunication to the end user. 

Communication management enables the mobile network to provide call control, supplementary services, short message services and data services. GSM, ANSI-41, PDC, PHS, GPRS and IMT-2000 provide seamless network capabilities between network equipment manufactured by different manufacturers. Without the GSM, ANSI-41, PDC, PHS, GPRS and IMT-2000 standardization, it will be difficult for a cellular/PCS/3Generation Wireless service provider to provide mobility between systems. GSM, ANSI-41, PDC, PHS, GPRS and IMT-2000 cover standard interface and procedures to achieve:

· Call origination, Call termination, Supplementary Services, Short Message Services and data services anywhere in the wireless network,

· Subscription transparency across networks,

· Ease of use,

· Secure service access,

· Fraud prevention,

· Authentication and privacy,

· Continuation of calls across system boundaries using Handover techniques,

· Billing capability, operation administration and management capability.

To provide similar level of seamless operations between H.323 and PLMN, this contribution proposes the Inter-working function (IWF) gateway and H.323 extensions to access Mobile Network services using H.323 terminal via wired or wireless connection to IP Networks.

1.1
Specification Conventions

This document specifies only those services, procedures, protocol messages, etc. that are mandatory for the implementation of a H.323 Mobile Gateway and H.323 Mobile End-points — which is a subset of the optional functionality of an H.323 version 4 (2000) system. 

All other features defined in H.323 are — by definition — optional, and their implementation in a  H.323 Mobile device is entirely at the discretion of the manufacturer.

2. Scope

This Annex specifies rules on the use of H.323 that enable current Mobile Subscribers to access mobile networks using an H.323 terminal and obtain the same Mobile Services they get from a mobile station.

Scope of interworking includes sending and receiving voice calls, voice mail notification, sending short messages and receiving short messages. See figure 1.
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Figure 1: Interworking between H.323 and PLMNs

3. Normative References

All the normative references of H.323 version 23(1999) and H.225.0 version 2 (1998) apply.

ITU-T Recommendation H.323 (1999), “Packet-Based Multimedia Communications Systems.”version 3.
ITU-T Recommendation H.245 (1999), Control protocol for multimedia communication.

ITU-T Recommendation H.225.0 (1999), Call signalling protocols and media stream packetization for packet based multimedia communication systems.
ANSI/TIA/EIA-664 Cellular Features Description; Telecommunications Industry Association; June 1996
GSM – 09.02  Mobile Application Part (MAP) specifications, ETSI, 1990-1991

ANSI/TIA/EIA-41D
“CELLULAR RADIOTELECOMMUNICATIONS INTERSYSTEM OPERATIONS”,Telecommunications Industry Association, 1998.

Abbreviations

For the purposes of the present document, the following abbreviations apply:

ADN
Abbreviated Dialling Number

ANSI-41
American National Standards Institute Mobile Networks specifications – 41 

EDGE
Enhanced Data Rates for GSM Evolution

ESN
Electronic Serial Number

CDMA-2000
Code Division Multiplex Access – 2000

GPRS
General Packet Radio Service

GK
Gatekeeper

GSM
Global Systems for Mobile Communications
IK
Integrity Key

IMSI
International Mobile Subscriber Identity

IMT-2000
3rd Generation Wireless standards group under ITU

MIN
Mobile Identification Number

MSID
Mobile Station Identity

MSISDN
Mobile Station ISDN Number

MDN
Mobile Directory Number

MGW
Media Gateway

MGC
Media Gateway Controller

IMEI
International Mobile Equipment Identification

MS
Mobile Station

NNI
Network to Network Interface

OAM
Operations, Administration, Maintenance

PCS
Personal Communication Services

PDC
Personal Digital Cellular – the digital network used primarily in Japan

PHS
Personal handyphone systems – the digital network used primarily in Japan

PIN
Personal Identification Number

SIM
Subscriber Identity Module

SGW
Signalling Gateway 

UIM
User Identity Module

USIM
Universal Subscriber Identity Module

W-CDMA
Wide band Code Division Multiplex Access

4. H.323 and PLMN Inter-working Network Architecture
The following Figure 2 shows all the Network Elements needed to provide seamless services between H.323 and PLMN networks:
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4.1
New Functions of H.323 & PLMN Inter-working Network Architecture

The following sections describe the functions of the Mobile H.323 Network components. 

· Mobile H.323 Terminal containing a User Identification Module (UIM).

· Mobile H.323 Gateway (MHG) is a new interworking function between H.323 networks and PLMNs.

4.2
Mobile H.323 Terminal containing User Identity Module
H.323 terminal shall  share and present the subscriber identity used in the particular PLMN (ANSI-41, GSM, PDC, etc) with which interworking is desired. This allows the H.323 terminal to provide the required subscriber identity to register with the PLMN and gain access to services.

Note that in the future these identities should be harmonized with the proposed Universal subscriber Identity Module (USIM) in 3G groups.

Move it to Appendex A

USIM Overview (Informational):The current USIM specifications are defined in 3GPP Technical Specification group Terminal WG3, please refer to the 3GPP URL = http://www.3gpp.org/TSG/ToR/TSG-T/t3-tor.htm. The final USIM specification is expected by the year 2000. The current USIM proposal does not include ANSI-41 network parameters at this time. The ANSI-41 parameters should be included in the Mobile H.323 USIM.

USIM description (Informational):
· The USIM is a secured smart agent that identifies the terminal. By inserting the USIM agent into the terminal, the user can have access to all the subscribed services. Without the USIM agent, the terminal is not operational. 

· The USIM agent is protected by a four-digit Personal Identification Number (PIN). In order to identify the subscriber to the system, the USIM agent contains some parameters of the user such as its International Mobile Subscriber Identification (IMSI) or Mobile Identification Number (MIN), Electronic Serial Number (ESN) or Mobile Equipment Identification Number (MEI), Mobile Station ISDN Number  (MSISDN) or Mobile Directory Number (MDN).

· Another advantage of the USIM agent is the mobility of the users. In fact, the only element that personalizes a terminal is the USIM agent. Therefore, the user can have access to its subscribed services in any terminal using its USIM agent.

· The Subscriber identity in USIM is used to uniquely identify the subscriber service profile and subscribed feature information in the Home Location Register. ANSI-41 uses two parameters to uniquely identify the subscriber. The Mobile Identification Number (MIN) and Electronic Serial Number (ESN) are used for subscriber identity. In most of the ANSI-41 operations, Mobile Identification Number (MIN) is used for subscriber identity. Where as GSM/PDC uses International Mobile Subscriber Identification (IMSI) and  Mobile Subscriber ISDN Number (MSISDN) for subsciber identity. 
USIM Contents (Informational):

User related information:
· Terminal identification: a number uniquely identifying the End-Terminal and the Terminal issuer;

· Preferred language(s);

· Directory of applications.

USIM related information:

· Administrative information: indicates mode of operation of the USIM, e.g. normal, type approval;

· USIM service table: indicates which optional services are provided by the USIM;

· Market Identity Number (MID) or System Identity Number (SID)

· Private System Identity Number (PSID), Residential System Identity Number (RSID)

· MSID (IMSI or MIN); MDN or MSISDN; ESN or IMEI;

· Language indication;

· Location information;

· Cipher key (Kc) and cipher key sequence number;

· Access control class(es);

· Forbidden PLMNs;

· Preferred PLMNs;

· Phase identification;

· Ciphering Key for GPRS;

· GPRS location information;

· Cell Broadcast related information;

· Emergency call codes;

· Phone numbers (ADN, MDN, MSISDN, IP Address);

· Short messages and related parameters;

· Capability and Configuration parameters;

· Home PLMN search period 

Information accessible to the USIM and other applications:

· ADN, MDN, MSISDN, IP Address

In addition, the USIM shall manage and provide storage for the following information with the software security:

· PIN;

· PIN enabled/disabled indicator;

· PIN error counter;

· Unblocked PIN;

· Unlock PIN error counter; 
· Data integrity keys;
· Subscriber authentication keys.
4.3
Mobile H.323 Gateway (MHG) 

The current world wide digital wireless networks mainly comprises of :

· GSM networks with TDMA air-interface through out Europe, most parts of Asia, Middle East and some parts of Americas,Australia, Russia 

· ANSI-41 networks with TDMA and CDMA air-interfaces through out North and South Americas, most parts of Asia, Russia, Australia and some parts of Europe 

· PDC network with TDMA air-interface through out Japan, some parts of Asia. 

The Public Land Mobile Network’s main role is to manage the communications between the mobile users and other users, such as mobile users, Mobile H.323 users, ISDN users, fixed telephony users, etc. It also includes data bases needed in order to store information about the subscribers and to manage their mobility. The Mobile H.323 gateway (MHG) provides interworking between the PLMN and an H.323 network. 

The basic model of a MHG solution is a logical interworking function that performs the appropriate protocol conversion, database mapping and transaction management to support the Mobility Management, Call Origination, and Call Delivery functions.

A Mobile H.323 Gateway between an H.323 network and a PLMN network maps the operations and messages between Gateway, Gatekeeper and serving Mobile Switching Center (MSC) , Visitor Location Register (VLR). The Inter-working functions are as follows:

Mobility Management areas

· Registration of Mobile H.323 terminal, 

· Authentication of the Mobile H.323 terminal and subscriber,

Communication Management area

· Call Orgination from Mobile H. 323 terminal to PLMN

· Call Termination to Mobile H.323 terminal from PLMN

· Message Waiting Notification delivery to Mobile H.323 terminal

· Short Message Orgination from Short Message Entity  in Mobile H.323 terminal

· Short Message Termination to Short Message Entity in Mobile H.323 terminal

This Mobile H.323 Gateway looks like a Gatekeeper and a Gateway from the H.323 network and like a Visitor Location Register (VLR) and a serving Mobile Switching Center (MSC) from the PLMN.

Scenarios for Mobile H.323 users

The following scenarios are the most critical set illustrating the User Mobility and Service Mobility concepts for Mobile H.323 users between H.323 networks and ANSI-41 PLMNs:

Mobility Management Scenarios

Registration and Authentication of Mobile H.323 terminal, 

Authentication of the subscriber using PIN.

Communication Management Scenarios

1. Call Orgination from Mobile H. 323 terminal to PLMN

2. Call Termination to Mobile H.323 terminal from PLMN

3. Message Waiting Notification delivery to Mobile H.323 terminal

4. Short Message Orgination from Short Message Entity  in Mobile H.323 terminal

5. Short Message Termination to Short Message Entity in Mobile H.323 terminal

7.1
Registration and Authentication of Mobile H.323 terminal Scenario
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 Figure 3: Mobile H.323 Terminal Registration & Authentication scenario

This operation scenario describes the successful use of the GRQ, GCQ, RRQ, RCF interworking with the ANSI- 41 PLMN RegistrationNotification, AuthenticationRequest operations to authenticate a Mobile H.323 Terminal (MHT) which is attempting initial access.  The MHT is aware that Registration and authentication is required on all PLMN system accesses.  The result of these operations is to allow access.

a. The Mobile H.323 Terminal with Encrypted Mobile User Identity & System Identity multicasts (or uses other methods as described in Appendix IV/H.225.0) a Gatekeeper Request (GRQ) message, asking "Who is my Mobile H.323 Gateway?". This is sent to the Mobile H.323 Gateways well-known Discovery Multicast Address within the Mobile H.323 Networks Serving area. 
b. One or more Mobile H.323 Gateways may respond with the Gatekeeper Confirmation (GCF) message indicating "I can be your Mobile H.323 Gateway.", and returns the Transport Address of the MHG  Gatekeeper's RAS Channel
c. Mobile H.323 Terminal (MHT) shall send a Registration Request (RRQ) with UIM to a Mobile H.323 Gateway (MHG). This is sent to the MHG’s RAS Channel Transport Address. The MHT has the Network Address of the MHG from the Gatekeeper discovery process and uses the well-known RAS Channel TSAP Identifier. The MHG converts all the Mobile H.323 Terminal information to appropriate PLMN information in order to start transactions to PLMN as the Serving MSC and ServingVLR.
d. The Gateway/Gatekeeper Inter-working function sends REGNOT (RegistrationNotification message to Serving MSC within the MHG.
e. The Serving MSC determines that a roaming Mobile H.323 Terminal is within its service area; the Serving MSC may detect the MHT’s presence through autonomous registration, call origination, call termination  or a service order.  The Serving MSC sends a REGNOT to its VLR with following information as defined in the ANSI-41 PLMN specifications (refer to Normative Reference # 6)

Parameters
Usage
Type

IDInfo:
Set of identification parameters in REGNOT:


[MINxe "MIN"]
Served MS MIN.
R

[ESNxe "ESN"]
Served MS ESN.
R

[MSCIDxe "MSCID"]
Serving MSC MSCID.
R

[PC_SSNxe "PC_SSN"]
Serving MSC PC_SSN.  Include if SS7 carriage services are used.
O

[LocationAreaIDxe "LocationAreaID"]
For paging served MS.  Include if available.
O

[SystemMyTypeCodexe "SystemMyTypeCode"]
Serving MSC vendor identification.
MBC

QUALCODExe "QUALCODE"
Type of qualification required.
R

SYSACCTYPExe "SYSACCTYPE"
Type of system access.
R

TRANSCAPxe "TRANSCAP"
System's transaction capability
R

TERMTYPxe "TERMTYP"
Identifies the radio frequency interface standard supported by the associated MS
R

AVTYP xe "AVTYP "
Indicates MS is unavailable for normal call delivery, if applicable.
O

SMSADDRxe "SMSADDR"
Temporary routing address of SMS subscriber, if applicable.
O

AuthError:
Parameters included if authentication parameters were requested by the Serving MSC but not received from the MTH:
O

[SystemCapabilitiesxe "SystemCapabilities"]
Authentication capabilities of serving system.


[ReportTypexe "ReportType"]
Report of missing authentication parameters.


AccessInfo:
Subscriber’s access information.  Included if system access is in a border cell.  Includes:
O

[ReceivedSignalQualityxe "ReceivedSignalQuality"]
Raw received signal strength from MS for use in multiple access signal strength arbitration.


[ControlChannelDataxe "ControlChannelData"]
Includes:  DCC and CHNO of analog access channel for use in multiple access detection;
CMAC for use in signal strength arbitration.


[SystemAccessDataxe "SystemAccessData"]
Indicates the Serving MSC and cell site for use in multiple access detection.


BORDACCxe "BORDACC"
Indicates that system access is in a border cell, as determined by local procedures.
O

f The Serving VLR determines that either (a) the MHT had previously registered with an MSC within the domain of the VLR but the MHT has been reported inactive by the VLR, (b) the MHT is not known to the VLR, or (c) the requested information cannot be made available for the indicated MHT.

Under these conditions, the Serving VLR forwards the REGNOT to the HLR associated with the MHT.

Parameters are as in Step‑a, with the following modifications:

Parameters
Usage
Type

[PC_SSNxe "PC_SSN"]
Serving VLR PC_SSN.  Include if SS7 carriage services are used.
O

[MYTYPxe "MYTYP"]
Serving VLR vendor identification.
MBC

g The HLR determines that authorization can be granted to the MHT.  It returns the requested information to the Serving VLR in the regnot.

Parameters
Usage
Type

AUTHPERxe "AUTHPER"
 Authorization confirmed indication with period of authorization.
O

MYTYPxe "MYTYP"
VLR vendor identification.
MBC

Profile:
Subscriber’s profile information.  Include if profile requested in QUALCODE:
O


[CallingFeatures​Indicatorxe "CallingFeatures​Indicator"]

Authorization and activity states for features.



[OriginationIndicatorxe "OriginationIndicator"]

Type of calls MS is allowed to originate.



[Digits(Restriction)xe "Digits(Restriction)"]

Selected leading digits or full Directory Number allowed for call origination as indicated in OriginationIndicator.  Include if applicable.



[Termination​RestrictionCodexe "Termination​RestrictionCode"]

Type of calls MS is allowed to terminate.


HLRID [MSCIDxe "MSCID"]
HLR MSCID to key MS record against for a subsequent UnreliableRoamerDataDirective.
R


[Digits(Carrier)xe "Digits(Carrier)"]

Indicates MS’s preferred IC, if applicable.



[RoutingDigitsxe "RoutingDigits"]

Special routing instructions, if applicable.



[Geographic​Authorizationxe "Geographic​Authorization"]

Include if applicable.



[Authentication​Capabilityxe "Authentication​Capability"]

Include if authentication of MHT is required.



[DMH_AccountCode​Digitsxe "DMH_AccountCode​Digits"]

Include if applicable.



[DMH_AlternateBilling​Digitsxe "DMH_AlternateBilling​Digits"]

Include if applicable.



[DMH_BillingDigitsxe "DMH_BillingDigits"]

Include if applicable.



[MobileDirectory​Numberxe "MobileDirectory​Number"]

Include if applicable.



[MessageWaiting​NotificationCountxe "MessageWaiting​NotificationCount"]

Include if MessageWaitingNotificationType is Count Indication.



[MessageWaiting​NotificationTypexe "MessageWaiting​NotificationType"]

Include if Message Waiting Notification feature is active and an action is required.



[OriginationTriggersxe "OriginationTriggers"]

Origination trigger points currently active for the subscriber.  Include if applicable.



[PACAIndicatorxe "PACAIndicator"]

Indicates the PACA permanent activation status and priority level assigned to the subscriber, if applicable.



[PreferredLanguage​Indicatorxe "PreferredLanguage​Indicator"]

Indicates the preferred language associated with the subscriber, if applicable.



[SMS_Origination​Restrictionsxe "SMS_Origination​Restrictions"]

Defines the type of messages the MS is allowed to originate, if applicable.



[SPINIPINxe "SPINIPIN"]

Indicates Subscriber's PIN, if applicable.



[SPINITriggersxe "SPINITriggers"]

SPINI trigger points currently active for the subscriber. Include if applicable.



[SMS_Termination​Restrictionsxe "SMS_Termination​Restrictions"]

Defines the type of messages the MS is allowed to terminate, if applicable.



[TerminationTriggersxe "TerminationTriggers"]

Termination trigger points currently active for the subscriber.  Include if applicable.


h The VLR forwards the regnot to the Serving MSC.

Parameters are as in Step‑c, with the exception that the HLRID parameter is not included and with the following modification:

Parameters
Usage
Type

MYTYPxe "MYTYP"
VLR vendor identification.
MBC

i The serving MSC inturn forwards the regnot with subscriber profile information into the Inter-working function of Gateway/Gatekeeper.

j On this initial access attempt by an authentication-capable MHT, the Interworking Function of Gateway/Gatekeeper sends an AUTHREQ to serving MSC

Parameters
Usage
Type

AuthReqParameters1:
Set of parameters in AUTHREQ:


[MINxe "MIN"]
Served MS MIN.
R

[ESNxe "ESN"]
Served MS ESN.
R

[MSCIDxe "MSCID"]
Serving MSC MSCID.
R

[PC_SSNxe "PC_SSN"]
Serving MSC PC_SSN.  Include if SS7 carriage services are used.
O

[SystemCapabilitiesxe "SystemCapabilities"]
Authentication capabilities of Serving MSC.
R

[SystemAccessTypexe "SystemAccessType"]
Type of system access = registration.
R

[TerminalTypexe "TerminalType"]
Identifies the radio frequency interface standard supported by the associated MS
R

RANDxe "RAND"
Random number derived from MHT-provided RANDC by Serving MSC.
R

AUTHRxe "AUTHR"
Authentication result provided by MHT.
R

COUNTxe "COUNT"
Value of CallHistoryCount provided by MHT.
R

k. The serving MSC sends an AUTHREQ to the servingVLR with all parametes shown in step-j

l. The VLR sends an AUTHREQ to the HLR associated with the MHT.

Parameters are as in Step‑a, with the following modifications:

Parameters
Usage
Type

[SystemCapabilities]
Authentication capabilities of Serving VLR.
R

[PC_SSN]
Serving VLR PC_SSN.  Include if SS7 carriage services are used.
O

m. The HLR forwards the AUTHREQ to the AC.  Parameters are as in Step-k

n. The AC determines that the MHT should be allowed access.  The AC sends an authreq to the HLR.

Parameters
Usage
Type

AuthReqParameters2:
Set of parameters in authreq:



[CallHistoryCountxe "CallHistoryCount"]

Event counter used for clone detection. Included if SSD is shared.
O


[RANDSSDxe "RANDSSD"]

Random number for SSD generation.  Included if a SSD update and a Unique Challenge to the MHT should be initiated by the serving system.
O


[RANDUxe "RANDU"]

Random number generated by AC to produce AUTHU.  Included if a Unique Challenge to the MHT should be initiated by the serving system.
O


[AUTHUxe "AUTHU"]

Expected MHT response to Unique Challenge Order as calculated by AC.  Included if a Unique Challenge to the MHT should be initiated by the serving system.
O


[UpdateCountxe "UpdateCount"]

Indicates that the COUNT update procedure should be initiated by the serving system.
O

NewSSDInfo:
New SSD information:



[Authentication​AlgorithmVersionxe "Authentication​AlgorithmVersion"]

Include if SSD included to select authentication algorithm other than default. 
O


[SSDxe "SSD"]

New value of VLR and AC shared secret data.  May be included if the SystemCapabilities of the VLR include “CAVE execution” and AC administration policies allow distribution of the SSD.
O

NOSSDxe "NOSSD"
Indicates that previously provided SSD is no longer valid and should be discarded.
O

o. The HLR forwards the authreq to the Serving VLR.  Parameters are as in Step-n

p. The Serving VLR forwards the authreq to the Serving MSC.  Parameters are as in Step‑n, with the exception that the SSD, AAV and NOSSD parameters are not included.

q. The Serving MSC sends the authreq to Interworking Function Gateway/Gatekeeper to allow complete the authentication of the Mobile H.323 Terminal

r. The MHG’s Gatekeeper shall send Registration Confirmation (RCF) with AuthReqParam2 set of parameters to the Mobile H.323 Terminal indicating the successful registration and Authentication of Mobile H.323 Terminal in the Mobile H.323 Gateway’s PLMN area. After this step the MHT is ready to access Mobile Services from all preferred Service Providers PLMN and H.323 networks.
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7.2
Authentication of Subscriber using PIN to invoke Services


This operation scenario describes the successful use of the Q.931 messages (Setup, Call_proceed, Alerting, Connect, Release Complete and Information) interworking with ANSI- 41 PLMN FeatureRequest (FEATREQ), RemoteUserInteractionDirective (RUIDIR) operation to authenticate a Mobile H.323 Subscriber, who is attempting initial mobile service access.  The Mobile subscriber is aware that authentication using PIN is required on all PLMN Service accesses.  The result of these operations is to provide access to subscribed and active mobile users.

a. Discover the Mobile Gateway using GRQ, GCF operations

b. Registration and Authentication of  the Mobile H.323 Terminal using RRQ, RCF operations. Steps a-b functions, which are shown in figure1 are succefully completed at this point of the scenario

c. The Mobile H.323 Terminal with Encrypted Mobile User Identity & System Identity dials feature code digits ( e.g.,*1234), a Setup Message with Digits Dialed is sent from MHT to MHG (Mobile Gateway)
d. Mobile Gateway/Gatekeeper Interworking function in MHG detects the feature code in the SETUP message from the Mobile H.323 and sends a PLMN operation FeatureRequest with Dialed Digits to initiate subscriber authentication  on PLMN. 

e. The serving MSC sends the FEATREQ to the HLR associated with the Mobile H.323 Subscriber.  The TransactionCapability parameter is also included in the FEATREQ, indicating that the Serving MSC supports receiving RUIDIRs.

f.  XE  "FeatureRequest: operation usage: general" The HLR recognizes the dialed digits as a feature registration with a forward-to or diversion termination address that matches a SPINI Trigger.  The HLR send a RUIDIR to the Serving MSC.

g. On receipt of the RUIDIR, the Serving MSC turns off the FEATREQ timer (FRRT) and forwards the FEATREQ message to the IWF of H.323 Gateway/Gatekeeper in order to provides call treatment as indicated in the received message.  In this case, the treatment is to answer the call (i.e., connect the calling party to the subsystem capable of user interaction), and prompt the user based on the information in the received RUIDIR (in the DigitCollectionControl parameter) and wait for digits.

h. The MHG sends the CallProceeding message to the Mobile H.323 Terminal (MHT)

i. The MHG sends the Alerting message to MHT

j. The MHG also sends the Connect message to the MHT

k. The MHT and MHG are in Talk State with RTP media, The MHG-IVR promts the user for PIN

l. The user responds with the authentication PIN, which is sent in Information (collected digits) from MHT to MHG.
m. The IWF H.323 Gateway/Gatekeer takes the collected digits and sends it to the Serving MSC function in ruidir operation.

n. The Serving MSC sends a ruidir to the HLR and includes the digits dialed by the user.  The Serving MSC restarts the FRRT Timer.

o. The HLR updates the served MS's feature registration information and sends a featreq including the FeatureResult parameter indicating successful feature operation to the Serving MSC.

p. The Serving MSC turns off the FEATREQ timer (FRRT) and provides treatment to the served MHT as indicated in the received featreq.  In this case, the treatment is to provide feature confirmation and release the call.

q. The MHG updates the subscriber confirmed profile and sends the Release Complete message to the MHT to teardown the call.

r. The MHT subscriber is now ready to use Mobile Services until deregistration of the Terminal and user.

7.4
Communication Management Scenarios
Communication Management includes automatic roaming of an Mobile H.323 Terminal. The Mobile H.323 Gateway responds to the presence of a Mobile H.323 roamer by informing the home system (Public Land Mobile Network) of its presence, determining the roamer's credit worthiness and obtaining the roamer's service profile, permits a roamer to originate calls and operate subscribed features, and provides the requisite information for routing of calls to the roaming subscriber in question. 

This Section describes the message flows for call delivery (incoming call to a roamer), and outgoing call and also some value added services like Message Waiting Notification, Short Message Services, E-Commerce services via WAP interface.

Editor’s Note: Working on the following scenarios

7.4.1
Call Orgination from Mobile H. 323 terminal to PLMN scenario
· Call Termination to Mobile H.323 terminal from PLMN 

· Message Waiting Notification to Mobile H.323 terminal from PLMN 

· Short Message Delivery to the Mobile H.323 terminal from PLMN 

· Origination of Short Message from a Mobile H.323 terminal 

____________
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Mobile H.323 Terminal has completed the registration and authentication of the terminal as shown in figure 1 at this point











Figure 4: Authentication of Subscriber using PIN scenario
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Figure 2: H.323 and PLMN Inter-working Network Architecture
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