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__________



This contribution proposes the changes to COM15-244 (Draft H.225.0, “Media Stream Packetization and Synchronization for Non�Guaranteed Quality of Service LANs”).



This document contains all changes agreed to by the May 28 Plenary of SG15, including those in D.809 and TD 30-E(PLEN).  All changes are relative to COM14-244.  Comments in braces “{}” specify the location for a change; the change itself is noted using the usual Microsoft Word change indications: new text is underscored and deleted text is struck through.



{Please note that footnotes are numbered automatically in this document and in the actual H.225.0 recommendation document. Because of this, the footnote numbering differs between the two documents. Do not attempt to change footnote numbers in the actual H.225.0 recommendation document.}



This document is contained in the file ch225v11.doc.  The change marked version of COM15-224-E is in the file w225v11.doc.  The final master version with all changes accepted is in p225nc11.doc.

�“Scope” Section (1)

{2nd para} Appendix D {change from} Annex A 

{4th para, 1st sentence} H.225.0 makes use  of RTP/RTCP(Real-timeReal  Time Transport Protocol/Real-Time TransportReal Time Control Protocol) for media stream packetization…

{5th para footnote (footnote 2) change} “Stated another way weone would... transcoded in the gateway often, weone will...”

{7th para, last sentence}{delete}, and the data maximum bit rate fields in H.245,  

{add}and shall not transmit at rates that exceed these rates.

replace figure 1 with:

�embed MSDraw \* mergeformat ���

“References” Section (2)

{Reference 5, change} TBP Speech codec for multimedia telecommunications transmitting at 8/13 kbit/s

{Reference 22, typo}  Packed Encoding Rules

{Reference 27, new reference} ITU-T Recommendation E.164 (1991), "Numbering Plan for the ISDN Era."

{Reference 28, new reference} ITU-T Recommendation Q.850, Usage of cause and location in the digital subscriber signaling system No. 1 and the signaling system No. 7 ISDN user part

“Definitions” Section (3)

{Add sentence} See  definitions in H.323. {add}   In H.323 the term “endpoint” is used to refer to terminals, gateways, and MCUs as elements that are capable of receiving or initiating calls.  In H.225.0 the term terminal is often used in a general way in descriptions of call setup, and should be understood as referring to an element that can take part in call setup, including a gateway or MCU.

“Conventions” Section (4)

{1st para} suggested {change from} recommended 

{3rd para} Kbits/sec(Kbps) {change from} kbps

{4th para, add words} …the aligned variant PER encoding of ASN….

{end, add new para} Q.931 messages are ALL CAPS; ASN.1 is in bold.

 “General Abbreviations” Subsection (5.1)

{Insert new abbreviations in alphabetical order positions}

{New }FFS	For Further Study

{New} IA5	International Alphabet

{New} IE	Information Element

{Change} MCS	Multipoint Command {replace} Data  {with} Symmetrical Data Transmission

{New} MCS	Multipoint Communication Service

{New} NA	Not Applicable

{New} NSAP	Network Service Access Point

{New} PDU	Protocol Data Unit

{New} RAS	Registration, Admission, and Status

{Change} RTP	Real-timeReal Time Transport Protocol

{Change} RTCP	Real-timeReal Time Transport Control Protocol

{New} SCN	Switched Circuit Network

{New} TSAP	Transport Service Access Point

 “RAS Message Abbreviations” Subsection (5.2)

{New} DRJ	Disengage Reject

“Packetization and Synchronization  Mechanism” Section (6.1)

{2nd footnote to 3rd para, change} “…ALERTING or CALL PROCEEDING message…”

	{delete} “rather than the CONNECT message”

	{add 2nd sentence} “Note that the H.245 channel may be opened immediately after the receipt of the H.245 address in the SETUP message.”

{6th para, 1st sentence} …action may {changed from} must be …

{footnote 11 to 6th para; change to} “Fast update of full frames, MBs, or GOBs may be requested by H.245 signaling.”

{7th para, delete 2nd sentence} “There is no synchronization…”

	{delete 4th sentence} “Thus, the typical point…”

	{delete 5th sentence} “Note that T.120 may require…”

{Table 1/H.225.0}

	{Delete 1st column, headed “Number of TSAP Ids”}

	{Change} “Usage” {column head to} “Usage of TSAP Ids”

	{Change “Well Known or Dynamic” column in the row “Data (T.120)” as follows} well 	known or dynamic

	{Delete last column, headed “Number of connections”}

	{Delete “Note 1” to this table”

	{Change remaining note to unnumbered}

	{Change remaining note}

		{1st sentence, change} “device.” {to} “network address.”

		{2nd sentence, change} “RAS channel” {to} “Call Signaling channel”

	{Caption, insert word “unicast”} “point�to�point unicast call”

{1st para after table, last sentence, insert words} “…TSAP identifiers in the RTP session.”}

	{footnote to this para}

		{delete first sentence}

		{replace} “Also note” {with} “Note”

		{replace} “that any port” {with} “that any TSAP Id”

{2nd para after Table 1/H.225}

	{change 1st sentence} “Table 1/H.225.0 describes the basic case of point-to-point unicast operations...”

	{change 2nd sentence}  “To facilitate … dynamic TSAP Idsports may be used instead of well known TSAP Ids.ports.. 

	{change 3rd sentence} “The following Ttable 2/H.225.0 and Table 3/H.225.0 s illustrate an example of  TSAP Idport usage…”



{Table 2/H.225.0}

	{delete 1st column, headed “Number of TSAP Ids”}

	{change} “Usage” {column head to} “Usage of TSAP Ids”

	{delete last column}

	{change Note 1 to Table2/H.225.0 to} “See Note 1 of Table 3/H.225.0”

	{change caption by adding} “(Unicast Example)” {at end of caption}

{Table 3/H.225.0}

	{delete 1st column, headed “Number of TSAP Ids”}

	{change} “Usage” {column head to} “Usage of TSAP Ids”

	{in third column from left, change “dynamic (Note 1)” to “dynamic or well known (Note 1)” 

	in the first row}

	{in last column, change entry on “H.245” line to} “2 per call(Note 2)”

	{change Note 1 to Table 3/H.225.0} “gateway” {change to} “gatekeeper”

	{delete Note 3 to Table 3/H.225.0}

	{change caption} “use” {to} “usage” and add the word “Example of” at the start of the

	title and delete the words “per endpoint” following “gatekeeper.”



{1st para after Table 3/H.225.0, sent 1 change} “Note that a well known reliable transport ....”

{1st para after Table 3/H.225.0, 3rd subpara (numbered 3) change} “Call state and the use of the CRV(Call Reference Value from Q.931) isare not affected...”

{1st para after Table 3/H.225.0, item 2, sent 2} “....may choose to close ...”

{2nd para after Table 3/H.225.0, beginning “Note that more ...” in that first line change “e.g.” to “i.e.”

{2nd para after Table 3/H.225.0, last sent} “The only limitation is that there shall be one and only one H.245 control channel in each direction per point-to-point call. “

{3rd para after Table 3/H.225.0, beginning “H.245 logical channel signaling”}

{3rd sentence insert} “…the ARQ/ACF or BRQ/BCF sequence … (unless … previous ARQ/ACF or BRQ/BCF sequence).

{5th sentence change} “This is discussed in more detail in H.24I, but Tthe gateway may”

{2nd last para of Section 6.1}

{delete 1st sentence} Each H.245 logical channel shall be on a separate TSAP Identifier; there is currently no provision for running multiple H.245 logical channels over a single TSAP Identifier.  

{change 2nd (last) sentence} “; H.245 provides this association which may be used for audio/video synchronization.” {replaces} “and that SSRCs may change over time. (OPEN)”

“Use of RTP/RTCP” Section (6.2)

{1st para,}

{1st sentence, change} “The H.225.0 endpoint terminal shall be capable of using as a default a separate pair of TSAP IDs  for audio and /video and the associated RTCP channels as described …

	{2nd sentence, change} ”Optionally, endpoints may choose to  use … shouldshall be followed in the use of TSAP Ids.”

{3rd sentence, delete} “(2 TSAP Ids per channel, one for RTP and one for RTCP)

{3rd para, 1st sentence, correct typo} “…H.2255.0.

{6th para, CSRC Count: Sent 3} “... in the conference makes use of the information.”

{7th para, CNAME} 

{1st sentence} “…and the two streams are associated by a CNAME as being supplied by the same endpoint …”

{delete 2nd sentence of 7th para through 11th para}  In classical RTP …Thus, the H.225.0 CNAME … per call at the terminal.

{12th para, 1st sentence, change} “When using RTCP, eitherboth RR orand SR packets shallould be sent periodically as described in Annex ARTP.”

{2nd sentence, delete footnote} The CNAME SDES message � shall …

{13th para, 1st sentence, change} “The RTCP BYE message shall not be relied on used for RTP session termination.”

{2nd sentence, delete} “If an RTP BYE message … shall be ignored.

{add new sentence, end of para}”The only mandatory use of the RTCP BYE packet is for SSRC collision resolution.”

{14th para, 1st sentence, change} “The H.323 LAN terminal … period  as defined in H.245 by the manufacturer to that…“

{15th para, 3rd bullet subpara} “�symbol 183 \f "Symbol" \s 10 \h��	In the case where the … shall not exceed match the H.245 …”

{16th (last) para, 1st sentence, delete} “Implementors should note …”

	{2nd sentence, change} “Encryption for H.323 endpoints is for further studycovered in H.323.”

{3rd (last) sentence, delete} “Also, the …  encryption….”

“Audio” Section (6.2.1)

{1st para, 1st sentence, change} “Before considering how audio is packetized using RTP, attention must be directed toward we must consider how it is signaled via H.245, and the ...”

{3rd para, 1st sentence, change} “Sample based codecs, such as G.711 and G.722 shall be considered to be frame-oriented, with a frame size of eight samples.”

{5th para, 2nd sentence, change} “Dynamic payload types as exchanged using H.245 signalingdescribed in Annex B shall be used for any ITU-T payload types not listed in Annex B.”

{6th para, 1st sentence, change} “… most recent received soundsoctet such that the amplitudevalue of the repeated soundoctet decays to silence in 10 msec…”

{8th para, 1st sentence, change} “ … G.722 toward the LAN, the H.323 … types as signaled by H.245 to differentiate between 64 Kbps (which uses PT= 9xx) and the…”

{9th para, add new last sentence} “Coders may omit sending audio signals during silent periods after sending a single frame of silence, or may send silence background fill frames if such techniques are specified by the audio codec recommendation in use. “

“Video messages” Section (Section 6.2.2)

{New para after 1st paragraph, insert} Marker(M): The marker bit should be set except in cases where it would increase end-to-end delay. 

{2nd para of COM15�244 version, now 3rd para}

{1st sentence, change} “…VideoFastFastVideoUpdatePicture, VideoFastUpdateMB, and VideoFastUpdateGOB shall be supported .”

{new 2nd sentence, change} “  used instead Use of the RTCP control packets Full Intra Request (FIR) [send me a full frame] and Negative Acknowledgment (NACK) [Send me certain packetGOBs] is optional, and signaled in H.245 capabilities.

{last sentence, delete}The possible use of NACK and …

{New para after COM15�244 2nd para (revised to 3rd para), insert} “In Annex C section 11.3.3 error recovery method (3) may be impractical if the NACK does not arrive within one frame time.”

{2 new paras after 3rd of COM15�244, 5th of revised}

To preclude the possibility of corruption in multiple pictures caused by the loss of an RTP packet, the RTP packetizer in an H.323 endpoint shall not include video from more than one picture in an RTP packet.

The RTP packetizer shall not intentionally octet align video at the start of RTP packets.  In other words, if EBIT=n in an RTP packet, SBIT in the next RTP packet shall equal 8-n,0<n<8, and if EBIT=0 in an RTP packet, SBIT in the next RTP packet shall equal 0.  This requirement avoids possible additional end-to-end delay caused by bit-shifting. This requirement shall apply across picture boundaries.

{delete 4th para of COM15�244, 8th of revised} “Note that it is an intrinsic … may apply to H.263; this is for further study.

{5th para of COM15�244, 9th of revised, change as shown} “Annex DC specifies an H.323 extension to the video packet header that contains an optional octet count.  The use of this optional extension is described in Annex DC.  Terminals are not required to send  this octet count, but shall be able to ignore it if it is sent.”



“Data messages” Section (Section 6.2.3)



{1st para, correct punctuation} “…per T.123, Centralized vs. Distributed…”

{2nd para, delete character} “...FlowControlCommands...”



“Initialization and Call Setup Message Definitions” (Section 7)

“Use of Q.931” Section (7.1)

{1st para, 5th sentence, change} “Note that the H.225.0323 endpointterminal, may…”

{4th para, 1st numbered subpara, 1st sentence} “The gateway should and the /gatekeeper shall after appropriate modification forward all information elements …

{4th para, 2nd numbered subpara} “…gateway shouldhall …”

{4th para, 3rd numbered subpara, add at end of 1st sent}  “... after appropriate modification.”

{6th para, 2nd sentence, add text} “…per Annex D of Q.931 with the exception that the procedure of D.3(Call Collisions) shall not be followed; recovery from this glare condition is left to the application layer. “



{Table 4/H.225.0}

	{Correct title of table from X.225.0 to H.225.0}

	{Change column head of 3rd column} “Receive and act onunderstand (M, F, O�, CM)”

		{Add footnote to “O” in “(M, F, O, CM)” in column head} “Note that STATUS shall not be sent in response to a message listed here as “O”; the receiver shall simply ignore the message if it does not support it.”

	{Change line}      Alerting	MO	MO

	{Change line}     Call Proceeding	O	CM�O

		{Add footnote to “CM” in “Call Proceeding”} “Terminals intended to use gateways shall receive and act on CALL PROCEEDING.”

	{Change line}     Connect Acknowledge	FO	FO

	{Change line}    Progress	OF	O

	{Change line}    Disconnect	F	FO

	{Change line}	Release	FO	FM

	{Change line}	Congestion Control 	F	F

	{Change line}	Status 	M�	MO



	{Change caption} H.225.0 Usage of Q.931/2 Messages



“Call Rreference” Section (7.2.1.2){Capitalize Reference}

{4th para, delete} “The value … following to Figure 4-5/Q.931 for a two-octet call reference value.”

{5th para, 2nd sentence, delete} “The conference ID is globally unique within a conference, including a point-to-point call.”

{3rd sentence, change} “IfHowever,  that if a given … each shallwill have…”

{6th para, change} “The call reference flaghigh order bit of the CRV shallmay be set according to the procedures as described…”



“Bearer Capability” Section (Section 7.2.2.1)



{Subsection on Information transfer capability, dash item Information transfer capability (bits 0 - 5), at the end of text delete the brace ”}” before the period.

{Subsection on “Rate multiplier - octet #4.1”, 3rd dash item, add period at the end.}

{Subsection on “Rate multiplier - octet # 4.1” (p. 27 of COM15�244); 7th dash item, add new last sentence} “The bandwidth needed for the call is the bandwidth needed on the SCN side, and may or may not match the bandwidth allowed on the LAN by the ACF/BCF messages.”

{Subsection on “Layer 1 Protocol - octet #5, 2nd dash item, add period at the end.}

“Call state” and “Called party number” Sections (7.2.2.3 and 7.2.2.4)

{Page 28 of COM15�244 version, new section should begin before “Called party number” and text immediately before this should be in normal face, not bold, as shown in following.}



Call State Value (octet #3, bits 1-6)

-   Set as per Table 4-8/Q.931 but do not use the global interface state values.  Values are interpreted as User State as per use of Q.931 Annex D.  Note that most of the listed codes will not be generated by an H.323 terminal.



 

“Cause” Section (Section 7.2.2.8)

{1st para, 1st sentence, delete}”Optional for a H.323 entity.”

{1st para, 2nd sentence, change} “If received via a gateway from the SCN, the rules defined in Q.850 apply.”

{1st para, new last sentence, add} “Note that either Cause or RelCompReason is mandatory for RELEASE COMPLETE; the cause IE is optional elsewhere. “



“Facility” Section (Section 7.2.2.13)

{1st para, delete last sentence} “No restrictions apply.”

{Add several new paragraphs before last para, “Possible extensions…”; text follows}

The Facility IE PDU shall be formed according to ROSE (uses X.208 [Specification of ASN.1] and X.209 [Specification of basic encoding rules for ASN.1]) as defined in Q.932 and Q.952. 

For the call forwarding case, the ROSE invoke component shall be completed as follows:

	invokeIdentifier = sequence number

	operationValue = callRerouting

	argument =

	{

		reroutingReason = cd			// cd = call deflection

		calledAddress = forwarded-to E164	// get alias from Facility-UUIE

		reroutingCounter = x

	}



The Facility-UUIE will be encapsulated within the ROSE PDU as defined in Q.932. If the forwarded-to endpoint cannot be specified with an E.164 address, the forwarding terminal shall supply either the alternativeAddress or alternativeAliasAddress.

In cases unique to H.323 (i.e., the FacilityReason codes found under the Facility-UUIE description found in H.225.0), the reroutingReason will be cd and the reason of the Facility-UUIE will contain the actual reason for the deflection. This means that the receiver of the Facility message must always check the Facility-UUIE reason.

To instruct an endpoint to call a different endpoint because the calling endpoint wishes to join a conference and the called endpoint does not have the MC, the Facility IE would be completed in nearly the same manner as for forwarding. The conferenceID shall indicate the conference to join and the reason in the Facility-UUIE shall be routeCallToMC.

To instruct the calling endpoint to signal the called endpoint through the called endpoint’s gatekeeper, the Facility IE would be completed in nearly the same manner as for forwarding. The reason in the Facility-UUIE shall be routeCallToGatekeeper.

{Existing para and end of insert} Possible extensions for H.225.0 are for further study.



“High layer compatibility” Section (Section 7.2.2.14)

{Change} FFSShall not be used.



“Low layer compatibility” Section (Section 7.2.2.15)

{Change} FFSShall not be used.

	

“User-user” Section (Section 7.2.2.27)

{ Before “Protocol discriminator” paragraph, add new para} 

Length of user-user contents

	-	Shall be 2 octets instead of 1 as in Figure 4-36/Q.931).  �

{ In “User information” paragraph, 1st sentence, delete}  “…structure (TDB) that … includes the actual user data e.g. as follows.”

{ Add at the end of  “User information, para 1} Note that the ASN.1 structure begins with H323-UserInformation.



{2nd sentence, add} “The ASN.1 is encoded using the basic aligned  variant  of  the packed …” 



{Change ASN.1 definitions (text after last change is removed in this paper)}

H323-UserInformation ::= SEQUENCE		-- root for all Q.931 related ASN.1�{�	h323-uu-pdu	H323-UU-PDU,�	user-data		SEQUENCE�			{�				protocol-discriminator	INTEGER (0..255),�				user-information		OCTET STRING (SIZE(1..131)),

…�			} OPTIONAL,�	...�}

H323-UU-PDU ::= 	SEQUENCE�remove “::=“ between h323-message-body and CHOICE

in the same structure change “callProgress	CallProgress-UUIE” to “callProceeding	CallProceeding-UUIE”

in the same structure delete “connectAct		ConnectAck-UUIE-UUIE,”

add a comma after second right brace “}” in this structure before nonStandardData.

{Remaining ASN.1 definition of H323-UU-PDU omitted}



“Q.931 Message details” Section (7.3)

{1st para, 2nd sentence, typo} “Regardless of the specified sizes, messages forwarded from the SCCSN side may have different (larger) sizes.”

{2nd para, 1st sent,change “terminate” to “terminals”}





“Alerting” Section (Section 7.3.1)



{Table 5} On the “High layer compatibility” line change “F” to “FFS.”

{Note 1 to Table 5/H.225.0, add second sentence} “The size shown is understood as the size of the user-data structure in H323-UserInformation and does not include the h323-UU-PDU.  The total size of H323-UserInformation is limited to 65,536 octets.”



{definition of “Alerting-UUIE” (ASN.1); add word to “h245Address” line}

	h245Address		TransportAddress OPTIONAL,



{definition of “protocolIdentifier,” change} “H.323” {change to} “H.225.0”  and delete second sentence “Shall not be sent ...”

{definition of “destinationInfo,” change; note bolding} “Contains an EndpointType to ...”

{definition of “h245Address,” change} “hH245Address - … called endpointterminal  or …”

	



“Call Proceeding” Section (Section 7.3.2)



{Table 6} On the “High layer compatibility” line change “F” to “FFS.”

{Change name} “Call Progress-UUIE” {change to} “CallProceeding-UUIE” {in ASN.1}

{Change ASN.1 with “OPTIONAL” keyword}

	h245Address		TransportAddress OPTIONAL,

{definition of “protocolIdentifier,” change} “H.323” {change to} “H.225.0” and delete second sentence “Shall not be sent ...”



{definition of “h245Address,” change} “hH245Address - … called endpointterminal or …”

	{add 2nd sentence to definition} “This address shall be sent if sent earlier in ALERTING.”



“Connect” Section (7.3.3)

{Para , sent 1, change} “... to indicate call acceptance of the call by the ...”

{Table 7/H.225.0}

	{Delete line 11} “High layer compatibility	F	NA”

{Table 7/H.225.0} On the first “High layer compatibility” line change “F” to “FFS.”

{Table 7/H.225.0} On the “Low layer compatibility” line change “F” to “FFS”



{Change ASN.1 definition of “Connect-UUIE” (add “OPTIONAL”)}

	hH245Address		TransportAddress OPTIONAL,



{Definition of protocolIdentifier, change}  “H.225323”

{Definition of h245Address, 1st sentence, change} “hH245Address - this is a specific transport address on which the called endpointterminal or…”

	{add new sentences at end} “This address shall be sent if sent earlier in ALERTING or CALL PROCEEDING.”

{Definition of “conferenceID”, add} “…from all others as received in the SETUP.”

	

“Connect Acknowledge” Section (Section 7.3.4)



{1st para, change} “Follow Table 3-56/Q.931 as modified below.”

{2nd paragraph, change} “This message shall notmay be sent by the calling entity (terminal, gatekeeper) to indicate receipt of the CONNECT message.”

{Table 8/H.225.0}

{change entries as indicated by change marks}

Call reference�M�32��{ConnectAck-UUIE ASN.1, delete}



	

 “Disconnect” Section (Section 7.3.5)

{1st para, delete 2nd and 3rd sentences} “However, it may be forwarded from the network via a gateway. Processing on receipt is optional.”



“User Information” Section (7.3.6)

{Table 9/H.225.0}

{change entries as indicated by change marks}

Call reference�M�32��Called party number�O�2-*-35��	{add caption} “Information Message Content”



“Notify” Section (7.3.7)

{1st para, 2nd sentence, delete} “However, it may be forwarded from…”

“Progress” Section (7.3.8)

{1st para: change 1st sentence as indicated, delete 2nd sentence} “This message may shall not be sent by an H.323 entity.  However, it may be forwarded from the network via a gateway.

{2nd para, change} “... message received from the network are defined ...”



“Release” Section (Section 7.3.9)

{1st para, delete 2nd and 3rd sentences} “However, it may be forwarded from the network via a gateway. Processing on receipt is optional.”

{2nd para, change text}  ““... message received from the network are defined ...Table 3-10xx/Q.931”

“Release Complete” Section (7.3.10)

{Table 10/H.225.0}

	{Change entries as indicated}

Call reference�M�32��Cause�CM (Note 1)�1��

	{Add Caption} “Release Complete”

	{Add Note} “Note 1: Either the Cause IE or the ReleaseCompleteReason shall be present.”

	{1st para after Table 10/H.225.0 delete} “An H.323 entity shall make use of the RejectReason contained in the user-to-user information element.”



{“Release Complete” ASN.1 definitions; modify as indicated; only the first line and changed lines of the definitions are shown, unchanged lines are omitted; last line (reason) ends with a comma}

ReleaseComplete-UUIE ::= SEQUENCE

	alternativeAddress	TransportAddress OPTIONAL,

		conferenceID		ConferenceIdentifier,			

	reason			ReleaseCompleteRejectReason OPTIONAL,		



ReleaseCompleteRejectReason		::=CHOICE

	unreachableDestination	NULL,     	-- no transport path to the destination	

	noPermission		NULL,		-- called party’s gatekeeper rejects

	destinationBusy		NULL,

	notBound		NULL,		-- From local Gatekeeper

	callerNotBound		NULL,		-- Destination Gatekeeper

		inConf			NULL,		-- no address in AlternativeAddress

		callOtherAddress	NULL,		-- for ad hoc conferencing)



{Insert definitions of “protocolIdentifier” and “reason” as shown here}

protocolIdentifier  - set by the calling endpoint to the version of H.225 supported��reason - more information on why the call was released.��

“Setup” Section (7.3.11)

{Table 11/H.225.0}

	{Change entries as indicated}



Call reference�M(Note 2)�32��Bearer capability�M�5-6��Calling party number�OM�2-131*��Called party number�OM�2-131*��Low layer compatibility�FFS�NA��High layer compatibility�FFS�NA  ��	{Add Note 2} “Note 2: If an ARQ was previously sent, the CRV used here shall be the same.”

{After Table 11/H.225.0, para 1 before “Setup” change} “TIn the User-user field the following ...”

{“Setup” ASN.1 definitions; modify as indicated by change marks; only first line and changed lines of each definition shown in this document}

Setup-UUIE			::=SEQUENCE

{

	h245Address		TransportAddress OPTIONAL,				

	sourceoriginatorInfo		EndpointType,						destinationAddress	SEQUENCE OF AliasAddress OPTIONAL,	-- Note(1)

	destCallSignalAddress	TransportAddress OPTIONAL,			-- Note(1)

	destExtraCallInfo	SEQUENCE OF AliasAddress OPTIONAL,	-- Note(12) 

	destExtraCRV		SEQUENCE OF CallReferenceValue OPTIONAL,-- Note(12)

	activeMCConf		BOOLEAN,					

	conferenceGoal		::= CHOICE					-- Use is FFS

	} OPTIONAL,

	callServices		QseriesOptions  OPTIONAL,

	callType		CallType,



{Note 1 to ASN.1 definitions: delete} “Note 1: Both destinationAddress and destCallSignalAddress …



{Note 2 to ASN.1 definitions: renumber as Note 1} “Note 12: If the destExtraCallInfo “...

{Note 2 to ASN.1 definitions, 1st sentence change} “If the destExtraCallInfo is present, a CRV for each call to be made mayshall be supplied in destExtraCRV



{Definitions for “Setup-UUIE” ASN.1 segment; change as indicated; only entries with changes are shown, all other entries remain as-is}

protocolIdentifier  - set by the calling endpoint to the version of H.225323 supported��h245Address - this is a specific transport address on which the calling endpointterminal or gatekeeper handling the call would like to establish H.245 signaling. This should only be provided by the sender if it is capable of handling H.245 procedures before receiving a CONNECT on the Call Signaling channel. ��sourceAddress - contains the H323_IDs for the source; the E.164 number of the source is in the Q.931 part of SETUP.  The primary address shall be first.��sourceOriginatorInfo - Contains an EndpointType to allow the called party to determine whether the call involves a gateway or not.��destinationAddress - this is the address the endpointwe wishes to be connected to.  It is suggested that either transport address be used or the E.164/H.323_ID style of address. For the direct terminal to terminal case this address is already known  so this field is redundant, but it is provided as confirming information. The primary address shall be first.  When calling an endpoint using only an E.164 address, this address shall be placed in the Q.931 IE.��destCallSignalAddress - needed to inform the gatekeeper of the destination terminal’s call signaling transport address; redundant in the direct terminal-to-terminal case but always filled in.��destExtraCallInfo - needed to make possible additional channel calls, i.e. for a 2*64 Kbps call on the WAN side. Shall only contain E.164 addresses. and shall not contain the number of the initial channel.��activeMCConf - indicates to the gatekeeper of the called terminal that the calling endpointterminal is under the influence of an active MC��callType - Using this value, called party's gatekeeper can attempt to determine ‘real’ bandwidth usage. The default value is pointToPoint for all calls; it should be recognized that the call type may change dynamically during the call and that the final call type may not be known when the SETUP is sent.��

“Setup Acknowledge” Section (7.3.12)

{1st para, 1st sentence, change} “This message mayshall not be sent …



“Status Inquiry” Section (7.3.14)

{2nd para, change} “…the call reference IECRV is of length 32 octets.



“Facility” Section (7.4.1)

{Table 12/H.225.0; modify entry as indicated}

Call reference�M�32��

{“Facility” ASN.1 definitions; change as indicated; only first and changed lines shown; note deletion of comma at end of FacilityReason}

Facility-UUIE ::= SEQUENCE

	protocolIdentifier	ProtocolIdentifier,

	alternativeAddress	TransportAddress OPTIONAL,

	alternativeAliasAddress	SEQUENCE OF AliasAddress OPTIONAL,

		conferenceID		ConferenceIdentifier OPTIONAL,			



FacilityReason		::=CHOICE

{

		routeCallTouseMyGatekeeper	NULL,		-- call must use gatekeeper

							-- gatekeeper is alternativeAddress

		callOtherAddress	NULL,		-- for call transfer

		callForwarded		NULL, 

		routeCallToMC		NULL,

		undDefinedReason	NULL,

	},



{“Facility” definitions; insert entire list}



protocolIdentifier  - set by the calling endpoint to the version of H.225 supported��alternativeAddress - this is a specific transport address to which the calling party should direct the call; if present alternativeAliasAddress is not needed.  ��alternativeAliasAddress - contains aliases that can be used to re-direct the call; if an alias is provided alternativeAddress is not needed.��conferenceID - unique conference identifier ��reason - more information about the facility message.��

Sections (7.4.2/3/4/5/6)

{Tables 13/14/15/16/17/H.225.0}

	{Change entry as indicated}

Call reference�M�32��

“Retrieve Acknowledge” Section (7.4.6)

{Table 17/H.225.0; change caption to} Retrieve Acknowledge {change from} Hold Reject



“Retrieve Reject” Section (7.4.7)

{Table 18/H.225.0}

	{Change entry as indicated}

Call reference�M�32��    

{change caption to} Retrieve Reject {change from} Hold Reject



“Q.931 Timer Values” Section (7.5)

{1st para, 1st bullet item, change} “…calling endpointterminal shall wait for an ALERTING, CALL PROCEEDING …  called endpointtity after it …This timeout value is  shall be 4 seconds.”

{3rd para, 2nd bullet item, change} “…the calling endpointterminal shall stop waiting for ”ringing” the called endpoint terminal to respondif the called terminal does not ”answer” the call. This timer starts when ALERTINGlerting is received and normally terminates on CONNECT or when the caller terminates the call attempt and sends RELEASE COMPLETE.



“H.225.0 RAS Message Common Parts” Section (7.6)

{2nd para, add last sentence} “Retransmitted messages shall have the same requestSeqNum.  RequestSeqNum increments by 1 modulo 65536.”

{3rd para, join 2 sentences and change as indicated} “The protocolIdentifier is exactly as in H.245. It is included … vintage of the implementations involved.”

{4th para, join first 2 sentences; change wording} “nonStandardParameter: is exactly as in H.245 (see H.245/section 6; the definition is not reproduced here. This parameter is optional…”



{add 3 new paras after 5th para, as shown below}

IPv4 and IPv6 addresses shall be encoded with the most significant octet of the address being the first octet in the respective OCTET STRING, e.g. the class B IPv4 address 130.1.2.97 shall have the ‘130’ being encoded in the first octet of the OCTET STRING, followed by the ‘1’ and so forth.  



The IPv6 address a148:2:3:4:a:b:c:d shall have the ‘a1’ encoded in the first octet, ‘48’ in the second, ‘00’ in the third, ‘02’ in the fourth and so forth.



IPX addresses, node, netnum, and port shall be encoded with the most significant octet of each field being the first octet in the respective OCTET STRING.



{end of inserted paras for Section 7.6}



{6th para, change} Note that this structure does not use the Transport Address = “LAN Address plus TSAP identifier” language of H.323. Instead, the terms common in each transport domain are used.



{insert/modify ASN.1 definitions for “RAS Message Common Parts” as indicated below; in “TransportAddress” definition, only first and changed lines are shown; all ASN.1 lines are shown to end of this modification after TransportAddress}

TransportAddress		::=CHOICE

	ipLooseSourceRoute	SEQUENCE	{

		port		INTEGER(0..65535),.

		route		SEQUENCE OF OCTET STRING(SIZE(4)),

		routing 		CHOICE

		{

			strict	NULL,

			loose	NULL,

			…

		},

		…

	ipxXAddress		SEQUENCE

		port		INTEGER(0..655354294967295),

		…

	nonStandardAddressData	NonStandardParameter,	

	...	

}



EndpointType		::=SEQUENCE

{

	

nonStandardData	NonStandardParameter OPTIONAL,

vendor			VendorIdentifier OPTIONAL,

gatekeeper		GatekeeperInfo OPTIONAL,BOOLEAN,

	gateway		GatewayInfoBOOLEAN OPTIONAL,

	mcuCU			McuInfoBOOLEAN OPTIONAL,  -- mc must be set as well

	terminal		TerminalInfoBOOLEAN OPTIONAL,

	mcC			BOOLEAN,	-- shall not be set by itself

	undefinedNode		BOOLEAN,	

	...

}



GatewayInfo		::=SEQUENCE

{

	protocol		SEQUENCE OF SupportedProtocols OPTIONAL,

	nonStandardData	NonStandardParameter OPTIONAL,

	...

}





SupportedProtocols 	::= CHOICE

{

nonStandardData	NonStandardParameter,

	h310		H310Caps,

	h320		H320Caps,

	h321		H321Caps,

	h322		H322Caps,

	h323		H323Caps,

	h324		H324Caps,

	voice		VoiceCaps,

	t120-only	T120OnlyCaps,

	...

}



H310Caps 	::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



H320Caps 	::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



H321Caps 	::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



H322Caps ::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



H323Caps ::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



H324Caps ::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



VoiceCaps ::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}



T120OnlyCaps ::= SEQUENCE

{

nonStandardData	NonStandardParameter OPTIONAL,

	...

}







McuInfo		::=SEQUENCE

{

	nonStandardData	NonStandardParameter OPTIONAL,



	…

}



TerminalInfo		::=SEQUENCE 

{

	nonStandardData	NonStandardParameter OPTIONAL,

	…

}



GatekeeperInfo		::=SEQUENCE 

{

	nonStandardData	NonStandardParameter OPTIONAL,

	…

}



VendorIdentifier		::=SEQUENCE

{

	vendor			H221NonStandard,

	productId		OCTET STRING (SIZE(1..256)) OPTIONAL,	-- per vendor

	versionId		OCTET STRING (SIZE(1..256)) OPTIONAL,	-- per product

	...

}



{end of ASN.1 for “RAS Message Common Parts” in Section 7.6}



{Section 7.6 continues}



{AliasAddress is at bottom of page 44 in COM15�244 version; add second sentence as indicated}

The AliasAddress structure is meant to capture the various external address formats that reference a particular transport location on the LAN.  When registering an E.164 address with a gatekeeper, an endpoint shall use only the digits 0-9 in the e164 field.



{“AliasAddress” ASN.1 definition; complete definition is shown with changes to be made indicated}

AliasAddress		::=CHOICE

{

	e164			IA5String (SIZE (1..128)) (FROM (“0123456789#*,")),

OCTET STRING (SIZE(12832)),

	h323-_ID		BMPString (SIZE (1..256)),	-- Basic ISO/IEC 10646-1 (Unicode)

OCTET STRING (SIZE(128)), 

	...

}	



{QseriesOptions immediately follows AliasAddress; see p. 45 of COM15�244}

{“QseriesOptions” ASN.1 definition changes as indicated - note the double dashes “--”}

QseriesOptions			::=SEQUENCECHOICE

{

	q932Full		BOOLEAN,	-- if true, indicates full support for Q.932

	q951Full		BOOLEAN, 	-- if true, indicates full support for Q.951

	q952Full		BOOLEAN, 	-- if true, indicates full support for Q.952

	q953Full		BOOLEAN, 	-- if true, indicates full support for Q.953

 	q954Full		BOOLEAN, 	-- if true, indicates full support for Q.954

 	q955Full		BOOLEAN, 	-- if true, indicates full support for Q.955

	q956Full		BOOLEAN, 	-- if true, indicates full support for Q.956

	q957Full		BOOLEAN, 	-- if true, indicates full support for Q.957

	q954InfoDetails		Q954DetailsInfo,	-- use instead of q954Full

	...

}



Q954Details			::=SEQUENCECHOICE

{

	conferenceCalling	BOOLEAN,

	threePartyService	BOOLEAN,

	...

}



{Following QseriesOptions on p. 45 of the COM15�244 document, “Commonly used values include:”}

{Change entries in list as shown}

GatekeeperIdentifier	::=	BMPStringOCTET STRING (SIZE(128))

BandWidth		::=	INTEGER (1.. 4294967295)	-- in 100s of bits

					-- shall be set to  

					-- {itu-t (0) recommendation (0) h (8) 2250323 version (0) 1}

EndpointIdentifier	::=	BMPStringOCTET STRING (SIZE(128))





{Following “Commonly used values…” and before “The root structure for RAS…” insert}



NonStandardParameter	::=CHOICE

{

	nonStandardIdentifier	NonStandardIdentifier,

	data			OCTET STRING

}



H221NonStandard		::=SEQUENCE

{	t35CountryCode	INTEGER(0..255),	-- country, as per T.35

	t35Extension		INTEGER(0..255),	-- assigned nationally

	manufacturerCode	INTEGER(0..65535),	-- assigned nationally

	...

}



NonStandardIdentifier		::=SEQUENCE

{

	object			OBJECT IDENTIFIER,

	h221NonStandard	H221NonStandard,

	...

}





{end of insertion following “Commonly used values…” and before “The root structure for RAS…”}



{Following “The root structure for RAS… change lines as indicated}



	nonStandardMessage		NonStandardMessage,		-- See H.245 for ASN.1

	unknownMessageResponse	UnknownMessageResponse,



“Required Support of RAS MessagesMNRREReqR” Section (7.7)

{para 1, change} “The following table shows the RAS messages that are supported by different endpoint types:”

{Table 19/H.225.0}

	{modify table entries as indicated}

URJ�OF �O�M�O��DRJ�M(Note 2)�M�M�M��LCRJ��O�M�O��

{change Note 1} “…mandatory, blank indicates “Not Applicable””

{add Note 2} “Note 2: Terminal shall not send DRJ while on a call in response to DRQ from a gatekeeper.”

{footnote to “BCF” entry, add text} “…shall reply with BCF if the lower rate is supported, otherwise with BRJ. If a gatekeeper…”

“Terminal and Gateway Discovery Messages” Section (7.8)

{Definition of “GatekeeperRequest” in ASN.1; change as indicated; only first and changed lines shown here}

GatekeeperRequest		::=SEQUENCE --(GRQ)

	callServices		QseriesOptions  OPTIONAL, 

	endpointAlias		SEQUENCE OF AliasAddress OPTIONAL,



{Table of definitions for “GatekeeperRequest” in ASN.1; change only items shown}

requestSeqNum -  this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any messages associated with this specific message.��

{Definition of “GatekeeperConfirm” in ASN.1; change as indicated; only first and changed lines shown here}

GatekeeperConfirm	::=SEQUENCE --(GCF)

	gatekeeperIdentifier	GatekeeperIdentifier  OPTIONAL,

	rasAddress		TransportAddress,





{Table of definitions for “GatekeeperConfirm”; change current entry; add new entry}

requestSeqNum - This shall be the same value that was passed in the GRQ by the caller.��rasAddress - this is the transport address that the gatekeeper uses for registration and status messages.��

{Definition of “GatekeeperReject” in ASN.1; entire definition is shown, changes indicated with change marks}

GatekeeperReject		::=SEQUENCE --(GRJ)

{

	

	requestSeqNum	RequestSeqNum,

	protocolIdentifier	ProtocolIdentifier,			

	nonStandardData	NonStandardParameter OPTIONAL,

	gatekeeperIdentifier	GatekeeperIdentifier  OPTIONAL,

	rejectReason		GatekeeperRejectReason,

	...

}



GatekeeperRejectReason		::=CHOICE

{

	rResource Unavailable		NULL,

	tTerminal Excluded		NULL,	-- permission failure, not a resource 							failure

	iInvalid Revision			NULL,

	uUndefined Reason		NULL,

	...

}



 {Table of definitions for “GatekeeperConfirm”; change current entry; add new entry}

requestSeqNum - This shall be the same value that was passed in the GRQ by the caller.�� “Terminal and Gateway Registration Messages” Section (7.9)

{Definition of “RegistrationRequest” in ASN.1; only changed lines shown, but add last line to end before 3 periods “...”}

RegistrationRequest		::=SEQUENCE --(RRQ)

	discoveryCompleteRequest	BOOLEAN,					

	gatekeeperIdentifier	GatekeeperIdentifier  OPTIONAL,

 	endpointVendor		VendorIdentifier,



{Text definitions for “RegistrationRequest”}

	{change entries as follows}

requestSeqNum -. this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any response associated with this specific message.��protocolIdentifier - identifies the H.225.0 vintage of the sendcalling terminal.��	{Delete “nonStandardData” entry}

nonStandardData - if present, lists the non-standard capabilities of the calling terminal.��

	{add “discoveryComplete” entry}

discoveryComplete  - set to TRUE if the requesting endpoint has preceded this message with the gatekeeper discovery procedure; set to FALSE if  registering only. Note that registration may age, and the endpoint will get a failure on an RRQ or ARQ with a reason code of  discoveryRequired or notRegistered respectively. This indicates that the endpoint should perform the discovery procedure (either dynamic or static) before issuing the RRQ with discoveryComplete set to TRUE.

	{delete “discoveryRequest” entry}

discoveryRequest  - set to TRUE if  …  process again.

	{change “callSignalAddress” as shown}

callSignalAddress - this is the transport call signal transport address for this sendpoint..  If … at once.  This address includes local port information.

	{Add new last sentence to “terminalAlias”}

terminalAlias -This … addresses.  All of the endpoint’s alias’s shall be included in each RRQ.

	{Add new last definition to the table at the end}

	      endpointVendor  - information about the endpoint vendor



{ASN.1 definition changes; only first line and changed lines shown (COM15�244 p. 49)}

RegistrationConfirm	::=SEQUENCE --(RCF)

	callSignalingAddress	SEQUENCE OF TransportAddress,

	endpointIdentifierD		EndpointIdentifier,



{“RegistrationConfirm” additional definitions; change as indicated by changemarks}

requestSeqNum - This shallhould be the same value that was passed in the RRQ by the caller.��nonStandardData - if present, lists the non-standard capabilities of the gatekeeper.��CallSignalingAddress - this is an array … ��endpointIdentifierD - a gatekeeper assigned terminal identity string; shall be echoed in subseqent RAS messages.��

{RegistrationReject definition; delete nonStandardData entry (COM15�244 p. 50)}

requestSeqNum - This shallould be the same value that was passed in the RRQ by the caller.��protocolIdentifier - identifies the vintage of the rejectaccepting gatekeeper.��nonStandardData - if present, lists the non-standard capabilities of the gatekeeper.��gatekeeper identifier -  string to identify the gatekeeper that has rejectaccepted the terminal’s registration.��

{Changes to ASN.1; only first line and changed lines shown (COM15�244 p. 50)}

RegistrationRejectReason		::=CHOICE

	duplicateRegistrationRequest	NULL,	-- informative; not protocol error 

	duplicateDiscoveryRequest	NULL, 	-- informative; not protocol error

	invalidCallSignal Address	NULL,

		invalidRASAddress		NULL,	-- supplied address is invalid

	duplicateAlias			SEQUENCE OF AliasAddressNULL,	-- alias registered to another endpointtransport

	transportNotSupported		NULL,	-- one or more of the transports

	...

“Terminal/ Gatekeeper Unregistration Messages” Section (7.10

{Changes to ASN.1; only first and changed lines indicated }

UnregistrationRequest		::=SEQUENCE --(URQ)

	rasAddress		SEQUENCE OF TransportAddress,	

	endpointterminalAlias		SEQUENCE OF AliasAddress OPTIONAL,

	endpointIdentifierD		EndpointIdentifier OPTIONAL,

	...

{“UnregistrationRequest” definition changes as indicated}



requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any response associated with this specific message.��cCallSignalAddress - this is one or more of the transport call signaling addresses for this endpoint which are to be unregistered.. ��rasAddress - this is the registration and status transport address for this endpoint.��endpointterminalAlias -This …. or H323_IDs.  If this optional field is not present, aAll aliasesH323_IDs are unregistered in a single message.��endpointIdentifierD - confirmation of identity; not sent by the gatekeeper��

{in the definitions following the UnregistrationConfirm make the following change}

requestSeqNum - This shallould be the same value that was passed in the URQ by the caller.��

{in the ASN.1 make the following change; only first and changed line shown}

UnregistrationReject	::=SEQUENCE --(URJ)

{

	requestSeqNum	RequestSeqNum,



{in the ASN.1 make the following change}

UnregqRejectReason		::=CHOICE



{in the definitions following the UnregistrationReject make the following change}

requestSeqNum - This shallould be the same value that was passed in the URQ by the caller.��

“Terminal to Gatekeeper Admission Messages” Section (7.11)

{Definition of “AdmissionRequest”; changes as indicated; only first and changed lines shown (COM15�244 p. 51)}

AdmissionRequest		::=SEQUENCE --(ARQ)

	callModel	CallModel OPTIONALBOOLEAN,

	conferenceID	ConferenceIdentifier,

	activeMC	BOOLEAN,

	answerCall	BOOLEAN,	-- answering a call



{Note 1 to “AdmissionRequest” definitions, 1st sentence, add new text} “…at least one shall be present unless the endpoint is answering a call.  There is no absolute rule over …”



{“CallType” ASN.1 changes, plus new ASN.1 for “CallModel” (COM15�244 p. 52)}

CallType			::=CHOICE

{	

	pPointToPoint		NULL,		-- Point to point

	oOneToN		NULL,		-- no interaction (FFS)

	nNToOne		NULL,		-- no interaction (FFS)

	nNToN			NULL,		-- interactive (multipoint)

	aAnswerCall		NULL,		-- answering a call

	...

}

	



CallModel	::=CHOICE

{

	direct			NULL,

	gatekeeperRouted	NULL,

	...

}



{“AddmissionRequest” definition list changes as indicated; unchanged text replaced with “…”}

requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any messages associated with this specific message.��callType - Using this value, gatekeeper can attempt to determine ‘real’ bandwidth usage. The default value is pointToPoint(1) for all…��callModel - if direct(0), the endpoint  is…  If gatekeeperRouted(1), the endpoint ….��endpointIdentifier - … the E.1643 address or ….��srccrInfo - sequence … ��srccrCallSignalAddress - transport …��activeMC - if TRUE, the calling party has an active MC; otherwise FALSE��answerCall - used to indicate to a gatekeeper that a call is incoming.��



{ASN.1 changes as indicated}

AdmissionConfirm	::=SEQUENCE --(ACF)

{

	requestSeqNum	RequestSeqNum,			

	bandWidth		BandWidth,				

	callModel		CallModelBOOLEAN,				

	destCallSignalreplyAddress		TransportAddress,			

	irrFrequency		INTEGER (1..65535) OPTIONAL,			

	nonStandardData	NonStandardParameter OPTIONAL,



	...	

}



{Definition table changes to some entries, as indicated}

requestSeqNum - This shall be the same value that was passed in the ARQ by the caller.��callModel - tells terminal … on destCallSignalreplyAddress …  A value of gatekeeperRouted(0) indicates … while directa (1) indicates …��DestCallSignalreplyAddress - the transport address to send Q.931.0 call signaling…��irrFrequency - the frequency … the endpointterminal …  If not presentzero, the endpointterminal does not … will poll the endpointterminal.��



{Changes to ASN.1 for “AdmissionRejectReason”; only first and changed lines (COM15�244 p. 53)}

AdmissionRejectReason		::= CHOICE

	calledPartyNnotRegistered			NULL,	-- can’t translate address	

	callerNotRegistered		NULL,

	routeCallToGatekeeper		NULL,

	invalidEndpointIdentiferD		NULL,

	resourceUnavailable		NULL,



{Definition table changes to some entries, as indicated}

requestSeqNum - This shall be the same value that was passed in the ARQ by the caller.��

 “Terminal to Gatekeeper Requests for Changes in Bandwidth” Section (7.12)

{para 1, sent 2-3 delete} “Note that if an increase ... via the conferenceID.”

{para 2, sent 3, add at end} “... shall reply with a BCF if the lower rate is supported, otherwise with BRJ. “

{Changes to “BandwidthRequest” definitions table}

requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any messages associated with this specific message.��endpointIdentifier - This is an endpoint identifier that was assigned to the terminal by RCF, probably the E.1643 address or H323_ID.��callReferenceValue - the CRV … the BARQ …��

{Changes to “BandwidthConfirm” definitions table}

requestSeqNum - This shallould be the same value that was passed in the BRQ by the caller.��

{Changes to “BandwidthReject” definitions table}

requestSeqNum - This shallhould be the same value that was passed in the BRQ by the caller.��

“Location Request Messages” Section (7.13)

{Changes to “LocationRequest ASN.1; only changes and first shown; COM15�244 p. 55)}

LocationRequest		::=SEQUENCE --(LRQ)

	destinationInfo			SEQUENCE OFof AliasAddress,  		

{add the following line before ...}

	replyAddress			TransportAddress,



{Changes to “LocationRequest” definitions}

requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any messages associated with this specific message.��endpointIdentifier - This is an endpoint identifier … the E.1643  …��replyAddress - transport address to send the LCF/LRQ destCallSignalAddress - transport address used at the destination for call signaling��destExtraCallInfo - contains external addresses for multiple calls��

 {Changes to “LocationConfirm” definitions}

requestSeqNum - This shall be the same value that was passed in the LRQCF by the caller.��

{Changes to “LocationReject” definitions}

requestSeqNum - This shall be the same value that was passed in the LRQ by the caller.��

“Disengage Messages” Section (7.14)

{1st para} If sent from an endpointa terminal to a gatekeeper, the DRQ informs the gatekeeper that an endpoint call is being dropped. If sent from a gatekeeper to an endpointa terminal, the DRQ forces a call to be dropped; such a request shall not be refused.  The DRQ is not sent between endpointterminals directly.  There is no DRJ since none is needed.





{Changes to DisengageRequest ASN.1; only first and changes shown}

DisengageRequest		::=SEQUENCE --(DRQ)

	disengageReason	DisengageReasonInfo,	

	releaseCompInfo	RelCompRejectReason	OPTIONAL,



{change to ASN.1}

DisengageReasonInfo		::=CHOICE





{Changes to DisengageRequest definitions table}

requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallhould be returned by the receivercalled in any messages associated with this specific message.��endpointIdentifier - This is an endpoint identifier … the E.1643 address …��

{Changes to DisengageConfirm definitions table}

requestSeqNum - This shallould be the same value that was passed in the DRQ by the caller.��

{Change to Disengage ”Reject” ASN.1 definition}

	rejectReason		DisengageRejectReasonInfo,		



{Changes to “DisengageRejectInfo” ASN.1; change first line and add new line before dots “...”}

DisengageRejectReasonInfo		::=CHOICE

	requestToDropOther		NULL, 	-- can’t request drop for others



{Changes to DisengageReject definitions}

requestSeqNum - This shallould be the same value that was passed in the DRQ by the caller.��

“Status Request Messages” Section (7.15)

{Changes to “InfoRequest” ASN.1; complete definition shown}

InfoRequest	::=SEQUENCE --(IRQ)

{

	requestSeqNum	RequestSeqNum,				

	callReferenceValuecrvcallID	CallReferenceValue,			

	nonStandardData	NonStandardParameter  OPTIONAL,

	replyAddress	TransportAddress OPTIONAL,

	...

}



{Changes to “InfoRequest” definitions table}

requestSeqNum - this is a monotonically increasing number unique to the sendercaller.  It shallould be returned by the receivercalled in any messagePDUs associated with this specific message.��callReferenceValuecrvCallID - CRV of the call that the query is about.   If zero, this message is interpreted as a request for an IRR for each call the terminal is active on.  If the terminal is not active on any calls, an IRR shall be sent in response to a CallReferenceValue of 0 with all appropriate fields provided.��replyAddress - a transport address to send IRR to, perhaps not that of the gatekeeper��

{Delete all text as indicated here and replace as shown below}

The addition of other fields such as CNAME, CSRC, or SSRC is for further study.



InfoReportResponse	::=SEQUENCE --(IRR)

{

…

}

{End of deletion; in COM15�244, table of definitions for InfoReportResponse follows immediately.}

{Replace deleted text with ASN.1 for InfoRequestResponse}

InfoRequestResponse	::=SEQUENCE --(IRR)

{

	nonStandardData	NonStandardParameter OPTIONAL,

	requestSeqNum	RequestSeqNum,			

	endpointType		EndpointType,

	endpointIdentifier	EndpointIdentifier,�	rasAddress		TransportAddress,			

	callSignalAddress	SEQUENCE OF TransportAddress,

	endpointAlias		SEQUENCE OF AliasAddress OPTIONAL,

	perCallInfo		SEQUENCE OF SEQUENCE�	{				

		nonStandardData	NonStandardParameter OPTIONAL,

		callReferenceValue	CallReferenceValue,			

		conferenceID		ConferenceIdentifier,			

		originator		BOOLEAN OPTIONAL,				

		audio			SEQUENCE OF RTPSession OPTIONAL,

		video			SEQUENCE OF RTPSession OPTIONAL,

		data			SEQUENCE OF TransportChannelInfo OPTIONAL,

		h245			TransportChannelInfo,

		callSignaling		TransportChannelInfo,

		callType		CallType,				

		bandWidth		BandWidth,				

		callModel		CallModel,

		...

	} OPTIONAL,

	...

}

TransportChannelInfo ::= SEQUENCE

{

	sendAddress		TransportAddress OPTIONAL,

	recvAddress		TransportAddress OPTIONAL,

	...

}



RTPSession ::= SEQUENCE

{

	rtpAddress		TransportChannelInfo,

	rtcpAddress		TransportChannelInfo,

	cname			PrintableString,

	ssrc			INTEGER (1..4294967295),

	sessionId		INTEGER (1..255),�	associatedSessionIds	SEQUENCE OF INTEGER (1..255),

	...

}



{End of replacement text, ASN.1 definition of InfoRequestResponse, etc.}

{Change definitions for InfoRequestResponse as shown}

requestSeqNum - this shall contain … one(1)zero for an unsolicited ….��endpointIdentifierD -  value assigned by the gatekeeper in the ACF.��rasAddress - address for  registration, admissions, etc.��callSignalAddress - address of H.225.0 call signaling��endpointAlias - alias(s) for endpoint��callReferenceValueCallD -Q.931 CRV(Call ID) of that call that the response is about. ��conferenceID - unique conference identifier��originator - if TRUE1, the endpoint being queried was the call originator, if FALSE0 …��sendAudioAddress -  provides the transport addresses, which may differ only by TSAP identifier, of each audio stream to which the terminal is sending audio.��sendVideoAddress - provides the transport addresses, which may differ only by TSAP identifier, of each video stream to which the terminal is sending video.��sendAudioCtrlAddress -  provides the transport addresses, which may differ only by TSAP identifier, of each audio stream to which the terminal is sending RTCP for the audio stream.��sendVideoCtrlAddress - provides the transport addresses, which may differ only by TSAP identifier, of each video stream to which the terminal is sending RTCP for the video stream.��sendDataAddress - provides the transport addresses, which may differ only by TSAP identifier, of each data stream to which the terminal is sending data.��sendH245Address - provides the transport address to which the terminal is sending H.245 control messages. Note that this address may be on the gatekeeper or on the terminal.��sendCallSignalAddress - provides the transport address to which the terminal is sending H.225.0 call control messages.��sendRASAddress - provides the transport address to which the terminal is sending RAS messages.��recAudioAddress -  provides the transport addresses, which may differ only by TSAP identifier, of each audio stream for which the terminal is receiving audio.��recVideoAddress - provides the transport addresses, which may differ only by TSAP identifier, of each video stream for which the terminal is receiving video.��recAudioCtrlAddress -  provides the transport addresses, which may differ only by TSAP identifier, of each audio RTCP stream.��recVideoCtrlAddress - provides the transport addresses, which may differ only by TSAP identifier, of each video RTCP stream.��recDataAddress - provides the transport addresses, which may differ only by TSAP identifier, of each data stream on which the terminal is receiving data.��recH245Address - provides the transport address on which the terminal is receiving H.245 control messages.��recdestCallSignalAddress - provides the transport address on which the terminal is receiving H.225.0 call control messages.��recRASAddress - provides the transport address on which the terminal is receiving R&S messages.��

“Non-Standard Message” Section (7.16)

{1st para, delete after “structure” and add “is as follows:” at end of sentence/paragraph}

The NonStandardMessage structure of H.245 may be  …  syntax is identical. is as follows:

{after 1st para, add NonStandardMessage ASN.1 definition (shown in entirety)}

NonStandardMessage		::=SEQUENCE

{

	requestSeqNum	RequestSeqNum,

	nonStandardData	NonStandardParameter,

	...

}



“Message Not Understood” Section (7.17)

{Para 1, add at end of para} RequestSeqNum shall be the requestSeqNum of the unknown message, if it can be decoded, and zero otherwise.



{Insert one line into ASN.1 for this section, as shown}

UnknownMessageResponse		::=	SEQUENCE		-- XRS

{

	requestSeqNum	RequestSeqNum,

...

}





“General Approach and Assumptions” for maintaining QOS Section (8.1)

{1st para after bullet points, change 1st sentence} “… terminal as soon as possiblebefore the call request to the gatekeeper, or …”

{1st para, delete 2nd sentence} “The terminal indicates which should be done …”

{7th para, beginning “Packet loss requires…”, 3rd sentence, change} “For audio and video, retransmission is for further studyoptional.”



“Sender Reports” Section from “Use of RTCP…” (8.2.1)

{Last para, delete last 2 sentences} “Although not required in RTCP, … can be used for synchronization.”



“Receiver Reports” Section (8.2.2)

{2nd last para, change 1st sentence} “If the interval between receiver reports exceeds a value set by the manufacturer minutes, H.323…” 

“Audio/Video Jitter Procedures” Section (8.3)

{1st para, insert new sentence after 1st sentence} “On a multipoint call the MC responds to a request from the endpoint.”

“Procedures for Maintaining QOS” Section (8.5)

{1st para, change last sentence} “The following priorities … media shall be degraded in the following order: Video, Data, Audio, Control., with most important first:

{delete numbered points following 1st para}

	1)Control

	2)Audio

	3)Data

	4)Video

{“Longer term responses:” subsection, 2nd bullet point, delete 2nd sentence} “These changes are signaled via closing H.245 logical channels.”  Also, change “lessor” to “lesser” in first sentence.



�“Annex A: RTP/RTCP(Normative)” Section (9)

{2nd para, 1st and 2nd sentences} 

Readers should note that this annex is not the complete and primary specification of RTP/RTCP;is not the preferred RTP/RTCP for usage on the Internet; please refer to Appendix A for this informative reference.  Thise annex is intended only for usage with H.323/H.225.0.



“Annex A: Section” (9.3)



{In the definition of RTP session, change} ”The destination transport address pair may be common for all participants, as in the case of IP multicast, or may be different for each, as in the case of individual unicast network addresses and portsplus a common port pair.”



Annex A - Section 9.5.1: Align the first two lines of the drawing as shown(indent the first line)

    0                   1                   2                   3

    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+



Annex A - Section 9.8.2: Add tabs as shown:



THEN create a new entry storing the source transport address and the SSRC or CSRC along with other state. 

	CONTINUE with normal processing. 

(identifier is found in the table) 

IF the source transport address from the packet matches the one saved in the table entry for this identifier: 

THEN CONTINUE with normal processing. 

(an identifier collision or a loop is indicated) 

IF the source identifier is not the participant's own: 

THEN IF the source identifier is from an RTCP SDES chunk containing a CNAME item that differs from the CNAME in the table entry: 

	THEN (optionally) count a third-party collision. 

	ELSE (optionally) count a third-party loop. 

	ABORT processing of data packet or control element. 



(a collision or loop of the participant's own data) 

IF the source transport address is found in the list of conflicting addresses: 

THEN IF the source identifier is not from an RTCP SDES chunk containing a CNAME item OR if that CNAME is the participant's own: 

	THEN (optionally) count occurrence of own traffic looped. mark current time in conflicting address list entry. 

		ABORT processing of data packet or control element. 

log occurrence of a collision. 

create a new entry in the conflicting address list and mark current time. 

send an RTCP BYE packet with the old SSRC identifier. 

choose a new identifier. 

create a new entry in the source identifier table with the old SSRC plus the source transport address from the packet being processed. 

CONTINUE with normal processing.



“Usage of RTP” Section (11.3.1)

{1st bullet point of 1st para, change} “The payload type should specify H.261 payload format (see Annex Bthe companion RTP profile document RFC TBD).”

{3rd last para of this section in COM15�244, add new sentence} “Horizontal motion vector data (HMVD): … GOB header. HMVD values are 5-bit 2's complement numbers directly representing the values [-16,+15], where -16 is not used.”

{2nd last para of this section in COM15�244, add new sentence} “Vertical motion vector data (VMVD … GOB header. VMVD values are 5-bit 2's complement numbers directly representing the values [-16,+15], where -16 is not used.”

{Add new last para, after current last para for this section, which is retained}

Horizontal and vertical motion vector data must be set to zero when the  MTYPE of the last MB encoded in the previous packet was not motion compensated.

“Packet loss issues” section 11.3.3

{para 1, last sentence - remove the double word} “Each RTP packet includes a a sequence...”

“Annex D” Section (12)

{Completely delete existing Annex D, “RTCP Extension for H.225.0” which was presented in COM15�244.}

{New Annex D follows}

{New Annex D title} “Annex D: RTP Payload format for H.261A video streams (Normative)”

{New Annex D text begins}

Introduction

To facilitate interfacing H.323 video streams to the SCN via gateways, H.323 defines a modified form of the RTP H.261 video payload.  This eases buffer management and interoperability with remote SCN codecs.  Support of the H.261A payload type is signaled using H.245 capability sets and in the openLogicalChannel message using RTP dynamic payload types.



H.261A RTP Packetization



This version is an extension of the version described in Annex C except that an additional 32-bit word is appended to the H.261 header.  The procedures that are described in Annex C also apply to this annex. 



The H.261A data will follow the RTP header, as in: 

  0                   1                   2                   3

  0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 .                                                               .

 .                          RTP header                           .

 .                                                               .

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 |                          H.261A  header                       |

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 |                          H.261 stream ...                     .

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+



The H.261A header is defined as:



  0                   1                   2                   3

  0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 |                          H.261  header                        |

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 | LGOBN |  Res  |            Byte  Count                        |

 +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+



The fields in the H.261A header have the following meanings:



H.261 header: 32 bits As described in Annex C



Last GOB Number (LGOBN): 4 bits, the GOB number of the last GOB in the RTP packet (max GOB number is 12 for H.261).



Reserved (RES): Reserved



Byte Count: 24 bits Indicates the cumulative number of octets that have been sent in the H.261 stream part of the RTP packets. If the last byte of a packet is only partially filled (as indicated by EBIT), then it is not counted in the cumulative byte count.  This modulo 224 byte count starts at a random value and is never reset.  



Both of the additional fields may be used when packets are lost or delivered out of order.  The Byte Count can be used to determine how much stuffing will be needed in the SCN stream and facilitates buffer management.  The last GOB number simplifies determining which GOBs have been lost due to packet loss.



{New Annex D text ends}

�

“Appendix A: RTP/RTCP(Informative)” Section (13)

Replace the current text with the following:



The referenced informative material may be found in the following proposed Internet Standard:



H. Schulzrinne, S. Casner, R. Frederick, and V. Jacobson, “RTP: A Transport Protocol for Real-Time Applications,” RFC 1889, Internet Engineering Task Force, 1996.



“Appendix B: RTP/RTCP(Informative)” Section (14)

Replace the current text with the following:



The referenced informative material may be found in the following proposed Internet Standard:



H. Schulzrinne, “RTP Profile for Audio and Video Conferences with Minimal Control,” RFC 1890, Internet Engineering Task Force, 1996.

“Appendix C: H.261 Packetization(Informative)” Section (15)

Replace the current text with the following:



The referenced informative material may be found in the following proposed Internet Standard:



T. Turletti, C. Huitema, “RTP payload format for H.261 video stream,” RFC XXX, Internet Engineering Task Force, 1996.

“Appendix D (Informative)” Section (16)

{add new sentence at end of para} “LANs used in H.225.0 shall provide both reliable and unreliable modes of operation, including a means to distinguish packet boundaries.”



“TCP/IP/UDP” Section (16.1)

{Replace diagram in this section with new diagram below.}

�embed MSDraw \* mergeformat ����embed MSDraw \* mergeformat ���





“Discovering the Gatekeeper” Section (16.1.1)

{Change “IP” to “UDP” and add port numbers} 



Gatekeeper UDP Discovery Multicast Address	224.0.1.41

Gatekeeper IUDP Discovery PortMulticast Address	1718xxxx

Gatekeeper IUDP Registration and Status Port	1719yyyy



“Endpoint to Endpoint Communications” Section (16.1.2)

{1st sentence, 2 deletions} “Endpoints … following ports for the RAS channel and the …

{delete first line following this sentence}

	Endpoint IP RAS Port				aaaa

{change second line as shown}

	Endpoint TCPIP Call Signaling Port			1720bbbb

�

“SPX/IPX” Section (16.2)

{Delete existing diagram in COM15�244 version and replace with new diagram below}



�embed MSDraw \* mergeformat ���





“Endpoint to Endpoint Communication” Section (16.2.2)

{1st para, 1st sentence, delete part of sentence} “…sockets for RAS and Call signaling.”

{1st subpara, delete}

	Endpoint IP RAS Port				aaaa

{2nd subpara, change “IP” to “IPX”}

	Endpoint IPX Call Signaling Port		bbbb



{This concludes the list of editorial changes for H.225.0.}

* Contact:	Dale Skran 	Tel: 908-957-5988

	Lucent Corporation/2G432	Fax: 908-957-5627

	200 Laurel Avenue	E-mail: dls@mtgbcs.att.com

	Middletown, NJ 07725



�MCUs may change CNAMEs during conferences.

� Note that STATUS shall not be sent in response to a message listed here as "O"; the receiver shall simply ignore the message if it does not support it.

� Terminals intended to use gateways shall receive and act on CALL PROCEEDING.

� The endpoint shall respond to an unknown message with a STATUS message; response to STATUS INQUIRY is also mandatory.  However, an endpoint is not required to send STATUS INQUIRY.  As a practical matter, the endpoint should be able to understand a STATUS message received in response to a message sent that was not known to the receiver.
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