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This document contains agreed changes to COM15-245 which is the white contribution for H.323 as discussed by SG15/WP1.  This document is a revision of D.810(P). All asterisk (*) indicating a change from D.810(P) have been removed to avoid confusion.  The changes have been checked against the white document COM15-245 to ensure correctness, and in some cases there have been minor editorial changes made to ensure that the changes can be correctly applied; i.e. paragraph numbers, etc.) In applying the changes keep in mind that a “Note” below a paragraph does not count toward the paragraph count used below to indicate the location of a change.

�{Sec 2, Ref 15} ITU-T Recommendation H.310 (1996):  "Broadband audio-visual communicationsNarrow-band ISDN visual telephone systems and terminal equipment".

{Sec 2, New Ref 20 } ITU-T Recommendation E.164 (1991) “Numbering Plan for the ISDN Era”.

{Sec 3, Add} Multi-Unicast: A process of transfering PDUs where an endpoint sends more than one copy of a media stream, but to different endpoints. This may be necessary in networks which do not support multicast.

{Sec 3, H.323 Entity, Delete last sent.} Not all H.323 entities are callable, but they are all addressable.

{Sec 3, RTP Session, Sent 2} ... unicast network addresses plus a common TSAP identifier pair.

{Sec 4, LCF} LCF	Location ConfirmationRequest



{Replace Fig 4 with}

�embed MSDraw \* mergeformat ���

Figure 4/H.323 H.323 Terminal Equipment

{Sec 6.2.4, Para 6} ... signaled to the receiver in the H.245 OpenLogicalChannel message.  The header within the video logical channel indicates which mode is actually used for each picture, within the stated maximum.  The maximum ... bit rate, etc. The header within the video logical channel indicates which mode is actually used for each picture, within the stated maximum.  For example, ...

{Sec 6.2.4, Para 7, last two Sent} Each logical channel ... is described in H.225.0.

{Sec 6.2.4.1, Para 1, last Sent} ... one terminal shouldshall not limit the ...

{Sec 6.2.5, Para 2, last two Sent}   Each logical channel ... is described in H.225.0.  

{Sec 6.2.5, Para 3, first Sent} Audio packets shouldshall be delivered to...

{Sec 6.2.5.1, last Sent} ... one terminal shouldshall not limit the ...

{Sec 6.2.5.2} ... to allow  H.323 terminals to appropriately set their audio receive buffer(s)... h2250MaximumSkewIndication message at the start of each call to indicate the ... the network transport. h2250MaximumSkewIndication shall be sent for each pair of associated audio and video logical channels. This is not required for audio only or hybrid conferences. Lip synchronization, ...

{Sec 6.2.6} ... delay added to athe mediaaudio stream in order ... arrival jitter.  MediaAudio streams may ... synchronization with other mediathe video streams.  Further, athe mediaaudio stream may ... its transmitting mediaaudio path.

{Sec 6.2.7, Para 2, line 1}   T.120 is the default basis of data interoperability between an H.323 terminal and other H.323, H.324, H.320, or H.310 terminals.

{Sec 6.2.7, Para 4}  T.120 capability shall be signaled using dataApplicationCapability = t120 application, dataProtocolCapability = t123LANseparateLANStack.  H.224 capability shall be signaled using dataApplicationCapability = h224 application, dataProtocolCapability = hdlcFrameTunneling.

{Sec. 6.2.7.1, Para 2} In the case where the H.323 call is established first, the normal call setup procedures of Section 8.1 are followed.  The capability exchange takes place, and a bi-directional logical channel shall be opened for the T.120 connection according to the normal H.245 procedures indicating that a new connection shall be created as described below.(logicalChannelSetupType = create).  Note that up to four logical channels may be required for a T.120 connection.  The channel can now be used for T.120 data communications.

{Sec. 6.2.7.1, Insert the following text after Para 2}The opening of a bi-directional logical channel for T.120 may be initiated by either entity sending the master using openLogicalChannel, and then or by the slave requesting the master to open a bi-directional logical channel following the bi-directional logical channel procedures of H.245.

To actually open the logical channel, the master initiating entity shall send an openLogicalChannel messagecommand indicating that a T.120 data channel is to be opened in the forwardLogicalChannelParameters as well as in the reverseLogicalChannelParameters.  The initiator may decide whether or not to include a transport address in the openLogicalChannel message. If the opening of the bi-directional channel was induced by an explicit request from the slave, the master shall include a transport address to be used for setup of the T.120 connection.  If not, the transport address shall be absent.  If the peer (the responder)slave accepts this logical channel it shall confirm the opening of the logical channel using openLogicalChannelAck.  In the openLogicalChannelAck, the responder slave shall include a transport address to be used for setup of the T.120 connection if it did not receive a transport address from the initiatormaster.  Otherwise, the transport address shall be absent.  In both cases, Tthe transport address for the T.120 connection shall in both cases be carried in the separateStack parameter .

The entityend point transmitting the transport address shall be prepared to accept a T.120 connection on this transport address.  The entity receiving the transport address shall initiate a T.120 connection setup using the previously received transport address.

In both the openLogicalChannel and the openLogicalChannelAck messagescommands, the associateConference parameter shall be set to false.

T.120 shall  follow the procedures of T.123 for the protocol stack indicated LAN protocol stack or the in the DataProtocolCapabilityseparateStack parameter protocol stack (if selected) as described in T.123 except that the transport addresses as described above shall be employed for connection setup.  The winner of the H.245 master/slave determination process shall have the option of being the upper node in the T.120 connection.

	Note:	The T.120 operation after completion of the connection setup is beyond the scope of this 		recommendation.

{Sec 6.2.7.1, Para 3} In the case where the T.120 connection is established first, the H.323 call is placed following the normal call setup procedures of Section 8.1.  The capability exchange takes place, and it is desired to associate the T.120 connection with the H.323 call.  The procedures of H.245 are used to open a bi-directional logical channel fordo the T.120 data as described below.  The openLogicalChannel message and OpenLogicalChannelAck message shall contain the Transport Addresses of the existing T.120 connection, and shall indicate that an association shall be made with an existing connection (logicalChannelSetupType = associate).  Note that up to four logical channels may be required for a T.120 connection.  The connections are then locally associated with the logical channels and treated as if they were established within the H.323 call.

{Sec 6.2.7.1, Add the following after Para 3} The opening of a bi-directional logical channel for T.120 may be initiated by either entity by sending openLogicalChannel, and then following the bi-directional logical channel procedures of H.245.the master using openLogicalChannel or by the slave requesting the master to open a bi-directional logical channel following the procedures of H.245.  The initiator of the setup should include identification information for the already existing T.120 connection: the master in the openLogicalChannel message, the slave in the openLogicalChannelAck part of the bi-directional open request to indicate to the peer which T.120 connection (if there are several) is to be associated.

To actually open the logical channel, the initiating entity master shall send an openLogicalChannel message command for a bi-directional logical channel indicating that a T.120 data channel is to be opened in the forwardLogicalChannelParameters as well as in the reverseLogicalChannelParameters.  If the peer slave accepts this logical channel it shall return an openLogicalChannelAck message to the initiator in which it may include its local identification for the transport connection.  In both messages the associateConference parameter shall be set to true.

As identification information the local (dynamically instanstciated) transport address of the initial transport connection of the T.120 connection should be provided in the separateStack parameter.  In addition, the externalReference parameter may be used to provide further information on which T.120 connection is to be associated.

If any of this identification information is not available to the initiator, it may omit the respective value(s).

Note:	If the transport address is not specified and the two endpoints share more than one T.120 connection it may be ambiguous for the recipient which T.120 connection is referred to.  Implications of this ambiguity and steps to avoid it are for further study.

{Sec 6.2.7.1, Para 4, delete} T.120 applications shall use the LAN protocol stack as described in T.123.

{Sec 6.2.8, Para 2, Sent 2} ... Control Channel in each direction, for each call ...

{Sec 6.2.8, Para 6, first Sent} ... all H.245 MmultimediaSystemControlPDUMessage messages, ...

{Sec 6.2.8 Para 9, Sent 1} ThreeTwo H.245 request ...

{Sec 6.2.8 Para 9, Sent 2} The H.245 videoFastUpdatePicture, and videoFastUpdateGOB, and videoFastUpdateMB requests shouldshall be used ...

{Sec 6.2.8 Para 9, Add after Sent 2} The ability to accept FIR and NACK is signalled during the H.245 capability exchange.

{Sec 6.2.8.2, Para 1} ... a transmitter to one or morea receivers, and is identified ...

{Sec 6.2.8.2,  Delete Para 4} The openLogicalChannelAck ... assigned Transport Address.

{Sec 6.2.8.2, Add new Paras after old Para 4} Logical channels shall be opened using the following procedure:

The initiating terminal shall send an OpenLogicalChannel message as described in H.245.  If the logical channel is to carry a media type using RTP (audio or video), the OpenLogicalChannel message shall include the mediaControlChannel parameter containing the transport address for the reverse RTCP channel.

The responding terminal shall respond with an OpenLogicalChannelAck message as described in H.245.  If the logical channel is to carry a media type using RTP, the OpenLogicalChannelAck message shall include both the media transportChannel parameter containing the RTP transport address for the media channel and the mediaControlChannel parameter containing the transport address for the forward RTCP channel.

Media types (such as T.120 data) which do not use RTP/RTCP shall omit the mediaControlChannel parameters.

If a corresponding reverse channel is opened for a given existing RTP session (identified by the RTP sessionID), the mediaControlChannel transport addresses exchanged by the OpenLogicalChannel process shall be identical to those used for the forward channel.  Should a collision occur where both ends attempt to establish conflicting RTP sessions at the same time, the master endpoint shall reject the conflicting attempt as described in H.245.  The rejected OpenLogicalChannel attempt may then be retried at a later time.

{Sec 6.2.8.3, Para 2, Sent 2} ... conference, all terminal rRequestMode commands are ...

{Sec 6.2.8.4, Table 1, last three rows, replace MCU with MC}

{Sec 6.2.8.4, Para 5} If no MC is active and the entities are of the same type, then the ... and the entities are of different typeshave the same feature set, then an MC ...

{Sec 6.2.11.2, Para 1, last Sent} ... not including RTP headers, RTP payload headers and LAN H.225.0 and LAN headers and other overhead.

{Sec 6.2.11.2, Para 2, first 2 Sent} The transmit bitrate shall be further reduced by an H.245 flowControlCommand message from the receiving endpoint which specifies a lower bitrate.  H.323 endpoints shall obeyrespond to the ...

{Sec 6.3, Para 1, first Sent} ... example H.245 to/from H.242; this conversion is described in H.24I).

{Sec 6.3, Para 4, Delete Last Sent}   This will allow the Gateway ... the SCN and the LAN.

{Sec 6.3, Para 7} ... should generate and detect DTMF ... userInputIndications for 0-9, *, and #.

{Sec 6.3, Para 8, last 3 Sent} ... H.245 conversiondescribed in H.24I.  The Gateway performs the  ...

{Sec 6.3, Para 9, first Sent} ... to the Gateway shouldshall be passed through ...

{Sec 6.3, Para 11} ... Gateways to provide H.320 communication between ...

{Sec 6.4, Para 1, last Sent} ... terminal, MCU, Gateway, MCserver, or other non-H.323 LAN device.

{Sec 6.4, Para 2, first Bullet, Sent 2} This shouldshall be done using ...

{Sec 6.4, Para 6} H.323 entities that contain a Gatekeeper shallshould have a mechanism ...

{Sec 6.5, Para 6, last 2 Sent}  They may be the same entity or separate entities.  If separate, Ccommunications between them is outside the scope of this recommendation.

{Sec 6.5, Para 10} ... endpoints are in a decentralized multipoint conference contain an MC, the ...

{Sec 6.5, Add after Para 10} After the capability exchange and master/slave determination, the MC may first assign a terminal number to a new endpoint using the terminalNumberAssign. The MC shall then notify the other endpoints of the new endpoint in the conference using terminalJoinedConference. The new endpoint may request a list of other endpoints in the conference using the terminalListRequest.

{Sec 6.6, Para 4, last Sent} The use of the T.120AVCseries for these control functions is for further study.

{Sec 6.6, Para 5, Sent 5} The terminals shallmay assume that their ...

{Sec 6.7, Para 1, Delete last Sent}  More information ... for further study.

{Sec 6.8.7, Para 2, first Sent} ..., the MP shouldshall synchronize... and then shall generate a ...

{Sec 7.1.2, Para 2} Terminals, Gateways, and MCUEndpoints have onetwo well known TSAP Identifiers defined: the RAS Channel TSAP Identifier and the Call ... RAS Channel TSAP Identifier and one well known multicast address defined: Discovery Multicast Address.  These TSAP Identifiers are defined in H.225.0 Appendixnnex D.

{Sec 7.1.3, Para 3, last Sent}   When this access code is used, it shall be the responsibility of the Gatekeeper to remove it from the destination addresses prior to the Setup message being sent to the Gateway. The Gatekeeper may alter this address prior to sending it to the destination.

{Sec 7.1.3, Para 4 } ... a string of up to 64 ISO/IEC 10646-1 characters as defined in H.225.0terminated with a null.  The H.323 ID must be unique within a Zone.  It may be a user ...

{Sec 7.1.3, Para 5, Add after last Sent} The endpoint’s alias addresses shall be unique within a Zone.

{Sec 7.2.1, Para 3, Sent 2} ... well known Discovery Multicast AddressRAS Channel TSAP Identifier.

{Sec 7.2.1, Para 4, last Sent} ... the endpoint mayshall use the manual ...

{Sec 7.2.2, Para 2, first Sent} ...Request (RRQ) to athe Gatekeeper which they are registered to.

{Sec 7.2.2, Para 3} ... a previous RRQ, it shall respond with RCFshould ignore the registration. If a Gatekeeper ... duplicate registration. The endpoint should then unregister the alias address, and re-register it with the new Transport Address.  If the Gatekeeper ... address, it should replace theadd a new translation table entryies for the new alias.  The Gatekeeper may have a method to authenticate these changes which is for further studyoutside the scope of this Recommendation.

{Sec 7.2.2, Replace Fig 8 with}
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Figure 8/H.323 Registration

{Sec 7.2.3, Sent 3 to end} ... RAS Channel TSAP Identifier, or if multicast, is sent to the Gatekeeper’s well known Discovery Multicast Addressr.  The Gatekeeper with which the requested endpoint is ... Signalling Channel or the endpoint’s Gatekeeper’s Call Signalling Channel.  All Gatekeepers with which the requested endpoint is not registered, shall return Location Reject (LRJ) if they received the LRQ on the RAS Channel. Any Gatekeeper with which the requested endpoint is not registered, shall not respond to the LRQ, if it received the LRQ on the Discovery Multicast address.

{Sec 7.2.4, Para 2, Sent 2} ... and video channels excluding any RTP headers, RTP payload headers, LAN headers, and other overhead. 

{Sec 7.2.4, Para 2, Sent 5} ... aggregate bitrate, averaged over one second, for all transmitted ...

{Sec 7.3, Para 1, first Sent} ... be used to carry H.225.0Q.931 call control messages

{Sec 7.3. Para 4, delete last sent} All other Q.931 messages are optional.

{Sec 7.3.1, Para 2, last Sent} ... of the endpoint, although the endpoint can specify a preference.

{Sec 7.3.2, Para 1, add after third Sent } This method is for further study.

{Sec 7.4, Sent 4} ... relating to the same call, including multiple Setup messages within the same procedure defined in Section 8.1.

{Replace Sec 7.5 with}

7.5 Conference ID and Conference Goal

The Conference ID (CID) is a unique non-zero value created by the originating endpoint and passed in various H.225.0 messages, encoded with CID octet zero first. The CID identifies the conference with which the message is associated. The CID shall be formed from 16 octets as follows:

CID octet�15�14�13�12�11�10�9�8�7�6�5�4�3�2�1�0��value�N5�N4�N3�N2�N1�N0�C1�C0�H1�AV�M1�M0�L3�L2�L1�L0��where an index of 0 (e.g. N0) refers to the lowest order octet of the respective value (e.g. N5:N0): 

N5:0 is 48 bits of physical LAN address , if available.

C1:0 is 16 bits of counter incremented per conference if the clock cannot be guaranteed to be monotonic.

H1, A,M1:0,L3:0 is the low order 60 bits of 100 nanosecond clock since Oct 15, 1582, local time zone. The assignment of bits is as follows:

	

H1�A�M1�M0�L3�L2�L1�L0��59          52�51         48�47�32�31���0��



V is 4 bits of version number = 0001 placed in the lower order 4 bits of CID octet 6.



The conferenceGoal indicates the intention of the call. Choices are: Create - to create a new conference, Join - to join an existing conference, and Invite - to invite a new endpoint into an existing conference.

{Sec 8.1, last Sent} Requests for bandwidth reservation from services such as RSVP should take place at the earliest possible prior to the procedures of Phase A.

{Sec 8.1 Add new Para} If both the alias address and the transport address are specified, preference shall be given to the alias address.

{Sec 8.1.1, last Sent} Messages (2), (3) and (5) are optional.

{Sec 8.1.2, Para 1, last Sent} Messages (4), (7) and (9) are optional.

{Sec 8.1.2, Para 2, Sent 7} ... in which case it sends Release Complete to the Gatekeeperendpoint 1.

{Sec 8.1.2, Para 2, last Sent} Messages (5), (8) and (11) are optional.

{Figures 13 through 23} Remove Connect Ack lines.

{Sec 8.1.2, Replace Fig 15 with}
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Figure 15/H.323 Both Endpoints Registered, Same Gatekeeper - Gatekeeper Routed Call Signalling

{Sec 8.1.3, Para 1, last Sent} Messages (4), (5) and (7) are optional.

{Sec 8.1.3, Para 2, last Sent} Messages (5), (6) and (9) are optional.

{Sec 8.1.3, Replace Fig 17 with}

�embed MSDraw \* mergeformat ���

Figure 17/H.323 Only Calling Endpoint Registered - Gatekeeper Routed Call Signalling

{Sec 8.1.4, Para 1, last Sent}   Messages (2), (5) and (7) are optional.

{Sec 8.1.4, Para 2, Sent 3 to end} ... it initiates the ARQ (32)/ACF (43) exchange with that Gatekeeper.  It is possible that an ARJ (3) is received by endpoint 2, in which case it sends Release Complete to endpoint 1.  If acceptable, tThe Gatekeeper shall return a Call Signalling Channel Transport Address of itself in the ARJCF(43) with a cause code of routeCallToGatekeeper.  Endpoint 2 replies to endpoint 1 with a Release CompleteFacility (54) message containing the Call Signalling Transport Address of its Gatekeeper.  Endpoint 1 then sends the Release Complete (6) message to endpoint 2. Endpoint 1 sends a Setup (75) message to theat Gatekeeper’s Call Signalling Channel Transport Address.  The Gatekeeper sends the Setup (84) message to endpoint 2.  Endpoint 2 initiates the ARQ (9)/ACF (10) exchange with that Gatekeeper. Endpoint 2 then responds with the Connect (129) message which contains ... sends the Connect (130) message to endpoint... Channel or not.  Messages (5), (8) and (11) are optional.

{Sec 8.1.4, Replace Fig 19 with}
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Figure 19/H.323 Only Called Endpoint Registered - Gatekeeper Routed Call Signalling

{Sec 8.1.5, Para 1, last Sent}   Messages (4), (7) and (9) are optional.

{Sec 8.1.5, Para 2, Sent 6 to end} It is possible that an ARJ (6) is received by endpoint 2, in which case it sends Release Complete to endpoint 1.  If acceptable, Gatekeeper 2 shall return a Call Signalling Channel Transport Address of itself in the ARJCF(6) with a cause code of routeCallToGatekeeper.  Endpoint 2 replies to endpoint 1 with a Release CompleteFacility (7) message containing the Call Signalling Transport Address of Gatekeeper 2.  Endpoint 1 then sends the Release Complete (8) message to endpoint 2. Endpoint 1 shall send a DRQ (9) to Gatekeeper 1 which responds with DCF (10). Endpoint 1 then initiates a new ARQ(11)/ACF(12) exchange with Gatekeeper 1. Endpoint 1 sends a Setup (138) message to theat Gatekeeper’s Call Signalling Channel Transport Address.  Gatekeeper 2 sends the Setup (149) message to endpoint 2.  Endpoint 2 initiates the ARQ (15)/ACF (16) exchange with Gatekeeper 2. Endpoint 2 then responds with the Connect (182) message which ... sends the Connect (193) message to endpoint 1 ... Channel or not.  Messages (4), (10), (11)  and (14) are optional.  

{Sec 8.1.5, Replace Fig 21 with}

�embed MSDraw \* mergeformat ���

Figure 21/H.323 Both Endpoint Registered - Direct / Routed Call Signalling

{Sec 8.1.5, Para 3, last Sent}  Messages (5), (8)  and (11) are optional.

{Sec 8.1.5, Replace Fig 22 with}
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Figure 22/H.323 Both Endpoint Registered - Routed / Direct Call Signalling

{Sec 8.1.5, Para 4, Sent 7 to end} It is possible that an ARJ (7) is received by endpoint 2, in which case it sends Release Complete to Gatekeeper 1.  If acceptable, Gatekeeper 2 shall return a Call Signalling Channel Transport Address of itself in the ARJCF(7) with a cause code of routeCallToGatekeeper.  Endpoint 2 replies to Gatekeeper 1 with a FacilityRelease Complete (8) message containing the Call Signalling Transport Address of Gatekeeper 2.  Gatekeeper 1 then sends the Release Complete (9) message to endpoint 2. Gatekeeper 1 sends a Setup (108) message to thatGatekeeper 2’s Call Signalling Channel  Transport Address.  Gatekeeper 2 sends the Setup (110) message to endpoint 2.  Endpoint 2 initiates the ARQ (12)/ACF (13) exchange with Gatekeeper 2. Endpoint 2 then responds to Gatekeeper 2 with the Connect (153) message which ... the Connect (164) message to Gatekeeper 1 ... sends the Connect (175) message to endpoint 1 which... Control Channel or not.  Messages (5), (11), (12)  and (16) are optional.

{Sec 8.1.5, Replace Fig 23 with}

�embed MSDraw \* mergeformat ���

Figure 23/H.323 Both Endpoint Registered - Both Gatekeepers Routing Call Signalling

{Sec 8.1.6.2, Para 3} The LAN endpoint shall send alla separate Setup message for each E.164 addresses that it is calling in the Setup message. For exampleTherefore, a sixmultiple B channel call on the ISDN will require sixmultiple E.164 addresses in the Setup messages. The Gateway shall respond to theeach Setup message ... message as well as optional Alerting, Call Proceeding, or Progress ... to the LAN endpoint in the Release Complete message. The use of multiple CRV values and multiple Setup messages is for further study. Addition of channels on the SCN during a call is for further study.Each Setup message shall use a unique CRV. All other messages (including status and call termination messages) associated with a specific Setup message shall use the CRV from that Setup message.

{Sec 8.1.6.2, Delete Para 5} A Gateway which is ... to obtain additional call bandwidth. 

{Sec 8.1.6.2, Para 6, first Sent} The GatewayLAN endpoint may ... first call onto the SCNGateway.

{Sec 8.1.7, Para 2, Sent 3&4} ...one for each callendpoint).  ... Channels shouldwill be multicast ..

{Sec 8.1.7, Para 3, first Sent} ... Control Channel shallmust be routed through the Gatekeeper.

{Sec 8.1.7, Para 3, Sent 3 to end}... endpoints to an MC associated within the Gatekeeper, or to an MC external to the Gatekeeper.  No additional call setup is required for the MC within the Gatekeeper.  For the MC external to the Gatekeeper, the Gatekeeper shall exchange call signalling with the MCU that contains the MC on behalf of each endpoint.  The Gatekeeper shall then establish an H.245 Control Channel with the MCU for each endpoint, and route the H.245 messages between the endpoints and the MCU through the Gatekeeper.

{Sec 8.1.8 heading} 8.1.8 Call ForwardingTransfer

{Sec 8.1.8} An endpoint wishing to transfer or forward a call ... issue a FacilityRelease Complete message indicating Transport aAddress ... receiving this FacilityRelease Complete indication should send a Release Complete and then restart the Phase A procedures with the new endpoint.

{Sec 8.2, Para 1, first 2 Sent} ... messages from Phase A, each knows the H.245 Control Channel Transport Address of the other endpoint.  Tthe endpoints shall then establish the ...

{Sec 8.2, Para 1, add to end of Para}  Note: Optionally, the H.245 Control Channel may be set up by the called endpoint on receipt of Setup, and by the calling endpoint on receipt of Alerting or Call Proceeding. In the event that Connect does not arrive, or an endpoint sends Release Complete, the H.245 Control Channel shall be closed.

{Sec 8.2, Delete Para 3} The Audio Channel may ... use G.711 audio at 64 kbps.

{Sec 8.2, Para 4, Add after Sent 2} The active MC may then send the  mcLocationIndication message.

{Sec 8.3, Para 1, first Sent} ... of capabilities and master slave determination, the procedures ...

{Sec 8.3, Para 1, Sent 3} Audio and video streams require ...  the RTCP media control.

{Sec 8.3, Para 1, last Sent} ..., are transported over dynamic TSAP Identifiers using a reliable ...

{Sec 8.3, Add new Para after Para 2} Following the opening of logical channels for audio and video, one h2250MaximumSkewIndication message shall be sent by the transmitter for each associated audio and video pair.

{Add new Sec 8.3.3}

8.3.3 Media Stream Address Distribution

In unicast, the endpoint shall open logical channels to the MCU or other endpoint. Addresses are passed in the openLogicalChannel and openLogicalChannelAck.

In multicast, the multicast addresses are assigned by the MC and distributed to the endpoints in the communicationsModeCommand. It is the responsibility of the MC to allocate and assign unique multicast addresses. The endpoint shall signal an open logical channel to the MC with a multicast address in the openLogicalChannel. The MC shall forward the openLogicalChannel to each receiving endpoint. 

In multi-unicast, the endpoint must open logical channels to each of the other endpoints. The openLogicalChannel is sent to the MC and shall contain the terminal number of the endpoint for which the channel is intended. The endpoint can match a openLogicalChannelAck by the forwardLogicalChannelNumber.



{Sec 8.4.1, Para 1, Sent 2}... video channels, excluding any RTP headers, RTP payload headers, LAN headers, and other overhead, is within this bandwidth.

{Sec 8.4.1, Para 4, Sent 5} ... using the openLogicalChannelRequest (4) specifying the new bitrate.

{Sec 8.4.1, Para 5, first Sent} ... bitrate on a logical channel from endpoint 2 which it previously flow controlled to a lower bitrate, endpoint 1 first determines if the call bandwidth will be exceeded.

{Sec 8.4.1, Para 5, Sent 8} ... using the openLogicalChannelRequest (7) specifying the new bitrate

{Sec 8.4.1, Para 6, last Sent} If the request isf for an increase, ...

{Sec 8.4.2, Para 1, Sent 1&2} ... to poll the endpoints on active calls at an interval decided by the manufacturer.  The endpoint shall respond within 5 seconds, and the polling interval ...

{Sec 8.4.2, Para 3, last Sent} Note that this is a H.225.0Q.931 message sent ...

{Replace Sec 8.4.3 and subsections and figures with}

8.4.3 Ad Hoc Conference Expansion

The following procedures are optional for terminals and Gateways and mandatory for MCs.

An Ad Hoc Multipoint conference is one that can be expanded from a point-to-point conference involving  an MC to a multipoint conference. First, a point-to-point conference is created between two endpoints (endpoint 1 and endpoint 2). At least one endpoint, or the Gatekeeper must contain an MC. Once the point-to-point conference has been created, the conference  may be expanded to multipoint conference in two different ways.  The first way is when any endpoint in the conference invites another endpoint (endpoint 3) into the conference by calling that endpoint through the MC.  The second way is for an endpoint (endpoint 3) to join an existing conference by calling an endpoint in the conference.

Ad Hoc Conference expansion can take place when using either the Direct Call Signalling model or the Gatekeeper Routed Call Signalling model. The H.245 Control Channel topology for the Direct Call Signalling model appears as:

�EMBED Word.Picture.6���

The H.245 Control Channel topology for the Gatekeeper Routed Call Signaling model appears as:

�EMBED Word.Picture.6���

In either case an MC must be present in the conference at the time of expansion to any number greater than 2 endpoints. 

The procedures required to create a point-to-point conference and then expand the conference through invite and join, for each call model, is covered in the following sub-sections.

It should be noted that the call is ended by a failure of the entity that is providing the MC.

8.4.3.1 Direct Endpoint Call Signalling -  Conference Create

Endpoint 1 creates a conference with endpoint 2 as follows:

A1) Endpoint 1 sends a Setup message to endpoint 2 containing a globally unique CID = N and conferenceGoal = create according to the procedure in Section 8.1 

A2) Endpoint 2 has the following options:

A2a) If it wants to join the conference, it sends a Connect message with CID = N to endpoint 1. In this case it is either 1) not participating in another conference or 2) it is participating in another conference, it is capable of participating in multiple conferences at the same time, and the received CID = N does not match the CID of any of the conferences in which it is currently participating.

A2b) If it is in another conference with CID = M and can participate in only one conference at a time it either 1) rejects the call by sending Release Complete indicating in-conference or 2) it can request endpoint 1 to join the conference with CID = M by sending a Facility message indicating routeCallToMC with the Call Signalling Channel Transport Address of the endpoint containing the MC and CID = M of the conference.

A2c) If it does not wish to join this conference it rejects the call by sending Release Complete indicating destinationBusy.

A3) If endpoint 2 enters the conference, endpoint 1 uses the transport address of the Control Channel provided in the Connect message to open the Control Channel with endpoint 2.

A4) The H.245 messages are then exchanged as described below:

A4a) TerminalCapabilitySet messages are exchanged between the endpoints to determine the version number of the H.245 used in order to parse the remaining received messages correctly.

A4b) Using H.245 master/slave determination procedure, it is determined that Endpoint 2 is the master.  In the Gatekeeper-Routed model the master could be in the Gatekeeper’s MC. If the master has an MC, it becomes the Active MC. It may then send the MCLocationIndication to the other endpoint(s). The MC may be active in the conference now, or when the user initiates the multipoint conference function, at the choice of the manufacturer.

A4c) The master may send  the terminalNumberAssign message to the endpoints. The endpoints shall use the 8 bit terminal number, and not use the 8 bit MCU number, from the 16 bit number assigned  as the low 8 bits of the SSRC field in the RTP header. These low 8 bits in SSRC then identify the streams from a particular endpoint.

A4d) Since the capabilities of the receiver are known from the TerminalCapabilitySet message, the transmitter opens the logical channels. It shall send one h2250MaximumSkewIndication for each pair of audio and video transmitted.

8.4.3.2 Direct Endpoint Call Signalling -  Conference Invite

There are two cases of the conference invite.  First, the endpoint which contains the active MC wishes to invite another endpoint into the conference.  Second, an endpoint which does not contain the active MC wishes to invite another endpoint into the conference.

After a point-to-point conference has been established using procedures A1 to A4,  an endpoint (endpoint 2) containing the active MC wishing to add another endpoint to the conference, shall use the following procedure:

B1) Endpoint 2 sends a Setup message to endpoint 3 with CID = N and conferenceGoal = invite according to the procedures in Section 8.1. See Figure 26/H.323.

B2) Endpoint 3 has the following options:

B2a) If it wishes to accept the invitation to join the conference, it sends a Connect message with CID = N to endpoint 2.

B2b) If it wishes to reject the invitation to join the conference, it sends a Release Complete message indicating destinationBusy to endpoint 2.

B2c) If it is in another conference with CID = M, it can request endpoint 2 to join the conference with CID = M by sending a Facility message indicating routeCallToMC with the Call Signalling Channel Transport Address of the endpoint containing the MC and CID = M of the conference.

B2d) If the received CID matches the CID of a conference that endpoint 3 is currently participating in, it shall reject the call by sending Release Complete indicating that it is already in the conference.

B3) If endpoint 3 accepts the invitation, endpoint 2 uses the transport address of the Control Channel provided in the Connect message to open the Control Channel with endpoint 3.

B4) The H.245 messages are then exchanged as described below:

C1) TerminalCapabilitySet messages are exchanged between the MC and endpoint 3.

C2) Using H.245 master/slave determination procedure, it is determined that endpoint 2 is already the active MC.  The MC may then send the MCLocationIndication to the endpoint 3.

C3)The MC shall send multipointModeCommand at this time to all the three endpoints.

C4) The MC may send the terminalNumberAssign message to endpoint 3. If received, the endpoints shall use the 8 bit terminal number, and not use the 8 bit MCU number, from the 16 bit number assigned  as the low 8 bits of the SSRC field in the RTP header. These low 8 bits in SSRC then identify the streams from a particular endpoints.

C5) An endpoint can get the list of the other endpoints in the conference by sending the terminalListRequest message to the MC. The MC responds with the terminalListResponse.

C6) Whenever a new endpoint joins the conference, the MC sends the terminalNumberAssign message to endpoint 4 and terminalJoinedConference message to endpoints 1, 2, and 3.

C7) Whenever an endpoint leaves the conference, the MC sends terminalLeftConference to the remaining endpoints.

C8) The MC shall send the communicationModeCommand to all the endpoints in the conference.

C9) Endpoint 1 and endpoint 2 will close their logical channels that were created during the point-to-point conference if they are inconsistent with the information contained in the communicationModeCommand. 

C10) The logical channels can now be opened between the MC and the endpoints. 
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Figure 26/H.323 MC Invite Signalling

After a point-to-point conference has been established using procedures A1 to A4,  an endpoint (endpoint 1) that does not contain the active MC wishing to add another endpoint to the conference, shall use the following procedure:

B1)Endpoint 1 sends a Setup message to the MC (endpoint 2) with a new CRV indicating a call to endpoint 3 by providing the transport address of endpoint 3, CID = N, and conferenceGoal = invite.  See Figure 27/H.323.

B2) Endpoint 2 sends a Setup message to endpoint 3 with CID = N and conferenceGoal = invite according to the procedures in Section 8.1.

B3) During call signalling with endpoint 3, endpoint 2 shall pass Call Signalling messages received from endpoint 3, including Connect, to endpoint 1 (the original inviter).

B4) Endpoint 3 has the same options, described previously, of either accepting or rejecting the invitation.

B5) At some time after the completion of the call setup procedure between endpoint 2 and endpoint 3, endpoint 2 shall send a Release Complete message to endpoint 1.

B6) If endpoint 3 accepts the invitation, endpoint 2 uses the transport address of the Control Channel provided in the Connect message to open the Control Channel with endpoint 3.

B7) The H.245 messages are then exchanged as previously described in procedures C1 to C10.
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Figure 27/H.323 Non-MC Invite Signalling

8.4.3.3Direct Endpoint Call Signalling -  Conference Join

There are two cases of the conference join.  First, an endpoint calls the endpoint which contains the active MC.  Second, an endpoint calls an endpoint which is not the active MC.  

After a point-to-point conference has been established using procedures A1 to A4, an endpoint (endpoint 3) wishing to join a conference may attempt to connect with the endpoint containing the active MC in the conference.  In this case, the following procedure shall be used.

B1) Endpoint 3 sends a Setup message to endpoint 2 with CID = N, and conferenceGoal = join according to the procedure in Section 8.1.  See Figure 28/H.323.

B2) If the CID matched the CID of an active conference in the MC, endpoint  2 (MC) has the following options:

B2a) If it decides that endpoint 3 should be allowed to join the conference, it sends the Connect message with CID = N.

B2b) If it decides that endpoint 3 should not be allowed to join the conference, it sends the Release Complete message with destinationBusy.

B3) If the CID does not match the CID of an active conference in the MC, endpoint 2 shall send Release Complete indicating a bad CID.

B4) If endpoint 2 allows the join, endpoint 2 opens the Control Channel with endpoint 3.

B5) The H.245 messages are then exchanged as previously described in procedures C1 to C10.
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Figure 28/H.323 MC Join Signalling

After a point-to-point conference has been established using procedures A1 to A4, an endpoint (endpoint 3) wishing to join a conference may attempt to connect with an endpoint that does not contain the active MC in the conference.  In this case, the following procedure shall be used.

B1) Endpoint 3 sends a Setup message to endpoint 1 with CID = N, and conferenceGoal = join according to the procedure in Section 8.1.  See Figure 29/H.323.  

B2) Endpoint 1 returns a Facility message indicating routeCallToMC with the Call Signalling Channel Transport Address of endpoint 2 (containing the active MC) and the CID = N of the conference.

B3) Endpoint 3 then sends a Setup message to endpoint 2 (MC) with CID = N and conferenceGoal = join as described in the previous conference join procedure.
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Figure 29/H.323 Non-MC Join Signalling

8.4.3.4 Gatekeeper Routed Call Signalling - Conference Create

In cases where the Gatekeeper routes the Call Signalling Channel and the H.245 Control Channel, the Gatekeeper should contain (or have access to) an MC or MCU. Procedures A1 to A4  are used to establish the point-to-point call. During Master/Slave determination (A4b), if the Gatekeeper’s terminalType is greater than the terminalType received from an endpoint in the masterSlaveDetermination message, the Gatekeeper may replace the endpoint’s terminalType value with its own before forwarding the message to the destination endpoint. If the Gatekeepers terminalType is not greater than the terminalType of the endpoint, the Gatekeeper shall not modify the terminalType value. In effect, the Gatekeeper is performing the master slave determination procedure with each endpoint. If the Gatekeeper wins the master slave determination with both endpoints, the MC associated with the Gatekeeper shall be the active MC, otherwise, one of the endpoints shall be the active MC.

8.4.3.5 Gatekeeper Routed Call Signaling - Conference Invite

After a point-to-point conference has been established using procedures A1 to A4 as modified above,  an endpoint (endpoint 1 or 2) that does not contain the active MC wishing to add another endpoint to the conference, shall use the following procedure:

B1)Endpoint 1 sends a Setup message through the Gatekeeper directed to endpoint 3 with a new CRV, CID = N, and conferenceGoal = invite.  See Figure 30/H.323.

B2) The Gatekeeper (MC) sends a Setup message to endpoint 3 with CID = N and conferenceGoal = invite according to the procedures in Section 8.1.

B3) During call signalling with endpoint 3, the Gatekeeper shall pass Call Signalling messages received from endpoint 3, including Connect, to endpoint 1 (the original inviter).

B4) Endpoint 3 has the same options, described previously, of either accepting or rejecting the invitation.

B5) At some time after the completion of the call setup procedure between the Gatekeeper and endpoint 3, the Gatekeeper shall send a Release Complete message to endpoint 1.

B6) If endpoint 3 accepts the invitation, the Gatekeeper uses the transport address of the Control Channel provided in the Connect message to open the Control Channel with endpoint 3.

B7) The H.245 messages are then exchanged as previously described in procedures C1 to C10 with the Gatekeeper taking part in all master slave determination procedures as the active MC (C2). At this time, the Control Channels from the endpoints should be connected to the MC, and the MC should be in control of the conference.
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Figure 30/H.323 Gatekeeper Routed invite Signalling

8.4.3.6 Gatekeeper Routed Call Model - Conference Join

After a point-to-point conference has been established using procedures A1 to A4 as modified above,  an endpoint (endpoint 3), wishing to join a conference may attempt to connect with an endpoint that does not contain the active MC in the conference.  In this case, the following procedure shall be used.

B1) Endpoint 3 sends a Setup message through the Gatekeeper directed to endpoint 1 with CID = N, and conferenceGoal = join according to the procedure in Section 8.1.  See Figure 31/H.323.

B2) If the CID matched the CID of an active conference in the MC, the Gatekeeper (MC) has the following options:

B2a) If it decides that endpoint 3 should be allowed to join the conference, it sends the Connect message with CID = N to endpoint 3.

B2b) If it decides that endpoint 3 should not be allowed to join the conference, it sends the Release Complete message with destinationBusy.

B2c) The Gatekeeper may forward the Setup message to endpoint 1. Endpoint 1 may respond with a Facility message indicating routeCallToMC or it it may respond with a release complete.

B3) If the CID does not match the CID of an active conference in the MC, the Gatekeeper shall send Release Complete indicating a bad CID.

B4) If the Gatekeeper allows the join, the Gatekeeper uses the transport address of the Control Channel provided in the Setup message to open the Control Channel with endpoint 3.

B5) The H.245 messages are then exchanged as previously described in procedures C1 to C10 with the Gatekeeper taking part in all master slave determination procedures as the active MC (C2). At this time, the Control Channels from the endpoints should be connected to the MC, and the MC should be in control of the conference.
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Figure 31/H.323 Gatekeeper Routed Join Signalling



{Sec 8.4.4, Sent 2} These services shall use the Call Signalling Channel andwithin Q.931 messages.

{Sec 8.4.4, Add new Para after Para 1}Other methods of providing supplementary services are for further study.

{Sec 8.5, Para 1, items 1, 2, &3} It shouldshall

{Sec 8.5, Para 1, item 4} ... that it wishes to disconnect the callline and then discontinue H.245 message transmission.  

{Sec 8.5, Para 1, Add new item after 4 and renumber} It shall then wait to receive the endSessionCommand message from the other endpoint and then shall close the H.245 Control Channel.

{Sec 8.5, Para 1, item 5, last two Sent}	Optionally, a Release ... be re-opened for call clearing.

{Sec 8.5, Para 2,} ... it, shall carry out steps 1) to 57) above, except that in step 45, it shall not wait forsend the endSessionCommand fromback to the first endpoint.

{Sec 8.5, Add new Para after Para 2}Terminating a call may not terminate a conference; a conference may be explicitly terminated using an H.245 message  (dropConference). In this case, the endpoints shall wait for the MC to terminate the calls as described above.

{Sec 8.5.1, first Sent} In networks that do not contain a Gatekeeper, after steps 1 to 6 abovetransmitting the endSessionCommand, the call is terminated.

{Sec 8.5.2, Para 1, Sent 2} After performing steps 1 to 6 abovetransmitting the endSessionCommand (1) and if necessary, the Release Complete message (2), each endpoint ...

{Sec 8.5.2, Para 1, Sent 4 to end}   ... shall not send further unsolicited IRR messages to the Gatekeeper.  See Figure 321/H.323.  At this point the call is terminated. This figure shows the direct call model, a similar procedure is followed for the Gatekeeper routed model.

{Sec 8.5.2, Replace Fig 31 with}
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Figure 321/H.323 Endpoint Initiated Call Clearing

{Sec 8.5.3, Para 1} ... terminate any callconference by sending a ...  See Figure 332/H.323.  The ... follow steps 1 through 56 from above ... described above. This figure shows the direct call model, a similar procedure is followed for the Gatekeeper routed model.

{Sec 8.5.3, Para 2}... the Gatekeeper shouldmust sendt a DRQ tofor each point-to-endpoint in the conferenceconnection to the MC, in order to close the entire conference.

{Sec 8.5.3, Replace Fig 32 with}
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Figure 332/H.323 Gatekeeper Initiated Call Clearing



{Sec 9.1 thru 9.7, Para 2) The Gateway shouldmust consider the following issues:

{Sec 9.2, 9.3, 9.5, 9.6, 9.7   Para 2, Add after Audio Bullet} - Data protocol conversion.



{Sec 9.8, para 2} A T.120 only terminal on the LAN shall be able to participate in the T.120 portion of multipoint H.323 conferences by connecting to the MCS MCU. See Section 6.2.7.1.



{Sec 10.1, Replace entire section with } For further study.

{Sec 11.1, Para 3, item a, Sent 1} change “:” after “...analogue I/O interface:” to a “.”

{Sec 11.1, Para 3, item a, Sent 2} Indicated in (a) of Figure 343/H.323.

{Sec 11.1, Para 3, item b, Sent 2} ... as indicated in (b) Figure 343/H.323//H.324/H.324.

{Sec 11.1 Para 4} Un-bold “Au-loop”.

{Sec 11.1, Fig 33 title} FIGURE 343/H.323 - Loop back

{Annex A, Table C}

Request Channel Close Acknowledge�MO�O��Request Channel Close Reject�MO�M��Request Channel Close Relase �OM�MO��



{Annex A, able F}

Message�Receiving Endpoint Status�Transmitting Endpoint Status ��Request Mode�M�O��Request Mode Acknowledge�MO�O��Request Mode Reject�O�M��Request Mode Release�O�MO��

{Annex A, Table G}



Message�Receiving Endpoint Status�Transmitting Endpoint Status ��Round Trip Delay Request�MO�O��Round Trip Delay Response�O�MO��



{Annex A, Table H}

	Media Loop�O(Note 1)�O(Note 1)��Note 1: Mandatory in Gateways.

{Annex A, Table I}



	Video Fast Update MB�M�O��MCLocationIndicationCommand�MO�O��

{Annex A, Table J}

Message�Receiving Endpoint Status�Transmitting Endpoint Status ��Communication Mode Command�M�OM��Communication Mode Request�OM�OM��Communication Mode Response�OM�OM��

{Annex A, Table K}

	Logical Channel Active�OM�OM��	Logical Channel Inactive�OM�OM��	Multipoint Conference �M�OM��	Cancel  Multipoint Conference�M�OM��	Multipoint Zero Comm�OM�OM��	Cancel Multipoint Zero Comm�OM�OM��	Multipoint Secondary Status�OM�OM��	Cancel Multipoint Secondary Status�OM�OM��	Video Indicate Ready to Activate�OM�O��	Video Temporal Spatial Trade Off�OM�MO��	Terminal Number Assign�MO�O��

{Appendix A, Add to second line of Title} INFORMATIVE

{Appendix A, Para 4, last Sent}   Messages for supplementary services shall not be forwarded.



{Appendix A, Para 5, Bullet 4, last Sent}   This message shall not be generated autonomously by the gateway.

{Appendix A, Para 5, bullet 5, delete 2nd part}   The INFORMATION message ... than for the Gateway itself.

{Appendix A, Para 5, Bullet 6} ..., RETRIEVE REJECT and the INFORMATION messages ) that are ...
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