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Overview


This document contains a collection of proposals for inclusion into H.323 version 2.  They address allowing a gatekeeper to return an E.164 address to be dialled when connecting to a gateway, format of an H.323 URL and extensions to allow fault tolerance in the selection of gatekeepers.





Dialling information in ACF and LCF


Corporate use of H.323 will be greatly enhanced if it is possible to return an E.164 number for a gateway to dial in response to a text based H.323 ID such as ‘pay unit’.  





The feature will enable mapping and manipulation of gateway pre-fixes when this method is used to select particular types of gateway service (e.g. prefix 9 for H.320, prefix 8 for voice only etc).  





It will also allow limited interworking of gatekeepers as queries such as ‘pete@h323.bt.co.uk’ can be entered which are resolved to the E.164 address of the remote gateway and the appropriate terminals extension.  





As a terminal will do a request for a translation using an ARQ message and a gatekeeper might further resolve this request using an LRQ, both of these messages need to be extended.  Additionally, it is important that a gatekeeper knows that a terminal requesting such an address can correctly handle an address returned in the ACF and LCF messages, as failure to do this would result in erroneous operation.  





One method for doing this is to rely on the protocol version numbers included in the RRQ.  However, this will mandate that all terminals support this functionality (which may be undesirable) and is not suitable for an LRQ message as an RRQ message is unlikely to have been exchanged between gatekeepers under these conditions.  





Therefore, the capability to make use of this functionality should be signalled in extra fields added to the ARQ and LRQ messages.  The revised messages become:





AdmissionRequest		::=SEQUENCE --(ARQ)


{


	requestSeqNum	RequestSeqNum,		


	callType	CallType,		


	callModel	CallModel OPTIONAL,		


	endpointIdentifier	EndpointIdentifier,		


	destinationInfo	SEQUENCE OF AliasAddress OPTIONAL, --Note 1


	destCallSignalAddress	TransportAddress OPTIONAL,	-- Note 1 


	destExtraCallInfo	SEQUENCE OF AliasAddress OPTIONAL,


	srcInfo	SEQUENCE OF AliasAddress,	


	srcCallSignalAddress	TransportAddress OPTIONAL, 


	bandWidth	BandWidth,   				callReferenceValue	CallReferenceValue,			


	nonStandardData	NonStandardParameter OPTIONAL,


	callServices	QseriesOptions  OPTIONAL,


	conferenceID	ConferenceIdentifier,


	activeMC	BOOLEAN,


	answerCall	BOOLEAN,	-- answering a call	


	...,


	canMapE164	BOOLEAN


}





AdmissionConfirm	::=SEQUENCE --(ACF)


{


	requestSeqNum		RequestSeqNum,			


	bandWidth		BandWidth,				


	callModel		CallModel,				


	destCallSignalAddress	TransportAddress,			


	irrFrequency		INTEGER (1..65535) OPTIONAL,			


	nonStandardData		NonStandardParameter OPTIONAL,


	...	


	destinationInfo		SEQUENCE OF AliasAddress OPTIONAL,


	destExtraCallInfo		SEQUENCE OF AliasAddress OPTIONAL


}





LocationRequest		::=SEQUENCE --(LRQ)


{


	requestSeqNum			RequestSeqNum,		


	endpointIdentifier		EndpointIdentifier OPTIONAL,		


	destinationInfo			SEQUENCE OF AliasAddress,  		nonStandardData			NonStandardParameter OPTIONAL,


	replyAddress			TransportAddress,


	...,


	canMapE164	BOOLEAN


}





LocationConfirm	::=SEQUENCE --(LCF)


{


	requestSeqNum		RequestSeqNum,			


	callSignalAddress	TransportAddress,			


	rasAddress		TransportAddress,			 	nonStandardData		NonStandardParameter OPTIONAL,


	...,


	destinationInfo		SEQUENCE OF AliasAddress OPTIONAL,


	destExtraCallInfo		SEQUENCE OF AliasAddress OPTIONAL


}





When a terminal receives destinationInfo in a ACF it should use this address in the SETUP message it sends to the gateway (usually indicated by callSignalAddress).  When a gatekeeper receives destinationInfo in response to an LRQ it has sent, it should place the information in the destinationInfo field of the resulting ARQ, and set the destCallSigAddress to the address of the gateway it has selected.  (N.B.  Depending on the conventions used by the gateway, the gatekeeper might need to add a prefix to the address placed in the ARQ’s destinationInfo field.)


H.323 URL


H.323 systems and WWW browser are likely to be used together.  While browsing the Internet, a user may click on a link that will start up an H.323 application.  the destination to be dialled will be contained in the URL.  It is important that this approach can be used to link into existing GSTN based call centres via a corporate or network based gateway as well as call centres directly supporting H.323.  In the near term this is likely to result in better quality than transferring the call over the Internet.  This necessitates that the URL be able to describe a set of E.164 numbers and extensions as well as an Internet address.  





A generic URL description as follows is recommended:





h323:[/<GW protocol>[:<address type>] /]<Address>[&<Address>]...








For an Internet address, the <Address> part would be of the form “[user@]host[:port]”, e.g. “pete@h323.bt.co.uk”.  For an E.164 number, the address field would be of the form <GW E.164 address>?<extension>.





If the default GW protocol is h323 and the default address type is Internet, then allows a simple H.323 URL to follow the convention used for e-mail addresses, e.g.:





h323:pete@h323.bt.co.uk





One containing E.164 addresses would have the form:





h323:/h320:e164 /<GW E.164 address>?<extension>[&<GW E.164 address>?<extension>]...





The gateway E.164 address should consist of the full international number including the + sign.  As an example:





h323:/h320:e164/+441473643210?123&+441473643211?123





or:





h323:/h324:e164/+441473643210?123





It is assumed that a gateway will be configured with its local country and region codes and will be able to parse the above address into a form that it can use.





The format can also encode other addressing schemes by changing the address type tag, e.g.





h323:/h323:nsap/123256775





The URL scheme allows a single method to contact a remote address to be specified.  When multiple methods of accessing a site are available (or the browser does not support the h323 URL type), multiple H.323 URLs of the type shown above can be put in a file associated with a MIME type.  The H.323 application would read the file and select the most appropriate method for accessing the remote site.  The recommended default file extension is .323 and the recommended MIME type is application/itu�h323.





As a fuller definition in RFC822 augmented BNF notation:





h323url := “h323:” [“/” GW-Protocol [ “:” Address-type ] “/” Address *[ “&” Address ]





GW-protocol = “h323” | “h320” | “h324” | “pstn”		; h323 is the default


Address-type = “ip4” | “ip6” | “h323id” | “e164” | “nsap”	;ip4 is the default





Address = ip4-Address | ip6-Address | E164-Address | nsap-Address





ip4-Address = [ user “@” ] ip4-host [ “:” port ]


ip6-Address = [ user “@” ] ip6-host [ “:” port ]


E164-Address  = 1*dialled-digit [ “?” 1*dialled-digit ]





; Referring to RFC1738


ip4-host           = hostname | ip4-hostnumber


ip6-host           = hostname | ip6-hostnumber


hostname       = *[ domainlabel "." ] toplabel


domainlabel    = alphadigit | alphadigit *[ alphadigit | "-" ] alphadigit


toplabel       = alpha | alpha *[ alphadigit | "-" ] alphadigit


alphadigit     = alpha | digit


ip4-hostnumber = digits "." digits "." digits "." digits


ip6-hostnumber = digits "." digits "." digits "." digits"." digits "." digits "." digits"." digits "." 


		digits "." digits"." digits "." digits "." digits"." digits "." digits "." digits


port           = digits


dialled-digit = digit | “#” | “*” | “+” | “,”


digits	= 1*digit


lowalpha       = "a" | "b" | "c" | "d" | "e" | "f" | "g" | "h" |


                 "i" | "j" | "k" | "l" | "m" | "n" | "o" | "p" |


                 "q" | "r" | "s" | "t" | "u" | "v" | "w" | "x" |


                 "y" | "z"


hialpha        = "A" | "B" | "C" | "D" | "E" | "F" | "G" | "H" | "I" |


                 "J" | "K" | "L" | "M" | "N" | "O" | "P" | "Q" | "R" |


                 "S" | "T" | "U" | "V" | "W" | "X" | "Y" | "Z"


alpha          = lowalpha | hialpha


digit          = "0" | "1" | "2" | "3" | "4" | "5" | "6" | "7" |


                 "8" | "9"





Gatekeeper redundancy


The gatekeeper is an important component in an H.323 system.  An H.323 system having only one gatekeeper has a single point of failure which is not acceptable if the H.323 system is the main method of communication in a corporation.  As only one gatekeeper should be used to control access to a segment of LAN at one time, having multiple active gatekeepers is not feasible.  Therefore, consideration must be given to fault tolerance of gatekeepers, in particular the ability to have a hot-swap of gatekeepers.  Co-operating gatekeepers could do this by communicating between themselves.  One way to do this would be when a backup gatekeeper receives a GRQ, it asks the master gatekeeper whether it is still active.  This is satisfactory if the master gatekeeper is active as the reply is likely to be quick.  However, when the master gatekeeper is down, the only way a backup gatekeeper can detect this is by failing to get a return.  As this has to be done by waiting for a long period, response to a GRQ may be delayed.  





An alternative to this is to enable all gatekeepers to respond to a GRQ, but include a priority field in the reply.  A terminal would register with the gatekeeper sending the highest priority.  





To prevent the need for sending multiple GRQs to ensure that responses have been received from all gatekeepers, a terminals master gatekeeper should always respond with a priority of 255.  When a terminal receives a response with value 255, the terminal can assume that is the master gatekeeper and does not have to send further GRQs to see if there are other gatekeepers availble whose GCF may have been initially lost.  





As it is important that only one gatekeeper control a segment of LAN, it is important that a backup gatekeeper only respond to a GRQ in this way if the gatekeeper knows that the terminal is able to receive prioritised responses.  Support of this functionality could be indicated using the GRQ protocolIdentifier field, or an extra field could be added to the message.  Either way, the resulting GCF message would become:





GatekeeperConfirm	::=SEQUENCE --(GCF)


{


	requestSeqNum		RequestSeqNum,


	protocolIdentifier		ProtocolIdentifier,			


	nonStandardData		NonStandardParameter OPTIONAL,


	gatekeeperIdentifier	GatekeeperIdentifier  OPTIONAL,


	rasAddress		TransportAddress,


	...,


	priority			INTEGER( 0..255 )


}


