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Introduction


As H.323 becomes more popular it is envisaged that the actual applications and the networks will become more complex. H.323 has also been adopted as the accepted protocol for IP based telephony, and hence we can safely assume that the number of users will become very large. Evidently the new H.323 networks will require more sophisticated controls and signaling mechanisms. Specifically, growing LAN areas with several zones, either or not are locally connected, will require more specified communications between Gatekeepers. Though Gatekeepers are addressable only H.323 entities (and not callable entities), they can communicate one with each other. The need for Gatekeeper to Gatekeeper communication is already accepted in version 1 of H.323, but it is specified only in the RAS LRQ and LCF messages. 





Communication between Gatekeepers should be precisely defined since it is expected that there will be multiple Gatekeepers from different vendors. The information that needs to be exchanged can be divided into:


A.	Real time - call set up


B.	Real time - call control and call routing


C.	Management (scheduling, reservations, access control, security, back-up, etc.)


       Administrative (call accounting, diagnostics, etc.)





Among the general issues to be considered are 


       Hierarchy of Gatekeepers


       Definition of ‘multi-zone’ area,  within it the Gatekeeper information exchange is employed


       Reliable / non reliably communications


       Mandatory / optional communications





To be more specific, the following new messages and abilities are suggested to be addressed:





1. Detailed Call Accounting


Detailed call accounting is a procedure that provides the entire information required for call accounting. Amongst are dialing information, call time duration, switching time and dead time within a call, endpoint to endpoint call trail and routing, causes for closure etc. Presumably, call accounting will require hierarchy between Gatekeepers and master - slave determinations.  To establish this accounting procedure one should consider several types of communications, such as Gatekeeper to Gatekeeper, Gatekeeper to Gateway and WAN Gateway to Gateway. 





2. Zone description 


Zone description is a procedure for data exchange, enables Gatekeepers exchanging descriptions of their zones. The data exchanged, among other, encompass list of members in a zone, address list, general billing information, definition of supported services, the creation of a standby Gatekeeper, and general bandwidth information.


 


3. Real time information exchange 


Real time information exchange is a tool that enables Gatekeepers informing one each other the current network load and available bandwidth in the zone. Moreover, it can be used for zone to zone call set up, call trail optimizing and real time call control. This real time tool also can support a bandwidth reservation protocol, whatever protocol is used. 





4. Scheduling


Scheduling enables two Gatekeepers scheduling ahead a call between two terminals in different H.323 zones. The need for such a tool is now widely accepted for video conferences. By its nature, scheduling is an optional ability that, if implemented, can appreciably improve the customer benefit from net services.  


   


5. Backup Gatekeeper


For redundancy, Backup Gatekeeper enables a Gatekeeper inheriting all or part of its capabilities and functions to another Gatekeeper. Generally the inheriting is temporary, followed, after a specified time lapse, by a reverse message that back the Gatekeepers to the initial state. Backup is essential, e. g., when a Gatekeeper is implemented on a terminal that potentially be shut down.








    








 


