ITU Telecommunication Standardization Sector	Document APC-1230


Study Group 16	May 29, 1997


Rapporteur Meeting


Hertzliya, June 10-13, 1997








Title:		Clarification and Amplication of DNS Usage for Gatekeeper Location


Source:		Cisco Systems (USA)	Contact:	Randy Baird (rbaird@cisco.com)


		Vocaltec Ltd. (Israel)	Contact:	Scott Petrack (petrack@vocaltec.com)


Purpose:	Proposal








Introduction


While H.225.0 V2 now describes a procedure for discovering gatekeepers using DNS, the mechanisms described for discovery can easily be extended to gatekeeper location during ARQ and LRQ operations..  This document proposes the necessary conventions for locating remote gatekeepers and describes how, if endpoints register an alias address of type email-ID, broad-based interoperability between endpoints in multiple zones can be achieved.  The scheme described is effective for both public and private networks.


Gatekeeper Processing of Email-IDs During ARQ and LRQ


The following section should be added to Appendix D to describe how gatekeepers decompose RFC822-compliant names and process them when they are presented in the destinationInfo fields of the ARQ and LRQ messages:


When the destinationInfo field of an ARQ or LRQ message contains an email-ID alias address, the gatekeeper should first check its registration database for the alias.  If it cannot be resolved, the gatekeeper should parse the alias to recover its domain portion.  If no domain is given, the gatekeeper may generate a default domain.  The domain is then used to locate one or more gatekeepers, using the procedures in section 19.1.1.2.3.  The gatekeeper may then query all gatekeepers thus found with an LRQ/LCF/LRJ message exchange.


Note that more than one gatekeeper may have corresponding TXT records in a single DNS domain.  Consequently, a single DNS domain can “contain” more than one H.323 zone.  Therefore, even if a gatekeeper cannot resolve an email-ID whose domain portion is one of its default domains, it may still   query other zones in the same DNS domain.


If the gatekeeper is presented with an unregistered alias which is an h323-id and the ID can be interpreted as a legal user portion of an RFC822 name, the gatekeeper may interpret the alias as if it were an email-ID in its default domain and attempt to locate the alias in some other gatekeeper.  Similarly, an email-ID from an incoming LRQ may be stripped of its domain name by the gatekeeper so that it may be located as an h323-ID.


Endpoint Recommendations


Because of their usefulness, email-IDs should be registered whenever possible.  To emphasize this, the following text should replace the description of the terminalAlias field in section 8.9.1:


terminalAlias - This optional value is a list of external addresses, by which external (to the LAN) terminals may identify this terminal such as E.164 numbers, H323_IDs, URLs, and email-IDs. If the terminalAlias is null, or an E.164 address is not present, an E.164 address may be assigned by the gatekeeper, and included in the RCF.   If an email ID is available for the endpoint, it should be registered.  Note that multiple E.164 addresses or H323_IDs may refer to the same transport addresses.  All of the endpoint’s aliases shall be included in each RRQ.
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