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Call Transfer for Gatekeeper-Routed Model

H.450.2 currently describes the operation of the Call Transfer Supplementary Service as strictly a feature provided by endpoints. It is useful for a gatekeeper using the gatekeeper-routed model to provide call transfer service, for example in cases where the transferred endpoint does not support the Call Transfer service (in this example, the call could not be transferred because the transferred endpoint provides the transfer operation). This proposal describes Call Transfer service provided by a gatekeeper using the gatekeeper-routed model.



Suppose that a point-to-point call exists between endpoints A & B, and that A attempts to transfer the call to endpoints C. H.450.2 defines signaling for this scenario to appear as:

� EMBED Word.Picture.6  ���



For the gatekeeper in a gatekeeper-routed scenario to provide the transfer, the signaling would appear as:

� EMBED Word.Picture.6  ���



In this scenario, the transferring terminal (terminal A in the diagram) initiates the procedure with the CTInitiate invoke operation in the manner described in H.450.2. However, the CTInitiate does not reach the transferred endpoint (endpoint B in the diagram, that is, the endpoint which initiates the second call for the transfer). Instead, the gatekeeper sends a Setup message with a CTSetup invoke component to the transferred-to endpoint (endpoint C in the diagram). The transferred-to endpoint sends an Alerting or Connect message with a CTSetup return result component as described in H.450.2. The gatekeeper then sends ReleaseComplete with a CTInitiate return result component as described in H.450.2. In the Q.931 signaling (and H.450.1) plane, endpoints have no notion that the gatekeeper has been actively involved in the transfer.



However, a call was originally active between endpoints A (the transferring party) and B (the transferred party). Endpoint B must be instructed to connect a new set of media channels, assuming that media channels were not connected through the gatekeeper/MC acting as an MCU. To accomplish this, the gatekeeper/MC sends a RequestChannelClose with reason “reopen” to endpoint B. The RequestChannelClose stimulates Endpoint B to close its channels and re-open. The gatekeeper/MC sends the OpenLogicalChannel from endpoint B to endpoint C, and endpoint C responds with an OpenLogicalChannelAck that contains the address where endpoint C will accept the media stream. Endpoint C opens channels in the normal point-to-point manner.



Assigning Diversion Information in the Gatekeeper

Previous submissions have stated a desire to maintain diversion information in the gatekeeper regardless of the call signaling model used (direct endpoint or gatekeeper routed). H.450.1 and H.450.3 already define procedures for assigning diversion information remotely, using ROSE APDUs carried in Q.931 messages. As currently defined, these procedures are used to allow a user at terminal A to change the forwarding information at terminal B (for example, when I’m in the lab I can change the forwarding information on the PC at my desk so that calls are forwarded to me in the lab). These procedures should be extended to apply to assigning diversion information in a gatekeeper.



The operation would be similar to placing a call. The terminal would first send an ARQ to the gatekeeper. The gatekeeper would respond with an ACF that contains the call signaling address of where the terminal should connect a call signaling channel. If the gatekeeper is the keeper of the diversion information, it would return its call signaling address. Otherwise, the gatekeeper would return the call signaling address of the forwarding terminal. The terminal would then signal as described in H.450.1 and H.450.3.



DivertingLegInformation1 as Notification

The DivertingLegInformation1 operation in H.450.3 can be used to provide notification of diversion for endpoints that are not actively involved in call signaling. One example is when the gatekeeper (in a gatekeeper-routed model) forwards a call. In this case, the forwarded-from endpoint does not receive any signaling. However, it is desirable to notify the user that forwarding occurred, in the event that the user has forgotten that they had activated forwarding. Another example is in a multipoint conference where the passive parties (i.e., the conferees other than the originator, forwarded-from, or forwarded-to parties) may use a notification to provide some useful feedback to the user. To support this, divertingLegInformation1 should be modified as follows:



divertingLegInformation1	OPERATION	::=

	{	--sent from the re-routing h.323-endpoint to the originating h.323-endpoint 

		-- if the re-routing endpoint equals the originating endpoint, this operation is not applicable 

	ARGUMENT	SEQUENCE

		{	diversionReason		diversionReason,�			subscriptionOption	subscriptionOption,�			nominatedNr		 SEQUENCE OF EndpointAddress,

			nominatedInfo		BMPString (SIZE(1..128)) OPTIONAL,

			originalCalledNr		SEQUENCE OF EndpointAddress,

			originalCalledInfo	BMPString (SIZE(1..128)) OPTIONAL,�			extension		CHOICE  	

				{	single	Extension,�					multi	SEQUENCE OF Extension,

					…  } OPTIONAL,�			…

		}

	CODE		local:20

	}



The 2 “Info” fields can be used to convey textual information about the parties which could be used in a display.



Additional Information in Diversion Operations

In addition to the additional fields added to divertingLegInformation1 above, similar information should be added to divertingLegInformation2 and divertingLegInformation3. Again, these fields would be used to convey textual information about the parties which could be used in a display.



divertingLegInformation2 	OPERATION	::=

	{	--sent from the re-routing h.323-endpoint to the diverted-to h.323-endpoint 

	ARGUMENT  	SEQUENCE

		{	diversionCounter		INTEGER (1..15),�			diversionReason		diversionReason,�			originalDiversionReason	DiversionReason OPTIONAL,�			divertingNr		SEQUENCE OF EndpointAddress OPTIONAL,

			divertingInfo		BMPString (SIZE(1..128)) OPTIONAL,�			originalCalledNr		SEQUENCE OF EndpointAddress OPTIONAL,

			originalCalledInfo	BMPString (SIZE(1..128)) OPTIONAL,�			extension		CHOICE  	

				{	single	Extension,�					multi	SEQUENCE OF Extension,

					…  } OPTIONAL,�			…

		}

	--The divertingNr element is mandatory except in the case of interworking

	CODE		local:21

	}



divertingLegInformation3 	OPERATION	::=

	{	--sent from the diverted-to h.323-endpoint to the originating h.323-endpoint

	ARGUMENT 	SEQUENCE

		{	presentationAllowedIndicator	PresentationAllowedIndicator,�			divertedToNr		SEQUENCE OF EndpointAddress OPTIONAL,

			divertedToInfo		BMPString (SIZE(1..128)) OPTIONAL,�			extension			CHOICE  	

				{	single	Extension,�					multi	SEQUENCE OF Extension,

					…  } OPTIONAL,�			…

		}

	CODE		local:22

	}
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