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Summary

This Recommendation explains the structure of the Q.122x (CS-2)-series IN Recommendations and provides their
outlines.

Source

ITU-T Recommendation Q.1220 was prepared by ITU-T Study Group 11 (1997-2000) and was approved under the
WTSC Resolution No. 1 procedure on the 12th of September 1997.
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FOREWORD

ITU (International Telecommunication Union) is the United Nations Specialized Agency in the field of telecommuni-
cations. The ITU Telecommunication Standardization Sector (ITU-T) is a permanent organ of the ITU. The ITU-T is
responsible for studying technical, operating and tariff questions and issuing Recommendations on them with a view to
standardizing telecommunications on aworldwide basis.

The World Telecommunication Standardization Conference (WTSC), which meets every four years, establishes the
topics for study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

The approval of Recommendations by the Members of the ITU-T is covered by the procedure laid down in WTSC
Resolution No. 1.

In some areas of information technology which fall within ITU-T’s purview, the necessary standards are prepared on a
collaborative basis with ISO and IEC.

NOTE

In this Recommendation the temecognized operating agency (ROA) includes any individual, company, corporation or
governmental organization that operates a public correspondence service. Thadmimngration, ROA and public
correspondence are defined in th€onstitution of the ITU (Geneva, 1992).

INTELLECTUAL PROPERTY RIGHTS

The ITU draws attention to the possibility that the practice or implementation of this Recommendation may involve the
use of a claimed Intellectual Property Right. The ITU takes no position concerning the evidence, validity or applicability
of claimed Intellectual Property Rights, whether asserted by ITU members or others outside of the Recommendation
development process.

As of the date of approval of this Recommendation, the ITU had not received notice of intellectual property, protected
by patents, which may be required to implement this Recommendation. However, implementors are cautioned that this
may not represent the latest information and are therefore strongly urged to consult the TSB patent database.

0 ITU 1999

All rights reserved. No part of this publication may be reproduced or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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Recommendation Q.1220

Q.1220-SERIES INTELLIGENT NETWORK CAPABILITY SET 2
RECOMMENDATION STRUCTURE

(Geneva, 1997)

0 Introduction

A block of one hundred numbers has been set aside in the Q series (Q.1200-Q.1299) for the development of Intelligent
Network (IN) Recommendations. This Recommendation has been developed to organize the IN CS-2 Recommendations
in a meaningful way in order to assist usersin locating topics of interest. It provides a structural overview of the content
of the Q.1220 series.

Terms and definitions pertinent to IN CS-2 are included in Recommendation Q.1290.

1 General Q.1200-series structure

Table 1 shows the overall Q.1200-series Intelligent Network Recommendation naming structure.

Table 1/Q.1220 — Recommendation framework structure

1200 - General

1210 -Cs-1 121 — Principles introduction

1220 - CS-2 122 — Service plane (not included for CS-1)
1230 - CS-3 123 — Global functional plane

1240 - CS-4 124 — Distributed functional plane

1250 - CS-5 125 — Physical plane

1260 — CS-6 126 — For future use

1270 - CS-7 127 — For future use

1280 - CS-8 128 — Interface Recommendation

1290 — Glossary 129 — Intelligent network user's guide
NOTE 1 — 1200 is assigned for the IN Recommendation framework structure.
NOTE 2 — 1290-series has been set aside for the glossary.

2 Q.122x-series Intelligent Network Recommendations over view

Q.122049Q.1220-series Intelligent Network Capability Set 2 Recommendation structure
0 Introduction
1 General Q.1200-series structure

2 Q.122x-series Intelligent Network Recommendations overview
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Q.1221 — Introduction to Intelligent Network Capability Set 2
1 Introduction
2 Phased standardization

3 General description and scope of IN CS-2
31 Criteriafor IN CS-2
32 Evolution of IN CS-2

Overview of IN CS-2 Recommendations

Service aspects

51 Telecommunication services

52 Service management services

53 Service creation services

54 Network support of IN CS-2 services

6 Network aspects
6.1 Network functions
6.2 Control architecture principles
6.2.1 Service invocation and control
6.2.2 End-user interactions
6.2.3 Service management
6.3 Feature interactions
6.4 Consistency among IN CS-2 supported service features

7 Functional relationships and interfaces
7.1 Functional relationships and control classes
711 Bearer connection control
712 Non-IN call control
7.13 IN service control
714 Service management control
7.15 Non-IN call unrelated control
7.2 Key functions and interfaces

721 Single point/multiple points of control
7.2.2 Single-ended/multi-ended calls
723 Mid-call interruption
724 Call party handling
7.25 Enhanced SRF
7.2.6 Call unrelated user interaction
727 Out-channel call related user interaction
7.2.8 Serviceffeature interaction (service processing)
7.29 Internetworking
7210  Security
7211 IN-TMN
7.2.12  Service management
7.2.13  Servicecreation
7.2.14  Persona mobility

Appendix | — IN CS-2 benchmark services and features

.1 General

1.2 Definitions
1.2.1 Telecommunication services
1.2.2 Service management services
1.2.3 Service creation services

1.3 Telecommunication services

1.3.1 General

1.3.2 Definitions

1.3.3 Mobility service features (UPT, FPLMTS)
1.3.4 Other services

1.3.5 Other service features
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1.4 Service management services

1.4.1 General

1.4.2 Definition

1.4.3 Service management service/service feature
1.5 Service creation services

[.5.1 General

[.5.2 Service specification services

[.5.3 Service development services

[.5.4 Service verification services

[.5.5 Service deployment services

1.5.6 Service creation service management services

Q.1222 — Service plane for Intelligent Network Capability Set 2

1 General
2 Service plane architecture
21 General

22 Characterization of services and service capability requirement
221 Service and service feature requirements

23 Service and service feature interaction
231 Types of features considered for interactions
232 Mechanisms for handling feature interactions
24 Service plane modelling

Q.1223 — Global functional plane for Intelligent Network Capability Set 2
General

2 Scope of IN global functional plane for capability set 2
3 References
4 Global functional plane modelling for capability set 2

41 Elements on the global functional plane
411 Modelling requirements
4.1.2 Modelling elements
4.2 The basic call process
43 The capability view
431 Definition
4.3.2 Service independent building blocks
4.3.3 Methods to describe SIBs
44 I nteraction management
44.1 Interaction between SIBs
442 Interaction handling methods in the SIB definition phase
45 The service view
451 Definition
45.2 Global servicelogic
453 SIB operations
454 Characteristics of an HLSIB
455 Characteristics of a service process
4.5.6 Communication between service processes
45.7 Domains
4.6 Terminology

5 IN CS-2 Service Independent Building Blocks (SIBs)
51 ALGORITHM
5.2 AUTHENTICATE
5.3 CHARGE
5.4 COMPARE
55 DISTRIBUTION

5.6 END
57 INITIATE SERVICE PROCESS
58 JOIN
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59 LOG CALL INFORMATION
510 MESSAGE HANDLER

511 QUEUE

512 SCREEN

513 SERVICE DATA MANAGEMENT
514 SERVICEFILTER

515 SPLIT

516 STATUSNOTIFICATION
517 TRANSLATE

518 USERINTERACTION

519 VERIFY

6 IN CS-2 specialized SIBs

6.1 The basic call process
6.1.1 Generdl
6.1.2 Points of initiation and points of return
6.1.3 BCP stage 1 description

6.2 Basic call unrelated process
6.2.1 Generdl
6.2.2 Points of initiation and points of return
6.2.3 BCUP stage 1 description

7 Mapping of the service plane to the global functional plane
Annex A — Overview of the SIBs and SIB operations

Appendix | — IN management
1.1 Management view
1.2 The Basic Service Management Process (BSMP)
1.2.1 The basic service management process

Q.1224 — Distributed functional plane for Intelligent Network Capability Set 2

1 Generd
11 Normative references
12 Abbreviations and acronyms

2 Scope of IN distributed functional plane for capability set 2
21 End user access
22 Service invocation and control
23 End user interaction
24 IN service management functionality
25 Call Party Handling
251 Overview
252 Background and motivation
253 Scope
254 Assumptions
255 Core Capahilities
2.6 Internetworking
2.7 Security
2.8 Out-Channel Call Related User Interaction (OCCRUI)
29 Out-Channel Call Unrelated User Interaction (OCUUI)
210  Wireless access
211  Featureinteractions
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Distributed functional model for IN CS-2

31 Explanation of diagram

3.2 IN functional model

3.3 Definition of functional entities related to IN service execution
331 CCA function (CCAF)
332 CC function (CCF)
333 SS function (SSF)
334 SC function (SCF)
335 SD function (SDF)
3.36 SR function (SRF)
337 IA function (IAF)
338 CUS function (CUSF)
339 SCUA function (SCUAF)
3.3.10 SM function (SMF)

34 Use of individual relationships between functional entities related to IN service execution
34.1 SCF-SSF relationship
34.2 SCF-SCF relationship
343 SCF-IAF relationship
344 SRF-CCF relationship
345 SCF-SRF relationship
3.4.6 SRF-SCF relationship
347 SRF-SMF relationship
3438 SDF-SDF relationship
349 SCF-SDF relationship
34.10 SCF-CUSF relationship
3411 CUSF-SSFrelationship
34.12 CUSF-CCF relationship
34.13 SMF-SCF relationship
34.14 SMF-SDF relationship
34.15 SMF-SSF/CCF relationship
34.16 SMF-SRF relationship
34.17 SMF-SMAF relationship
3.4.18 SMF-SCEF relationship
3419 SMF-SMF relationship
3420 SMF-CUSF relationship

35 Overview of functional entity call/service logic processing models

SSF/CCF model

4.1 Generd

4.2 Basic Call Manager (BCM)
4.2.1 BCSM

4.2.2 CS-2 BCSM description

4.2.3 BCSM resume points and BCSM transitionsin the IN CS-2 call model

424 BCSM indications for the CS-2 call model

4.25 BCSM detection points

4.2.6 DP criteria

4.2.7 Trigger types and trigger precedence

4.2.8 DP processing

4.2.9 Out-Channel Call Related User Interaction (OCCRUI)
43 IN-Switching Manager (IN-SM)

431 IN-Switching State Model (IN-SSM)

4.3.2 IN-SM Core Capabilities for Call Party Handling

433 The Connection View State (CV S) approach

434 The Hybrid Approach

435 IN-SSM EDPs

4.3.6 SSF resource control

Recommendation Q.1220  (09/97)



4.4

45

4.6

Feature Interactions Manager (FIM)/Call Manager (CM)
44.1 FIM/CM functions

4.4.2 Service logic instance interactions considerations
4.4.3 FIM mechanisms

Relationship of SSF/CCF Model Components

451 General

45.2 Typical sequence of model actions

Relationship of SSF/CCF to SCF

Specialized Resource Function (SRF) model

51
52

53

General

SRF Components

521 Functional Entity Access Manager (FEAM)
522 Resource Control Part (RCP)

523 Resource Function Part (RFP)

524 Data Part (DP)

Objects of SRF management

Service Control Function (SCF) model

6.1
6.2

6.3

General

SCF components

6.2.1 General

6.2.2 Service Logic Execution Manager (SLEM)

6.2.3 SCF data access manager

6.2.4 Functional routine manager

6.2.5 Functional Entity Access Manager (FEAM)

6.2.6 SLP manager

6.2.7 Security manager

Functional routine categories

6.3.1 SLPI management functional routines

6.3.2 SLPI communication functional routines

6.3.3 Timer management functional routines

6.3.4 Data management interface functional routines
6.3.5 Asynchronous event handling functional routines
6.3.6 Connection management functional routines
6.3.7 Specialized resource management functional routines
6.3.8 OAM functional routines

Service Data Function (SDF) model

7.1
7.2

7.3

General

SDF components

721 General

722 SDF data manager

723 Functional entity access manager
724 Security manager

Data types handled by SDF

Call Unrelated Service Function (CUSF) model

81
8.2

8.3

General

Basic Non-Call Manager (BNCM)
821 BCUSM

822 BCUSM description for CS-2
823 Transition for BCUSM

8.24 BCUSM DP criteria
Description of relationship model
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10

11

12

Service Management Function (SMF) model

9.1 General
9.2 SMF components
921 Genera

Mapping of the global functional plane to the distributed functional plane
10.1  Mapping of POlsand PORsto DPs and PICs

Information flow diagrams and distributed service logic in the DFP
11.1  Introduction
11.1.1  Functional model
11.1.2  Description of functional entities
11.1.3  Numbering of functional entity actions
11.1.4 Relationship with clause 12 (information flow descriptions)
11.1.5 Organization of clause 11
11.1.6  Generic security information flows
11.1.7 SDF-SDF interactions
11.1.8 SCF-SCF interactions
11.2  SIB stage 2 descriptions
1121 ALGORITHM SIB
1122 AUTHENTICATE SIB
11.2.3 CHARGE SIB
1124 COMPARE SIB
11.25 DISTRIBUTION SIB
1126 END SIB
11.2.7 INITIATE SERVICE PROCESS SIB
11.2.8 JOIN SIB
1129 LOG CALL INFORMATION SIB
11.2.10 MESSAGE HANDLER SIB
11211 QUEUE SIB
11.2.12 SCREEN SIB
11.2.13 SERVICE DATA MANAGEMENT SIB
11.2.14 SERVICEFILTER SIB
11.2.15 SPLIT SIB
11.2.16 STATUSNOTIFICATION SIB
11.2.17 TRANSLATE SIB
11.2.18 USERINTERACTION SIB
11.2.19 VERIFY SIB
11.3 BASIC PROCESS SIBs
11.3.1 BASICCALL PROCESS SIB
11.3.2 BASIC CALL UNRELATED PROCESS SIB
114  Stage 2 description of other distributed functionality
1141  Activity test functionaity
11.4.2  Call gap capability
11.5 Distributed servicelogic
1151 SDL diagrams
11.5.2 Distributed service logic for SSF
11.5.3 Distributed service logic for assist/hand-off SSF
11.5.4 Distributed service logic for SRF
1155 Distributed servicelogic for SCF
11.5.6 Distributed service logic for SDF
11.5.7 Distributed sercice logic for CUSF
11.6  Mapping between information flows and SIBs

Relationships between FEs

121  Generd

12.2  Reationships

12.3  Information flows between FES

Recommendation Q.1220

(09/97)



124

125

12.6

12.7

12.8

12.9

12.10

12.11

SCF-SSF relationship

1241 Generd

12.4.2  DP specific Common Elements

12.4.3 Information flows between SCF and SSF

12.4.4 |E Definitions for SSF/CCF to SCF information flows
SCF-SRF relationship

1251 Generd

125.2  Information flows between the SCF and SRF
125.3 |E Definitions for SCF to SRF information flows
SCF-SCF relationship

126.1 Generd

12.6.2 Information flows between the SCF and SCF
12.6.3 |E Definitions for SCF to SCF information flows
SCF-CUSF relationship

1271 Generd

12.7.2  Information flows between the SCF and CUSF
12.7.3 |E Description for the SCF-CUSF information flows
SCF-SDF relationship

1281 Generd

12.8.2 Information flows between the SCF and SDF
12.8.3 |E Description for the SCF-SDF information flows
SDF-SDF relationship

1291 Generd

12.9.2  Information flows between the SDF and SDF
12.9.3 |E Description for the SDF-SDF information flows
|E Population Rules

12.10.1 SSF/CCF to SCF Information Flows

Summary of information flows and related SIBs

Annex A — Mobility aspects

Al
A.2
A3

A4

General
Scope

Mobility Aspects of Distributed Functional Model for IN CS-2

A3.1
A.3.2
A.3.3
A.3.4

Explanation of the diagram

Wireless access enhancements to the IN functional model

Definitions of wireless access specific functional entities related to IN service execution
Use of individual relationships between FEs for wireless access

Example mapping of wireless access FEs to physical platforms

A4l
A.4.2
A.4.3
A4.4
A.4.5
A.4.6
A47
A.4.8
A.4.9
A.4.10

Example mapping 1

Example mapping 2

Example mapping 3

Example mapping 4

Example mapping 5

Example mapping 6

Example mapping 7: RCF and CRACF in RS, CURACF in SCP

Example mapping 8: RCF and CRACF in RS, CURACEF in standalone platform

Example mapping 9: RCF in Radio System, CRACF in standalone platform CURACF in SCP

Example mapping 10: RCF in Radio System, CRACF in standalone platform and CURACF in
standalone platform

8 Recommendation Q.1220 (09/97)



Annex B — Telecommunications Management Network (TMN) concepts

B.1
B.2

B.3

B.4

B.5

B.6

Annex C — IN
C.1

Cc.2

C3

C4

Annex D — IN
D.1
D.2

D.3

Introduction

The TMN functional architecture

B.2.1 Operations Systems

B.2.2  Work Station Functions

B.2.3  The Human Machine Adaptation (HMA)

B.2.4  TMN information modelling

Applying TMN concepts to the IN

B.3.1 IN management functional model

B.3.2 Correspondence between the IN concept of SIB and the TMN concept of MO
B.3.3 IN management protocols

Modelling aspects imported from TMN

B.4.1 Mappings of IN SMF onto TMN logical layers

B.4.2 Mapping of IN SMF onto TMN management functions
B.4.3 Mapping of the IN SCEF onto TMN logical layers

IN management and generic TMN management

B.5.1 Management process independence

B.5.2 SMF complexity

IN SMF-SMF internetworking relationship mapping to TMN
B.6.1 Fault management example

SSF Q3 Management Information Model
Introduction

C.1.1  Technical approach

SSF functional decomposition

c.21 Rationale

C.2.2 Method

SSF management requirements

C3.1 Rationale

C.3.2 Method

SSF management information model

testing and fault management

Introduction

IN testing capabilities for the SSF/CCF

D.2.1  Translation Check

D.2.2  Trigger Data Check

D.2.3  SSF/CCF Query Test

D.2.4  Using the SSF/CCF testing capabilities
IN end-to-end testing

D.3.1  IN end-to-end testing information elements
D.3.2 SSFto SCF

D.3.3 SCFto SSF

D.3.4  SCF-SRF

D.3.5 SRF-SCF

Appendix | — Example/application of IN SSF Q3 management information model

1.1
1.2

1.3

Introduction

SSF functional decomposition
[.2.1 SSF model

Example to illustrate development of information models and managed object requirements

1.3.1 General

1.3.2 Example of trigger management information model and managed objet requirements

1.3.3 SMF functionality mapping to information model
1.3.4 SSF/CCF functionality mapping to information model
1.3.5 SSF/CCF information model managed object requirements

Recommendation Q.1220  (09/97)
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Appendix Il — Information flows and call models for terminal mobility

1.1 General

1.2 Functional entity call/service processing models for wireless access
1.2.1 Overview
[1.2.2  Terminal Access State Model (TASM)
11.2.3 Basic Non-Call Associate State Model for CURACF (BNCSM)
.24 BCSM

1.3 Information flow enhancements for wireless access
11.3.1 General
11.3.2 Relationships
11.3.3 Information flows between FEs
11.3.4 SCF-SSF relationship
11.3.5 SCF-CRACEF relationship
[1.3.6  SCF-CURACEF relationship

Q.1225 — Physical plane for Intelligent Network Capability Set 2
1 General

2 Requirements and assumptions
21 Requirements
2.2 Assumptions
Physical Entities (PES)
M apping requirements
Mapping the distributed functional plane to the physical plane
51 Mapping of functional entitiesto physical entities
5.2 Mapping of FE-FE relationships to PE-PE relationships
53 Selection of underlying protocol platforms
531 SCP-SSP interface
53.2 AD-SSP interface
533 | P-SSP interface
5.34 SN-SSP interface
5.35 SCP-IP interface
5.3.6 AD-IP interface
537 SCP-SDP interface
538 User interfaces
5.3.9 Enhanced ISDN CPE-CUSP interface
5310 AD-CUSPinterface

Q.1228 — Interface Recommendations for Intelligent Network Capability Set 2
1 Introduction

2 General
21 Normative references
2.2 Abbreviations and acronyms
23 Conventions

3 Interface recommendation for telecommunication services

31 Generd

311 Definition methodol ogy

312 Example physical scenarios

3.1.3 INAP protocol architecture

3.14 INAP addressing

3.15 Relationship between Recommendation Q.1224 and this Recommendation

3.1.6 Compatibility mechanisms used for INAP
3.2 SACF/MACF rules

321 Reflection of TCAPAC

322 Sequential/parallel execution of operations
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Common IN CS-2 Types
41 Datatypes

4.2 Error types

43 Operations codes
4.4 Error codes

45 Classes

4.6 Object identifiers

SSF/SCF interface

51 Operations and arguments

52 SSF/SCF packages, contracts and Application Contexts
521 Protocol overview
522 SSF/SCF ASN.1 module

SCF/SRF interface

6.1 SCF/SRF operations and arguments

6.2 SRF/SCF contracts, packages and Application Contexts
6.2.1 Protocol overview
6.2.2 SRF/SCF ASN.1 modules

SCF-SDF interface
7.1 Introduction to the reuse of X.500 for SDF interfaces
711 Alignment between the X.500 concepts and the IN
712 Use of alimited subset of X.500
7.13 Working assumptions
7.2 The SDF Information Model
721 Information framework
722 Basic Access Control
7.2.3 Attribute contexts
724 Attribute definitions
7.3 The SCF-SDF I nterface Protocol

731 Information types and common procedures
732 Operations
733 Errors

74 Protocol overview
74.1 Remote Operations
7.4.2 Directory ROS-Objects and Contracts
7.4.3 DAP Contract and Packages
75 Directory protocol abstract syntax
751 Abstract syntaxes
752 Directory application contexts
753 Operation codes
754 Error codes
755 Versions and the rules for extensibility
7.6 Conformance
7.6.1 Conformance by SCFs
7.6.2 Conformance by SDFs
7.7 ASN.1 modules for the SCF-SDF interface
7.7.1 IN-CS2-SDF-InformationFramework module
7.7.2 IN-CS2-SDF-BasicAccessControl Module
7.7.3 IN-CS2-SCF-SDF-Operations Module
7.7.4 IN-CS2-SCF-SDF-Protocol Module

SDF/SDF interface
8.1 Introduction to the IN X.500 DSP and DI SP Subset
8.2 Working assumptions

Recommendation Q.1220  (09/97)
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8.3

8.4

85

8.6

8.7

8.8

The IN X.500 DISP Subset

831 Shadowing agreement specification
832 DSA Shadow Bind

8.3.3 IN-DSA Shadow Unbind

8.34 Coordinate Shadow Update

8.35 Update Shadow

8.3.6 Regquest Shadow Update

The IN X.500 DSP Subset

84.1 Information types and common procedures
8.4.2 DSA Bind

8.4.3 IN DSA Unbind

8.4.4 Chained Operations

8.4.5 Chained Errors

Protocol overview

851 ROS-Objects and contracts

852 DSP contract and packages

85.3 DISP contract and packages

Protocol abstract syntax

8.6.1 DSP Abstract Syntax

8.6.2 DISP Abstract Syntax

8.6.3 Directory System Application Context
8.6.4 Directory Shadow Application Context
8.6.5 Versions and the rules for extensibility
Conformance

8.7.1 Conformance by SDFs

8.7.2 Conformance by a shadow supplier
8.7.3 Conformance by a shadow consumer
ASN.1 modules for the SDF-SDF interface
8.8.1 IN-CS2-SDF-SDF-Protocol Module

9 SCF/SCF interface

9.1
9.2

SCF/SCF operations and arguments

SCF/SCF contracts, packages and Application Contexts
921 Protocol overview

9.2.2 ASN.1 modules

10 SCF/CUSF interface

101
10.2

Operations and arguments

SCF/CUSF Contracts, Operation Packages, and Application Contexts
10.2.1  Protocol overview

10.2.2  ASN.1 module

11  SSF application entity procedures

111
11.2
11.3
114
115

11.6

General

Model and interfaces

Relations between SSF FSM and the CCF and maintenance functions
SSF management finite state model (SSME FSM)

SSF switching state model (SSM) FSM

11.5.1 Finite State Model for Call Segment Association (CSA)
11.5.2  Finite State Model for Call Segment

Assisting SSF FSM

11.6.1 Stateaa ldle

11.6.2  State ab: Waiting For Instructions

11.6.3  State ac: Waiting For End Of User Interaction
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12

13

14

15

11.7

11.8

Handed-off SSF FSM

11.71  Stateha Idle

11.7.2  State hb: Waiting for Instructions

11.7.3  State hc: Waiting for End Of User Interaction
User Service Interaction US| FSM

SCF application entity procedures

121
12.2
12.3
124

12.5

General

Model and interfaces

Relationship between the SCF FSM and the SL Ps/maintenance functions
Partial SCF Management Entity (SCME) State Transition Diagram
1241 State M1: Status report idle

1242  State M2: Waiting for SSF Resource Status Report

1243 State M3: Servicefiltering idle

1244  State M4: Waiting for SSF service filtering response

1245 State M5:; Activity test idle

1246  State M6: Waiting for activity test response

12.4.7 State M7: ManageTriggerDataidle

1248 State M8: Waiting for ManageTriggerData activity test response
12.4.9 The Resource Control Object

The SCF Call State Model (SCSM)

1251 SSF/SRF-related states (SCSM-SSF/SRF)

125.2 SDF-related states (SCSM-SDF)

1253 SCF-related states

1254 CUSF-related states (SCSM-CUSF)

1255 USI_SCFFSM

SRF application entity procedures

131
13.2
133
134

135

Generd

Model and interfaces

Relationship between the SRF FSM and maintenance functions/bearer connection handling
The SRSM

1341 Statel: ldle

13.4.2  State 2: Connected

13.4.3 State 3: User interaction

Example SRF control procedures

135.1  SRF connect procedures

135.2 SRF end-user interaction procedures

13.5.3  SRF disconnection procedures

1354 Examplesillustrating Complete User Interaction Sequences

SDF application entity procedures

141
14.2
14.3
144

General

Model and interfaces

The SDF FSM structure

SDF state transition models

14.4.1 SDF state transition model for SCF-related states
14.4.2 SDF state transition model for SDF-related states

CUSF application entity procedures

151
15.2

15.3

General

Model and interfaces

1521 Background for the modelling and protocol
15.2.2 Modelling and protocol

Relations between CUSF FSM and the SSF/CCF and maintenance functions

Recommendation Q.1220  (09/97)
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154  CUSF management finite state model (CUSME FSM)
155  CUSF dtate transition diagram

1551 Statea ldle

155.2  State b: Waiting For Instructions

1553 Statec: Monitoring

16 Error procedures

16.1  Operation related error procedures
16.1.1  AttributeError
16.1.2 Cancelled
16.1.3 CancelFailed
16.1.4 DSARefera
16.1.5 ETCFaled
16.1.6  ExecutionError
16.1.7 ImproperCallerResponse
16.1.8  MissingCustomerRecord
16.1.9 MissingParameter
16.1.10 Name Error
16.1.11 ParameterOutOfRange
16.1.12 Referrd
16.1.13 RequestedinfoError
16.1.14 ScfReferral
16.1.15 Security
16.1.16 Service
16.1.17 Shadow
16.1.18 SystemFailure
16.1.19 TaskRefused
16.1.20 UnavailableResource
16.1.21 UnexpectedComponentSequence
16.1.22 UnexpectedDataValue
16.1.23 UnexpectedParameter
16.1.24 UnknownLeglD
16.1.25 UnknownResource
16.1.26 Update
16.1.27 ChainingRefused
16.1.28 DirectoryBindError
16.1.29 ScfBindFailure
16.1.30 ScfTaskRefused

16.2  Entity-related error procedures
16.2.1 Expiration of Tggr
16.2.2  Expiration of Terr
16.2.3  Expiration of Tcysr

17 Detailed operation procedures
17.1  ActivateServiceFiltering procedure
17.2  ActivationReceivedAndAuthorized procedure
17.3  ActivityTest procedure
174  AddEntry procedure
175  Analysedinformation procedure
17.6  Analyselnformation procedure
17.7  ApplyCharging procedure
17.8  ApplyChargingReport procedure
17.9  AssistRequestinstructions procedure
17.10 AssociationReleaseRequested procedure
17.11 AuthorizeTermination procedure
17.12 CallGap procedure
17.13 CallInformationReport procedure
17.14 CallInformationRequest procedure
17.15 Cancel procedure
17.16 Cancel StatusReportRequest procedure

14 Recommendation Q.1220 (09/97)



17.17
17.18
17.19
17.20
17.21
17.22
17.23
17.24
17.25
17.26
17.27
17.28
17.29
17.30
17.31
17.32
17.33
17.34
17.35
17.36
17.37
17.38
17.39
17.40
17.41
17.42
17.43
17.44
17.45
17.46
17.47
17.48
17.49
17.50
1751
17.52
17.53
17.54
17.55
17.56
17.57
17.58
17.59
17.60
17.61
17.62
17.63
17.64
17.65
17.66
17.67
17.68
17.69

chainedAddEntry procedure
ChainedConfirmedNotificationProvided procedure
ChainedConfirmedReportCharginglnformation procedure
ChainedEstablishChargingRecord procedure
chainedExecute procedure

ChainedHandlingl nformationRequest procedure
ChainedHandlingl nformationResult procedure
chainedM odifyEntry procedure
ChainedNetworkCapability procedure
ChainedNoatificationProvided procedure
ChainedReportChargingl nformation procedure
ChainedProvideUserInformation procedure
chainedRemoveEntry procedure
ChainedRequestNotification procedure
chainedSearch procedure
Collectedinformation procedure
Collectinformation procedure
ComponentReceived procedure
ConfirmedNotificationProvided procedure
ConfirmedReportChargingl nformation procedure
Connect procedure

ConnectToResource procedure

Continue procedure

ContinueWithArgument procedure
CoordinateShadowUpdate procedure
CreateCall SegmentAssociation procedure
in-directoryBind procedure

DirectoryUnbind procedure
DisconnectForwardConnection procedure
DisconnectForwardConnectionWithArgument procedure
DisconnectL eg procedure

dSABind procedure

DSA ShadowBind procedure

in-DSA ShadowUnbind procedure
EntityReleased Procedure
EstablishChargingRecord procedure
EstablishTemporaryConnection procedure
EventNotificationCharging procedure
EventReportBCSM procedure
EventReportFacility procedure

Execute procedure
FacilitySelectedAndAvailable procedure
FurnishCharginglnformation procedure
HandlinglnformationRequest procedure
Handlingl nformationResult procedure
HoldCallInNetwork procedure

in-DSAUnbind procedure

Initial DP procedure

InitiateA ssociation procedure

InitiateCall Attempt procedure
ManageTriggerData procedure

MergeCall Segments procedure

ModifyEntry procedure

Recommendation Q.1220
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17.70
17.71
17.72
17.73
17.74
17.75
17.76
17.77
17.78
17.79
17.80
17.81
17.82
17.83
17.84
17.85
17.86
17.87
17.88
17.89
17.90
17.91
17.92
17.93
17.94
17.95
17.96
17.97
17.98
17.99
17.100
17.101
17.102
17.103
17.104
17.105
17.106
17.107
17.108
17.109
17.110
17111
17.112
17.113
17.114
17.115
17.116
17.117
17.118
17.119
17.120

MoveCall Segments procedure

Movel eg procedure

NetworkCapability procedure
NotificationProvided procedure
OAbandon procedure

OAnswer procedure

OCalledPartyBusy procedure
ODisconnect procedure

OMidCall procedure

ONoOAnNswer procedure
OriginationAttempt procedure
OriginationAttemptAuthorized procedure
OSuspended procedure
PlayAnnouncement procedure
PromptAndCollectUserInformation procedure
PromptAndReceiveM essage procedure
ProvideUserInformation procedure
Reconnect procedure

ReleaseA ssociation procedure
ReleaseCall procedure

RemoveEntry procedure
ReportCharginglnformation procedure
ReportUTSI procedure
RequestCurrentStatusReport procedure
RequestEveryStatusChangeReport procedure
RequestFirstStatusM atchReport procedure
RequestNoatification procedure
RequestNotificationChargingEvent procedure
RequestReportBCSM Event procedure
RequestReportBCUSM Event procedure
RequestReportFacilityEvent procedure
RequestReportUTS! procedure
RequestShadowUpdate procedure
ResetTimer procedure

RouteSel ectFailure procedure

SCFBind procedure

scfBind procedure (in the chaining case)
SCFUNBind procedure

scfUnBind procedure (in the chaining case)
ScriptClose procedure

ScriptEvent procedure

ScriptInformation procedure

ScriptRun procedure

Search procedure

SelectFacility procedure

Sel ectRoute procedure
SendCharginglnformation procedure
SendComponent procedure
SendFacilitylnformation procedure
SendSTUI procedure
ServiceFilteringResponse procedure
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17.121 SpecializedResourceReport procedure
17.122 SplitLeg procedure

17.123 StatusReport procedure

17.124 TAnswer procedure

17.125 TBusy procedure

17.126 TDisconnect procedure

17.127 TerminationAttempt procedure
17.128 TermAttemptAuthorized procedure
17.129 TMidCall procedure

17.130 TNoAnswer procedure

17.131 TSuspended procedure

17.132 UpdateShadow procedure

18 Services assumed from Lower Layers

18.1  Servicesassumed from TCAP
18.1.1 Common procedures
18.1.2 SSF-SCFinterface
18.1.3 SCF-SRF interface
18.1.4 SCF-CUSF interface
18.1.5 SCF-SCF interface
18.1.6 SCF-SDF interface
18.1.7 SDF-SDF interface

18.2  Services assumed from SCCP
18.21 Normal procedures
18.2.2  Service functions from SCCP

19 IN generic interface security

19.1  Interface security requirements
19.1.1 Dataconfidentiality
19.1.2 Dataintegrity and data origin authentication
19.1.3 Key management

19.2  Procedures and algorithms
19.21  Authentication procedures
19.2.2 SPKM agorithms and negotiation
19.2.3 Three-way mutual authentication
19.2.4  Assignment of credentials

19.3  Mapping of security information flow definitions to tokens

194  Security FSM definitions
1941 Two-way mutual authentication FSMs
19.4.2  Three-way mutual authentication FSMs

Annex A.1 — Introduction to the INAP CS-1 and CS-2 SDL models
A.1.1 Introduction
A.1.2 Example for the interworking of the SSF/CCF SDL processes
A.1.3 Example for the Three-Party Call setup as seen from the environment

Annex A.2 — Transition diagrams
A.2.1 Call Segment Association transition diagram
A.2.2 Call Segment transition diagram

Annex A.3 — SDL Specification of CS-1 SSF/CCF

Annex A.4 — SDL Specification of CS-2 extensions to SSF/CCF
Annex A.5 — SDL Specification of CS-2 SRF

Annex A.6 — SDL Specification of CS-2 Assist/Hand-off SSF
Annex A.7 — SDL Specification of CS-2 CUSF

Annex A.8 — SDL Specification of CS-2 SCF

Recommendation Q.1220  (09/97)

17



Appendix | — Expanded ASN.1 source

Appendix Il — Data modelling
1.1 Introduction

11
11.1.2

Purpose and scope

Assumptions

11.1.2.1  Mobility service and subscriber identifiers
11.1.2.2  Disclosure of profile entries

1.2 Directory Information Tree (DIT) schema

11.2.1

11.2.2

11.2.3

11.2.4

X.500 DIT

11.2.1.1  Location of local profiles

11.2.1.2  Location of remote subscriber profiles
11.2.1.3  Location of locally visiting subscriber profiles
[1.2.1.4  Reducing message flow

Obiject classes

11.2.2.1  inMobilityUserProfile

11.2.2.2  inMobilityServiceProvider

11.2.2.3  inMobilitySubscriberGroup

Attribute types

11.2.3.1  inMobilitylD

11.2.3.2  inMobilityPIN

11.2.3.3  inMobilityPrefix

11.2.3.4  inMobilitySubPrefix

DIT structure definition

11.2.4.1  Name forms

11.2.4.2  Structure rules

11.2.4.3  Object identifier assignments

Appendix Il — Examples of SPKM algorithms for IN CS-2

.1 General

1.2 Integrity Algorithm (I-ALG)
1.2.1  Example-1
1.2.2  Example-2
.2.3  Example-3
1.2.4  Example-4

1.3 Confidentiality Algorithm (C-ALG)
1.3.1 Example-1

1.4 Key Establishment Algorithm (K-ALG)
.4.1 Example-1
l.4.2 Example-2
1.4.3 Example-3

1.5  One-Way Function (O-ALG) for Subkey Derivation Algorithm
.5.1 Example-1

Q.1229 — Users’ Guide for Intelligent Network Capability Set 2

1 Presently in the stage of draft.
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Series A
SeriesB
SeriesC
SeriesD
SeriesE
SeriesF
SeriesG
SeriesH
Series|

Series J

SeriesK
SeriesL
SeriesM

SeriesN
Series O
Series P
SeriesQ
SeriesR
Series S
SeriesT
SeriesU
SeriesV
Series X
SeriesY
SeriesZ

ITU-T RECOMMENDATIONS SERIES

Organization of the work of the ITU-T

Means of expression: definitions, symbols, classification

Genera telecommunication statistics

General tariff principles

Overall network operation, telephone service, service operation and human factors
Non-telephone telecommunication services

Transmission systems and media, digital systems and networks

Audiovisua and multimedia systems

Integrated services digital network

Transmission of television, sound programme and other multimedia signals
Protection against interference

Construction, installation and protection of cables and other elements of outside plant

TMN and network maintenance: international transmission systems, telephone circuits,
telegraphy, facsimile and leased circuits

Maintenance: international sound programme and television transmission circuits
Specifications of measuring equipment

Telephone transmission quality, telephone installations, local line networks
Switching and signalling

Telegraph transmission

Telegraph services terminal equipment

Terminals for telematic services

Telegraph switching

Data communication over the telephone network

Data networks and open system communications

Global information infrastructure

Languages and general software aspects for telecommunication systems
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