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Summary 

Recommendation ITU-T Q.3220 provides a framework by means of which the reader may 
understand the relationships between the Q.322x and Q.323x series of ITU-T Recommendations 
dedicated to the realization of NACF signalling interfaces. It defines the entities involved in the 
network attachment control signalling and the interfaces across which this signalling takes place. 
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FOREWORD 

The International Telecommunication Union (ITU) is the United Nations specialized agency in the field of 
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these topics. 
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Recommendation ITU-T Q.3220 

Architectural framework for NACF signalling interface Recommendations 

1 Scope 

This Recommendation specifies a concrete realization of the functional architecture of the network 
attachment control functions (NACF), including the specification of the physical entities involved 
in network attachment control signalling, the interfaces across which signalling takes place, and the 
mapping between these entities and interfaces and the corresponding functional entities and 
reference points.  

2 References 

The following ITU-T Recommendations and other references contain provisions which, through 
references in this text, constitute provisions of this Recommendation. At the time of publication, the 
editions indicated were valid. All Recommendations and other references are subject to revision; 
users of this Recommendation are therefore encouraged to investigate the possibility of applying the 
most recent edition of the Recommendations and other references listed below. A list of the 
currently valid ITU-T Recommendations is regularly published. The reference to a document within 
this Recommendation does not give it, as a stand-alone document, the status of a Recommendation. 

[ITU-T Y.2014-2008] Recommendation ITU-T Y.2014 (2008), Network attachment control 
functions in next generation networks. 

[ITU-T Y.2014-2010] Recommendation ITU-T Y.2014 (2010), Network attachment control 
functions in next generation networks. 

[ITU-T Y.2018]   Recommendation ITU-T Y.2018 (2009), Mobility management 
and control framework and architecture within the NGN transport 
stratum. 

3 Definitions 

3.1 Terms defined elsewhere 

This Recommendation uses the following terms defined elsewhere: 

3.1.1 network attachment control entity (NACE): [b-ITU-T Q.3300]. 

3.1.2 policy decision physical entity (PD-PE): [b-ITU-T Q.3300].  

3.1.3 policy enforcement physical entity (PE-PE): [b-ITU-T Q.3300]. 

3.2 Terms defined in this Recommendation 

This Recommendation defines the following terms: 

3.2.1 access management physical entity (AM-PE): A device that implements the network 
access management functional entity (AM-FE) as defined in clause 7.2.2 of [ITU-T Y.2014-2010]. 

3.2.2 access relay physical entity (AR-PE): A device that implements the access relay 
functional entity (AR-FE) as defined in clause 7.2.7 of [ITU-T Y.2014-2010]. 

3.2.3 handover decision and control physical entity (HDC-PE): A device that implements the 
handover decision and control functional entity (HDC-FE) as defined in clause 6.4.2 of 
[ITU-T Y.2018]. 
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3.2.4 home gateway configuration physical entity (HGWC-PE): A device that implements the 
home gateway configuration functional entity (HGWC-FE) as defined in clause 7.2.6 of 
[ITU-T Y.2014-2010]. 

3.2.5 mobile location management physical entity (MLM-PE): A device that implements the 
mobility location management functional entity (MLM-FE) as defined in clause 6.4.1 of 
[ITU-T Y.2018]. 

3.2.6 mobility management control entity (MMCE): A general term used to refer to a device 
exercising one of the mobility management and control functions (MMCF) as defined in 
clause 6.3.3 of [ITU-T Y.2018].  

NOTE – These functions may be distributed over multiple devices, but identification of specific devices is 
unnecessary so long as the necessary information flows are supported over the M1, M2 and M13 interfaces. 

3.2.7 network access configuration physical entity (NAC-PE): A device that implements the 
network access configuration functional entity (NAC-FE) as defined in clause 7.2.1 of 
[ITU-T Y.2014-2010]. 

3.2.8 network information distribution physical entity (NID-PE): A device that implements 
the network information distribution functional entity (NID-FE) as defined in clause 6.4.3 of 
[ITU-T Y.2018]. 

3.2.9 resource and administration control entity (RACE): A general term used to refer to a 
device exercising one of the resource and administration control functions (RACF) as defined in 
clause 7.1 of [ITU-T Y.2014-2010]. 

NOTE – These functions may be distributed over multiple devices, but identification of specific devices is 
unnecessary so long as the necessary information flows are supported over the Ru interface. 

3.2.10 service control entity (SCE): A general term used to refer to a device exercising one of the 
service control functions (SCF) as defined in clause 7.1 of [ITU-T Y.2014-2010]. 

NOTE – These functions may be distributed over multiple devices, but identification of specific devices is 
unnecessary so long as the necessary information flows are supported over the S-TC1 interface. 

3.2.11 transport authentication and authorization physical entity (TAA-PE): A device that 
implements the transport authentication and authorization functional entity (TAA-FE) as defined in 
clause 7.2.4 of [ITU-T Y.2014-2010]. 

3.2.12 transport location management physical entity (TLM-PE): A device that implements 
the transport location management functional entity (TLM-FE) as defined in clause 7.2.3 of 
[ITU-T Y.2014-2010]. 

3.2.13 transport user profile physical entity (TUP-PE): A device that implements the transport 
user profile functional entity (TUP-FE) as defined in clause 7.2.5 of [ITU-T Y.2014-2010]. 

4 Abbreviations 

This Recommendation uses the following abbreviations and acronyms: 

AM-FE   Access Management Functional Entity 

AM-PE  Access Management Physical Entity 

AR-FE    Access Relay Functional Entity  

AR-PE    Access Relay Physical Entity  

CPE   Customer Premises Equipment 

HDC-FE  Handover Decision and Control Functional Entity 

HDC-PE  Handover Decision and Control Physical Entity 
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HGW   Home Gateway 

HGWC-FE  Home Gateway Configuration Functional Entity 

HGWC-PE  Home Gateway Configuration Physical Entity 

HTTP   HyperText Transfer Protocol 

IMS   IP Multimedia Subsystem 

IP   Internet Protocol 

MLM-FE  Mobile Location Management Functional Entity 

MLM-FE(P) An Instance of the MLM-FE performing the proxy mobile location management 
role 

MLM-PE  Mobile Location Management Physical Entity 

MLM-PE(P) An Instance of the MLM-PE performing the proxy mobile location management 
role 

MMCE  Mobility Management Control Entity 

MMCF  Mobility Management and Control Functions 

NACE  Network Attachment Control Entity 

NACF    Network Attachment Control Functions  

NAC-FE  Network Access Configuration Functional Entity 

NAC-PE Network Access Configuration Physical Entity 

NGN   Next Generation Networks 

NID-FE   Network Information Distribution Functional Entity 

NID-PE   Network Information Distribution Physical Entity 

P-CSCF  Proxy-Call Session Control Function 

PD-FE   Policy Decision Functional Entity 

PD-PE     Policy Decision Physical Entity 

PE-FE   Policy Enforcement Functional Entity 

RACE  Resource and Admission Control Entity 

RACF   Resource and Admission Control Functions 

SCE   Service Control Entity 

SCF   Service Control Functions 

TAA-FE   Transport Authentication and Authorization Functional Entity  

TAA-PE  Transport Authentication and Authorization Physical Entity  

TE   Terminal Equipment 

TLM-FE  Transport Location Management Functional Entity 

TLM-PE  Transport Location Management Physical Entity 

TUP-FE  Transport User Profile Functional Entity 

TUP-PE  Transport User Profile Physical Entity 
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5 Conventions 

This Recommendation does not make use of specific conventions. 

6 NACF architectural specification 

6.1 NACF functional architecture 

Figure 6-1 illustrates the NACF functional architecture in the first version of [ITU-T Y.2014] 
(2008). 
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Figure 6-1 – NACF functional architecture 

The NACF comprises the following functional entities: 

• Network access configuration functional entity (NAC-FE). 

• Access management functional entity (AM-FE). 

• Transport location management functional entity (TLM-FE). 

• Transport authentication and authorization functional entity (TAA-FE). 

• Transport user profile functional entity (TUP-FE). 

• Home gateway configuration functional entity (HGWC-FE). 

The NACF has interaction with the following NGN components and entities: 

• Service control functions (SCF) (e.g., such as those of the IMS service component) at the 
S-TC1 reference point for exporting information on access sessions. 

• Resource and admission control functions (RACF) at the Ru reference point for exporting 
transport subscription profile information. 

• Transport functions (i.e., access relay functional entity (AR-FE)) acting as relays to/from 
the CPE for address allocation, authentication and authorization purposes (TC-T1 and T-U1 
reference points). 
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• The customer premises equipment (CPE) at the TC-Ux reference point for configuration 
purposes. 

One or more functional entities may be mapped onto a single physical entity. If one functional 
entity is implemented by two physical entities, the interface between these physical entities is 
outside the scope of standardization.  

Administrative domains are not represented in Figure 6-1. Functional entities in the NACF may be 
distributed over two administrative domains. 

The NGN architecture does not require a single NACF instance to support multiple access 
networks. This does not prevent operators from deploying NACF functions that are common to 
multiple access networks (e.g., one user profile database common to different access networks). 

6.2 Principles of mapping 

The realization presented in this Recommendation accepts the considerations of scalability and 
domain independence that motivated the development of the functional architecture. As a result, it 
maps each functional entity of the functional architecture to a separate type of physical entity. 
Furthermore, each reference point is assumed to map to a separate interface. At a particular 
interface, one protocol, from a set of recommended protocols, may be used. Because the mapping 
between reference points and interfaces is one-to-one, each interface is named after the reference 
point to which it corresponds (e.g., Ru interface corresponding to the Ru reference point). 

Depending on the technology involved, it may well be that some of the physical entities identified 
in this Recommendation are combined. In such a case, each combined entity will support the 
combined set of external interfaces of its component elements. Note that interfaces that would lie 
between the component elements if they were separate are absorbed into the interior of the 
combined entity. 

6.3 Implementations of functional entities 

Table 6-1 indicates the mapping from the functional entities to the physical entities implementing 
them. 

Table 6-1 – Mapping from functional to physical entities concerned 
with network attachment control 

Functional entity Abbrev. Physical entity Abbrev. 

Service control functions SCF Service control entity 
(e.g., implementation of P-CSCF) 

SCE 

Network attachment control functions NACF Network attachment control entity NACE 

Resource and administration control 
functions 

RACF Resource and administration control 
entity 

RACE 

Network access configuration 
functional entity 

NAC-FE Network access configuration 
physical entity 

NAC-PE 

Access management functional entity AM-FE Access management physical entity AM-PE 

Transport location management 
functional entity 

TLM-FE Transport location management 
physical entity 

TLM-PE 

Transport authentication and 
authorization functional entity 

TAA-FE Transport authentication and 
authorization physical entity 

TAA-PE 

Transport user profile functional 
entity 

TUP-FE Transport user profile physical entity TUP-PE 

Home gateway configuration HGWC-FE Home gateway configuration physical HGWC-PE 
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Table 6-1 – Mapping from functional to physical entities concerned 
with network attachment control 

Functional entity Abbrev. Physical entity Abbrev. 

functional entity entity 

Policy decision functional entity PD-FE Policy decision physical entity PD-PE 

Policy enforcement functional entity PE-FE Policy enforcement physical entity PE-PE 

Access relay functional entity AR-FE Access relay physical entity AR-PE 

Figure 6-2 shows an example configuration of the physical entities identified in Table 6-1 and the 
interfaces between them. The actual configuration may vary according to the needs of the network 
operators concerned. 
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Figure 6-2 – Example physical realization of the NACF architecture 

6.4 Interfaces and protocols 

Appendix I provides a cross-reference between the interfaces defined in this Recommendation, the 
protocols used at those interfaces, and the Recommendations within which those protocols are 
documented. 

7 NACF revision 1 architectural specification 

7.1 NACF revision 1 functional architecture 

Figure 7-1 illustrates the NACF functional architecture based on [ITU-T Y.2014-2010] and 
[ITU-T Y.2018], which is extended to address the issues related to multicast and mobility in support 
of IPTV service and mobility service, respectively. 
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Figure 7-1 – NACF revision 1 functional architecture 

The NACF comprises the following functional entities: 

• Network access configuration functional entity (NAC-FE). 

• Access management functional entity (AM-FE). 

• Transport location management functional entity (TLM-FE). 

• Transport authentication and authorization functional entity (TAA-FE). 

• Transport user profile functional entity (TUP-FE). 

• Home gateway configuration functional entity (HGWC-FE). 

The NACF has interaction with the following NGN components and entities: 

• Service control functions (SCF) (e.g., such as those of the IMS service component) at the 
S-TC1 reference point for exporting information on access sessions. 

• Resource and admission control functions (RACF) at the Ru reference point for exporting 
transport subscription profile information. 

• Mobility management control functions (MMCF) at the M1, M2 and M13 reference points 
for exporting several types of information on mobility management. 

• Transport functions (i.e., access relay functional entity (AR-FE)) acting as relays to/from 
the CPE for address allocation, authentication and authorization purposes (TC-T1 and T-U1 
reference points). 

• The customer premises equipment (CPE) at the TC-Ux reference point for configuration 
purposes. 

One or more functional entities may be mapped onto a single physical entity. If one functional 
entity is implemented by two physical entities, the interface between these physical entities is 
outside the scope of standardization.  

Administrative domains are not represented in Figure 7-1. Functional entities in the NACF may be 
distributed over two administrative domains. 
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The NGN architecture does not require a single NACF instance to support multiple access 
networks. This does not prevent operators from deploying NACF functions that are common to 
multiple access networks (e.g., one user profile database common to different access networks). 

7.2 Principles of mapping 

The realization presented in this Recommendation accepts the considerations of scalability and 
domain independence that motivated the development of the functional architecture. As a result, it 
maps each functional entity of the functional architecture to a separate type of physical entity. 
Furthermore, each reference point is assumed to map to a separate interface. At a particular 
interface, one protocol, from a set of recommended protocols, may be used. Because the mapping 
between reference points and interfaces is one-to-one, each interface is named after the reference 
point to which it corresponds (e.g., Ru interface corresponding to the Ru reference point). 

Depending on the technology involved, it may well be that some of the physical entities identified 
in this Recommendation are combined. In such a case, each combined entity will support the 
combined set of external interfaces of its component elements. Note that interfaces that would lie 
between the component elements if they were separate are absorbed into the interior of the 
combined entity. 

7.3 Implementations of functional entities 

Table 7-1 indicates the mapping from the functional entities to the physical entities implementing 
them. 

Table 7-1 – Mapping from functional to physical entities concerned 
with network attachment control 

Functional entity Abbrev. Physical entity Abbrev. 

Service control functions SCF Service control entity 
(e.g., implementation of P-CSCF) 

SCE 

Network attachment control functions NACF Network attachment control entity NACE 

Resource and administration control 
functions 

RACF Resource and administration control 
entity 

RACE 

Mobility management control 
functions 

MMCF Mobility management control entity MMCE 

Network access configuration 
functional entity 

NAC-FE Network access configuration 
physical entity 

NAC-PE 

Access management functional entity AM-FE Access management physical entity AM-PE 

Transport location management 
functional entity 

TLM-FE Transport location management 
physical entity 

TLM-PE 

Transport authentication and 
authorization functional entity 

TAA-FE Transport authentication and 
authorization physical entity 

TAA-PE 

Transport user profile functional 
entity 

TUP-FE Transport user profile physical entity TUP-PE 

Home gateway configuration 
functional entity 

HGWC-FE Home gateway configuration physical 
entity 

HGWC-PE 

Policy decision functional entity PD-FE Policy decision physical entity PD-PE 

Policy enforcement functional entity PE-FE Policy enforcement physical entity PE-PE 
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Table 7-1 – Mapping from functional to physical entities concerned 
with network attachment control 

Functional entity Abbrev. Physical entity Abbrev. 

Mobile location management 
functional entity 

MLM-FE Mobile location management 
physical entity 

MLM-PE 

Handover decision and control 
functional entity 

HDC-FE Handover decision and control 
physical entity 

HDC-PE 

Network information distribution 
functional entity 

NID-FE Network information distribution 
physical entity 

NID-PE 

Access relay functional entity AR-FE Access relay physical entity AR-PE 

Figure 7-2 shows an example configuration of the physical entities identified in Table 7-1 and the 
interfaces between them. The actual configuration may vary according to the needs of the network 
operators concerned. 
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Figure 7-2 – Example physical realization of the NACF revision 1 architecture 

7.4 Interfaces and protocols 

Appendix II provides a cross-reference between the interfaces defined in this Recommendation, the 
protocols used at those interfaces, and the Recommendations within which those protocols are 
documented. 
  



 

10 Rec. ITU-T Q.3220 (06/2010) 

Appendix I 
 

Tabulation of NACF Recommendations 

(This appendix does not form an integral part of this Recommendation) 

Table I.1 lists the protocol Recommendations applicable to each network attachment control 
interface specified in the body of this Recommendation. 

Table I.1 – NACF Recommendations 

Interface Supporting entities Protocol base (Note) Rec. No. 

Nd AM-PE, NAC-PE Interface is for further study TBD 

Ne NAC-PE, TLM-PE Interface is for further study TBD 

Na AM-PE, TAA-PE Interface is for further study TBD 

Nc TAA-PE, TLM-PE Interface is for further study TBD 

Nk NAC-PE, TAA-PE Interface is for further study TBD 

Ni Between TAA-PE Interface is for further study TBD 

Nx HGWC-PE, TLM-PE Interface is for further study TBD 

Ng Between TLM-PE Diameter [b-ITU-T Q.3222] 

Nb TUP-PE, TAA-PE Interface is for further study TBD 

Ru TLM-PE, PD-PE Diameter [b-ITU-T Q.3223] 

S-TC1 TLM-PE, SCE Diameter [b-ITU-T Q.3221] 

T-U1 AR-PE, CPE Interface is for further study TBD 

TC-T1 AM-PE, AR-PE Interface is for further study TBD 

TC-Ux HGWC-PE, CPE Interface is for further study TBD 

NOTE – Diameter: [b-IETF RFC 3588]. 
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Appendix II 
 

Tabulation of NACF revision 1 Recommendations 

(This appendix does not form an integral part of this Recommendation) 

Table II.1 lists the protocol Recommendations applicable to each network attachment control 
interface specified in the body of this Recommendation. 

Table II.1 – NACF revision 1 Recommendations 

Interface Supporting entities Protocol base (Note) Rec. No. 

M1 TLM-PE, MLM-PE(P) Interface is for further study TBD 

M2 TLM-PE, HDC-PE Interface is for further study TBD 

M13 TLM-PE, NID-PE Interface is for further study TBD 

Nd AM-PE, NAC-PE Interface is for further study TBD 

Ne NAC-PE, TLM-PE Interface is for further study TBD 

Na AM-PE, TAA-PE Interface is for further study TBD 

Nc TAA-PE, TLM-PE Interface is for further study TBD 

Nk NAC-PE, TAA-PE Interface is for further study TBD 

Ni Between TAA-PE Interface is for further study TBD 

Nx HGWC-PE, TLM-PE Interface is for further study TBD 

Ng Between TLM-PE Diameter TBD 

Nb TUP-PE, TAA-PE Interface is for further study TBD 

Ru TLM-PE, PD-PE Diameter TBD 

S-TC1 TLM-PE, SCE Diameter TBD 

T-U1 AR-PE, CPE Interface is for further study TBD 

TC-T1 AM-PE, AR-PE Interface is for further study TBD 

TC-Ux HGWC-PE, CPE Interface is for further study TBD 

NOTE – Diameter: [b-IETF RFC 3588]. 

  



 

12 Rec. ITU-T Q.3220 (06/2010) 

Bibliography 
 

[b-ITU-T Q.3221]  Recommendation ITU-T Q.3221 (2008), Requirements and protocol at the 
interface between the service control entity and the transport location 
management physical entity (S-TC1 interface). 

[b-ITU-T Q.3222]  Recommendation ITU-T Q.3222 (2010), Requirements and protocol at 
the interface between transport location management physical entities 
(Ng interface). 

[b-ITU-T Q.3223]  Recommendation ITU-T Q.3223 (2009), Requirements and protocol for the 
interface between a transport location management physical entity and a 
policy decision physical entity (Ru Interface). 

[b-ITU-T Q.3300]  Recommendation ITU-T Q.3300 (2008), Architectural framework for 
the Q.33xx series of Recommendations. 

[b-IETF RFC 3588]  IETF RFC 3588 (2003), Diameter Base Protocol, 
<http://www.ietf.org/rfc/rfc3588.txt?number=3588>. 

 

http://www.ietf.org/rfc/rfc3588.txt?number=3588


 

 

 
 



 

Printed in Switzerland 
Geneva, 2010 

 

SERIES OF ITU-T RECOMMENDATIONS 

Series A Organization of the work of ITU-T 

Series D General tariff principles 

Series E Overall network operation, telephone service, service operation and human factors 

Series F Non-telephone telecommunication services 

Series G Transmission systems and media, digital systems and networks 

Series H Audiovisual and multimedia systems 

Series I Integrated services digital network 

Series J Cable networks and transmission of television, sound programme and other multimedia signals 

Series K Protection against interference 

Series L Construction, installation and protection of cables and other elements of outside plant 

Series M Telecommunication management, including TMN and network maintenance 

Series N Maintenance: international sound programme and television transmission circuits 

Series O Specifications of measuring equipment 

Series P Terminals and subjective and objective assessment methods 

Series Q Switching and signalling 

Series R Telegraph transmission 

Series S Telegraph services terminal equipment 

Series T Terminals for telematic services 

Series U Telegraph switching 

Series V Data communication over the telephone network 

Series X Data networks, open system communications and security 

Series Y Global information infrastructure, Internet protocol aspects and next-generation networks 

Series Z Languages and general software aspects for telecommunication systems 

  

 
 


	ITU-T Rec. Q.3220 (06/2010) Architectural framework for NACF signalling interface Recommendations
	Summary
	History
	FOREWORD
	CONTENTS
	1 Scope
	2 References
	3 Definitions
	3.1 Terms defined elsewhere
	3.2 Terms defined in this Recommendation

	4 Abbreviations
	5 Conventions
	6 NACF architectural specification
	6.1 NACF functional architecture
	6.2 Principles of mapping
	6.3 Implementations of functional entities
	6.4 Interfaces and protocols

	7 NACF revision 1 architectural specification
	7.1 NACF revision 1 functional architecture
	7.2 Principles of mapping
	7.3 Implementations of functional entities
	7.4 Interfaces and protocols

	Appendix I – Tabulation of NACF Recommendations
	Appendix II – Tabulation of NACF revision 1 Recommendations
	Bibliography

