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Summary

ITU-T Recommendation Q.3201 describes the security signalling requirements and protocol architecture for supporting access security aspects of network attachment procedure in a next generation network (NGN). Basic threats and security requirements for the attachment of NGN access networks are analysed, and a model of an extensible authentication protocol (EAP)-based security signalling protocol architecture accommodating heterogeneous multi-links in the next generation network access environment is presented. Based on it, three feasible scenarios for authentication signalling in NGN network attachment control functions are developed.
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1 Scope

This Recommendation provides the basic security framework protocol architecture to support network attachment in NGN environments. This Recommendation also provides some threats and security requirements related to the signalling and control for network attachment.

The goal of this Recommendation is to identify security requirements for access networks and to define an EAP-based security protocol architecture for network access attachment. The main focus of this Recommendation is on an EAP-based security signalling protocol architecture for authentication and authorization in the network attachment system of NGN.

This Recommendation incorporates the overall context of related standards, on the issue of network security protocol, from IETF, IEEE and ITU-T.

1.1 Relationship

Work for this Recommendation is based upon the context of [ITU-T Y.2701] and [ITU-T Y.2012]; this Recommendation complies with the security requirements and guidelines specified in [ITU-T Y.2701], and considers the compatibility with the functional architecture in [ITU-T Y.2012].

2 References

The following ITU-T Recommendations and other references contain provisions which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published. The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.


3 Abbreviations

This Recommendation uses the following abbreviations:

AAA Authentication, Authorization and Accounting
AKA Authentication and Key Agreement
ANI Access Network Interface
AP Access Point
AR-FE Acces Relay Functional Entity
AS Authentication Server
BB Broadband
DoS Denial of Service
EAP Extensible Authentication Protocol
EAPoL Extensible Authentication Protocol over Local Area Network
EP Enforcement Point
FE Functional Entity
GW Gateway
HSS Home Subscriber Server
ID Identity
IMS Internet Protocol Multimedia Subsystem
4 Threats on access networks

This clause discusses some possible threats on the authentication, defined in [IETF RFC 4016], of the access network.

Success or failure indications

When a client accesses the network, an attacker can fool the client to fail to be authenticated using a false authentication failure message. The attacker may launch a denial of service (DoS) attack and break the authentication signalling by sending a number of false failure messages. If the communication channel between the customer device and the authenticator is not protected by a security association, the attacker can easily make false failure messages. The customer device and the authenticator can prevent this attack by using the authentication keys established in the mutual authentication procedure. Success or failure indication messages shall be encrypted or decrypted using the authentication keys.
Man-in-the-middle attack (MITM)
An attacker can claim to be the customer device or the authenticator between the real customer device and the real authenticator. Using the man-in-the-middle (MITM) attack, the attacker can steal the security association between the real customer device and the real authenticator. If the attacker is successful in the man-in-the-middle (MITM) attack, the attacker can sniff all the messages and insert a spoof message channel between the real customer device and the real authenticator. The attacker, therefore, gains a capability to execute all different kinds of attacks later.

Replay attack
An attacker can replay the valid authentication messages to cause false failures or success. The customer device and the authenticator can be protected from this attack by encrypting the message with a sequence number or time stamp.

Device identifier attack
The authenticator identifies the customer device using a device identifier. In case of successful authentication, the client can send the packet with the device identifier because the authenticator controls the authenticated traffic using the device identifier. However, the attacker can also send the packet using the device identifier without the authentication procedure. This attack can be prevented by using the security association between the customer device and the authenticator.

Client leaving the network
When the client is about to leave the access network, it should inform the authenticator of the service termination before it leaves, returning the allowed resources to the authentication client. If the customer device leaves the network without a notification, the attacker may pretend to be the client and use the network or transmit a disconnect message.

Service theft
An attacker can steal the network access service by pretending to be the authenticated client. After the client is successfully authenticated, the enforcement point will control traffic to prevent unauthorized traffic into the network. The filtering will be based on the IP and MAC addresses. Any attacker who can spoof the IP and MAC addresses in the packets can launch a service-theft attack easily. This attack can be prevented using per-packet protection with the security association between the customer device and the authenticator.

Denial of service (DoS) attack
Since the access network is vulnerable to many kinds of DoS attacks targeting the authentication agent or authenticator, the protocol should be designed to prevent DoS attacks. An attacker can perform a focused attack on the victim authenticator using a bunch of authentication requests. Since the authenticator may allocate resources to maintain the state information of the authentication client during the authentication process, the attacker can deplete the resources of the authenticator or authentication server.

5 Conventions
None.

6 Security requirements for access networks
This clause discusses the security requirements for the access network defined in [IETF RFC 4058].
Multi-access

The authentication procedure should support authentication clients with multiple interfaces, and networks on multi-access links. The authentication procedure should consider three different cases such that the authentication client may have multiple network interfaces, that the access network has not only a one-hop router but also a two- or three-hop router, or that the authentication client is not only using a point-to-point link but also multipoint links.

Disconnect indication

The authentication procedure should not assume that the link is connection-oriented. Link protocol may or may not support the disconnect indication, which helps to return the resources after the end of the service. The authentication protocol must be able to protect the disconnect messages to prevent a DoS attack.

Secure channel

The authentication protocol must consider protecting the communication channel between the authentication client and authenticator. Through the secure channel, the authentication protocol can protect the resource against many attacks such as eavesdropping, spoofing or replay attacks.

The authentication protocol can obtain a secure channel by mutual authentication as well as the security association shared between the authentication client and authenticator.

Performance

The authentication protocol must be designed to have minimum latency and overhead messages for network access.

Denial of service attacks

The authentication protocol can prevent many kinds of DoS attacks. Such attacks will incur the spending of resources of the authenticator and preventing network access by legitimate clients.

Client identity privacy

A client in a visiting network may want to hide its identity for privacy reasons. The signalling of the access network can support the identity privacy by hiding the real identity of the client.

Fast handover support

When the customer device moves from the current access point to another, the customer device should re-authenticate through the new access point after changing the attachment point. This means extra delay for the re-authentication procedure. The authentication procedure should support fast handover for the real-time service user.

Roaming support

When moving into another administrative domain after changing the attachment point, a customer device authenticated by the current administrative domain should be re-authenticated in the new administrative domain. Cooperation among administrative domains is required for re-authenticating the mobile user. Therefore, the authentication procedure should support the roaming of the authentication context between administrative domains.

7 Signalling protocol architecture for authentication

The network attachment control functions (NACFs) defined in [ITU-T Y.2012] provides the registration function at the access level and initialization of the end-user functions for accessing to the NGN services. The functions include providing network level identification/authentication, managing the IP address space of the access network, and authenticating the access signalling
sessions. The functions also announce the contact point of the NGN service/application functions to the end user.

Figure 1 – Overview of NGN architecture

This Recommendation defines the authentication and authorization part of the network attachment control functions in the transport control functions. The transport functions include access network functions, edge functions, core transport functions, and gateway functions.

This Recommendation provides the following functionalities:

- Authentication occurring at the IP layer before or during the IP address allocation procedure.
- Authorization of network access, based on the user profile.

Authentication and authorization functions allow the user's network access and the use of network resources using user information from the user profile function. In other words, these functions authenticate users who want to access the network and check the user's ID and authority.

Figure 2 shows the network attachment control functions part of the NGN generalized functional architecture defined in [ITU-T Y.2012]. The scope of this Recommendation covers T-11 (TAA-FE), T-12 (TUP-FE), and T-14 (AM-FE).
The transport authentication and authorization functional entity (TAA-FE) provides authentication and authorization functions at the transport stratum.

The detailed functions are as follows:

a) TAA-FE shall need to specify how users/terminals are identified in the access networks. The identification function is the first step in the mobility management process and is used for authentication, authorization and accounting (AAA) of users/terminals.

b) TAA-FE should support the common authentication, authorization and accounting (AAA), and security schemes.

The authentication and authorization function should be coordinated with the commonly used AAA and security schemes to be authenticated, authorized, accounted and secured for the services.

7.1 Basic authentication model

The basic authentication model in NGN must include all of the different kinds of authentication at each level. Figure 3 describes the detail of the authentication functions in NGN. Authentication functions may support three different levels of authentication: link-level authentication, network-level authentication, and user-level authentication. In particular, the link-level authentication is performed by access network functions directly connected to the user devices. Access network functions can identify the access device using a device identifier such as the SSID or MAC address associated with authentication information. On the other hand, the network-level authentication function can identify the network level address, such as the IP address, associated with authentication information. Finally, the user-level authentication function may use the user ID or user profile information for authentication.
7.2 EAP-based authentication architecture in access networks

The authentication functions in NGN should support many different kinds of authentication procedure for heterogeneous access networks. Figure 4 describes the detail of the EAP-based authentication functions in NGN. The authentication functions in the transport stratum may support the link-level authentication, network-level authentication, or user-level authentication.

7.2.1 Link-level authentication

To support different authentication procedures for many kinds of access networks, access network functions shall include the existing link-level authentication protocol used in [IEEE 802.11i] and [3GPP TS 33.102]. Access network functions can identify the access device using the device identifier such as SSID or MAC address.

7.2.2 Network-level authentication

The network-level authentication function may use the PANA protocol [IETF RFC 4016] to carry authentication information for network access. The PANA protocol allows clients to authenticate themselves to the access network using IP. Such a protocol would allow a client to interact with TAA-FE to gain access without the need to understand any specific AAA protocols that are in use at the site. It would also allow such interactions to take place without a link-layer specific mechanism. PANA would be applicable to both multi-access and point-to-point links. It would provide support for various authentication methods, dynamic service provider selection, and roaming clients.

The network-level authentication function also includes AM-FE (AAA client function) to communicate with TAA-FE (AAA server function) for user authentication using DIAMETER [IETF RFC 3588] or RADIUS [IETF RFC 2865]. Since the network-level authentication function is related to the network address, NACF may include the IP address space of the access network.

7.2.3 User-level authentication

Since it manages the user information for each user, the AAA server provides NACF with the user authentication function during the authentication procedure. TAA-FE communicates with AM-FE in NACF for authenticating the user using DIAMETER or RADIUS protocol.
7.3 EAP authentication model

The EAP protocol defines an authentication framework that supports various authentication methods. EAP runs on the peer and authentication server via authenticator. EAP is directly transported over data link layers such as [b-IEEE 802] and point-to-point protocol (PPP). However, due to the feature of link dependency, the EAP protocol requires a lower layer such as EAPoL, [b-IEEE 802.1x], or [IEEE 802.11i]. Figure 5 describes the EAP multiplexing model. The EAP method layer includes an authentication algorithm. The EAP peer and authenticator have functionalities as authentication client and authenticator, respectively. The EAP layer performs the delivery of the EAP messages. The lower layer transmits or receives the EAP frames between the peer and the authenticator. Since the link layer consists of various link protocols, EAP requires various lower layers for each link protocol.

![Figure 5 – EAP forwarding model](Q.3201(07)_F06)

7.3.1 Lower layer requirements

The EAP requires a lower layer for reliable message delivery, error detection and ordering message as follows:

- Since it does not know that the peer receives the message from the authenticator, EAP requires a reliable channel between the peer and the authenticator.
- EAP does not guarantee that the EAP messages are delivered to the destination without error. Thus, EAP needs an error detection function from the lower layer.
- EAP messages may be changed in order or duplicated for any reason. Thus, EAP requires duplicate detection and ordering to guarantee correct operations.
- The lower layer does not know whether or not the upper layer includes authentication protocol. EAP requires an indication of the authentication protocol.

7.4 Integrated authentication model in NGN

Due to different access technologies, EAP lower layers are developed for each link protocol. Since the various authentication protocols are difficult to control by one management node, the NGN architecture requires an integrated authentication model. The objectives of the authentication model are as follows:

- To unify the authentication point for various interfaces.
- To support an authenticating peer indirectly connected to the authenticator.
- To support fast handover without authentication in the same administration domain.
- To support vertical handover without authentication in the same administration domain.
Figure 6 shows an integrated authentication model, which is controlled by an authenticator. The peer sends authentication information to the enforcement point, which in turn forwards it to the authenticator. This architecture helps the authenticator manage the authentication procedure.

![Integrated authentication model](Q.320107_F06)

**Figure 6 – Integrated authentication model**

Figure 7 depicts an integrated authentication model in NGN. It is assumed that the network attachment control functions are the authenticator and authentication server, and the access network functions are the enforcement points. The access network performs filtering of data packets allowing only the authenticated packets. After successful authentication of the end-user function, the access network functions allow the packets from the end-user function to enter into the access network.

![Integrated authentication model in NGN](Q.320107_F07)

**Figure 7 – Integrated authentication model in NGN**

7.5 Authentication scenarios based on network architecture

7.5.1 In case the mobile nodes are directly connected to the access network functions

Legacy end-user functions still have the EAP module operated on the link layer. Although EAP runs on the link layer between access network functions (e.g., AR-FE) and end-user functions, NGN has an IP-based transport protocol. Due to this reason, EAP over the link layer is not directly transported in the NGN architecture. For delivery of the EAP message in NGN, the transformation of the lower layer is required in the access network functions. Access network functions have the transformation function, which changes the lower layer of the link layer such as EAPoL.
[IEEE 802.11i] to the lower layer of the network layer such as PANA. The reference point T-U1 allows the end-user functions to request AR-FE for the delivery of the EAP messages over the link layer. TC-T1 allows AR-FE to request AM-FE for the transport of EAP messages over the network layer.

Figure 8 – Authentication architecture for EAP over the link layer

Access link technologies are developed in several link protocols such as the Ethernet and [b-IEEE 802.11]. The lower layer between the end-user function and access network functions depend on the link protocol. In the case of Ethernet, EAPoL shall be necessary for the delivery of the EAP message. When PPP is used for the link protocol, the authentication control option is also required to transport the message. Although the lower layers run directly on the link layer, the access network functions will change the link protocol with the lower layer. The access network functions will use the network layer as the transport protocol of EAP, and EAP also requires a lower layer on the network layer such as PANA. To transform the lower layer, the access network functions will do mapping of the lower layer protocols on each side. Thus, EAP messages are transported over IP from the access network functions to AM-FE. Since AM-FE is the authenticator, AM-FE will change the EAP peer layer to the EAP authenticator layer. The EAP message between AM-FE and TAA-FE will be delivered by an AAA protocol such as DIAMETER or RADIUS.

Figure 9 – EAP forwarding model for EAP over the link layer
7.5.2 In case the mobile nodes are indirectly connected to the access network functions via a gateway

The end-user functions may be connected indirectly to the access network functions (e.g., AR-FE) via the gateway such as in home networks. If EAP messages are transferred to the access network functions via the gateway, the lower layer on the link protocol should be changed to the lower layer specific for the link protocol between the gateway and access network functions. Thus, EAP messages between the end-user functions and the gateway are transported on the link layer, and the EAP messages between the gateway and the access network functions are delivered on the network layer.

Figure 10 – Authentication architecture for EAP over the link layer via gateway

Figure 11 shows the EAP forwarding model via the gateway. First, the end-user function makes the EAP message and sends it to the gateway. However, the gateway cannot forward the EAP message because the link layers at each link are different. Thus the gateway uses the network layer as a transport protocol for the EAP message. The gateway will change the existing lower layer to the lower layer over the network layer and send the EAP message to the access network functions. The access network functions simply forward the packets to AM-FE, and AM-FE will process each layer for the EAP message. After processing the EAP message, the EAP message between AM-FE and TAA-FE will be delivered by an AAA protocol such as DIAMETER or RADIUS.
7.5.3 In case the mobile nodes have the PaC function

If the end-user function includes the PANA client function, the EAP message runs on the network layer from PaC to PAA. Since the end-user function including PaC can send the EAP message over the network layer, AM-FE receives the EAP message without transforming the message at the intermediate node. Acting as the enforcement point, the access network function only accepts authentication-related messages and forwards them to AM-FE.

Figure 12 – Authentication architecture for EAP over the network layer

Figure 13 illustrates the EAP forwarding model using PANA. The end-user function uses PANA as the lower layer of the EAP and sends messages over the network layer. The gateway simply forwards EAP messages and the access network functions check the type of the message. If the message is an authentication message, then the access network functions forward the message to AM-FE. AM-FE receives the EAP message and forwards it over the AAA layer to TAA-FE.
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