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Supplement 12 to ITU-T H-series Recommendations

Gateway control protocol:
Priority traffic treatment by ITU-T H.248 gateways

Summary

Supplement 12 to ITU-T H-series Recommendations provides complementary information on the
handling of priority traffic (e.g., international emergency preference scheme (IEPS)/emergency
telecommunications service (ETS) traffic) by the ITU-T H.248 entities:. Media Gateway Controller
(MGC) and Media Gateway (MG).

This supplement illustrates the difficulty, even impossibility, of a generic specification i.e.,, a
generic ITU-T H.248 profile, in justifying concrete, dedicated protocol solutions in the case of an
available alternative for "emulation approaches’.

History
Edition Recommendation  Approva  Study Group Unique ID*
1.0 ITU-T H Suppl. 12 2013-11-08 16 11.1002/1000/12068-en

* To access the Recommendation, type the URL http://handle.itu.int/ in the address field of your web
browser, followed by the Recommendation's unique ID. For example,
http://handle.itu.int/11.1002/1000/11830-en.
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telecommunications, information and communication technologies (ICTs). The ITU Telecommunication
Standardization Sector (ITU-T) is a permanent organ of ITU. ITU-T is responsible for studying technical,
operating and tariff questions and issuing Recommendations on them with a view to standardizing
telecommunications on aworldwide basis.

The World Telecommunication Standardization Assembly (WTSA), which meets every four years,
establishes the topics for study by the ITU-T study groups which, in turn, produce Recommendations on
these topics.

The approval of ITU-T Recommendationsis covered by the procedure laid down in WTSA Resolution 1.

In some areas of information technology which fall within ITU-T's purview, the necessary standards are
prepared on a collaborative basis with 1SO and IEC.
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In this publication, the expression "Administration” is used for conciseness to indicate both a
telecommunication administration and a recognized operating agency.
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provisions (to ensure, e.g., interoperability or applicability) and compliance with the publication is achieved
when al of these mandatory provisions are met. The words "shall" or some other obligatory language such as
"must" and the negative equivalents are used to express requirements. The use of such words does not
suggest that compliance with the publication is required of any party.
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Supplement 12 to I TU-T H-series Recommendations

1

Gateway control protocol:
Priority traffic treatment by ITU-T H.248 gateways

Scope

This supplement provides complementary information concerning the handling of priority traffic by
the ITU-T H.248 entities: media gateway controller (MGC) and media gateway (MG).

The following aspects are covered within the scope:

the notion of "priority traffic" from the perspective of the ITU-T H.248 gateway control
interface (clause 6);

a comprehensive traffic model for priority services (as introduced by [ITU-T H.248.81])
with focus on the MG (clause 6.1);

the specification aspects of ITU-T H.248 profiles with respect to "generic* and "practical”
profiles (clause 6.2);

a status snapshot of some ITU-T H.248 profiles and Context attribute support for priority
traffic handling (Appendix 1);

example use cases for different gateway types supporting priority traffic (such as with
possible international emergency preference scheme (IEPS) call indicator support)
(Appendix I1).

This supplement illustrates the difficulty, even impossibility, of a generic specification, i.e., a
generic ITU-T H.248 profile, in justifying concrete, dedicated protocol solutions in the case of an
available alternative for "emulation approaches’.

2 References

[ITU-T E.106] Recommendation ITU-T E.106 (2003), International Emergency Preference
Scheme (IEPS) for disaster relief operations.

[ITU-T E.107] Recommendation ITU-T E.107 (2007), Emergency Telecommunications

Service (ETS) and interconnection framework for national implementations
of ETS.

[ITU-T H.248.1] Recommendation ITU-T H.248.1 (2005), Gateway control protocol:

Version 3.

[ITU-T H.248.52] Recommendation ITU-T H.248.52 (2008), Gateway control protocol: QoS

support packages.

[ITU-T H.248.54] Recommendation ITU-T H.248.54 (2007), Gateway control protocol: MPLS

support package.

[ITU-T H.248.56] Recommendation ITU-T H.248.56 (2007), Gateway control protocol:

Packages for virtual private network support.

[ITU-T H.248.79] Recommendation ITU-T H.248.79 (2012), Gateway control protocol:

Guidelines for packet-based streams.

[ITU-T H.248.81] Recommendation ITU-T H.248.81 (2011), Gateway control protocol:

Guidelines on the use of the international emergency preference scheme
(IEPS) call indicator and priority indicator in ITU-T H.248 profiles.
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[ITU-T H.Sup.9] ITU-T H-series Recommendations — Supplement 9 (2008), Gateway control
protocol: Operation of H.248 with H.225.0, SP, and ISUP in support of
emer gency telecommunications service (ETS)/International emergency
preference scheme (IEPS).

[ITU-T 1.130] Recommendation ITU-T 1.130 (1988), Method for the characterization of
telecommunication services supported by an ISDN and network capabilities
of an ISDN.

[ITU-T Q.1950] Recommendation ITU-T Q.1950 (2002), Bearer independent call bearer
control protocol.

[ITU-T Y.2111] Recommendation ITU-T Y.2111 (2011), Resource and admission control
functions in next generation networks.

[ETSI TS122 153] ETSI TS 122 153 (2012), Digital cellular telecommunications system
(Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE;
Multimedia priority service (3GPP TS22.153 version 11.1.0 Release 11).

[ETSI TS129238] ETSI TS 129 238, Universal Mobile Telecommunications System (UMTYS);
LTE; Interconnection Border Control Functions (IBCF) — Transition
Gateway (TrGW) interface; Ix interface; Sage 3.

[ETSI TS129334] ETSI TS 129 334, Digital cellular telecommunications system (Phase 2+);
Universal Mobile Telecommunications System (UMTS); LTE; IMS
Application Level Gateway (IMS-ALG) — IMS Access Gateway (IMS-AGW);
Ig Interface; Stage 3.

[ETSI TS183018] ETSI TS 183 018, Telecommunications and Internet converged Services and
Protocols for Advanced Networking (TISPAN); Resource and Admission
Control: H.248 Profile Version 3 for controlling Border Gateway Functions
(BGF) in the Resource and Admission Control Subsystem (RACS); Protocol
specification.

3 Definitions

31 Termsdefined elsewhere
This supplement uses the following terms defined el sewhere:

3.1.1 emergency telecommunications service (ETS) [ITU-T E.107]: A national service
providing priority telecommunications to the ETS authorized users in times of disaster and
emergencies.

3.1.2 international emergency preference scheme (IEPS) [ITU-T E.106].

3.2 Termsdefined in this supplement
This supplement defines the following terms:

3.2.1 bearer-dependent decision point (BDDP): The media gateway controller (MGC) is the
primary decision point with respect to the mapping of call control level information to gateway
control signalling and the applicable ITU-T H.248 context, termination and/or stream entity as
bearer level elements. The MGC provides all necessary information about bearer plane protocol
stack, supported QoS technologies, etc.

NOTE 1 — Thisisthe usual model in the master-slave relationship of ITU-T H.248 gateways.

NOTE 2 — The synonym of technology-dependent ... / technology-independent ... originates from the ITU-T
resource and admission control function (RACF) architecture (see[ITU-T Y.2111]).
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3.2.2 bearer-independent decision point (BIDP): In contrast to clause 3.2.1, definition of
BDDP, the media gateway controller (MGC) is still the primary decision point with respect to the
mapping of call control level information to gateway control signalling but lacks (partially or fully)
bearer-related information. The MGC applies generic signalling and delegates the final mapping to
the MG.

NOTE — The notion of bearer-independent ... originates from the bearer-independent call control (BICC)
architecture (see ITU-T Q.19xx-series of Recommendation); applied, for example, in the ITU-T H.248
profile bearer-independent call bearer control protocol according to [ITU-T Q.1950].

3.2.3 mapping function (MF): A function, located in ITU-T H.248 entities (MGC and MG), for
mapping protocol objects between two interfaces (MGC: between call control and gateway control
signalling; MG: between gateway control signalling and user plane protocols). The mapping
function relates to the following, hierarchical information:

MF type (a) — Protocol mapping: e.g., ITU-T H.248, ITU-T H.323, session initiation
protocol (SIP), Internet Protocol (IP); protocol type mapping: MGC level mapping: SIP to
ITU-T H.248, SIP session description protocol (SDP) to ITU-T H.248 (SDP); and MG level
mapping: ITU-T H 248to IP);

NOTE 1 — The MGC located mapping function (MF MGC) could affect the two protocol levels (al)
application control protocol (e.g., ITU-T H.323, SIP or BICC) and an optional embedded (a2)
media description protocol (e.g., SDP).

MF type (b) — Type mapping: Mapping of information element types (e.g., signaling
element type or IP header field);

NOTE 2 — At asyntactic level the mapping of information element types usually implies a mapping
of theinformation element value.

MF type (c) — Value mapping: Mapping of information element value.
NOTE 3 — The combination of signalling element/type is also known as codepoint.
The mapping function may affect all three levelsin any combination.

NOTE 4 — Appendix Il illustrates some examples of different mapping functions.

4 Abbreviations and acronyms

This supplement uses the following abbreviations and acronyms:
BD Bearer Dependent

BI Bearer | ndependent

BDDP Bearer-dependent Decision Point

BICC Bearer-Independent Call Control

BIDP Bearer-Independent Decision Point

DPI Deep Packet Inspection

DS Differentiated Services

ETS Emergency Telecommunications Service
IEPS International Emergency Preference Scheme
IP Internet Protocol

IDS Intrusion Detection System

LxVPN Layer x Virtual Private Network

MF Mapping Function
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MFue M G-located Mapping Function
MFucc MGC-level Mapping Function

MG Media Gateway

MGC Media Gateway Controller

MPS Multimedia Priority Service

MPLS Multi-Path Label Switching

QoS Quality of Service

RACF Resource and Admission Control Function
RPH Resource Priority Header

SDP Session Description Protocol

SIP Session Initiation Protocol

SDO Standards Development Organization
TC Traffic Class

TDF Traffic Detection Function

ToS Type of Service

5 Conventions

[ITU-T 1.130] defines a stage and description level based specification methodology. This
supplement uses the conventions of Stage 2 and Stage 3 according to [ITU-T 1.130], which relates
to the following kind of information in cases of signaling interface specifications (such as
ITU-T H.248 profiles):

- Stage 2: requirement for signalling interface, and
- Stage 3: protocol solution.

It may be noted that Stage 2 and Stage 3 information are fully decoupled (according to
[ITU-T 1.130]), eg., a specific requirement may be principally satisfied by multiple signalling
solutions.

NOTE — Other SDOs outside ITU may use adifferent convention for stage-based specification processes.

6 Priority traffic — Traffic model and profile specifications

This is follow-on information to [ITU-T H.248.81], which provides profile specification guidelines
for ITU-T H.248 profiles with support of priority traffic indication. The notion of priority traffic
covers the three context attributes priority indicator, emergency indicator and IEPS call indicator
and shall be understood in this discussion as follows:

An ITU-T H.248 Context is associated with priority traffic handling when the following condition
istrue:

IF (Prioritylndicator > 0) OR (Emergencylndicator = ON) OR (IEPScalllndicator = ON)

6.1 Traffic model

Figure 1 recalls again the overall traffic model from [ITU-T H.248.81]. Priority traffic handling as
such affects multiple areas: "3", "4" and "5" with regard to the MG entity.

4 H series— Supplement 12 (11/2013)
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architectural concept” used in the bearer network. | Command /1b) pre-emption of low priority
E.g. ' Analyse Serverc resources in case of overload?
- relative QoS according DiffServ (H.248.52) i
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oo R TIN |
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Figure 1 — Example overall traffic model for priority services with scope on the MG entity

The functional areas are (according to [I TU-T H.248.81]):
- Part 111: MG control path — Priority command processing;

- Part 1V: MG data path — Reservation, allocation and pre-emption of resources depending on
national variation; and

- Part V: Bearer network — Support of dedicated "QoS and policy architectures'.

Any kind of traffic priority indication sent from the MGC to the MG leads to corresponding actions
in one or multiple functional areas. A generic MG processing rule concept for priority traffic
handling may be introduced (see aso Figure 2): the rule conditions are given by ITU-T H.248
signalling elements and the rule actions are related to the above-mentioned areas.

6.2 Conventionsfor abstracted | TU-T H.248 signalling specifications

The following clauses elaborate on specification aspects concerning priority traffic treatment. The
generic method of "rule-based description of MG operations' (eg.,as outlined by
[ITU-T H.248.79]) is used due to the general approach adopted by this supplement, the advantage
of independence of specific ITU-T H.248 descriptors, and the compact format.

6.3 Specification plane: Typeof ITU-T H.248 profile
This supplement introduces two ITU-T H.248 profile types:

- Generic ITU-T H.248 profile: characterized by a mix of mandatory, optional and
conditional protocol capabilities, typically specified by SDOs (e.g., international profiles);

H series— Supplement 12 (11/2013) 5



- Practical ITU-T H.248 profile: an instantiation of a generic profile, given by a concrete
implementation and a given network operational environment. There are no optional
capabilities: something is either useable or not.

MG rule actions may be linked to the MG rule conditions in the case of a practical profile (because
there are no uncertainties either from the point of view of network engineering and MG capability
support or the fact that the expected MG behaviour must be determined).

However, it is rather difficult (often impossible) to specify the association between concrete MG
actions and their underlying conditions in generic profiles (due to their generic nature, vagueness of

operational environment, etc.). Such a situation shall be called a semantic issue of MG actionsin the
context of priority traffic handling.

ITU-T H.248 Profile indicate MG-level actions due to
call-dependent and call-independent procedures, which
are based on supported signalling capabilities.

ITU-T H.248 <signalling element, value>
pairs constituting conditions of MG
processing rules

N
~_ MG processing rule ("' for priority traffic handling'") h “
Conditions Actions\ \‘\“
Conditions at Context level: Then: N
ITU-T H.248 Prol%ie defines ‘ ‘ ‘ ‘
a) supported signalling elements (here: ||Conditions at Stream/Termination level: ‘ ‘
ContextAttributes) and
b) their value range ‘ ‘
X
| | \
\
rT T T = A - - \
’ \
| Actions A,;in MG control path |
| (priority command processing): |
' |
II Actions Ay;in MG data path (reservation, ||
allocation and pre-emption of resources
| depending on national variation): |
| |
| |
| Actions A at H.248 bearer interfaces |
l (support of dedicated "QoS and policy \
architectures") [such actions are associated to
' H.248 termination/stream]: l
| |
\ /
N —_ e _ J
Figure 2 —Generic profile view — Processing rule concept
(plusthe threefunctional areas of possible MG actions)
Figure 3 indicates some principal issues related to generic profiles:
#1: generic versus practical profile type (see above);
#2: binding of actions to conditions (the exact specified binding determines the final service
logic and hence MG behaviour);

#3: dependencies on final operational environment of a deployed MG, concerning bearer
protocol stacks, QoS architecture, overall traffic mix, etc.
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Furthermore, each of the three Context attributes may lead to MG actions in the three areas, which
could lead to some overlap (and possible interaction issues) when multiple Context attributes are
used in parallel (see Figure 4):

#4. isolated view (eg., by defining individual call-dependent procedures for each
ContextAttribute element) is not appropriate due to possible interaction problems of MG-
level actions);

The isolated view is often given in specification roadmaps when an initial profile version supports
one (or two) Context attributes for priority traffic indication, and subsequent profile versions add
further support in this area. In order to avoid interaction issues, a reconsideration and
comprehensive view would then be necessary (see Figure 5):

#5: comprehensive consideration of all supported Context attributes and their binding to MG
actions (in order to avoid possible interaction of individua MG actions and to define a
deterministic MG behaviour).

Issue #1 of a generic profile: mix of mandatory and optional
capabilities, which isn‘t the fact in reality when looking at
concrete implementations.

MG processing rule ("'for prio\w’{@y traffic handling')

Conditions Actions

Conditions at Context level: Then:

Conditions at Stream/Termination level: ‘ ‘

B |

- | A

Issue #3 of a generic profile: actions are

Issue #2 of a generic profile: the normally
specific binding of actions to a) depender'lt on the specific bearer network
conditions is “rather vague” architecture (e.g. like concrete supported
QoS, VPN, ... capabilities) and

b) dependent on the overall traffic mix

Figure 3—Generic profile view — Some issues
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Assumption: all ContextAttributes related to traffic priorities

would be supported.

Here: isolated view of correspondent processing rules.

=

MG processing rule for "Priority Indicator"

Simple Conditions Actions
Condition at Context level: Then:
If: Actions A,;in MG-internal
Ce,1: "Priority Indicator = x,?" control path: ...
Actions Ay;in MG-internal data
path: ...
Actions A.;at MG-external
bearer interfaces: ...

Issue #4 of a generic profile: an
isolated view (e.g. by defining
individual call-dependent
procedures for each
ContextAttribute element) is not
appropriate due to possible
interaction problems of MG-level

Hence, entire consideration required,

A A o
\ 4 I
. " : : "
MG processing rule for "Emergency Indicator actions.
Simple Conditions Actions
see Figure 5.
Condition at Context level: Then: £
If: Actions 4,;in MG-internal
C.,1: "Emergency Indicator = x;?" contrdy path: ...
Actions Ay;in MG-internal data
path:
Actions A.;at MG-external
bearel interfaces: ...
A
\ 4 \ 4
MG processing rule for "IEPS Indicator"
Simple Conditions Actions
Condition at Context level: Then:
If: Actions A, ;in MG-internal
Cey: "IEPS Indicator = x2" control path: ..
Actions Ay;in MG-internal data
path: ...
Actions A.;at MG-external
bearer interfaces: ...

Figure4 — Generic profile view — I ssue due to isolated consider ation

That is required from an specification perspective:
complete view of processing rule.

-
-

MG processing rule ("'for priority traffic handling')

Compound Condition

Actions

Conditions at Context level:

If:
Ce.1: "Priority Indicator = x,?"
AND
Cen: "Emergency Indicator = X,?"
AND

Ces: "IEPS Indicator = x3?"

Then:

Actions A,;in MG-internal
control path: ...

Actions Ayp;in MG-internal data
path: ...

Actions A ;at MG-external
bearer interfaces: ...

Issue #5 of a generic profile: overall picture must be
considered, but difficulty at a generic level

H series— Supplement 12 (11/2013)
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6.4 Specification plane: Codepoint space

The comprehensive view (Figure 5) alludes to the usage of a single parameter (instead of three
Context attributes) for the control of correspondent MG action(s). This clause discusses the thought
behind such an approach. It does not revise existing ITU-T H.248 protocol syntax.

Figure 6 illustrates such an approach: the left-hand side provides legacy ITU-T H.248 protocol
syntax, and the three Context attributes define a compound condition at Context level with regard to
the required traffic handling. It is a hierarchical scheme due to the three explicit signalling elements
for action control.

The right-hand side provides a flat scheme: the three Context attributes are mapped (and replaced)
by asingle variable, called TrafficPriorityParameter. The following aspects may be noted:

- The single parameter approach may already be applied today; internal implementation.
- There are 64 codepoints defined (required) by the three Context attributes (2 x 2 x 16).

- The three Context attributes could be thus unambiguously mapped on the
TrafficPriorityParameter defined, for example, by a data type of integer and a value range
of [0, 63] for thisvariable.

- The two signalling concepts ("three versus a single parameter”) are functionally equal
because the three ITU-T H.248 Context attributes are generic in the sense that they do not
specify concrete MG actions.

A future gateway control (or other signalling or management) protocol design may consider
defining just asingle signalling element with a future safe codepoint space.l

MG processing rule ("'for priority traffic handling'") MG processing rule ("'for priority traffic handling'")
Compound Condition Actions Simple Condition Actions
Conditions at Context level: Then: Conditions at Context level: Then:
If: . . If: . X
Actions A,;in MG-internal Actions A, ;in MG-internal
C..i: "Priority Indicator = x,?" control path: ... C..i: "TrafficPriorityParameter = x;?" control path: ...
AND < >
Ce: "Emergency Indicator = x;?" Actions Ay;in MG-internal data Actions Ay;in MG-internal data
AND path: ... with TrafficPriorityParameter = f{(IEPS Indicator, path: ...
Emergency Indicator, Priority Indicator)
Ce3: "IEPS Indicator = x;?"
Actions A.;at MG-external Actions A.;at MG-external
\ bearer interfaces: ... - bearer interfaces: ...
A\ I
\
\
\ \
Hierarchical priority scheme ‘ “ \ ‘ Flat priority scheme Example mapping function:
| \ TrafficPriorityParameter = x, + x, + x;3
[\ with
y X = 2’ (IF “IEPS Indicator = ON”)

sleme: 2PS or Emeroency indicator) conceri raffic Driori o .
.LILI:HLH} (IEPS or l:mug,uu.) indicator) concering }ld“lt }mfml) X, =2 (IF “Emergency Indicator = ON”)
!nd!um()n could be alternatively the value range of the priority x, =0 (IF “Emergency Indicator = OFF”)
indicator extended. x; = Priority Indicator

leading to a value range of TrafficPriorityParameter = [0, 63], i.e. 64
levels of traffic priorities.

|
|
|
|
|
Aspect: instead of the introduction of another H.248 protocol } x; =0 (IF “IEPS Indicator = OFF”)
|
|
|
|
|
|
|

Figure 6 —Hierarchical versusflat priority scheme

6.5 Specification plane: Further comments

The requirement for MG behaviour should normally drive the requirement(s) for the ITU-T H.248
interface (but not vice versa). The subsequent MG behaviour would result from the definition of an
overall network solution.

1 Such a protocol engineering approach would avoid the side discussion here: Upgrade of ITU-T H.248
protocol version from 1 or 2 to 3 due to IEPS call indicator support.
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The network element behaviour is first at the top level of a composed MGC/MG gateway entity,
according to the overall traffic model of [ITU-T H.248.81]. Hence, there is a mapping of 'service
requirements/capabilities on the '‘composed MGC/MG' and then ‘functional distribution on
decomposed gateway model'.

10 H series— Supplement 12 (11/2013)



Appendix |
| TU-T H.248 profiles and Context attributesfor priority traffic handling

This appendix contains an analysis of signalling support for priority traffic handling.

.1 Status I TU-T H.248 profiles

ITU-T H.248 profile definitions include Context attribute support information (see the profile
definition template in [ITU-T H.248.1]). There are many ITU-T H.248 profile specifications
published by standard development organizations (SDOs). Of particular interest in this supplement
are profiles for ITU-T H.248 IP-IP gateways; such as the 3GPP-defined profiles for ther
ITU-T H.248-based reference points Ix and Iq ([ETSI TS 129 238] and [ETSI TS 129 334], which
are both based on the ETSI TISPAN la profile [ETSI TS 183 018)).

The following table summarizes the status for Ix and | g interfaces:

Tablel.1—-3GPP profilesand typical support of Context attributes (status. Rel-11)

Context attribute Supported Values supported
Priority Indicator Optional (Note 1) 0-15 (Note 2)
Emergency Indicator Yes Yes/No
IEPS Call Indicator No NA

NOTE 1 — This Context attribute parameter is allowed in ETSI TISPAN laProfile version 3. It isaso used
for the multimedia priority service (MPS) as specified in [ETSI TS 122 153].

NOTE 2 — Priority values 11-15 of the priority indicator are reserved for the MPS.

It may be noted that there is support of emergency calls only in pure 3GPP environments, and
additional priority level support in ETSI TISPAN and 3GPP instantiations.

[.2 Discussion of the principal ITU-T H.248 signalling options

ITU-T H.248 supports the provisioning of protocol parameter values, which may sometimes be
used as an aternative to the usual signalling of protocol values. There are further kinds of
ITU-T H.248 decomposed gateway models, such as a bearer-independent or bearer-dependent style
of operation (see clauses3.2.2 and 3.2.1 respectively). The alternatives lead to various options
which are outlined in this clause, using the concrete example of Diff Serv-based QoS marking as the
selected technology for priority traffic support. The different options are also related to a mapping
function (MF) (see clause 3.2.3) involved at MGC and/or MG level.

.21  Overview

The principal 1TU-T H.248 signalling options are given by the combination of the following
characteristics:

I The kind of mapping function (related to type and/or value mapping, MFy )

a. Atthe MGC level: cal control protocol related codepoints are mapped to ITU-T H.248
codepoints (‘bearer dependent’ or 'bearer independent’) format (by the MFuvccp,g);
or/and

b. At the MG level: mapping of ITU-T H.248 codepoints to final 1P bearer path format
(by the M FMG(b,c));

H series— Supplement 12 (11/2013) 11



ITU-T H.248 signalling format

a. 'bearer dependent’, i.e., QoS marking codepoints signalled aready in the format as
used in I P bearer packets (hence, so-called type mapping (MFy) not necessary);

b. 'bearer independent’, i.e, (1.b) type mapping (MF,) would be always required in the
MG.

Four meaningful combinations are subsequently described. Appendix Il1, clause 111.2, further
illustrates the example variants.

1.2.2

Bearer-dependent ITU-T H.248 signalling

ITU-T H.248 signadlling (i.e., ADD and MODIFY request commands) carries the bearer-dependent
DiffServ codepoint (as e.g., assigned for priority traffic). The MG directly uses that DiffServ
codepoint for QoS marking in outgoing bearer packets. There are two variants from the MGC
perspective, see Figurel.1.

Call level signalling

(SIP)
1) Mapping of call level service indication (= "priorit\'i MGC Vari e
& . ariant 1 ("signalled
traffic") plus optional local policies to bearer level "QoS t----["—" MFuae \ d . ( " &
marking" codepoint (= "DiffServ")! T | codepoints )
- ! * ‘ Codepoints for QoS marking could be
: : oo 1 248 directly generated without any
2) H.248 signalling of DiffServi ______§ "7 provisioning activities.
codepoint ("BD signalling") | |
i |
1
,,,,,,,,,,,,,,,,,,,,,,,,,,, ‘ i Variant 2 ("MGC provisioned
3) Marking bearer packets with | i codepoints")
77777 DiffServ codepoint, | Codepoints for QoS marking would be
i Media provisioned.
i Gateway

QoS marking
function

DiffServ-based
Packet Bearer Network
Domain

Packet bearer connection for "priority traffic traffic"

Figurel.1—Control of an MG-level QoS marking function —Variants 1 and 2

Details;

1.2.3

Variant 1: the call control signalling (SIP) includes the QoS marking codepoints applicable
for this media in the format used in the IP packets. The same codepoints are sent in the
ITU-T H.248 signalling to the MG. Thus, type mapping and value mapping are avoided in
this variant, both at MGC and MG level.

Variant 2: either call control signalling does not support signalling of DiffServ values or a
local DiffServ trandation is applied a the MGC. In this case, the QoS marking is
provisoned at the MGC; the MGC provides the DiffServ mapping and includes the
DiffServ codepoints in the ITU-T H.248 signaling. Thus, there is type/value mapping at
the MGC level, but no such mapping is additionally necessary by the MG.

Bearer-independent ITU-T H.248 signalling

The DiffServ codepoint for a particular packet bearer traffic class might also be provisioned at the
MG level. This implies the necessity of a correspondent mapping function at the MG level (MFyg,
see Figure 1.2) besides the MGC level MF.

12
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Call level signalling
(SIP)

1) Mapping of call level service indication (:§ S — ‘ MGC
"priority traffic") plus optional local o MFyce ‘

policies to bearer level "QoS marking" | ‘ i

codepoint (here "BI")!

,,,,,,,,,,,,,,,,,

1
1
- - -1 H.248
2) ITU-T H.248 signalling of "generic"| ___ -~ '
codepoint ("BI signalling") ! 1
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, \ i
BT o o |
3) Mapping "generic" codepoint L ' Variant 3 ("MG provisioned
to DiffServ i H o
,,,,,,,,,,,,,,,,,,,,,,,,,, ol | codepoints")
4) Marking bearer packets with; . ! Codepoints for QoS marking would
DiffServ codepoint % be provisioned at MG.
| MPe | Media
| QoS marking ! Gateway
function |

DiffServ-based
packet bearer network
domain

Packet bearer connection for "priority traffic traftic"

Figurel.2—Controlling of the M G-level QoS marking function —Variant 3

Details;

1.3

Variant 3: there is no explicit signaling of DiffServ codepoints at the ITU-T H.248
interface. Instead another ITU-T H.248 protocol element could be signaled to trigger
marking bearer packets with appropriate Diff Serv codepoints.

Variant 4: in addition to other ITU-T H.248 protocol elements asin variant 3, ITU-T H.248
signalling may contain direct DiffServ codepoints, which leads to a mix of both
ITU-T H.248 signaling options (i.e., bearer-dependent and bearer-independent formats
used in paralel), and hence requires the careful consideration of possible interaction issues.

I[EPS/IET Straffic support: Signalling (Stage 3) solutions

There are different signalling (Stage 3) aternatives as outlined by the previous clause, in order to
satisfy requirements (Stage 2) for IEPS/ETS traffic support:

(A)

(B)

Native approach: direct signaling (Stage 3) method based on the explicit ITU-T H.248
signalling element for that purpose, e.g., the ContextAttribute |EPS call indicator. "Native"
means that a Stage 3 protocol element is used for the underlying Stage 2 requirement. This
approach is bearer independent.

Emulation approach: indirect signalling variant by reuse of existing signalling (Stage 3)
capabilities for IEPS/ETS, like the ContextAttribute Priority indicator for IEPS/ETS
(bearer independent) or diffserv codepoints (bearer dependent). "Emulation” means the use
of Stage 3 for other Stage 2 requirements (if Stage 3 is applicable).

Thus, the "native" approve may require a mapping function (but not necessarily), whereas the
"emulation" approach requires a mapping function.

Option (A) requires ITU-T H.248.1 version 3.
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Appendix [

Potential use caseswith |EPS call indicator support

.1 Overview

The following use cases may be identified concerning ITU-T H.248 IP-IP gateway types (not an
exhaustive list):

Tablell.1 - Overview of use cases

Potential use caseswith |EPS call indicator support

Use case #A: Support of multiple, different IP QoS architectures

Use case #B: IP bearer connection traversing different P QoS architectures

Use case #C: Priority treatment with more than 16 priority levels

Use case #D: Network monitoring of signalling traffic (here: ITU-T H.248)

Use case #E: National regulations which mandate the use of both |EPS call and priority indicators
Use case #F: Heterogeneous vendor landscape

A crucial location of such an ITU-T H.248 gateway is the edge of an administrative domain, such as
the peering point between different network operators. Such an interconnection scenario needs to
consider a wide spectrum of possible network architectures and technology support due to different
preferences and/or network status of individual operators.

Figure 1 (in clause 6) summarizes priority traffic handling by ITU-T H.248 entities. Any kind of
traffic priority indication sent from the MGC to the MG leads to correspondent actions in one or
multiple functional areas.

1.2  Usecase#A: support of multiple, different |P QoS ar chitectures

This use case focuses on bearer network characteristics (called 'area 5' in Figure 1) by considering
support of multiple, different IP QoS architectures (see Figure11.1).

The assumption is that the Stage 2 requirement could be satisfied by dedicated QoS support for
IEPS/ETS traffic as a Stage 3 solution. This implies a mapping of IEPS/ETS information at call
control signalling level to appropriate "ITU-T H.248 means' (see dso Figure. 11.1).

There are two basic solutions, according to different mapping strategies, outlined in Figure. 11.1:

- Solution A.1:

« the MGC is responsible for all kinds of QoS mappings, thus a so-called
bear er-dependent decision point (see clause 3.2.1);

* the Stage 2 requirement could aready be supported by ITU-T H.248 signalling
elements for QoStechnologies;

» the ContextAttribute IEPS call indicator may not be needed at all;
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Use case #A: support of multiple, different IP QoS architectures

ITU-T H.248 Media
Gateway Controller (MGC) ... B

iITU—T H.248 indication of
priority, emergency and

ITU-T H.248 Media
Gateway (MG)

| Legend:

DS Differentiated Services

{ IntServ Integrated Services

|LXVPN Layer x Virtual Private Network
{MPLS  Multi Procotol Label Switching | Multiple IP Bearer Network Domains

\c Traffic Class : with different QoS support methods
1 ToS Type of Service |

Solution A.1 (to use case #A): BDDP and legacy ContextAttribute
support

i Bearer-dependent Decision Point (BDDP)
i=  Technology = “QoS support method"
= legacy ContextAttribute support = emergency and priority level
indicators
;' MGC must provide technology-dependent mapping rules
= increased complexity of mapping rules
i= it might be beneficial to offload the MGC from such work

Solution A.2 (to use case #A): BIDP and support of additional
ContextAttribute IEPS indicator

i Bearer-independent Decision Point (BIDP)

~l.i® MGC could provide a technology-independent mapping

= thus a generic mapping between call control signalling indicators and
ITU-T H.248 ContextAttributes

* MG provides the technology specific mapping ...

There are situations where the MGC may be a
BDDP. In these cases the technology mapping
cannot be delegated to the MG.

Figurell.l —Usecase #A: support of multiple, different IP QoS ar chitectures

- Solution A.2;

» the bearer-dependent decision point (BDDP) responsibility is delegated to the dave

MG entities;

* the MGC would thus be acting as a bearer-independent decision point (BIDP) (see

clause 3.2.2);

* a generic mapping between call control signalling indicators and ITU-T H.248

ContextAttributes would be possible.
Conclusions:

- Option A.2 looks attractive from the MGC perspective; however, existing profile
specifications assign the BDDP to the MGC (due to the master attribute of a MGC, see aso

clause 3.2.1)

- thus, the starting point for Stage 3 would be the assumption of a "QoS technology aware"

MGC (i.e., option A.1)

- any |EPS call indicator support is not straightforward to justify.

1.3 Use case #B: I P bearer connection traversing different | P QoS ar chitectures

The next use case is Similar as scenario #A, but focuses on the interworking aspect: the end-to-end
IP bearer connection for IEPS/ETS traffic traversing different IP QoS architectures (Figure 11.2).
Thus, the two ITU-T H.248 IP stream endpoints would then have different protocol stacks and/or
different policy enforcements for IEPS/ETS support, leading to additional mapping complexity as

In comparison to #A.
Conclusion:

- the discussion (for the indicated solutions B.1 and B.2 in Figure 11.2) isfairly similar to that

for use case #A.

H series— Supplement 12 (11/2013)
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Use case #B: IP bearer connection traversing different IP QoS architectures

Solution B.1 (to use case #B): BDDP and legacy ContextAttribute
support

ITU-T H.248 Media
Gateway Controller (MGC)

= similaras A.l ...

. but there might be the additional aspect of ,,.X-to-Y mapping*
dependencies (in comparison to A.1)

it might be beneficial to offload the MGC from such work

H.248 indication of priority,
emergency and IEPS }--
calls

H.248

Solution B.2 (to use case #B): BIDP and support of additional
ContextAttribute IEPS indicator

A-{e similaras A2 ..

Bearer Network
Domain
vith QoS support method Y)

Bearer Network
Domain
ith QoS support method

ITU-T H.248 Media
Gateway (MG)

domain specific characteristics of the H.248 termination.

owever, the characteristic of priority, emergency and IEPS type is
independent (therefor a Context-level property).

looks straightforward to use hence ContextAttributes, particularily in case of
QoS technology dependence for the various H.248 terminations in a

context.

Figurell.2 —Use case #B: | P bearer connection traversing different IP QoS ar chitectures

1.4 Usecase#C: Priority treatment with morethan 16 priority levels

The codepoint space would be exhausted in network environments which request more than 16
priority levels (due to existing protocol design of [ITU-T H.248.1]). The IEPS/ETS service could
not be emulated (option B in clause 1.3) by reserving a particular ITU-T H.248 priority indicator
codepoint exclusively for IEPS/ETS calls.

Use case #C: Priority treatment with more than 16 priority levels

Solution C.1 (to use case #C):

ITU-T H.248 Media i = additional support of IEPS indicator is required because the value range

Gateway Controller (MGC) of the priority indicator is insufficient

H.248 indication of priority

emergency and IEPS F--_____
calls

H.248

Bearer Network
Domain

ITU-T H.248 Media
Gateway (MG)

There may be networks (e.g. commercial services and/
or "emergency" services on top of ETS) which require a
high number of priority levels.

riority treatment with more than 16
priority levels

Bearer Network
Domain

Figurell.3—Usecase#C: Priority treatment with morethan 16 priority levels
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Conclusions:
- there would be just one feasible solution (C.1) by support of the IEPS call indicator
- there is not yet any Stage 2 requirement announced requesting more than 16 priority levels.

[1.5  Usecase#D: Network monitoring of signalling traffic (here: ITU-T H.248)

Figure 11.4 illustrates a theoretical network monitoring scenario, based on policy rules, — such as
used by deep packet inspection (DPI), traffic detection functions (TDF) or intrusion detection
systems (IDS), for detection of application "IEPS/ETS service" in network control plane traffic.

Conclusions:

- No further consideration is required since such a hypothetical monitoring service should not
place any explicit requirements on the signalling.

Use case #D: Network monitoring of signalling traffic (here: H.248)

Solution D.1 (to use case #D):

ITU-T H.248 Media i' DPI policy rules for detection of IEPS type of signalling require that the

Gateway Controller (MGC) 1 H248 signalling uses explicitly the IEPS indicator

H.248 indication of priority,
emergency and I[EPS F--______

Monitoring
o Device -

Bearer Network
Domain

ITU-T H.248 Media
Gateway (MG)

Bearer Network
Domain

The position of the monitoring devices is theoretical.
Typically monitoring devices do not place
requirements on signalling protocols.

Figurell.4 —Use case #D: Network monitoring of signalling traffic (here: ITU-T H.248)

1.6 Usecase#E: National regulations which mandate the use of both IEPS call and
priority indicators

Regulation authorities could explicitly mandate support of all ContextAttributes for national
solutions.

Conclusion:

- No further consideration is needed here because a national (or local) ITU-T H.248 profile
would/could be derived from international (or global) ITU-T H.248 profile specifications.

1.7  Usecase#F: Heter ogeneous vendor landscape

No further elaboration of this use case is needed, because thisis rather a network operator topic and
beyond the scope of SDOs.
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1.8 Summary and conclusions

The Stage 2 requirement for IEPS/ETS support may be basically satisfied by two Stage 3 solutions:
with and without 1EPS call indicator capability, called a native (A) and emulation (B) approach in
clausel.3.

A number of practical and more theoretical use cases are discussed in this appendix. It might be
concluded that the native approach could be beneficial in two scenarios:

- A.2: MGC as the bearer-independent decision point (BIDP) when IEPS/ETS support
implies a dedicated QoS technology; and

- C.1: Exhausted codepoint space due to unavailable priority level codepoints for additional
IEPS/ETS indication.

However, the mgjority of use cases could already be solved by an emulation approach.
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Appendix 111

Mapping function — Examples

The mapping function (MF) is defined in clause 3.2.3. This appendix illustrates the concept through
some examples.

[11.1 Examplesof MGC- and M G-located mapping functions

Examples:

- M GC-located mapping function (MFycc):

1.

3.

4.

the SDP "b=" line is mapped from the session initiation protocol (SIP)/session
description protocol (SDP) to ITU-T H.248/SDP with a modified "b=" line value: MF

types (al, ¢) (because the information element type (SDP "b=" line) is unchanged
(Figurelll.1).

MFygc:
al: || SIP - H248
a2: || SDP SDP
b: ‘6b:” "i j C‘b:”
c: X X»

Example: MFygc of type (al, ¢) mapper
(notation: MFyigcql -.-.c))

Figurelll.1—Example of an MGC-level mapping function (MFyec)
the SIP resource priority header (RPH) value x; is mapped to

2.1 ITU-T H.248 priority indicator with value x, (see also Table 2 of [ITU-T H.Sup9)):
i.e.,, MFtypes(a b, ©);

2.2 1TU-T H.248 dg/dscp property with value xs: i.e., MF types (a, b, ¢);

2.3 ITU-T H.248 vian/pri property with value xi: i.e., MF types (a, b) (because the
Ethernet priority hereisidentical to the SIP RPH value);

the SDP "a=qos" attribute is mapped from SIP/SDP to ITU-T H.248/SDP

M G-located mapping function (MFug):

the ITU-T H.248 priority indicator with value x; is mapped to
4.1 IPv6 traffic class with value x,: i.e., MF types (a, b, ¢);

4.2 |Pv6 traffic class with value X, i.e., MF types (a, b);

4.3 Ethernet priority header with value x;: i.e., MF types (a, b);
4.4 1Pv4 DiffServ field with value x,: i.e., MF types (a,b,c);
4.5 1Pv6 DiffServ field with value x,: i.e., MF types (g, €);
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5. thelTU-T H.248 ds/dscp property with value x; is mapped to
5.1 1Pv6 DiffServ field with value x;: i.e., MF type (a);
5.2 IPv6 DiffServ field with value x,: i.e., MF types (a, €);
5.3 Ethernet priority header with value x;: i.e., MF types (a, b);

[11.2  Complete view on the two mapping functionsin series

The examples in this clause refer to the evaluation of signalling options in clause 1.2, which selects
three variants for their discussion. Figure [11.2 illustrates the three variants:
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Example "Variant 1'":

Stage 1 (Mchc):

Stage 2 (MFy):

Protocol mapping level al: || SIP H.248 IP packet
Protocol mapping level a2: || - - -
Type mapping b: || RPH ‘ Prff;/ﬁ;cp I]Jy.}gasd..er field
Value mapping c: X] B X] ¥ X
‘r’ i
type (al, b) mapper type (al) mapper
(= MFumccl b)) (= MFwmaal )
Example "Variant 2'":
Stage 1 (MFycc): Stage 2 (MFyg):
Protocol mapping level al: || SIP H.248 IP packet
Protocol mapping level a2: || - - -
Type mapping b: || RPH | Pr:}‘;?ggcp lp..lgasdfr feld
Value mapping c: X| X2 ¥ X2
type (al, b, ¢c) mapper type (al) mapper
(= MFyi6c.-bo) (= MFvi6a@l.--)
Example "Variant 3'"":
Stage 1 (MFyigc): Stage 2 (MFyc):
Protocol mapping level al: || SIP H.248 IP packet
Protocol mapping level a2: || - ‘ - ‘ -
Type mapping b: || RPH C(;:zxot;\i:;bme: . }.].esig;'ﬁe]d:
Value mapping c: X T Xa X3
],

type (al, b, ¢c) mapper
(= MFuacl.-be)

type (al, b, ¢) mapper
(= MFumcal.-bo)

Legend: ~ —» mapping required

— mapping not required

Figurelll.2—-Threeof thevariantsasdiscussed in clause|.2
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