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Recommendation ITU-T Y.3522 

End-to-end cloud service lifecycle management requirements 

1 Scope 

This Recommendation specifies the functional requirements of end-to-end (E2E) cloud service 

lifecycle management. This Recommendation comprises the following: 

– cloud service lifecycle metadata; 

– cloud service lifecycle management framework; 

– cloud service lifecycle management stages; 

– relationship with cloud computing reference architecture; 

– functional requirements and typical use cases of cloud service lifecycle management.  

2 References 

The following ITU-T Recommendations and other references contain provisions which, through 

reference in this text, constitute provisions of this Recommendation. At the time of publication, the 

editions indicated were valid. All Recommendations and other references are subject to revision; 

users of this Recommendation are therefore encouraged to investigate the possibility of applying the 

most recent edition of the Recommendations and other references listed below. A list of the 

currently valid ITU-T Recommendations is regularly published. The reference to a document within 

this Recommendation does not give it, as a stand-alone document, the status of a Recommendation. 

[ITU-T M.3030] Recommendation ITU-T M.3030 (2002), Telecommunications Markup 

Language (tML) framework. 

[ITU-T X.1601] Recommendation ITU-T X.1601 (2015), Security framework for cloud 

computing. 

[ITU-T Y.3500] Recommendation ITU-T Y.3500 (2014) | ISO/IEC 17788:2014, Information 

technology – Cloud computing – Overview and vocabulary. 

[ITU-T Y.3502] Recommendation ITU-T Y.3502 (2014) | ISO/IEC 17789:2014, Information 

technology – Cloud computing – Reference architecture. 

[ITU-T Y.3511] Recommendation ITU-T Y.3511 (2014), Framework of inter-cloud 

computing. 

[ITU-T Y.3520] Recommendation ITU-T Y.3520 (2015), Cloud computing framework for end 

to end resource management. 

[ITU-T Y.3521] Recommendation ITU-T Y.3521/M.3070 (2016), Overview of end-to-end 

cloud computing management. 

3 Definitions 

3.1 Terms defined elsewhere 

This Recommendation uses the following terms defined elsewhere: 

3.1.1 cloud computing [ITU-T Y.3500]: Paradigm for enabling network access to a scalable and 

elastic pool of shareable physical or virtual resources with self-service provisioning and 

administration on-demand. 

NOTE – Examples of resources include servers, operating systems, networks, software, applications and 

storage equipment. 
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3.1.2 cloud service [ITU-T Y.3500]: One or more capabilities offered via cloud computing 

invoked using a defined interface. 

3.1.3 cloud service customer [ITU-T Y.3500]: Party which is in a business relationship for the 

purpose of using cloud services. 

NOTE – A business relationship does not necessarily imply financial agreements. 

3.1.4 cloud service partner [ITU-T Y.3500]: Party which is engaged in support of, or auxiliary 

to, activities of either the cloud service provider or the cloud service customer, or both. 

3.1.5 cloud service provider [ITU-T Y.3500]: Party which makes cloud services available. 

3.1.6 inter-cloud computing [ITU-T Y.3511]: The paradigm for enabling the interworking 

between two or more cloud service providers. 

NOTE – Inter-cloud computing is also referred as inter-cloud. 

3.1.7 metadata [ITU-T M.3030]: Data that describes other data. 

3.1.8 role [ITU-T Y.3502]: A set of activities that serves a common purpose. 

3.1.9 product catalogue [ITU-T Y.3502]: A listing of all the cloud service products which cloud 

service providers make available to cloud service customers. 

3.1.10 service catalogue [ITU-T Y.3502]: A listing of all the cloud services of a particular cloud 

service provider. 

3.1.11 service management interface (SMI) [ITU T Y.3521]: Interface that provides a set of 

management capabilities exposed by a cloud service through which the cloud service can be 

managed. 

NOTE – For additional details of SMI concepts, see [ITU T Y.3520] and [b-TMF TR198]. 

3.2 Terms defined in this Recommendation 

This Recommendation defines the following terms: 

3.2.1 functional interface: Interface that provides a set of functional capabilities exposed by a 

cloud service through which the cloud service can be consumed. 

4 Abbreviations and acronyms 

This Recommendation uses the following abbreviations and acronyms: 

CSC  Cloud Service Customer 

CSN  Cloud Service Partner 

CSP  Cloud Service Provider  

CSU  Cloud Service User 

CT  Communications Technology 

E2E  End-to-End 

FI  Functional Interface 

IT  Information Technology 

OSS  Operational Support Systems 

QoS  Quality of Service 

SMI  Service Management Interface 

WSDL  Web Services Description Language 
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5 Conventions 

The keywords "is required to" indicate a requirement which must be strictly followed and from 

which no deviation is permitted if conformance to this document is to be claimed. 

The keywords "is recommended" indicate a requirement which is recommended but which is not 

absolutely required. Thus this requirement need not be present to claim conformance. 

In the body of this Recommendation and its appendixes, the words shall, shall not, should, and may 

sometimes appear, in which case they are to be interpreted, respectively, as is required to, is 

prohibited from, is recommended, and can optionally. The appearance of such phrases or keywords 

in an appendix or in material explicitly marked as informative are to be interpreted as having no 

normative intent. 

6 Overview of E2E cloud service lifecycle management 

Nowadays, cloud computing technologies are widely used in both information technology (IT) and 

communications technology (CT) industries. Telecommunication operators use cloud-based 

technologies to deliver cloud services to their users as well as to leverage their telecommunication 

services and network. This allows for automation and acceleration provisioning of cloud services 

across cloud and non-cloud facilities. Therefore, effective cloud service lifecycle management 

becomes one of the most important challenges from telecommunication operators' perspectives. 

Cloud service lifecycle management integrates and optimizes processes such as service 

provisioning, service assurance, service fulfilment, service charging and service change 

management for particular workloads respecting relevant governance and polices. 

In both telecommunication and cloud computing environments, cloud service lifecycle management 

has to be considered in an E2E manner which means service lifecycle management chains across 

cloud and non-cloud facilities. In practice, cloud service lifecycle management could be achieved 

by using a service management interface (SMI) based common model for E2E cloud computing 

management supported by operational support systems (OSS), see [ITU-T Y.3521]. 

The OSS encompass the set of operational related management capabilities, including service 

catalogue, provisioning, monitoring and reporting, service policy management, service automation, 

etc., in order to manage and control cloud services offered to cloud service customers (CSCs), see 

[ITU-T Y.3502]. OSS realize the required E2E cloud service lifecycle management functionalities 

by using service management interfaces (SMIs). These operational related management capabilities 

can help to achieve the service lifecycle management objective with the pre-defined distributed 

metadata in each stage. 

The consistent approach to service lifecycle management includes representative definitions for the 

particular stages which cloud services pass through. This is based on a lifecycle management 

metadata model, which can hold all the data about a service throughout its lifecycle. 

Cloud service lifecycle management consists of three parts: 

1) service dependencies management: represents resources that are prerequisites for the 

service to function; 

2) service lifecycle management stages: represents stages through which cloud service passes 

over lifecycle management; 

3) additional information about the service management interface: placeholder for additional 

information but otherwise undefined. 

The development of an E2E cloud service lifecycle management process is based on the following 

elements interacting with each other: 

1) service catalogue, see [ITU-T Y.3502], [ITU-T Y.3521]; 
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2) service inventory, see [ITU-T Y.3521]; 

3) SMI, see [ITU-T Y.3521]. 

6.1 Cloud service lifecycle metadata 

The cloud service capabilities are exposed and consumed through the functional interfaces (FIs) of 

the service while the management or operations of the service are available through the SMI. 

The cloud service capabilities may participate/contribute in many different product offerings that 

are delivered to CSCs. They may also have different configuration constraints and policies due to 

constraints from distinct implementation technologies and CSCs' devices that the service is 

delivered through. These complicated re-design, re-configuration and re-deployment problems can 

be addressed through the cloud service lifecycle metadata, which represents all of the lifecycle 

aspects of the virtualized elements, as expressed in the form of logical objects within a defined 

model space. 

The alignment between elements in the defined model and the real world can be achieved by tools 

which can address service dependency and drive the required actions based on the metadata 

associated with the modelled elements. This approach allows a new service to be created with 

changes only in metadata and minimal modifications. Therefore, the lifecycle metadata can be 

regarded as the linkage between design time and execution time. From the point of view of cloud 

service developers (see [ITU-T Y.3502]), FIs and SMIs may only be described in common service 

languages such as web services description language (WSDL) or web service implementation 

environment. The aim of this is to define the SMI operations that all services can understand. 

Therefore, cloud service lifecycle metadata can be designed to capture the cloud service 

dependencies and service properties to support multi-cloud management. 

In order to support consistent management, business process automation and CSC experience, cloud 

services should understand a set of operations requirements. The word "understand" means that, for 

example if there is a request for a SMI to configure a service, then the SMI may: 

1) intelligently perform the steps required to configure the service per its operation 

environment, or  

2) transfer the request to other applications/services to perform the request, or  

3) simply return to the management application that there is no operation or capability to 

support this function. 

Therefore the cloud service compatibility can be provided in any of the following forms: 

1) new service component that is implemented by supporting the SMI specification and 

metadata to be defined; 

2) cloud service wrapper on existing service components; 

3) cloud service proxy where it transfers the actual operation tasks to other application/service 

components. 

6.2 Cloud service lifecycle management framework 

E2E cloud computing management is the capability to manage services and resources (addressing 

fulfilment, assurance and repositories) of single or multiple cloud services spanning across one or 

more cloud service providers (CSPs), see [ITU-T Y.3521]. The common model for E2E cloud 

computing management is based on SMIs. The SMI based approach provides a means to allow 

consistent E2E management of cloud computing services exposed by and across, different domains 

of CSPs. Figure 6-1 depicts a conceptual framework of E2E cloud service lifecycle management. 
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Figure 6-1 – E2E cloud service lifecycle management framework 

As the Figure 6-1 shows, the E2E cloud service lifecycle management system interacts with CSC 

and other E2E cloud service lifecycle management systems as follows:  

1) CSC can take an action (function) to search for a product (see "Product1" in Figure 6-1) in 

a self-service fashion (see clause 7.2). In fact, "Product1" is provided by CSP1 and it 

consists of three services: "Service1", "Service2" and "Service3". The "Service1" and 

"Service2" are provided by CSP1 while "Service3" is provided by CSP2. After the 

provisioning process, the CSC can access the E2E service management functions provided 

by CSP1 and the function of the services can be accessed through the FI provided by CSP1 

and CSP2 respectively.  

2) The E2E cloud service lifecycle management system performs cloud service lifecycle 

management through SMIs in domains as follows:  

a) Defining services: all services need to be defined according to their role and what they 

offer. 

b) Building cloud service catalogue: the cloud service catalogue contains a list of services 

of a particular CSP. Besides the definition of the service, many attributes such as who 

can use this service, resource configurations, service levels, processes, networking 

options, constraints, etc. can be defined and provided through a service catalogue. 

c) Management of policy: CSCs require the ability to set policies for which cloud services 

are configured and managed i.e., controls over who has access to cloud assets, periodic 

and on-demand logging and reporting. 

d) Managing self-service portal: a self-service portal can be managed by a CSP to provide 

a product catalogue and to take CSCs' requests and offer a degree of control. 

e) Configuring: cloud services can be configured for provisioning and use. 

f) Provisioning service: cloud service should be provisioned automatically according to 

CSCs' requests. 
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g) Composition/orchestration of services: multiple cloud services may need to be 

composed into a single cloud service. 

h) Service decommissioning: for the best utilization of resources, when a cloud service (or 

resource) is suspended, it should be managed by freeing the associated resources. 

Decommissioning can be achieved on-demand, when a request from a CSC occurs or 

according to a schedule. 

i) Charging: according to the policy, time of use and service type, charging information 

can be provided. 

3) E2E cloud service lifecycle management system implemented by CSP1 can interact with 

E2E cloud service lifecycle management system implemented by CSP2 through the SMIs 

between CSPs as shown in Figure 6-1. 

6.3 Cloud service lifecycle management stages 

A cloud service is managed differently in the various stages of its lifecycle. At a high level view, 

the lifecycle of the cloud service includes four stages: design, deployment, operation and retirement. 

The term stage is used to designate the various steps in this overall process. Particular tasks in each 

stage and how to control the level of independence or interaction from one stage to another stage 

vary from one organization to another.  

The tasks in each stage depend on development process considerations (e.g., software development, 

testing, deployment, etc.) and operational or business considerations (e.g., how a software 

component becomes a service in the organization and what are the resulting constraints that are then 

imposed on the software). Such considerations are part of CSP operational style. This clause 

presents the basic stages description below but in reality, the involved roles and implementation 

will vary based on the actual conditions. 

The cloud service lifecycle management stages are as follows: 

1) Stage 1: Design 

The service design metadata is built or the existing one is modified by creating new versions or 

variants in order to capture at the service level the necessary artefacts to support the business 

considerations.  

During the design stage, the necessary service process specification, template, rules, etc. are created 

and developed for the operation stage. Policies and their enforcement points are also defined for 

different service conditions.  

2) Stage 2: Deployment 

The more specific service deployment metadata specialized from the same service design metadata 

is built. It is typically done by associating specific values or value ranges for each invariant non-

functional characteristic. Several sets of service deployment metadata associated with the same 

service design metadata constitute in a sense a specific family of related service deployment 

metadata. These service deployment metadata sets will be mapped to different product offerings and 

will be used as essential entry points during the fulfilment process.  

3) Stage 3: Operation 

This stage covers all the activities related to the actual instantiation, monitoring, analysis and 

feedback to design stage of each service. The management tasks of this stage actually involve two 

aspects:  

a) the cloud service itself (seen as a coordinated set of resources in the execution 

environment from one or several domains); 
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b) the cloud service operation metadata, which is the unique representation of the service 

in the management infrastructure of the CSP. 

The operation stage includes the service instantiation and delivery process, during which, the 

designed templates and policies are distributed to the involved roles. The service is instantiated 

based on CSC's request and CSP's infrastructure condition. The monitoring control mechanism is 

set up along with the service instantiation. 

The automation of configuration is also provided in this stage, including the initial and subsequent 

changes. To achieve automation, the inventory, monitoring and control functions are activated. 

During the whole operation stage, the monitoring activities are performed via event listening; 

computing analysis is enforced based on data collection. The event, requiring healing and/or 

scaling, is published, based on pre-defined policies. The actions (healing and/or scaling) are 

preformed to implement the changed demands. 

Based on the analytical data obtained during the operation stage, the patterns governing usage, 

thresholds, events, policy effectiveness, etc., are discerned and the feedback necessary to effect 

changes in the design stage is enabled. 

4) Stage 4: Retirement 

Triggered by the end of the contractual agreement between CSC and CSP, this stops the monitoring 

and usage activities and releases the resources and components associated with the cloud service 

resulting in its disappearing. Note that the retirement process does not necessarily mean that the 

associate service instance is removed from the service inventory. The CSP may want to keep the 

service operation metadata in "unconfigured" state in its management infrastructure. 

A conceptual cloud service will therefore evolve throughout stages such as those described above. 

This may affect the service lifecycle metadata as structure (e.g., adding a new element), or as value 

(e.g., modifying the current value of an element or attribute in the metadata associated with the 

service). Hence cloud service lifecycle metadata representation evolves with cloud service lifecycle 

stages while the stages essentially represent the different steps a service would be subject to, from 

design stage to retirement stage. 

6.4 Relationship with cloud computing reference architecture 

The cloud computing reference architecture, see [ITU-T Y.3502] provides an architectural 

framework that is effective for describing the cloud computing roles, sub-roles, cloud computing 

activities, cross-cutting aspects, as well as the functional architecture and functional components of 

cloud computing. Although the cloud computing reference architecture does not mention the cloud 

service lifecycle management in the activities and functional architecture, some of its functional 

components can be used in different cloud service lifecycle management stages. For example, the 

subscription management functional component in cloud computing reference architecture handles 

subscriptions from CSC to particular cloud services, aiming to record new or changed subscription 

information from CSC and ensure the delivery of the subscribed service(s) to CSC. In addition the 

operation stage in the cloud service lifecycle covers all the activities related to the actual creation 

and monitoring of each service, which includes service subscription. Therefore the subscription 

management functional component can be used in operation stage.  

Figure 6-2 illustrates the relationship between E2E cloud service lifecycle stages and functional 

components of cloud computing reference architecture. 
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Figure 6-2 – Relationship E2E cloud service lifecycle stages and functional components of 

cloud computing reference architecture 

7 E2E cloud service lifecycle management functional requirements 

This clause provides requirements of E2E cloud service lifecycle management derived from the use 

cases described in Appendix I. 

7.1 Service management interface 

It is recommended that the CSP provides SMI between cloud services and an E2E cloud service 

lifecycle management system. 

It is recommended that the CSP provides management functionalities of its own cloud service to 

others CSPs through SMI between CSPs. 

7.2 Self-service 

It is recommended that the CSP provides an easy method (web portal or other automated 

approaches) to discover, purchase, configure, deploy, activate and deactivate a service and to check 

service status to the CSC. 

7.3 Service maintenance 

It is recommended that the CSP provides automated software enabled cloud services for continuous 

service maintenance to manage stability and availability of its service.  

7.4 Reporting 

It is recommended that the CSP provides functions to report (according to local laws and 

regulations) service health condition, performance, security, geo-location of services, events and 

other related activities which affect E2E cloud service performance. 

7.5 Composite applications or mash-ups 

It is recommended that the CSP provides functions to support the rapid delivery of cloud services 

that are delivered as composite apps, or mash-ups built from multiple services implemented by 

multiple cloud providers residing in different domains. 
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7.6 Traditional business processes 

It is recommended that the CSP provides functions to support the application of traditional business 

processes associated with administration, provisioning/configuration, service assurance and 

charging /billing/settlement involved across inter-clouds residing in different domains. 

7.7 Decommissioning 

It is recommended that the CSP provides automatic de-commissioning of service resources either 

based on original service request expiration date or CSC decommission request initiated while the 

service is running. 

7.8 Policy 

It is recommended that the CSP provides a set of policies for cloud service access and control.  

7.9 Lifecycle stage management 

It is required that the CSP provides the ability to run the given service through its lifecycle stages 

and offers the needed functionality at every step of the process. 

7.10 Service automation and continuous delivery 

It is required for the CSP to enable automated response to deal with the demand variations and offer 

necessary feedback to effect changes in the iterative design, by monitoring the service during its 

operation in order to provide the necessary service automation and continuous delivery without 

human intervention. 

7.11 Metadata management 

It is required that the CSP provides metadata schema to support the dynamicity of the services by 

capturing the service dependencies and service properties at a per-instance level. 

8 Security considerations 

Security aspects for consideration within the cloud computing environment are addressed by 

security challenges for the CSPs as described in [ITU-T X.1601]. In particular, [ITU-T X.1601] 

analyses security threats and challenges and describes security capabilities that could mitigate these 

threats and meet the security challenges. 
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Appendix I 

 

E2E cloud service lifecycle management use cases 

(This appendix does not form an integral part of this Recommendation.) 

I.1 Service management interface 

 

Title Service management interface 

Description CSP1 and CSP 2 established an inter-cloud relationship. Each of them has their own 

E2E cloud service lifecycle management system inside. 

CSP1 defines a software enabled service and provides the corresponding service 

management interface (SMI).  

CSN makes use of the SMI capabilities provided by CSP1 and develops a new 

implementation of cloud service a1.  

CSN registers the developed cloud service a1.  

The status, availability, performance and/or delay time of a service a1 can be collected 

through SMI. 

The CSP1 provides his cloud service a1 to CSP2.  

CSC requests a composite service c1 to CSP2. This composite service includes the a1 

service offered by CSP1 which provides a service and management to CSC.  

The E2E cloud service lifecycle management system of CSP1 provisions and operates 

service a1 through its SMI. 

The E2E cloud service lifecycle management system of CSP1 collects (according to 

local laws and regulations) service health condition, performance, security, geo-

location and events results of the service a1through its SMI. 

The E2E cloud service lifecycle management system of CSP1 reports (according to 

local laws and regulations) service health condition, performance, security, geo-

location of the service a1 events results internally to CSP1. 

The E2E cloud service lifecycle management system of CSP1 can report the service 

health condition of service a1 externally to CSP2 through SMI between CSPs . 

Roles CSP, CSC, CSN 
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Figure 

(optional) 

 

 

 

 

Pre-conditions 

(optional) 

 

Post-conditions 

(optional) 

– The status, availability, performance and/or delay time of cloud service can be 

collected through SMI. 

– The E2E cloud service lifecycle management system of CSP1 reports internally 

service health condition, performance, security, geo-location of cloud service a1 

through corresponding SMI. 

– The E2E cloud service lifecycle management system of CSP1 reports externally 

service health condition of cloud service a1 o CSP2 through SMI between CSPs. 

Derived 

requirements 

– Service management interface (refer to clause 7.1) 

– Service Management Interface between CSPs (refer to clause 7.1) 

– Reporting (refer to clause 7.4) 
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I.2 Self-service use case 
 

Title Self-service use case 

Description CSP provides cloud services to the market. For improvement of CSC experiences, the 

CSP provides self-service method to CSCs (e.g., web portal or other automated 

approaches) to discover, purchase, configure, deploy, activate and deactivate cloud 

service and to check cloud service status.  

Roles CSP, CSC 

Figure (optional) / 

Pre-conditions 

(optional) 

/ 

Post-conditions 

(optional) 

– The self-service method is provided to CSCs to discover, purchase, configure, 

deploy, activate and deactivate cloud service and to check cloud service status. 

Derived 

requirements 

– Self-service (refer to clause 7.2) 

I.3 Service maintenance use case 
 

Title Service maintenance use case 

Description A CSP provides cloud services to the market. For the stability and availability of its 

service, periodic maintenance is needed. For a good customer experience, the 

maintenance cannot result in a long suspension and deactivation of a service. 

Therefore it is required that CSP can provide automated software enabled cloud 

services to shorten the maintenance time. 

Roles CSP 

Figure (optional) / 

Pre-conditions 

(optional) 

– The CSP can provide automated software enabled cloud services. 

Post-conditions 

(optional) 

– The duration of suspension and deactivation is reduced markedly. 

Derived 

requirements 

– Service maintenance (refer to clause 7.3) 

I.4 Composite applications or mash-ups use case 
 

Title Composite applications or mash-ups use case 

Description CSP1 builds cloud service c1 as composite apps, or mash-ups from service1 delivered 

by CSP1 and sevice2 delivered by CSP2. 

Roles CSP 

Figure (optional) 
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Pre-conditions 

(optional) 

– Service1 delivered by CSP1. 

– Service2 delivered by CSP2. 

Post-conditions 

(optional) 

– A composite service c1 is built from service1 and service2. 

Derived 

requirements 

– Composite applications or mash-ups (refer to clause 7.5) 

I.5 Traditional business processes use case 
 

Title Traditional business processes use case 

Description CSP1 builds a composite service c1 from service1 delivered by CSP1 and sevice2 

delivered by CSP2. CSP1 can provide functions to support the application of 

traditional business processes associated with administration, 

provisioning/configuration, service assurance and charging /billing/settlement for 

service c1. 

Roles CSP 

Figure (optional) 

 

Pre-conditions 

(optional) 

– CSP1 builds a composite service c1 from service1 delivered by CSP1 and sevice2 

delivered by CSP2. 

Post-conditions 

(optional) 

– CSP1 can provide functions to support the application of traditional business 

processes associated with administration, provisioning/configuration, service 

assurance and charging /billing/settlement for service c1. 

Derived 

requirements 

– Traditional business processes (refer to clause 7.6) 

I.6 Decommissioning use case 
 

Title Service decommissioning use case 

Description A CSP provides cloud services to the market. When an original service request passes 

its expiration date or a user decommission request initiated while the service is 

running, the resources of this service should be decommissioned automatically. 

Roles CSP 

Figure (optional) / 

Pre-conditions 

(optional) 

– An original service request passes its expiration date or a user decommission 

request initiated while the service is running. 

Post-conditions 

(optional) 

– The service resources have been decommissioned automatically. 

Derived 

requirements 

– Decommissioning (refer to clause 7.7) 
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I.7 Policy use case 

 

Title Policy use case 

Description A CSP provides some kind of cloud services to the market. The CSC of its service 

want to have the abilities to control who can access to cloud assets, plus both 

periodic and on-demand logging and reporting. Therefore the CSP is required to 

provide functions to support the CSC's ability to set policies for doing this. 

Roles CSP, CSC 

Figure (optional) 

 

Pre-conditions 

(optional) 

CSC can set policies on the service. 

Post-conditions 

(optional) 

The policies of the service have been set successfully. 

Derived 

requirements 

– Policy (refer to clause 7.8) 

I.8 Lifecycle stage management use case 
 

Title Lifecycle stage management use case 

Description A CSP provides some kind of cloud services to the market. For a better management 

for its services, the CSP is required to provide the ability to run the given service 

through its lifecycle stages and offers the needed functionality at every step of the 

process. 

Roles CSP 

Figure (optional) / 

Pre-conditions 

(optional) 

/ 

Post-conditions 

(optional) 

/ 

Derived 

requirements 

– Lifecycle stage management (refer to clause 7.9) 
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I.9 Service automation and continuous delivery use case 
 

Title Service automation and continuous delivery use case 

Description A CSP provides cloud services to the market. Because of the continuous changing of 

the market and CSC's requirements, the design of the cloud service should be an 

iterative process. By monitoring the service during its operation, the demand 

variations should be responded to automatically and the necessary feedback to effect 

changes should be offered to the service designer. 

Roles CSP, CSC 

Figure (optional) / 

Pre-conditions 

(optional) 

/ 

Post-conditions 

(optional) 

/ 

Derived 

requirements 

– Service automation and continuous delivery (refer to clause 7.10) 

I.10 Metadata management use case 
 

Title Metadata management use case 

Description A CSP provides cloud services to the market. According to market requirement 

changes, it is needed to adjust the already existing cloud services. Therefore, a robust 

schema like metadata which can be distributed in each stage needs to be provided. 

Roles CSP 

Figure (optional) / 

Pre-conditions 

(optional) 

/ 

Post-conditions 

(optional) 

CSP can support new cloud service creation with minimal modifications. 

Derived 

requirements 

– Metadata management (refer to clause 7.11) 
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