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Summary 

Recommendation ITU-T Y.2025 defines the functional architecture of next generation network 
service integration and delivery environment (NGN-SIDE), which includes the definition of 
functional entities, reference points, service procedures and interconnection between different 
NGN-SIDEs. 

This Recommendation builds on the NGN-SIDE framework, general requirements, capabilities, and 
requirements related to service interfaces described in Recommendation ITU-T Y.2240. 
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Recommendation ITU-T Y.2025 

Functional architecture of the next generation network service integration  
and delivery environment 

1 Scope 

This Recommendation defines the functional architecture of NGN service integration and delivery 
environment (NGN-SIDE), which includes the definition of functional entities, reference points, 
service procedures and interconnection between different NGN-SIDEs. 

The Recommendation builds on the NGN-SIDE framework, general requirements, capabilities, and 
requirements related to service interfaces described in [ITU-T Y.2240]. 

2 References 

The following ITU-T Recommendations and other references contain provisions which, through 
reference in this text, constitute provisions of this Recommendation. At the time of publication, the 
editions indicated were valid. All Recommendations and other references are subject to revision; 
users of this Recommendation are therefore encouraged to investigate the possibility of applying the 
most recent edition of the Recommendations and other references listed below. A list of the 
currently valid ITU-T Recommendations is regularly published. The reference to a document within 
this Recommendation does not give it, as a stand-alone document, the status of a Recommendation. 

[ITU-T Y.2012]  Recommendation ITU-T Y.2012 (2010), Functional requirements and 
architecture of next generation networks. 

[ITU-T Y.2221]  Recommendation ITU-T Y.2221 (2010), Requirements for support of 
ubiquitous sensor network (USN) applications and services in the NGN 
environment. 

[ITU-T Y.2233]  Recommendation ITU-T Y.2233 (2010), Requirements and framework 
allowing accounting and charging capabilities in NGN. 

[ITU-T Y.2240]  Recommendation ITU-T Y.2240 (2011), Requirements and capabilities for 
next generation network service integration and delivery environment. 

3 Definitions 

3.1 Terms defined elsewhere 

This Recommendation uses the following terms defined elsewhere: 

3.1.1 application [b-ITU-T Y.2261]: A structured set of capabilities, which provide value-added 
functionality supported by one or more services, which may be supported by an API interface. 

3.1.2 application network interface [ITU-T Y.2012]: Interface which provides a channel for 
interactions and exchanges between applications and NGN elements. The ANI offers capabilities 
and resources needed for the realization of applications. 

3.1.3 application programming interface [b-ITU-T I.312]: An API provides a set of interfaces 
from an application environment to an execution environment. The execution environment provides 
services to the application environment.  
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3.1.4 functional architecture [ITU-T Y.2012]: A set of functional entities and the reference 
points between them used to describe the structure of an NGN. These functional entities are 
separated by reference points, and thus, they define the distribution of functions. 

3.1.5 functional entity [ITU-T Y.2012]: An entity that comprises an indivisible set of specific 
functions. Functional entities are logical concepts, while groupings of functional entities are used to 
describe practical, physical implementations. 

3.1.6 next generation network (NGN) [b-ITU-T Y.2001]: A packet-based network able to 
provide telecommunication services and able to make use of multiple broadband, QoS-enabled 
transport technologies and in which service-related functions are independent from underlying 
transport-related technologies. It enables unfettered access for users to networks and to competing 
service providers and/or services of their choice. It supports generalized mobility which will allow 
consistent and ubiquitous provision of services to users. 

3.1.7 NGN service integration and delivery environment (NGN-SIDE) [ITU-T Y.2240]: An 
open environment in NGN integrating resources from different domains and delivering integrated 
services to applications over NGN. 

NOTE – These domains include, but are not limited to, telecommunication domain (e.g., fixed and mobile 
networks), Internet domain, broadcasting domain and content provider domain. 

3.1.8 NGN service stratum [b-ITU-T Y.2011]: That part of the NGN which provides the user 
functions that transfer service-related data and the functions that control and manage service 
resources and network services to enable user services and applications. 

3.1.9 NGN transport stratum [b-ITU-T Y.2011]: That part of the NGN which provides the user 
functions that transfer data and the functions that control and manage transport resources to carry 
such data between terminating entities. 

3.1.10 reference point [ITU-T Y.2012]: A conceptual point at the conjunction of two non-
overlapping functional entities that can be used to identify the type of information passing between 
these functional entities.  

NOTE – A reference point may correspond to one or more physical interfaces between pieces of equipment. 

3.2 Terms defined in this Recommendation 

None. 

4 Abbreviations and acronyms 

This Recommendation uses the following abbreviations and acronyms: 

ANI   Application Network Interface 

API   Application Programming Interface 

BPEL   Business Process Execution Language 

CDR   Call Detail Record 

CP   Content Provider 

CPU   Central Processing Unit 

CSN   Converged Service Network 

FE   Functional Entity 

FTP   File Transfer Protocol 
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GUI   Graphics User Interface 

HTTP   Hyper Text Transfer Protocol 

IdM   Identity Management 

ISDN   Integrated Services Digital Network 

NGN   Next Generation Network 

NGN-SIDE  NGN Service Integration and Delivery Environment 

NNI   Network-Network Interface 

OSE   Open Service Environment 

PLMN   Public Land Mobile Network 

POJO   Plain Old Java Objects 

PSTN   Public Switched Telephone Network 

QoS   Quality of Service 

REST   Representational State Transfer 

SLA   Service Level Agreement 

SMS   Short Message Service 

SNI   Service Network Interface 

SOAP   Simple Object Access Protocol 

SP   Service Provider 

UNI   User Network Interface 

USN   Ubiquitous Sensor Network 

5 Conventions 

In this Recommendation: 

Functions: In the context of NGN-SIDE architecture, "functions" are defined as a collection of 
functionalities. It is represented by the following symbol: 

 

Functional entity: In the context of NGN-SIDE architecture, a "functional entity" is defined as set 
of one or more functions. It is represented by the following symbol: 

 

Functions 

Functional entity 
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Functional group: In the context of NGN-SIDE architecture, a "functional group" is defined as a 
group of related functional entities. It is represented by the symbol as "functions" shown above.  

Data source: In the context of NGN-SIDE architecture, "data source" is defined as particular 
source of local storage of data (e.g., repository specific to some functional entity). It is represented 
by the following symbol: 

 

6 Overview of NGN-SIDE 

6.1 NGN-SIDE general characteristics  

NGN-SIDE [ITU-T Y.2240] provides an environment for service creation, service execution, and 
service delivery management in order to support the integration of capabilities from different 
domains over NGN. NGN-SIDE also provides resource brokering and resource adaptors 
capabilities. 

The general characteristics of NGN-SIDE are described as follows: 

1) NGN-SIDE provides exposure of resources (including service enabler, content, applications 
and virtualized resources) from different domains (NGN, fixed networks (e.g., 
PSTN/ISDN), mobile networks (e.g., PLMN), Internet, content providers, broadcast 
networks (e.g., cable networks, etc.) to applications in a secure and controlled way. 

2) NGN-SIDE provides a service creation environment including capabilities for application 
development, resource repository, and testing environment. 

3) NGN-SIDE provides a configurable, scalable, reliable and virtualized service execution 
environment including capabilities for resource registration, access control, static and 
dynamic service orchestration capability, resource manager, and service dispatching. 

4) NGN-SIDE provides a manageable and configurable service delivery management 
environment including capabilities for the management of role related information, 
charging, context management, content management, policy management, application 
provisioning. 

5) NGN-SIDE provides capabilities for resource brokering and resource adaptor including 
adaptors for NGN and adaptors for non-NGN. 

6) NGN-SIDE provides mechanisms to support USN applications [ITU-T Y.2221]. 

6.2 Position of NGN-SIDE in NGN architecture 

Figure 6-1 shows position of service integration and delivery environment in NGN functional 
architecture [ITU-T Y.2012]. 

Data 
source 
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Figure 6-1 – The position of NGN-SIDE in NGN architecture 

As shown in Figure 6-1, NGN-SIDE functions reside in the NGN service stratum [ITU-T Y.2012]. 

6.3 Introduction to NGN-SIDE functional architecture 

Figure 6-2 shows the general architecture of NGN-SIDE. The detailed functional architecture is 
specified in clause 7. 
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Figure 6-2 – NGN-SIDE functional architecture overview 

As shown in Figure 6-2, applications, application development functions, content provider 
functions, billing domain, administration functions and resources in NGN/non-NGN interact with 
NGN-SIDE. 

6.3.1 NGN-SIDE functions  

In line with [ITU-T Y.2240], NGN-SIDE architecture is composed of two layers: 

– NGN-SIDE integration layer 

– NGN-SIDE adaptation layer. 

NGN-SIDE integration layer supports the following functional groups:  

– service creation functional group 

– service execution functional group 

– service delivery and management functional group. 

The service creation functional group provides entities to realize an application development 
environment for application developers. Application developer interacts with service creation 
functional group to create applications. 

The service execution functional group provides entities to support the service execution 
environment. Service execution receives requests from applications and executes service requests. 

The service delivery management functional group provides management support for ensuring 
proper functioning of the service creation and service execution functional groups and providing 
associated delivery functionalities.  

The NGN-SIDE adaptation layer supports resource adaptation functional group which provides 
entities to realize resource brokering and resource adaptors. The resource brokering function 
identifies the appropriate resources from the NGN-SIDE resource based on NGN-SIDE users' 
request and mediates among resources and applications. The resource adaptor function performs 
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adaptation of resources from the NGN-SIDE resource provider. The adaptation functional group 
interacts with different resources offered by NGN and non-NGN. 

6.3.2 Functions external to NGN-SIDE 

An application developer accesses the FEs in the service creation functional group via application 
development functions in order to create and test applications.  

When an (in-house or third party) application intends to consume the resources integrated in 
NGN-SIDE, the application sends a resource request to the service execution functional group. The 
service execution functional group interacts with the related FEs in the service execution functional 
group and service delivery management functional group to retrieve information related to the 
processing of request accessing resource in NGN and/or non-NGN. 

The resource request is sent to the adaptation functional group to invoke the requested resource. The 
adaptation functional group brokers and adapts the appropriate resource.  

After the resource execution is finished, the response is sent back to the application via the service 
execution functional group. 

The content provider functions enable content provider to make available different types of content 
to NGN-SIDE. 

The billing domain receives and processes charging information from the NGN-SIDE charging 
functions. As a business support function, the billing domain is outside the NGN-SIDE functional 
architecture. 

The administration functions enable administrator to perform several functions including content 
management and application life cycle management. 

7 Functional architecture of NGN-SIDE 

This clause specifies the NGN-SIDE functional architecture with the description of the NGN-SIDE 
functional entities (FEs) being provided in the following sub-clauses. The description of the 
NGN-SIDE reference points is provided in clause 8. 

The functional architecture of NGN-SIDE is shown in Figure 7-1.  
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Figure 7-1 – NGN-SIDE detailed functional architecture
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The service creation functional group enables application developers to create and test applications. 
The service creation functional group includes the following functional entities: 

– application development support FE 

– testing environment FE 

– resource repository FE. 

Service execution functional group enables applications to access exposed resources. Service 
execution functional group includes the following functional entities: 

– access control FE 

– policy decision FE 

– resource manager FE 

– service dispatcher FE 

– service orchestration FE 

– resource routing FE 

– resource registry FE. 

The service delivery management functional group supports service execution and service creation 
mechanisms. The service delivery management functional group interacts with different external 
functions such as content provider functions, administration functions and billing domain for 
content handling, administrative and billing, respectively. The service delivery management 
functional group includes the following functional entities: 

– content management FE 

– management of role related information FE 

– policy management FE 

– application provisioning FE 

– charging FE 

– context management FE. 

The adaptation functional group performs resource mediation and adaptors function to access 
resource in different domains as well as enables different resources to interact with applications. 
Adaptation functional group includes the following functional entities: 

– resource brokering FE 

– resource adaptor FE 

7.1 NGN-SIDE service creation functional group related functional entities 

7.1.1 Application development support FE 

The application development support FE enables application developers to develop applications 
using resources exposed by NGN-SIDE. 

Figure 7-2 shows a functional view of application development support FE. 
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Figure 7-2 – Application development support FE functional view 

Application developers can access this FE to develop applications using online and/or offline design 
tools. The design tools facilitate application development and provide functions including drag and 
drop, automatic code generation, etc. When developing an application, the application development 
support FE interacts with the resource repository FE to achieve the development interface 
information of the resources used in the application, and also interacts with the content management 
FE to achieve the information of the content used in the application.  

For the applications requiring context awareness information, the context management FE exposes 
the related context information which is used in the application creation procedure.  

Developers also can develop composite resources with the application development support FE. 
Composite resources are stored in the service orchestration FE to be accessible as a resource for 
other applications. 

The developer community function in this FE is an optional functionality which supports a 
developer forum to discuss and exchange their ideas, and support collection and exposure of 
customer feedback and ratings about applications, ratings about resources and tools, and provide 
self-service functions. Furthermore, the developer community provides an entrance for developers 
to NGN-SIDE. It supports functions of developer registration. In addition, developers can use it to 
download development documents. 

NOTE – The capability of the developer community function can be offered by an independent web portal 
service. This Recommendation assumes this function is integrated into NGN-SIDE. 

7.1.2 Resource repository FE 

The resource repository FE provides functionalities for the storage of resource interface description 
information related to the resources. Application developers use the resource interface to create 
applications. 

Figure 7-3 shows a functional view of resource repository FE. 
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Figure 7-3 – Resource repository FE functional view 

The resource repository FE interacts with the resource registry FE for getting resource interface 
description information. 

When a resource is registered to the resource registry, the resource information related to 
application development such as resource interface description information is stored in the resource 
repository. The resource interface is exposed to application developers.  

The resource repository FE also provides resource version management mechanism to keep 
synchronization of resource information registered at resource registry FE. 

7.1.3 Testing environment FE 

Figure 7-4 shows a functional view of testing environment FE. 

 

Figure 7-4 – Testing environment FE functional view 

Application developers can access this FE to test the created application to ensure its normal 
running before the application is published. The testing operations include tracing and debugging. 

The developer access function can check the developer's access permission and provide a GUI 
including an overview of the developer's own application such as latest test status. 
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After the developer's access, the application test function provides: 

1) Multiple simulation roles including network, applications, end users, etc. 

2) Online/offline testing tools for tracing and debugging 

3) Real-world network uncertainties simulation, e.g., variable response time delays 

4) Configuration of individual subscriber and large groups of subscribers for simulation 

5) Traffic monitoring capability between application and simulator 

The test analysis function can provide a testing report for the developers to get detailed information, 
and may highlight some part with suggestions which generated automatically. 

The testing environment FE interacts with the application development support FE to provide 
simulation of resources exposed by NGN-SIDE for application developers to test their applications.  

NOTE – Application testing activities should not impact the regular operations of NGN-SIDE. 

7.2 NGN-SIDE service execution functional group-related functional entities 

7.2.1 Resource registry FE 

The resource registry FE provides resource registration, resource discovery and resource 
governance functionalities. Additionally, it maintains a catalogue of the registered resources.  

Figure 7-5 shows a functional view of resource registration FE. 

 

Figure 7-5 – Resource registry FE functional view 

The resource registrar function processes the resource registration request from resource providers. 
The resource information is stored in resource catalogue. When the resource needs unregistration, 
the resource registrar removes the subscription of the resource from the local catalogue and notifies 
the resource repository FE, resource brokering FE and resource adaptor FE accordingly. 

During the resource registration process, the resource registry interacts with the resource adaptor FE 
and the resource repository functional entity. 
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When the resource is registered at the resource registry FE, the resource registry FE: 

– sends an adaptation request including resource registration information towards the 
resource adaptor FE to set up a corresponding adaptation function for this resource; 

– sends resource interface description information to the resource repository FE to store an 
interface description for application development purposes; 

– sends resource information to the resource brokering FE and the resource brokering FE 
schedules resources accordingly; 

– provides resource routing-related information to the resource routing FE. 

When the service dispatcher FE sends a request to query resource registration information, the 
resource discovery function consults the resource catalogue to locate the requested resource 
according to the resource information received and sends the outcome accordingly. 

The resource governance function manages resource life cycle and synchronizes information with 
context management FE. 

7.2.2 Access control FE 

The access control capability provides translation of APIs/protocols across different NGN-SIDE 
service interfaces as well as access from applications to functionalities and/or resources exposed by 
NGN-SIDE [ITU-T Y.2240]. 

The access control FE includes the following sub-functions: 

– API/Protocol translation 

– Authentication and authorization 

– Relaying request/response 

– Triggering charging event. 

Figure 7-6 shows a functional view of the access control FE. 

 

Figure 7-6 – Access control FE functional view 

The API/protocol translation function translates the message request from the relevant service API 
and subsequently the authentication/authorization function authenticates and/or authorizes the 
message request with the interaction of management of role-related information FE. After 
authentication/authorization, the triggering charging event sends the charging-related information to 
the charging FE and finally, the relaying request/response function forwards the request to the 
service dispatcher FE or towards applications. 
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API/Protocol translation  

This function parses the requests as received from different applications to perform different actions 
including request authentication, authorization and charging-related functions. 

Authentication and authorization 

This function authenticates and authorizes the requests from applications with the interaction of 
management of the role-related information FE.  

This sub-function also interacts with the IdM function in NGN to achieve end user, application and 
service-related identity information for authentication and authorization. 

The request is authenticated to identify the application identity securely and further authorized (e.g., 
the request needs to consume protected resources controlled by the resource provider which has the 
right of granting application X access to the resource) according to the approval of the resource 
provider and service level agreements (SLAs). 

Triggering charging event 

This function interacts with charging FE to perform different charging functions. 

In case of online charging, this function will support mechanisms to trigger charging events. In case 
of offline charging, this function will support mechanisms to generate and deliver CDRs to the 
charging FE. 

Relaying request/response 

This function is responsible for forwarding: 

– the request/response from application towards target resource 

– the request/response from resource towards the target application. 

7.2.3 Policy decision FE 

The policy decision FE performs all policy rule evaluation related functions. The policy decision FE 
includes two sub-functions: decision making and synchronization. Additionally, the policy decision 
FE provides storage for the policies. 

Figure 7-7 shows the policy decision FE functional view. 

 

Figure 7-7 – Policy decision FE functional view 
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Policies include SLAs between NGN-SIDE users and NGN-SIDE resources, end user's preferences 
and in-house application's resource requirements (related to computing, connectivity and storage 
resources). 

The policy decision FE synchronizes the policies from the policy management FE, and stores the 
policies in policy storage. 

The service dispatcher FE, the service orchestration FE and the resource brokering FE interact with 
the decision making function of the policy decision FE to acquire the policy decision making 
results. The service dispatcher FE, the service orchestration FE and the resource brokering FE 
enforce the policies according to policy decision result. The resource manager FE also interacts 
with the policy decision FE to manage resources for in-house applications. 

7.2.4 Resource manager FE 

The resource manager performs the controlling functions for all resources in order to satisfy the 
application's requirements. During the deployment of NGN-SIDE in-house applications, the 
application provisioning capability communicates with the resource manager which assigns the 
resources (including computing, connectivity, and storage) internal to NGN-SIDE according to the 
application's requirements (SLAs) and the NGN-SIDE provider's policies [ITU-T Y.2240]. 

Figure 7-8 shows a resource manager FE functional view. 

The resource manager includes the following sub-functions: 

– Resource creation 

– Resource allocation 

– Resource release 

– Resource tracking and statistical analysis. 

 

Figure 7-8 – Resource manager FE functional view 

Resource creation 

Resource creation enables the creation of a resource pool. This function is responsible for resource 
profiling, including CPU profile, memory profile, network profile and storage profile, according to 
a resource template, so that different resources can be allocated to different applications in a 
consistent and systematic way. 

Resource allocation 

Resource allocation enables the provisioning of resources to applications, including CPU, memory, 
network and storage resources, among multiple applications on an application server according to 
defined policies. 
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Resource release 

When an application is uninstalled, the related resources are released. As a result, these resources 
are added to the resource pool. 

Resource tracking and statistical analysis 

Resource tracking keeps runtime information about resources in the resource pool, such as available 
resources at any point of time. Resource information is updated when a particular resource is 
allocated or released. 

Resource statistical analysis is an optional capability which shows the information of a resource's 
usage at regular intervals. It supports multidimensional analysis, such as all resources' usage by one 
application, all resources' usage by one application provider, CPU's usage by all applications, 
memory's usage by all applications, etc. 

NOTE – This Recommendation assumes that the resource statistical analysis, which can be an independent 
capability outside NGN-SIDE, is integrated into NGN-SIDE. 

7.2.5 Service dispatcher FE 

This capability provides unified message routing and message exchange mechanisms within 
NGN-SIDE [ITU-T Y.2240]. Message routing and message exchange mechanisms deal with 
varying qualities of service, depending on application needs, resource performance and resource 
policies. 

Figure 7-9 shows the service dispatcher FE functional view. 

Service dispatcher includes the following sub-functions: 

– Message routing  

– Message transformation 

– Message exception handling 

– Service logic parsing and processing. 

 

Figure 7-9 – Service dispatcher FE functional view 

Message routing 

A request message from an application is passed through the access control FE. The message 
routing function conducts route calculation for requests and responses between NGN-SIDE users 
and NGN-SIDE resource providers. For selecting a proper resource, the service dispatcher FE 
accesses information in policy decision FE, resource registry FE, resource routing FE and context 
management FE. With the resource information, context information and the policy information, the 
message routing function supports various strategies such as static/deterministic routing, dynamic 
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routing, content-based routing, rule-based routing, context-based routing, policy-based routing and 
so forth. 

When the destination FE is determined, a new message (using common message structure) is 
generated and sent to the target functional element. The target functional element could be resource 
brokering FE for the downward invocation of resources, and also access control FE for the upward 
triggering of applications. When the resource is a composite resource, the message routing function 
will interact with service orchestration FE several times for the sequential request of resources. This 
function is also responsible for maintaining correlations between requests and responses. 

Message transformation 

This function is responsible for converting a service request enclosed in an API to common 
message structure when service request is sent towards a target resource, and converting a common 
message structure back to the API used by the application when service request is sent towards a 
target application. 

Message exception handling 

When message handling errors occur, the message exception handling function tries to resolve them 
by interacting with the resource registry FE, context management FE and the policy decision FE. 
The message exception handling function sends back an exception message to the application that 
owns the error, and asks the resource registry FE to update the state of the resources. 

Service logic parsing and processing 

The application sends the request to NGN-SIDE. This request could be composed of two parts: the 
normal resource request and the description of the application's service logic. When the resource 
request includes the service logic of the application, the service logic parsing and processing 
function is responsible for: 

– parsing the service logic of the application which sends the request for resource invocation; 

– processing the request in terms of fetching the status information of the resources requested 
in the service logic from the context management FE and handling the corresponding 
procedures according to the acquired status information.  

When the resources used in the application service logic are concrete resources (i.e., resources 
provided by the resource provider and directly exposed by NGN-SIDE) and applications indicate 
explicitly the resource to be triggered, the service logic parsing and processing function checks the 
availability of these resources according to the received resource status information. If any of the 
concrete resources is not available, this function will end the service logic execution and send a 
failure notification to the application. If all the concrete resources used in the service logic are 
available, the service logic execution continues. 

When one of the resources used in the service logic is an abstract resource (i.e., integrated and 
exposed by NGN-SIDE and could be triggered as one of multiple concrete resources with similar 
function provided by different resource providers) and NGN-SIDE chooses one of these resources 
to be triggered, the service logic parsing and processing function checks the availability of these 
resources according to the received resource status information. When none of the concrete 
resources which belong to the same abstract resource is available, this function will end the service 
logic execution and send a failure notification to the application. When at least one or more 
concrete resources which belong to the same abstract resource are available and other concrete 
resources used in the service logic other than this abstract resource are available, the service logic 
execution continues. 
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7.2.6 Service orchestration FE 

The service orchestration FE enables a collaboration of multiple services (resources) based on their 
interaction with one another at the message level. This FE consists of two functions and one data 
source: service composition, composite service execution and service logic repository. 

Figure 7-10 shows a functional view of the service orchestration FE. 

 

Figure 7-10 – Service orchestration FE functional view 

The service composition generates an orchestrated service logic that combines existing service 
resources to define high level functionalities. The orchestrated service logic describes interactions 
between multiple services (resources) by exchanging messages, branching logics, and invocation 
sequences. These orchestrated services (resources) are created using by related orchestrate 
capabilities and languages such as BPEL and POJO. The service composition provides the ability to 
expose an orchestrated service (resources) using a specific protocol or interface (REST, 
SOAP, etc.). 

The composite service execution is conducted by parsing and running the service logic. During the 
composite service execution, sequential request of resources are forwarded to service dispatcher FE.  

Composite resource descriptions are stored as service logic. The application development support 
FE use composite resources in the developing time. 

7.2.7 Resource routing FE 

For the purpose of interaction with other NGN-SIDEs, the resource routing FE manages and 
provides resource routing information to locate the resources in other NGN-SIDEs.  

Figure 7-11 shows the functional view of the resource routing FE. 
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Figure 7-11 – Resource routing FE functional view 
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The resource routing FE includes the following sub-functions: 

– Routing information synchronization 

– Routing information access 

– Routing information repository. 

The routing information repository function stores the resource routing information of the resources 
which are registered in other NGN-SIDEs.  

When a resource is registered to one of the NGN-SIDE, the routing information synchronization 
function synchronizes the resource routing related information to the resource routing FE in other 
NGN-SIDEs. For details, refer to Annex A.  

The routing information access function interacts with the service dispatcher FE to accomplish the 
resource request routing function between NGN-SIDEs. 

7.3 NGN-SIDE service delivery management functional group related functional entities 

7.3.1 Content management FE 

The content management FE manages the content, including content storage, content update and 
content deletion functions. 

Figure 7-12 shows a functional view of the content management FE. 

 

Figure 7-12 – Content management FE functional view 

The content classification function extracts the information of the content resource and classifies 
content resources into different groups. Content resource information includes the content size, 
type, publisher, location, etc.  

The content delivery function performs content delivery to different NGN-SIDE users' 
environments, such as content for specific applications, content for specific end user equipment, 
content for specific end user locations, etc. 

The content deployment function dispatches content to content storage resources in order to expose 
content to applications. 

7.3.2 Policy management FE 

Figure 7-13 shows a functional view of the policy management FE. 
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Figure 7-13 – Policy management FE functional view 

The policy management FE provides management of policies used for access, provisioning, logging 
and management of resources. 

The policy management FE is responsible for providing a central place for the network provider to 
manage the rules and policies associated with APIs and services that are exposing through 
NGN-SIDE. This component will govern and control the lifecycle of the rules/policies. The 
administrator and provider portal will interface with this FE to provide the following functionalities.  

• Create/modify/delete/query rules/policies 

• Activate and deactivate rules/policies  

• View the status of the rules/policies, which includes: 

a) Current deployed version 

b) APIs or services being used  

c) Display metrics about the API/service performance 

• Provision the rules/policies in conjunction with partners and their application as well as 
APIs, which includes: 

a) Define what rules are to be applied for a given API.  

b) Define a default context that is to be associated with a rule/policy for an given API. 

c) Define a partner's application policy/rule context for a given rule which is to be used 
when the application invokes that API.  

d) Define how a rule/policy action is to behave for a given API. 

• The policy storage in this FE stores these resource related policies, which include SLAs 
between NGN-SIDE users and NGN-SIDE resources and end user preferences. These 
policies could be used by policy decision FE to select an appropriate resource for the 
resource request from applications.  

7.3.3 Charging FE 

The charging FE provides charging information collection and synchronization function as well as 
local storage of the call detail records (CDRs). 

Figure 7-14 shows a functional view of the charging FE. 
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Figure 7-14 – Charging FE functional view 

The collection and synchronization function receives the charging information from other FEs in 
NGN-SIDE, such as the access control FE, service orchestration FE and the resource brokering FE. 

When it is required to generate CDRs, charging FE generates CDRs according to the received 
charging information and stores the CDRs in the CDR storage which are synchronized with the 
billing domain and backend systems. 

The statistical analysis function analyses the resource usage according to the CDRs. Statistical 
analysis supports multiple dimensions (e.g., resource type, application, developer, time dimension). 
The charging FE supports event-based online/offline charging mechanisms as specified in 
[ITU-T Y.2233] and it could be mapped to charging collection function, online charging function 
and charging gateway function in the functional architecture of charging and accounting in NGN. 
The charging FE enables SP to implement differentiated charging according to the quality of service 
(QoS) of the resources as defined in SLA. 

When it is required to charge NGN-SIDE users (i.e., application provider), the access control FE 
triggers a charging event to send charging-related information to the charging FE. 

When it is required to support charging for NGN-SIDE resource providers (i.e., short message 
service (SMS) provider), the resource brokering FE triggers a charging event to send 
charging-related information (e.g., resource usage information) to the charging FE. 

When composite resource whose service logic is stored in service orchestration FE is executed, the 
service orchestration FE triggers a charging-event to transfer charging related information to the 
charging FE. 

In case of charging for composite resources, the charging FE generates a transaction identifier 
against this composite resource. Service orchestration FE includes this transaction identifier in the 
charging information. The service orchestration FE notifies the end of a service transaction to the 
charging FE. 

When it is required to charge for the consumption of resources including computing, connectivity 
and storage, the resource manager FE sends charging information related to the resource 
consumption. 

7.3.4 Management of role related information FE 

Figure 7-15 shows a functional view of the management of role-related information FE. 
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Figure 7-15 – Management of role related information FE functional view 

The management of the role-related information FE provides management, storage and access 
control for all role related information in the NGN-SIDE ecosystems. 

The role-related information includes basic information for all roles (e.g., NGN-SIDE user-resource 
provider relationship), role-specific information (e.g., preference profiles) and subscription-related 
information (e.g., end user-application provider subscription relationship information for in-house 
applications). The information storage is provided in the management of role-related information 
FE to store all this information. 

The management operations for the NGN-SIDE provider includes add, modify and delete 
operations of this role-related information, which are implemented by the information management 
function. When an end user subscribes a new application, the subscription relationship will be 
added by the information management function into the information storage, and the end user's 
related preference profiles are stored in the information storage. 

The information access function provides role-related information and subscription to the access 
control FE for authentication and authorization purposes. 

The information management function manages the subscription and preferences of different end 
users with a particular application. The access control FE checks the subscription of an end user 
with a specific application by interacting with the information access function. 

7.3.5 Application provisioning FE 

The application provisioning FE provides mechanisms to deploy applications.  

Figure 7-16 shows a functional view of the application provisioning FE. 

 

Figure 7-16 – Application provisioning FE functional view 
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Application provisioning includes the following functions: 

– the general management function: provides the general management function of application 
deployment, such as data management, statistical analysis and so on; 

– the lifecycle management function: manages the status of applications in the application 
deployment process, delivering the start and stop instructions of application deployment 
and collecting the results; 

– the process control function: controls the application deployment process, such as requests 
number, delay time and so on; 

– the resource control function: controls and records dispatch of the resources; 

– tools function: includes format conversion tool, which converts the deployment instruction 
into a suitable format, so as to fit for different running environment; application 
deployment templates, which could fulfil the automatic deployment and application 
uninstalling tool. During application uninstall process, uninstalling tool queries the database 
and other information, then packages operational data of the application into readable 
structured data. 

7.3.6 Context management FE 

Figure 7-17 shows a functional view of the context management FE. 

 

Figure 7-17 – Context management FE functional view 

The context management FE collects and aggregates context information related to different context 
sources, and exposes the context information to other NGN-SIDE FEs according to the policies. 

These context information includes the service context, such as service availability, service QoS, 
service performance; the end user context, such as the end user's identity, end user's presence, end 
user's location, end user's preferences and end user's social status; the device context, such as device 
status (device's presence, device's capabilities), device's runtime parameters (CPU, memory, load, 
performance, etc.); the network context, such as network conditions (e.g., bandwidth, traffic, 
topology, etc.) and network performance. 

This FE provides a collection and delivery function for collecting and managing the different kinds 
of context information, also the function for exposing that information to other FEs on the 
NGN-SIDE; and provides a storage function for storing that information. 

The resource registry FE synchronizes resource information with the context management FE. 
When the resource is registered, the context management FE starts to collect the resource context 
information. 
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The service dispatcher FE and the service orchestration FE interact with the context management 
FE to achieve the context information, such as the end user context, the device context, the service 
context, etc. The context management FE returns the context information of services to the service 
parsing and processing function of service dispatcher FE according to the received the request. 

The resource brokering FE interacts with the context management FE to achieve the context 
information, such as the resource related context, the network context, etc., to select an appropriate 
resource for the application. 

The application development support FE could use the context information in the context 
management FE to develop context-based applications. 

Both at the beginning and in the middle of an application execution, the context information could 
be achieved from this FE to customize, personalize, and adapt the application execution according 
to the actual situation. 

7.4 NGN-SIDE adaptation functional group related functional entities 

7.4.1 Resource brokering FE 

The resource brokering FE provides the interaction between applications and resources for the 
downward invocation of resources and the upward triggering of applications. It also interacts with 
the NGN-SIDE integration layer FEs (e.g., policy decision FE) to enforce the resource-related 
policies such as scheduling of resources [ITU-T Y.2240]. 

Figure 7-18 shows the functional view of the resource brokering FE. 

Resource brokering FE includes the following sub-functions: 

– Resource invocation 

– Application invocation 

– Resource scheduler 

– Application scheduler. 

 

Figure 7-18 – Resource brokering FE functional view 
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When the resource brokering FE receives a request with a designated resource address (or resource 
identifier), resource invocation handler parses the request to identify the target resource. The 
resource invocation handler interacts with the policy decision FE to analyse the related service level 
agreements (SLAs) and other related policies between NGN-SIDE provider and resource provider. 
Finally, a request is sent to the corresponding resource adaptor as scheduled by the resource 
scheduler. 

When the resource brokering FE receives a request with a designated application address (or 
application identifier), the application invocation handler parses and authorizes the service request 
to identify the target application. The application invocation handler interacts with the policy 
decision FE to analyse the related service level agreements (SLAs) and other related policies 
between NGN-SIDE provider and application provider. Finally, a request is sent to the 
corresponding application as scheduled by the application scheduler. 

During runtime, if resource information changes, the resource registry FE notifies the resource 
brokering FE. The resource brokering FE reflects the corresponding changes in resource invocation 
and resource scheduler functions. 

The resource scheduler is provisioned resource information during resource registration and 
maintains a list of registered resources with the resource metrics and make available the list of 
resources based on certain criteria for a particular service. The resource scheduler periodically 
checks the connectivity and QoS of resource. 

The application scheduler is provisioned with application information during application 
provisioning and maintains application information so that resource requests can be sent to the 
application when a request is originated from a resource. 

7.4.2 Resource adaptor FE 

The resource adaptor FE provides mechanisms that allow applications to uniformly access resources 
by hiding the details of the resources. The resources offered by NGN/non-NGN may vary according 
to the underlying resource technologies. This makes it difficult for application developers to 
develop new applications based on direct usage of such diverse and complex underlying resources 
[ITU-T Y.2240]. To address this, the resource adaptor FE prepares an abstract interface for various 
resources offered by NGN/non-NGN (e.g., USN, telecom network, broadcasting network, and 
contents network). The resource adaptor FE performs two types of adaptation: control plan level 
and data plan level. 

The resource adaptor FE receives requests towards resources, and then translates the request 
message into protocols/APIs according to the target resource protocol/API.  

The resource adaptor FE receives requests towards applications, translates the request message into 
NGN-SIDE internal common messaging format. 

When the resource adaptor FE receives a request from the resource registry FE, the resource adaptor 
FE sets up a corresponding data/control adaptation function for the resource being registered 
according to the request. 

Figure 7-19 shows the functional view of the resource adaptor FE, which includes: 

– Control adaptation function 

– Data adaptation function 

– Resource access function 

– Instance management function 

– Resource description repository. 
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Figure 7-19 – resource adaptor FE functional view 

The control adaptation function performs control protocol/API conversions and matches 
protocol/API request messages between applications and resources. 

The data adaptation function performs data adaptation functions to enable applications and 
resources to deliver data in a heterogeneous environment (e.g., USN data format, and Internet data 
format).  

The resource access function provides an abstract interface to resources in NGN/non-NGN with 
data adaptation and control adaptation. When a resource is requested through the abstract interface, 
the resource adaptor FE identifies data type and protocols of the target resource and performs 
appropriate adaptations for uniform access to various resources. 

The instance management function manages all instances of the resource adaptor for a particular 
resource. It can initiate and remove instances of the resource adaptor. 

The resource description repository stores resource description of each resource being adapted. The 
resource description information includes resource identifier, resource adaptor instance and 
resource access methods. 

8 NGN-SIDE reference points 

NGN-SIDE reference points, shown in Figure 7-1 are distinguished into: 

– NGN-SIDE internal reference points, related to interactions between NGN-SIDE FEs; 

– NGN-SIDE external reference points, related to interactions between NGN-SIDE FEs and 
functions external to NGN-SIDE. 

8.1 NGN-SIDE internal reference points 
The following provides the description of the NGN-SIDE internal reference points: 

ITE-ADS  Reference point between the testing environment FE and the application development 
support FE. 

  The application development support FE can achieve online/offline test tool, test 
environment and test result through this reference point and make them available to the 
application developers. 
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ISO-ADS  Reference point between the service orchestration FE and the application development 
support FE. 

  The application developer can store their application as resource in service 
orchestration FE through this reference point, also can achieve the resource kept in 
service orchestration FE for their own use. 

IADS-CXM Reference point between the application development support FE and the context 
management FE.  

  The application development support FE can achieve context information through this 
reference point. 

IADS-CNM Reference point between the application development support FE and the content 
management FE. 

  The application development support FE can achieve content information through this 
reference point. 

IADS-RR  Reference point between the resource repository FE and the application development 
support FE. 

  The application development support FE can achieve development interface 
information of the resources through this reference point. 

IRR-RE  Reference point between the resource repository FE and the resource registry FE.  

  The resource repository FE can achieve resource description information from the 
resource registry FE through this reference point.  

IAC-SD  Reference point between the access control FE and the service dispatcher FE.  

  With this reference point, access control FE sends request to service dispatcher FE for 
further processing. Additionally, service dispatcher FE uses this reference point to 
transfer request originated from underlying resource (e.g., SMS) towards application. 

ISD-SO  Reference point between the service orchestration FE and the service dispatcher FE.  

  With this reference point, service dispatcher FE invokes composite resource in service 
orchestration FE. 

ISD-RR  Reference point between the resource registry FE and the service dispatcher FE.  

  With this reference point, service dispatcher FE interrogates the availability of the 
requested resource in resource registry FE. 

ISD-PD  Reference point between the policy decision FE and the service dispatcher FE.  

  With this reference point, service dispatcher FE interacts with policy decision FE which 
determines the policies and sends the outcome to the service dispatcher FE. 

IPD-RM  Reference point between the resource manager FE and the policy decision FE. 

  With this reference point, resource manager FE consults policy decision FE to allocate 
resources required for in-house application deployment. 

IAC-CH  Reference point between the access control FE and the charging FE. 

  The access control FE can provide charging information through this reference point. 

IAC-MOR  Reference point between the access control FE and the management of role related 
information FE.  

  The access control FE can achieve role related information through this reference point. 

ISO-CH  Reference point between the service orchestration FE and the charging FE. 

  The service orchestration FE can provide charging information through this reference 
point. 
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IPD-PM  Reference point between the policy decision FE and the policy management FE.  

  The policy decision FE can achieve the policy configured through this reference point. 

IRM-AP  Reference point between the resource manager FE and the application provisioning FE.  

  The resource manager FE can achieve the application information configured through 
this reference point. 

IRB-CH  Reference point between the resource brokering FE and the charging FE.  

  The resource brokering FE can provide charging information through this reference 
point. 

IRB-CXM  Reference point between the resource brokering FE and the content management FE. 

  The resource brokering FE can provide context information through this reference 
point. 

IRB-AP  Reference point between the resource brokering FE and the application provisioning 
 FE.  

  The resource brokering FE can achieve application information configured through this 
reference point. 

ISO-CXM  Reference point between the service orchestration FE and the context management FE.  

  The service orchestration FE can achieve context information through this reference 
point. 

ISD-CXM  Reference point between the service dispatcher FE and the context management FE.  

  The service dispatcher FE can achieve context information through this reference point. 

IRB-PD  Reference point between the resource brokering FE and the policy decision FE.  

  The policy decision FE can provide related policy configured through this reference 
point. 

IRB-RR  Reference point between the resource brokering FE and the resource registry FE.  

  The resource brokering FE can provide registration information through this reference 
point. 

IRB-SD  Reference point between the resource brokering FE and the service dispatch FE.  

  The service dispatch FE makes use of this reference point to send resource request to 
resource brokering for the proper selection of the resource. 

IRB-RA  Reference point between the resource brokering FE and the resource adaptor FE.  

  The resource adaptor FE can provide adapted resource through this reference point. 

IRM-CH  Reference point between the resource manager FE and the charging FE.  

  With this reference point, the resource manager FE provides charging information 
related to consumption of resources (including computing, connectivity, and storage). 

IRR-ROU  Reference point between the resource registry FE and the resource routing FE.  

  With this reference point, the resource registry FE provides resource routing related 
information to the resource routing FE to synchronize the resource routing information 
to other NGN-SIDEs. 

ISD-ROU  Reference point between the service dispatcher FE and the resource routing FE. 

  The service dispatcher FE achieves resource routing information through this reference 
point. 
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8.2 NGN-SIDE external reference points 

8.2.1 Reference points related to NGN-SIDE service interfaces 

This clause provides the reference points which can be mapped to NGN-SIDE service interfaces 
identified in [ITU-T Y.2240]. 

Appendix I provides information about APIs relevant to the NGN-SIDE service interfaces. 

IADF-ADS  Reference point between the application development functions and the application 
development support FE. 

  With this reference point, developers can access the development environment 
provided by NGN-SIDE. This reference point can be mapped to the NGN-SIDE ANI or 
UNI service interfaces. 

IADF-TE  Reference point between the application development functions and the testing 
environment FE. 

  With this reference point, the developers can access the testing environment provided 
by NGN-SIDE. This reference point can be mapped to the NGN-SIDE ANI or UNI 
service interfaces. 

IAPP-AC  Reference point between the applications and the access control FE. 

  With this reference point, the applications can send resource request with 
authentication and authorization information to NGN-SIDE. This reference point can 
be mapped to the NGN-SIDE ANI or UNI service interfaces. 

ICPF-CNM  Reference point between the content provider functions and the content management 
FE. 

  With this reference point, the content provider can make available different types of 
content as a resource to NGN-SIDE. This reference point can be mapped to the 
NGN-SIDE SNI service interface identified in [ITU-T Y.2240]. 

NOTE – Annex A describes interactions between different NGN-SIDEs which can be achieved through the 
NGN-SIDE NNI service interface identified in [ITU-T Y.2240]. 

8.2.2 Reference points related to NGN-SIDE resource interfaces 

This clause provides the reference points related to NGN-SIDE resource interfaces identified in 
[ITU-T Y.2240]. 

IRA-NGN  Reference point between the resource adaptor FE and the resources in NGN (see also 
the relevant information in clauses 9 and 10 of [ITU-T Y.2240]). The resources are 
provided according to the corresponding request through this reference point. 

IRA-NNGN Reference point between the resource adaptor FE and the resources in non-NGN (see 
also the relevant information in clauses 9 and 10 of [ITU-T Y.2240]). 

8.2.3 Reference points to other functions 

IBD-CH  Reference point between the billing domain and the charging FE.  

  With this reference point, the billing domain can achieve charging information such as 
CDR from NGN-SIDE. 

IADM-CNM Reference point between the administrator functions and the content management FE.  

  With this reference point, the administrator can manage the content. 

IADM-AP  Reference point between the administration function and the application provisioning 
FE. 

  With this reference point, the administrator can manage the application's lifecycle, 
deployment status, etc. 
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9 NGN-SIDE service procedures 

9.1 Resource registration procedure 

Resources are located and accessed by the application as well as used by the application developer 
after resources have been registered successfully at the resource registry FE. 

Figure 9-1 describes how a resource is registered to NGN-SIDE. 

 

Figure 9-1 – Resource registration procedure 

Procedure description: 

– Resource provider sends resource registration request to resource registry FE. 

– After receiving the request, resource registry FE sends resource adaptation set-up request to 
adaptor. 

– Adaptor sets up the adaptation function corresponding to the resource information. 

– Adaptor sends back the response to resource registry FE. 

– Resource registry FE sends request which includes resource interface description 
information to resource repository FE. 

– Resource repository FE stores the resource interface description information locally. 

– Resource repository FE sends back the response to resource registry FE. 

NOTE – Order of step 2 and 5 is implementation dependent and can be executed in any order. 

Resource registry FE notifies resource provider the resource registration result. 
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9.2 Application development procedure 

This procedure describes how developers access the application development related functions 
provided by NGN-SIDE to develop and test applications which using the resources exposed in 
NGN-SIDE. 

 

Figure 9-2 – Application development procedure 

Application developer accesses the application development support FE to create application. 

– The application development support FE supports interaction with the resource repository 
FE to obtain the development interface information of the resources required in the 
application development. 

– The resource repository FE returns the development interface information of the resources. 

– Application developer creates applications using online and/or offline design tools 
according to the resource development interface information. 

– When application is created, application developer requests testing of application and 
deliver the developed application to the testing environment. 

– The testing environment FE performs the testing procedures for the application. 

– The testing environment FE returns the application testing result. 
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9.3 Application provisioning procedure 

The application provisioning FE provides lifecycle management for applications in NGN-SIDE 
such as deployment, activation, deactivation and withdrawal. In those procedures, the application 
provisioning FE interacts with the administrator and provider portal (i.e., user interface), resource 
manager FE and resource brokering FE. 

9.3.1 Application deployment 

The application deployment procedure stores provisioning information of the target application 
such as a name addresses and requirements in NGN-SIDE. Figure 9-3 depicts how an application is 
deployed into NGN-SIDE. 

 

Figure 9-3 – Application deployment processes 

– An administrator requests deployment of an application through the provider portal 
interface. The application related information is inserted into application provisioning FE. 

– Application provisioning FE interprets the application related information that contains an 
application name, an application accessible address, and resource requirements and so on.  

– Application provisioning FE sends resource requirements to resource manager FE. 

– Resource manager FE allocates resources for the deploying application. 

– Resource manager FE sends back the result to application provisioning FE. 

– After required resources are allocated for the application, application provisioning FE 
notifies the information of the application deployment to resource brokering FE. 
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– Resource brokering FE maintains state of the application (i.e., deployed) and sends back the 
response to application provisioning FE. 

– Application provisioning FE sends back the result of the application deployment to the 
provider portal. 

9.3.2 Application activation/deactivation 

The application activation/deactivation procedure switches state information of an application 
whether it is available or not. Figure 9-4 depicts how an application is activated or deactivated. 

 

Figure 9-4 – Application activation/deactivation processes 

An administrator requests activation or deactivation of an application through the provider portal 
interface. The target application identifier is inserted into application provisioning FE. 

– Application provisioning FE notifies the state of them to resource brokering FE. 

– Resource brokering FE updates state of the application (i.e., activated or deactivated) and 
sends back the response to application provisioning FE. 

– Application provisioning FE sends back the result of the application activation or 
deactivation to provider portal. 

9.3.3 Application withdrawal 

The application withdrawal procedure eliminates the application provisioning information and 
related resources from NGN-SIDE. Figure 9-5 depicts how an application is removed. 
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Figure 9-5 – Application withdrawal processes 

An administrator requests withdrawal of an application through the provider portal interface. The 
target application identifier is sent to the application provisioning FE. 

– The application provisioning FE sends a withdrawal command with the target application 
identifier to resource manager FE. 

– Resource manager FE removes the all resources allocated to the application. 

– Resource manager FE sends back the result to application provisioning FE. 

– Application provisioning FE notifies the withdrawal of the application to resource 
brokering FE. 

– Resource brokering FE eliminates the application related information in it and sends back 
the response to application provisioning FE. 

– Application provisioning FE eliminates the application related information and sends back 
the result of application withdrawal to the provider portal. 

9.4 Resource triggering procedure 

This procedure describes the service flow to invoke a particular resource. This service flow includes 
interaction of access control FE, service dispatcher FE, resource registry FE, resource brokering FE 
and resource adaptor FE. 

In the following service flows, application has subscription to a location service enabler to find the 
user's location. 
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Figure 9-6 – Resource triggering procedure 

– Application sends a resource (location) request to get location information of a user. 

– Access control FE authenticates and authorizes requesting application. 

– Service dispatcher translates the API/protocol carrying the request into a common message 
structure and enquires the resource registry FE to get the resource information. 

– Resource registry returns the resource information to the service dispatcher FE. 

– Service dispatcher sends the resource request to resource brokering FE. 

– Resource brokering FE selects the resource among one or more candidate resource list and 
sends the resource request to the corresponding resource adaptor. 

– Resource adaptor generates a message according to the API/protocol native to the target 
resource and encloses content received in common message structure and invokes the target 
resource. 

– The target resource processes the request (get user location). 

– Target resource (location service enabler) sends response (carrying user location) towards 
application via different FEs. 
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9.5 Context information-based service procedure 

In NGN-SIDE, the context information is utilized to select the most appropriate resources for the 
purpose of services or applications. The context management FE maintains in its own storage many 
types of context information such as the service context, the end user context, the device context 
and the network context. 

The main function of context information-based service procedure consists of delivery and 
collection of context information. First, delivery of context information is performed when the 
context management FE receives context requests from external entities that serve context 
information-based service. Second, context information is collected by context management FE 
continuously. 

Figure 9-7 depicts how context information-based services are conducted. Context using functional 
entities include the service dispatcher FE, service orchestration FE and application development 
support FE. Hereafter, those kinds of functional entities are indicated as context utilizing functional 
entities. 

 

Figure 9-7 – Context information-based service processes 

– Context utilizing functional entities request context information to context management FE. 

– Context management FE looks up requested context information at context management 
storage. 
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– Context management sends back the context information to requested FE.  

– Context utilizing functional entities request resources based on context information. 

– Resource brokering FE returns resources to requested FE. 

– Resource brokering FE notifies context information to context managements FE if they 
have any change. 

– Context management FE updates context information. 

9.6 Charging procedure 

9.6.1 Charging procedures for NGN-SIDE user 

When the access control FE receives a request from an NGN-SIDE user (i.e., application), after 
authentication and authorization, the access control triggers charging event to send charging related 
information to the charging FE. 

The charging FE collects information on the service provider (SP) consumption of resources and 
generates call detail records (CDRs). The charging FE enables SP to implement differentiated 
charging according to the quality of service (QoS) of the resources as defined in SLA. 

 

Figure 9-8 – Charging procedure for NGN-SIDE user (application provider) 

– The application sends request to invoke resource. 

– The access control FE triggers charging event to send charging information related to the 
resource request. 

– The charging FE generates CDR according to received charging information. 

– The charging FE sends CDRs to the backend billing system. 
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9.6.2 Charging procedures for composite resources 

When composite resource whose service logic is stored in service orchestration FE is executed, the 
service orchestration FE triggers a charging event to transfer charging-related information to the 
charging FE. 

The charging FE generates TransactionID against this composite resource. The service orchestration 
FE is required to always include this TransactionID in the charging information. The service 
orchestration FE notifies the end of a service transaction to the charging FE. 

 

Figure 9-9 – Charging procedure for composite resources 

– The resource orchestration FE is executing the composite resource logic. 

– The service orchestration FE triggers charging event to send charging related information 
with the indication about composite resource. 

– The charging FE generates service TransactionID. 

– The charging FE sends TransactionID to service orchestration FE. 

– When composite resource transaction ends, service orchestration notifies the charging FE to 
close the charging transaction for the composite resource. As a result, the charging FE 
generates a CDR according to the charging information. 

– The charging FE sends CDRs to backend billing system. 

9.6.3 Charging procedures for NGN-SIDE resource provider 

In NGN-SIDE ecosystem, NGN-SIDE resource providers and NGN-SIDE resource users can have 
independent charging triggering mechanisms according to the deployment requirements. 

This scenario describes the charging procedures for the NGN-SIDE resource provider. 
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Figure 9-10 – Charging procedure for NGN-SIDE resource provider 

– Request from application is sent towards resource brokering FE. 

– The resource brokering FE triggers charging event to send charging information related to 
the invoked resource. 

– The charging FE generates CDR according to received charging information. 

– The charging FE sends CDRs to backend billing system. 

9.7 Application triggering procedure 

This procedure provides the service flows related to triggering an application (e.g., vote casting 
application for counting votes) by a resource (e.g., SMS). This service flow includes interaction of 
resource adaptor FE, resource brokering FE, service dispatcher FE and access control FE. 

In this service flow, the resource submits (messaging service) a message to an application which is 
deployed to count votes. 
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Figure 9-11 – Application triggering procedure 

– Resource X sends a message carrying vote information towards an application used for vote 
counts via resource adaptor FE. 

– Resource adaptor corresponding to resource X translates the API/protocol carrying the 
message and encloses the message content into a common message structure and send the 
message to resource brokering FE. 

– Resource brokering FE locates the corresponding application and sends the request to 
service dispatcher FE. 

– Service dispatcher FE interacts with other relevant functional elements (e.g., policy 
decision) for policy enforcement. Afterward service dispatcher FE generates message 
according to the API/protocol native to the application and encloses content received in 
common message structure. This message is sent to access control FE. 

– Access control FE performs the authentication and authorization and delivers the message 
to the application. 

– Application processes the message content to get the vote information and update the vote 
count accordingly. 

– Application sends a message confirmation response to the resource via different FEs. 

9.8 Procedure related to accessing resource in another NGN-SIDE 

Figure 9-12 describes the scenario in which an application deployed in a CSN node accesses the 
resource registered in a remote CSN node. 
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Figure 9-12 – Procedure related to accessing resource in remote CSN-Node 

Procedure description: 

– Application sends resource request to CSN-Node1. 

– Access control FE in CSN-Node1 authenticates the resource request, and transfers it to 
service dispatcher FE upon successful authentication. 

– Service dispatcher FE queries resource information through resource registry FE. 

– Resource registry FE returns the query response, which indicates the resource does not 
register in this CSN-Node. 

– Service dispatcher FE queries resource routing information through resource routing FE. 

– Resource routing FE returns the routing information of the requested resource. 

– Service dispatcher FE transfers the routing information to access control FE. 

– Access control FE transfers the routing information to application. 

– Application sends updated resource request to CSN-Node2. 
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– CSN-Node2 sends request to resource. 

– Resource is invoked. 

– Resource sends invoking response to CSN-Node2. 

– CSN-Node2 sends resource invoking response to application. 

10 Security considerations 

The security requirements for the functional architecture of the NGN-SIDE are addressed by the 
security requirements identified in clause 8.4 of [ITU-T Y.2240]. 
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Annex A 
 

Interconnection between different NGN-SIDEs 

(This annex forms an integral part of this Recommendation.) 

NGN-SIDE in a particular NGN domain exposes its resources to the NGN-SIDE users. The 
NGN-SIDE users of a certain NGN-SIDE can only use the resources registered in that NGN-SIDE. 
In some circumstances (e.g., population density, geography), an NGN-SIDE provider can deploy 
distinct NGN-SIDEs in different NGN domains. These NGN-SIDEs can collaborate with each other 
to enable the users of an NGN-SIDE to access diverse resources available in other NGN-SIDEs. 

The interconnection of these NGN-SIDE forms the so called converged service network (CSN). 
Each NGN-SIDE in the CSN is known as CSN-Node. Figure A.1 shows the overall concept of 
CSN.  

. . .

. . .
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Figure A.1 – CSN conceptual view 

As shown in Figure A.1, the CSN-Nodes are interconnected with each other in the CSN. Each 
CSN-Node manages one or multiple categories of resources. 

When resource requests from applications are received by CSN-Nodes, the CSN-Nodes schedule 
the resources for these applications, that is, select and invoke the requested resources. 

Figure A.2 shows the internal structure of a CSN-Node. 

 

Figure A.2 – CSN-Node internal structure 
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The service dispatcher FE analyses the received resource request and queries the resource registry 
FE whether the requested resource is registered in this CSN-Node. When the requested resource is 
not registered in this CSN-Node, the service dispatcher FE sends the query request to the resource 
routing FE to acquire the routing information of the requested resource. 

When receiving the request, the resource routing FE queries the routing information of the 
requested resource in its storage and returns the routing information to the service dispatcher FE. 

The service dispatcher FE returns the routing information of the requested resource to the 
application, and the application will request the resource in another CSN-Node according to the 
routing information. Alternatively, the service dispatcher FE could directly route the resource 
request to the CSN-Node in which the resource registers. 

The CSN-Nodes can also be organized and interconnected in hierarchical mode. Figure A.3 
provides the CSN conceptual view in n-tiers hierarchy. 

The CSN-Node on the top most tier (e.g., tier n-1) is responsible for the overall routing of resources 
in a hierarchical manner.  

NOTE – Applications accessing a specific CSN-Node can locate resources registered to any CSN node in 
any tier. 

When a CSN-Node on a particular tier (e.g., tier n) identifies that the requested resource is not 
locally registered but available in underlying CSN-Nodes, it routes the request to the CSN-Node on 
the lower tier (e.g., tier n+1). The CSN-Node (s) on the lower tier(s) then query(ies) the requested 
resource tier by tier until the resource is found. 

When a CSN-Node on a particular tier (e.g., tier n) identifies that the requested resource is not 
registered locally, it routes the request to the CSN-Node on the upper tier (e.g., tier n-1) or directly 
to the CSN-Node in the top most tier to locate the resource. 

Y.2025(12)_FA.3

Resource ResourceResource ResourceCSN node CSN nodeCSN node CSN node

Application

Application

Resource

Resource

ResourceCSN node
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Figure A.3 – CSN conceptual view in hierarchical mode 
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Appendix I 
 

APIs for the NGN-SIDE functional architecture 

(This appendix does not form an integral part of this Recommendation.) 

This Recommendation does not intend to define application programming interfaces (APIs) 
architectural aspects. The exposure of APIs for functional architecture of the NGN-SIDE is 
achieved according to requirements identified in clause 10.2.2 of [ITU-T Y.2240]. 

For detailed information on APIs across different service interfaces, refer to the following clauses 
of [ITU-T Y.2240]: 

– 10.2.2 "NGN-SIDE service interfaces" 

– 10.2.2.1 "General requirements of NGN-SIDE service interfaces" 

– 10.2.2.2 "Service interface requirements across ANI" 

– 10.2.2.3 "Service interface requirements across UNI" 

– 10.2.2.4 "Service interface requirements across NNI" 

– 10.2.2.5 "Service interface requirements across SNI" 
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Appendix II 
 

Mapping between NGN-SIDE functional entities and 
NGN functional entities 

(This appendix does not form an integral part of this Recommendation.) 

The NGN-SIDE architecture is defined in accordance with [ITU-T Y.2012]. Therefore, its 
functionalities have a corresponding relationship with the NGN architecture. Figure 6-1 shows the 
location of NGN-SIDE in the NGN functional architecture. 

Table II.1 provides the relationships between the functional entities identified in this 
Recommendation and the functional entities in the NGN architecture [ITU-T Y.2012]. 

Table II.1 – Mapping between NGN-SIDE functional entities and NGN functional entities 

No. 
NGN-SIDE 

functional entity 
NGN 

functional entity 
Remarks 

1 Content management FE Content distribution and 
location control FE 

Both control the distribution of 
content and gather the related 
information. 

2 Service orchestration FE Application service 
coordination manager FE 

Both handle the interaction of 
several resources or services. 

3 Context management FE Application support user 
profile FE 

Application support user profile 
FE in NGN support end user 
settings which include 
information related to the 
capabilities of the end user's 
terminal devices. 

4 Application provisioning 
FE 

Application provisioning 
FE 

Both support lifecycle 
management of the applications. 

5 Resource registry FE, role 
related information 
management FE 

Identity management 
functions 

Resource registry FE and role 
related information management 
FE provide support for IdM 
mechanisms. 

6 Role related information 
management FE, policy 
decision FE 

Service authentication and 
authorization FE 

Service authentication and 
authorization FE in NGN 
ensures that the end user has 
valid utilization rights for the 
requested service, and performs 
policy control at the service 
level. 

7 Resource adaptor FE User signalling 
interworking FE, Network 
signalling interworking FE 

The two FEs in NGN have the 
responsibility for the 
interworking for different types 
of application signalling, and 
these also the functions of the 
resource adaptor FE in 
NGN-SIDE. 
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Table II.1 – Mapping between NGN-SIDE functional entities and NGN functional entities 

No. 
NGN-SIDE 

functional entity 
NGN 

functional entity 
Remarks 

8 Access control FE Application gateway FE Both provide a secure open 
interfaces for the applications to 
use the resources. 

9 Policy decision FE Policy decision FE Both make decision regarding 
network resources and admission 
control bases on network policy 
rules, SLAs, and service 
information. 
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