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I TU-T Recommendation Y.2013

Converged services framework functional requirementsand ar chitecture

Summary

This Recommendation provides the high-level requirements and functional architecture for the
converged services framework (CSF). The CSF defines an architectural framework to provide a
seamless user experience across multiple networks.

Source

ITU-T Recommendation Y.2013 was approved on 14 December 2006 by ITU-T Study Group 13
(2005-2008) under the ITU-T Recommendation A.8 procedure.
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FOREWORD

The International Telecommunication Union (ITU) is the United Nations specialized agency in the field of
telecommunications. The ITU Telecommunication Standardization Sector (ITU-T) is a permanent organ of
ITU. ITU-T is responsible for studying technical, operating and tariff questions and issuing
Recommendations on them with a view to standardizing telecommunications on a worldwide basis.

The World Telecommunication Standardization Assembly (WTSA), which meets every four years,
establishes the topics for study by the ITU-T study groups which, in turn, produce Recommendations on
these topics.

The approval of ITU-T Recommendationsis covered by the procedure laid down in WTSA Resolution 1.

In some areas of information technology which fall within ITU-T's purview, the necessary standards are
prepared on a collaborative basis with |SO and IEC.

NOTE

In this Recommendation, the expression "Administration" is used for conciseness to indicate both a
telecommuni cation administration and a recognized operating agency.

Compliance with this Recommendation is voluntary. However, the Recommendation may contain certain
mandatory provisions (to ensure e.g. interoperability or applicability) and compliance with the
Recommendation is achieved when all of these mandatory provisions are met. The words "shall" or some
other obligatory language such as "must" and the negative equivalents are used to express requirements. The
use of such words does not suggest that compliance with the Recommendation is required of any party.

INTELLECTUAL PROPERTY RIGHTS

ITU draws attention to the possibility that the practice or implementation of this Recommendation may
involve the use of a claimed Intellectual Property Right. ITU takes no position concerning the evidence,
validity or applicability of claimed Intellectual Property Rights, whether asserted by ITU members or others
outside of the Recommendation development process.

As of the date of approval of this Recommendation, ITU had received notice of intellectual property,
protected by patents, which may be required to implement this Recommendation. However, implementers
are cautioned that this may not represent the latest information and are therefore strongly urged to consult the
TSB patent database at http://www.itu.int/I TU-T/ipr/.

© ITU 2008

All rights reserved. No part of this publication may be reproduced, by any means whatsoever, without the
prior written permission of I TU.

ii ITU-T Rec. Y.2013 (12/2006)


http://www.itu.int/ITU-T/ipr/

CONTENTS

oo 0SSR PRPRROR
REFEIENCES. ...t et e et e e s e e e b e e s raeeteenreeennn
DEFINITIONS .....eeeeee et st e e e ae e eae e e be e sareeteesaneereennnas
31 Terms defined ElSEWNENE........c.oovv e
3.2 Terms defined in this Recommendation.............ccccovveieiieveeieciee e
ADbDbreviations and aCrONYIMS ........c.ooiiiiiiie e e
Overview and high-level reqUIrEMENES..........ccoveeieere e
51 100 [FTox 1 o o USSR
5.2 High-level reQUIrEmMENtS..........cooie e
CSF functional architecture and functional entities...........ccccevveereecerieere e
6.1 Convergence coordination functional entity (CC-FE) ........cccccevvvevvvieerieenen.
6.2 Network support functional entity (NS-FE) ..o
6.3 Edge support functional entity (ES-FE) .....ccooceveriinieeeeeeeeeen,
6.4 Client support functional entity (CLS-FE) .......cccoeviiiiiiiieeeeeeeee
6.5 Convergence policy functional entity (CP-FE) ........ccccoccevievvnienenceceeneene,
Context of CSF WIthiN NGN ........ccooiiiececce e
7.1 Relationship to NGN functional architecture............ccoccveveieeinnesenieneeens
7.2 SErVICE CONVEIJENCE LYPES ....veeeeeeeteeie ettt sttt sneenae e
APPENCIX | — CSF USE CASES....c.veeueeireeiteeieseeseeieseesteessesseesseessessessseesesseessesssessesssesnsesseessesnees
1.1 Voice and presence service converged SENVICE .......oveiveceieeseeveceeseeseesnens
1.2 Call forwarding — Video conferencing converged Service........ccoovveenereene.
1.3 Movement of conference call from afixed client to mobile client ................
1.4 Hybrid solution for a cross-network video + phone converged service
(video on demand point of sale service using the CSF support and
coordination functional entities)............ccoeevereererieneese e
1.5 Integrating information to IMProve CUSLOMEr SENVICE .......ccccevereeieeneerienienene
Appendix || —Standards related to CSF..........coooiieii e
1.1 CSF relationship to OSA/Parlay.........cccueveieeierieieneee e
1.2 CSF relationship to OMA and OSE .........ccoovvieiiieseerie e
1.3 CSF relationship to underlying NEtWOrkS..........cccvevveeieneveereeeseee e
Appendix 111 — Examples of three converged SErviCe typesS .......cevveveieereece e
1.1 Type 1l example: Converged service in asingle service component..............
1.2 Type 2 example: Converged service in multiple service components
(PIEA F TMS) .ttt
1.3 Type 3 example: Converged service with other network —IMS + Internet
LAY < Y SRR

ITU-T Rec. Y.2013 (12/2006)

&
Q
[¢)

O© 0o N o A WOWWDNPEFPPRFPPFP P P

O e S e S o
© © W o NN K

21
25

28
28
28
28

30
30

31

32



Appendix IV — CC-FE to CC-FE interworking description models

IV.1  Hierarchical convergence model ..........cccccceevruennee
IV.2  Master-slave convergence model ...........c.ccoceeuenee.
IV.3  Peer-to-peer convergence mode ...........cccveeeeneee
Appendix V — CSF configuration models...........cccccevveveneeniecnenne.
Bibliography.........coeieeeeeree e

iv ITU-T Rec. Y.2013 (12/2006)



| TU-T Recommendation Y.2013

Conver ged services framework functional requirements and ar chitecture

1 Scope

One objective of NGN is to enable seamless delivery of services across users multiple devices
served across different environments (home, cellular, enterprise, etc.) that are connected across
multiple access networks in one operator domain or different operator domains. As users move
across different environments, their services are managed and delivered to them seamlessly and
with ease. The converged services framework (CSF) is designed to provide a common point of
coordination for services, mobility, preferences, resources and the state of users on a per-user basis.

This Recommendation defines the high-level requirements and functional architecture for the CSF.
In addition, this Recommendation provides example use case scenarios (see Appendix 1) to
highlight the functionality of the CSF.

2 References

The following ITU-T Recommendations and other references contain provisions which, through
reference in this text, constitute provisions of this Recommendation. At the time of publication, the
editions indicated were valid. All Recommendations and other references are subject to revision;
users of this Recommendation are therefore encouraged to investigate the possibility of applying the
most recent edition of the Recommendations and other references listed below. A list of the
currently valid ITU-T Recommendations is regularly published. The reference to a document within
this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.

[ITU-T M.60] ITU-T Recommendation M.60 (1993), Maintenance terminology and
definitions.

[ITU-T Y.2012 ITU-T Recommendation Y.2012 (2006), Functional requirements and
architecture of the NGN release 1.

[ITU-T Y.2021] ITU-T Recommendation Y.2021 (2006), IMSfor Next Generation Networks.

[ITU-T Y.2091] ITU-T Recommendation Y.2091 (2007), Terms and definitions for Next
Generation Networks.

3 Definitions

31 Termsdefined elsewhere
This Recommendation uses the following terms defined elsewhere:
311 service [ITU-T Y.2091] A set of functions and facilities offered to auser by a provider.

3.2 Termsdefined in this Recommendation
This Recommendation defines the following terms:

3.2.1 application: A software entity residing on an application server that contributes to the
delivery of an end user service.

3.2.2 application server: A physical network element that provides computing resources that are
applied to the delivery of servicesto end users through the execution of applications.
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3.2.3 policy: An ordered combination of policy rules that defines how to administer, manage and
control access to resources. This function is responsible for policy access, policy condition
matching and corresponding policy decisions according to matched conditions.

3.24 policy management: This provides the functions for describing, creating, updating,
deleting, provisioning and viewing of policies.

3.25 service convergence: The coordination of a set of services such that the end user's view is
that of asingle service. The component services may have different providers.

4 Abbreviations and acronyms
This Recommendation uses the following abbreviations and acronyms:

ak.a also known as

AAA Authentication, Authorization and Accounting
AM (PCMM) Application Manager

AS (IMS) Application Server

ASFE Application Support Functional Entity

CSF Converged Services Framework

CC-FE Convergence Coordination Functional Entity
CLSFE  Client Support Functional Entity
CP-FE Convergence Policy Functiona Entity

DRM Digital Rights Management

ESFE Edge Support Functional Entity

FE Functional Entity

GPS Global Positioning System

HSS (IMS) Home Subscriber Server
iIFC initial Filter Criteria

IMS IP Multimedia Subsystem

ISC IMS Service Control

ISDN Integrated Services Digital Network
NGN Next Generation Network

NS-FE Network Support Functiona Entity
OSA Open Service Access

OSE OMA Service Environment

O] Open Systems Interconnection
PCMM PacketCable Multimedia

PIEA PSTN/ISDN Emulation Architecture
POD Point Of Display

PS (PCMM) Policy Server

PSTN Public Switched Telephone Network

2 ITU-T Rec. Y.2013 (12/2006)



RKS

SIP
SLF
SPT
SSP
STB
STP
SUP-FE
UE
UPnP
VoD
WMAN

5
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The mai

(PacketCable) Record Keeping Server
Service Control Point

Session Initiation Protocol

(IMS) Subscription Locator Function
(IMS) Service Point Trigger

Service Switching Point

Set Top Box

Signalling Transfer Point

Subscriber User Profile Functional Entity
User Equipment

Universal Plug and Play

Video on Demand

Wireless Metropolitan Area Network

Overview and high-level requirements

Introduction
n goal of the ‘converged services framework' (CSF) isto provide the experience of a service

that operates smoothly and consistently when crossing the boundaries of multiple access and core
networks, or when service interaction events occur. To enable this, the framework should support

features
identity,

Another

common to many applications. These include tracking the user state and profile, device
state and profile, session state and location across multiple NGN and non-NGN networks.

key element of the CSF is that it will allow advanced services to be made available to

legacy terminals.

52

High-level requirements

The CSF is required to support the following high-level requirements:

1)
2)

3)
4)
5)

6)

7)

Function across various transport and control networks.

Integrate user preferences and current state for each active user identifier such that the user
is not required to explicitly initiate session mobility.

Collect user-related information from services, core networks, access networks, devices and
applications, subject to privacy and security considerations.

Process user- and service-related information about a particular user across multiple
networks, devices and applications.

Distribute processed user-related information to services, core networks, access networks,
devices and applications, subject to privacy and security considerations.

Respond to service requests by end users or applications with responses that consider the
processed information about a user and hisher state (for example, multiple networks,
devices, applications).

Provide network-specific, application-specific or device-specific trandated service requests
on behalf of areceived service request to alow an end user or network-agnostic application
to achieve consistent behaviour across service provider domains.

ITU-T Rec. Y.2013 (12/2006) 3



8)
9)

10)
11)
12)

13)

14)
15)

16)

17)

18)
19)

Integrate end user identifiers and preferences to create appropriate services behaviour for
the currently "in use" identifier.

Enable services that allow an end user to cause their current session to be transferred from
one device to another, by user profile preference or user action.

Enable services to be converged across various transport and control networks.
Support both network-operator-specific and third-party services.

Support management of user profile, location, presence, availability, preference and service
subscription information that spans different networks and devices, subject to privacy and
security considerations.

Provide controlled access to information from services enablers (such as presence,
availability, location, registration status, QoS options, media resources, billing) irrespective
of the access network, application server and device to create enhanced integrated services
on a per-user basis.

Be compliant with policy-based service management.

Support policy management of service convergence that is independent of the
implementation method of the service.

Support digital rights management (DRM) and allow service providers to enable DRM
when sharing content across multiple devices owned by the same user, across multiple
access networks and across multiple identities of the same user.

Support the use of network adapters which alow information to be successfully delivered
across an interface between systems using different data formats and protocols.

Support aflexible trace mechanism in order to locate service faults effectively.

Coordinate between services provided to a user, possibly by different service providers,
such that their delivery to the user isin compliance with service provider policies and user
preferences.

Additionally, the CSF:

1)

2)

6

should operate over access networks and NGN domains that are not controlled or managed
by the CSF; and

should provide controlled access to network resources when the business agreement
permits, regardless of which network the resource resides within.

CSF functional architectur e and functional entities

Figure 6-1 shows the CSF functional architecture, comprised of the CSF functiona entities,
reference points among the CSF functional entities and between CSF and the converged
services/applications that rely upon CSF.

4
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Figure 6-1 — CSF functional architecture

NOTE 1 — The "converged services/applications’ box is representing the collection of FEs in support of
services and applications provided to the end user. Typically, these would correspond in an NGN
environment to the FEs defined in clause 9.3.4 of [ITU-T Y.2012] ("Application support functions and
Service support functions").

NOTE 2 — The I as reference point is meant to represent the individual reference points between the CC-FE
and any of the FEs pertaining to the "converged services/applications’ box (also referred to as the "AS-FE
(and similar FES)" in this Recommendation).

The CSF functional entities identified in Figure 6-1 are individually described in the following
sub-clauses in terms of supported functions, supported reference points, actions performed as well
as supported information.

6.1 Conver gence coordination functional entity (CC-FE)

The convergence coordination functional entity (CC-FE) provides coordination of information
about: users, devices, service subscriptions, session management and resource capabilities. The
CC-FE takes input from service provider application servers/databases, profile information and/or
from the network, edge, client and policy support functional entities in a single network domain or
over multiple network domains.

6.1.1 Referencepoints

The CC-FE supports the following CSF reference points:

- lc.as, With respect to the AS-FE (and similar FES). This reference point provides a
communication path between the application server and the CSF. Some candidate protocols
for this reference point are, for instance, Parlay X and SIP. If Ic.as is based on the IMS
services control (ISC) SIP messaging set, SIP messages arriving from the AS-FE (and
similar FES) or the NS-FE are evaluated against the CC-FE user preferences for possible
action.

- lc-cL, With respect to the CSF client support function (CLS-FE). This reference point should
provide a communication path between the end user device and the CC-FE. Ic.c. may
transfer client environment information to CC-FE, such as the location of the device. In
addition, other CSF-enabled devices with which the client device has communications, and
other sessions the client device is participating in, may effect the CC-FE's service
coordination decisions. For example, multi-interface devices may be participating in more
than one session at a time, so there may be separate CC-FEs (or equivalents) for each
session, see lc.c below.

- lc-n, With respect to the CSF NS-FE. This reference point should provide a communication
path between a supporting underlying network and the CC-FE. Ic.y is the main connection
to the "enabling” services of the network, for example location, session control and user

ITU-T Rec. Y.2013 (12/2006) 5



data (as stored in the HSS). Ic.n will be implemented over several existing interfaces to
existing "enablers' such as I1SC to the session control.

- lc-g, With respect to the CSF ES-FE. This reference point provides a communication path
between a supporting edge device or network and the CC-FE. Edge devices are those
network components between a customer premise and an access network.

- lcc, the reference point between CC-FEs in different domains. This reference point
provides a communication path between CC-FEs, each of which covers and coordinates
different service providers or administration domains, etc. With this reference point, it is
possible to provide coordination of multiple services of various integration types, such as
hierarchical, master-slave and peer-to-peer coordination models. The examples for each
model are described in Appendix V.

- lc.p, With respect to the CP-FE. This reference point provides a communication path
between policy functionality and the CC-FE to enable describing, creating, updating,
deleting and provisioning.

6.1.2 Actions

CC-FE's actions on receipt of stimulus across one of the reference points that it terminates can be
complex and extensive. CC-FE's response to stimulus is related to the following areas of concern:

- Active-sessions-related change.

- Client location change.

- Network equipment state or informational change.

- Session initiation or termination change.

- User preference change.

- Policy change.

Actions associated with active sessions are signalled to the CC-FE from the serving network
through the NS-FE over Ic.y or from the AS-FE (or similar FES) over Icas. In response to stimulus,

the CC-FE will adapt the arriving information to the appropriate form, add or remove information
asrequired of the recipient and forward the information along another of its reference points.

Client location changes will be detected by enablers (such as a location server) in the NS-FE set or
by reports from CLS-FE or ES-FE that the end user's device is present within a well known
network. If there are any registered applications for location changes of the type reported, those
applications will be notified. The user's presently reported location will also be updated.

Network equipment state or informational change would be reported to CC-FE over the lc.y
reference point. These might represent user-initiated session-related signalling (i.e., SIP session
control to S-CSC-FE) or a user registration with the HSS. The CC-FE would evaluate the report
based on the user's preferences for actions, and the network's rules as expressed by network
policies. An end result would be appropriate messaging to applications to report session or user
registration changes.

In all cases, the CC-FE complies with both user preferences as recorded in the CC-FE user profile
and operator policies as directed by CP-FE.

The CC-FE takes simple actions when stimulated. Examples include:

- Notify application of actions (under policies).

- Inform applications of environmental changes.

- Adapt "next application” selection based on information returned by prior application.

For example, on receipt of "new node in local environment" information from an ES-FE (resident
within a subnetwork, such as a household wireless network) the CC-FE would consult the

6 ITU-T Rec. Y.2013 (12/2006)



user-preferred response, note the transfer of voice call services to the household fixed network and
send a "location update’ information to a "cal forward" application to place the necessary
subscriptions to the user's cellphone to activate the services.

6.1.3 Information
The CC-FE's information contains application, network, device and user-specific entries.

The CC-FE application information model (see [ITU-T M.60]) contains at least the following
information for each application that is registered with the CC-FE:

- |dentity — how to refer to the application.

- Address — how to contact the application.

- Security — how to verify the application.

- Signalling type (some applications may be non-1SC).

- Priority/sequence within applications using the same | SC message type.
- Required information to be passed to application.

- Allowed actions by the application.

The CC-FE network information model contains at least the following information for each network
that CC-FE interacts with (represented by another CC-FE):

- Identity — how to refer to the network.

- Address — how to contact the network's CC-FE.

- Security — information and methods to authenticate this network to the network's CC-FE.
- Signalling type.

- Network allowable requests of this network.

- Network allowable requests of the other service provider networks.

The CC-FE user information model contains the following user profile information:
- | dentities — user's identifiers or pseudonymsin all known service provider networks.
- Devices — the users devices and the network(s) providing access ability.

- Access preferences by service type — what device or service provider network is preferred
for which type of service.

- Transfer preferences — which service-initiated transfers of session types the network should
make for the user (by well known location).

- Well known locations — physical locations that have specia meaning to the end user (e.g.,
their place of residence (home), their place of employment (work), others may be added by
the system or end user, as needed).

The CC-FE device information model contains the following information for devices:

- The devices capabilities (a device may be an assembly of several attached devices, each
with different capabilities, so device capability may be nested down to non-expandable
devices).

- User identifiers associated/registered to this device. The device may be shared between
multiple users (e.g., household land line phone and number, TV screen, etc.).
6.2 Network support functional entity (NS-FE)

The network support functional entity (NS-FE) provides session, access and rights information to
the CC-FE.

ITU-T Rec. Y.2013 (12/2006) 7



6.2.1 Referencepoints

The NS-FE supports the following CSF reference point:
— lcn (seeclause 6.1.1)

I is the CC-FE to NS-FE reference point, allowing the CC-FE to interface with the network in
which the NS-FE is embedded. Examples of such reference points may include ISC to IMS S-CSCF
and Shto HSS reference pointsin [ITU-T Y.2021].

NS-FE to network reference points

The NS-FE supports interfaces with the network in which the NS-FE is embedded. Interface
candidates include I1SC to IMS S-CSCF and Sh to HSS reference pointsin [ITU-T Y.2021].

6.2.2 Actions

The NS-FE is viewed as a transparent intermediary along the existing reference points available
from the service control functions. NS-FE is an architecturally necessary function only when the
underlying services layer/functions are not compatible with the CC-FE expectations of I¢c.n.

6.2.3 Information

The NS-FE retains only the information necessary to connect with the CC-FE and the underlying
services entities.

The NS-FE information model contains at least the following information for each network element
that NS-FE interacts with:

- Identity — how to refer to the network element.

- Address — where to contact the network elements.

- Security — information and methods to authenticate with the underlying network elements.
- Signalling type.

6.3 Edge support functional entity (ES-FE)

The Edge Support Functional Entity (ES-FE) provides session, access, and rights information about
itself and subtending devices to the CC-FE.

The ES-FE interfaces to some combination of the access networks and the customer local networks.
It provides session, resource, and identity information about itself and subtending devices to the
CC-FE.

The ES-FE is the CSF client in a set top box or similar device, non-mobile edge of an access
network device.

6.3.1 Referencepoints

The ES-FE supports the following CSF reference points:
- lce (see clause 6.1.1).

| isthe CC-FE to ES-FE reference point, providing ES-FE a means to forward information about
the "edge" of the access network to the CC-FE. The CC-FE may also use Ic.g to forward commands
to the edge device related to CSF functionality.

- lcL-cL.

lcL-cL isa CLS-FE to CLS-FE or ES-FE reference point. ¢ .c. provides a means for a CLS-FE in
one network domain (e.g., a mobile device) to determine the presence of another network endpoint
in its local vicinity (e.g., a home set top box or an office WLAN-based VoIP system). This link
might be implemented by a DLNA/UPnP interface across a WLAN or Bluetooth. The two
endpoints may be serviced by the same network provider or by different network providers. The

8 ITU-T Rec. Y.2013 (12/2006)



reference point allows for the transfer of appropriate information to enable the two clients to notify
their respective CC-FE of the other client's presence.

ES-FE to edge devicereference point

The ES-FE interfaces with the edge device in which the ES-FE-enabled device is resident. Most
commonly, it corresponds to an edge device API defined by the edge device vendor. The purpose of
the reference point isto allow the ES-FE to interact with the underlying device.

In addition, the ES-FE may be given access to APIs that enable "out of box" experiences, allowing
the ES-FE to monitor and report on changes to the "local environment” such as the entry or exit of a
mobile device (laptop, handset, etc.). This APl would be similar in structure and content to UPnP
defined for discovery and communications between LAN resident functions.

6.3.2 Actions

The majority of ES-FE actions originate when a ES-FE experiences environment changes, such as
detection of new CSF functions within its local environment (nominaly wireless access is
assumed).

ES-FE primarily reports on changes in the information it stores, for example it will:

- Establish communications with CLS-FEs in the local environment (interface restricted to
short range RF) to determine their identity, capability and security authorizations.

- Initial report on entities and/or services available in the local environment or changes in the
devices or capabilitiesin the local environment.

- It islikely that ES-FE will be required to somehow report on alternate paths to the entities
in the local environment (or to itself in cases where one end user device can connect to
more than one access network, such as cellular and WLAN).

6.3.3 Information

ES-FE stores information regarding:

- The local environment in terms of what networks and/or devices it can correspond with and
the services available from them.

- The client's current location expressed as both a network address and (optionally) a
physical location (the latter as an aid in emergency services dispatch, although this may be
retrieved from the business management system (BSS) instead).

- The devices that are "resident” within the environment (loss of communications usually
means that the devices have been moved out of range, powered off or failed).

- The devices that are transient within the environment (loss of communications indicates
mobility, a normal event with respect to these devices).

- The current active session of the edge device.

6.4 Client support functional entity (CLS-FE)
The CLS-FE provides session and resource information about the client and the user to the CC-FE.

CLS-FE represents CSF within an end user device. Itsrole is twofold:

- End user interaction — prompts end users for information and collects their response (if
necessary, the users will be prompted for additional information if their original preferences
were not absolutely clear).

- End user device interactions — allows for the push or pull of information to and from the
end user device (e.g., the cellphone). For example, CLS-FE might update the user's
handset-based address book if one of their contacts adds a new contact mechanism to their
global set.

ITU-T Rec. Y.2013 (12/2006) 9



CLS-FE generates |c.c. messages when there are changes of specific information (e.g., the end user
places the device in a docking cradle, which may imply absence of the end user from the device's
immediate vicinity and may cause CC-FE to change services for the user under user profile control).

CLS-FE receives messages mainly relating to stored information on the device. The address book is
the most obvious example. Calendar items being offered, accepted, updated are other examples.
CLS-FE messaging from CC-FE would also be appropriate to advise the end user device that the
device isin a"no ring zone" (a theatre) and that it must "vibrate" to "ring" instead of play some
wonderfully confusing ring tone.

6.4.1 Referencepoints

The CLS-FE supports the following CSF reference points:
- lcaL (see clause 6.1.1).

lc.cL isthe CLS-FE to CC-FE communications link. Thislink is used to update CC-FE's knowledge
of the local client environment, to change information on the end user device or to interact with the
user to resolve decision ambiguities in services automation.

- lcL-cL

lcL-cL isa CLS-FE to CLS-FE or ES-FE reference point. I .c. provides a means for a CLS-FE in
one network domain (e.g., a mobile phone) to determine the presence of another network endpoint
initslocal vicinity (e.g., a home set top box or an office WLAN-based Vol P system).

CLS-FE to host reference point

Client to host reference points take many forms. The simplest to conceive is an APl between the
normal local application and the local operating system style. For example, APIs provided to access
operating system managed resources. More specialized host interfaces are present in devices with
specialized functions, such as mobile phones, or applications resident on the host device, such as an
API to acalendar or address book application/service.

6.4.2 Actions

The majority of CLS-FE actions originate when CLS-FE is hosted on a mobile device, which can
therefore experience environment changes. Most fixed-location devices are assumed to implement
ES-FE rather than CLS-FE.

CLS-FE primarily reports on changes in the information it stores, for example it will:

- Provide information resident on the device to CC-FE on demand or in response to a locally
generated trigger (e.g., achange to the local address book on a cellphone).

- Notify CC-FE when its current location matches a "well known location”. This may be
determined by use of GPS or by recognizing the SSID of a local RF signal or some
combination of attributes.

- Establish communications with CLS-FEs or ES-FEs in the local environment (interface
restricted to short range RF) to determine their identity, capability and degree of
cooperativeness.

- Initial report on entities and/or services available in the local environment or changes in the
devices or capabilitiesin the local environment.

- Itislikely that CLS-FE will be required to somehow report on alternate paths to the entities
in the local environment (or to itself in cases where one end user device can connect to
more than one access network such as cellular and WLAN).
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6.4.3 Information

CLS-FE stores information regarding:

- The local environment in terms of what networks it can correspond with and the services
available from them.

- The client's current location (as an aid to recognizing the clients "well known locations").
- The client's well known locations.

- The current active session of the client.

- The client's information resident on the local device, or changes to stored information.

6.5 Conver gence policy functional entity (CP-FE)

The CP-FE provides policy management and enforcement information to the CC-FE. It acts as a
policy decision point within the CSF and then acts as a policy enforcement point in executing the
policy guidance received.

The CP-FE may update policy guidance to the CC-FE at any time.

The CP-FE does not directly communicate with any CSF functions below CC-FE (e.g., CLS-FE,
ES-FE or NS-FE). The network elements that NS-FE interacts with access the policy services
through non-CSF-related channels.

The CP-FE is capable of managing one or more than one CC-FE.
Figure 6-2 provides a high-level view of the policy mechanism.

Convergence policy FE

Policy

Polic
Y management

CC-FE

Y.2013(06)_F6-2

Figure 6-2 — CSF policy mechanism

6.5.1 Referencepoints
The CP-FE supports the following CSF reference point:
- lcp (seeclause 6.1.1)

The Ic.p reference point is responsible for interaction between CP-FE and CC-FE. CC-FE uses this
reference point to receive policies from CP-FE and to return aresult to it.

The Ic.p reference point can be viewed as being similar to the "Go" interface defined within IMS
[ITU-T Y.2021] for policy distribution.

6.5.2 Actions

CP-FE's actions are all driven by policy distribution needs. Thus CP-FE will provide policy
guidance to the CC-FE on CC-FE start-up or when the policy stored within CP-FE is changed by
the network operator.

ITU-T Rec. Y.2013 (12/2006) 11



6.5.3 Information

As a minimum IMS policy decision functionality to the CP-FE would be expected to provide
information for the connected access networks. Additional information may be required to support
CSF specifically, but thisisfor further study.

7 Context of CSF within NGN

7.1 Relationship to NGN functional architecture

7.1.1 Introduction

The converged service framework can be considered as an 'overlay' approach, amenable to
interworking with existing end-to-end solutions, whether they are legacy ones (cellular, packet
cable, etc.) or NGN (including IMS-based ones). See Appendix V for examples of CSF
configuration models.

The objective of this clause is to ook more closely at the case where CSF operates in conjunction
with NGN to better understand the positioning of the CSF functional architecture described in
clause 6 within the NGN functional architecture as described in [ITU-T Y.2012].

Figure 7-1 shows the NGN architectural overview [ITU-T Y.2012]. The CSF relationships to
existing standards such as OSA/Parlay, OMA open service environment (OSE) and underlying
networks (e.g., IMS-style networks, wireline-style networks) are briefly covered in Appendix I1.

Applications
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[ E s m g .
bbb - --[ Applications support functions and service support functions ] """ Bh tnkia
Service user Service -COI’ltl'Ol -------- 1 CEEEE .
------- profiles functions . -
2 ; : Pl
5 Service stratum . c i
£ . : :
g ; P
= s 2 Network attachment : I
g control functions Resource and : e A
QE, e """ admission .
%0 3 EELELELL Transport user control functions LLLILIELED afls
g - profiles .
End-user .
functions Transport control functions . ngwﬂl:rrkg
( N\
N NNNNNN Transport functions NNNNY AN
— L J k —/
UNI NNI
EEEEEEY
| Transport stratum
Y.2013(06)_F7-1
.......... Control

RNNNNNN Media

mmmuEE Management

Figure 7-1 — The NGN ar chitecture overview
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When operating in conjunction with NGN, the CSF functiona entities are largely located in the
NGN service stratum with some support functional entities reaching into the transport stratum and
end-user functions in certain cases.

7.1.2 CSF and the NGN functional architecture

As described in clause 6, the CSF is made up of one or more convergence coordination functional
entities (CC-FE), as well as supporting functional entities in the network support functional entity
(NS-FE), edge support functional entity (ES-FE), the end devices for client support functional entity
(CLS-FE) and policy management and enforcement support functiona entity (CP-FE). Figure 7-2
illustrates the corresponding positioning of the CSF FEs in the context of the NGN generalized
functional architecture.

| Applications | Converged services/applications
CP-FE Application
support

functions
l CC-FE g o A-1: AS-FE and service
L 1 support

:---.,. ........ [ EEEREEEEE CEEEEEE , functions

i S, . . *
[esre] [s6 saA-FE| [s1sescre| [ ... |

! Service control functions

-I CLSFE I

End-user o ------==- ., ......... ’

functions 1
T-12: T. user T-11: TAA-
profile FE FE

Transport control functions

--------- CSF FE-NGN FE functional relationship ¥.2013(06)_F7-2
e | Ntra-CSF reference point
Intra-NGN FE reference point (not all shown here)

Figure 7-2 — The CSF relationship to the NGN functional architecture

Figure 7-2 identifies three types of reference points. The thick grey line represents the reference
points between CSF FEs (intra-CSF) (see clause 6 for further details). The dotted line shows
reference points (or functional relationships) between CSF and NGN functional architecture FEs.
The solid lines are reference points between NGN functional architecture FEs, which are not all
shown here (see [ITU-T Y.2012] for further information).

It should be noted that the CC-FE may be collocated with a CSF support functional entity, such as
the NS-FE, ES-FE or CLS-FE. It should further be noted that other than the CC-FE and CP-FE, not
all FEs need be present for operation. For example, the CSF may be implemented entirely in an
operator's infrastructure through the use of CC-FEs, CP-FEs and NS-FEs, and without ES-FES or
CLS-FEs.
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In certain configurations, a CC-FE can be located in the end-user functions. In such a configuration
the CC-FE coordinates the services in the local end-user environment and interacts with the peer
CC-FE in the service stratum when service coordination is needed across network domains.

7.1.21 CSF and the application support functions and service support functions

The CC-FE resides within the application support and service support functions of the NGN
architecture.

The CC-FE should support coordination control for multiple invocations of services in single or
multiple service component(s) within the NGN service stratum (see Figure 7-3, clause 7.2).

The CC-FE interacts with the following functional entities within the application support and
service support functions (see Figure 7-2):

- A-1 — Application support FE (AS-FE): An AS-FE is a functional entity that provides the
intelligence for a user-level service. An AS-FE communicates with a CC-FE in a manner
similar to how an application communicates with an application gateway functional entity
(APL-GW-FE). An AS-FE contacts a CC-FE when enacting a service on behalf of a user to
determine the user capability and state across (and independently of) the multiple access
networks or devices available to the user.

- A-2 — Application gateway FE (APL-GW-FE): The APL-GW-FE is an intermediary
between the applications and functional entities in the service control function. The
APL-GW-FE is analogous in some respects to the CC-FE. In particular, it may sit logically
between an application and an S-CSC-FE or MRC-FE and communicate to applications
over ANI. The CC-FE interacts with the APL-GW-FE in its communications with the "third
party" applications for obtaining input from service provider databases.

- A-3 — Application service coordination manager FE (APL-SCM-FE): The APL-SCM-FE
manages service interactions between multiple application services in NGN. By doing so, it
might provide convergent servicesin NGN. But APL-SCM-FE is limited to the capabilities
provided with the service control function, and the CC-FE has more global coordination
capabilities across multiple domains. The CC-FE may interact with APL-SCM-FE to obtain
service coordination information in its communication with application servicesin NGN.

- A-4 — Service switching FE (SS-FE): The SS-FE provides access and interworking to a
legacy intelligent network (IN) service control point (SCP). The CC-FE may interwork with
SS-FE to obtain service trigger information in its communication with legacy IN services.

The CC-FE aso interacts with the service control functions in the service stratum via the network
support functional entity (NS-FE). In addition, the CC-FE interacts with the transport stratum via
the edge support functional entity (ES-FE) and it also interacts with components within the end-user
functions.

The convergence policy functional entity (CP-FE) also resides within the application support and
service support functions of the NGN architecture.

NOTE — Interactions between CP-FE and additional FEs within the service stratum are for further study.

7.1.2.2 CSF and the service control functions

The NS-FE resides within the application support and service support functions of the NGN
architecture. The NS-FE should support media service control for multiple invocations of media
resources in single or multiple service component(s) within the NGN service stratum
(see Figure 7-3).
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The NS-FE interacts with the functional entities located within the service control functions of the
NGN architecture (see Figure 7-2):

- S1 — Seving call session control FE (S-CSC-FE): The S-CSC-FE is responsible for
enabling access of end devices to application servers. The S-CSC-FE should include NS-FE
behaviour to push information/respond to requests for information to a CC-FE. In
particular, the S-CSC-FE/NS-FE should provide the following categories of information to
atrusted CC-FE:

* Notification of triggers related to previously specified users or devices.
* Parametersrelated to sessions that are in progress.
» Notification of user/device registration status.

* Addressing, location information for devices known to be associated with a specified
user.

- S5 — Service user profile FE (SUP-FE): The SUP-FE is a database function that maintains
user profile, device profile, presence, subscription and location information for an
administrative domain. The SUP-FE should include NS-FE behaviour responsive to a
CC-FE, providing access to its content according to its own rules of access privileges/trust.
The NS-FE should filter its data prior to transmission to the CC-FE according to these
rules. Conditioned upon establishment of trust, the NS-FE should also accept and store
SUP-FE-related information from a CC-FE as a proxy for a user or user device.

- S6 — Service authentication and authorization FE (SAA-FE): The SAA-FE provides
authentication and authorization in the service stratum.

- S-15 — General services control FE (GSC-FE): The genera services control functional
entity (GSC-FE) acts as a contact point for application support and service support
functional entities, as well as end-user functions. The GSC-FE maintains session-related
state as needed to assist in policy actions. It should include NS-FE behaviour accordingly.

It is expected that a CSF component may need to establish its identity and authority to access or
provide information when communicating with an administrative domain operated by a different
service/network provider.

NOTE - Interactions between NS-FE and additional FEs within the service control functions are also
envisioned and are for further study.

7.1.2.3 CSF andthetransport control functions

The ES-FE resides within the application support and service support functions of the NGN
architecture and interacts with the following functional entities located within the transport stratum:

- T-12 — Transport user profile FE (TUP-FE): The TUP-FE is responsible for storing user
profiles related to the transport stratum. The TUP-FE includes NS-FE behaviour responsive
to a CC-FE, providing access to its content according to its own rules of access
privilegesitrust. The NS-FE should filter its data prior to transmission to the CC-FE
according to these rules. Conditioned upon establishment of trust, the ES-FE should also
accept and store TUP-FE-related information from a CC-FE as a proxy for a user or user
device.

- T-11 — Transport authentication and authorization FE (TAA-FE): TAA-FE provides
authentication and authorization functions in the transport stratum. It is expected that a CSF
component may need to establish its identity and authority to access or provide information
when communicating with an administrative domain operated by a different
service/network provider.

NOTE - Interactions between ES-FE and additional FEs within the transport control functions are also
envisioned and are for further study.
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7124 CSF and theend-user functions

The client support functional entity (CLS-FE) resides in the end-user functions as shown in
Figure 7-2. The CLS-FE interacts with components of the end-user functions of the NGN
architecture. The CLS-FE should support priority-based service execution when multiple services
are invoked in paralel, and support multiple interfaces with multiple services in single or multiple
service component(s). See Figure 7-3.

The CC-FE and ES-FE may be used in the end-user functions (see Figure 7-2).

7.2 Service conver gence types

Service convergence can be described as a set of services presented to the user by interworking or
integrating component services, in single or multiple service component(s) of the NGN functional
architecture [ITU-T Y.2012], to various types of terminals attached to various types of access
networks, each with its own restrictions and capabilities.

In the context of CSF, service convergence can be described in several ways. Within this
Recommendation, a classification based on the functional architecture point of view has been
chosen leading to the following architectural types:

- Type 1. Converged service in a single service component (e.g., IP multimedia service
component).

- Type 2: Converged service over multiple service components (e.g., |P multimedia service
component + PSTN/ISDN emulation service component).

- Type 3: Converged service over multiple service components and other networks (e.g., IP
multimedia service component + Internet service).

Figure 7-3 shows the three different types considered in this Recommendation for realizing
converged services.
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Figure 7-3 — Conver ged servicestypes

In order to illustrate the different types shown in Figure 7-3, scenario examples for type 1, type 2
and type 3 are described in clauses 111.1, 111.2 and 111.3, respectively.
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Appendix |

CSF use cases
(This appendix does not form an integral part of this Recommendation)

This appendix includes example use cases to highlight the functionality of the CSF.

.1 Voice and presence service converged service

This use case describes the role that CC-FE plays in tracking user state (and location), recognizing
the services that need to be executed when a user state changes and distributing that information
when appropriate. It takes a core-network-centric implementation of CSF. It handles brokering of
two services: presence (Sl P-based service) and voice telephony (non-SIP-based service).

The dotted linesin Figure 1.1 are CSF-internal flows.
Assumptions:

1) This flow only captures the interactions with the CSF system. The other interactions are
only there for completeness of the use case.

2) The call flows shown are high level and not meant to show the actual protocol exchanges.

3) The NS-FE/legacy CN shown is merged together to simplify the use case scenario. The
NS-FE keeps the state change information about the user and informs the CC-FE about it.
Not all flows shown involve NS-FE but they do aways involve some entities in the core

network (CN).
L egacy user NS-FE/ : Presence .
device Caller legacy CN CC-FE <o vioe Buddies
: i i1) Register service!
H H H ¢ ——
: 2) Register o :
2a) Regiaér presence ‘
4 3a) Ackrimwledge J 3) Ackné)wledge
54) User preferenc&si
! 5) User available i
———»  6)User
H H available
i 7)caloffer , ,
:_ _ 8) Call offer _’i_ _9) Trigger other fservices?
________ ~
«————"
10) Call setu
20 Call s
4 11) Call setup
. 12) Call accept |+ 13) Trigger other services?
===
PR
14) User is busy
15) User busy

.2013(06 .
NOTE — Dotted arrows above are non-CSF messages. Solid arrows are CSF messages. Yot

Figurel.1—Voiceand presence service conver ged service use case
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Call flow description:

1) The presence service registers with CC-FE.

2) User device registers with the service provider.

3) Service provider network acknowledges the registration.
4) The NS-FE notifies CC-FE of user registration.

5) CC-FE notifies the presence service that the user device is registered and available for
instant messaging.
6) Presence service notifies the users on the buddies list that the user is available.

7) A call is offered to the legacy CN for the user.
8) NS-FE relays the request to the CC-FE for the user.

9) The CC-FE determines that there are no terminating triggers registered for the device and
that the user is available to take the call.

10) CC-FE informs the NS-FE in the CN to proceed with call setup.
11) Call setup takes place.
12) NS-FE notifies CC-FE that the call is accepted.

13) CC-FE reviews the users "subscribed services', identifies presence as a subscribed service,
requiring a "presence" update when the user changes state and user preference for "do not
disturb while on acall”.

14) CC-FE forwards the user's "busy" state to the presence service.
15) The presence service forwards "not available' to the user's "buddies”.

NOTE — The presence service retrieving the users buddy list from the HSS through the NS-FE is not shown
in this example.

.2 Call forwarding — Video confer encing conver ged service

This use case shows a service which coordinates a call forwarding service and a video conferencing
service. When the user starts the video conferencing service, her/his terminal state changes to busy
which causes the network to change its behaviour in reaction to future calls. At thistime, if there are
other incoming calls, they need to be automaticaly forwarded to an alternate termina, and
Figure 1.2 shows the case.

The dotted linesin Figure 1.2 are CSF-internal flows.

Assumptions:

1) This flow captures the interactions with the CSF system. The other interactions are only
there for completeness of the use case.

2) The call flows shown are high level and not meant to show the actual protocol exchanges.

3) The NS-FE/CN shown is merged together to ssimplify the use case scenario. The NS-FE
keeps the state change information about the user and informs the CC-FE about it. Not all
flows shown involve NS-FE but they do always involve some entities in the core network.

ITU-T Rec. Y.2013 (12/2006) 19



User || Userdevice| | CC-FE Video conf Callfwd | | N pp/eN Alternative
service service destll'latlon

i 1) Register |
— = 1
2) Register

1
¢
<

3) Régister

O, A

4) Register Eacknowledge

¢
<

: | ! : 5) User profile :
6) Select video call ¢ b e e
i destination
>
7) Makeivideo call
Info exchange b aryieas
8! 8) Setup med:la services Video
destination
9) Plface video call i
10) A(écept video call i
i H | Info exchange i : : N
11) Enjoy .4—». Alternative
i, videocall : : : caller
‘—I L} 1
i 12) Callioffered
T i
14~ ~77713) User preference? i
14) Forward call J
i Y.2013(06)_FI1.2

Figurel.2 —Call forwarding: Video conferencing converged service use case

Call flow description:

1)
2)
3)
4)
5)
6)
7)
8)

9

10)
11)
12)
13)

14)

Register the video conferencing service with CC-FE.

Register call forwarding service with CC-FE.

The user device registers with the HSS through the NS-FE.

The HSS acknowledges the registration through the NS-FE.

The HSS sends CC-FE user profile information through the NS-FE.
The user initiates a video conference by selecting a group.

User device requests a video conference.

The video conference call service initiates the requisite media bridge services (reported to
CC-FE).

Video conference service initiates legs of the conference call to each of the call recipients
based on user and device state information provided by the CC-FE.

Recipients accept calls (reported to CC-FE).
Users enjoy their video conference.
The CC-FE is notified of another call addressed to the user through the NS-FE.

The CC-FE determines the user is busy and has a preference to forward calls while busy to
an alternate device (may be voice mail, may be another user device).

CC-FE has call forwarding initiate a call to the destination designated in the user's profile.

NOTE — HSS is omitted due to space limitations.

1.3

M ovement of conference call from a fixed client to mobile client

To provide service continuity across administrative domains it is necessary to provide a service
coordination network entity (e.g., a CC-FE) that is aware of the user's state and can facilitate the
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join operation of a user's session across these administrative boundaries. Service elements in need
of coordination are the user's available resources and device states on both sides of the two, or
more, administrative domains. The service coordination network entity is responsive to service
requests from either the fixed network or mobile network.

Figure 1.3 presents a use case scenario in which "A" is in a video conference call with "B." "A"
decides to leave hig/her location but wishes to continue the conversation on a mobile device without
interruption. "A" is able to push a button on the mobile phone and have the audio portion of the call
move to the mobile phone automatically.

M obile network Wireline network Enterprise
A'smobile Come-to-me A's desk
CLSFE application server B CC-FE ESFE phone
K Cor?nected on video cgrll »:

1) ReportA's
e __status __ i

! 2)Movecal i
e

3) Report A's active calls

4) A's active calls

! Y.2013(06)_FI.3

NOTE — Dotted arrows above are non-CSF messages. Solid arrows are CSF messages.

Figurel.3—Movement of a conference call from afixed client to a mobile client

NOTE — Dotted arrows above are non-CSF messages. Solid arrows are CSF messages.

Call flow description:

1) A's desk terminal is connected to B's phone on video cal. An ES-FE in A's enterprise
network notifies A's CC-FE about A's status. User A needs to walk out of office and
continue with the voice part of the video call.

2) A's mobile device requests its "come to me" application to find its calls and move them to
the mobile device.

3) The "come to me" application queries the CC-FE to gather the active calls associated with
user A.

4) The CC-FE responds with the list of active calls compatible with A's devices, in this case a
single video call between A's desk phone and B's phone.

NOTE — The transfer of the voice call from A's desk phone to A's mobile device is done by the networks and
does not involve CSF functional entities and henceit is not shown.

.4 Hybrid solution for a cross-network video + phone conver ged service (video on
demand point of sale service using the CSF support and coor dination functional
entities)

The use case presented in this clause highlights some of the key features of the CSF with respect to

media, mobility of content rights and transaction-based services. Additionally, it shows a flexible

set of coordination models (third party, loosely-coupled operators).
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.41 VoD point of sale use case description

"User" is at hotel and has subscribed to high-speed wireless provided by "Operator 1". User aso
subscribes to a video service at home from "Operator 2" (also known as "MSQO"). Operator 2
broadcasts its pay-per-view movie trailers over broadband wireless as a third party to Operator 1.
User can buy these movies while watching the advertisement on the mobile device. The licence to
view the movie can be obtained for viewing either:

) only by the mobile device;

i) for some default point of display (such as through a home set top box); or

i) for multiple devices belonging to User (such as alaptop, ahome HDTV, etc.).

If User were to choose an option including rights to view on the mobile device (such as option i),
then this capability could be arranged between Operators 1 and 2 via Operator 2's CC-FE. This use
case assumes that User buys a licence such that the movie can be viewed in all of his devices. User
then chooses to watch it while at the hotel. While watching the movie, User gets a call and chooses
to answer it. The movie pauses automatically or via an interface in the mobile phone. It resumes
when User is done with the call.

.42 Assumptions

1) User's mobile device has an application (referred to as client app in the following
discussion) which is used to view the advertisements and order movies. It may be in the
form of a web browser using a video viewer as a plug-in, and widgets for user directives
(such as "buy movie") and preferences (such as "aways buy a copy for my laptop™).

2) There is a CLS-FE in User's laptop. The CLS-FE supports the interfaces and procedures
that enable the CC-FE to access information about the point of display (POD), i.e., device
capabilities such as display capability, availability of high-speed interface, etc.

3) Thereis a CC-FE that can identify and interact with all the CLS-FEs corresponding to User.
Specifically the laptop in this case.

4) There is an application server (termed "VoD AS"), presumably provided by Operator 2, that
has the information about the movies and can also identify and interact with the CC-FE.

.43 Instantiation using a single CC-FE

The sequence of messages in Figures 1.4.1 and 1.4.2 provide an overview of one instantiation of the
use case in the context of CSF.

Steps 1, 2 and 3 are application-specific and do not bear on the CSF description. As such, they are
not described in detail.

Dotted arrowsin Figures1.4.1 and |.4.2 are non-CSF messages. Solid arrows are CSF messages.
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Figurel.4.1 — CSF use case: Video on demand point of sale
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Figurel.4.2 — CSF use case: VoD with call session control
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|.4.4
1

2)
3)

Call flow description

User sends a query from his’her mobile device to the multiple services operator (MSO)
ak.a Operator 2, a VoD content provider, for the latest advertised movies. This query is
received by the VoD application server (AS) owned by the MSO.

The VoD AS responds with the list of latest advertised moviesto User.

User decides to order a selected movie from the advertised list of movies. The application
in the mobile device informsthe VoD AS of User'sintention to buy the selected movie.

At this point, to complete the transaction, the VoD AS needs to determine what devices are
available to User, what formats can be used on each of User's devices, and the required digital rights
to use the purchased content. In other words it needs to know the capabilities of the mobile device,
as well as other user resources, such as a laptop to view the movie or a TV at home connected to a

set top box (STB).

4) The VoD AS queries the CC-FE to determine the display capabilities and preferences
associated with User to view the movie.

5) In response to the query from the VoD AS, the CC-FE requests information about other
user resources associated with the user 1D (in this case the mobile device and |aptop).

a) CC-FE reguests the mobile device's serving NS-FE to obtain point of display (POD),
i.e., device capabilities such as display capability, availability of high-speed interface
etc., of User's mobile device.

b) CC-FE requests the laptop's CLS-FE to obtain POD, i.e., device capabilities such as
display capability, availability of high-speed interface, etc., of User's laptop.

6) The support functions respond to the CC-FE's request:

a) Mobile device's serving NS-FE returns to the CC-FE the requested mobile device's
POD resource capability information.

b) Laptop's CLS-FE returns to the CC-FE the requested User's laptop POD resource
capability information.

7) The CC-FE provides the VoD AS with the requested information about each of User's
associated devices that may be used to view the converged services managed movie.

8) VoD AS conducts the DRM determination for the user.

9) Based on the response from the CC-FE, the VoD AS constructs a licence appropriate for
each individual user device. The VoD AS sends the CC-FE the resulting composite
message containing all the appropriate licences; thisis arequired action due to the VoD AS
not being a peer to all of User's devices.

10) The CC-FE sends the licences to the appropriate user devices.

11) The laptop viewer contacts the VoD content server to begin streaming the video. A VoD
session is established between the content server and the laptop client application.

12) When the video session starts, the laptop CLS-FE detects this and pushes an unsolicited
resource state response message to the CC-FE.

13) A phone call comes to User's mobile device, and User answersthe call.

14) The NS-FE receives atrigger from the S-CSC-FE in cellular operator's IMS network, based
on the mobile device's state change and sends a session response message to the CC-FE
notifying the call state.

15) The CC-FE issues a get state resource request to User's laptop CLS-FE.

16) User's laptop CL S-FE responds with a time marker of when in the video stream the get state
request was received and sends it to the CC-FE.
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17)

18)
19)
20)
21)
22)

23)
24)

25)

After CC-FE receives the state info from CLS-FE, it sends a PAUSE command to the
VoD ASto instruct it to PAUSE the streaming of the video.

The VoD ASinformsthe VoD content server of arequest to PAUSE streaming of video.
The streaming of video is paused.

The call ends.

The NS-FE notifies the CC-FE that the call has ended.

The CC-FE determines the appropriate CLS-FE to contact and sends the display restart
request information to User's VoD display.

The laptop CLS-FE sends its user-defined response to the CC-FE.

The response is then sent to the VoD AS. In this use case we assume that User wishes to
continue the viewing of the movie from the point of the call.

The VoD AS then sends the appropriate signal to the VoD content server to continue
streaming of the movie.

NOTE — If pausing is based on user inputs, the CC-FE may add the information to the INVITE, i.e., the
INVITE may have embedded information that would be given to the CLS-FE if User answers the call. The
embedded information would be processed by CLS-FE in the client device and prompt User to "pause
movie? Yes or no". This response would be sent by the CLS-FE to the CC-FE which in turn can talk to the
VoD AS, if needed.

1.5

1.5.1
1

2)
3)

4)

5)

Integrating information to improve customer service

Assumptions

There are severa enterprise domains involved: an airline, an airport WLAN operator, a
cellular operator and a passenger's business.

The passenger's business holds his calendar which includes travel events.
The airline has several enterprise applications:

a) The "passenger boarding status application” helps identify passengers who hold
confirmed seats but who have not yet passed through the gate to the plane (correlated
by electronically reading the boarding passes).

b) The "passenger locator" application can resolve WLAN and cellphone registrations to
determine if the devices are within the airport terminal.

c) The "passenger data' application provides the airline's other applications with
controlled access to passenger data, including methods of contact for notifications.

The airport operates a WLAN service that cooperates with each of the local cellular
operators to provide high-speed access to cellular customers with dual mode phones while
within the airport boarding areas.

The cellular operator provides:

a) A "location service" that allows partner applications to request the latest position fix on
a cellphone.

b) A "travel manager" application that coordinates e-ticket transactions with the
subscribers preferred airling(s) to expedite their travel needs.

c) An "enterprise integration” application that allows enterprise applications to stimulate
the cellular network to perform tasks.
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1.5.2

Step-by-step: Phase 1 — Getting a boar ding passwhile driving to the airport

See Figurel.5.1.

1)

2)
3)

4)

5)

A passenger's time-based "business calendar" application contacts the cellular operator's
CC-FE to notify the passenger's personal location-capable "travel manager” application
(provided by the cellular operator) that the passenger needs a boarding pass for hisflight.

The cellular operator's "travel manager” application confirms the user is on the airport ramp
and contacts the airline to confirm travel and acquire a boarding pass.

The airline "boarding pass’ application confirms the passenger's travel plans with the
airline's "passenger data’ application.

The airline "boarding pass’ application contacts the cellular operator's "travel manager”
application to authorize the user and forwards the boarding pass to the "travel manager”
application.

The cellular operator's "travel manager” application forwards the electronic boarding pass
to the user's cellphone for storage.

Business
enterprise Cellular operator Airport Airlines

Business Handset Travel Boarding Passenger
calendar CLS-FE manager pass data

CC-FE WLAN

1.5.3

1) Needs b('warding pass

._
&

Needs boarding pass

2) Get bodrding pass

\ 4

3) Scheduled
flights

\ 4

3a) Boarding
pass

A

4) Boarding pass
5) Store ) £p
boarding pass
Sa) Store < £p
boarding pass

A

Y.2013(06)_FI.5-1

Figurel.5.1 — Getting a boar ding pass

Step-by-step: Phase 2 —Boarding the plane

See Figure1.5.2.

1)

2)

3)

26

(Some time later) The airline's gate agent finishes boarding the passengers waiting in the
gate area and requests a report on the status of boarded passengers, which indicates that one
passenger with a boarding pass has not boarded the plane. To expedite departure the gate
agent invokes the airline's "passenger locator” application. The "passenger locator”
application asks the "passenger data' application for methods of contact to the passenger.

The "passenger data" indicates that the passenger carries a dual mode cellphone, and
provides the requisite identity information.

The "passenger locator" application requests notification from the airports WLAN operator
for registrations of the passenger's WLAN identity within the airport for the next
10 minutes.
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4)
5)

6)

7)

8)

9

10)

11)

The WLAN registry responds that the passenger is not currently in the airport WLAN
coverage.

The "passenger locator” application requests the passenger's location from the CC-FE
indicated by contact information in the passenger's data.

The CC-FE responds with last known location of the passenger, i.e., the entrance of the
airport terminal, at atime 20 minutes ago. Meanwhile, the passenger works his way through
security at the airport.

Exiting security, the passenger's dual mode cellphone attempts to register with the airport's
WLAN.

The airport's WLAN registry identifies the passenger's cellphone ID and immediately
notifies the airlines "passenger locator" application that the passenger has registered with
the AP beyond the security area.

The "passenger locator” application notifies the gate agent that the passenger has just
cleared security.

The "passenger locator" application calls the gate agent and passenger (on his (now
WLAN-registered) cellphone) simultaneously and the agent informs him of the gate
number and that the plane is waiting on him for departure.

Once the passenger isin the gate area his cellphone forwards his el ectronic boarding pass to
the ticket counter and the CLS-FE on the cellphone communicates the transaction to the
CC-FE, clearing the user state for the boarding pass/locator.

Cellular operator Airport Airlines
Handset Boarding Passenger Passenger Boarding Gate
CLS-FE CC-FE WLAN pass data locator status agent

1) Missing passengers?

la)
One missing

»

1b) Find passenger

1c) Passenger contacts?

1 1
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>
3) Passénger location — 10 mins i

A
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\ 4
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& H H H 1 1
<
1

1
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7) Register

8) User registered
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&
<
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Figurel.5.2 —Boarding the plane
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Appendix [

Standardsrelated to CSF

(This appendix does not form an integral part of this Recommendation)

[1.1  CSFrelationship to OSA/Parlay

The CSF defines an architectural framework that provides a coherent view of information available
at different network entities across dissimilar networks, with one benefit being easier creation of
new services that provide a seamless user experience across multiple networks. A salient feature of
the framework is that it accommodates and uses functions resident in the core network, edge
devices and end user devices. The CSF framework is further concerned with enabling smooth and
consistent operation of applications across disparate networks, be they NGN, legacy or other.

While a Parlay/OSA gateway provides access to information available from one or more pointsin a
given network, the CC-FE obtains the information from multiple networks, processes them and then
provides the processed information to the applications in a manner that significantly reduces the
complexity of interacting with these multiple and heterogeneous networks directly.

While Parlay/OSA allows creation of applications that function in multiple networks, CSF allows
the application to function smoothly and consistently when users, devices or sessions cross the
boundaries of networks or administrative domains.

[1.2  CSFreationship to OMA and OSE

OSE (OMA service environment) describes the logica interactions to, from and among OMA
enablers and describes a logical architecture for OMA enabler implementations. It is a conceptual
environment that provides interfaces to applications (interfaces 10 or 10+P), interfaces to service
providers execution environments (I11) and the interfaces to invoke and use underlying network
capabilities and resources for enabler implementations (12).

OSE focuses on service stratum, while CSF suggests functionality which exists in the core network,
edge devices and terminals. OSE works on the convergence of widely deployed services and
applications. It is network-resource-independent. OSE does not mention any part of the
convergence of underlying the network. CSF is concerned with how to reach convergence at an
underlying network. It aimsto provide a smooth and consistent user experience.

[1.3  CSF réelationship to underlying networks

In some CSF instantiations, a network support functional entity (NS-FE) is resident in the
underlying network and is administered by the operator of that network. In this case, it is helpful to
illustrate the relationship of the NS-FE to the underlying network.

[1.3.1 Example: CSFin an |MS-style network

An example of which components of IMS are used by the CSF, and how they extend the IMS
specification set is provided below.

The CSF operates across multiple transport and service control networks. In interacting with IMS,
the CSF may act like an application server (AS) and utilize the interfaces defined for an AS.
Specifically, an NS-FE uses the ISC interface to interact with the S-CSCF and obtain triggers to
discover and modify sessions destined to, or originated by, a user.

Inthe IMSrelease 6 [b-TS 23.228], S-CSCF viathe I SC interfaces directly with application servers.
The AS selection is based on initial filter criteria (iIFC) which are in turn based on predefined
service point triggers (SPT) in the home subscriber server (HSS).
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With the addition of a CSF overlay, the trigger criteria will have available a richer set of
information through the convergence coordination functional entity (CC-FE), such as session and
resource state of the user across multiple, and heterogeneous networks. The CSF aso enables
identity management features that enable AS to be independent/unaware of the identities of the
usersin individual networks.

The CSF allows the session/resource state to be provided to applications via an interface.

The NS-FE may use the S, interface to interact with the HSS and to obtain information about the
user and devices associated with the user in the IMS domain.

In large networks with multiple HSSs, the NS-FE may use the Dy, interface to interact with the
subscription locator function (SLF) to discover an HSS possessing user information.

The NS-FE uses the U; interface to interact with the UEs. This interface is used to interact directly
with an IMS UE to obtain user inputs, preferences and state of devices from the UE. Alternatively, a
CC-FE may usethe CSF interface Ic.c. to communicate with the client support functional entity
(CLS-FE) in the UE to obtain user inputs and preferences and the states of devices from the UE.

It is also possible for the NS-FE to be incorporated within, for example, the S-CSCF. If
implemented in this way, the NS-FE should behave in a manner consistent with the
NS-FE-to-CC-FE interface. The NS-FE-IMS interface may disappear from definition, or may need
to be enhanced. Thisis a subject for further study.

[1.3.2 Example: CSF in awireline-style network

An example of which components of a wireline-style network are used by the CSF is provided with
reference to the Cablel abs' PacketCable Multimedia Specification [b-PKT-SP-MM].

The CSF isintended as an overlay across transport and service control networks. In interacting with
PCMM, the CSF may act like an application manager (AM) and utilize the interfaces defined for an
AM. Specifically, a PCMM-gpecific NS-FE uses the pkt-mm-3 interface to interact with the
PacketCable policy server (PS) and obtain rights for different flows traversing this access network.

Additionally, the policy server is the point of contact with the CSF for interaction with protected
components such as the PacketCable record keeping server (RKS).

The NS-FE uses the mm-7 interface to interact with the client (a term specified in PCMM). This
interface is used by CSF to interact with the client support function (CLS-FE) to directly obtain user
inputs and preferences and the state of devices from the client. Alternatively, a CC-FE may use the
CSF interface Ic.c. to communicate with a client support functional entity (CLS-FE) in the client to
obtain user inputs and preferences and the state of devices from the client.

It is also possible for the NS-FE to be incorporated within, for example, the PCMM PS. If
implemented in this way, the NS-FE should behave in a manner consistent with the
NS-FE-to-CC-FE interface. The NS-FE-PCMM interface may disappear from definition, or may
need to be enhanced. Thisis asubject for further study.
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Appendix 111

Examples of three converged servicetypes

(This appendix does not form an integral part of this Recommendation)

NGN defines multiple service components to provide a wide variety of services. It is the aim of the
CSF to present converged services of more than one service across the service components to users
in aunified manner.

Such capabilities to converge services for a subscriber by coordinating, collecting and binding a
user's status information from each service component, is defined separately in this CSF
Recommendation from the NGN functional architecture. This means current release 1 NGN
functional architecture does not fully incorporate the converged control capabilitiesin each FE.

This appendix describes several examples of converged type scenarios and also presents the
relationships between CSF functions.

[11.1  Typelexample: Converged servicein a single service component

In the case of a single service component such as of an IP multimedia service component, multiple
services must be invoked and coordinated.

For the originating party, the origination call screen and number translation services are sequentially
invoked and processed. Then, for the terminating party, call forwarding on no-answer and voice
mail services are invoked in sequence.

In this case, two originating services and two terminating services are converged for the originating
and the terminating subscriber, respectively.

The CC-FE coordinates the interoperation between multiple services based on the converged
service subscription information provided by the NS-FE, shown as part of the SUP-FE (e.g., HSS)
inFigurelll.1.

Also, the CC-FE decides upon the converged service control based on the user's presence and
preference information from the NS-FE in the SUP-FE or AS-FE (e.g., presence server). For
example, the CC-FE may decide not to invoke call forwarding on no-answer, but connect to the
voice mail server (VMYS) instead.

Although the APL-SCM-FE function is defined to manage interaction between multiple application
services, it only considers coordination based on the iFC through S-CSC-FE.

However, the CC-FE makes use of more information (e.g., a user's status) collected from various
network parts such as presence server, than simple subscription information in iFC.
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Figurelll.1—Converged service examplein a single service component

[11.2  Type 2 example: Converged servicein multiple service components (PIEA + IMYS)

In this example, service convergence is achieved across multiple service components, the first being
a PSTN/ISDN emulation (PIEA) service component and the second being an IP multimedia service
component.

User A has both a POTS and IP phone and subscribes two services, caler ID and number
trandation. Through service convergence, it should be possible to access the same services from
each phone.

When user A requests a cal from the POTS phone, the basic caller ID and number trandation
services in PIEA are invoked. In the case that user A requests a call using the IP video phone, the
multimedia caller ID and number translation services will be provided by IMS.

Since the user subscribes over multiple service components, the interaction management function of
the CC-FE isrequired between different service components or administrative domains.

To retrieve each profile for the user, the CC-FE refers to the NS-FE in the PIEA SUP-FE or the
NS-FE inthe IMS SUP-FE (e.g., HSS), according to the user's network.
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Figurelll.2 —Converged service example in multiple service components (PIEA + IMYS)

[11.3 Type3example: Converged service with other network —IMS + Internet IM server

This example shows the converged service for multiple service components of an IP multimedia
service component and an unspecified "other network”, such as the Internet.

Figure1l1.3 (@) shows VolP + IM converged service scenario:
- User A has a video phone and an Internet-connected PC on which he/she uses an instant
messenger (or calendar, or similar service).

- When user A's phone establishes a call connection, the 'busy' status is notified to CC-FE.
The CC-FE sends that information to an NS-FE in the instant messenger or calendar server.
The user's status of the IM or calendar is changed to be 'busy'.

- Conversely, when the user A makes the status 'busy’ in the IM or calendar, it informs the
CC-FE, and the CC-FE notifies the NS-FE in S-CSC-FE. Then user A's video phone status
becomes busy. Therefore, if an incoming cal arrives, the calling party receives the busy
tone for user A.

- As an aternative interworking method with IM service, the CLS-FE in the user's PC may
notify the user status to the CC-FE.

Figure111.3 (b) illustrates game + IM converged service scenario:

- When user A connects to a game server, three aternative notifications to CC-FE are
possible: (1) from the CLS-FE on the phone; (2) from the ES-FE on the edge node; (3) from
the NS-FE on the game server.
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For (2), the ES-FE in the edge node FE monitors the video phone's out-stream packets to
the network based on the source IP and/or port number. Detecting such packets, ES-FE
notifies CC-FE that user A's video phone is busy (for any 'data services other than Vol P)
and then CC-FE notifies NS-FE on the IM server, which becomes aware that user A's status
is'busy'.

Although it is not shown in the figure, the CC-FE may reside on the terminal for the
enterprise, home network services and peer-to-peer service, such as personal broadcast
service.

To alow intercommunication between these two networks, the CSF glues the
NS-FE/CC-FE/CL S-FE/ES-FE in each network through CC-FE.

ITU-T Rec. Y.2013 (12/2006) 33



IP multimedia service component Other network

Converged services of VoIP + IM

a) VolP + Internet IM

IP multimedia service component Other network

-
-
~ ~

Gameserver RN

~
~
~
~
\\
IM server ™«
\
e N
- \
1
/
\\\ V]
~o 7
~~o_ -

Y.2013(06)_FIIl.3

b) Game+ Internet IM

Figurelll.3 —Converged service example with other networks

The dashed linesin Figure 111.3 correspond to the interfaces between CSF functions.
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Appendix IV

CC-FE to CC-FE interworking description models

(This appendix does not form an integral part of this Recommendation)

The converged services framework (CSF) is an architectural framework intended to provide
converged NGN services. The CC-FE (convergence coordination functional entity) is a core
component of the CSF and it supports coordination control and processing of necessary information
in order to provide converged services.

Typically, the converged services are thought to be provided by a service provider in an
administrative domain and, in that case, there will be one CC-FE in adomain.

By relating multiple CC-FEs, it is possible to provide converged services across domains; with the
CC-FE to CC-FE relationship, it is possible to integrate the converged services of multiple and
distributed service providers, market segments and/or administrative domains.

In order to describe the usefulness of interworking between CC-FEs, three convergence models are
presented.

IV.1 Hierarchical convergence model

In a hierarchical distribution, the span of control for CC-FE is organized into a hierarchy.
FigurelV.1 depicts a hierarchical model of the convergence architecture. In this case, services
integrated by lower level CC-FEs are accessible and under the control of a higher level CC-FE.

For example, the personal services at the lowest level provide individual feature services, such as
IM and video phone, to users. The project services of the second level hierarchy will include project
features, such as conference call service, and it also includes persona-level services. For a
subscriber with the converged services provided at the company level, CC-FE will include all the
services integrated by the lower level CC-FEs: it includes company, project and personal features.

In thisway, the CC-FE can converge lower layer converged services.

Personal services Project service Company services
e.g., IM, video phone e.g., conference call e.g., announcement, emergency call

FigurelV.1—Hierarchical convergence model

IV.2 Master-slave conver gence model

In a master-slave distribution, a single CC-FE acts as a master controlling a collection of CC-FE
slaves. Figure 1V.2 shows the master-sdave convergence model. The master CC-FE can control and
provide converged services including services that a slave CC-FE provides. Thisisatypical way for
network/service operators connecting and integrating with third party service providers.
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CP-FE

CC-FE

CP-FE CC-FE CP-FE CC-FE

Third-party messaging service Third party contents service Main operator services
e.g., IM, e-mail e.g., music, movie e.g., VolP, MMolP

FigurelV.2 —Master-dave conver gence model

IV.3  Peer-to-peer convergence model

In peer-to-peer distribution, all CC-FEs can access and coordinate the services integrated by their
peers. This type of distribution typically bundles services to specific needs of a market segment.
Figure IV .3 illustrates the peer-to-peer convergence architecture. In this case, there are three classes
of converged services integrated for mobile, fixed and data service operators. With these
relationships, operators can support bundled services of each operator.

CP-FE CP-FE CP-FE

Y.2013(06)_FIV-3
Mobile operator service Fixed operator service Data service operator
e.g., SMS, VolP e.g., video phone e.g., access, messenger, email

Figure V.3 — Peer-to-peer conver gence model

Although it is not exemplified, the case of CC-FE positioned in the NGN terminal is also possiblein
all convergence models presented.
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Appendix V

CSF configuration models

(This appendix does not form an integral part of this Recommendation)

The CSF is an architecture which can be configured in different ways to accommodate existing and
future access and service networks. This clause provides two typical examples of the possible
physical locations of the CC-FE and its support functions (CP-FE, NS-FE, ES-FE and CLS-FE).
Figures V.1 and V.2 further convey the logical and physical communication paths of the CC-FE to

its support functions, and the logical and physical communication paths for the CC-FE to the access
networks and their applications.

The first CSF example shown is for coordination between aPSTN and aWMAN network.
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FigureV.1—Example 1, CSF coordination for PSTN and WM AN networks
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The second CSF example shown is for coordination between a PSTN and a cable-based call control

network.
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Figure V.2 —Example 2, CSF coordination for PSTN and cable networks
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