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INTERNATIONAL STANDARD 10164-19

ITU-T RECOMMENDATION X.749

INFORMATION TECHNOLOGY — OPEN SYSTEMS INTERCONNECTION —
SYSTEMS MANAGEMENT: MANAGEMENT DOMAIN AND
MANAGEMENT POLICY MANAGEMENT FUNCTION

Summary

Effective management of a network requires network partitioning that reflects both organizational and functional
groupings. An example of organizational grouping is the partitioning of managed objects into groups that follow some
logical, or convenient, rationale (e.g. geographical, et al.). An example of functional grouping is the partitioning of
managed objects by management activity or functional areas of responsibility (e.g. fault, configuration, accounting,
performance, and security).

In practice, both aspects are related and the need to flexibly control creation, modification and their relationships over
time is needed. Additional mechanisms are required that enable the application and management of policies to these
groupings. An example of a policy in this context is: for a group of managed systems to send fault reports to Managing
system "x" between 08:00 and 18:00 hours and at other times send to Managing system "y".

Recommendations X.701 and X.749 provide an X.700 based method for satisfying this need by defining partitions of
managed obj ects as management domains, policies as management policy objects, and the intersection between the two as
amanagement juridiction.

Management information and messages are defined to control creation of domains and, any, later changes as necessary to
that domain using X.700 based messages.

Source

The ITU-T Recommendation X.749 was approved on the 9 of August 1997. The identical text is also published as
I SO/IEC International Standard 10164-19.
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FOREWORD

ITU (International Telecommunication Union) is the United Nations Specialized Agency in the field of
telecommunications. The ITU Telecommunication Standardization Sector (ITU-T) is a permanent organ of the ITU. The
ITU-T isresponsible for studying technical, operating and tariff questions and issuing Recommendations on them with a
view to standardizing telecommunications on aworldwide basis.

The World Telecommunication Standardization Conference (WTSC), which meets every four years, establishes the
topicsfor study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

The approval of Recommendations by the Members of the ITU-T is covered by the procedure laid down in WTSC
Resolution No. 1.

In some areas of information technology which fall within ITU-T’s purview, the necessary standards are prepared on a
collaborative basis with ISO and IEC.

NOTE

In this Recommendation, the expression "Administration" is used for conciseness to indicate both a telecommunication
administration and a recognized operating agency.

INTELLECTUAL PROPERTY RIGHTS

The ITU draws attention to the possibility that the practice or implementation of this Recommendation may involve the
use of a claimed Intellectual Property Right. The ITU takes no position concerning the evidence, validity or applicability
of claimed Intellectual Property Rights, whether asserted by ITU members or others outside of the Recommendation
development process.

As of the date of approval of this Recommendation, the ITU had not received notice of intellectual property, protected by
patents, which may be required to implement this Recommendation. However, implementors are cautioned that this may
not represent the latest information and are therefore strongly urged to consult the TSB patent database.

g ITU 1997

All rights reserved. No part of this publication may be reproduced or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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INTERNATIONAL STANDARD

ITU-T RECOMMENDATION

INFORMATION TECHNOLOGY — OPEN SYSTEMS INTERCONNECTION —

SYSTEMS MANAGEMENT: MANAGEMENT DOMAIN AND
MANAGEMENT POLICY MANAGEMENT FUNCTION

1 Scope

This Recommendation | International Standard defines the management domain and management policy management
function. This Management Function is a System Management function which may be used by an application processin a
centralized or decentralized management environment to interact for the purpose of systems management, as defined by
the OSI Management Framework, CCITT Rec. X.700 and ISO/IEC 7498-4. This Recommendation | International
Standard defines a function which consists of generic definitions and services. This function is positioned in the
application layer of the OS| reference model (ITU-T Rec. X.200 | ISO/IEC 7498-1) and is defined according to the
model provided by ISO/IEC 9545. The role of systems management functions is described by CCITT Rec. X.701 |
I SO/IEC 10040.

This Recommendation | International Standard:

identifies the set of requirements satisfied by the function;
provides a model for the behaviour of the management domain management objects;
provides a model for the behaviour of the management policy management objects;

specifies the management requirements of the function and how these are realized by specification of
managed objects and their behaviour;

specifies the mapping of these services onto the CMIS services;

specifies the abstract syntax of the parameters of the MAPDUSs that will be used to refer to managed
objects and their characteristics;

provides a model, in accordance with the Management Information Model and the General Relationship
Model, for information associated with management domains, policies, and jurisdictions and for the
behaviour of managed objects through which that information is accessed and manipulated;

provides definitions of the information associated with management domains, policies, and jurisdictions,
their representation and the operations which may be performed upon them in terms of managed object
and management relationship templates.

This Recommendation | International Standard does not:

define the nature of any implementation intended to provide the management domain and management
policy management function;

specify the manner in which management is to be accomplished by the user of the management domain
and management policy management function;

define the nature of any interactions which result in the use of the management domain and management
policy management function;

specify the services necessary for the establishment, normal and abnormal release of a management
association;

define the interactions which result by the simultaneous use of several management functions;

define connection establishment or authorization requirements for the use of this function or for any
associated activity;

preclude the definition of further management domain, management policy, or management jurisdiction
managed object classes.

ITU-T Rec. X.749 (1997 E) 1
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2 Nor mative refer ences

The following Recommendations and International Standards contain provisions which, through reference in this text,
congtitute provisions of this Recommendation | International Standard. At the time of publication, the editions indicated
were vaid. All Recommendations and Standards are subject to revision, and parties to agreements based on this
Recommendation | International Standard are encouraged to investigate the possibility of applying the most recent edition
of the Recommendations and Standards listed below. Members of IEC and 1SO maintain registers of currently valid
International Standards. The Telecommunication Standardization Bureau of the ITU maintains a list of currently valid
ITU-T Recommendations.

2.1 Identical Recommendations| I nternational Standards

ITU-T Recommendation X.200 (1994) | ISO/IEC 7498-1:198fgrmation technology — Open systems
I nter connection — Basic Reference Moddl: The Basic Model.

ITU-T Recommendation X.210 (1993) | ISO/IEC 10731:198fgrmation technology — Open Systems
I nter connection — Basic Reference Model - Conventions for the definition of OS services.

CCITT Recommendation X.701 (1992) | ISO/IEC 10040:198f@y mation technology — Open Systems
I nter connection — Systems management overview.

CCITT Recommendation X.720 (1992) | ISO/IEC 10165-1:18%8rmation technology — Open Systems
Interconnection- Structure of management information: Management information model .

CCITT Recommendation X.721 (1992) | ISO/IEC 10165-2:188%8rmation technology — Open Systems
Interconnection — Structure of management information: Definition of management information.

CCITT Recommendation X.722 (1992) | ISO/IEC 10165-4:18%armation technology — Open Systems
Interconnection — Structure of management information: Guidelines for the definition of managed
objects

ITU-T Recommendation X.724 (1993) | ISO/IEC 10165-6:19%brmation technology — Open Systems

Interconnection — Structure of management information: Requirements and guidelines for implementation
conformance statement proformas associated with OSI management

ITU-T Recommendation X.725 (1995) | ISO/IEC 10165-7:198rmation technology — Open Systems
Interconnection — Structure of management informati®aneral relationship model

CCITT Recommendation X.730 (1992) | ISO/IEC 10164-1:18%8rmation technology — Open Systems
Interconnection — Systems Management: Object management function

CCITT Recommendation X.731 (1992) | ISO/IEC 10164-2:18%8rmation technology — Open Systems
Interconnection — Systems Management: State management function

CCITT Recommendation X.732 (1992) | ISO/IEC 10164-3:1888rmation technology — Open Systems
Interconnection — Systems Management: Attributes for representing relationships.

CCITT Recommendation X.734 (1992) | ISO/IEC 10164-5:1888rmation technology — Open Systems
Interconnection — Systems Management: Event report management function.

CCITT Recommendation X.735 (1992) | ISO/IEC 10164-6:1888rmation technology — Open Systems
Interconnection — Systems Management: Log control function.

ITU-T Recommendation X.748 | ISO/IEC 10164-29, Information technology — Open Systems
Interconnection — Systems Management: Time management function.

ITU-T Recommendation X.746 (1995) | ISO/IEC 10164-15:19@formation technology — Open
Systems Interconnection — Systems Management: Scheduling function.

1) Presently at the stage of draft.

ITU-T Rec. X.749 (1997 E)
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2.2 Paired Recommendations | I nter national Standards equivalent in technical content
—  CCITT Recommendation X.208 (198&pecification of Abstract Syntax Notation One (ASN.1).

ISO/IEC 8824:1990Information technology — Open Systems Interconnection — Specification of Abstract
Syntax Notation One (ASN.1).

— CCITT Recommendation X.209 (1988¥ecification of basic encoding rules for Abstract Syntax
Notation (ASN.1).

ISO/IEC 8825:1990|nformation technology — Open Systems Interconnection — Specification of Basic
Encoding Rules for Abstract Syntax Notation One (ASN.1).

— ITU-T Recommendation X.290 (199509 conformance testing methodology and framework for
protocol Recommendations for ITU-T applications — General concepts.

ISO/IEC 9646-1:1994|nformation technology — Open Systems Interconnection — Conformance testing
methodology and framework — Part 1: General concepts.

— ITU-T Recommendation X.291 (199593 conformance testing methodology and framework for
protocol Recommendations for ITU-T applications — Abstract test suite specification.

ISO/IEC 9646-2:1994, Information technology — Open Systems Interconnecti@onformance testing
methodology and framework — Part 2: Abstract Test Suite specification.

— ITU-T Recommendation X.296 (199513 conformance testing methodology and framework for
protocol Recommendations for ITU-T applications — Implementation conformance statements.

ISO/IEC 9646-7:1995, Information technology — Open Systems Interconnection — Conformance testing
methodology and framework — Part 7: Implementation conformance statements.

— CCITT Recommendation X.700 (199R)anagement framework for Open Systems I nterconnection (OSl)
for CCITT applications.

ISO/IEC 7498-4:1989,Information processing systems — Open Systems Interconnection — Basic
Reference Model — Part 4: Management framework

— CCITT Recommendation X.710 (1990¢mmon management information service definition for CCITT
applications.

ISO/IEC 9595:1991|nformation technology — Open Systems Interconnection — Common management
information service definition.

— CCITT Recommendation X.711 (199Xpmmon management information protocol specification for
CCITT applications.

ISO/IEC 9596-1:1991Information technology — Open Systems Interconnection — Common management
information protocol Part 1: Specification.

3 Definitions

For the purposes of this Recommendation | International Standard, the following definitions apply.

3.1 Basic reference model definitions

This Recommendation | International Standard makes use of the following term defined in ITU-T Rec. X.200 |
ISO/IEC 7498-1.:

- systems management.

3.2 Management framework definitions

This Recommendation | International Standard makes use of the following terms defined in CCITT Rec. X.700 and
ISO/IEC 7498-4:

a) management information;
b) managed object.

ITU-T Rec. X.749 (1997 E) 3
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3.3 Systems management over view definitions

This Recommendation | International Standard makes use of the following terms defined in CCITT Rec. X.701 | ISO/IEC
10040:

a) agentrole

b) agent;

c) generic definitions;

d) managed system;

€) management domain;

f)  management jurisdiction;

g) management operation;

h) management policy violation;

i)  management policy;

j)  manager role;

k) manager;

[)  managing system;

m) membership filter;

n) Managed Object Conformance Statement (MOCS);
0) Management Information Conformance Statement (MICYS);
p) MOCS proforma;

g) MICSproforma;

r) notification;

S)  systems management functiona unit.

34 CMISdefinitions

This Recommendation | International Standard makes use of the following terms defined in CCITT Rec. X.710 and
I SO/IEC 9595:

a) atribute;
b) Common Management Information Service.

35 OSl conformance testing definitions

This Recommendation | International Standard makes use of the following term defined in ITU-T Rec. X.290 and
| SO/IEC 9646-1:

- system conformance statement.

3.6 Implementation confor mance statement profor ma definitions

This Recommendation | International Standard makes use of the following terms defined in ITU-T Rec. X.724 |
ISO/IEC 10165-6:

a) Managed Relationship Conformance Statement (MRCS);
b) Management Conformance Summary (MCS);

c) MCS proforma;

d) MRCS proforma.

3.7 Additional definitions
The following terms are defined in this Recommendation | International Standard:

371 domain managed object: A managed object that represents a domain for the purposes of managing the
membership of thahanagement domain.

4 ITU-T Rec. X.749 (1997 E)
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3.7.2 (systems management) policy managed object: A managed object that represents a (systems management)
policy for the purpose of managing the policy.

3.7.3 violation detection: The activity which detects policy violations.

374 domain (membership specifier): A specification that, through explicit reference or predicates, serves to
identify a set of managed objects for the purposes of management.

3.75 jurisdiction managed object: A managed object that represents the relationship between a policy and a
domain to which it isto be applied.

3.7.6 administrative aspect managed object: A managed object used to represent non-procedural information
relevant to the administration of domains, jurisdictions, and policies.

4 Symbols and abbreviations

For the purposes of this Recommendation | International Standard, the following abbreviations apply:
ASN.1  Abstract Syntax Notation One
AVA Attribute Value Assertion
CMIP Common Management Information Protocol
CMIS Common Management Information Service
CMISE Common Management Information Service Element
Cnf Confirm
GDMO  Guidelinesfor the Definition of Managed Objects
GRM General Relationship Model

ICS Implementation Conformance Statement
Id Identifier
Ind Indication

MAPDU Management Application Protocol Data Unit
MCS Management Conformance Summary

MICS Management Information Conformance Statement
MIS-user Management Information Service user

MOCS  Managed Object Conformance Statement

MRCS  Managed Relationship Conformance Statement

PICS Protocol Implementation Conformance Statement
Reg request
Rsp response

SMAPM  Systems Management Application Protocol Machine

5 Conventions

This Recommendation | International Standard defines services for the Management domain management function
following the descriptive conventions defined in ITU-T Rec. X.210 | ISO/IEC 10731.

The following notation is used in the service parameter tables:
M  the parameter is mandatory;
C theparameter is conditional;

(=) thevalue of the parameter is identical to the corresponding parameter in the interaction described by the
preceding related service primitive;

U the use of the parameter is a service-user option;
— the parameter is not present in the interaction described by the primitive concerned;
P the parameter is subject to the constraints imposed by CCITT Rec. X.710 and ISO/IEC 9595.

ITU-T Rec. X.749 (1997 E) 5
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NOTE — The parameters which are marked "P" in service tables of this Recommendation | International Standard are mapped
directly onto the corresponding parameters of the CMIS service primitive, without changing the semantics or syntax of the
parameters. The remaining parameters are used to construct an MAPDU.

Throughout this Specification, GDMO and ASN.1 productions are printed using Times New Roman font.

6 Requirements

For logistic or other management reasons, there is a requirement to modularize management activities and groups of
managed objects. The need to define groups of managed objects is associated with the concept of domains.

It may occur that there is a need to describe these activities so that they can be accessed by means of management
operations. The definition of such management activities is associated with the concept of policies. A policy defines a set
of management activities which apply to domains.

In the course of normal operations it may happen that the required operations or constraints on managed objects no
longer match the operational requirements associated with the group (perhaps for reasons of failure or lack of integrity)
however caused. It is therefore an essential management requirement that systems shall be able to recognize occasions
when there are violations and to take steps to resolve them.

In response to such situations, management policies and the rules associated with them may be modified and new rules
affirmed so that they might apply to new goals and to different managed objects. A minimal requirement of management
is the action to be taken in the event of violation detection, this action is known as violation resolution and is for further
study.

The requirements for management domain and management policy management are identified in the Systems
Management Overview (see CCITT Rec. X.701 | ISO/IEC 10040). Additional functional requirements are identified
below.

For management domains there are the requirements that:
— A mechanism shall be provided for managing the membership of a domain.

— There shall be mechanisms to generate a membership list for a given management domain (membership
enumeration).

— It shall be possible to discover whether a given managed object is a member of a particular management
domain (membership verification).

— It shall be possible to determine which management domain(s) a given managed object is a member of.
NOTE 1 — Actually performing this discovery may require considerable time and resources.

— It shall be possible to determine which management policies apply to a management domain.

— It shall be possible to access a representation of management domains for the purpose of managing the
domain.

— A member of one management domain may be a member of another management domain.

For management policies there are the requirements that:
— A mechanism shall be provided for managing the change of policies.

— It shall be possible to specify management policy violation detection and violation resolution.
NOTE 2 — Violation resolution mechanisms to accomplish this are for further study.

7 M od€

An MIS-user in the manager role (manager) interacts with a managed object via an MIS-user in the agent role (agent)
over an interoperable interface.

A managed object may be subject to any number of policies;, any number of policies may be of relevance to a given
object.

A domain managed object is a support object which allows the specification of a set of objects of interest.

A policy managed object is a support object which represents a system management policy, encapsulating any rules and
rule combination semantics used to construct that policy.

6 ITU-T Rec. X.749 (1997 E)
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A jurisdiction managed object is a support object which represents the relationship between a policy and adomain.

An administrative aspect is a support object which represents non-procedural aspects and descriptive information for
domains, policies, and jurisdictions.

7.1 Domain

A domain allows the specification of a set of objects of interest. A domain permits the management of the specification of
its membership. The set of members specified by a domain is the union of its set of direct members with its set of indirect
members. Membership may change as objects are created or deleted.

The intersection of the set of objects described by a domain member selection list with the set of objects described by its
member selection filter is its set of direct members. The member selection list is a set whose elements name managed
object instances, which may or may not actually exist. If the member selection list is the empty set, it implies that all
objects are identified. The member selection filter is a single valued attribute representing a logical predicate. If its value
is empty, it evaluates to true for all objects.

A domain also alows reference by name to other domains. The union of the sets of members specified by the objects
identified in this manner is a domain’s set of indirect members. The ability to specify membership both directly and
indirectly permits convenient grouping and representation of hierarchies of domains.

The management operations supported by a membership specifier include:
— list direct membership;
— list membership;
—  verify membership of a given managed object instance.
Figure 1 illustrates how domain D1 describes a set which contains objects A, B, and C through direct membership.

Domain D2 describes a set containing D, E, and F through direct membership. Domain D3 describes a set containing F
and G through direct membership. Domain D4 has no direct members, but has A, B, C, D, E, and F as indirect members.

N~

= Domain D1

Domain D2

,’

o =

Figure 1 — Example of domain membership
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7.2 Policy

A policy encapsulates a representation of system management goals. Policies reflect obligations, authorizations, and
aspirations. Their representation may be transparent or opaque. A transparent policy does provide management access to
the representation of its semantics. An opaque policy does not provide management access to the representation of its
semantics.

This Recommendation | International Standard provides class definitions to support management of opague policies.

Subclasses of policy may be defined to support capabilities such as scheduling, and the representation of policy
semantics. This Recommendation | International Standard provides class definitions for a scheduled opague policy.

This Recommendation | International Standard describes one means of representing policy semantics in support of a
transparent policy class. The development of more powerful representationsis for further study.
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7.3 Jurisdiction
A jurisdiction managed object serves to relate a policy and adomain.

The relationship defined by a jurisdiction managed object indicates to which managed objects, identified by the domain,
the policy shall apply.
Figure 2 illustrates the following concepts:

— hierarchical domains for administrative convenience (domains D11 and D12 may be administered-
separately);

— re-use of a domain for multiple jurisdictions (domain D12 is used for both jurisdiction J1 and jurisdiction
J2);

— application of multiple policies to a single object (Object F is subject to policies P1, P2, and P3).

\‘ Domain D11

L —

” Domain D1
\
)/

Domain D12

- Domain D12

N

@@@@@@9

Figure 2 — Example of a jurisdiction

This example shows the following:
— jurisdiction J1 associates policy P1 with domain D1;

— this means that policy P1 applies to objects A, B, C, D, E, F, the members specified directly or indirectly
by D1,

— jurisdiction J2 associates policy P2 with domain D12;

— this means that policy P2 applies to objects D, E, and F, the members specified directly or indirectly by
D12;

—  both policy P1 and P2 are applicable to Objects D, E, and F;

— achange to domain D12 can affect the applicability of both policy P1 and P2;
— jurisdiction J3 associates policy P3 with domain D13;

— objects F and G are subject to policy P3;

— object F is also subject to policy P1 and to P2.

An enhanced jurisdiction managed object provides the ability to request the application of an operation to the members of
its domain.

7.4 Administrative aspects

The administrative aspects include identification of the authority responsible for setting the domain, the authority for
setting the policy and the application of policy to the domain members. An authority may be a composite entity; such an
entity must be identifiable. An authority may delegate some, or all, of its responsibilities to another authority.

Administrative aspects include non-procedural aspects for recording relevant descriptive information for objects.
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75 Procedural aspects of the model

The following subclauses demonstrate that this function’s requirements are satisfied by this model.

751 M anaging member ship
A jurisdiction’s membership is defined to be the membership of the domain referenced by that jurisdiction.

Membership is managed by means of domains. A domain’s membership may be changed in two ways:

a) amanaged object’s membership status may change, through its creation, deletion, or a change in a value of
one or more of its attributes;

b) attributes of the domain (or adomain to which it refers, at any level of indirection) may be modified.

752 Listing member ship

The listing of a jurisdiction’s membership is requested by directing a list membership request to the jurisdiction. The
result obtained is effectively the same as would be obtained by directing a list membership request to that jurisdiction’s
domain.

75.3 Verifying member ship

The verification of jurisdiction membership for an object is requested by directing a membership verification request to
the jurisdiction. The result obtained is effectively the same as would be obtained by directing a membership verification
request to that jurisdiction’s domain.

754 Deter mining which jurisdictions a managed object isa member of

Determining which jurisdictions a managed object is a member of requires performing a membership verification
operation (or list membership operation) for all known jurisdictions. The discovery of jurisdictions can be performed by
directing an all-levels scoped get for objects of classjurisdiction to al relevant systems.

A similar procedure may be applied against domains to determine which domains a given managed object is a member
of.

755 Deter mining which policy appliesto the membersof ajurisdiction

Determining which policies apply to the membership of a domain requires retrieving the attribute which names its policy
from al jurisdictions that reference the domain in question.

7.5.6 Deter mining whether a given object violates a policy

Determining whether a given object violates a policy is accomplished by sending a determine violation status operation to
the appropriate jurisdiction or policy managed object, supplying the name of the object instance in question as a
parameter. The response will be the determination of whether the policy was applicable (always true when query directed
to apolicy object), and, if it was, the object’ s violation status.

757 Applying an operation to the member ship of a domain

Applying an operation to membership of a domain can be accomplished by issuing an apply operation to membership
request to the appropriate jurisdiction object.

7.5.8 Deter mining which policies apply to a given object

In order to determine the policies applying to a managed object, it is hecessary to determine the jurisdictions of which it
is a member. The object in question is not required by this model to have any knowledge of the set of applied policies.
The set of relevant jurisdictions can be retrieved using the procedure outlined above in 7.5.4. For each jurisdiction of
which the object in question is a member, the identity of the relevant policy may be retrieved using the procedures
of 7.5.5.
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8 Generic definitions

8.1 Relationships
811 Jurisdiction relationship

8.1.1.1 Jurisdiction relationship class

The jurisdiction relationship class associates a set of roles with a jurisdiction. The roles in ajurisdiction relationship are
policy role and domain role.

A jurisdiction managed object represents single jurisdiction relationship for the purposes of management. The
information of an individual jurisdiction relationship mapping is stored in ajurisdiction managed object. In this clause, an
object fulfilling role X will be referred to as X itself. For example, a domain is a managed object fulfilling the role of
domain. For each jurisdiction, there is exactly one relationship to its members.

A member can participate in zero or more (member) relationships. The existence of a jurisdiction managed object is
coupled to the existence of ajurisdiction relationship mapping. A policy or domain can change during the existence of
the relationship with one exception: the name of the policy or domain cannot be changed.

A policy or domain may exist before it is mapped to in ajurisdiction relationship and it is not affected when this mapping
is established or ceases to exist. A jurisdiction is created by an ESTABLISH operation and deleted with a TERMINATE
operation.

8.1.1.2 Jurisdiction relationship mapping

The jurisdiction relationship mapping is a mapping of the jurisdiction relationship class. A jurisdiction is a relationship
object that binds a single policy to a single domain. The identity of the policy of the jurisdiction is set when the
relationship is created and cannot be modified during the lifetime of the relationship. The identity of the domain is set
when the relationship is created and cannot be modified during the lifetime of the relationship.

812 Administrative aspect relationship

8.1.2.1 Administrative aspect relationship class

The administrative aspect relationship class associates an object in the administrative aspect role with another object. The
rolesin this relationship are the administrative aspect role and the administered object role.

An object in the administered object role can participate in at most one administrative aspect relationship in that role.

An object in the administrative aspect role can participate in any number of administrative aspect relationships in that
role.

Objects in either role may be modified during the lifetime of the relationship. Objects in either role may exist before the
establishment of the relationship, and may continue to exist after the termination of the relationship.

8.1.2.2 Administrative aspect relationship mapping

The administrative aspect relationship mapping is a mapping of the administrative aspect relationship class. An
administrative aspect pointer is a relationship attribute that binds a single object in the administrative aspect. The
relationship is established and terminated by setting the value of the administrative aspect pointer.

8.2 Managed objects

821 Jurisdiction managed object

The jurisdiction object class is a class of managed objects representing the functional aspects of a jurisdiction
relationship. This managed object class, derived from the generic relationship class, is characterized by a single
mandatory package, the jurisdiction package. This package adds the following mandatory characteristics:

— ajurisdiction identifier (a name);
— apolicy pointer;

— adomain pointer;

— an administrative aspect pointer.
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The jurisdiction name is unique and may not be changed during the existence of the jurisdiction.

The policy pointer is a read-only attribute that refers to the managed object fulfilling the policy role in the jurisdiction
relationship. Its value must be established when the jurisdiction is created.

The domain pointer is aread-only attribute that refers to the managed object that fulfils the domain role in the jurisdiction
relationship. Its value must be established when the jurisdiction is created.

The administrative aspect pointer refers to the managed object fulfilling the administrative aspect role in the
administrative aspect relationship. Its value may be established when the jurisdiction is created, and may be modified
during the lifetime of the jurisdiction.

The jurisdiction supports the ability to determine members of the domain, and the applied policy, to which members of
the domain are subject. The jurisdiction managed object references the policy, the domain and the administrative aspects.

Thejurisdiction package also employs the following attributes from CCITT Rec. X.721 | ISO/IEC 10165-2:
— administrative state;
— operational state;
— availability status.

The following actions are supported by the jurisdiction:
—  list membership;
— determine violation status;
—  verify membership status.

The following notifications are emitted by the jurisdiction:

—  object creation;

—  object deletion;

— state change;

—  policy violation.
The jurisdiction managed object supports object creation, object deletion, and state change notifications defined in
CCITT Rec. X.721 | ISO/IEC 10165-2, and the policy violation notification defined within this Recommendation |
International Standard. The policy violation notification is used to report the detection of the violation of a jurisdiction’s

policy by a member of that jurisdiction’s domain. In order to simplify notification and event report filtering, this
notification has only two parameters: the name of the violated policy and the name of the object in violation of the policy.

Further specialization of this class, in particular with regard to the circumstances under which the emission of the policy
violation notification occurs, is possible.

8.2.2 Domain managed obj ect

The domain object class is a class of managed objects representing the functional aspects of membership selection. It is &
subclass of top. A domain has the following additional mandatory characteristics, provided by the domain package:

— adomain identifier (a name);

— a member selection list;

— amember selection filter;

— an administrative aspect pointer;

— an indirect membership specifier list.

The domain identifier is a read-only attribute whose value provides an identifier for the domain instance. This name is
unigue and may not be changed during the existence of the domain.

The administrative aspect pointer attribute refers to the administrative aspect for the domain. Its value may be established
when the domain is created, and may be modified.

The following attributes may be modified, thus potentially affecting the set of managed objects that are members.

The member selection list is a set valued attribute that identifies a set of managed object(s).
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The member selection filter is asingle valued attribute that provides a CMISfilter.

Evaluating the member selection filter for each object identified through the member selection list, yields the set of direct
members for this domain.

The indirect membership specifier list references other domain(s). The membership of these referenced domains
constitutes the set of indirect members for inclusion in the set of members for the referencing domain.

The union of the set of indirect members with the set of direct members yields the set of members of the domain.

The following actions are supported by the domain:
— list membership;
— list direct membership;
— verify membership status.

The following notifications are emitted by the domain:
—  object creation;
—  object deletion.

The domain managed object supports the object creation and object deletion notifications defined in CCITT Rec. X.721 |
ISO/IEC 10165-2.

Further specialization of the defined domain managed object class into various types of domain is possible.

8.2.3 Policy managed object

The policy managed object class is a managed object class which represents the functional aspects of a policy. To allow
management access to policy semantics (transparent policies) sub-classing is necessary. An example of this is in 8.2.8.

A policy has the following characteristics through a mandatory package, the policy package:
— a policy identifier (nhame);
— an administrative aspect pointer;
— administrative state;
— operational state;
— availability status.

The policy identifier is a read-only attribute whose value provides an identifier for the instance. Its value may not be
changed during the existence of the policy.

The state attributes are specified in CCITT Rec. X.721 | ISO/IEC 10165-2.
The administration aspect pointer attribute references the administrative aspect for the policy.

The policy managed object supports the object creation, object deletion, and state change natifications defined in CCITT
Rec. X.721 | ISO/IEC 10165-2.

A policy supports one action:
— determine violation status.

8.24 Administrative aspect managed object

The administrative aspect managed object is used to represent the descriptive aspects of a policy, domain or a
jurisdiction.
The administrative aspect managed object class, derived from top, has the following characteristics through the
mandatory administrative aspect package:

— administrative aspect identifier (a name);

— administrative authority;

— administrative contact information;

— administrative owner;
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— administrative specifier;
—  creation time;

— last update time;

— version identifier.

The administrative aspect identifier is a read-only attribute whose value provides an identifier for the instance. Its value is
established when the instance is created, and may not change.

The administrative authority attribute provides information about the authority controlling the object referring to the
administrative aspect.

The administrative contact information provides contact information.

The administrative owner attribute provides information identifying the current owner of the object referring to the
administrative aspect.

The administrative specifier is a read-only attribute whose value provides an identifier for the original specifier. This
attributes value must be established when an instance of this class is created.

The creation time provides information identifying the time the administrative aspect object was created. To support
applications of this function spanning multiple time zones, the time stamp representation from the Time management
function (see ITU-T Rec. X.743 | ISO/IEC 10164-20) is used. Its value is established when the object is created, and does
not change.

The last update time provides information identifying the time the administrative aspect object was last updated. To
support applications of this function spanning multiple time zones, the time stamp representation from the Time
management function (see ITU-T Rec. X.743 | ISO/IEC 10164-20) is used. Its initial value is the time of the object’s
creation.

The version identifier provides information identifying the version of the administrative aspects object.

The administrative aspects managed object supports the object creation and object deletion notifications defined in
CCITT Rec. X.721 | ISO/IEC 10165-2.

8.25 Enhanced jurisdiction managed object

The enhanced jurisdiction managed object, derived from the jurisdiction managed object, represents the functional
aspects of a jurisdiction relationship, with the additional capability of allowing an operation to be applied to its
membership.

In addition to the characteristics inherited from the jurisdiction managed object class, the enhanced jurisdiction is
characterized by two mandatory packages:

—  duty schedule package;
—  operation applier package.
The duty schedule package adds a single attribute:
— external scheduler name.
The following additional action is supported by the enhanced jurisdiction:
— apply operation to membership.

8.2.6 Scheduled policy managed object

The scheduled policy is a management support object which, for management purposes (and in accordance with CCITT
Rec. 701 | ISO/IEC 10040), represents the functional aspects of a policy subject to scheduling. To allow management
access to policy semantics (transparent policies) sub-classing is necessary.

A scheduled policy is derived from the policy managed object class, and is characterized by the addition of a mandatory
package:

—  duty schedule package.

The attributes of the duty schedule package are specified in ITU-T Rec. X.746 | ISO/IEC 10164-15:
— external scheduler name.
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8.2.7 Palicy violation log record managed object
The policy violation log record managed object records a report of a policy violation.

A scheduled policy is derived from the event log record managed object class, and is characterized by the addition of a
mandatory package:

—  policy violation log record package.

The additional attributes of the policy violation log record package are:
—  violator name;
—  violated policy.

8.2.8 Value assertion policy managed object

The value assertion policy managed object class is derived from the policy class. It is based on the use of value assertions
to specify rules. This clause defines:

— the structure and semantics of rules from which policies of this class are composed;
— the semantics of combining rules;
— the nature of conflict violation with respect to a policy of this class.

8.2.8.1 Assertion

An assertion may be one of the following four types:

a) (value) assertions specifying which operations may be performed on a managed object and the allowed
parameter values for such operations;

b) (value) assertions specifying values of attributes within a managed object;
c) (value) assertions specifying parameter values in notifications emitted by a managed object;
d) (value) assertions specifying parameter values in replies to operations performed on a managed object.

Every assertion is thus a boolean expression which evaluates tw false.

A value assertion is specified in terms of a pair consisting of an identifier identifying the information whose value is to be
tested, followed by a value to be used in performing the test, in the same form as the attribute value assertions defined for
use in a CMIS filter.

To specify identifiers of asserted values, the following object identifier values are allocated in Annex A:

MDMPMF.operationType Used to identify assertions on the value of an operation; the possible values
are the values of the OPERATION MACRO as specified in CMIP
[INTEGER (0..10)]

— MDMPMF.errorType Used to identify assertions on the value of an error; the possible values are
the values of the ERROR MACRO as specified in CMIP [INTEGER
(0..23)]

— MDMPMF.notificationType  Used to identify assertions on the value of a notification type. The possible
values are the object identifier values registered for the notification
template.

— MDMPMF.actionType Used to identify assertions on the value of an action type. The possible
values are the object identifier values registered for the action template.

— MDMPMF.eventinfo Used to identify assertions on the value of the content of the event info.
Possible values are of the types defined for the relevant info.

— MDMPMF.eventReply Used to identify assertions on the value of the content of the event reply.
Possible values are of the types defined for the relevant reply.

— MDMPMF.actionInfo Used to identify assertions on the value of the content of the action info.
Possible values are of the types defined for the relevant info.

— MDMPMF.actionReply Used to identify assertions on the value of the content of the action reply.
Possible values are of the types defined for the relevant reply.
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All of the above should be treated as attribute value assertions with MATCHES FOR EQUALITY only.

In addition, attribute value assertions are specified in the usual form, applying both to attribute oriented operations and
notifications (using the WITH ATTRIBUTE ID construct). Assertions on other items of information, contained in either
event replies, action info, and action replies can be achieved if the information is properly registered by use of a
PARAMETER template.

A policy is constructed from value assertions in the same way as filters are constructed from Attribute Value Assertions
(AVA), using the and, the or, and the not operators to combine nested policies. See CCITT Rec. X.720 |
ISO/IEC 10165-1, 5.4, for details.

8.2.8.2 Evaluation of assertions

Management policy include, but are not limited to, the following types: management policy of authorization and
management policy of obligation. Management policies of authorization state what may be done. Management policies of
obligation state what shall be done.

An assertion about a managed object may be either true or false at any moment. The truth of an assertion may change as a
result of a change in state of the managed object or its attributes, the emission of a notification or a reply to a
management operation. These changes might result from an event or from a state change in the real resource represented
by the managed object, or as a side effect of some management operation on the managed object.

Constraints are logical statements about the operations and the parameters of operations that can be performed on

managed objects. An operation shall not be applied to a managed object when that operation would violate any constraint

applying to that managed object.
NOTE 1 — A policy may reference things such as managed object classes, managed object instances, attributes, sets of attributes,
AE-titles, and management users.

Some assertions may only require evaluation in specific circumstances. For example, assertions of types (@), (c) and (d)
need only be evaluated when operations are invoked on the managed object, when a notification is emitted or when the
reply to an operation is produced. Assertions of type (b) may need evaluation at other times.

NOTE 2 — Assertions, or logical terms within the AVAs that constitute them, evaluate twwhen the attributes they refer to do
not exist.

8.2.8.3 Policy violation

A policy violation occurs when the policy evaluates to false. No policy violation is possible for a policy containing zero
rules.

An agent may prevent policy violation resulting from falsification of rules of type (a) by rejecting an operation that would
cause such arule to evaluate to false. An attempt by a manager to perform an operation which would cause atype (a) rule
to evaluate to false does not congtitute a policy violation if that operation is rejected. This does not preclude the
possibility of a notification being emitted to report the event.

In general, an agent may not be able to prevent violation of rules of types (b), (¢) and (d). An agent may reject an
operation where it can determine that this would violate a rule. For example, a rule of class (b) may specify that an
attribute in a managed object must have a specific value. The agent may reject a SET operation which attempts to change
the value of the attribute. Provided the rule still evaluates to true, no policy violation occurs. If the value of the attribute
changes to reflect some change in the resource, then a policy violation does occur.

8.2.84 Management of value assertion policies

Since rules are boolean expressions, they may be combined with the basic logical operators. and, or, not. A policy
composed of such rulesistherefore alogical expression which evaluates to true or false.

A policy containing no rules always evaluates to true.

Any ordering in the actual evauation of rules (e.g. for optimization purposes) is an implementation issue.

8.3 Notifications

831 Palicy violation notification

The policy violation notification is used to report the detection of the violation of ajurisdiction’s policy by a member of
that jurisdiction’s domain. In order to simplify notification and event report filtering, this notification has only two
parameters: the name of the violated policy and the name of the object in violation of the policy.
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8.4 Actions

The following action types are defined within this Recommendation | International Standard:
— list membership;
— list direct membership;
—  verify membership status;
— apply operation to membership;
— determine violation status.

A managed object class definition must describe any aspects of the processing of these operations that are specific to tha
class.

8.4.1 Action information for thelist member ship action

The list membership action has no parameters. The action reply contains two parameters. The membership list parameter
is a set of names of managed object instances. All objects identified in this set of names must be members of the relevant
domain. The list completeness parameter reports whether the membership list parameter is known to be a complete list, is
known to be an incomplete list, or if the completeness of the membership list is not known.

84.2 Action information for the determine violation status action

The determine violation status action has a single parameter, the name of a managed object whose violation status is of
interest. The action reply contains two parameters: the name of the managed object whose violation status was requested
and the results of the attempt to determine the violation status of that object.

8.4.3 Action information for the verify membership action

The verify membership action has a single parameter, the name of a managed object whose membership status is of
interest. The action reply contains two parameters: the name of the managed object whose violation status was requested
and the results of the attempt to determine the membership status of that object.

8.4.4 Action information for thelist direct member ship action

The list direct membership action has no parameters. The action reply contains a single parameter, the direct membership
list, a set of names of managed object instances which are direct members.

8.4.5 Action information for the apply operation to member ship action

The apply operation to membership action has a single parameter, which describes the operation to be applied to the
membership of the object receiving this action. The action reply contains a single parameter, the set of results of the
application of the operation provided in the operation template parameter to the membership. Note that multiple replies

may be necessary to convey all the results of this operation.

8.5 Attributes

85.1 Administrative aspect identifier

The administrative aspect identifier is the distinguishing attribute of an administrative aspect object. This attribute’s value
must be established when the object is created, and cannot be modified during the lifetime of the object.

8.5.2 Administrative aspect pointer

The administrative aspect pointer attribute represents the relationship between an object and its administrative aspects.

8.5.3 Administrative authority

The administrative authority attribute’s value provides a description of an administrative authority.

854 Administrative contact infor mation

The administrative contact information attribute’s value provides contact information.

8.5.5 Administrative owner

The value of the administrative owner attribute provides ownership information.
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856 Administrative specifier

The value of the administrative specifier attribute identifies the entity responsible for the specification of a domain,
policy, or jurisdiction.

857 Assertion
The assertion attribute represents a boolean expression for the purposes of determining policy violation.
858 Creation time

The creation time attribute records the time of an object’s creation. Its value is established when the object is created, and
cannot be modified.

8.5.9 Domain identifier

The domain identifier is the distinguishing attribute for a domain. Its value is established when the object is created, and
cannot be modified.

85.10 Domain pointer

The domain pointer attribute identifies an object in the domain role in a jurisdiction relationship. Its value must be
established when the jurisdiction is created, and cannot be modified.

8.5.11 Indirect membership specifier list

The indirect membership specifier list is a set-valued attribute whose value identifies objects whose membership should
be included in an object’ s set of indirect members.

85.12 Jurisdiction identifier

The jurisdiction identifier serves as the distinguishing attribute for a jurisdiction. Its value must be established when the
jurisdiction is created, and cannot be modified.

85.13 Last updatetime

The last update time attribute records the time of the most recent modification of an object, where what constitutes a
modification is recorded in the class definition. This attribute is always read-only.

85.14 Member selection filter

The member selection filter attribute represents constraints on membership. It takes the form of a CMISfilter expression.
8515 Member selection list

The member selection list is a set-valued attribute representing the names of managed objects that are of interest.

8.5.16  Policy identifier

The policy identifier attribute serves as the distinguishing attribute of a policy. Its value must be established at the time
the object instance is created, and cannot be modified.

85.17  Policy pointer

The policy pointer attribute identifies an object in the policy role of a jurisdiction. The value of the attribute must be
established when the jurisdiction is created, and cannot be modified.

8.5.18 Version identifier

The version identifier attribute’ s value identifies the version of an object.
8.5.19 Violated policy

The violated policy attribute identifies a policy which has been violated.

8.5.20 Violator name

The violator name attribute identifies an object which has violated a policy.
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8.6 Parameters

The apply operation action has a parameter, timeout error, which may be used in the action reply when a timeout error
occurs.

8.7 Name bindings

8.7.1 Domain to system

The domain to system name binding supports the naming of domains with respect to a system object.

8.7.2 Policy to system
The policy to system name binding supports the naming of policies with respect to a system object.

8.7.3 Jurisdiction to system

Thejurisdiction to system name binding supports the naming of jurisdictions with respect to a system object.

8.7.4 Administrative aspect to system

The administrative aspect to system name binding supports the naming of administrative aspects with respect to a system
object.

9 Service definition

This clause defines the services provided by this function for the management of domains, policies, jurisdictions, and
administrative aspects. This Recommendation | International Standard uses:

— the object creation reporting service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;
— the object deletion reporting service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;
— the PT-ACTION service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;

— the PT-CREATE service defined in CCITT Rec. X.730 | ISO/IEC 10164-1,

— the PT-DELETE service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;

— the PT-EVENT service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;

— the PT-GET service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;

— the PT-SET service defined in CCITT Rec. X.730 | ISO/IEC 10164-1;

— the state change reporting service defined in CCITT Rec. X.731 | ISO/IEC 10164-2.

In addition to the above services the management domain and management policy management function supports the
following services:

— direct membership listing service;

— membership listing service;

— membership status verification service;
— operation application service;

—  policy violation notification service;

— violation status determination service.

9.1 Direct member ship listing service

The direct membership listing service allows a manager to request that an open system (the managed system) determine
the direct membership of a domain or jurisdiction. Table 1 lists the parameters for this service.
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Table 1 — Direct membership listing service parameters

Parameter Name

Reg/Ind

Rsp/Conf

Invoke Identifier

P

Linked Identifier

Mode

P

Base object class

Base object instance

Scope

Filter

Managed object class

Managed object instance

Access Control

Synchronization

Current time

List membership reply

...Completeness

...Membership

Errors

p
C
M

M

C

The direct membership listing service uses the parameters defined in clause 8 in addition to the genera M-ACTION

service parameters defined in CCITT Rec. X.710 and 1SO/IEC 9595.

The list membership reply parameter shall be present in a positive response, otherwise the Errors parameter shall be

present.

9.2 Member ship listing service

The membership listing service allows a manager to request that an open system (the managed system) determine the
membership of adomain or jurisdiction. Table 2 lists the parameters for this service.

Table 2 — Membership listing service parameters

Parameter Name

Reqg/Ind

Rsp/Conf

Invoke ldentifier

P

Linked Identifier

Mode

P

Base object class

Base object instance

Scope

Filter

Managed object class

Managed object instance

Access Control

Synchronization

Current time

List membership reply

...Completeness

...Membership

Errors

p
C
M

M

C
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The membership listing service uses the parameters defined in clause 8 in addition to the general M-ACTION service
parameters defined in CCITT Rec. X.710 and | SO/IEC 9595.

The list membership reply parameter shall be present in a positive response, otherwise the Errors parameter shall be
present.

9.3 Member ship status verification service

The membership status verification service allows a manager to request that another open system (the managed system)
attempt to determine whether a given object is a member of a given jurisdiction or domain. Table 3 lists the parameters
for this service.

Table 3 — Membership status verification service parameters

Parameter Name

Reg/Ind

Rsp/Conf

Invoke Identifier

P

P

Linked Identifier

P

Mode

P

Base object class P -

Base object instance P -

Scope P -
Filter P -

Managed object class -

Managed object instance - P

Access Control P -

Synchronization P -

Verify membership request M -

Current time -

Verify membership reply -

p
C
...Object name - M
M

...Membership status -

Errors - C

The membership status verification service uses the parameters defined in clause 8 in addition to the general M-ACTION
service parameters defined in CCITT Rec. X.710 | ISO/IEC 9595.

The membership status verification reply parameter shall be present in a positive response, otherwise the Errors
parameter shall be present.

9.4 Operation application service

The operation application service allows a manager to request that another open system (the managed system) attempt to
perform an operation on all members of ajurisdiction. Table 4 lists the parameters for this service.
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Table 4 — Operation application service parameters

Parameter Name Reg/Ind Rsp/Conf
Invoke Identifier P P
Linked Identifier - P
Mode P -
Base object class P -
Base object instance P -
Scope P -
Filter P -
Managed object class - P

Managed object instance -

Access Control P -

Synchronization P -

Apply operation to membership request M -

Apply operation to membership reply - C

Timeout error - C

Errors - C

The operation application service uses the parameters defined in clause 8 in addition to the general M-ACTION service
parameters defined in CCITT Rec. X.710 and |SO/IEC 9595.

The operation application reply parameter shall be present in a positive response, otherwise the Errors parameter shall be
present.

9.5 Palicy violation notification service

The policy violation natification service allows one open system (the managed system) to report the detection of a policy
violation. Table 5 lists the parameters for this service.

Table 5 — Policy violation notification service parameters

Parameter Name Reqg/Ind Rsp/Conf

Invoke Identifier P P
Mode P -
Managed object class -

Managed object instance -

Event time P -
Violated policy M -
Violator name M -

The policy violation notification service uses the parameters defined in clause 8 in addition to the general M-EVENT-
REPORT service parameters defined in CCITT Rec. X.710 and ISO/IEC 9595.

9.6 Violation status deter mination service

The violation status determination service allows a manager to request that an open system (the managed system) attempt
to determine the violation status of an object. Table 6 lists the parameters for this service.
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Table 6 — Violation status determination service parameters

Parameter Name

Reg/Ind

Rsp/Conf

Invoke Identifier

P

P

Linked Identifier

P

Mode

P

Base object class P -

Base object instance P -

Scope P -
Filter P -

Managed object class - P

Managed object instance -

Access Control P -

Synchronization P -

Determine violation status request M -

Determine violation status reply - C

Errors - C

The violation status determination service uses the parameters defined in clause 8 in addition to the genera M-ACTION
service parameters defined in CCITT Rec. X.710 and |SO/IEC 9595.

The violation status determination reply parameter shall be present in a positive response, otherwise the Errors parameter
shall be present.

10 Systems management functional units

This function specifies three functional units: the membership query functional unit, policy violation functional unit, and
the operation functional unit.

The following functional units defined within CCITT Rec. X.730 | ISO/IEC 10164-1 may be negotiated for the purpose
of managing the managed objects defined in this Recommendation | International Standard:

— Control;
—  Monitor; and
—  ObjectEvents.

The following functional unit defined within CCITT Rec. X.731 | ISO/IEC 10164-2 may be negotiated for the purpose of
managing the managed objects defined in this Recommendation | International Standard:

—  State Change Reporting.

10.1 M ember ship query functional unit

The membership query functional unit provides the following services:
— membership listing service;
— direct membership listing service;
— membership verification service.

10.2 Policy violation functional unit

The policy violation functional unit provides the following services:
— violation status determination service;
—  policy violation natification service.
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10.3 Operation functional unit

This functional unit provides the following service:
— apply operation to membership.

11 Pr otocol

111 Elements of procedure
11.1.1  Elementsof procedurefor the direct membership listing service
11.1.1.1 Manager role

11.1.1.1.1 Invocation

The direct membership listing procedures are initiated by the list direct membership primitive. On receipt of a list direct
membership primitive, the SMAPM shall construct an MAPDU and issue a CMIS M-ACTION request service primitive
with parameters derived from the list direct membership primitive. The confirmed mode shall be used.

11.1.1.1.2 Receipt of response

On receipt of a CMIS M-ACTION confirm service primitive containing an MAPDU responding to a list direct
membership operation, the SMAPM shall issue a list direct membership confirmation primitive to the direct membership
listing service user with parameters derived from the CMIS M-ACTION confirm service primitive, thus completing the
direct membership listing procedure.

11.1.1.2 Agentrole

11.1.1.2.1 Receipt of request

On receipt of a CMIS M-ACTION indication service primitive containing an MAPDU requesting the direct membership
listing service, the SMAPM shall, if the MAPDU is well formed, issue a list direct membership listing indication
primitive to the direct membership listing service user with parameters derived from the CMIS M-ACTION indication
service primitive. Otherwise, the SMAPM shall construct an appropriate MAPDU indicating the error, and shall issue a
CMIS M-ACTION response service primitive with an error parameter present.

11.1.1.2.2 Response

The SMAPM shall accept a direct membership listing response primitive and shall construct an MAPDU confirming the
operation and issue a CMIS M-ACTION response service primitive with parameters derived from the direct membership
listing response primitive.

11.1.2  Elementsof procedure for the member ship listing service
11.1.2.1 Manager role

11.1.2.1.1 Invocation

The membership listing procedures are initiated by the list membership primitive. On receipt of a list membership
primitive, the SMAPM shall construct an MAPDU and issue a CMIS M-ACTION request service primitive with
parameters derived from the list membership primitive. The confirmed mode shall be used.

11.1.2.1.2 Receipt of response

On receipt of a CMIS M-ACTION confirm service primitive containing an MAPDU responding to a list membership
operation, the SMAPM shall issue a list membership confirmation primitive to the membership listing service user with
parameters derived from the CMIS M-ACTION confirm service primitive, thus completing the membership listing
procedure.
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11.1.2.2 Agentrole

11.1.2.2.1 Receipt of request

On receipt of aCMIS M-ACTION indication service primitive containing an MAPDU requesting the membership listing
service, the SMAPM shall, if the MAPDU is well formed, issue a list membership listing indication primitive to the
membership listing service user with parameters derived from the CMIS M-ACTION indication service primitive.
Otherwise, the SMAPM shall construct an appropriate MAPDU indicating the error, and shall issue a CMIS M-ACTION
response service primitive with an error parameter present.

11.1.2.2.2 Response

The SMAPM shall accept a membership listing response primitive and shall construct an MAPDU confirming the
operation and issue a CMIS M-ACTION response service primitive with parameters derived from the membership listing
response primitive.

11.1.3 Elementsof procedurefor the member ship status verification service
11.1.3.1 Manager role

11.1.3.1.1 Invocation

The membership status verification procedures are initiated by the verify membership status primitive. On receipt of a
verify membership status primitive, the SMAPM shall construct an MAPDU and issue a CMIS M-ACTION request
service primitive with parameters derived from the verify membership status primitive. The confirmed mode shall be
used.

11.1.3.1.2 Receipt of response

On receipt of a CMIS M-ACTION confirm service primitive containing an MAPDU responding to a verify membership
status operation, the SMAPM shall issue a verify membership status confirmation primitive to the membership status
verification service user with parameters derived from the CMIS M-ACTION confirm service primitive, thus completing
the membership status verification procedure.

11.1.3.2 Agentrole

11.1.3.2.1 Receipt of request

On receipt of a CMIS M-ACTION indication service primitive containing an MAPDU requesting the membership status
verification service, the SMAPM shdll, if the MAPDU is well formed, issue a verify membership status indication
primitive to the membership status verification service user with parameters derived from the CMIS M-ACTION
indication service primitive. Otherwise, the SMAPM shall construct an appropriate MAPDU indicating the error, and
shall issueaCMIS M-ACTION response service primitive with an error parameter present.

11.1.3.2.2 Response

The SMAPM shall accept a membership status verification response primitive and shall construct an MAPDU confirming
the operation and issue a CMIS M-ACTION response service primitive with parameters derived from the membership
status verification response primitive.

11.1.4 Elementsof procedurefor the operation application service
11.1.4.1 Manager role

11.1.4.1.1 Invocation

The operation application procedures are initiated by the apply operation to membership primitive. On receipt of this
primitive, the SMAPM shall construct an MAPDU and issue a CMIS M-ACTION request service primitive with
parameters derived from the apply operation to membership primitive. The confirmed mode shall be used.

11.1.4.1.2 Receipt of response

On receipt of a CMIS M-ACTION confirm service primitive containing an MAPDU responding to an apply operation to
membership operation, the SMAPM shall issue an apply operation to membership confirmation primitive to the operation
application service user with parameters derived from the CMIS M-ACTION confirm service primitive, thus completing
the operation application listing procedure.
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11.1.4.2 Agentrole

11.1.4.2.1 Receipt of request

On receipt of a CMIS M-ACTION indication service primitive containing an MAPDU requesting the operation
application service, the SMAPM shall, if the MAPDU is well formed, issue an apply operation to membership indication
primitive to the operation application service user with parameters derived from the CMIS M-ACTION indication service
primitive. Otherwise, the SMAPM shall construct an appropriate MAPDU indicating the error, and shall issue a CMIS
M-ACTION response service primitive with an error parameter present.

11.1.4.2.2 Response

The SMAPM shall accept an apply operation to membership response primitive and shal construct an MAPDU
confirming the operation and issue a CMIS M-ACTION response service primitive with parameters derived from the
operation application response primitive.

11.1.5 Elementsof procedurefor the policy violation notification service
11.1.5.1 Agentrole

11.1.5.1.1 Invocation

The policy violation notification procedures are initiated by the policy violation notification request primitive. On receipt
of a policy violation notification request primitive, the SMAPM shal construct an MAPDU and issue a CMIS
M-EVENT-REPORT request service primitive with parameters derived from the policy violation notification request
primitive. In the non-confirmed mode, the procedurein 11.1.5.1.2 does not apply.

11.1.5.1.2 Receipt of response

On receipt of a CMIS M-EVENT-REPORT confirm service primitive containing an MAPDU responding to a policy
violation notification, the SMAPM shall issue a policy violation notification confirmation primitive to the policy
violation notification service user with parameters derived from the CMIS M-EVENT-REPORT confirm service
primitive, thus completing the procedure.

11.1.5.2 Manager role

11.1.5.2.1 Receipt of request

On receipt of a CMIS M-EVENT-REPORT indication service primitive containing an MAPDU requesting the policy
violation notification service, the SMAPM shadll, if the MAPDU is well formed, issue a policy violation notification
indication primitive to the policy violation notification service user with parameters derived from the CMIS
M-EVENT-REPORT indication service primitive. Otherwise, the SMAPM shall, in the confirmed mode, construct an
appropriate MAPDU indicating the error, and shall issue a CMIS M-EVENT-REPORT response service primitive with
an error parameter present. In the non-confirmed mode, the procedurein 11.1.5.2.2 does not apply.

11.1.5.2.2 Response

In the confirmed mode, the SMAPM shall accept a policy violation notification response primitive and shall construct an
MAPDU confirming the notification and issue a CMIS M-EVENT-REPORT response service primitive with parameters
derived from the policy violation notification response primitive.

11.1.6 Elementsof procedurefor the violation status determination service
11.1.6.1 Manager role

11.1.6.1.1 Invocation

The violation status determination procedures are initiated by the violation status determination primitive. On receipt of
this primitive, the SMAPM shall construct an MAPDU and issue a CMIS M-ACTION request service primitive with
parameters derived from the violation status determination primitive. The confirmed mode shall be used.

11.1.6.1.2 Receipt of response

On receipt of a CMIS M-ACTION confirm service primitive containing an MAPDU responding to a violation status
determination operation, the SMAPM shall issue a determine violation status confirmation primitive to the operation
application service user with parameters derived from the CMIS M-ACTION confirm service primitive, thus completing
the violation status determination procedure.
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11.1.6.2 Agentrole

11.1.6.2.1 Receipt of request

On receipt of a CMIS M-ACTION indication service primitive containing an MAPDU requesting the violation status
determination service, the SMAPM shall, if the MAPDU iswell formed, issue a violation status determination indication
primitive to the operation application service user with parameters derived from the CMIS M-ACTION indication service
primitive. Otherwise, the SMAPM shall construct an appropriate MAPDU indicating the error, and shall issue a CMIS
M-ACTION response service primitive with an error parameter present.

11.1.6.2.2 Response

The SMAPM shall accept a violation status determination response primitive and shall construct an MAPDU confirming
the operation and issue a CMIS M-ACTION response service primitive with parameters derived from the violation status
determination response primitive.

11.2 Abstract syntax

11.21 Relationships

This Recommendation | International Standard references the following relationships whose ASN.1 value notation is
specified in Annex A.

Table 7 — Mapping between relationship name and label

Relationship name Relationship label

jurisdiction relationship jurisdictionRelationship

administrative aspect relationship administrativeA spectRel ationship

11.2.2 Objects

This Recommendation | International Standard references attributes and packages of attributes, actions and notifications
which can be used to construct object classes to support the management domain function. Annex A defines the following
management domain managed objects:

Table 8 — Mapping between class name and class label

Class name

Class |abel

administrative aspect

value assertion policy

administrativeAspect

domain domain

enhanced jurisdiction enhancedJurisdiction
jurisdiction jurisdiction

policy policy

policy violation log record policyViolationL ogRecord
scheduled policy scheduledPolicy

valueAssertionPolicy
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11.2.3 Packages

This Recommendation | International Standard references the following package definitions whose ASN.1 value notation
is specified in Annex A.

Table 9 — Mapping between package name and package label

Package name

Package label

administrative aspect package
domain package

duty schedule package

jurisdiction package

operation applier package

policy package

policy violation log record package

value assertion policy package

administrativeAspectPackage
domainPackage

dutySchedul ePackage
jurisdictionPackage
operationApplierPackage
policyPackage

policyViolationL ogRecordPackage
valueA ssertionPolicyPackage

Attributes

This Recommendation | International Standard references management attributes whose abstract syntax is specified in
Annex A. The attribute names used in clause 8 are associated with the attribute labels specified in Annex A. For clarity,
these are shown in Table 10.

Table 10 — Mapping between attribute name and attribute label

Attribute name

Attribute label

administrative aspect identifier
administrative aspect pointer
administrative authority
administrative contact information
administrative owner

administrative specifier

indirect membership specifier list
jurisdiction identifier

last update time

member selection filter

member selection list

administrativeAspectld
administrativeA spectPointer
administrativeAuthority
administrativeContactl nformation
administrativeOwner
administrativeSpecifier

assertion assertion
creation time creationTime
domain identifier domainid
domain pointer domainPointer

indirectM embershipSpecifierList
jurisdictionld

lastUpdateTime

memberSel ectionFilter
memberSelectionList

policy identifier policyld

policy pointer policyPointer
version identifier versionldentifier
violated policy violatedPolicy
violator name violatorName
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11.25 Notifications

This Recommendation | International Standard references the following specific notification types, the abstract syntax for

which is specified in Annex A.

Table 11 — Notifications

Notification name

Notification type

policy violation

policyViolation

11.2.6  Actions

This Recommendation | International Standard references the following specific action types, the abstract syntax for

which is specified in Annex A.

Table 12 — Actions

Action name

Action type

apply operation to membership
determine violation status

list direct membership

list membership

verify membership status

applyOperationToMembership
determineViolationStatus
listDirectMembership
listMembership

verifyMembershipStatus

Table 13 identifies the relationship between the parameters of notifications and the corresponding attributes.

Table 13 — Attribute mappings

Parameter

Attribute name

violated policy

violator name

violatedPolicy

violatorName

11.2.7 Name Bindings

This Recommendation | International Standard references the following specific name bindings, the abstract syntax for

which is specified in Annex A.

Table 14 — Name bindings

Name binding name

Name binding label

domain to system name binding

policy to system name binding

administrative aspect to system name binding

jurisdiction to system name binding

administrativeA spect-System
domain-System
jurisdiction-System

policy-System
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11.2.8 Parameters

This Recommendation | International Standard references the following specific parameters, the abstract syntax for which
is specified in Annex A.

Table 15 — Parameters

Parameter name Parameter |abel

timeout error timeoutError

11.3 Negotiation of functional units
This Recommendation | International Standard assigns the following object identifier value:
{joint-iso-itu-t ms(9) function(2) part19(19) functionalUnitPackage(1)}
as a value of the ASN.1 type FunctionalUnitPackage defined in Rec. X.701 | ISO/IEC 10040 for negotiating the
availability of the following functional units:
0  Membership functional unit
1 Policy violation functional unit
2 Operation functional unit

where the numbers identify the bit positions in the BIT STRING assigned to the functional units and the names reference
the functional units as defined in clause 10.

12 Relationships with other functions

The management domain and management policy management function uses the services defined in CCITT Rec. X.731 |
ISO/IEC 10164-2 for the notification of state changes, the services defined in CCITT Rec. X.730 | ISO/IEC 10164-1 for
the creation and deletion of managed objects, and the retrieval of attributes, and the services defined in CCITT
Rec. X.735| ISO/IEC 10164-6 for log records.

Control of event reporting for the policy violation notification service is provided by mechanisms specified in CCITT
Rec. X.734 | ISO/IEC 10164-5. The policy violation notification service may exist independently of the control
mechanisms of CCITT Rec. X.734 | ISO/IEC 10164-5.

13 Conformance

Implementations claiming to conform to this Recommendation | International Standard shall comply with the
conformance requirements as defined in the following subclauses.

13.1 Static conformance

The implementation shall conform to the requirements of this Recommendation | International Standard in the manager
role, the agent role, or both roles. A claim of conformance to at least one role shall be made in Table B.1. If aclaim of
conformance is made for support in the manager role, the implementation shall support at least one of the attributes,
notifications, actions, or managed objects described in Table B.2. A claim of conformance in the manager role requires
the support of at least one management operation or notification as specified by those management definitions.

If a claim of conformance is made for support in the agent role, the implementation shall support at least one of the
attributes, actions, or managed objects described in Table B.3. A claim of conformance in the agent role requires the
support of all the mandatory operations and mandatory notifications specified by those management definitions.

The implementation shall support the transfer syntax derived from the encoding rules specified in CCITT Rec. X.209 and
I SO/IEC 8825 named {joint-iso-itu-t asn1(1) basicEncoding(1)}for the abstract data types referenced by the definitions
for which support is claimed.
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13.2 Dynamic conformance

Implementations claiming to conform to this Recommendation | International Standard shall support the elements of
procedure and definitions of semantics corresponding to the definitions for which support is claimed.

133 M anagement implementation confor mance statement requirements

Any MCS proforma, MICS proforma, MOCS proforma, and MRCS proforma which conforms to this Recommendation |
International Standard shall be technically identical to the proformas specified in Annexes B, C, D and E preserving table
numbering and the index numbers of items, and differing only in pagination and page headers.

The supplier of an implementation which is claimed to conform to this Recommendation | International Standard shall
complete a copy of the Management Conformance Summary (MCS) provided in Annex A as part of the conformance
reguirements together with any other ICS proformas referenced as applicable from that MCS. An ICS which conforms to
this Recommendation | International Standard shall:

— describe an implementation which conforms to this Recommendation | International Standard;

— have been completed in accordance with the instructions for completion given in ITU-T Rec. X.724 |
ISO/IEC 10165-6;

— include the information necessary to uniquely identify both the supplier and the implementation.
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Annex A

Definition of management information
(Thisannex forms an integral part of this Recommendation | International Standard)

Al Allocation of object identifiers

This Recommendation | International Standard all ocates the following object identifiers:
MDMPMF { joint-iso-itu-t ms(9) function(2) part19(19) asn1Module(2) 1}
DEFINITIONS::= BEGIN

mdmpmfFunctionalUnitPackage OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) functionalUnitPackage(1)}

mdmpmfM anagedObject OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) managedObject(3) }

mdmpmfPackage OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) package(4) }

mdmpmfParameter OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) parameter (5) }

mdmpmfNameBinding OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) nameBinding(6) }

mdmpmfAttribute OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) attribute(7) }

mdmpmfAction OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) action(8) }

mdmpmfNotification OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) notification(10) }

mdmpmfRelationship OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) relationship (11) }

mdmpmfRelationshipM apping OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) relationshipM apping(12) }

-- The following arcs support the defined policy classes.

assertedValuel dentifier OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13) }

operationType OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
operationType(1) }

errorType OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
errorType(2) }

notificationType OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
notificationType(3) }

actionType OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
actionType(4) }

eventinfo OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
eventInfo(5) }

eventReply OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
eventReply(6) }
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actioninfo OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
actionInfo(7) }

actionReply OBJECT IDENTIFIER ::=
{ joint-iso-itu-t ms(9) function(2) part19(19) assertedValuel dentifier (13)
actionReply(8) }

OneToOne::=INTEGER (1.. 1)
END

A.2 Definition of relationship classes
This Recommendation | International Standard defines the following relationship classes:

jurisdictionRelationship RELATIONSHIP CLASS
BEHAVIOUR jurisdictionRelationshipBehaviour
BEHAVIOUR DEFINED AS
" Thisrelationship isthe management view of a jurisdiction and identifiestwo roles: policy and domain.

A jurisdiction iscreated by an ESTABLISH operation and deleted with a TERMINATE operation.The
policy and domain of the jurisdiction are set when therelationship is established and cannot be modified
without terminating the relationship.”

ROLE policyRole
COMPATIBLE-WITH policy
PERMITTED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne
REQUIRED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne
ROLE domainRole
COMPATIBLE-WITH domain
PERMITTED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne
REQUIRED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne

REGI S"I'ERED AS{ MDMPMF.mdmpmfRelationship 1};

administrativeAspectRelationship RELATIONSHIP CLASS
BEHAVIOUR administrativeAspectRelationshipBehaviour
BEHAVIOUR DEFINED AS
"Thisrelationship isthe management view of an administrative aspect relationship and identifieswo
roles: administrative aspect and administered object.

An administrative aspect relationship is created by an ESTABLISH operation and deleted with a
TERMINATE operation. The administrative aspect and administered object of the administrative
aspect relationship are set when the relationship is established and cannot be modified without
terminating the relationship."

ROLE administrativeAspectRole
COMPATIBLE-WITH administrativeAspect
PERMITTED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne
REQUIRED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne

ROLE administeredObjectRole
COMPATIBLE-WITH "CCITT Rec. X.721 | 1 SO/IEC 10165-2" :top
PERMITTED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.OneToOne
REQUIRED-ROLE-CARDINALITY-CONSTRAINT MDMPMF.On€eToOne
PERMITTED-RELATIONSHIP-CARDINALITY-CONSTRAINT MDMPMF.OneToOne

REGISTERED AS{ MDMPMF.mdmpmfRelationship 2};

A.3 Definition of managed object classes
This Recommendation | International Standard defines the following managed object classes:

policy MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 | I SO/IEC 10165-2" :top;
CHARACTERIZED BY policyPackage
PACKAGE
BEHAVIOUR policyPackageBehaviour
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BEHAVIOUR DEFINED AS
" See definition of (systems management) policy in PDAM 2/SM O

An object creation notification is emitted when an instance of thisclassis created.An
object deletion notification isemitted when an instance of thisclassisdeleted. A state
change notification is emitted when the administrative or operational state changes.

The determineviolation status action is used to determine whether an object instance,
named as a parameter of the action, isin violation of this policy.If the policy’ soperational
stateisdisabled, or if the policy’sadministrative state is not unlocked, or ifthe availability
statusincludes the off-duty status value, the violation status action response will indicate
that no violation has been detected. Otherwise, the action response returnstheresult of
evaluating thispolicy to determine the object’sviolation status, returning an indication of
violation, non-violation, or unknown status.

The administrative aspect pointer providesthe name of any related object in the

administrative aspect role."

ATTRIBUTES

policyld
"CCITT Rec. X.721 | 1SO/IEC 10165-2"

"CCITT Rec. X.721|1SO/IEC 10165-2"
"CCITT Rec. X.721 | 1SO/IEC 10165-2"

administr ativeAspectPointer
ATTRIBUTE GROUPS

"CCITT Rec. X.721 | 1SO/IEC 10165-2"
ACTIONS

determineViolationStatus;
NOTIFICATIONS

"CCITT Rec. X.721 | ISO/IEC 10165-2"

"CCITT Rec. X.721 | 1SO/IEC 10165-2"

"CCITT Rec. X.721 | 1SO/IEC 10165-2"

GET SET-BY-CREATE NO-MODIFY,

:administrativeState

GET-REPLACE,

:oper ational State

GET,

:availabilityStatus

GET,
GET-REPLACE;

‘state;

:stateChange
:stateChange,65-2" :objectCreation,
:objectDeletion;

)

REGISTERED AS{ MDMPMF.mdmpmfManagedObject 1};

scheduledPolicy MANAGED OBJECT CLASS
DERIVED FROM policy;
CHARACTERIZED BY dutySchedulePackage
PACKAGE
BEHAVIOUR dutyScheduleBehaviour
BEHAVIOUR DEFINED AS

"Thisobject’savailability statusis affected by the external scheduler referenced by its
external scheduler attribute. Thisscheduler controlswhether the availability status
attributeincludesthe off-duty status value.
When off-duty, this object will not evaluate any object asbeing in violation of itspalicy.”

1

ATTRIBUTES
"ITU-T Rec. X.746 | ISO/IEC 10164-15" :exter nal Scheduler Name
GET-REPLACE;

REGISTERED AS{ MDMPMF.mdmpmfManagedObject 2 };

jurisdiction MANAGED OBJECT CLASS
DERIVED FROM
"|TU-T Rec. X.725 (1995) | 1SO/IEC 10165-7: 1996" : genericRelationshipObject;
CHARACTERIZED BY jurisdictionPackage
PACKAGE
BEHAVIOUR jurisdictionBehaviour
BEHAVIOUR DEFINED AS
" See definition of jurisdiction in PDAM2/SMO.

An objectCreation natification is emitted when an instance of thisclassis created.An
objectDeletion notification isemitted when an instance of thisclassisdeleted. A
stateChange notification is emitted when the operational or administrative state changes.
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Thelist member ship action is used to obtain a best-effortslisting of the member ship of
this object’sdomain. The verify member ship statusaction is used to determine whether a
given object instanceisin theset of members of thisobject’s domain. The determine
violation status action is used to deter mine whether a given object isin the set of members
of thisobject’sdomain, and, if it is, whether it isin violation of this object’s policy.

If this object’s operational stateisdisabled, a processing failurewill be returned.If the
requested object isnot among the members of this object’sdomain, or if the member ship
status cannot be determined, the action reply will indicate thisfact. Otherwisg, if this
object’sadministrative stateislocked or if its operational stateisdisabled or if its
availability statusincludes the off-duty status, the result will indicate that no policy
violation has been detected. Otherwise, the policy will be consulted, possibly resulting in
the detection of a policy violation. Theresult of the policy evaluation isreturned in the

action reply.

When a policy violation is detected, a policy violation notification shall be emitted to
report thedetected violation. A policy violation notification shall not be emitted unlessa
policy violation has been detected. Subclasses may specify additional circumstances under
which policy violations ar e detected.

The administrative aspect pointer providesthe name of an object fulfilling the
administrative aspect role. The value of this attribute has no effect on the operation of this

object."

ATTRIBUTES
jurisdictionld
domainPointer
policyPointer

"CCITT Rec. X.721|1SO/IEC 10165-2"
"CCITT Rec. X.721 | 1SO/IEC 10165-2"

"CCITT Rec. X.721 | 1SO/IEC 10165-2"

administr ativeAspectPointer
ATTRIBUTE GROUPS

"CCITT Rec. X.721|1SO/IEC 10165-2"

ACTIONS
listM ember ship,
determineViolationStatus,
verifyMember shipStatus;
NOTIFICATIONS

"CCITT Rec. X.721 | 1SO/IEC 10165-2"
"CCITT Rec. X.721 | 1SO/IEC 10165-2"
"CCITT Rec. X.721 | 1SO/IEC 10165-2"

policyViolation;

)

REGISTERED AS{ MDMPMF.mdmpmfManagedObject 3};

enhancedJurisdiction MANAGED OBJECT CLASS
DERIVED FROM jurisdiction;

GET SET-BY-CREATE NO-MODIFY,
GET SET-BY-CREATE,
GET SET-BY-CREATE,

:administrativeState

GET-REPLACE,

:oper ational State

GET,

:availabilityStatus

GET,
GET-REPLACE;

‘state;

:stateChange,
:objectCreation,
:objectDeletion,

CHARACTERIZED BY dutySchedulePackage, oper ationApplier Package

PACKAGE

BEHAVIOUR operationApplier Behaviour
BEHAVIOUR DEFINED AS

"1f this object’s operational stateisdisabled, or if itsadministrative stateislocked, or if
its availability statusincludesthe off-duty status value, the receipt of an apply operation
to member ship action resultsin an error response.

Otherwise, receipt of the applyOperationT oM ember ship action causes it to assess each
member of itsdomain for policy violation.For all policy violations detected, a policy
violation notification is emitted. For all members of the domain for which policy violations
arenot detected, the operation is applied. The action result includes, for each member
object, the outcome of the policy violation assessment and any results from the operation if

applied.”

1

ACTIONS
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applyOperationT oM ember ship;

)

REGISTERED AS{ MDMPMF.mdmpmfM anagedObject 4 };

domain MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 | | SO/IEC 10165-2" :top;
CHARACTERIZED BY domainPackage
PACKAGE
BEHAVIOUR domainBehaviour
BEHAVIOUR DEFINED AS

" This object allows specification of a set of members. This set isthe union of this object’s
direct membersand itsindirect members.The set of indirect membersistheunion of the
sets of member s specified by the objects named in the indirect member ship specifier list.

The set of direct membersistheintersection of the set of objects named in the member
selection list with the set of objectsfor which the expression in the member selection filter
evaluatesto true. An empty member selection filter always evaluatesto true; an empty
member selection list is equivalent to specifying the set of all managed objects.|f the
member selection filter has a value which always evaluatesto false, the set of direct
membersis empty.

Theverify member ship status action request isevaluated on a best-effort basis, returning
aresult indicating whether the object for which member ship status wasrequested was a
member, was not a member, or could not be deter mined.

Thelist member ship action requests a best-effort deter mination of which object instances
are member s of thisdomain. The response containsthe resulting list.

Thelist direct member ship action requests a best effort determination of whichobject
instances are direct member s of thisdomain.The response containsthe resulting list.

An object creation notification isemitted when an instance of this classis created.
An object deletion notification is emitted when an instance of thisclassis deleted.

The administrative aspect pointer providesthe name of any related object in the
administrative aspect role."

1

ATTRIBUTES

domainld GET SET-BY-CREATE NO-MODIFY,
member SelectionList GET ADD-REMOVE,
member SelectionFilter GET-REPLACE,
indirectM ember shipSpecifierLiss GET ADD-REMOVE,
administrativeAspectPointer GET-REPLACE;
ACTIONS
listDir ectM ember ship,
listM ember ship,

verifyM ember shipStatus;

NOTIFICATIONS
"CCITT Rec. X.721|1SO/IEC 10165-2" :objectCreation,
"CCITT Rec. X.721 | 1SO/IEC 10165-2" :0bjectDeletion;

l

REGISTERED AS{ MDMPMF.mdmpmfManagedObject 5 };

administrativeAspect MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 | | SO/IEC 10165-2" :top;
CHARACTERIZED BY administrativeAspectPackage
PACKAGE
BEHAVIOUR administrativeAspectBehaviour
BEHAVIOUR DEFINED AS

" An instance of this class providesinformation describing administrative aspects of an
object related toit.

The administrative authority attribute describes the administrative authority responsible
for therelated object.

The administrative contact information attribute describesthe administrative contact
associated with therelated object.

The administrative owner attribute describesthe owner of therelated object.
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The administrative specifier attribute describes the specifier of therelated object, and
must be provided when an instance of thisclassis created.

The creation time attribute records the time at which this object was created.

Thelast update time attribute records the most recent time any of itsadministrative
authority, administrative contact infor mation, administrative owner, or version identifier
attributeswas modified. Theinitial value of thelast update time attributeisthe object’s
time of creation.

The version identifier attribute providesversion identification information for this object
instance.

Thevalues of thisobject’s attributes do not affect the operation of therelated object
whose administrative aspectsit describes.

An object creation notification is emitted when an instance of thisclassis created.An
object deletion notification isemitted when an instance of thisclassisdeleted.”

ATTRIBUTES

administrativeAspectid GET SET-BY-CREATE NO-MODIFY,
administrativeAuthority GET-REPLACE,
administrativeContactlnformation GET-REPLACE,

administrativeOwner GET-REPLACE,
administrativeSpecifier GET SET-BY-CREATE,

creationTime GET NO-MODIFY,

lastUpdateTime GET NO-MODIFY,

versionldentifier GET-REPLACE;

NOTIFICATIONS
"CCITT Rec. X.721 | 1SO/IEC 10165-2" :objectCreation,
"CCITT Rec. X.721 | 1SO/IEC 10165-2" :objectDeletion;

REGISTERED AS{ MDM PMF.mdmpmfManagedObject 6 };

policyViolationL ogRecord MANAGED OBJECT CLASS
DERIVED FROM "CCITT Rec. X.721 | | SO/IEC 10165-2" :eventL ogRecord;
CHARACTERIZED BY policyViolationL ogRecor dPackage
PACKAGE
BEHAVIOUR policyViolationL ogRecor dBehaviour
BEHAVIOUR DEFINED AS
"Thislog record recordsthereceipt of a policy violation natification.

n
l

ATTRIBUTES

violator Name GET,
violatedPolicy GET;

REGISTERED AS{ MDMPMF.mdmpmfManagedObject 7 };

valueAssertionPolicy MANAGED OBJECT CLASS
DERIVED FROM policy;
CHARACTERIZED BY valueAsertionPolicyPackage
PACKAGE
BEHAVIOUR valueAssertionPolicyBehaviour
BEHAVIOUR DEFINED AS

"This object class supportsthe ability to use value assertions specified like CM I Sfilters
to determine the palicy.

Thevalue of the policy isencapsulated in the assertion attribute, and the semantics of
specifying a policy in this mannner is described in the behaviour of the assertion
attribute.”

ATTRIBUTES
assertion GET-REPLACE;

REGI S"I'ERED AS{ MDMPMF.mdmpmfM anagedObject 8};
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A4 Definition of relationship mappings
This Recommendation | International Standard defines the following relationship mappings:

jurisdictionRelationshipM apping RELATIONSHIP MAPPING
RELATIONSHIP CLASSjurisdictionRelationship;
BEHAVIOUR domainRelationshipM appingBehaviour
BEHAVIOUR DEFINED AS

"Thisisamapping of thejurisdiction relationship class. A jurisdiction isarelationship object that binds
asingle policy and a single domain. The existence of the jurisdiction isdirectly related to the existence of
therelationship object. The policy of thejurisdiction is set at creation time of the relationship object and
cannot be modified during thelifetime of therelationship object. The domain is set at the creation time
of therelationship object and cannot be modified during thelifetime of that object.”

RELATIONSHIP OBJECT jurisdiction;
ROLE policyRole RELATED-CLASSES policy
REPRESENTED-BY RELATIONSHIP-OBJECT-USING-POINTER palicyPointer,
ROLE domainRole RELATED-CLASSES domain
REPRESENTED-BY RELATIONSHIP-OBJECT-USING-POINTER domainPointer;
OPERATIONS MAPPING
ESTABLISH MAPS-TO-OPERATION CREATE OF RELATIONSHIP OBJECT,
TERMINATE MAPS-TO-OPERATION DELETE OF RELATIONSHIP OBJECT;
REGISTERED AS{ MDMPMF.mdmpmfRelationshipMapping 1 };

administrativeAspectRelationshipM apping RELATIONSHIP MAPPING
RELATIONSHIP CLASS administrativeAspectRelationship;
BEHAVIOUR administrativeAspectRelationshipM appingBehaviour
BEHAVIOUR DEFINED AS

" Thisisamapping of the administrative aspect relationship class. Therelationship isrepresented by a
relationship pointer, pointing from the administer ed object to the adminstr ative aspect object. The
administered object roleisnot represented by any relationship representation, so there are no means of
inferring which administered objects are actually administered by the same administr ative aspect
object."

ROLE administrativeAspectRoleREL ATED-CL ASSES administr ativeAspect
REPRESENTED-BY ATTRIBUTE administrativeAspectPointer,

ROLE administeredObjectRole RELATED-CL ASSES domain, jurisdiction, policy;

OPERATIONS MAPPING
ESTABLISH MAPS-TO-OPERATION ADD administrativeAspectPointer OF administeredObjectRole,
TERMINATE MAPS-TO-OPERATION REMOVE administrativeAspectPointer OF

administeredObjectRole;
REGISTERED AS{ MDMPMF.mdmpmfRelationshipMapping 2 };

A5 Definition of attributes
This Recommendation | International Standard defines the following attributes:

administrativeAspectld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.SimpleNameT ype;
MATCHESFOR EQUALITY;
BEHAVIOUR administrativeAspect| dBehaviour
BEHAVIOUR DEFINED AS
"Thisisthedistinguishing attribute of an administrative aspect object.";;
REGISTERED AS{ MDMPMF.mdmpmfAttribute1};

administrativeAspectPointer ATTRIBUTE
DERIVED FROM
"|TU-T Rec. X.725 (1995) | 1 SO/IEC 10165-7:1996" : participantPointer;
BEHAVIOUR administrativeAspectPointer Behaviour
BEHAVIOUR DEFINED AS
"Thisattributerepresentsthe relationship between an object and its administrative aspects." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 2 };

administrativeAuthority ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.l nformationString;
BEHAVIOUR administrativeAuthorityBehaviour
BEHAVIOUR DEFINED AS
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"Thisattribute provides a description of an administrative authority." ;;
REGISTERED AS{ MDMPM F.mdmpmfAttribute 3}

administrativeContactlnformation ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1Module.lnformationString;
BEHAVIOUR administrativeContact! nfor mationBehaviour
BEHAVIOUR DEFINED AS
" Thisattribute provides contact information." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute4};

administrativeOwner ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.l nfor mationString;
BEHAVIOUR administrativeOwner Behaviour
BEHAVIOUR DEFINED AS
"Thisattribute provides owner ship information." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute5};

administrativeSpecifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.l nformationString;
BEHAVIOUR administrativeSpecifier Behaviour
BEHAVIOUR DEFINED AS
"Thisattribute provides a description of an administrative specifier." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 6 };

assertion ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1Module.CM I SFilter;
BEHAVIOUR assertionBehaviour
BEHAVIOUR DEFINED AS
" An assertion is specified in accor dance with the description in 8.2.8

Every assertion is a boolean expression which evaluatesto true or false.

A value assertion is specified in terms of a pair consisting of an identifier identifying theinformation
whose value isto be tested, followed by a valueto be used in performing the test, in the same form asthe
attribute value assertions defined for usein a CM| Sfilter.

To specify identifiers of asserted values, the following object identifier values are allocated inAnnex A:

- operationType;
- errorType;

- notificationType;
- actionType;

- eventinfo;

- eventReply;

- actionlInfo;

- actionReply.

Attribute value assertions are specified in the usual form, applying both to attribute oriented operations
and notifications (using the WITH ATTRIBUTE ID construct). Assertions on other items of information,
contained in either event replies, action info, and action replies can be achieved if the information is
properly registered by use of a PARAMETER template.

A policy is constructed from value assertions in the same way as filters are constructed frAttribute
Value Assertions (AVA), using the and, the grand the notoperators to combine nested policies. See
CCITT Rec. X.720 | ISO/IEC 10165-1 (5.4) for details.

A policy violation occurs when the policy evaluates ttalse. No policy violation is possible for a policy
containing zero rules.

An empty assertion always evaluates toue.

Any ordering in the actual evaluation of the filter items in the assertion (e.g. for optimization purposes)
is an implementation issue."

REGISTERED AS { MDMPMF.mdmpmfAttribute 7 };

creationTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1Module.TimeStamp;
BEHAVIOUR creationTimeBehaviour
BEHAVIOUR DEFINED AS
"This attribute records an object's time of creation. Its value is established when the object is created,
and may not be modified.";;
REGISTERED AS { MDMPMF.mdmpmfAttribute 8 };
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domainld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.SimpleNameType;
MATCHESFOR EQUALITY;
BEHAVIOUR domainl dBehaviour
BEHAVIOUR DEFINED AS
"Thisattributeisthedistinguishing attribute for adomain." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 9};

domainPointer ATTRIBUTE
DERIVED FROM
"ITU-T Rec. X.725 (1995) | I SO/IEC 10165-7: 1996" :participantPointer;
BEHAVIOUR domainPointer Behaviour
BEHAVIOUR DEFINED AS
"Thisattributerepresentsthe relationship between ajurisdiction and itsdomain." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 10 };

indirectM ember shipSpecifierList ATTRIBUTE
DERIVED FROM
"ITU-T Rec. X.725 (1996) | | SO/IEC 10165-7: 1996" :r olePointer;
BEHAVIOUR indirectM ember shipSpecifier ListBehaviour
BEHAVIOUR DEFINED AS
"Thisattributeliststhe names of objects whose membership isof interest.";;
REGISTERED AS{ MDMPM F.mdmpmfAttribute 11};

jurisdictionld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.SimpleNameType;
MATCHESFOR EQUALITY;
BEHAVIOUR jurisdictionl dBehaviour
BEHAVIOUR DEFINED AS
"Thisisthedistinguishing attribute of ajurisdiction object.”;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 12 };

lastUpdateTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.TimeStamp;
BEHAVIOUR lastUpdateTimeBehaviour
BEHAVIOUR DEFINED AS

"Thisattributerecordsthetime of the most recent modification of an object, where what constitutes a

modification isrecorded in the class definition. This attribute is always read-only." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 13};

member SelectionFilter ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1Module.CMI SFilter;
BEHAVIOUR member SelectionFilter Behaviour
BEHAVIOUR DEFINED AS
"Thisattribute represents constraints on member ship” ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 14 };

member SelectionList ATTRIBUTE
DERIVED FROM "ITU-T Rec. X.725 (1995) | | SO/IEC 10165-7: 1996" :rolePointer;
BEHAVIOUR member SelectionL istBehaviour
BEHAVIOUR DEFINED AS
" This attribute names the member s of a set of managed objectsthat are of potential interest." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 15};

policyld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.SimpleNameType;
MATCHESFOR EQUALITY;
BEHAVIOUR policyl dBehaviour
BEHAVIOUR DEFINED AS
"Thisisthedistinguishing attribute of a policy.";;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 16 };

policyPointer ATTRIBUTE
DERIVED FROM
"ITU-T Rec. X.725 (1995) | ISO/IEC 10165-7: 1996" : participantPointer;
BEHAVIOUR policyPointer Behaviour
BEHAVIOUR DEFINED AS
"Thisattribute representsthe relationship between ajurisdiction and its policy." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 17 };
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versionldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.Infor mationString;
BEHAVIOUR versionl dentifier Behaviour
BEHAVIOUR DEFINED AS
"Thisattribute describesthe version of an object.” ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 18 };

violatedPolicy ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1IM odule.Objectl nstance;
MATCHESFOR EQUALITY;
BEHAVIOUR violatedPolicyBehaviour
BEHAVIOUR DEFINED AS
"Thisattributeidentifies a policy which has been violated." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 19 };

violatorName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MdmpmfASN1M odule.Objectlnstance;
MATCHESFOR EQUALITY;
BEHAVIOUR violator NameBehaviour
BEHAVIOUR DEFINED AS
"Thisattributeidentifies an object which hasviolated a policy." ;;
REGISTERED AS{ MDMPMF.mdmpmfAttribute 20 };

A.6 Definition of notifications
This Recommendation | International Standard defines the following notifications:

policyViolation NOTIFICATION
BEHAVIOUR policyViolationBehaviour
BEHAVIOUR DEFINED AS
"The policy violation notification is emitted when a policy violation has been detected.The violated
policy component identifiesthe policy which has been violated; the violator name component identifies
the object which violated the policy." ;;
WITH INFORMATION SYNTAX MdmpmfASN1M odule.PolicyViolation
AND ATTRIBUTE IDS
violatorName violator Name,
violatedPoalicy violatedPalicy;
REGISTERED AS{ MDMPM F.mdmpmfNoatification 1};

A7 Definition of actions
This Recommendation | International Standard defines the following actions:

applyOperationT oM ember ship ACTION
BEHAVIOUR applyOperationToM ember shipBehaviour
BEHAVIOUR DEFINED AS
"Thisaction isused to apply a specified operation on all the members of the domain participating in
thedomainRolerolein thejurisdictionRelationship represented by the enhancedJurisdiction.

The operation to be performed is specified in the request parameter, and can be either a get of attribute
value(s), a set of attribute value(s) (replace, addValues, removeValues or setToDefault) or an action. The
request parameter isstructured to contain therelevant argument ascarried in the CMIP protocol,
GetArgument, SetArgument or ActionArgument.

Theresults of applying the operation to the member ship of the domainare collected and reported in the
reply. The applyOperationT oM ember ship action is deemed to have failed only if performing of
operations on the member ship has not been attempted, ie. the action will report success even if all the
performed operations have failed.

Theresultsof an attribute oriented applied operationarereported using one GetResult or SetResult
alter native component of the OperationResult for each of the objects where the applied operation has
succeeded, and one GetListError of SetListError alternative component for each object wherethe
applied operation has (partially) failed.

Theresultsof an action arereported using the ActionResult alter native component of the
OperationResult, if the action succeeded. Actionsthat have failed (and failed attribute oriented
operationsthat cannot be appropriately reported using GetListError or SetListError) arereported
using the CommonError alter native component of the OperationResult. Theresult reported in the
CommonError iseither the appropriate CMIP error or any specific error defined as applicableto the
operation and managed object in question.

40 ITU-T Rec. X.749 (1997 E)



| SO/IEC 10164-19 : 1997 (E)

If one or more managed objects do not respond to the operation applied within reasonabletime, atime-
out error as specified in thetimeOutError parameter may bereported in thereply” ;;

MODE CONFIRMED;
PARAMETERStimeOutError;
WITH INFORMATION SYNTAX MdmpmfASN1M odule. ApplyOperationT oM ember shipRequest;
WITH REPLY SYNTAX MdmpmfASN1M odule. ApplyOperationT oM ember shipReply;
REGISTERED AS{ MDMPMF.mdmpmfAction 1};
determineViolationStatus ACTION
BEHAVIOUR deter mineViolationStatusBehaviour
BEHAVIOUR DEFINED AS
"Thisaction isused to request an assessment of the violation status of the object whose nameis
provided as a parameter in the action request. The response contains the results of this assessment.” ;;
MODE CONFIRMED;
WITH INFORMATION SYNTAX MdmpmfASN1M odule.Deter mineViolationStatusRequest;
WITH REPLY SYNTAX MdmpmfASN1M odule.DetermineViolationStatusReply;
REGISTERED AS{ MDMPMF.mdmpmfAction 2};

listDirectM embership ACTION
BEHAVIOUR listDirectM ember shipBehaviour
BEHAVIOUR DEFINED AS
"Thisaction isused torequest alist of the direct members of a domain.All objectsidentified in the
response must satisfy the criteriafor direct membership in thedomain.”;;
MODE CONFIRMED;
WITH REPLY SYNTAX MdmpmfASN1M odule.L istMember shipReply;
REGISTERED AS{ MDMPMF.mdmpmfAction 3};

listM ember ship ACTION
BEHAVIOUR listM ember shipBehaviour
BEHAVIOUR DEFINED AS
"Thisaction isused torequest alist of the members of a domain.All objectsidentified in the
member ship parameter of the response must satisfy the domain member ship criteriaThe
completeness parameter of the response identifies whether thelist of membersisknown to bea
completelist, isknown to be an incompletelist, or if the completeness of thelist isnot known.";; MODE
CONFIRMED;
WITH REPLY SYNTAX MdmpmfASN1M odule.ListM ember shipReply;
REGISTERED AS{MDMPMF.mdmpmfAction 4};

verifyM ember shipStatus ACTION
BEHAVIOUR verifyMember shipBehaviour
BEHAVIOUR DEFINED AS
" Requests a determination of the member ship status of an object.Theresponse indicates whether the
object in question isa member, isnot a member, or its status could not be determined.” ;;
MODE CONFIRMED;
WITH INFORMATION SYNTAX MdmpmfASN1M odule.VerifyM ember shipStatusRequest;
WITH REPLY SYNTAX MdmpmfASN1M odule.VerifyM ember shipStatusReply;
REGISTERED AS{ MDMPMF.mdmpmfAction 5};

A.8 Definition of Name Bindings
This Recommendation | International Standard defines the following name bindings:

domain-System NAME BINDING
SUBORDINATE OBJECT CLASS domain AND SUBCLASSES;
NAMED BY SUPERIOR OBJECT CLASS"CCITT Rec. X.721 | 1SO/IEC 10165-2" :system AND
SUBCLASSES;
WITH ATTRIBUTE domainld;
CREATE WITH-REFERENCE-OBJECT, WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{MDMPMF.mdmpmfNameBinding 1};

policy-System NAME BINDING
SUBORDINATE OBJECT CLASS policy AND SUBCLASSES;
NAMED BY SUPERIOR OBJECT CLASS"CCITT Rec. X.721|1SO/IEC 10165-2" :system AND
SUBCLASSES;
WITH ATTRIBUTE policyld;
CREATE WITH-REFERENCE-OBJECT, WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{M DM PMF.mdmpmfNameBinding 2};
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jurisdiction-System NAME BINDING
SUBORDINATE OBJECT CLASS|urisdiction AND SUBCLASSES,
NAMED BY SUPERIOR OBJECT CLASS"CCITT Rec. X.721|1SO/IEC 10165-2" :system AND
SUBCLASSES;
WITH ATTRIBUTE jurisdictionld;
CREATE WITH-REFERENCE-OBJECT, WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{MDMPMF.mdmpmfNameBinding 3};

administrativeAspect-System NAME BINDING
SUBORDINATE OBJECT CLASS administrativeAspect AND SUBCLASSES;
NAMED BY SUPERIOR OBJECT CLASS"CCITT Rec. X.721|1SO/IEC 10165-2" :system AND
SUBCLASSES;
WITH ATTRIBUTE administrativeAspect!d;
CREATE WITH-REFERENCE-OBJECT, WITH-AUTOMATIC-INSTANCE-NAMING;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{MDMPMF.mdmpmfNameBinding 4 };

A9 Definition of parameters
This Recommendation | International Standard defines the following parameters:

timeoutError PARAMETER

CONTEXT MdmpmfASN1M odule.CommonError.errorValue;

WITH SYNTAX MdmpmfASN1M odule.Nothing;

BEHAVIOUR timeoutError Behaviour

BEHAVIOUR DEFINED AS

" ThetimeOut parameter registersavalueto bereported in the CommonError reply of the
applyOperationT oM ember ship, in cases wherethereply to an operation does not arrive within
reasonabletime.

Establishing of appropriate time-out periodsisdone by the implementation and may be specified in the
conformance claim associated with the timeOut parameter. Further mor e the enhancedJurisdiction
class may be specialized to provide the ability to manage time-out periods.

The syntax of the parameter isa NULL, and only used to allow registration of the parameter. It shall
not be transmitted in the CommonError" ;

REGISTERED AS{ MDMPMF.mdmpmfParameter 1};

A.10 ASN.1
This Recommendation | International Standard defines the following ASN.1 module;
MdmpmfASN1IModule { joint-iso-itu-t ms(9) function(2) part19(19) asn1Module(2) 2}
DEFINITIONS = BEGIN

IMPORTS

Objectlnstance, CM I SFilter, ActionArgument, GetArgument, SetArgument
FROM CMIP-1 {joint-iso-itu-t ms(9) cmip(1) modules(0) protocol(3) }

SimpleNameType
FROM Attribute-ASN1IM odule { joint-iso-itu-t ms(9) smi(3) part2(2) asn1Module(2) 1
}

CommonError, OperationResult
FROM Schedule-ASN1M odule { joint-iso-itu-t ms(9) function(2) part15(15) modules(1)}

TimeStamp
FROM Time-ASN1Module{ joint-iso-itu-t ms(9) ms(9) smi(3) part20(20) asn1M odule(2)
1}

ApplyOperationToM ember shipReply ::= SEQUENCE OF OperationResult
ApplyOperationToM ember shipRequest ::= CHOICE {

set [O] IMPLICIT SetArgument,
action [1] IMPLICIT ActionArgument,
get [2] IMPLICIT GetArgument }
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Completeness::= ENUMERATED { completenessUnknown (0),
knownComplete(1),
knownNotComplete(2) }

DetermineViolationStatusReply ::= ENUMERATED { unknown (1),
no-violation (2),
violation-detected (3),
non-member (4) }

DetermineViolationStatusRequest ::= Objectl nstance
InformationString ::= GeneralString

ListM ember shipReply ::= SEQUENCE { completeness Completeness,
member ship Membership }

Membership ::= SET OF Objectlnstance

Member shipStatus::= ENUMERATED { unknown (1),
member (2),
non-member (3) }

Nothing ::= NULL

PolicyViolation ::= SEQUENCE { violatorName Objectlnstance,
violatedPolicy Objectinstance}
VerifyMember shipStatusReply ::= SEQUENCE { objectName Objectlnstance,
member shipStatus Member shipStatus
}

VerifyMember shipStatusRequest ::= Objectlnstance

ViolationStatus ::= ENUMERATED { unknown (1),
no-violation (2),
violation-detected (3) }
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Annex B

MCS proforma
(Thisannex forms an integral part of this Recommendation | International Standard)

B.1 I ntroduction

B.1.1 Purpose and structure

The Management Conformance Summary (MCS) is a statement by a supplier that identifies an implementation and
provides information on whether the implementation claims conformance to any of the listed set of documents that
specify conformance requirements to OSlI management.

The MCS proforma is a document in the form of a questionnaire that when completed by the supplier of an
implementation becomes the MCS.

B.1.2 Instructionsfor completing the M CS proforma to produce an MC S?

The supplier of the implementation shall enter an explicit statement in each of the boxes provided. Specific instruction is
provided in the text which precedes each table.

B.1.3  Symbals, abbreviationsand terms

For all annexes of this Recommendation | International Standard, the following common notations, defined in ITU-T Rec.
X.291 and ISO/IEC 9646-2 and ITU-T Rec. X.296 and | SO/IEC 9646-7, are used for the Status column:

m Mandatory
o] Optiona

c Conditional
X Prohibited

- Not applicable or out of scope
NOTE 1-"'c', 'm’, and '0" are prefixed by "c:" when nested under a conditional or optional item of the same table.

NOTE 2-"0" may be suffixed by ".N" (where N is a unique number) for selectable options among a set of status values. Support of
at least one of the choices (from the items with the same value of N) is required.

For all annexes of this Recommendation | International Standard, the following common notations, defined in ITU-T Rec.
X.291 and ISO/IEC 9646-2 and ITU-T Rec. X.296 and I SO/IEC 9646-7, are used for the Support column:

Y Implemented

N Not implemented

- No answer required

Ig The item is ignored (i.e. processed syntactically but not semantically)

B.14 Table format

Some of the tables in this Recommendation | International Standard have been split because the information is too wide to
fit on the page. Where this occurs, the index numbers of the first block of columns are the index numbers of the
corresponding rows of the remaining blocks of columns. A complete table reconstructed from the constituent parts should
have the following layout:

Index First block of columns Second block of columns Etc.

In this Recommendation | International Standard the constituent parts of the table appear consecutively, starting with the
first block of columns.

2) |nstructions for MCS proforma are specified in ITU-T Rec. X.724 [X] 1SO 10165-6.
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When a table with subrows is too wide to fit on a page, the continuation table(s) have been constructed with index
numbers identical to the index numbers in the corresponding rows of the first table, and with subindex numbers
corresponding to the subrows within each indexed row. For example, if Table X.1 has 2 rows and the continuation of
Table X.1 has 2 subrows for each row, the tables are presented as follows:

Table X.1 - Title

Support

Index A B C D E F G

Table X.1 (continued)

Index Subindex H I J K L
1 1.1 h i j

1.2 h i j
2 2.1 h i j

2.1 h i j

A complete table reconstructed from the constituent parts should have the following layout:

Support
Index A B C D E F G Subindex H | J K L
1 a b - 1.1 h i j
1.2 h i j
2 a b - 2.1 h i j
2.2 h i j

References made to cells within tables shall be interpreted as references within reconstructed tables. In the example
above, the reference X.1/1d corresponds with the blank cell in column G for row with Index 1, and X.1/1.2b corresponds
with the blank cell in column L for row with Subindex 1.2.

B.2 I dentification of theimplementation

B.2.1 Date of statement

The supplier of the implementation shall enter the date of this statement in the box below. Use the
format DD-MM-YYYY.

Date of statement
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B.2.2 I dentification of theimplementation

The supplier of the implementation shall enter information necessary to uniquely identify the implementation and the
system(s) in which it may reside, in the box below.

B.2.3 Contact

The supplier of the implementation shall provide information on whom to contact if there are any queries concerning the
content of the MCS or any referenced conformance statement, in the box below.

B.3 Identification of the Recommendations | International Standards in which the management
information is defined

The supplier of the implementation shall enter the title, reference number and date of the publication of the
Recommendations | I nternational Standards which specify the management information to which conformance is claimed,
in the box below.

Recommendations | International Standards to which conformance is claimed

B.3.1  Technical corrigenda implemented

The supplier of the implementation shall enter the reference numbers of implemented technical corrigenda which modify
the specification in the identified Recommendations | International Standards, in the box below.

B.3.2  Amendmentsimplemented

The supplier of the implementation shall state the titles and reference numbers of implemented addenda to the identified
Recommendations | International Standards, in the box below.
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B.4 M anagement conformance summary

The supplier of the implementation shall state the capabilities and features supported and provide a summary of
conformance claims to Recommendations | International Standards using the tables in this annex.

The supplier of the implementation shall specify the roles that are supported, in Table B.1.

TableB.1 - Roles

Index Roles supported Status Support Additional information
1 Manager role support 0.l
2 Agent role support 0.l

The supplier of the implementation shall specify support for the systems management functional unit, in Table B.2.

Table B.2 — Systems management functional unit

Manager Agent
Index Systems management functional unit name Status | Support | Status | Support Additional information
1 Membership query functional unit cl c2
2 Policy violation functional unit cl c2
3 Operation functional unit cl c2

cl: if B.l/latheno€ese-.
c2: ifB.1/2athen o else —.

The supplier of the implementation shall specify support for management information in the manager role, in Table B.3.

Table B.3 — Manager role minimum conformance requirement

Index Item Status Support Additional information
1 Membership listing service c3

2 Direct membership listing service c3

3 Membership verification service c3

4 Violation status determination service c4

5 Policy violation notification service c4

6 Apply operation to membership c5

7 Operations on managed objects c6

c3: if B.2/1athen m else (if B.1/1a then 0.2 else -).
c4: if B.2/2athen m else (if B.1/1a then 0.2 else -).
c5: if B.2/3athen m else (if B.1/1a then 0.2 else -).
c6: if B.1/lathen 0.2 else —

NOTE — Manager role minimum conformance requires support for at least one of the items identified in Table B.3. Support for the
functional unit identified in Table B.2 mandates support for some of those items. Conditions ¢3 and c4 express both of these
requirements.
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The supplier of the implementation shall specify support for management information in the agent role, in Table B.4.

Table B.4 — Agent role minimum conformance requirement

Index Item Status Support Table reference Additional informatipn

1 policy c7

2 scheduledPolicy c7

3 jurisdiction o]

4 enhancedJurisdiction o

5 domain c8

6 administrativeAspect o]

7 policyViolationLogRecord c9

8 valueAssertionPolicy c7

c7: if B.4/3a or B.4/4a then 0.4 else 0.3.
c8: if B.4/3a or B.4/4a then m else 0.3.
c9: if B.1/2a and B.5/1a then m else —.

NOTE 1 — Conditions c7 and c8 together implies that minimum conformance requires at least support for either the domain object
or one of the policy objects (policy, scheduledPolicy or valueAssertionPolicy). Additionally if one of the jurisdiction igbjects
supported, both the domain and one of the policy objects must also be supported.

NOTE 2 — Condition ¢c9 makes it mandatory, if logging is supported, to support the event log records associated| with the
notifications supported.

NOTE 3- The Table reference column in this table is the notification reference of the MOCS supplied by the supplier of the
managed object which claims to import the notification from this Recommendation | International Standard.

Table B.5 — Logging of event records

Index Status | Support  Additional information

1 Does the implementation support logging of event records in agent8
role?

c8: if B.1/2athen o else —.

NOTE 1 — Conformance to this Recommendation | International Standard does not require conformance to CCITT Rec. X.735 |
ISO/IEC 10164-6.

The supplier of the implementation shall provide information on claims of conformance to any of the Recommenda-
tions| International Standards summarized in the following tables. For each Recommendation | International Standard
that the supplier of the implementation claims conformance to, the corresponding conformance statement(s) shall be
completed, or referenced by, the MCS. The supplier of the implementation shall complete the Support, Table numbers
and Additional information columns.

In Tables B.6 to B.9, the Status column is used to indicate whether the supplier of the implementation is required to
complete the referenced tables or referenced items. Conformance reguirements are as specified in the referenced tables or
referenced items and are not changed by the value of the MCS Status column. Similarly, the Support column is used by
the supplier of the implementation to indicate completion of the referenced tables or referenced items.

NOTE 2 — Conformance to the MAPDUSs defined in this Recommendation | International Standard can be claimed by completing
the corresponding tables in the MICS and MOCS annexes of the referenced standards.
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Identification of the Table Tabl
Ind document that numbers Description Congtraints Stat Support | n mbe Additional
X includes the of PICS escrptio and values us PROrt | NUMBEN 5 ¢ ormation
PICS proforma proforma sof
PICS
1 "CCITT Rec. X.730(1992) | | Annex E SM application OBJECT IDENTIFIER )
ISO/IEC 10164-1:1993" al tables context
Table B.7— MICS support summary
Identification of the Table Table
Index document that numbers Description Constraints Status | Support number | Additional
includes the of MICS P and values PP sof [information
MICS proforma proforma MICS
1 "ITU-T Rec. X.749 (1997) | TableC.1 attributes -
ISO/IEC 10164-19:1997"
2 "ITU-T Rec. X.749 (1997) | |Table C.2 notifications
ISO/IEC 10164-19:1997"
3 "ITU-T Rec. X.749 (1997) | |Table C.3 actions
ISO/IEC 10164-19:1997"
Table B.8 — MOCS support summary
Identification of the Table Table
Index document that numbers Description Constraints Status| Suppoft numbers Additional
includes the of MOCS p and values pp information
of MOCS
MOCS proforma proforma
1 "ITU-T Rec. X.749 (1997) | |D.1.1-D.1.9 policy D.1.1-D.1.p
ISO/IEC 10164-19:1997"
2 "ITU-T Rec. X.749 (1997) | |D.2.1-D.2.9 scheduledPolicy D.2.1-D.2.9
ISO/IEC 10164-19:1997"
3 "ITU-T Rec. X.749 (1997) | [D.3.1-D.3.9 jurisdiction D.3.1-D.3P
ISO/IEC 10164-19:1997"
4 "ITU-T Rec. X.749 (1997) | |D.4.1-D.4.9 enhancedJurisdiction D.41-DA9
ISO/IEC 10164-19:1997"
5 "ITU-T Rec. X.749 (1997) | |D.5.1-D.5.9 domain D.5.1-D.5[9
ISO/IEC 10164-19:1997"
6 "ITU-T Rec. X.749 (1997) | |D.6.1- D.6.9 administrativeAspect D.6.1-D.6¢.9
ISO/IEC 10164-19:1997"
7 "ITU-T Rec. X.749 (1997) | |D.7.1-D.7.9 policyViolationLogRecord D.7.1-D.7.9
ISO/IEC 10164-19:1997"
8 "ITU-T Rec. X.749 (1997) | |D.8.1-D.8.9 valueAssertionPolicy D.8.1-D.8.9
ISO/IEC 10164-19:1997"
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Table B.9 — MRCS support summary

Identification of the Table Table
Index document that numbers Description Congtraints Status | Suoport number | Additional
includes the of MRCS p and values PP sof |information
MRCS proforma proforma MRCS
1 "ITU-T Rec. X.749 (1997) | E.1 |policy-System E.l
1SO/IEC 10164-19:1997"
2 "ITU-T Rec. X.749 (1997) | E.2 |policy-System E.2
1SO/IEC 10164-19:1997"
3 "ITU-T Rec. X.749 (1997) | E.3 |jurisdiction-System E.3
1SO/IEC 10164-19:1997"
4 "ITU-T Rec. X.725 (1995) | E.3 "ITU-T Rec. X.725 (1995) | E.3
1SO/IEC 10165-7:1996" 1SO/IEC 10165-7:1996":
genericRelationship
Object-system
5 "ITU-T Rec. X.749 (1997) | E4 |jurisdiction-System E4
1SO/IEC 10164-19:1997"
6 "ITU-T Rec. X.725 (1995) | E.4 "ITU-T Rec. X.725 (1995) | E.4
1SO/IEC 10165-7:1996" 1SO/IEC 10165-7:1996":
genericRelationship
Object-system
7 "ITU-T Rec. X.749 (1997) | E5 |domain-System E.5
1SO/IEC 10164-19:1997"
8 "ITU-T Rec. X.749 (1997) | E.6 admini strativeAspect-System E.6
1SO/IEC 10164-19:1997"
9 "CCITT Rec. X.721 (1992) | E.7 "CCITT Rec. X.721 (1992) | E.7
1SO/IEC 10165-2:1992" 1SO/IEC 10165-2:1992":
logRecord-log
10 ["ITU-T Rec. X.749 (1997) | E.8 |policy-System E.8
ISO/IEC 10164-19:1997"
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Annex C

MICS proforma
(Thisannex forms an integral part of this Recommendation | International Standard)

Cil I ntroduction

The purpose of this MICS proforma is to provide a mechanism for a supplier of an implementation which claims
conformance, in the manager role, to management information specified in this Recommendation | International Standard,
to provide conformance information in a standard form.

C.2 Instructionsfor completing the MICS proformato producean MICS

The MICS proforma contained in this annex is comprised of information in tabular form, in accordance with ITU-T
Rec. X.724 | ISO/IEC 10165-6. In addition to the genera guidance given in ITU-T Rec. X.724 | ISO/IEC 10165-6, the
Additional information column shall be used to identify the object classes for which the management operations are
supported. The supplier of the implementation shall state which items are supported in the tables below and if necessary,
provide additional information.

C.3 Statement of confor mance to the management infor mation

Cc.31 Attributes

The specifier of a manager role implementation that claims to support the attributes specified in this Recommendation |
International Standard shall import a copy of Table C.1 and completeit.

Table C.1 - Attribute support

Set by create Get Replace Add Remove Set to default
Vaue of object . "
Index|  Attribute template |abel identifier for Constraints Status | Support| Status | Support| Status | Support| Status [ Support| Status [ Support| Status [ Support -Addm or_'nal
attribute and values information|
1 administrativeAspectPointer | {2921972} o o [¢] - - -
2 "CCITT Rec. X.721 (1992)[| {29327 31} | ENUMERATED o o o - - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)[] {2932 750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992)|| {29327 33} | SETOF o o - - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
5 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT o o - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
6 "CCITT Rec. X.721 (1992)[| {29327 65} | CHOICE - 0o - - - -
ISO/IEC 10165-2:1992":
objectClass
7 "CCITT Rec. X.721 (1992)[| {29327 35} | ENUMERATED - o - - - -
ISO/IEC 10165-2:1992":
operationalState
8 "CCITT Rec. X.721 (1992)[| {29327 66} | SET OF OBJECT| o o - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
9 "ITU-T Rec. X.746 (1995) | (not registered) o 0 o] - - -
ISO/IEC 10164-15:1995"
externalSchedulerName
10 | policyld {29219716}| CHOICE o o - - - -
NO-MODIFY
11 domainPointer {29219710) SETOF CHOIGQE g - - - -
12 jurisdictionld {29219712}| CHOICE o 0 - - - -
NO-MODIFY
13 policyPointer {29219717} SET OF CHOICE o] 0 - - - -
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Table C.1 (concluded)

Set by create Get Replace Add Remove Set to default
Value of object . -
. . . " Constraints Additional
Index Attribute template |abel identifier for attribute and values Status | Support | Status | Support | Status | Support | Status | Support | Status | Support | Status | Support information
14 "ITU-T Rec. X.725 (1995) | {293772 OBJECT o o - - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipClass
15 "ITU-T Rec. X.725 (1995) | 293773} OBJECT o o - - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipMapping
16 "ITU-T Rec. X.725 (1995) | 293771} CHOICE o o - - - -
ISO/IEC 10165-7:1996":
relationshipName
17 domainld {2921979} CHOICE [ o - - - -
NO-MODIFY
18 indirectMembershipSpecifi {29219711} o o - o o -
erList
19 memberSelectionFilter {29219714} CHOICE o o 0| — — -
20 memberSelectionList {29219715} [ o - o o -
21 administrativeAspectld {2921971} CHOICE o o - - - -
NO-MODIFY
22 administrativeAuthority {2921973} GeneralString o o [« - B -
23 administrativeContactinfor {2921974} GeneralString o o o - - -
mation
24 administrativeOwner {2921975} GeneralString ¢ o B 1 B
25 administrativeSpecifier {2921976} GeneralString o o - - - -
26 creationTime {2921978} TimeStamp o o - - - -
NO-MODIFY
27 lastUpdateTime {29219713} TimeStamp o o - - - -
NO-MODIFY
28 versionldentifier {29219718} GeneralString o o 0| - - -
29 "CCITT Rec. X.721 (1992) | {293276} SET OF SEQUENC o o - - - -
ISO/IEC 10165-2:1992":
additionallnformation
30 "CCITT Rec. X.721 (1992) | {293277} GraphicString o o - - - -
ISO/IEC 10165-2:1992":
additionalText
31 "CCITT Rec. X.721 (1992) | {2932712} | SET OF SEQUENCI o o - - - -
ISO/IEC 10165-2:1992":
correlatedNotifications
32 "CCITT Rec. X.721 (1992) | {2932713} GeneralizedTime o o - - - -
ISO/IEC 10165-2:1992":
eventTime
33 "CCITT Rec. X.721 (1992) | {2932714} | CHOICE o o - - - -
ISO/IEC 10165-2:1992":
eventType
34 "CCITT Rec. X.721 (1992) | 293273} CHOICE o o - - - -
ISO/IEC 10165-2:1992":
logRecordld
35 "CCITT Rec. X.721 (1992) | {2932759} GeneralizedTime o o - - - -
ISO/IEC 10165-2:1992":
loggingTime
36 "CCITT Rec. X.721 (1992) | {2932760} CHOICE o o - - - -
ISO/IEC 10165-2:1992":
managedObjectClass
37 "CCITT Rec. X.721 (1992) | {2932761} | CHOICE o o - - - -
ISO/IEC 10165-2:1992":
managedObjectinstance
38 "CCITT Rec. X.721 (1992) | {2932716} INTEGER o o - - - -
ISO/IEC 10165-2:1992":
notificationldentifier
39 violatedPolicy {29219719} CHOICE o o - - - -
40 violatorName {292197 20} CHOICE o o - - - -
41 assertion {2921977} CHOICE o o o - - -
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The specifier of a manager role implementation that claims to support the notifications specified in this Recommen-
dation | International Standard shall import a copy of Table C.2 and complete it.

Table C.2 — Notification support

Support
. Value of object
ViZleﬁi(f)ife(r)?o?ct identifier of
Notification type o Constraints . Non- Additional " Notification field name | attribute type Constraints Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex |abel associated with and values Status | Support information
field
1 "CCITT Rec. X.721 (1992) | {2932106} o 1.1 Objectinfo |nformation Syntax| m
1SO/IEC 10165-2:1992": SEQUENCE
objectCreation
1.1.1 sourcel ndi cator {2932726} |ENUMERATED [}
1.1.2 attributel ist {293279} |SETOF [}
SEQUENCE
1.12.1 attributeld - CHOICE cm
1.1.2.1.1 globalForm - OBJECT coo.1l
IDENTIFIER
1.1.2.1.2 localForm - INTEGER co.ll
1.1.2.2 attributeValue - ANY DEFINED Bl c:m
attributeld
1.1.3 notificationldentifier {2932716)] INTEGER o
1.1.4 correlatedNotifica {2932712}|SET OF o
tions [SEQUENCE
1.1.4.1 correlatedNotifica {2932712} |SET OF INTEGER[ c:m|
tions
1.1.4.2 sourceObjectinst - CHOICE [
1.1.4.2.1 distinguishedName - SEQUENCE OF| c:0.2
SET OF
SEQUENCE
1.1.4.2.1.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.1.2 | value - ANY cm
1.1.4.2.2 nonSpecificForm - OCTET STRING c:d.2
1.1.4.2.3 localDistinguishedNamge - SEQUENCE OH c:0.2
SET OF
SEQUENCE
1.1.4.2.3.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.3.2 | value - ANY cm
1.1.5 additionalText {293277} GraphicString 0
1.1.6 additionallnformation {293276)f SETOF o
SEQUENCE
1.1.6.1 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1.1.6.3 information - ANY DEFINED BY c:m
identifier
2 "CCITT Rec. X.721 (1992) | {2932107} o 21 Objectinfo |nformation Syntax| m
ISO/IEC 10165-2:1992": SEQUENCE
objectDeletion
2.1.1 sourcelndicator {2932724 ENUMERATED o
2.1.2 attributeList {293279}| SETOF [
[SEQUENCE
2.1.2.1 attributeld - CHOICE c:m
2.1.2.1.1 globalForm - OBJECT c0.3
IDENTIFIER
2.1.2.1.2 localForm - INTEGER co,|
2.1.2.2 attributeValue - ANY DEFINED BJY ¢:m
attributeld
2.1.3 notificationldentifier {2932716] INTEGER o
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Table C.2 (continued)
Support
. Value of object
Viz‘lleﬁi(f)ife(r)t;{::ct identifier of
Notification type o Constraints . Non- Additional " Notification field name | attribute type Constraints Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex |abel associated with and values Status | Support information
field
2.1.4 correlatedNotifica {2932712} |SETOF o
tions [SEQUENCE
2.1.4.1 correlatedNotifica {2932712} |SETOFINTEGER | cm
tions
2.1.4.2 sourceObjectinst - CHOICE co
2.1.4.2.1 distinguishedName - SEQUENCE OF| c:0.4
SET OF
[SEQUENCE
2.1.4.21.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY c:m|
2.1.4.2.2 nonSpecificForm - OCTET STRING c:d4
2.1.4.2.3 localDistinguishedNamp - SEQUENCE OHF c:0.4
SET OF
[SEQUENCE
2.1.4.23.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.3.2 | value - ANY c:m|
2.1.5 additionalText {293277} GraphicString 0
2.1.6 additionallnformation {293276) SETOF o
[SEQUENCE
2.1.6.1 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN [ex¢]
2.1.6.3 information - ANY DEFINED BY c:m
identifier
3 policyViolation {2921910 1} o 3.1 PolicyViolation Information Syntax| m
[SEQUENCE
3.1.1 violatorName {292197 20} CHOICE m
3.1.1.1 distinguishedName - SEQUENCE OF| 0.5
SET OF
SEQUENCE
3.1.1.1.1 type - OBJECT cm
IDENTIFIER
3.1.1.1.2 value - ANY cm
3.1.1.2 nonSpecificForm - OCTET STRING 0.
3.1.1.3 localDistinguishedNamp - SEQUENCE OF| 0.5
SET OF
SEQUENCE
3.1.1.3.1 type - OBJECT cm
IDENTIFIER
3.1.1.3.2 value - ANY cm
3.1.2 violatedPolicy {29219719 CHOICE m
3.1.2.1 distinguishedName - SEQUENCE OF| 0.6
SET OF
SEQUENCE
3.1.2.1.1 type - OBJECT cm
IDENTIFIER
3.1.2.1.2 value - ANY cm
3.1.2.2 nonSpecificForm - OCTET STRING 0.
3.1.2.3 localDistinguishedNamp - SEQUENCE OF| 0.6
SET OF
SEQUENCE
3.1.2.3.1 type - OBJECT cm
IDENTIFIER
3.1.2.3.2 value - ANY cm
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Table C.2 (concluded)
Support
value of Value of
object object
Notification type . Iy Constraints| X Non- | Additional . Notification field | identifier of Constraints Additional
Index template |abel Igsgtflifé;;: and values Status| Confirmed confirmed)| information Subindex name |abel atributetype|  and values Status|Support information
type associated
with field
4 "CCITT Rec. X.721 (1992) {293 210 14} o 4.1 StateChangel nfo | nformation m
1SO/IEC 10165-2:1992": Syntax
stateChange SEQUENCE
4.1.1 sourcel ndicator {29327 [ENUMERATED| o
26}
4.1.2 attributel dentifierList| {29327 8} |SET OF o
CHOICE
4.1.2.1 global Form - OBJECT c.0.5
IDENTIFIER
4.1.2.2 localForm - INTEGER copb
4.1.3 stateChangeDefini | {29327 [SET OF m
tion 28} SEQUENCE
4.1.4.1 attributelD - CHOICE m
4.1.4.1.1 | globalForm - OBJECT 0.6
IDENTIFIER
4.1.4.1.2 | localForm - INTEGER o.
4.1.3.2 oldAttributeValue - ANY DEFINEQ) o
BY attributelD
4.1.3.3 newAttributeValue - ANY DEFINED m
BY attributelD
4.1.4 notificationldentifierf {2932 7|INTEGER [¢]
16}
4.1.5 correlatedNotifica {29327 |SETOF [¢]
tions 12} SEQUENCE
4.1.5.1 correlatedNotifica | {29327 [SET OF cm
tions 12} INTEGER
4.1.5.2 sourceObjectinst - CHOICE clo
4.1.5.2.1 | distinguishedName) - SEQUENCE 0.7
SET OF
SEQUENCE
4.1.5.2.1.1| type - OBJECT cm
IDENTIFIER
4.1.5.2.1.2| value - ANY c:n
4.1.5.2.2 | nonSpecificForm - OCTET STRING c:¢.7
4.1.5.2.3 | localDistinguishedNa - SEQUENCE OH c:0.7
me SET OF
SEQUENCE
4.1.5.2.4.1 type - OBJECT cm
IDENTIFIER
4.1.5.2.3.2| value - ANY c:m
4.1.6 additionalText {29327 7} GraphicString q
4.1.7 additionallnformatiagn {2932 7 §} SET OF o
SEQUENCE
4.1.7.1 identifier - OBJECT cm
IDENTIFIER
4.1.7.2 significance - BOOLEAN c.q
4.1.7.3 information - ANY DEFINEQ c:m
BY identifier
ITU-T Rec. X.749 (1997 E) 55



| SO/IEC 10164-19 : 1997 (E)

C.33 Actions

The specifier of a manager role implementation that claims to support the actions specified in this Recommendation |
International Standard shall import a copy of Table C.3 and complete it.

Table C.3— Action support

Value of object . - . -
Index Action type template label  [identifier for actio iﬁgiﬁu&s Status | Support i/:f?)?::gt?gn Subindex | Action field name label Coni;launet; and Status | Support iﬁf‘i?m;?gn
type
1 applyOperationToMembership {2921981} [timeOutError [¢] 11 ApplyOperationToMember (I nfor mation m
shipRequest Syntax
CHOICE
111 set SetArgument ol
1.1.2 action ActionArgument| 0.1
113 get GetArgument ol
1.2 ApplyOperationToMember |Reply Syntax m
shipReply SEQUENCE OF
OperationResult
2 determineViolationStatus {2921982} [o] 2.1 DetermineViolationStat Information m
usRequest Syntax
CHOICE
2.1.1 distinguishedName SEQUENCEOF| o.1
SET OF
SEQUENCE
2111 type OBJECT cm
IDENTIFIER
2.1.1.2 value ANY cm
2.1.2 nonSpecificForm OCTET ol
STRING
2.1.3 local DistinguishedName  [SEQUENCE OF| o.1
SET OF
SEQUENCE
2131 type OBJECT cm
IDENTIFIER
2.1.32 value ANY cm
2.2 DetermineViolationStat  [Reply Syntax m
usReply ENUMERATED
3 listMembership {2921984} o 3.1 ListMembershipReply Reply Syntax m
SEQUENCE
3.1.1 compl eteness ENUMERATED| m
3.1.2 membership SET OF m
CHOICE
3.1.2.1 distinguishedName SEQUENCE OF| 0.2
SET OF
SEQUENCE
3.1.2.11 |[type OBJECT cm
IDENTIFIER
3.1.2.1.2 |value ANY cm
3.1.2.2 nonSpecificForm OCTET 0.2
STRING
3.1.2.3 local DistinguishedName ~ [SEQUENCE OF| 0.2
SET OF
SEQUENCE
3.1.231 |[type OBJECT cm
IDENTIFIER
3.1.232 |value ANY cm
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Table C.3 (concluded)
Value of object . - . -
Index Action type template label  [identifier for actio gﬁgiﬁu&s Status | Support i/:f?)?::gt?gn Subindex | Action field name |abel Coni;launet; and Status | Support iﬁf‘i?m;?gn
type
4 verifyMembershipStatus {2921985} [¢] 4.1 V erifyM embershipStat Information m
usRequest Syntax
CHOICE
4.1.1 distinguishedName SEQUENCE OF| 0.3
SET OF
SEQUENCE
4.1.1.1 type OBJECT cm
IDENTIFIER
4.1.1.2 value ANY cm
4.1.2 nonSpecificForm OCTET 0.3
STRING
4.1.3 local DistinguishedName ~ [SEQUENCE OF| 0.3
SET OF
SEQUENCE
4.1.3.1 type OBJECT cm
IDENTIFIER
4.1.3.2 value ANY cm
4.2 V erifyMembershipStat Reply Syntax m
usReply SEQUENCE
4.2.1 objectName CHOICE m
4.2.1.1 distinguishedName SEQUENCE OF| 04
SET OF
SEQUENCE
4.2.1.1.1 |type OBJECT cm
IDENTIFIER
4.2.1.1.2 |vaue ANY cm
4.2.1.2 nonSpecificForm OCTET 04
STRING
4.2.1.3 local DistinguishedName ~ [SEQUENCE OF| 0.4
SET OF
SEQUENCE
4.2.1.3.1 |type OBJECT cm
IDENTIFIER
4.2.1.32 |vaue ANY cm
4.2.2 membershipStatus ENUMERATED| m
5 listDirectMembership {2921983} [o] 5.1 ListMembershipReply Reply Syntax m
SEQUENCE
5.1.1 completeness ENUMERATED| m
5.1.2 membership SET OF m
CHOICE
5.1.2.1 distinguishedName SEQUENCE OF| o.1
SET OF
SEQUENCE
51211 |type OBJECT cm
IDENTIFIER
5.1.2.1.2 |value ANY cm
5.1.2.2 nonSpecificForm OCTET ol
STRING
5.1.2.3 localDistinguishedName  [SEQUENCE OF| o.1
SET OF
SEQUENCE
51231 |type OBJECT cm
IDENTIFIER
5.1.2.32 |value ANY cm
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Annex D

MOCS proforma
(Thisannex forms an integral part of this Recommendation | International Standard)

D.1 I ntroduction

The purpose of this MOCS proforma is to provide a mechanism for a supplier of an implementation which claims
conformance to a managed object class to provide conformance information in a standard form.

D.2

The supplier of the implementation shall state which items are supported in the tables below and if necessary provide
additional information.

Instructionsfor completing the MOCS proformato producea MOCS

D.21  Statement of conformance to the managed object class

The MOCS proforma contained in this annex is comprised of information in tabular form, in accordance with
ITU-T-Rec. X.724 | ISO/IEC 10165-6. The supplier of the implementation shall state which items are supported in tables
below and if necessary, provide additional information.

These tables were generated mechanically from the GDMO templates, with additions and clarifications added by hand.

Tables are numbered consistently for all classes, that is Table D.x.1 for Managed object class support, D.x.3 for Package
support, etc. To preserve this numbering scheme, table numbers are allocated, even if a particular class does not have any
of the corresponding properties.

D.3 policy " ITU-T Rec. X.749 (1997) | ISO/IEC 10164-19:1997"
TablesD.1.1to D.1.9.

TableD.1.1 — policy Managed object class support

. . Isthe actual class the same asthe
Index MaTéargi]eollac;gﬁ:kt)ecllas Vaue offg:ajcelcatslsdmtlfler Support of all ET\](%d)atory features? managed object class to which
P conformance is claimed? (Y/N)
1 policy {2921931}
Table D.1.2 — policy Actual class support
. Value of object identifier ”
Index Managed object class for managed object class ‘Additional
template for actua class definition of actual class information
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Table D.1.3 — policy Package support
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Value of object Additional
Index Package template |abel identifier for Constraints and values Status | Support | information
package
1 "CCITT Rec. X.721 (1992) | [{29324 17} |"if an object supports allomorphism" o]
ISO/IEC 10165-2:1992":
allomorphicPackage
2 "CCITT Rec. X.721 (1992) | ({29324 16} |"any registered package, other than this cl
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage
3 policyPackage Mandatory m
4 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
topPackage
Table D.1.4 — policy Attribute support
Set by create Get Replace Add Remove dse?aLcl)t
va f object . -
Index | Attribute template |abel id:v?ti?ie? flor Con?t/;]alur: and Status | Support | Status | Support [ Status | Support | Status | Support | Status | Support | Status | Support ill;\f(:;:lr:‘llgtri]gln
attribute
1 administrativeAspectPointer | {292197 2} m m m - - -
2 "CCITT Rec. X.721 (1992)|| {29327 31} | ENUMERATED m m m - - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)|| {2932750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992)| {29327 33} | SETOF m m - - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
5 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
6 "CCITT Rec. X.721 (1992)|| {29327 65} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
7 "CCITT Rec. X.721 (1992)|| {29327 35} | ENUMERATED - m - - - -
ISO/IEC 10165-2:1992":
operationalState
8 "CCITT Rec. X.721 (1992)| {2932766} | SETOFOBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
9 policyld {29219716} | CHOICE m m - - - -
NO-MODIFY
Table D.1.5 — policy Attribute group support
Get Set to
default
Attribute group template  [V@ue of object . Additional
Index ?abelp P identifier for Constraints and values Status |Support| Status [SUpPorti nformation
attribute group
1 "CCITT Rec. X.721(1992) | | {293281} m -
ISO/IEC 10165-2:1992":
state
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Table D.1.6 — policy Action support

: Value of object " . " i
Action type N o - | Constraints and Additional . L Constraints and Additional
Index template label |dent|f|¢ta)rlrf)gr actio values Status | Support information Subindex | Action field name label values Status | Support information
1 determineViolationStatus {2921982} m 11 DetermineViolationStat Information m
usRequest Syntax
CHOICE
111 distinguishedName SEQUENCE ol
OF SET OF
SEQUENCE
1111 type OBJECT cm
IDENTIFIER
1112 value ANY cm
112 nonSpecificForm OCTET ol
STRING
113 local DistinguishedName [ SEQUENCE ol
OF SET OF
SEQUENCE
1131 type OBJECT cm
IDENTIFIER
1132 value ANY cm
12 DetermineViolationStat Reply Syntax m
usReply ENUMERATED
Table D.1.7 — policy Notification support
Support
Value of
Value of ]
object object
Notification type . Iy Constraints X Non- | Additiona . Notification identifier of Constraints Additional
Index template label |g§tr;tf|if0|;(f7crn1r and values Status| Confirmed confirmed| information Subindex field namelabel |attributetype| andvalues Status|Support information|
type associated
with field
1 "CCITT Rec. X.721 (1992) ||{2932 10 6} m 11 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcel ndicator {29327 |ENUMERATED| o
26}
112 attributeList {2932709} | SET OF (o}
SEQUENCE
1121 attributeld - CHOICE cm
1.1.2.1.1 | globalForm - OBJECT c.o.l
IDENTIFIER
1.1.2.1.2 | localForm - INTEGER cofl
1122 attributeValue - ANY DEFINEpc:m
BY attributeld
1.1.3 notificationldentifie] {2932 7| INTEGER [¢]
16}
114 correlatedNotifica | {29327 |SET OF [¢]
tions 12} SEQUENCE
1141 correlatedNotifica | {29327 [SET OF cm
tions 12} INTEGER
1142 sourceObjectinst - CHOICE clo
1.1.4.2.1 | distinguishedNamg - SEQUENCE|@f.2
SET OF
SEQUENCE
1.1.4.2.1.9 type - OBJECT cm
IDENTIFIER
1.1.4.2.1.3 value - ANY c:n
1.1.4.2.2 | nonSpecificForm - OCTET c.0.2
STRING
1.1.4.2.3 | localDistinguishedflam — SEQUENCE OFc:0.2
e SET OF
SEQUENCE
1.1.4.2.3.1 type - OBJECT cm
IDENTIFIER
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Table D.1.7 — policy Notification support (continued)

Support
Value of object V_al ue _of_ object
identifier for identifier of
Notification type P Constraints . Non- Additional " Notification attribute type Constraints Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex field name label associated with and values Status | Support information
field
114232 |value - ANY cm
115 additionalText {293277} GraphicString 0
1.1.6 additionallnformation {293276) SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1163 information - ANY DEFINED cm
BY identifier
5 "CCITT Rec. X.721 (1992) | 2932107} m 21 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {2932726 ENUMERATED [
212 attributeList {293279}| SETOF [¢]
SEQUENCE
2121 attributeld - CHOICE c:m
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER c:o.
2.1.2.2 attributeValue - ANY DEFINED | cm
BY attributeld
213 notificationldentifier {2932716] INTEGER o
214 correlatedNotifica {2932712}| SETOF o
tions SEQUENCE
2141 correlatedNotifica {2932712}| SETOF INTEGER c:m|
tions
2142 sourceObjectinst - CHOICE [
21421 distinguishedName - SEQUENCE Of c:0.4
SET OF
SEQUENCE
2.1.4.2.1.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY c:m|
21422 nonSpecificForm - OCTET STRING c:d4
21423 localDistinguishedNanfe - SEQUENCE OF c:0.4
SET OF
SEQUENCE
2.1.4.23.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.3.2 | value - ANY c:m|
2.15 additionalText {293277} GraphicString 0
2.16 additionallnformation {293276)f SETOF o
SEQUENCE
2.1.6.1 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN [e¢]
2.1.6.3 information - ANY DEFINED cm
BY identifier
3 "CCITT Rec. X.721 (1992) | |{29321014} m 31 StateChangelnfo Information m
ISO/IEC 10165-2:1992": Syntax
stateChange SEQUENCE
3.11 sourcelndicator {2932726 ENUMERATED [
3.1.2 attributeldentifierList {293278}| SETOF CHOICI ol
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Table D.1.7 — policy Notification support (concluded)
Support
Value of Val'.Je of
object dditional f d Ob]fect f dditional
Notification type . Iy Constraints X Non- | Addition: . Notification identifier of Constraints Addition:
Index template label Ig;r:tflifcl;i;?]r and values Status| Confirmed confirmed| information Subindex field namelabel |attributetype| andvalues Status|Support information|
type associated
with field
3121 globalForm - OBJECT c.0.5
IDENTIFIER
3.1.2.2 localForm - INTEGER cop
3.1.3 stateChangeDefini| {29327 [SET OF m
tion 28} SEQUENCE
3131 attributelD - CHOICE m
3.1.3.1.1 | globalForm - OBJECT 0.6
IDENTIFIER
3.1.3.1.2 | localForm - INTEGER o.
3.1.3.2 oldAttributeValue - ANY DEFINED o
BY attributelD
3.1.33 newAttributeValue - ANY DEFINEPp m
BY attributelD
314 notificationldentifie {2932 7[INTEGER o
16}
3.15 correlatedNotifica | {29327 [SET OF o
tions 12} SEQUENCE
3151 correlatedNotifica | {29327 |SET OF cm
tions 12} INTEGER
3.15.2 sourceObjectinst - CHOICE clo
3.1.5.2.1 | distinguishedNamg - SEQUENCE|@F.7
SET OF
SEQUENCE
3.1.5.2.1.7 type - OBJECT cm
IDENTIFIER
3.1.5.2.1.4 value - ANY c:m
3.1.5.2.2 | nonSpecificForm - OCTET c.o.7
STRING
3.1.5.2.3 | localDistinguishedllam — SEQUENCE Offc:0.7
e SET OF
SEQUENCE
3.1.5.2.3.1 type - OBJECT cm
IDENTIFIER
3.1.5.2.3.4 value - ANY c:n
3.1.6 additionalText {29327 7} GraphicString| q
3.1.7 additionallnformatign {29327 §} SET OF o
SEQUENCE
3171 identifier - OBJECT cm
IDENTIFIER
3.1.7.2 significance - BOOLEAN cq
3.1.73 information - ANY DEFINED c:m
BY identifier
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Table D.1.8 — policy Parameter support

(There are no parameters specified for this managed object class.)

Table D.1.9 — policy Conditions

Condition Condition Reference

number
cl If D.1.3/2then m else — "any registered package, other than this package has been instantiated"
D4 scheduledPolicy " ITU-T Rec. X.749 (1997) | 1SO/IEC 10164-19:1997" (partial)

TablesD.2.1to D.2.9.

Table D.2.1 — scheduledPolicy Managed object class support

Ind Managed object V;')‘J.J:C?f Is the actual class the same as the mana
ndex ) i i i i
class template lab!l identifier Support of all mandatory features? (Y/Ndbject class to whnz:l\;n(il(;nformance is claim
for class
1 scheduledPolicy | {29219 3P}
Table D.2.2 — scheduledPolicy Actual class support
nd Managed object class \f/alue of objgctbi_der:tiflie[ Additional
NAeX| template for actual class'o Managed object class information
definition of actual clas$
Table D.2.3 — scheduledPolicy Package support
Value of object J‘ Additional
Index| Package template label| identifier for Constraints and values Statlls  SUpPOihformation
package

1 "CCITT Rec. X.721 (1992)|[{2 9 3 2 4 17}| "if an object supports allomorphism" o

ISO/IEC 10165-2:1992":

allomorphicPackage
2 dutySchedulePackage Mandatory m
3 "CCITT Rec. X.721 (1992)|[{2 9 3 2 4 16}| "any registered package, other than this c1

ISO/IEC 10165-2:1992": package has been instantiated"

packagesPackage
4 policyPackage Mandatory m

"CCITT Rec. X.721 (1992)|| Mandatory m

ISO/IEC 10165-2:1992":

topPackage
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Table D.2.4 — scheduledPolicy Attribute support

Set to
Set by create Get Replace Add Remove default
Value of object . -
Index [  Attribute template label identifier for Coni;launet; and Status | Support | Status | Support [ Status [ Support | Status | Support | Status | Support | Status | Support i/:f?)?::gt?gn
attribute
1 administrativeAspectPointer | {292197 2} m m m - - -
2 "CCITT Rec. X.721 (1992)|| {29327 31} | ENUMERATED m m m - - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)|] {29327 50} | SET OF CHOICH - (o] - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992)|| {29327 33} | SET OF m m - - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
5 "ITU-T Rec. X.746 (1995) | (not registered) m m m - - -
ISO/IEC 10164-15:1995":
externalSchedulerName
6 "CCITT Rec. X.721 (1992)|| {2932763} | OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
7 "CCITT Rec. X.721 (1992)|| {29327 65} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
8 "CCITT Rec. X.721 (1992)|| {29327 35} | ENUMERATED - m - - - -
ISO/IEC 10165-2:1992":
operationalState
9 "CCITT Rec. X.721 (1992)|| {29327 66} | SET OF OBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
10 | policyld {29219716} | CHOICE m m - - - -
NO-MODIFY
Table D.2.5 — scheduledPolicy Attribute group support
Get Set to
default
Value of
Attribute group template object . iti
Index grotip temp O Constraints and values Status [Support| Status |Support| Additional
label identifier for inf ;
- information
attribute group
1 |"CCITTRec. X.721 (1992) | | {293281} m -
ISO/IEC 10165-2:1992":
State
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Table D.2.6 — scheduledPolicy Action support

. Value of object . - R . -
Action type . o ~ | Constraints and Additional . Action field Constraints and Additional
Index template label |dent|f|tt9)r,;gr action vaues Staus | - Support information Subindex name |abel vaues Status Support information|
1 determineViolation {2921982} m 11 DetermineViolat | Information m
Status ionStatusRequest | Syntax
CHOICE
111 distinguishedNan SEQUENCE OF ol
e SET OF
SEQUENCE
1111 type OBJECT cm
IDENTIFIER
1112 value ANY cm
11.2 nonSpecificForm | OCTET STRING ol
113 localDistinguish | SEQUENCE OF ol
edName SET OF
SEQUENCE
1131 type OBJECT cm
IDENTIFIER
1132 value ANY cm
12 DetermineViolat | Reply Syntax m
ionStatusReply
ENUMERATED
Table D.2.7 — scheduledPolicy Notification support
Support
value of Value of
object object
Index Notification type identifier for Constraintg Status|confirmed Ngn- _Additiorjal Subindex Notification field idgntifier of | Constraints and Status|Support _Additiorjal
template label notification and values confirmed| information name |abel attribute type vaues information|
type associated
with field
1 |"CCITT Rec. X.721 (1992) ||{293 2 10 6} m 11 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcel ndicator {29327 [ENUMERATED| o
26}
112 attributeList {293279} [SET OF o
SEQUENCE
1121 attributeld - CHOICE cm
1.1.2.1.1 | globalForm - OBJECT co.1l
IDENTIFIER
1.1.2.1.2 | localForm - INTEGER cofl
1122 attributeValue - ANY DEFINEP c:m
BY attributeld
1.1.3 notificationldentifier] {2932 7|INTEGER o
16}
1.1.4 correlatedNotificati | {29327 |SET OF o
ons 12} SEQUENCE
1141 correlatedNotificati| {29327 [SET OF cm
ons 12} INTEGER
1.1.4.2 sourceObjectinst - CHOICE clo
1.1.4.2.1 | distinguishedName| - SEQUENCE]| c:0.2
OF SET OF
SEQUENCE
1.1.4.2.1.9 type - OBJECT cm
IDENTIFIER
1.1.4.2.1.4 value - ANY c:m
1.1.4.2.2 | nonSpecificForm - OCTET c.0.2
STRING
1.1.4.2.3 | localDistinguishedNa - SEQUENCE |c:0.2
me OF SET OF
SEQUENCE
1.1.4.2.3.1 type - OBJECT cm
IDENTIFIER
1.1.4.2.3.9 value - ANY c:m
1.15 additionalText {29327 7} GraphicString q
1.1.6 additionallnformation {29327 §} SET OF o
SEQUENCE
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Table D.2.7 — scheduledPolicy Notification supportcontinued)

Support
Value of object V_al ue _of_ object
identifier for identifier of
Notification type P Constraints . Non- Additional . Notification field name | attribute type Constraints and Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex label associated with values Status | Support information
field
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1.1.6.3 information - ANY DEFINED cm
BY identifier
2 "CCITT Rec. X.721 (1992) | [2932107} m 2.1 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {2932726 ENUMERATED o
212 attributeList {293279}| SETOF o
SEQUENCE
2121 attributeld - CHOICE c:m
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER co|
2122 attributeValue - ANY DEFINED | cm
BY attributeld
213 notificationldentifier {2932716] INTEGER o
214 correlatedNotificati {2932712}| SETOF o
ons SEQUENCE
2141 correlatedNotificati {2932712}| SET OF INTEGER c:m|
ons
2142 sourceObjectinst - CHOICE [
21421 distinguishedName - SEQUENCE ci0.4
OF SET OF
SEQUENCE
214211 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY cm|
21422 nonSpecificForm - OCTET STRING c:d4
21423 localDistinguishedNam| - SEQUENCE ci0.4
OF SET OF
SEQUENCE
214231 | type - OBJECT cm
IDENTIFIER
214232 | value - ANY cm|
215 additionalText {293277} GraphicString 0
216 additionallnformation {293276)f SETOF o
SEQUENCE
2161 identifier - OBJECT cm
IDENTIFIER
2.16.2 significance - BOOLEAN cio
2163 information - ANY DEFINED cm
BY identifier
3 "CCITT Rec. X.721 (1992) | 29321014} m 3.1 StateChangelnfo Information m
ISO/IEC 10165-2:1992": Syntax
stateChange SEQUENCE
311 sourcelndicator {2932726 ENUMERATED [
3.1.2 attributeldentifierList {293278}| SETOF CHOICI ol
3.1.21 globalForm - OBJECT c0.5
IDENTIFIER
3.1.22 localForm - INTEGER co.
3.13 stateChangeDefinition {2932728 SETOF m
SEQUENCE
3131 attributelD - CHOICE m
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Table D.2.7 — scheduledPolicy Notification supportconcluded

Support
Value of Val'.Je of
object object
Index Notification type identifier for Constraintg Status|Confirmed Ngn- _Additiorjal Subindex Notification field idgntifier of | Constraints and Status|Support _Additiorjal
template label notification and values confirmed| information name |abel attribute type vaues information|
type associated
with field
3.1.3.1.1 |globaForm - OBJECT 0.6
IDENTIFIER
3.1.3.1.2 | localForm - INTEGER o.
3.1.3.2 oldAttributeValue - ANY DEFINED o
BY attributelD
3.1.33 newAttributeValue - ANY DEFINEPp m
BY attributelD
3.14 notificationldentifier] {2932 7|INTEGER o
16}
3.15 correlatedNotificati | {29327 |SET OF o
ons 12} SEQUENCE
3.151 correlatedNotificati| {29327 [SET OF cm
ons 12} INTEGER
3.15.2 sourceObjectinst - CHOICE clo
3.1.5.2.1 | distinguishedName - SEQUENCE]| c:0.7
OF SET OF
SEQUENCE
3.1.5.2.1.1 type - OBJECT cm
IDENTIFIER
3.1.5.2.1.9 value - ANY c:m
3.1.5.2.2 | nonSpecificForm - OCTET c.0.7
STRING
3.1.5.2.3 | localDistinguishedNa - SEQUENCE |c:0.7
me OF SET OF
SEQUENCE
3.1.5.2.3.1 type - OBJECT cm
IDENTIFIER
3.1.5.2.3.9 value - ANY c:m
3.1.6 additionalText {29327 7} GraphicString q
3.17 additionallnformation {29327 ¢} SET OF o
SEQUENCE
3.1.7.1 identifier - OBJECT cm
IDENTIFIER
3.1.7.2 significance - BOOLEAN c.q
3.1.7.3 information - ANY DEFINED c:m
BY identifier
Table D.2.8 — scheduledPolicy Parameter support
(There are no parameters specified for this managed object class.)
Table D.2.9 — scheduledPolicy Conditions
Condition Condition Reference
number
cl If D.2.3/3then m else — "any registered package, other than this package has been instantiated"

ITU-T Rec. X.749 (1997 E)

67



| SO/IEC 10164-19 : 1997 (E)

D.5 jurisdiction " ITU-T Rec. X.749 (1997) | I SO/IEC 10164-19:1997"
TablesD.3.1t0 D.3.9.
Table D.3.1 — jurisdiction Managed object class support
; ot ot i Isthe actual class the same asthe
?
Index Managed object class | Value of object identifier | Support of all mandatory features? managed object class to which
template label for class (Y/N) - ‘
conformance is claimed? (Y/N)
1 jurisdiction {2921933}
Table D.3.2 — jurisdiction Actual class support
Ind Managed object class \f/al ue of og(jjec{)_i dentilfier Additional
NdeX | template for actual class | TOF Managed object class information
definition of actual class
Table D.3.3 — jurisdiction Package support
Value of object Additional
Index| Package template label identifier for Constraints and values Status | SUpport | information
package
1 "CCITT Rec. X.721 (1992) | ({29324 17} |"if an object supports allomorphism" 0
ISO/IEC 10165-2:1992":
allomorphicPackage
2 "ITU-T Rec. X.725 (1995) | Mandatory m
ISO/IEC 10165-7:1996":
genericRelationshipObjectPa
ckage
3 jurisdictionPackage Mandatory m
4 "CCITT Rec. X.721 (1992) | [{29324 16} |"any registered package, other than this cl
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage
5 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
topPackage
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Table D.3.4 — jurisdiction Attribute support

Set to
Set by create Get Replace Add Remove default
Value of object Constraints and Additional
Index | Attribute template |abel identifier for values Status | Support | Status | Support | Status | Support | Status | Support | Status | Support | Status | Support | information
attribute
1 administrativeAspectPointer | {292197 2} m m m - - -
2 "CCITT Rec. X.721 (1992)[| {29327 31} | ENUMERATED m m m - - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)(| {2932750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992)| {29327 33} | SETOF m m - - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
5 domainPointer {29219710} SETOF CHOIJE n n - - - -
6 jurisdictionld {29219712} | CHOICE m m - - - -
NO-MODIFY
7 "CCITT Rec. X.721 (1992)|| {2932763} | OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
8 "CCITT Rec. X.721 (1992)[| {293 2765} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
9 "CCITT Rec. X.721 (1992)[| {29327 35} ENUMERATED - m - - - -
ISO/IEC 10165-2:1992":
operationalState
10 "CCITT Rec. X.721 (1992)| {2932766} | SET OF OBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
11 policyPointer {29219717}| SET OF CHOICE m m| - - - -
12 "ITU-T Rec. X.725 (1995) | {293772} OBJECT m m - - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipClass
13 "ITU-T Rec. X.725 (1995) | {293773} OBJECT m m - - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipMapping
14 "ITU-T Rec. X.725 (1995) | {293771} CHOICE m m - - - -
ISO/IEC 10165-7:1996":
relationshipName
Table D.3.5 — jurisdiction Attribute group support
Get Set to
default

Attribute group template [V alue of object
Index label identifier for

attribute group

Constraints and values

Status |Support| Status

Additional
Supportl; nformation

1 "CCITT Rec. X.721 (1992) | |(not registered) m -
ISO/IEC 10165-2:1992":
relationships

2 |"CCITT Rec. X.721 (1992)(|{29328 1} m -

ISO/IEC 10165-2:1992":
state
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Table D.3.6 — jurisdiction Action support

. Value of object - . -
Index Action type identifier for action Constraints and Status | Support _Addmoyal Subindex Action field name label Constraints and Status | Support .Add' i onal
template label type values information values information
1 determineViolationStatus {2921982} m 11 DetermineViolationStatusReque] I nfor mation m
st Syntax
CHOICE
111 distinguishedName SEQUENCE OF 0l
SET OF
SEQUENCE
1111 type OBJECT cm
IDENTIFIER
1112 vaue ANY cm
112 nonSpecificForm OCTET STRING o0l
113 local DistinguishedName SEQUENCE OF 0l
SET OF
SEQUENCE
1131 type OBJECT cm
IDENTIFIER
1132 vaue ANY cm
12 DetermineViolationStatusReply | Reply Syntax m
ENUMERATED
2 listMembership {2921984} m 21 ListMembershipReply Reply Syntax m
SEQUENCE
211 completeness ENUMERATED m
212 membership SET OF CHOICE m
2121 distinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
21211 type OBJECT cm
IDENTIFIER
21212 vaue ANY cm
2122 nonSpecificForm OCTET STRING 0.2
2123 local DistinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
21231 type OBJECT cm
IDENTIFIER
21232 vaue ANY cm
3 verifyMembershipStatus {2921985} m 31 VerifyMembershipStatusRequed | nformation m
t Syntax
CHOICE
311 distinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
3111 type OBJECT cm
IDENTIFIER
3112 value ANY cm
312 nonSpecificForm OCTET STRING 03
313 local DistinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
3131 type OBJECT cm
IDENTIFIER
3132 value ANY cm
32 VerifyMembershipStatusReply [Reply Syntax m
SEQUENCE
321 objectName CHOICE m
3211 distinguishedName SEQUENCE OF 04
SET OF
SEQUENCE
32111  |[type OBJECT cm
IDENTIFIER
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Table D.3.6 — jurisdiction Action support (concluded)

. Value of object . - . -
Action type N o ~ | Constraints and Additional . . Congtraints and Additional
Index template label |dent|f|tte)r,;gr actio values Status | Support information Subindex | Action field name |abel values Status | Support information
32112 |vaue ANY cm
3212 nonSpecificForm OCTET 04
STRING
3213 localDistinguishedName  [SEQUENCE OF| 0.4
SET OF
SEQUENCE
32131 |type OBJECT cm
IDENTIFIER
32132 |vaue ANY cm
322 membershipStatus ENUMERATED[ m
Table D.3.7 — jurisdiction Notification support
Support
. Value of object
ViZleﬁi(f)ife(r)?o?ct identifier of
Notification type template label o Constraints . Non- Additional " Notification attribute type Constraints and Additional
Index notfication type and values Status | Confirmed confirmed | information Subindex field name label associated with values Status | Support information
field
1 "CCITT Rec. X.721 (1992) | {2932106} m 11 Objectinfo Information m
I1SO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcelndicator {2932726} | ENUMERATED o
112 attributelist {293279} |SETOF [}
SEQUENCE
1121 attributeld - CHOICE cm
11211 globalForm - OBJECT co.1l
IDENTIFIER
11212 localForm - INTEGER cofl
1122 attributeValue - ANY DEFINED cm
BY attributeld
113 notificationldentifier {2932716)} INTEGER o
114 correlatedNotificati {2932712} | SET OF o
ons SEQUENCE
1141 correlatedNotificati {2932712} | SET OF INTEGEH c:
ons
1.1.4.2 sourceObjectinst - CHOICE cp
11421 distinguishedName - SEQUENCE Of c:0.2
SET OF
SEQUENCE
114211 | type - OBJECT cm
IDENTIFIER
1.1.4.2.1.2 | value - ANY c
11422 nonSpecificForm - OCTET STRING cq.2
1.1.4.23 localDistinguished - SEQUENCE OF | c:0.2
Name SET OF
SEQUENCE
1.1.4.23.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.3.2 | value - ANY c
115 additionalText {293277} GraphicString q
1.1.6 additionallnformation {293276}f SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:q
1163 information - ANY DEFINED cm
BY identifier
2 "CCITT Rec. X.721 (1992) | {2932107} m 21 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {2932726f ENUMERATED o
212 attributeList {293279}| SETOF o
SEQUENCE
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Table D.3.7 — jurisdiction Notification support (continued)

Support
Value of object V_al ue _of_ object
identifier for identifier of
Notification type template label P Constraints . Non- Additional " Notification attribute type Constraints and Additional
Index notification type and values Status | Confirmed confirmed | information Subindex field name label associated with vaues Status | Support information
field
2121 attributeld - CHOICE cm
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER coB3
2122 attributeValue - ANY DEFINED cm
BY attributeld
213 notificationldentifier {2932716) INTEGER o
214 correlatedNotificati {2932712} | SET OF o
ons SEQUENCE
2141 correlatedNotificati {2932712} | SET OF INTEGEH c:
ons
2142 sourceObjectinst - CHOICE cp
21421 distinguishedName - SEQUENCE Of c:0.4
SET OF
SEQUENCE
214211 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY c
21422 nonSpecificForm - OCTET STRING cq.4
21423 localDistinguished - SEQUENCE OF | c:0.4
Name SET OF
SEQUENCE
214231 | type - OBJECT cm
IDENTIFIER
2.1.4.2.3.2 | value - ANY c
215 additionalText {293277} GraphicString q
216 additionallnformation {293276}f SETOF o
SEQUENCE
216.1 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN c:q
2163 information - ANY DEFINED cm
BY identifier
3 policyViolation {2921910 1} m 3.1 PolicyViolation Information m
Syntax
SEQUENCE
311 violatorName {29219720 CHOICE m
3.1.1.1 distinguishedName - SEQUENCE O 0.5
SET OF
SEQUENCE
31111 | type - OBJECT cm
IDENTIFIER
3.1.11.2 value - ANY c:m|
3.1.1.2 nonSpecificForm - OCTET STRING op
3.1.1.3 localDistinguished - SEQUENCE OF 0.5
Name SET OF
SEQUENCE
31131 | type - OBJECT cm
IDENTIFIER
3.1.13.2 value - ANY c:m|
3.1.2 violatedPolicy {29219719} CHOICE m)
3.1.21 distinguishedName - SEQUENCE OH 0.6
SET OF
SEQUENCE
31211 | type - OBJECT cm
IDENTIFIER
3.1.21.2 value - ANY c:m|
3.1.2.2 nonSpecificForm - OCTET STRING op
3.1.2.3 localDistinguished - SEQUENCE OF 0.6
Name SET OF
SEQUENCE
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Table D.3.7 — jurisdiction Notification support (concluded)

Support
Value of V;');_J:C?f
e object . - e . s . -
Notification type template | . Iy Constraints X Non- [ Additional . Notification identifier of | Constraints and Additional
Index label Ig;r:tflifcl;i;?]r and values Status| Confirmed confirmed|information| Subindex field namelabel | attribute type vaues Status{Support information|
type associated
with field
31231 |type - OBJECT cm
IDENTIFIER
3.1.2.3.2 | value - ANY c:n
4 |"CCITT Rec. X.721 (1992J2 932 10 14 m 4.1 StateChangelnfo Information m
ISO/IEC 10165-2:1992": Syntax
stateChange SEQUENCE
411 sourcelndicator {29327 26} ENUMERATED
4.1.2 attributeldentifierLigt {29327 8 SET OF [o]
CHOICE
4121 globalForm - OBJECT c:0.7
IDENTIFIER
4.1.2.2 localForm - INTEGER c:o|7
4.1.3 stateChangeDefinit}{2 9 32 7 28} SET OF m
on SEQUENCE
4131 attributelD - CHOICE m)
4.1.3.1.1 | globalForm - OBJECT 0.8
IDENTIFIER
4.1.3.1.2 | localForm - INTEGER o.
4.1.3.2 oldAttributeValue - ANY DEFINED o
BY attributelD
4.1.3.3 newAttributeValue - ANY DEFINEP m
BY attributelD
4.1.4 notificationldentifie {2 9327 1} INTEGER 0|
4.15 correlatedNotificati [{2 9 32 7 12 SET OF [o]
ons SEQUENCE
4151 correlatedNotificati|{2 9 32 7 12} SET OF cm
ons INTEGER
4152 sourceObjectinst - CHOICE clo
4.15.2.1 | distinguishedNamg - SEQUENCE(Q@f0.9|
SET OF
SEQUENCE
4.1.5.2.1.1 type - OBJECT cm
IDENTIFIER
4.1.5.2.1.9 value - ANY cnf
4.1.5.2.2 | nonSpecificForm - OCTET c:0.9
STRING
4.1.5.2.3 | localDistinguished - SEQUENCE OFc:0.9
Name SET OF
SEQUENCE
4.1.5.2.3.1 type - OBJECT cm
IDENTIFIER
4.1.5.2.3.9 value - ANY cnf
4.1.6 additionalText {29327 7} GraphicString
4.1.7 additionallnformatiqgn {29327 ¢} SET OF o]
SEQUENCE
4171 identifier - OBJECT cm
IDENTIFIER
4.1.7.2 significance - BOOLEAN [oX
4.1.7.3 information - ANY DEFINED c:m
BY identifier
Table D.3.8 — jurisdiction Parameter support
(There are no parameters specified for this managed object class.)
Table D.3.9 — jurisdiction Conditions
Condition Condition Reference
number

cl

I1f D.3.3/4 then m else —

"any registered package, other than this package has been instantiated"
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D.6

enhancedJurisdiction " ITU-T Rec. X.749 (1997) | I SO/IEC 10164-19:1997" (partial)
TablesD.4.1to D.4.9.

Table D.4.1 — enhancedJurisdiction Managed object class support

; ot ot i Isthe actual class the same asthe
?
Index Managed object class | Value of object identifier | Support of all mandatory features? managed object class to which
template label for class (Y/N) - ‘
conformance is claimed? (Y/N)
1 enhancedJurisdiction {2921934}
Table D.4.2 — enhancedJurisdiction Actual class support
Ind Managed object class \f/al ue of og(jjecgi detntilfier Additional
NOEX | template for actual class | 'O Managed Object class information
definition of actual class
Table D.4.3 — enhancedJurisdiction Package support
Value of object -
Index | Packagetemplatelabel | {dentifier for Constraints and values Status | Support| Additiona
package information
1 "CCITT Rec. X.721(1992) | | {29324 17} |"if an object supports allomorphism"” 0
ISO/IEC 10165-2:1992":
allomorphicPackage
2 dutySchedulePackage Mandatory m
3 "ITU-T Rec. X.725 | ISO/IEC Mandatory m
10165-7":
genericRel ationshi pObjectPag
kage
4 jurisdictionPackage Mandatory m
5 operactionApplierPackage Mandatory m
6 "CCITT Rec. X.721(1992) | | {29324 16} |"any registered package, other than this cl
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage
7 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
topPackage
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Table D.4.4 — enhancedJurisdiction Attribute support

Set to
Set by create Get Replace Add Remove default
Value of object . -
Index | Attribute template label identifier for Constraints and Status | Support | Status | Support | Status | Support | Status | Support | Status | Support [ Status | Support -Addltlonal
attribute values information
1 administrativeAspectPointer | {292197 2} m m m - -
2 "CCITT Rec. X.721 (1992)|| {29327 31} | ENUMERATED m m m - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)|| {29327 50} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992)|| {29327 33} | SET OF m m - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
5 domainPointer {29219710} SETOF CHOIJE m n - - -
6 “ITU-T Rec. X.746 (1995) [ (not registered) m m m - - -
ISO/IEC 10164-15:1995";
externalSchedulerName
7 jurisdictionld {29219712} | CHOICE m m - - -
NO-MODIFY
8 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT [ m - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
9 "CCITT Rec. X.721 (1992)|| {29327 65} | CHOICE - m - - -
ISO/IEC 10165-2:1992":
objectClass
10 "CCITT Rec. X.721 (1992)|| {29327 35} [ ENUMERATED - m - - -
ISO/IEC 10165-2:1992":
operationalState
11 "CCITT Rec. X.721 (1992)|| 2932766} | SET OF OBJECT o cl - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
12 policyPointer {29219717} SET OF CHOICE m m - - -
13 "ITU-T Rec. X.725 (1995) {293772} OBJECT m m - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipClass
14 "ITU-T Rec. X.725 (1995) {293773} OBJECT m m - - -
ISO/IEC 10165-7:1996": IDENTIFIER
relationshipMapping
15 "ITU-T Rec. X.725 (1995) {293771} CHOICE m m - - -
ISO/IEC 10165-7:1996":
relationshipName
Table D.4.5 — enhancedJurisdiction Attribute group support
Get Set to
default
Value of object
Index Attribute group template |abel |d(_ent|f|er for Constraints and values Status | Support| Status | Support _Addltlohal
attribute group information
1 |"CCITT Rec. X.721 (1992) | (not registered) m -
ISO/IEC 10165-2:1992":
relationships
2 "CCITT Rec. X.721 (1992) | | {293281} m -
ISO/IEC 10165-2:1992":
state
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Table D.4.6 — enhancedJurisdiction Action support

. Value of object . - . -
Index Action type identifier for action Constraints and Status | Support _Addmoyal Subindex Action field name label Contraints and Status | Support .Add""’“a‘
template label type values information values information
1 applyOperationToMembership {2921981} timeOutError m 11 ApplyOperationToMembe Infor mation m
rshipRequest Syntax
CHOICE
111 set SetArgument ol
112 action ActionArgument o0l
113 get GetArgument ol
1.2 ApplyOperationToMembe Reply Syntax m
renipReply SEQUENCE OF
OperationResult
2 determineViolationStatus {2921982} m 21 DetermineViolationStatus Information m
Request Syntax
CHOICE
211 distinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
2111 type OBJECT cm
IDENTIFIER
2112 vaue ANY cm
212 nonSpecificForm OCTET STRING 0.2
213 local DistinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
2131 type OBJECT cm
IDENTIFIER
2132 value ANY cm
22 DetermineViolationStatus Reply Syntax m
Reply ENUMERATED
3 listMembership {2921984} m 31 ListMembershipReply Reply Syntax m
SEQUENCE
311 completeness ENUMERATED m
312 membership SET OF CHOICE m
3121 distinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
31211 type OBJECT cm
IDENTIFIER
31212 value ANY cm
3122 nonSpecificForm OCTET STRING 0.3
3123 local DistinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
31231 type OBJECT cm
IDENTIFIER
31232 value ANY cm
4 verifyMembershipStatus {2921985} m 4.1 VerifyMembershipStatus Information m
Request Syntax
CHOICE
411 distinguishedName SEQUENCE OF 04
SET OF
SEQUENCE
4111 type OBJECT cm
IDENTIFIER
4112 value ANY cm
412 nonSpecificForm OCTET STRING 04
413 local DistinguishedName SEQUENCE OF 04
SET OF
SEQUENCE
4131 type OBJECT cm
IDENTIFIER
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Table D.4.6 — enhancedJurisdiction Action support(concluded)

. Vaue of object . - . -
Action type A e Constraints and Additional . . Congtraints and Additional
Index template label |der_1t|f|er for values Status | Support information Subindex | Action field name |abel values Status | Support information
action type
4132 value ANY cm
4.2 VerifyMembershipStatus | Reply Syntax m
Reply SEQUENCE
421 objectName CHOICE m
4211 distinguishedName SEQUENCEOH 0.5
SET OF
SEQUENCE
42111 |type OBJECT cm
IDENTIFIER
42112 |value ANY cm
4212 nonSpecificForm OCTET 05
STRING
4213 localDistinguishedName [ SEQUENCE OF 0.5
SET OF
SEQUENCE
42131 |type OBJECT cm
IDENTIFIER
42132 |value ANY cm
422 membershipStatus ENUMERATED m
Table D.4.7 — enhancedJurisdiction Notification support
Support
Value of Va'Pe of
. object . " oo | obed . "
Index Notification type template identifier for Constraints| Status| Confirmed N(_)n— _Addltlonjal Subindex Notification field |de_znt|f|er of | Constraints and Stetus Support _Addltlor_'nal
label notification and values confirmed)| information name |abel attribute type vaues information|
type associated
with field
1 ["CCITT Rec. X.721(1992) ||{2932 106} m 11 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcel ndicator {29327 26} [ENUMERATED| o
112 attributeList {2932709} [SET OF o
SEQUENCE
1121 attributeld CHOICE cm
1.1.2.1.1 | globalForm OBJECT c0.1
IDENTIFIER
1.1.2.1.2 | localForm INTEGER coofl
1.1.2.2 attributeValue ANY DEFINED c:m
BY attributeld
1.1.3 notificationldentifief {2 9 327 16} INTEGER 0
114 correlatedNotificati [{2 9 32 7 12} SET OF [¢]
ons SEQUENCE
1141 correlatedNotificati|{2 9 32 7 12} SET OF cm
ons INTEGER
1142 sourceObjectinst - CHOICE clo
1.1.4.2.1 | distinguishedNam¢ - SEQUENCE [@F.2
SET OF
SEQUENCE
1.1.4.2.1.9 type OBJECT cm
IDENTIFIER
1.1.4.2.1.4 value ANY c:nj
1.1.4.2.2 | nonSpecificForm - OCTET c0.2
STRING
1.1.4.2.3 | localDistinguished SEQUENCE OKc:0.2
Name SET OF
SEQUENCE
1.1.4.2.3.9 type OBJECT cm
IDENTIFIER
1.1.4.2.3.4 value ANY c:nj
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Table D.4.7 — enhancedJurisdiction Notification support(continued)

Support
. Value of object
ViZleﬁi(f)ife(r)?o?ct identifier of
Notification type template label o Constraints . Non- Additional " Notification field name | attribute type Constraints and Additional
Index notfication type and values Status | Confirmed confirmed | information Subindex label associated with values Status| Support information
field
115 additional Text {293277} |GraphicString o
116 additionallnformation {293276} |SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1163 information - ANY DEFINED BY c:m
identifier
2 "CCITT Rec. X.721 (1992)| | {2932107} m 21 Objectinfo Information Syntaq] m
ISO/IEC 10165-2:1992": SEQUENCE
objectDeletion
211 sourcelndicator {2932726f ENUMERATED ol
212 attributeList {293279}| SETOF o
SEQUENCE
2121 attributeld - CHOICE [
21211 globalForm - OBJECT c:0.3
IDENTIFIER
21212 localForm - INTEGER co
2122 attributeValue - ANY DEFINED BY c:m
attributeld
213 notificationldentifier {2932716) INTEGER o
214 correlatedNotificati {2932712} | SET OF o
ons SEQUENCE
2141 correlatedNotificati {2932712} | SET OF INTEGER c:
ons
2142 sourceObjectinst - CHOICE c
21421 distinguishedName - SEQUENCE OH c:0.4
SET OF
SEQUENCE
214211 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY c:m|
21422 nonSpecificForm - OCTET STRING] cq.4
21423 localDistinguished - SEQUENCE OF | c:0.4
Name SET OF
SEQUENCE
214231 | type - OBJECT cm
IDENTIFIER
2.1.4.2.3.2 | value - ANY c:m|
215 additionalText {293277} GraphicString q
216 additionallnformation {293276}f SETOF o
SEQUENCE
216.1 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN c:o
2163 information - ANY DEFINED BY c:m
identifier
3 policyViolation {2921910 1} m 3.1 PolicyViolation Information Syntax] m
SEQUENCE
311 violatorName {29219720 CHOICE m|
3.1.1.1 distinguishedName - SEQUENCE OF| 0.5
SET OF
SEQUENCE
31111 | type - OBJECT cm
IDENTIFIER
3.1.11.2 value - ANY c:m|
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Table D.4.7 — enhancedJurisdiction Notification support(continued)

Support
. Value of object
Viz‘lleﬁi(f)ife(r)t;{::ct identifier of
Notification type template label o Constraints . Non- Additional " Notification field name | attribute type Constraints and Additional
Index notfication type and values Status | Confirmed confirmed | information Subindex label associated with values Status| Support information
field
3112 nonSpecificForm - OCTET STRING 0.5
3.1.1.3 localDistinguished - SEQUENCE OF 0.5
Name SET OF
SEQUENCE
31131 | type - OBJECT cm
IDENTIFIER
3.1.1.3.2 value - ANY c:m|
3.1.2 violatedPolicy {29219719} CHOICE m)
3.1.2.1 distinguishedName - SEQUENCE OF| 0.6
SET OF
SEQUENCE
31211 | type - OBJECT cm
IDENTIFIER
3.1.21.2 value - ANY c:m|
3.1.2.2 nonSpecificForm - OCTET STRING| 0p
3.1.2.3 localDistinguished - SEQUENCE OF 0.6
Name SET OF
SEQUENCE
31231 | type - OBJECT cm
IDENTIFIER
3.1.2.3.2 value - ANY c:m|
4 "CCITT Rec. X.721 (1992) | | {293210 14} m 41 StateChangelnfo Information Syntax] m
ISO/IEC 10165-2:1992": SEQUENCE
stateChange
4.1.1 sourcelndicator {2932726f ENUMERATED ol
4.1.2 attributeldentifierList {293278}| SETOF CHOICH q
4121 globalForm - OBJECT c0.7
IDENTIFIER
4.1.2.2 localForm - INTEGER co.f
413 stateChangeDefinition {2932724} SETOF m
SEQUENCE
4131 attributelD - CHOICE m
4.13.1.1 globalForm - OBJECT 0.8
IDENTIFIER
41312 localForm - INTEGER o.
4132 oldAttributeValue - ANY DEFINED B o
attributelD
4133 newAttributeValue - ANY DEFINED BY m
attributelD
4.1.4 notificationldentifier {2932716) INTEGER o
4.15 correlatedNotificati {2932712} | SET OF o
ons SEQUENCE
4151 correlatedNotificati {2932712} | SET OF INTEGER c:
ons
4.15.2 sourceObjectinst - CHOICE c
4.15.2.1 distinguishedName - SEQUENCE OH c:0.9
SET OF
SEQUENCE
4.15.2.1.1 | type - OBJECT cm
IDENTIFIER
4.15.21.2 | value - ANY c:m|
4.15.2.2 nonSpecificForm - OCTET STRING] cq.9
4.15.2.3 localDistinguished - SEQUENCE OF | c:0.9
Name SET OF
SEQUENCE
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Table D.4.7 — enhancedJurisdiction Notification support(concluded)

Support
value of Value of
L object . " Lo | obed . "
Index Notification type template identifier for Constraints| Status| Confirmed N(_)n— _Add|t|0|_1al Subindex Notification field |de_znt|f|er of | Constraints and Stetus Support _Addltlor_'nal
label notification and values confirmed)| information name |abel attribute type vaues information|
type associated
with field
415231 |type - OBJECT cm
IDENTIFIER
4.1.5.2.3.9 value - ANY c:nj
4.1.6 additionalText {293277} GraphicString
417 additionallnformatign {29327 g} SET OF [¢]
SEQUENCE
4171 identifier - OBJECT cm
IDENTIFIER
4.1.7.2 significance - BOOLEAN [oX
4.1.7.3 information - ANY DEFINEDQ c:m
BY identifier
Table D.4.8 — enhancedJurisdiction Parameter support
Value of object Additional
Index Package template |abel identifier for Constraints and values Status | Support | eormation
package
1 timeootError {293251} 0
Table D.4.9 — enhancedJurisdiction Conditions
Condition Condition Reference
number
cl If D.4.3/6 then m else — "any registered package, other than this package has been instantiated"
D.7 domain " ITU-T Rec. X.749 (1997) | I SO/IEC 10164-19:1997"

TablesD.5.1to D.5.9.

Table D.5.1 — domain Managed object class support

Managed object class| Value of object identifief Support of all mandatory features® the actual class the same as
Index managed object class to which
template label for class (Y/N ; :
conformance is claimed? (Y/N)
1 domain {2921935}
Table D.5.2 — domain Actual class support
index|  Managed object class| Yalue of object identifief Additional
NGEX| template for actual clasg'f Managed object class information
definition of actual class
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Table D.5.3 — domain Package support
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Value of object Additional
Index| Package template label identifier for Constraints and values Status | SUpport | i tormation
package
1 "CCITT Rec. X.721 (1992) | {29324 17} |"if an object supports allomorphism" o
ISO/IEC 10165-2:1992":
allomorphicPackage
2 domainPackage Mandatory m
3 "CCITT Rec. X.721 (1992) | {29324 16} |"any registered package, other than this cl
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage
4 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
topPackage
Table D.5.4 — domain Attribute support
Set by create Get Replace Add Remove dse?aLcl)t
Value of object . .
Index | Attribute template |abel identifier for Cons\,t/;Ialur: and Status | Support | Status | Support [ Status | Support | Status | Support | Status | Support | Status | Support i':f%dr:ﬂ;?gln
attribute
1 administrativeAspectPointer | {292197 2} m m m - - -
2 "CCITT Rec. X.721 (1992)| {293 2750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
3 domainld {2921979} | CHOICE m m - - - -
NO-MODIFY
4 indirectMembershipSpecifier{2 9 2 19 7 11} m m - m m -
List
5 memberSelectionFilter {29219714} CHOICE m m n B - 1
6 memberSelectionList {29219715 m m - m m -
7 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
8 "CCITT Rec. X.721 (1992)[| {29327 65} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
9 "CCITT Rec. X.721 (1992)|| {2932766} | SETOF OBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
Table D.5.5 — domain Attribute group support
(There are no attribute groups specified for this managed object class.)
Table D.5.6 — domain Action support
. Value of object . . . s
Index t:r::]tpl)?;et)/lgf)el identifitte;pfgr actimconiglzﬂggs ang Status| Suppoit iﬁg‘?:ﬂgﬂi Subindex]  Action field name labe Conigl'ﬂgtss an Status| Suppoit iﬁ%‘::}:‘;ﬂi
1 listDirectMembership {2921983} m 1.1 ListMembershipReply [Reply Syntax m
SEQUENCE
111 completeness ENUMERATED m
112 membership SET OF m
CHOICE
1.1.21 distinguishedName SEQUENCE [OF0.1
SET OF
SEQUENCE
1.1.2.1.1 | type OBJECT cm
IDENTIFIER
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Table D.5.6 — domain Action support(concluded)

. Value of object - . -
Index Action type identifier for action Constraints and Status | Support _Addmoyal Subindex Action field name label Constraints and Status | Support .Add' i onal
template label type values information values information
11212 vaue ANY cm
1122 nonSpecificForm OCTET STRING o0l
1123 local DistinguishedName SEQUENCE OF 0l
SET OF
SEQUENCE
11231  |type OBJECT cm
IDENTIFIER
11232 vaue ANY cm
2 listMembership {2921984} m 21 ListMembershipReply Reply Syntax m
SEQUENCE
211 completeness ENUMERATED m
212 membership SET OF CHOICE m
2121 distinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
21211 type OBJECT cm
IDENTIFIER
21212 vaue ANY cm
2122 nonSpecificForm OCTET STRING 0.2
2123 local DistinguishedName SEQUENCE OF 0.2
SET OF
SEQUENCE
21231 type OBJECT cm
IDENTIFIER
21232 vaue ANY cm
3 verifyMembershipStatus {2921985} m 31 VerifyMembershipStatusRequed | nfor mation m
t Syntax
CHOICE
311 distinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
3111 type OBJECT cm
IDENTIFIER
3112 value ANY cm
312 nonSpecificForm OCTET STRING 0.3
313 local DistinguishedName SEQUENCE OF 03
SET OF
SEQUENCE
3131 type OBJECT cm
IDENTIFIER
3132 value ANY cm
32 VerifyMembershipStatusReply |Reply Syntax m
SEQUENCE
321 objectName CHOICE m
3211 distinguishedName SEQUENCE OF 04
SET OF
SEQUENCE
32111 type OBJECT cm
IDENTIFIER
32112 vaue ANY cm
3212 nonSpecificForm OCTET STRING 04
3213 local DistinguishedName SEQUENCE OF 04
SET OF
SEQUENCE
32131 type OBJECT cm
IDENTIFIER
32132 vaue ANY cm
322 membershipStatus ENUMERATED m
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| SO/IEC 10164-19 : 1997 (E)

Support
. Value of object
Viz‘lleﬁi(f)ife(r)t;{::ct identifier of
Notification type o Constraints . Non- Additional " Notification field name | attribute type Constraints and Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex |abel associated with values Status | Support information
field
1 "CCITT Rec. X.721 (1992) | {2932106} m 11 Objectinfo Information m
I1SO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcelndicator {2932726} | ENUMERATED [
112 attributeList {293279 [SETOF o
SEQUENCE
1121 attributeld - CHOICE cm
11211 globalForm - OBJECT co.l
IDENTIFIER
11212 localForm - INTEGER co.ll
1122 attributeValue - ANY DEFINED | cm
BY attributeld
113 notificationldentifier {2932716)] INTEGER o
114 correlatedNotificati {2932712}| SET OF o
ons SEQUENCE
1141 correlatedNotificati {2932712}| SETOF INTEGER c:m|
ons
1.1.4.2 sourceObjectinst - CHOICE [
11421 distinguishedName - SEQUENCE Of c:0.2
SET OF
SEQUENCE
1.1.4.21.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.1.2 | value - ANY cm
11422 nonSpecificForm - OCTET STRING c:d2
11423 localDistinguished - SEQUENCE OF | c:0.2
Name SET OF
SEQUENCE
1.1.4.23.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.3.2 | value - ANY cm
115 additionalText {293277} GraphicString 0
1.1.6 additionallnformation {293276) SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1163 information - ANY DEFINED cm
BY identifier
2 "CCITT Rec. X.721 (1992) | | {2932107} m 21 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {2932726 ENUMERATED o
212 attributeList {293279}| SETOF [¢]
SEQUENCE
2121 attributeld - CHOICE c:m
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER co,|
2.1.2.2 attributeValue - ANY DEFINED | cm
BY attributeld
213 notificationldentifier {2932716] INTEGER o
214 correlatedNotificati {2932712}| SETOF o
ons SEQUENCE
2.1.4.1 correlatedNotificati {2932712}| SETOF INTEGER c:m|
ons
2.1.4.2 sourceObjectinst - CHOICE [
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Table D.5.7 — domain Notification support (concluded)
Support
value of Value of
. object . " oo | obiedt . "
Index Notification type identifier for Constraints| Status| Confirmed N(_)n— _Addltlonjal Subindex Notification field |de_znt|f|er of | Constraints and Status|Support _Addltlor_'nal
template |abel notification and values confirmed)| information name |abel attribute type values information|
type associated
with field
21421 |[distinguishedName - SEQUENCE Offc:0.4
SET OF
SEQUENCE
2.1.4.2.1.1 type - OBJECT cm
IDENTIFIER
2.1.4.2.1.9 value - ANY c:n
2.1.4.2.2 | nonSpecificForm - OCTET c.0.4
STRING
2.1.4.2.3 | localDistinguishedIla - SEQUENCE Okc:0.4
me SET OF
SEQUENCE
2.1.4.2.3.1 type - OBJECT cm
IDENTIFIER
2.1.4.2.3.4 value - ANY c:n
215 additionalText {29327 7} GraphicString| q
2.1.6 additionallnformatign {29327 §} SET OF o
SEQUENCE
2161 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN cq
2.16.3 information - ANY DEFINED c:m
BY identifier
Table D.5.8 — domain Parameter support
(There are no parameters specified for this managed object class.)
Table D.5.9 — domain Conditions
Condition Condition Reference
number
cl If D.5.3/3thenm else — "any registered package, other than this package has been instantiated"
D.8 administrativeAspect " I TU-T Rec. X.749 (1997) | 1SO/IEC 10164-19:1997"

TablesD.6.1to D.6.9.

Table D.6.1 — administrativeAspect Managed object class support

Isthe actual class the same asthe

Managed object class | Value of object identifier | Support of all mandatory features? ! -
Index managed object class to which
template |abel for class (Y/N) ; :
conformance is claimed? (Y/N)
1 administrativeAspect {2921936}

Table D.6.2 — administrativeAspect Actual class support

Index

Managed object class
template for actual class

Value of object identifier
for managed object class
definition of actual class

Additional

inf

ormation
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Table D.6.3 — administrativeAspect Package support

Value of object Additional
Index| Package template label identifier for Constraints and values Status | Support | information
package
1 administrativeA spectPackage Mandatory m
2 "CCITT Rec. X.721(1992) | [{29324 17} |"if an object supports allomorphism" 0
ISO/IEC 10165-2:1992":
allomorphicPackage
3 "CCITT Rec. X.721(1992) | ({29324 16} |"any registered package, other than this cl
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage
4 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
topPackage
Table D.6.4 — administrativeAspect Attribute support
Set by create Get Replace Add Remove dse?aLcl)t
Value of object . .
Index | Attribute template |abel id;t:ifésrt gor Con?t/;]alur: and Status | Support | Status | Support [ Status | Support | Status | Support | Status | Support | Status | Support i':f(:)(:lrﬂgt?gln
1 administrativeAspectld {2921971} [CHOICE m m - - - -
NO-MODIFY
2 administrativeAuthority {2921973}| GeneralString m n n - B g
3 administrativeContactinform {292 197 4} | GeneralString m m m - - -
ation
4 administrativeOwner {2921975} GeneralString n n n
5 administrativeSpecifier {2921976}| GeneralString Y n - - - -
6 "CCITT Rec. X.721 (1992)| {293 2750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
7 creationTime {2921978}| TimeStamp m m - - - -
NO-MODIFY
8 lastUpdateTime {29219713}) TimeStamp m m - - - -
NO-MODIFY
9 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT [¢] m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
10 "CCITT Rec. X.721 (1992)| {29327 65} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
11 "CCITT Rec. X.721 (1992)(| {2932766} | SET OF OBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
12 versionldentifier {29219718}| GeneralString m ! n E E g

Table D.6.5 — administrativeAspect Attribute group support

(There are no attribute groups specified for this managed object class.)

Table D.6.6 — administrativeAspect Action support

(There are no actions specified for this managed object class.)
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Table D.6.7 — administrative Aspect Notification support

Support
. Value of object
Viz‘lleﬁi(f)ife(r)t;{::ct identifier of
Notification type o Constraints . Non- Additional " Notification field name | attribute type Constraints and Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex |abel associated with values Status | Support information
field
1 "CCITT Rec. X.721 (1992) | {2932106} m 11 Objectinfo Information m
I1SO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcelndicator {2932726} | ENUMERATED [
112 attributeList {293279 [SETOF o
SEQUENCE
1121 attributeld - CHOICE cm
11211 globalForm - OBJECT co.l
IDENTIFIER
11212 localForm - INTEGER co.ll
1122 attributeValue - ANY DEFINED | cm
BY attributeld
113 notificationldentifier {2932716)] INTEGER o
114 correlatedNotificati {2932712}| SET OF o
ons SEQUENCE
1141 correlatedNotificati {2932712}| SETOF INTEGER c:m|
ons
1.1.4.2 sourceObjectinst - CHOICE [
11421 distinguishedName - SEQUENCE Of c:0.2
SET OF
SEQUENCE
1.1.4.21.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.1.2 | value - ANY cm
11422 nonSpecificForm - OCTET STRING c:d2
11423 localDistinguished - SEQUENCE OF | c:0.2
Name SET OF
SEQUENCE
1.1.4.23.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.3.2 | value - ANY cm
115 additionalText {293277} GraphicString 0
1.1.6 additionallnformation {293276) SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1163 information - ANY DEFINED cm
BY identifier
2 "CCITT Rec. X.721 (1992) | | {2932107} m 21 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {2932726 ENUMERATED o
212 attributeList {293279}| SETOF [¢]
SEQUENCE
2121 attributeld - CHOICE c:m
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER co,|
2.1.2.2 attributeValue - ANY DEFINED | cm
BY attributeld
213 notificationldentifier {2932716] INTEGER o
214 correlatedNotificati {2932712}| SETOF o
ons SEQUENCE
2.1.4.1 correlatedNotificati {2932712}| SETOF INTEGER c:m|
ons
2.1.4.2 sourceObjectinst - CHOICE [

86

ITU-T Rec. X.749 (1997 E)




| SO/IEC 10164-19 : 1997 (E)

Table D.6.7 — administrative Aspect Notification support (concluded)

Support
value of Value of
. object . " oo | obiedt . "
Index Notification type identifier for Constraints| Status| Confirmed N(_)n— _Addltlonjal Subindex Notification field |de_znt|f|er of | Constraints and Status|Support _Addltlor_'nal
template |abel notification and values confirmed)| information name |abel attribute type values information|
type associated
with field
21421 |[distinguishedName - SEQUENCE Offc:0.4
SET OF
SEQUENCE
2.1.4.2.1.1 type - OBJECT cm
IDENTIFIER
2.1.4.2.1.9 value - ANY c:n
2.1.4.2.2 | nonSpecificForm - OCTET c.0.4
STRING
2.1.4.2.3 | localDistinguished - SEQUENCE Okc:0.4
Name SET OF
SEQUENCE
2.1.4.2.3.1 type - OBJECT cm
IDENTIFIER
2.1.4.2.3.4 value - ANY c:n
215 additionalText {29327 7} GraphicString| q
2.1.6 additionallnformatign {29327 §} SET OF o
SEQUENCE
2161 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN cq
2.16.3 information - ANY DEFINED c:m
BY identifier
Table D.6.8 — administrativeAspect Parameter support
(There are no parameters specified for this managed object class.)
Table D.6.9 — administrativeAspect Conditions
Conition Condition Reference
number
cl If D.6.3/3then m else — "any registered package, other than this package has been instantiated"
D.9 policyViolationLogRecord " ITU-T Rec. X.749 (1997) | I SO/IEC 10164-19:1997"

TablesD.7.1to D.7.9.

Table D.7.1 — policyViolationLogRecord Managed object class support

Index

Managed object class
template label

for class

Value of object identifigr Support of all mandatory features

(YIN)

Lks the actual class the same as
“managed object class to whid|
conformance is claimed? (Y/N

policyViolationLogRecorg

(2921937}

Table D.7.2 — policyViolationLogRecord Actual class support

Index

Managed object class

template for actual clasp

Value of object identifief
for managed object class
definition of actual class

Additional
information
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Table D.7.3 — policyViolationLogRecord Package support

Vaue of object Additional

Index Package template |abel identifier for Constraints and values Status |Support| information

package

1 "CCITT Rec. X.721(1992) | |{2932418} |"the Additional information parameter is cl
ISO/IEC 10165-2:1992": present in the notification or report
additional InformationPackage corresponding to the instance of event

record or an instance of its subclasses’

2 "CCITT Rec. X.721(1992) | {29324 19} |"the Additional text parameter ispresentin| c2
ISO/IEC 10165-2:1992": the notification or report corresponding to
additional TextPackage the instance of event record or an instance

of its subclasses’

3 "CCITT Rec. X.721(1992) | {29324 17} |"if an object supports alomorphism" o
ISO/IEC 10165-2:1992":
alomorphicPackage

4 "CCITT Rec. X.721(1992) | |{29324 23} |"the correlatedNotifications parameter is c3
1SO/IEC 10165-2:1992": present in the notification or event report
correlatedNotifi cationsPackage corresponding to the instance of an event

record or an instance of its subclasses "

5 "CCITT Rec. X.721 (1992) | Mandatory m
ISO/IEC 10165-2:1992":
eventL ogRecordPackage

6 "CCITT Rec. X.721(1992) | {29324 11} |"the event time parameter was present in c4
ISO/IEC 10165-2:1992": the received event report”
eventTimePackage

7 "CCITT Rec. X.721 (1992) | Mandatory m
1SO/IEC 10165-2:1992":
logRecordPackage

8 "CCITT Rec. X.721(1992) | |{29324 24} |"the notification Identifier parameter is c5
ISO/IEC 10165-2:1992": present in the notification or event report
notificationl dentifierPackage corresponding to the instance of an event

record or an instance of its subclasses’

9 "CCITT Rec. X.721(1992) | {29324 16} |"any registered package, other than this c6
ISO/IEC 10165-2:1992": package has been instantiated"
packagesPackage

10 policyViolationL ogRecordPa Mandatory m
ckage

11 |"CCITT Rec. X.721 (1992) | Mandatory m
1SO/IEC 10165-2:1992":
topPackage
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Table D.7.4 — policyViolationLogRecord Attribute support

Set by create Get Replace Add Remove ri;e;?t
Value of object . -
Index Attribute template |abel identifier for attribute Constraints and values Status | Support | Status | Support | Status | Support | Status | Support [ Status | Support | Status | Support i:fi(:lr:;?gn
1 "CCITT Rec. X.721 (1992) | {293276} SET OF SEQUENCE | ¢l cl - - - -
ISO/IEC 10165-2:1992":
additional Information
2 "CCITT Rec. X.721 (1992) | {293277} GraphicString c2 c2 - - - -
ISO/IEC 10165-2:1992":
additionalText
3 "CCITT Rec. X.721 (1992) | {2932750} SET OF CHOICE - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 "CCITT Rec. X.721 (1992) | {2932712} SET OF SEQUENCI c3 c3 - - - -
ISO/IEC 10165-2:1992":
correlatedNotifications
5 "CCITT Rec. X.721 (1992) | {2932713} GeneralizedTime c4 c4 - - - -
ISO/IEC 10165-2:1992":
eventTime
6 "CCITT Rec. X.721 (1992) | 2932714} CHOICE m m - - - -
ISO/IEC 10165-2:1992":
eventType
7 "CCITT Rec. X.721 (1992) | {293273} CHOICE m m - - - -
ISO/IEC 10165-2:1992":
logRecordld
8 "CCITT Rec. X.721 (1992) | {2932759} GeneralizedTime m m - - - -
ISO/IEC 10165-2:1992":
loggingTime
9 "CCITT Rec. X.721 (1992) | {2932760} CHOICE m m - - - -
ISO/IEC 10165-2:1992":
managedObjectClass
10 "CCITT Rec. X.721 (1992) | 2932761} CHOICE m m - - - -
ISO/IEC 10165-2:1992":
managedObjectinstance
11 “"CCITT Rec. X.721 (1992) | {2932763} OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
12 "CCITT Rec. X.721 (1992) | {2932716} INTEGER c5 c5 - - - -
ISO/IEC 10165-2:1992":
notificationldentifier
13 “"CCITT Rec. X.721 (1992) | {2932765} CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
14 "CCITT Rec. X.721 (1992) | {2932766} SET OF OBJECT o c6 - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
15 violatedPolicy {29219719} CHOICE m m - - - -
16 violatorName {292197 20} CHOICE m m - - - -
Table D.7.5 — policyViolationLogRecord Attribute group support
(There are no attribute groups specified for this managed object class.)
Table D.7.6 — policyViolationLogRecord Action support
(There are no actions specified for this managed object class.)
Table D.7.7 — policyViolationLogRecord Noatification support
(There are no notifications specified for this managed object class.)
Table D.7.8 — policyViolationLogRecord Parameter support
(There are no parameters specified for this managed object class.)
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TableD.7.9 — policyViolationLogRecord Conditions

Condition Condition Reference
number

cl If D.7.3/1then m else — "the Additional information parameter is present in the notification or report
corresponding to the instance of event record or an instance of its subclasseg”

c2 If D.7.3/2 then m else — "the Additional text parameter is present in the notification or report corresgonding
to the instance of event record or an instance of its subclasses"

c3 If D.7.3/4 then m else — "the correlatedNotifications parameter is present in the notification or event{report
corresponding to the instance of an event record or an instance of its subclasses "

c4 If D.7.3/6 then m else — "the event time parameter was present in the received event report”

c5 If D.7.3/8 then m else — "the notification Identifier parameter is present in the notification or event rgport
corresponding to the instance of an event record or an instance of its subclasses"

c6 If D.7.3/9 then m else — "any registered package, other than this package has been instantiated"

D.10  valueAssertionPolicy " ITU-T Rec. X.749 (1997) | 1SO/IEC 10164-19:1997"

TablesD.8.1to D.8.9.

Table D.8.1 — valueAssertionPolicy Managed object class support

Managed obiject class| Value of object identifief Support of all mandatory featuregs (€ actual class the same as the
Index managed object class to which
template label for class (Y/N) ; :
conformance is claimed? (Y/N)
1 valueAssertionPolicy {2921938}
Table D.8.2 — valueAssertionPolicy Actual class support
index |  Managed object class | Value of object identfier Additional
NOEX | template for actual class | 0" Managed Object class information
definition of actual class
Table D.8.3 — valueAssertionPolicy Package support
Value of objeqt dditional
Index| Package template label| identifier for Constraints and values Statys  Supporftormation
package

1 "CCITT Rec. X.721 (1992)|[{2 9 3 2 4 17}| "if an object supports allomorphism" 0

ISO/IEC 10165-2:1992":

allomorphicPackage
2 "CCITT Rec. X.721 (1992)|{2 9 3 2 4 16}| "any registered package, other than this c1

ISO/IEC 10165-2:1992": package has been instantiated"

packagesPackage
3 policyPackage Mandatory m
4 "CCITT Rec. X.721 (1992)|| Mandatory m

ISO/IEC 10165-2:1992":

topPackage
5 valueAsertionPolicyPackage Mandatory m
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Table D.8.4 — valueAssertionPolicy Attribute support

Set to
Set by create Get Replace Add Remove default
Value of object . -
Index | Attribute template |abel identifier for Constraints and Status | Support | Status | Support [ Status | Support | Status | Support | Status | Support | Status | Support -Addm or_'nal
attribute values information
1 administrativeAspectPointer | {2921972} m m m - - -
2 "CCITT Rec. X.721 (1992)|| {29327 31} ENUMERATED m m m - - -
ISO/IEC 10165-2:1992":
administrativeState
3 "CCITT Rec. X.721 (1992)|| {2932750} | SET OF CHOICH - o - - - -
ISO/IEC 10165-2:1992":
allomorphs
4 assertion {2921977}| CHOICE m m m - - -
5 "CCITT Rec. X.721 (1992)|| {29327 33} | SETOF m m - - - -
ISO/IEC 10165-2:1992": INTEGER
availabilityStatus
6 "CCITT Rec. X.721 (1992)|| {29327 63} | OBJECT o m - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
nameBinding
7 "CCITT Rec. X.721 (1992)|| {29327 65} | CHOICE - m - - - -
ISO/IEC 10165-2:1992":
objectClass
8 "CCITT Rec. X.721 (1992)|| {29327 35} | ENUMERATED - m - - - -
ISO/IEC 10165-2:1992":
operationalState
9 "CCITT Rec. X.721 (1992)|| {2932766} | SETOFOBJECT o cl - - - -
ISO/IEC 10165-2:1992": IDENTIFIER
packages
10 | policyld {29219716} | CHOICE m m - - - -
NO-MODIFY
Table D.8.5 — valueAssertionPolicy Attribute group support
Get Set to default
Index Attribute group \/%Igr%cﬁe?t?;c : Constraints and values Status [Support| Status [Support Additional
template label : PP PPOMY; hformation
attribute group
1 |"CCITT Rec. X.721(1992) | | {293281} m -
ISO/IEC 10165-2:1992":
State
Table D.8.6 — valueAssertionPolicy Action support
. Value of object . . N Status | Support | Additional
Index t;f;geﬂyaﬁ identififte)r/ ;(e)r actior] CO”%:L’: | Satus | Support iﬁf‘l‘:mgggn Subindex | Action field name label CO”%;IB‘JE and information
1 determineViolationStatus {2921982} m 11 DetermineViolationStatusRE nfor mation m
Quest Syntax
CHOICE
111 distinguishedName SEQUENCEOH o.1
SET OF
SEQUENCE
1111 type OBJECT cm
IDENTIFIER
1112 value ANY cm
11.2 nonSpecificForm OCTET ol
STRING
113 localDistinguishedName [ SEQUENCE OF 0.1
SET OF
SEQUENCE
1131 type OBJECT cm
IDENTIFIER
1132 value ANY cm
1.2 DetermineViolationStatusR| Reply Syntax m
eply ENUMERATED
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Table D.8.7 — valueAssertionPolicy Notification support

Support
. Value of object
ViZ‘euneti[f)ife(r)kf){)erm identifier of
Notification type o Constraints . Non- Additional " Notification attribute type Constraints and Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex field name label associated with values Status | Support information
field
1 "CCITT Rec. X.721 (1992) | {2932106} m 11 Objectinfo Information m
I1SO/IEC 10165-2:1992": Syntax
objectCreation SEQUENCE
111 sourcelndicator {2932726} | ENUMERATED o
112 attributelist {293279} |SETOF [}
SEQUENCE
1121 attributeld - CHOICE cm
11211 globalForm - OBJECT co.1l
IDENTIFIER
11212 localForm - INTEGER co.l
1122 attributeValue - ANY DEFINED | cm
BY attributeld
113 notificationldentifier {2932716] INTEGER o
114 correlatedNotificati {2932712}| SET OF o
ons SEQUENCE
1141 correlatedNotificati {2932712}| SET OF INTEGER c:m|
ons
1.1.4.2 sourceObjectinst - CHOICE c
11421 distinguishedName - SEQUENCE Of c:0.2
SET OF
SEQUENCE
114211 | type - OBJECT cm
IDENTIFIER
1.1.4.2.1.2 | value - ANY cm
11422 nonSpecificForm - OCTET STRING cq.2
1.1.4.23 localDistinguished - SEQUENCE OF | c:0.2
Name SET OF
SEQUENCE
1.1.423.1 | type - OBJECT cm
IDENTIFIER
1.1.4.2.3.2 | value - ANY cm
115 additionalText {293277)} GraphicString 0|
1.1.6 additionallnformation {293276)) SETOF o
SEQUENCE
1161 identifier - OBJECT cm
IDENTIFIER
1.1.6.2 significance - BOOLEAN c:o
1163 information - ANY DEFINED cm
BY identifier
2 "CCITT Rec. X.721 (1992) | 2932107} m 21 Objectinfo Information m
ISO/IEC 10165-2:1992": Syntax
objectDeletion SEQUENCE
211 sourcelndicator {293272¢ ENUMERATED o
212 attributeList {293279} SETOF o
SEQUENCE
2121 attributeld - CHOICE [
21211 globalForm - OBJECT c0.3
IDENTIFIER
21212 localForm - INTEGER co.B
2.1.2.2 attributeValue - ANY DEFINED | cm
BY attributeld
213 notificationldentifier {2932716] INTEGER o
214 correlatedNotificati {2932712}| SET OF o
ons SEQUENCE
2.1.4.1 correlatedNotificati {2932712}| SET OF INTEGER c:m|
ons
2.1.4.2 sourceObjectinst - CHOICE c

92

ITU-T Rec. X.749 (1997 E)




| SO/IEC 10164-19 : 1997 (E)

Table D.8.7 — valueAssertionPolicy Notification support(continued)

Support
. Value of object
Vifi‘euneti[f)ife?kf){)erm identifier of
Notification type o Constraints . Non- Additional " Notification attribute type Constraints and Additional
Index template label notification type and values Status | Confirmed confirmed | information Subindex field name label associated with values Status | Support information
field
21421 distinguishedName - SEQUENCE OF | c:0.4
SET OF
SEQUENCE
21.4.2.1.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.1.2 | value - ANY cm
21422 nonSpecificForm - OCTET STRING c:q.4
21423 localDistinguishedNam: - SEQUENCE OF c:0.4
SET OF
SEQUENCE
2.1.4.23.1 | type - OBJECT cm
IDENTIFIER
2.1.4.2.3.2 | value - ANY cm
2.15 additionalText {293277} GraphicString 0|
2.1.6 additionallnformation {293276} SETOF o
SEQUENCE
2.1.6.1 identifier - OBJECT cm
IDENTIFIER
2.1.6.2 significance - BOOLEAN c:o
2.1.6.3 information - ANY DEFINED | cm
BY identifier
3 "CCITT Rec. X.721 (1992) | | {29321014} m 31 StateChangelnfo Information m
ISO/IEC 10165-2:1992": Syntax
stateChange SEQUENCE
3.1.1 sourcelndicator {2932726 ENUMERATED o
3.1.2 attributeldentifierList {293278}f SETOF CHOIC 0l
3.1.2.1 globalForm - OBJECT c0.5
IDENTIFIER
3122 localForm - INTEGER c:o.
3.13 stateChangeDefinition {2932728} SETOF m
SEQUENCE
3131 attributelD - CHOICE m
3.13.11 globalForm - OBJECT 0.6
IDENTIFIER
31312 localForm - INTEGER 0.6
3132 oldAttributeValue - ANY DEFINED o
BY attributelD
3133 newAttributeValue - ANY DEFINED m
BY attributelD
3.14 notificationldentifier {2932716] INTEGER o
3.15 correlatedNotificati {2932712}| SET OF o
ons SEQUENCE
3.15.1 correlatedNotificati {2932712}| SET OF INTEGER c:m|
ons
3.1.5.2 sourceObjectinst - CHOICE c
3.1521 distinguishedName - SEQUENCE Of c:0.7
SET OF
SEQUENCE
3.1.5.2.1.1 | type - OBJECT cm
IDENTIFIER
3.1.5.2.1.2 | value - ANY cm
3.1522 nonSpecificForm - OCTET STRING cq.7
3.1523 localDistinguished - SEQUENCE OF | c:0.7
Name SET OF
SEQUENCE
ITU-T Rec. X.749 (1997 E) 93



| SO/IEC 10164-19 : 1997 (E)

Table D.8.7 — valueAssertionPolicy Notification support(concluded)

Support
Value of object] Vatl;.le of
inded  Notification type ig;?ffg;;ﬁr Constrainty gy sl confirmed NO | Additiondl| o Notification ide%tilfeifetr of | Constraints and |4, suport| Additiona
template |abel type and values| confirmed)information field namelabel | attribute type values PP information|
s associated
with field
3.15.23.1|type - OBJECT cm
IDENTIFIER
3.1.5.2.3.3 value - ANY c:n
3.1.6 additionalText {29327 7} GraphicString q
3.1.7 additionallnformatiop {29327 §} SET OF [¢]
SEQUENCE
3.1.7.1 identifier - OBJECT cm
IDENTIFIER
3.1.7.2 significance - BOOLEAN c:q
3.1.7.3 information - ANY DEFINED c:m
BY identifier
Table D.8.8 — valueAssertionPolicy Parameter support
(There are no parameters specified for this managed object class.)
Table D.8.9 — valueAssertionPolicy Conditions
Condition Condition Reference
number
cl If D.8.3/2then m else — "any registered package, other than this package has been instantiated"
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Annex E

MRCS proforma
(Thisannex forms an integral part of this Recommendation | International Standard)

E.1 I ntroduction

The purpose of this MRCS proforma for name bindings is to provide a mechanism for a supplier which claims
conformance to a name binding to provide conformance information in a standard form.

E.2 Instructionsfor completing the MRCS proforma for name binding to produce an MRCS

The supplier of the implementation shall state which items are supported in the tables that follow and if necessary provide
additional information.

E.3 Statement of conformance to the name binding

TablesE.1to E.8.
Table E.1 — policy Name Binding support
L Value of object . - . .
Name binding ! e Contraints and values Additional . . Constraints Additional
Index template label |dent|f|-er fpr Status | Support information Subindex Operation and values Status | Support information
name binding
1 policy-System {2921962} |Superior class: o] 11 Create support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with reference] cm
object
13 Create with cm
automatic
instance naming
14 Delete support cm
15 Deleteonly if no cm
contained objects
16 Delete contained CX
objects
Table E.2 — scheduledPolicy Name Binding support
o Value of object - . -
Name binding R . . Additional . . Constraints Additional
Index template| me? |dent|f|_er f_or Contraints and values Status | Support information Subindex Operation and values Status | Support information
name binding
1 policy-System {2921962} |Superior class: [¢] 11 Create support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with reference] cm
object
13 Create with cm
automatic
instance naming
14 Delete support cm
15 Delete only if no cm
contained objects
1.6 Delete contained X
objects

ITU-T Rec. X.749 (1997 E) 95



| SO/IEC 10164-19 : 1997 (E)

Table E.3 — jurisdiction Name Binding support

o Value of object Status . . .
Name binding . e . Additional . . Congtraints Additional
Index template label |dent|lf]|i¢re1rd€gzJ namg  Contraintsand values Support information Subindex Operation and values Status | Support information
1 jurisdiction-System {2921963} | Superior class: [¢] 11 Cresate support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with reference cm
object
13 Create with cm
automatic instance
naming
14 Delete support cm
15 Delete only if no cm
contained objects
1.6 Delete contained ciX
objects
2 "ITU-T Rec. X.725(1995) | {293761} Superior class: [o] 21 Creste support -
ISO/IEC 10165-7:1996": "CCITT Rec. X.721 (1992)
genericRelationshipObject- | ISO/IEC 10165-2:1992":
system system
AND SUBCLASSES
2.2 Create with referenge -
object
23 Create with -
automatic instance
naming
2.4 Delete support -
25 Delete only if no -
contained objects
2.6 Delete contained -
objects
Table E.4 — enhancedJurisdiction Name Binding support
s Value of object o . o
Name binding . o . Additional . . Constraint Additional
Index template label |dentg|ii;:g£] name  Contraints and values Statyis  Sup| quormation Subindex| Operation and values Status| Suppoft information
1 jurisdiction-System {2921963}| Superior class: [o] 11 Create support cm
"CCITT Rec. X.721 (1992
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
1.2 Create with referentce cm
object
13 Create with cm
automatic instance
naming
1.4 Delete support cm
15 Delete only if no cm
contained objects
1.6 Delete contained ciX
objects
2 "ITU-T Rec. X.725 (1995) || {29376 1} | Superior class: [¢] 2.1 Create support -
ISO/IEC 10165-7:1996": “CCITT Rec. X.721 (1992
genericRelationshipObject- | ISO/IEC 10165-2:1992":
system system
AND SUBCLASSES
2.2 Create with referentce -
object
2.3 Create with -
automatic instance
naming
24 Delete support -
25 Delete only if no -
contained objects
2.6 Delete contained -
objects
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Table E.5 — domain Name Binding support

Value of object

Name binding . e . Additional . . Congtraints Additional
Index template| abe? |dent|lf]|i¢ra1rd€gzJ namg  Contraintsand values Status | Support information Subindex Operation and values Status | Support information
1 domain-System {2921961} |Superior class: [¢] 11 Cresate support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with reference cm
object
13 Create with cm
automatic instance
naming
14 Delete support cm
15 Delete only if no cm
contained objects
1.6 Delete contained cX
objects
Table E.6 — administrativeAspect Name Binding support
— Value of object - . -
Name binding . s . Additional . . Constraints Additional
Index template| abe? |dent|kf3|iird:gg namg  Contraints and values Status | Support information Subindex Operation and values Status | Support information
1 administrativeAspect-System| {2921964} | Superior class: [o] 11 Create support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with cm
reference object
13 Create with cm
automatic instance
naming
14 Delete support cm
15 Deleteonly if no cm
contained objects
16 Delete contained CX
objects
Table E.7 — policyViolationLogRecord Name Binding support
Value of object Additiona . ;o
Index | Name binding template label | identifier for namg  Contraints and values Status | Support | information | Subindex Operation gﬁgiﬁu&s Status | Support i/:f?)?::gt?gn
binding
1 "CCITT Rec. X.721 (1992) | {293263} Superior class: o] 11 Create support -
ISO/IEC 10165-2:1992": “CCITT Rec. X.721 (1992)
logRecord-log | ISO/IEC 10165-2:1992":
log
AND SUBCLASSES
1.2 Create with -
reference object
1.3 Create with -
automatic instance
naming
1.4 Delete support cm
15 Delete only if no cm
contained objects
1.6 Delete contained ciX
objects
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Table E.8 — valueAssertionPolicy Name Binding support

o Value of object - . -
Name binding . e . Additional . . Congtraints Additional
Index template| $§ |dent|lf)|i¢ra1rd€g;J namg  Contraintsand values Status | Support information Subindex Operation and values Status | Support information
1 policy-System {2921962} |Superior class: [¢] 11 Create support cm
"CCITT Rec. X.721 (1992)
| ISO/IEC 10165-2:1992":
system
AND SUBCLASSES
12 Create with cm
reference object
13 Create with cm
automatic instance
naming
14 Delete support cm
15 Delete only if no cm
contained objects
16 Delete contained cX
objects
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Series A
Series B
Series C
Series D
Series E
Series F
Series G
Series H
Series |
Series J
Series K
Series L

Series M

Series N
Series O
Series P
Series Q
Series R
Series S
Series T
Series U
Series V
Series X
Series Z
Series

ITU-T RECOMMENDATIONS SERIES

Organization of the work of the ITU-T

Means of expression: definitions, symbols, classification

General telecommunication statistics

General tariff principles

Overall network operation, telephone service, service operation and human factors
Non-tel ephone tel ecommunication services

Transmission systems and media, digital systems and networks
Audiovisual and multimedia systems

Integrated services digital network

Transmission of television, sound programme and other multimedia signals
Protection against interference

Construction, installation and protection of cables and other elements of outside
plant

Maintenance: international transmission systems, telephone circuits, telegraphy,
facsimile and leased circuits

Maintenance: international sound programme and television transmission circuits
Specifications of measuring equipment

Telephone transmission quality, telephone installations, local line networks
Switching and signalling

Telegraph transmission

Telegraph services terminal equipment

Terminals for telematic services

Telegraph switching

Data communication over the tel ephone network

Data networks and open system communication

Programming languages
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