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FOREWORD

ITU (International Telecommunication Union) is the United Nations Specialized Agency in the field of
telecommunications. The ITU Telecommunication Standardization Sector (ITU-T) is a permanent organ of the ITU.
Some 179 member countries, 84 telecom operating entities, 145 scientific and industria organizations and
38 international organizations participate in ITU-T which is the body which sets world telecommunications standards
(Recommendations).

The approval of Recommendations by the Members of ITU-T is covered by the procedure laid down in WTSC
Resolution No. 1 (Helsinki, 1993). In addition, the World Telecommunication Standardization Conference (WTSC),
which meets every four years, approves Recommendations submitted to it and establishes the study programme for the
following period.

In some areas of information technology which fall within ITU-T's purview, the necessary standards are prepared on a
collaborative basis with ISO and IEC. The text of ITU-T Recommendation X.462 was approved on 5th of October 1996.
The identical text is also published as ISO/IEC International Standard 11588-3.

NOTE

In this Recommendation, the expression “Administration” is used for conciseness to indicate both a telecommunication
administration and a recognized operating agency.

0 ITU 1997

All rights reserved. No part of this publication may be reproduced or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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Summary

This Recommendation | International Standard presents the information that needs to be recorded in order to manage a
message handling system using the OSI management framework.

ITU-T Rec. X.462 (1996 E) iii






ISO/IEC 11588-3: 1997 (E)
INTERNATIONAL STANDARD

ITU-T RECOMMENDATION

INFORMATION TECHNOLOGY - MESSAGE HANDLING SYSTEMS (MHS)
MANAGEMENT: LOGGING INFORMATION

SECTION 1 — INTRODUCTION

1 Scope

MHS Logging is the collection of information relating to the use of MHS resources when providing MHS servicesin an
MIS management domain.

Three aspects of MHS Logging are considered in this Recommendation | International Standard:
a MHS Events logging management;
b) MHS Customer accounting management;
¢) MHS Settlement accounting management.

MHS Events logging is the collection of information relating to the use of MHS entities (UA, AU, MTA and MS),
within an MIS management domain, when acting upon messages, probes and reports. MHS Events logging information
is the basic information that is used to provide others MHS management services, for example Customer accounting
management and Settlement accounting management.

MHS Customer accounting is the collection, for the purpose of billing, of information related to the use of MHS
resources by a Customer within an MIS management domain.

MHS Settlement accounting is the collection, for the purpose of reconciliation of accounts, of information related to the
use of MHS resources by an Interworking MD.

This Specification:
a) Establishesthe requirementsfor MHS Logging;
b) Definesthe services provided for the purpose of MHS Logging;
¢) Defines relationships with other system management functions;
d) Establishes modelsthat relate the services to the managed objects;
e) Defines object classes, packages, attributes types, operations and notifications types;
f)  Specifies conformance reguirements.

This Specification does not:
a) Specify accounting metering;

b) Specify how Customer accounting and Settlement accounting information can be derived from MHS
events logging information.

The information captured relates to open systems resource usage at the Application layer. It does not capture resource
usage at lower layers. For example, it does not capture network layer cost between MDs nor between MD and client
systems for the transfer of messages.

2 Nor mative refer ences

The following Recommendations and International Standards contain provisions which, through reference in this text,
constitute provisions of this Recommendation | International Standard. At the time of publication, the editions indicated
were valid. All Recommendations and Standards are subject to revision, and parties to agreements based on this
Recommendation | International Standard are encouraged to investigate the possibility of applying the most recent

ITU-T Rec. X.462 (1996 E) 1
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edition of the Recommendations and Standards listed below. Members of the IEC and 1SO maintain registers of
currently valid Internationa Standards. The Telecommunication Standardization Bureau of the ITU maintains a list of
currently valid ITU-T Recommendations.

21

22

2.3

I dentical Recommendations | International Standards

ITU-T Recommendation X.200 (1994) | ISO/IEC 7498-1:19@8fbrmation technology — Open Systems
Interconnection — Basic Reference Model: The Basic Model

ITU-T Recommendation X.402 (1995) | ISO/IEC 10021-2:19@86rmation technology — Message
Handling Systems (MHS): Overall architecture

ITU-T Recommendation X.411 (1995) | ISO/IEC 10021-4:198¥rmation technology — Message
Handling Systems (MHS): Message transfer system: Abstract service definition and procedures

ITU-T Recommendation X.460 (1995) | ISO/IEC 11588-1:198€rmation technology — Message
Handling Systems (MHS) management: Model and architecture

ITU-T Recommendation X.484| ISO/IEC 11588-4.%, Information technology — Message Handling
Systems (MHS) management: Security Management Functions

ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:19afrmation technology — Open Systems
Interconnection — The Directory: Models

ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:198farmation technology — Open Systems
Interconnection — The Directory: Authentication framework

CCITT Recommendation X.701 (1992) | ISO/IEC 10040:19%®yrmation technology — Open Systems
Interconnection — Systems management overview

CCITT Recommendation X.720 (1992) | ISO/IEC 10165-1:1888rmation technology — Open Systems
Interconnection — Structure of management information: Management information. model

CCITT Recommendation X.721 (1992) | ISO/IEC 10165-2:1888rmation technology — Open Systems
Interconnection — Structure of management information: Definition of management information

CCITT Recommendation X.722 (1992) | ISO/IEC 10165-4:1888rmation technology — Open Systems
Interconnection — Structure of management information: Guidelines for the definition of managed
objects

CCITT Recommendation X.734 (1992) | ISO/IEC 10164-5:1888rmation technology — Open Systems
Interconnection — Systems management: Event report management function

CCITT Recommendation X.735 (1992) | ISO/IEC 10164-6:1B88rmation technology — Open Systems
Interconnection — Systems management — Log control function

ITU-T Recommendation X.742 (1995) | ISO/IEC 10164-10:198%rmation technology — Open
Systems Interconnection — Systems management: Usage metering function for accounting purposes

Paired Recommendations | I nternational Standards equivalent in technical content

ITU-T Recommendation F. 400/X.400 (1998)essage handling services. Message handling system and
Service overview.

ISO/IEC 10021-1:1990 Information technology — Text communication — Message-Oriented Text
Interchange Systems (MOTIS) — Part 1: System and Service Overview

CCITT Recommendation X.700 (199R)anagement framework for Open Systems Interconnection (OS)
for CCITT applications.

ISO/IEC 7498-4:1989,Information processing systems — Open Systems Interconnection — Basic
Reference Model — Part 4: Management framework

Additionnal references

CCITT Recommendation Q.36 (1988)stomer recognition of foreign tones.
ITU-T Recommendation M. 3010 (1996&,inciples for a telecommunications management network.
ITU-T Recommendation M. 3100 (199%eneric network information model.

1) Presently at the stage of draft.

ITU-T Rec. X.462 (1996 E)
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Definitions

For the purposes of this Recommendation | International Standard, the following definitions apply.

31

thereof.

3.2

satisfied.

33

accounting: The action of collecting information on the operations performed within a system and the effects

customer: A Customer is a corporation, organization or individual with telecommunications needs to be

customer accounting: The reconciliation of accounts between MHS service provider and MHS service user.

The charging policy used may be subject to abilateral agreement.

34

indirect MIS-user: Anindirect MIS-User is a Customer or an interworkingMD. An Indirect MIS-User cannot

reach the Management Information System directly. Access to management information is provided through a generic
set of services: the Service Request Management Services (SRMS).

35

interworkingMD: Interconnected management domain. A MHS management domain that has settlement

arrangements with the managed MHS management domain.

An Indirect MIS-user is an entity, like Customer or InterworkingMD.

3.6

MD manager: An MD manager is an MHS system manager who is additionally responsible for the

management of an ADMD or a PRMD.

3.7

MHS system manager: An MHS system manager is a corporation, organization or individual which is

responsible for the management of the resources of an MHS system.

3.8
39

processingError Managed object: A Managed object with the processing error flag set to TRUE.

settlement: The reconciliation of accounts between MHS service providers. The settlement policy used is

subject to a bilateral agreement.

This Recommendation | International Standard makes use of the following term defined in ITU-T Rec. X.700
and ISO/IEC 7498-4:

3.10

— managed object.

This Recommendation | International Standard makes use of the following terms defined in ITU-T

Rec. X.701 | ISO/IEC 10040:

311

a) agentrole;

b) agent;

c) managed object class;
d) manager;

e) manager role;

f)  notification.

This Recommendation | International Standard makes use of the following terms defined in ITU-T Rec. X.400

and ISO/IEC 10021-1:

a) access unit;

b) administration management domain;
c) delivery;

d) delivery report;

e) distribution list;

f)  distribution list expansion;
g) encoded information type;
h) conversion;

i) management domain;

i) message;

k) message store;

I) message transfer agent;

ITU-T Rec. X.462 (1996 E) 3
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m) O/R name;

n) originator;

0) physical delivery access unit;

p) probe;

q) recipient;

r) transfer;

S)  user agent.
3.12 This Recommendation | International Standard makes use of the following terms defined in ITU-T
Rec. X.402 | ISO/IEC 10021-2:

a) Message Administration Service Element;

b) Message Delivery Service Element;

¢) Message Retrieval Service Element;

d) Message Submission Service Element;

€) Message Transfer Service Element.

3.13 This Recommendation | International Standard makes use of the following terms defined in ITU-T
Rec. X.460 | ISO/IEC 11588-1:

a MHS management domain;

b) MHSsystem;
¢) MIS management domain;
d) MIS-User.
4 Abbreviations
For the purposes of this Recommendation | International Standard, the following abbreviations apply:
ADMD Administration Management Domain
ASN.1 Abstract Syntax Notation One
AU Access Unit
CMIP Common Management Information Protocol
CMIS Common Management Information Service
DL Distribution List
DMI Definition of Management Information
DN Distinguished Name
EIT Encoded Information Type
GDMO Guidelines for the Definition of Managed Objects
MASE Message Administration Service Element
MD MHS Management Domain
MDSE Message Delivery Service Element
MHS Message Handling System
MIB Management Information Base
MIS Management Information System
MO Managed Object
MRSE Message Retrieval Service Element
MS Message Store
MSSE Message Submission Service Element
MTA Message Transfer Agent
MTSE Message Transfer Service Element

4 ITU-T Rec. X.462 (1996 E)
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PDAU Physical Delivery Access Unit
PDU Protocol Data Unit
RDN Relative Distinguished Name
SMI Structure of Management Information
SRMS Service Request Management Service
UA User Agent

5 Conventions

In clause 10, the managed object class templates are grouped in subclauses according to their logical organization in the
naming tree of Figure 4. This may lead to clauses having only one subclause, but this is deemed necessary in order to
keep in line with the structure of the MIB. The first two layers of the structure have been kept seperate so as not to have
only one subclause in clause 10.

In clause 11, the package templates are grouped in subclauses according to their logical organization in their respective
managed object class template, as defined in clause 10. The conditional packages are placed in subclauses of the
corresponding mandatory packages. This may lead to clauses having only one subclause, but this is deemed necessary in
order to keep in line with the structure of the MIB.

SECTION 2 — MHS LOGGING PRINCIPLES

6 Requirements

Three types of users may express requirements on MHS Logging Information:
a) MHS system manager;
b) MD manager;
¢) Customer,

Table 1 describes the specific requirements of each type of MHS Accounting Management user.

Table 1 — User requirements

Users
Refuirements M ,Tgn?gsérem MD manager Customer
MHS events logging X X
Customer accounting data collection X X
Customer access to Customer information X
Settlement data collection X
Exchange of Settlement information X

6.1 MHS eventslogging pur poses

MHS events logging services shall enable to storein logs:
a) interactions between various components within the managed part of the MHS;

b) actions on messages performed by the MTS-provider within the managed part of the MHS.

The content of MHS events logs shall be available for MHS management functions (e.g. Settlement accounting and
Customer accounting).

ITU-T Rec. X.462 (1996 E) 5
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6.2 Customer accounting purposes

6.2.1 Customer accounting data collection

Customer accounting services shall enable the use of the MHS service by a Customer to be measured. Following
facilities shall be offered for the control of Customer accounting data collection:

a) creation of an accounting data collection;
b) deletion of an accounting data collection;

¢) modification of data collection characteristics.

NOTE — The content of the Customer Accounting Record is not defined in this Recommendation | International Standard.
Such information may be subject to a charging policy agreements between the Customer and the MHS service provider. Such policie
are currently under study and the standardization of Customer Accounting Records is therefore left to further study.

6.2.2 Customer accessto Customer accounting infor mation

Customer accounting services shall enable a Customer to request access to the accounting information. This information
may be constrained to read-only access rights on behalf of the Customer. Condition of availability to the Customer of
such information may be subject to negotiation with the MIS provider.

6.3 Settlement purposes

6.3.1 Settlement cost element mode

The information collected for Settlement accounting purposes are those cost elements relating to the processing of
messages, as identified in Figure 1.

1 3 5 7
2 4 6
Originator Originating Transit Destination Recipient
MD MD MD

TISO7650-96/d01

Service access cost

Processing costs at the Originating MD

Network costs between Originating and Transit MDs

Processing costs at the Transit MD

Network costs between the Transit and Destination MD

Processing costs at the Destination MD

Delivery costs to UAs, delivery costs by AUs to other telecommunication and physical delivery services

~No b~ wWNBE

Figure 1 — Cost element model

6.3.2 Settlement data collection

Settlement accounting services enabl e settlement information to be collected. The following facilities shall be offered for
the control of Settlement accounting data collection:

a) creation of a Settlement data collection;
b) deletion of a Settlement data collection;

¢) modification of Settlement data collection characteristics.

6.3.3 Exchange of Settlement infor mation

Settlement accounting services shall provide mechanisms for the exchange of settlement information between
InterworkingMDs. The condition of availability of such information may be subject to negotiation with each
InterworkingMD.

6 ITU-T Rec. X.462 (1996 E)
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6.3.4 Infor mation collected

The accounting information is collected by MDs that perform service on behalf of the originator/ recipient of a message.
The destination MD collects information associated with the delivery of the message to a recipient. The originating MD
collects information associated with message submission (e.g. service access charge). Any MD along the path collects
informations associated to actions which are subject to accounting, such as distribution list expansion, redirection, and
conversion.

Settlement among M Ds requires the collection of the following information:

a) Information related to the message processing at the originating MD:
1) Originating Customer requested;
2) Additional processing.

b) Information related to the message processing at zero, one, or more transit MDs:
1) Originating Customer requested;
2) Third party requested.

¢) Information related to the message processing, including delivery costs at the destination MD:
1) Originating Customer requested;
2) Recipient requested.

7 Service definitions

Two types of service users are identified in this Recommendation | International Standard: M1S-Users and Indirect MIS-
users.

Table 2 describes services and functions provided to these service users.

Table 2 — Services and functions provided to accounting service user

. . Providedto | Provided to Provided to
Services Functions MIS-users Customers interworkingMD

Service request * Indirect M1S-user Event report X X

* Indirect MIS-user Service request X X
Settlement account request * Settlement account request X

* Settlement log retrieval X
Customer account request  Customer account request X

 Customer accounting log retrieval X
Settlement accounting * Settlement accounting log X
Customer accounting * Customer accounting log X
MHS event logging * MHS eventslog X

NOTES

1 The Service request services are generic services which shall not be realized in the generic form but specialized for specific
purposes. For instance, the Settlement account request and Customer account request functions defined in this Recommendation |
International Standard are derived from the Service request services.

2 The exchange of accounting information with Customers may but need not be provided through the Customer account request
services.

3 The exchange of settlement information between MDs may but need not be provided through the settlement account request
services.

7.1 Service request management services

The SRMS enable the exchange of information between an Indirect MIS-user and the M1S-provider. The SRMS enable
an Indirect MIS-user to request a service, eventualy to negotiate request parameters, and to control and monitor the
performance of arequest, as shown in Figure 2.

ITU-T Rec. X.462 (1996 E) 7
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Indirect MIS-USER MIS Management Domain
Creates, Modifies,
Modifies, Deletes
Deletes

Customer or
Interworking MD

MIS provider

Provides the service

Service I Managed object
Request 1 External services...

Notifies creation,
Modifications and deletion

Notifies creation,
Modifications and

deletis )
Discriminator
TISO7660-96/d02

Figure 2 — Model for the service request

NOTE — The use of such services is not limited to accounting management purposes. For instance, it may be used in
Performance management to request performance reports.

711 Indirect M1 S-user event report function

7.1.1.1 Function description

This function enables the Indirect MIS-user to receive event reports. The Indirect MIS-user may define the
characteristics that a potential event report must have before being sent (discriminator construct).

7112 Parameters
Parameters are defined in CCITT Rec. X.734 | ISO/IEC 10164-5, clause 8.1.2: Event forwarding discriminator.

7.1.1.3 Behaviour

The Event forwarding discriminator object (customerEFD or interworkingM D-EFD) is used to represent the criteria that
shall be satisfied by potential events reports before the event report is forwarded to the Indirect M1S-user.

Each event that may be reported to the Indirect MIS-user is sent to the Indirect MIS-user if it satisfies the current
discrimininator construct.

The Indirect MISuser may modify the discriminator construct and he may suspend or resume the
EventForwardingDiscriminator’s activity.

7.1.14 References
CCITT Rec. X.734 | ISO/IEC10164-5.

7.1.15 Serviceprimitives

Table 3 describes services primitives associated with this function.

Table 3 — Indirect MIS-user event report function service primitives

Primitives Service SMASE CMISE Objects
Modification of discrimininator attributes PT-SET M-SET customerEFD,
interworkingM D-EFD
Suspension of the discriminator activity PT-SET M-SET customerEFD,
interworkingM D-EFD
Resumption of the discrimininator activity M-SET M-SET customerEFD,
interworkingM D-EFD

8 ITU-T Rec. X.462 (1996 E)
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712 Indirect M1 S-user service request function

7.1.2.1 Function description

The Service request function enables the Indirect MIS-user to control and monitor the performance of a request and
eventually to negotiate request parameters.

7122 Parameters
The following parameters are defined for this service:
— contactinstance;
—  serviceRequestID;
—  status;
— limitvalidityDate;
— startUpDate.

7.1.2.2.1 contactlnstance

This attribute contains the identification of the Indirect MIS-user.

7.1.2.2.2 serviceRequestiD

This attribute is used to identify the requested function.

7.1.2.2.3 status

This attribute contains the status of the Service request in progress. A request may have the following status:
— indirect-MIS-User agreement on the request;
—  MIS-provider agreement on the request;
—  requestin progress;
—  request processed.

7.1.2.24 limitValidityDate

This attribute provides the means to the Indirect MIS-user and MIS-provider to exchange information about the validity
period of the Service request.

7.1.2.25 startUpDate

This attribute provides the means for the Indirect MIS-user to set the date and time at which he wishes the function to be
made available. This attribute provides the means for the MIS-provider to inform the Indirect MIS-user that this date is
not acceptable, then giving another date.

7.1.2.3 Behaviour

This function is provided through a serviceRequest managed object class. Specific serviceRequest objects (for instance
the acctRequest object defined in this Recommendation | International Standard) are subclasses of the serviceReques
managed object class.

The performance of a Service request can be split into four steps:
a) creation of a serviceRequest managed object instance;
b) negotiation of attribute values;
c) performance of the request;
d) deletion of the serviceRequest managed object instance.

The Indirect MIS-user exercises control over the notifications that may be forwarded to him with the "Indirect MIS-user
Event report function".

7.1.2.3.1 Creation of servicerequest

The Indirect MIS-user requests the creation of an instance of a subclass of the serviceRequest managed object class. The
performance of the creation is reported to the Indirect MIS-user as an object creation report. The status attribute is set to:
"Customer agreement on the request" at initialization time.

ITU-T Rec. X.462 (1996 E) 9
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7.1.2.3.2 Negotiation

The MIS-provider modifies, if needed, the values of negotiated attributes (e.g. limitValidityDate, startUpDate) and sets
the status attribute to: "provider agreement on the request”. All changes on attribute values including the status attribute
are reported to the Indirect M1S-user as Attribute change value notifications.

Then, the Indirect MI1S-user modify, if needed, the values of negotiated attributes and sets again the status attribute to:
"Customer agreement on the request”.

This procedure is renewed until a compromise is found. Then the MIS-provider sets the status attribute to: "request in

progress'. If no compromise isfound, the Indirect M1S-user cancels the request by deleting the Service request object.

7.1.2.3.3 Performance of therequest

The MIS-provider performs the request and sets the status attribute value to: "regquest processed". A specific attribute
may be used to provide the result to the Indirect MIS-user. All changes on attribute values including the status attribute
are reported to the Indirect M1S-user as Attribute change value notifications.

7.1.2.34 Normal deletion of the request

The MIS-provider or the Indirect MI1S-user may delete the requested service instance after the Service request has been
provided. The performance of the deletion is reported to the Indirect M1S-user as an object deletion report.

7.1.2.35 Abnormal deletion of therequest

At any time between the creation and the normal end of the negotiation, the Indirect MIS-user may cancel the service
request by deleting the serviceRequest instance. The performance of the deletion is reported to the Indirect MIS-user as
an object deletion report.

7.1.2.4 Serviceprimitives

Table 4 describes services primitives associated with this function.

Table 4 — Indirect MIS-user event report function service primitives

Primitives Service SMASE CMISE Objects

Initiation of a Service request

PT-CREATE

M-CREATE

Subclass of serviceRequest

Modification of a Service request PT-SET M-SET Subclass of serviceRequest
Retrieval of Service request attributes PT-GET M-GET Subclass of serviceRequest
Deletion of a Service request PT-DELETE M-DELETE Subclass of serviceRequest

Event report filtering

Indirect MIS-user
event report service

M-EVENT-REPORT

customerEFD or
interworkingM D-EFD

7.2 Settlement account request function

7.2.1 Settlement accounting log function

7.2.1.1 Function description

This function enables an M|S-user to:

a) create, delete, and modify a data collection for settlement accounting;

b) retrieve settlement records.

7.2.1.2 Parameters

Parameters correspond to the attributes of the settlementAcctL og managed object.

7.2.1.3 References

CCITT Rec. X.735 | ISO/IEC 10164-6.
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7.21.4 Service primitives

Table 5 describes services primitives associated with this function.

Table 5 — Settlement accounting log function service primitives

Primitives Service SMASE CMISE Objects
Initiation of data collection PT-CREATE M-CREATE settlementAcctLog
Modification of a data collection PT-SET M-SET settlementAcctLog
Deletion of adata collection PT-DELETE M-DELETE settlementAcctLog
Retrieval of settlement records PT-GET M-GET settlementAcctRecord

7.2.2 Settlement account request function

7.2.2.1 Function description

The Settlement account request function enables an interworkingMD to request the availability of a settlementAcctLog.
This function is derived from the generic Service request function defined in this Recommendation | International
Standard.

7.2.2.2 Parameters

The following parameters are defined for this service, in addition to those described for the Service request function:
— logStartTime;
— logStopTime;
- logld;
—  settlementPolicy.

72221 logStartTime

This parameter represents the starting time for logging of settlement accounting information.

7.22.2.2 logStopTime

This parameter represents the stoping time for logging of settlement accounting information.

7.2223 loglD

This log identifier is provided by the MIS provider in response to the Settlement account request.

7.22.24 settlementPolicy

This parameter identifies which policy is used for Settlement accounting purposes. The default value defined for this
parameter references "The General Accounting Principles Applicable to Message Handling Services" defined in
Recommendation D.36.

7.2.2.3 Behaviour

7.2.2.3.1 Negotiation

The negotiation between the interworking MD and the MIS-provider is as described in the Service request behaviour.
Values of limitValidityDate, startUpDate, logStartTime and logStopTime attributes may be negotiated between the
InterworkingMD and the MIS-provider:

— logStartTime should be less or equal than startUpDate;
— logStopTime should be greater than logStartTime.

7.2.2.3.2 Performance of therequest

When startUpDate is reached, the MIS-provider supplies a logging identifier as follows:

— if logStartTime is equal to startUpDate, the MIS-provider provides the log identifier of an empty
settlementAcctLog;

ITU-T Rec. X.462 (1996 E) 11



ISO/IEC 11588-3: 1997 (E)

— if logStartTime is less than startUpDate, the MiIS-provider provides the log identifier of a
settlementAcctLog which contains all settlementAcctRecord logged since logStartTime, up to
startUpDate (if this time is less than logStopTime) or logStopTime (if this time is less than the
StartUpDate).

No additional settlementAcctRecord shall be added to the log after logStopTime.

7.22.4 Service primitives

Table 6 describes services primitives associated with this function.

Table 6 — Settlement accounting log function service primitives

Primitives Service SMASE CMISE Objects
Initiation of a Settlement account request PT-CREATE M-CREATE settlementA cctRequest
Modification of a Settlement account request PT-SET M-SET settlementA cctRequest
Retrieval of Settlement account request attributes | PT-GET M-GET settlementA cctRequest
Deletion of a Settlement account request PT-DELETE M-DELETE settlementA cctRequest
Event report filtering E-MIS-user event M-EVENT-REPORT | interworkingMD-EFD
report function

7.2.3 Settlement log retrieval function

A Settlement account request shall have successfully been performed before acall to this function can be made.

7.2.3.1 Function description

This function enables the interworkingMD to retrieve attributes from a settlementAcctLog object and to retrieve
atributes from settlementA cctRecord objects.

7.2.3.2 Parameters

Parameters correspond to the attributes of a settlementA cctl og managed object.

7.2.3.3 References

CCITT Rec. X.735 | ISO/IEC 10164-6.

7.2.3.4 Service primitives

Table 7 describes services primitives associated with this function.

Table 7 — Settlement log retrieval function service primitives

Primitives Service SMASE CMISE Objects
Retrieval of Settlement log attributes PT-GET M-GET settlementAcctLog
Retrieval of Settlement log records PT-GET M-GET settlementAcctRecord
7.3 Customer accounting services

7.3.1 Customer accounting log function

7.3.1.1 Function description

This function enables an M1S-user to:
a) create, delete, and modify a data collection for Customer accounting;
b) retrieve customer acctRecord.

The content of a customerAcctRecord is not defined in this Recommendation | International Standard. Such information
may be subject to a Customer accounting policy agreements between the Customer and the MIS-provider and is
therefore not subject to standardization.
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7.3.1.2 Parameters
Parameters correspond to the attributes of the customerAcctlLog managed object.

7.3.1.3 References
CCITT Rec. X.735 | ISO/IEC 10164-6.

7.3.1.4 Serviceprimitives

Table 8 describes services primitives associated with this function.

Table 8 — Customer accounting log function service primitives

Primitives Service SMASE CMISE Objects
Initiation of data collection PT-CREATE M-CREATE customerAcctLog
Modification of a data collection PT-SET M-SET customerAcctLog
Deletion of adata collection PT-DELETE M-DELETE customerAcctLog
Retrieval of customer accounting records PT-GET M-GET customerAcctRecord

7.3.2 Customer account request function

7.3.2.1 Function description

The Customer account reguest function enables a Customer to request the availability of a customerAcctLog managed
object. Thisfunction is derived from the generic Service request function defined in this Recommendation | International
Standard.

7.3.2.2 Parameters
The following parameters are defined for this service, in addition to those described for the Service request function:
— logStartTime;
— logStopTime;
- logld;
—  customerAcctPolicy.
73221 logStartTime

This parameter represents the starting time for logging of Customer accounting information.
7.3.22.2 logStopTime

This parameter represents the stoping time for logging of Customer accounting information.
73223 logld

This log identifier is provided by the MIS provider in response to the Customer account request.

7.3.2.2.4 customerAcctPolicy

This parameter identifies which policy is used for Customer accounting purposes.

NOTE — The definition of possible values of this parameter is out of the scope of this Recommendation | International
Standard.

7.3.2.3 Behaviour

7.3.2.3.1 Negotiation

The negotiation between the Customer and the MIS-user is as described in the Service request behaviour. Values of
limitValidityDate, startUpDate, logStartTime and logStopTime attributes may be negotiated between the Customer and
the MIS-provider:

— logStartTime should be less or equal than startUpDate;
— logStopTime should be greater than logStartTime.
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7.3.2.3.2 Performance of therequest

When startUpDate is reached, the MIS-provider supplies alogging identifier as follow:

— if logStartTime is equal to startUpDate, the MIS-provider provides the log identifier of a
customerAcctLog object which contains customerAcctRecord objects;

— if logStartTime is less than startUpDate, the MIS-provider provides the log identifier of a
customerAcctLog which contains all customerAcctRecord logged since logStartTime up to startUpDate
(if this time is less than logStopTime) or logStopTime (if this time is less than StartUpDate).

No additional customerAcctRecord instances shall be added to the customerAcctLog object after logStopTime.

7.3.24 Service primitives

Table 9 describes services primitives associated with this function.

Table 9 — Customer account request function service primitives

Primitives Service SMASE CMISE Objects
Initiation of a Customer account request PT-CREATE M-CREATE customerAcctReguest
Modification of a Customer account regquest PT-SET M-SET customerA cctRequest
Retrieval of Customer account request attributes | PT-GET M-GET customerAcctReguest
Deletion of a Customer account request PT-DELETE M-DELETE customerA cctRequest
Event report filtering E-MIS-user event M-EVENT-REPORT | interworkingM D-EFD
report function

7.3.3 Customer log retrieval function
The Customer account request function must have successfully been used before a call to this function can be made.

7.3.3.1 Function description

This function enables a Customer to retrieve attributes from a customerAcctLog object and to retrieve attributes from a
number of customerAcctRecord objects.

7.3.3.2 Parameters

Parameters correspond to the attributes of a customerAccountLog managed object.

7.3.3.3 References
CCITT Rec. X.735 | ISO/IEC 10164-6.

7.3.3.4 Service primitives

Table 10 describes services primitives associated with this function.

Table 10 — Customer log retrieval function service primitives

Primitives Service SMASE CMISE Objects
Retrieval of Customer accounting log attributes PT-GET M-GET customerAcctLog
Retrieval of Customer accounting log records PT-GET M-GET customerAcctRecord
74 MHS events logging services

7.4.1 MHS events log function

7.4.1.1 Function description

This function enables an M1S-user to retrieve attributes from mhsEventL og and to retrieve MHS events records.
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74.12 Parameters

Parameters correspond to the attributes of the mhsEventL og managed object.
7413 References

CCITT Rec. X.735 | ISO/IEC 10164-6.

7.4.1.4 Serviceprimitives

Table 11 describes services primitives associated with this function.

Table 11 — MHS events log function service primitives

Primitives Service SMASE CMISE Objects
Retrieval of log attributes PT-GET M-GET mhsEventLog
Retrieval of events PT-GET M-GET bindEventRecord
messageEventRecord

8 L ogging model

The functional model of MHS logging is based on the OSI managed objects, functions, and services as defiOned by OS|
management information model CCITT Rec. X.700 and I SO/IEC 7498-4.

To provide the MHS Events logging services, each MHS entity (e.g. MTA, MS, AU and UA) maintains at least one
instance of object class mhsEventLog. Each log instance records the resources used by individual entities in processing
messages. These logs are entity-specific.

To provide the Customer accounting services to a Customer, at least one customerAcctLog instance is maintained for
that Customer.

To provide the Settlement accounting servicesto aMD, at least one settlementAcctLog is maintained for that MD.
Conditions under which alog is created are specified in 9.1.

Conditions under which arecord is placed in the logs are specified in 9.2.

8.1 Class hierarchy

The entity-specific and MIS management domain-specific logs are MHS managed object whose class definitions are
derived from the log object class defined in CCITT Rec. X.721 | ISO/IEC 10165-2. Information in the logs are organized
in log records. These are instances of record object classes whose are derived from the eventRecord object class defined
in CCITT Rec. X.721 | ISO/IEC 10165-2.

Figure 3 shows the inheritance tree of the object classes defined in this Recommendation | International Standard.

NOTE — The messageEventRecord subtypes are organized around their respective port type in a MHS system. This is not
because the records are tied in any way to the ports, but rather because information in the various MHS reference documents are
usually presented according to the port they are related to. In this way, all events occuring at a given port, producelfeetsame
class. The particularities of the event are recorded using conditional packages in the relevant object. In a wayhé lastidifanch
of the inheritance process was achieved using conditional packages instead of the usual inheritance mechanisms. This was done s
that the information regarding events occuring at a particular port would stay grouped together, like in the other referapoésdo
on MHS.

8.2 Name hierarchy

The containment relationship defined in CCITT Rec. X.720 | ISO/IEC 10165-1 is used for naming instances of logs and
records.

The following diagram shows the name hierarchy for log and record instances. Multiple instances of the same class are
illustrated by suspension points ("...") following the named object.
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top [CCITT Rec. X.721 | ISO/IEC 10165-2]
contact
customer
discriminator [CCITT Rec. X.721 | ISO/IEC 10165-2]
|-- eventForwardingDiscriminator [CCITT Rec. X.721 | ISO/IEC 10165-2]
|-- customerEFD
|-- interworkingMD-EFD

interworkingMD

log [CCITT Rec. X.721 | ISO/IEC 10165-2]
|-- mhsEventLog
|-- customerAcctLog
|-- settlementAcctLog

:-.
|__

|

|

I

|

|--

|--

I

|

[

|

|-- logRecord [CCITT Rec.X.721 | ISO/IEC 10165-2]

| |-- eventLogRecord [CCITT Rec.X.721 | ISO/IEC 10165-2]
| |-- messageEventRecord

| |-- bindEventRecord

| |-- discardEventRecord
| |-- maseEventRecord
| |-- mdseEventRecord
| |-- mrseEventRecord

| |-- msseEventRecord
| |-- mtseEventRecord

| |-- securityAcctRecord
:

|

|

|
|--
|

|
|--

customerAcctRecord
settlementAcctRecord

network [Recommendation M.3100]
|-- mdServiceManagementPointOfAccess

serviceRequest
|--acctRequest

Figure 3 — Object Inheritance Diagram

The name binding in GDMO notation is specified in clause 17 and is shown here in Figure 4.
NOTES
1  Thisnaming treeis not complete and should not be taken as normative.

2 This specification of the logs and records does not define how these objects are implemented. An implementation
may use only one database table to capture all information required by various logs and yet offer standard interfaces through which
users can retrieve information as if individual logs existed.

3 The logs are designed to provide a view of what is happening in the system from a specific component’s point of
view. In a co-located entity, there may be only one log with different access functions, depending which part of the amtiigated
is looking at it. Or an implementor might decide to provide a separate log for each part of the co-located entity. & inteat tf
this Recommendation | International Standard to dictate which approach should be used, or if one is better than allThes @hers.
left for the implementor to decide. But the individual integrity of the various views must be preserved. Operations domytbadog
part of the co-located entity must not restrict the view from another part without an agreement of the two parts to do so. As a
example of this, in a co-located UA-MS where the mhsEventLog is implemented as a single log with two views, the UA part cannot
delete the log as this would also destroy the MS’s log and therefore violate integrity. Unless, of course, the MS hapmdsaned to
request deletion of the log, in which case there would be no problem. How such situations are resolved is left for thedntplemen
decide as it will depend greatly on the way the logs and the views associated with them have been implemented. But in any case,
operations on one view must not disturb the other(s).

9 Creation conditions

9.1 L og creation conditions

It is outside the scope of this Recommendation | International Standard to specify the conditions under which
settlementAcctLog and customerAcctLog creation/deletion functions are invoked. The mhsEventLog shall be created
when conditions demand that MHS events be logged. All these conditions are determined by the accounting policy.
Creation or deletion of log managed objects can be the result of a management operation or of a non-standardized
operation.
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misManagementDomain
mdServiceManagementPointOfAccess
|-- interworkingMD ..
|-- acctRequest
|-- contact
|-- interworkingMD-EFD
|-- settlementAcctLog
|-- settlementAcctRecord ...

- customer ...
|-- acctRequest
|-- contact
|-- customerEFD
|-- customerAcctLog
|-- customerAcctRecord ...

mta ..
|-- mhsEventLog

|-- bindEventRecord ..

|-- d|scardEventRecord

|-- maseEventRecord ...
|-- mdseEventRecord ...
|-- msseEventRecord ...
|-- mtseEventRecord ...

|-- securityAcctRecord ...

ms .
|-- mhsEventLog

|-- bindEventRecord ...
|-- maseEventRecord ...
|-- mdseEventRecord ...
|-- msseEventRecord ...
|-- mrseEventRecord ...
|-- securityAcctRecord ...

i
I
|
|
|
|
|
|
|
|
|
|
|
|
[--
|
|
|
|
|
|
|
|
|
[--
|
|
|
|
|
|
|
|
|--ua.
| |—— mhsEventLog
| |-- bindEventRecord ...
| |-- maseEventRecord ...
| |-- mdseEventRecord ...
| |-- msseEventRecord ...
| |-- mrseEventRecord ...
| |-- securityAcctRecord ...
|
|--au .
|-- mhsEventLog

|-- bindEventRecord ..

|-- maseEventRecord ...

|-- mdseEventRecord ...

|-- msseEventRecord ...

|-- mrseEventRecord ...

|-- securityAcctRecord ...

Figure 4 — Name binding

9.2 Record creation conditions

This clause lists conditions under which records are created in the entity-specific logs (i.e. mhsEvent log) and the MIS
management domain-specific logs (i.e. customerAcct log and settlementAcct log).

9.2.1 Entity-specific record creation events

The recordsin entity-specific logs are created as follows:

a) A BindEvent record is created when a Bind is completed (whether successfully or unsuccessfully). The
record creation occurs even if the Bind was not realized through OSI protocols. Errors occurring in the
underlying communication system shall be dealt with by that system’s own MIS.

b) An UnBindEvent record is created when an UnBind is completed. The record creation occurs even if the
UnBind was not realized through OSI protocols.
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¢) A messageEvent record is created when an MHS abstract operation is completed (whether successfully or
unsuccessfully). The record creation occurs even if the MHS abstract operation was not realized through
OSl protocols. Errors occurring in the underlying communication system shall be dealt with by that
system’s own MIS.

d) A discardEvent record is created whenever a MTA determines that the MTS cannot deliver a message or
report. The discardEvent record is also created whenever the MTA determines that the MTS cannot affirm
a probe.

e) A securityAcct record is created when a security event is detected as required by the security policy in
force.

NOTE 1 - Items c) and d) imply that, for each message, probe, or report, processed by an MTA, at least one of the
mtseEvent record, mdseEvent record or a discardEvent record is created. In case of multi-recipients message, probe or
report more than one such records may be created.

Tables 12a and 12b specify events that trigger the creation of records in mhsEvent log. Table 12a describes successful
interactions, Table 12b describes error events. Tables 12a and 12b specify the events (first column) that trigger the
entities (first row) to create log records. An empty table entry shows that no record is created in that entity for that
corresponding event. Non-empty table entry shows that one record shall be created. The entry is the clause number in
which the class of the created record is defined.

In the case of co-located entities, some situations may not give rise to the generation of MHS Abstract operations, but
rather to the activation of some internal mechanism. In such cases the implementation shall record internal activities
where they are equivalent to Message Submission, Probe Submission, Message Delivery and Report Delivery
operations. Internal activities which correspond to the equivalent of other standardized MHS Abstract operations
described in Tables 12a and 12b may but need not to be recorded.

NOTE 2 — Other internal events may be recorded but are not standardized.

If aprobe or amessageis split (e.g. for transfer out to multiple MTAS), one mhsEventRecord shall be generated for each
message-transfer-out event.

Table 12a — Entity-Specific non-error events record creation

The following events are defined in ITU-T Rec. X.411 | ISO/IEC 10021-4 clause 8

Event mta ua ms au

MTS-bind (from MTS-user or MTS) successful completion 106.1 | 10.6.1 | 10.6.1 | 10.6.1
MTS-unbind (from MTS-user or MTS) 106.1 | 106.1 | 10.6.1 | 10.6.1
M essage Submission operation successful completion 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Probe Submission operation successful completion 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Cancel Deferred Delivery operation successful completion 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Submission Control operation successful completion 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Message Delivery operation successful completion 10.6.4 | 1064 | 1064 | 1064
Report Delivery operation successful completion 106.4 | 1064 | 10.64 | 1064
Delivery Control operation successful completion 10.6.4 | 1064 | 1064 | 1064
Register operation successful completion 10.6.3 | 10.6.3 | 10.6.3 | 10.6.3
Change credentials (from M T S-user) operation successful completion 10.6.3 | 10.6.3 | 10.6.3 | 10.6.3

The following events are defined in ITU-T Rec. X.411 | ISO/IEC 10021-4 clause 12

Event mta ua ms au
MTA-bind (to or from another MTA) operation successful completion 10.6.1
MTA-unbind (to or from another MTA) 10.6.1
Message Transfer out (to another MTA) operation successful completion 10.6.8
Probe Transfer out (to another MTA) operation successful completion 10.6.8
Report Transfer out (to another MTA) operation successful completion 10.6.8
Message transfer in (from another MTA) operation successful completion 10.6.8
Probe Transfer in (from another MTA) operation successful completion 10.6.8
Report Transfer in (from another MTA) operation successful completion 10.6.8
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The following events are defined in ITU-T Rec. X.413 | ISO/IEC 10021-5 clauses 7 and 8 and also from I TU-T
Rec. X.411 | ISO/IEC 10021-4 clause 8

Event mta ua ms au
MS-bind successful completion 10.6.1 | 10.6.1
MS-unbind 106.1 | 10.6.1
Summarize operation successful completion 10.6.6 | 10.6.6
List operation successful completion 10.6.6 | 10.6.6
Fetch operation successful completion 10.6.6 | 10.6.6
Delete operation successful completion 10.6.6 | 10.6.6
Register-M S operation successful completion 10.6.6 | 10.6.6
Alert operation successful completion 10.6.6 | 10.6.6
Message-Indirect-Submission (to M S) operation successful completion 10.6.7 | 10.6.7
Probe-Indirect-Submission (to MS) operation successful completion 10.6.7 | 10.6.7
Cancel Deferred Déelivery (to MS) operation successful completion 10.6.7 | 10.6.7
Submission Control (to MS) operation successful completion 10.6.7 | 10.6.7
Delivery Control (to MS) operation successful completion 1064 | 10.64
Register (to MS) operation successful completion 10.6.3 | 10.6.3
Change credentials (from UA) operation successful completion 10.6.3 | 10.6.3
Change credentias (from MS) operation successful completion 10.6.3 | 10.6.3

Table 12b — Entity-specific errors events record creation

The following events are defined in ITU-T Rec. X.411 | ISO/IEC 10021-4 clause 8

Event mta ua ms au

MTS-bind (from MTS-user or MTS) error 106.1 | 106.1 | 10.6.1 | 10.6.1
M essage Submission operation error 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Probe Submission operation error 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Cancel Deferred Delivery operation error 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Submission Control operation error 10.6.7 | 10.6.7 | 10.6.7 | 10.6.7
Message Delivery operation error 10.6.4 | 1064 | 1064 | 1064
Report Delivery operation error 106.4 | 1064 | 10.64 | 1064
Delivery Control operation error 10.6.4 | 1064 | 10.64 | 1064
Register operation error 10.6.3 | 10.6.3 | 10.6.3 | 10.6.3
Change Credentials (from M TS-user) operation error 10.6.3 | 10.6.3 | 10.6.3 | 10.6.3

The following events are defined in ITU-T Rec. X.411 | ISO/IEC 10021-4 clause 14

Event mta ua ms au
MTA-bind (to or from another MTA) error 10.6.1
Non-delivery decision of a Message or a Report (Discard event) 10.6.2
Non-affirmation of a Probe decision (Discard event) 10.6.2
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The following events are defined in ITU-T Rec. X.413 | ISO/IEC 10021-5 clauses 7 and 8 and also from ITU-T
Rec. X.411 | ISO/IEC 10021-4 clause 8

Event mta ua ms au
MS-bind error 10.6.1| 10.6.%
Summarize operation error 10.6/6 10.6.6
List operation error 10.6.4 10.6.6
Fetch operation error 10.6.6 10.66
Delete operation error 10.6.6 10.6/6
Register-MS operation error 10.6.6 10.6/6
Alert operation error 10.6.4 10.6.6
Message-Indirect-Submission (to MS) operation error 1046.7 14.6.7
Probe-Indirect-Submission (to MS) operation error 10.6.7 10|6.7
Cancel Deferred Delivery (to MS) operation error 10.6.7 106.7
Submission Control (to MS) operation error 10.6.7 10.6.7
Delivery Control (to MS) operation error 10.64 10.64
Register (to MS) operation error 10.6{3 10.6.3
Change Credentials (from UA) operation error 10.6.3 10/6.3
Change Credentials (from MS) operation error 10.6.3 10J6.3
NOTES

1 On receipt of an event, two objects may be created: one at the MTA and one at either the UA, the MS, of the AU,
whichever is most appropriate for the event.

2 Records of the internal processes of a MS or a UA are for further study.

9.2.2 M IS management domain-specific record creation

All records in MIS management domain-specific logs are created based on accounting policy established among
domains involved. As aresult, the events that trigger the creation of records in MIS management domain-specific logsis
not standardized.

SECTION 3 — MANAGEMENT INFORMATION MODEL

10 Definition of managed object classes
The following definitions are given using the GDMO notation defined in CCITT Rec. X.722 | ISO/IEC 10165-4.

10.1 acctRequest

This managed object is used to represent the generic Service request described in 7.1. Conditional packages provide
specific instances with capabilities for either the Settlement account service of 7.2 or the Customer account service
of 7.3.

NOTE - In digression with what was stated in clause 5, this subclause has been kept at the upper level of structure within
clause 10 because the object is subordinate to more than one other defined in this Recommendation | International Standard
(see Figure 4).

acctRequest MANAGED OBJECT CLASS
DERIVED FROM serviceRequest;
CHARACTERIZED BY acctRequestPackage;
CONDITIONAL PACKAGES
customer AcctRequestPackage
PRESENT IF "the object iscreated to represent a Customer accounting request”,
settlementAcctRequestPackage
PRESENT IF "the object iscreated to represent a Settlement accounting request” ;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-acctRequest };
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10.2 contact
The Contact managed object class refers to a person or organization having responsibility for one or more managed

object instances.

NOTE - In digression with what was stated in clause 5, this subclause has been kept at the upper level of structure within
clause 10 because the object is subordinate to more than one other defined in this Recommendation | International Standard (see
Figure 4).

contact MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | I SO/IEC 10165-2" :top;
CHARACTERIZED BY
commonCr eationDel etionPackage,
contactPackage,
" Rec. M3100" :locationNamePack age;

REGISTERED AS {MhsAcctObjectl dentifier sid-moc-contact };

10.3 customer
The Customer managed object class describes a Customer of an MD.

customer MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | ISO/IEC 10165-2" :top;
CHARACTERIZED BY commonCr eationDeletionPackage, customer Package;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-customer };

10.3.1 customerAcctLog

This object enables, for each Customer of an MD, to record accounting information. An instance, at least, of this log
shall be created for each customer who has subscribed to the Customer Accounting service.

customer AcctLog MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | | SO/IEC 10165-2":log;
CHARACTERIZED BY commonCr eationDeletionPackage;

REGISTERED AS{ MhsAcctObjectl dentifiersid-moc-customer AcctL og };

10.3.1.1 customer AcctRecord

This object enables to record customer accounting information. One record shall be created for each transaction with the
customer.

NOTE — The structure of the information contained within such records is for further study.

customer AcctRecord MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | | SO/IEC 10165-2" :eventL ogRecor d;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-customer AcctRecord };

10.3.2 customerEFD

This managed object is used to represent the criteria that shall be satisfied by potential events reports before the event
report is forwarded to a Customer.

customer EFD MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | I SO/IEC 10165-2" :eventForwar dingDiscriminator;
CHARACTERIZED BY customer EFDPackage;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-customer EFD };

104 interworkingM D

The interworkingM D managed object class refers to a MHS management domain that has settlement arrangements with
the managed MHS management domain.

interworkingM D MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | ISO/IEC 10165-2" :top;
CHARACTERIZED BY
commonCr eationDeletionPackage,
interwor kingM DPackage;

REGISTERED AS{ MhsAcctObjectldentifiers.id-moc-interworkingMD };

ITU-T Rec. X.462 (1996 E) 21



ISO/IEC 11588-3: 1997 (E)

10.4.1 interworkingMD-EFD

This managed object is used to represent the criteria that shall be satisfied by potential events reports before the event
report is forwarded to an interworkingMD.

interworkingM D-EFD MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | 1 SO/IEC 10165-2" :eventForwar dingDiscriminator;
CHARACTERIZED BY
commonCr eationDeletionPackage,
interwor kingM D-EFDPackage;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-moc-interworkingM D-EFD };

104.2  settlementAcctLog

This object enables, for each InterworkingMD of an MD, to record accounting information. An instance, at least, of this
log shall be created for each InterworkingMD.

settlementAcctLog MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721|I SO/IEC 10165-2":l0og;
CHARACTERIZED BY
commonCr eationDeletionPackage;

REGISTERED AS{ MhsAcctODbjectl dentifiers.id-moc-settlementAcctL og };

10.4.2.1 settlementAcctRecord

Information captured in the settlementAcctRecord enables to support the "estimated accounting method" and the "exact
accounting method" specified in Recommendation D.36. Information captured is sufficient to produce the "account
statement" specified in Annex D/D.36.

NOTE — The comments next to the attributes refer to components of the formulae in 6.1/D.36 and 6.2.2.1/D.36.

settlementAcctRecord MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | 1SO/IEC 10165-2" :eventL ogRecor d;
CHARACTERIZED BY settlementAcctRecor dPackage;
CONDITIONAL PACKAGES
originatingDomainTransfer OutPackage
PRESENT IF " subject messageistransferred out by the originating domain” ,
transitDomainTransfer OutPackage
PRESENT IF " subject messageistransferred out by thetransit domain”,
destinationDomainDeliveryPackage
PRESENT IF " subject messageisdelivered”,
d36-commonAttributesPackage
PRESENT IF
" the settlementAcctPoalicy attribute references D.36",
d36-deliveryViaAccessUnitPackage
PRESENT IF
" the settlementAcctPolicy attribute references D.36 and therecord is created regar ding a message being
delivered via one or many delivery services (fax, PDS, telex, etc.)";
d36-directDeliveryPackage
PRESENT IF
" the settlementAcctPolicy attribute references D.36 and therecord iscreated regarding a message being
delivered to UAs belonging to the ADMD or to PRMDsthat are clients of the ADMD.";

REGISTERED AS{ MhsAcctObjectl dentifier s.id-moc-settlementAcctRecord };

105 mdSer viceM anagementPoint Of Access

The mdServiceM anagementPointOf Access object class provides a point of access to a subset of MHS management
services and MHS management information. Such services and information may be provided to MIS-users, Customers
and Interworking management domains of an MD.

mdServiceM anagementPointOf Access MANAGED OBJECT CLASS
DERIVED FROM " Rec. M .3100" : Network;
CHARACTERIZED BY mdServiceM anagementPointOf AccessPackage;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-mdServiceM gtPOA };
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10.6 mhsEventL og

This object enables to record bindAcctRecord, MASEAcctRecord, messageAcctRecord, changeAutoRecord,
MRSEA cctRecord and alertRecord.

mhsEventL og MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | ISO/IEC 10165-2":log;
CHARACTERIZED BY commonCr eationDeletionPackage;

REGISTERED AS{ MhsAcctObjectldentifiers.id-moc-mhsEventLog };

10.6.1  bindEventRecord
This record enables to capture information related to a Bind or Unbind abstract operation.

bindEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecord;
CHARACTERIZED BY bindEventRecor dPackage;
CONDITIONAL PACKAGES
commonBindArgumentsPackage
PRESENT IF "therecord is created following an abstract-bind operation”,
mtsBindArgumentsPackage
PRESENT IF "therecord is created following a M TSBind abstract-bind operation”,
mtaBindArgumentsPackage
PRESENT IF "therecord is created following a MTABINd abstract-bind operation”,

REGISTERED AS{ MhsAcctObjectl dentifier sid-moc-bindEventRecord };

10.6.2 discardEventRecord

This enables to capture information related to one internal operation which causes a message, report, or probe to be
discarded. Records of this class are kept in the mhsEventL og.

discardEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecord;
CHARACTERIZED BY discar dEventRecor dPackage, processingPackage;
CONDITIONAL PACKAGES
messageT ransfer Package
PRESENT IF "therecord is created dueto a non-delivery operation on a message” ,
reportTransfer Package
PRESENT IF "therecord is created dueto a non-delivery operation on areport”,
probeTransfer Package
PRESENT IF "therecord is created dueto an affirmation or non-affirmation operation on a probe”;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-discar dEventRecord };

10.6.3 maseEventRecord

This enables to capture accounting information related to one operation via the administration port of a MS. Records of
this class are kept in mhsEventLog.

maseEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecord;
CHARACTERIZED BY maseEventRecor dPackage;
CONDITIONAL PACKAGES
register Package
PRESENT IF "therecord iscreated dueto register operation”,
changeCredentialPackage
PRESENT IF "therecord is created due to change credential operation”;

REGISTERED AS{ MhsAcctObj ectl dentifier sid-moc-maseEventRecord };

10.6.4 mdseEventRecord

This enables to capture accounting information related to one operation via the message-delivery-port of a UA, MTA,
MS (, or AU). Records of this class are kept in mhsEventL og.

mdseEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecord;
CHARACTERIZED BY mdseEventRecor dPackage;
CONDITIONAL PACKAGES
messageDeliver yPackage
PRESENT IF"therecord is created dueto message delivery operation”,
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messageDeliver yEnvelopePackage
PRESENT IF" messageDeliveryPackage is present and
MHS Events Attributes and Envelopes logging function is supported"”,
reportDeliveryPackage
PRESENT IF"therecord iscreated dueto report delivery operation”,
reportDeliver yEnvelopePackage
PRESENT IF"reportDeliveryPackageis present and
MHS Events Attributes and Envelopes logging function is supported"”,
deliveryControlPackage
PRESENT IF"therecord iscreated dueto delivery control operation”,
processingPackage
PRESENT IF"therecord iscreated insidean MTA dueto a messagedelivery or a
report delivery operation” ;

REGISTERED AS{ MhsAcctObjectl dentifier sid-moc-mdseEventRecord };

10.6.5 messageEventRecord

This enables to capture information relating to an event, e.g. when an abstract operation defined in X.400-Series of
Recommendations is performed. Information captured may be used for, but not limited to, financial accounting
management and security management purposes.

messageEventRecord MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721|I SO/IEC 10165-2" :eventL ogRecor d;
CHARACTERIZED BY messageEventRecor dPackage;
CONDITIONAL PACKAGE
tracePackage
PRESENT IF " it isnecessary to record trace information on the mesage." ;

REGISTERED AS{ MhsAcctObj ectl dentifier s.id-moc-messageEventRecord };

10.6.6 mrseEventRecord

This enables to capture accounting information related to one operation via the message-retrieval-port of aMS. Records
of this class are kept in mhsEventLog.

mrseEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecor d;
CHARACTERIZED BY mrseEventRecor dPackage;
CONDITIONAL PACKAGES
summarizePackage
PRESENT IF "therecord is created dueto summarize operation",
listPackage
PRESENT IF "therecord iscreated dueto list operation”,
fetchPackage
PRESENT IF "therecord is created dueto fetch operation”,
deletePackage
PRESENT IF "therecord is created dueto delete operation”,
register M SPackage
PRESENT IF "therecord iscreated dueto register MS operation”,
alertPackage
PRESENT IF "therecord iscreated dueto alert operation”;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-mr seEventRecord };

10.6.7 msseEventRecord

This enables to capture accounting information related to one operation via the message-submission-port of a UA, MTA,
MS (, or AU). Records of this class are kept in mhsEventLog.

msseEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecor d;
CHARACTERIZED BY msseEventRecor dPackage;
CONDITIONAL PACKAGES
probeSubmissionPackage
PRESENT IF"therecord iscreated dueto probe submission operation”,
probeSubmissionEnvelopePackage
PRESENT IF" probeSubmissionPackage is present and
MHS Events Attributes and Envelopeslogging function is supported"”,
messageSubmissionPackage
PRESENT IF"therecord iscreated dueto message submission operation”,
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messageSubmissionEnvel opePackage
PRESENT IF" messageSubmissionPackage is present and
MHS Events Attributes and Envelopeslogging function is supported"”,
cancel DeferredDeliveryPackage
PRESENT IF"therecord iscreated dueto cancel deferred-delivery operation”,
submissionControlPackage
PRESENT IF"therecord is created dueto submission control operation";

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-msseEventRecord };

10.6.8 mtseEventRecord

This enables to capture accounting information related to one operation via the message-transfer-port of a MTA.
Records of this class are kept in mhsEventL og.

mtseEventRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecor d;
CHARACTERIZED BY
mtseEventRecor dPackage,
processingPackage;
CONDITIONAL PACKAGES
messageT ransfer Package
PRESENT IF "therecord is created due to message-transfer operation”,
reportTransfer Package
PRESENT IF "therecord is created dueto report-transfer operation”,
probeTransfer Package
PRESENT IF "therecord is created dueto a probe-transfer operation”;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-mtseEventRecord };

10.6.9  securityAcctRecord

This managed object enables to record security features of an event that a domain’s management policy might want to
charge for.

securityAcctRecord MANAGED OBJECT CLASS
DERIVED FROM messageEventRecor d;
CHARACTERIZED BY securityAcctRecor dPackage;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-securityAcctRecord };

10.7 misM anagementDomain
The misManagementDomain object class enables to represent an MIS Management Domain.

misM anagementDomain MANAGED OBJECT CLASS
DERIVED FROM " Rec. M3010" :Network;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-moc-misM anagementDomain };

108  serviceRequest

The serviceRequest managed object provides the mean for an Indirect MIS-user to ask for a special service that is not
directly accessible through the interoperable interface. It contains the basic attributes that allow an Indirect MIS-user to
request and negotiate dates of application of a requested service.

serviceRequest MANAGED OBJECT CLASS
DERIVED FROM " Rec. X.721 | I SO/IEC 10165-2" :top;
CHARACTERIZED BY serviceRequestPackage;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-moc-serviceRequest };

11 Definitions of packages

This clause specifies packages definitions for the managed object class definitions of clause 10.
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111  acctRequestPackage
This package lists the attributes of a acctReguest managed object.

acctRequestPackage PACKAGE
ATTRIBUTES
logStartTime GET-REPLACE,
logStopTime GET-REPLACE,
"Rec. X.721 | 1SO/IEC 10165-2" :logld GET-REPLACE;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-acctRequest };

11.1.1  customer AcctRequestPackage
This packages lists the specific attributes of a customer-oriented acctRequest managed object.

customer AcctRequestPackage PACKAGE
BEHAVIOUR customer AcctRequestPackageBehaviour;
ATTRIBUTES
customer AcctPolicy GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-customer AcctRequest };

customer AcctRequestPackageBehaviour BEHAVIOUR
DEFINED AS
" The customer AcctRequest managed object providesthe mean for a Customer to ask for Customer accounting
information for a period of time. A log identifier isprovided in response.”;

11.1.2  settlementAcctRequestPackage
This packages lists the specific attributes of a settlement-oriented acctRequest managed object.

settlementAcctRequestPackage PACKAGE
BEHAVIOUR settlementAcctRequestPackageBehaviour;
ATTRIBUTES
settlementPolicy GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-settlementAcctRequest };

settlementAcctRequestPackageBehaviour BEHAVIOUR
DEFINED AS
" The SettlementAcctRequest managed object providesthe mean for an interworkingADMD to ask for Settlement
accounting information for a period of time. A log identifier isprovided in response.”;

11.2 bindEventRecor dPackage
This packages lists the attributes of a bindEventRecord managed object.

bindEventRecor dPackage PACKAGE
BEHAVIOUR bindEventRecor dPackageBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-bindEventRecord };

bindEventRecor dPackageBehaviour BEHAVIOUR
DEFINED AS
"Thisrecord is created to keep information related to binding and unbinding operations. The eventType attribute
storeswhat kind of operation generated therecord.”;

11.21 commonBindArgumentPackage

This packages lists the common attributes of a bindEventRecord managed object created following a Bind abstract
operation.

commonBindArgumentsPackage PACKAGE
BEHAVIOUR commonBindArgumentsPackageBehaviour;
ATTRIBUTES
-- Arguments
initiatorName GET,
initiator Credentials GET,
securityContext GET,

-- Results
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responder Credentials GET,

-- Errors
bindingError GET,;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-commonBindArguments};

commonBindArgumentsPackageBehaviour BEHAVIOUR
DEFINED AS

" This package contains those attributes which are common to all the binding abstract operations, whether M S-Bind,
MTS-Bind or MTA-Bind.";

11.2.2 mtaBindArgumentsPackage

This package lists the specific attributes of a bindEventRecord managed object created following a MTA-Bind abstract
operation.

mtaBindArgumentsPackage PACKAGE
BEHAVIOUR mtaBindArgumentsPackageBehaviour;
ATTRIBUTES
-- Results
responder Name GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mtaBindArguments};

mtaBindArgumentsPackageBehaviour BEHAVIOUR
DEFINED AS
" This package contains those attributes which are specific to the M TA-Bind abstract operation.";

11.2.3 mtsBindArgumentsPackage

This package lists the specific attributes of a bindEventRecord managed object created following a MTS-Bind abstract
operation.

mtsBindArgumentsPackage PACKAGE
BEHAVIOUR mtsBindArgumentsPackageBehaviour;
ATTRIBUTES
-- Results
responder Name GET,

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mtsBindArguments};

mtsBindArgumentsPackageBehaviour BEHAVIOUR
DEFINED AS
" This package contains those attributes which are specific to the M TS-Bind abstract operation.”;

11.3  commonCreationDeletionPackage
This package contains updated versions of the basic operations that can be applied to managed objects.

commonCr eationDeletionPackage PACKAGE
BEHAVIOUR commonCr eationDeletionBehaviour;
NOTIFICATIONS
objectCreation,
objectDeletion;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-commonCr eationDeletion };

commonCreationDeletionBehaviour BEHAVIOUR
DEFINED AS

" This package extends upon the Rec. X.721 | 1 SO/IEC 10165-2 objectCreation and objectDeletion notifications by
specifying the values sent with the notification." ;
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114  contactPackage
This package lists the attributes of a contact managed object.

contactPackage PACKAGE

BEHAVIOUR contactPackageBehaviour;

ATTRIBUTES
contactld GET,
contactName GET-REPLACE,
contactCompany GET-REPLACE,
contactFunction GET-REPLACE,
contactDetails GET-REPLACE,
electronicMailAddress, GET-REPLACE,
telephoneNumberList GET-REPLACE ADD-REMOVE,
facsimileTelephoneNumberList GET-REPLACE ADD-REMOVE;

REGISTERED AS{ MhsAcctObjectl dentifier sid-package-contact };

contactPackageBehaviour BEHAVIOUR
DEFINED AS
" A valuefor the contactld attribute shall beprovided when the object iscreated. Thisvalue cannot be modified." ;

115  customer EFDPackage
This package lists the attributes of a customerEFD managed object.

customer EFDPackage PACKAGE
BEHAVIOUR customer EFDPackageBehaviour;

REGISTERED AS{ MhsAcctObjectldentifier s.id-package-customer EFD };

customer EFDPackageBehaviour BEHAVIOUR
DEFINED AS
" The Customer may modify the discriminator construct, or suspend / resume the EventforwardingDiscriminator
activity.";

116  customerPackage
This package lists the attributes of a customer managed object.

customer Package PACKAGE
BEHAVIOUR customer PackageBehaviour;
ATTRIBUTES
customerld GET,
customer Name GET-REPLACE;

REGISTERED AS { MhsAcctObjectl dentifier s.id-package-customer };

customer PackageBehaviour BEHAVIOUR
DEFINED AS
" A valuefor the customerld attribute shall beprovided when the object is created. Thisvalue cannot be
modified.";

11.7 discar dEventRecor dPackage

This package lists the common attributes of a messageEventRecord managed object related to the internal processing
that occurred on a message, probe, or report inside a MHS entity.

discar dEventRecor dPackage PACKAGE
BEHAVIOUR discar dEventRecor dPackageBehaviour;
ATTRIBUTES
recipientsOnResponsibilityList GET, -- identifes recipients whose per RecipientIndicator responsibility
-- bitisset to "responsible” (see Figure 4/X.411, Part 5 of 7)
"Rec. X.721 | 1SO/IEC 10165-2" :eventType PERMITTED VALUES MhsAcctAsn1M odule.Discar dOper ations,
-- to indicate Affirmation, Non-Affirmation, or Non-Delivery operation --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-discar dEventRecord };
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discar dEventRecor dPackageBehaviour BEHAVIOUR
DEFINED AS

"In managed objects of this class, the messageTransfer Envelope, probeTransfer Envelope, or
reportTransfer Envelope attribute shall show the state such an envelope at thetimethe error creating the
discardEventRecord occured. In addition, if theerror isbeing reported in respect of a subset of the recipients, there
isno requirement to split the message befor e creating the messageT ransfer Envelope, probeTransfer Envelope, or
reportTransfer Envelope attribute. TherecipientsOnResponsibilityList attribute shall be used in such a situation to
indicate which recipients caused the error to occur.";

11.8 interwor kingM D-EFDPackage
This package lists the attributes of ainterworkingM D-EFD managed object.

interworkingM D-EFDPackage PACKAGE
BEHAVIOUR interworkingM D-EFDPackagebehaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-interworkingM D-EFD };

interwor kingADM DL ogPkgBehaviour BEHAVIOUR
DEFINED AS
" TheinterworkingM D may modify the discriminator construct, suspend or resumethe
eventForwar dingDiscriminator activity.”;

119  interworkingM DPackage
This package lists the attributes of ainterworkingMD managed object.

interwor kingM DPackage PACKAGE
BEHAVIOUR interworkingM DPackageBehaviour;
ATTRIBUTES
interworkingMDId GET,
interworkingM DName GET-REPLACE,
globalDomainld GET;

REGISTERED AS{ MhsAcctObjectl dentifier sid-package-interworkingMD };

interwor kingM DPackageBehaviour BEHAVIOUR
DEFINED AS
"A value for the interworkingMDId attribute shall be provided when the object is created. This value can't be
modified.";

11.10 maseEventRecordPackage

This package lists the common attributes of a messageEventRecord managed object created following an abstract
operation at the administration port of a MHS entity.

maseEventRecordPackage PACKAGE
ATTRIBUTES
"Rec. X.721 | ISO/IEC 10165-2":eventType PERMITTED VALUES
MhsAcctAsn1Module.AdminstrationPortOperations;
-- toindicateregister or change-credential operation --

REGISTERED AS { MhsAcctObjectldentifiers.id-package-maseEventRecord };

11.10.1 changeCredentialPackage

This package lists the specific attributes of a maseEventRecord managed object created following a Charge-Credentia
abstract operation.

changeCredentialPackage PACKAGE
BEHAVIOUR changeCredentialPackageBehaviour;
ATTRIBUTES
oldCredentials GET,
newCredentials GET,
administrationError PERMITTED VALUES MhsAcctAsn1Module.ChangeCredentialsErrors;

REGISTERED AS { MhsAcctObijectldentifiers.id-package-changeCredential };

changeCredentialPackageBehaviour BEHAVIOUR
DEFINED AS
"This package contains the attributes of the Change-Credentials abstract operation.";
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11.10.2 registerPackage

This package lists the specific attributes of a maseEventRecord managed object created following a Register abstract
operation.

register Package PACKAGE

BEHAVIOUR register PackageBehaviour;

ATTRIBUTES
userName GET,
userAddress GET,
deliver ableEncodedI nformationTypes GET,
deliverableM aximumContentL ength GET,
defaultDeliveryControls GET,
deliverableContentTypes GET,
|abelsAndRedirections GET,
administrationError PERMITTED VALUES MhsAcctAsn1Module.RegisterErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-register };

register PackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the Register abstract operation.”;

1111  mdseEventRecordPackage

This package lists the common attributes of a messageEventRecord managed object created following an abstract
operation at the Message-Delivery port of a MHS entity.

mdseEventRecor dPackage PACKAGE
ATTRIBUTES
originator Name GET,
"Rec. X.721| 1SO/IEC 10165-2" :eventType PERMITTED VALUES

MhsAcctAsn1M odule.Deliver yPortOperations;
-- toindicate message delivery, report delivery or delivery control operation --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mdseEventRecord };

11.11.1 deliveryControlPackage

This package lists the specific attributes of a mdseEventRecord managed object created following a Delivery-Control
abstract operation.

deliveryControlPackage PACKAGE
BEHAVIOUR deliveryControlPackageBehaviour;
ATTRIBUTES
deliveryControls GET,
deliveryError PERMITTED VALUES MhsAcctAsn1iModule.DéliveryControlErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-deliveryControl };

deliveryControlPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a delivery control";

11.11.2 messageDeliveryPackage

This package lists the specific attributes of a mdseEventRecord managed object created following a Message-Delivery
abstract operation.

messageDeliver yPackage PACKAGE
BEHAVIOUR messageDeliver yPackageBehaviour;
ATTRIBUTES
thisRecipientName GET,
-- Thefollowing ones are extracted from messageDeliveryEnvel ope
priority GET,
contentType GET,
MTSldentifier GET,
messageContentSize GET, -- This one not extracted but inferred
-- Operation results
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proofOfDelivery GET,
recipientCertificate GET,
deliveryError PERMITTED VALUES MhsAcctAsn1M odule.M essageDeliveryErrors;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-messageDelivery };

messageDeliver yPackageBehaviour BEHAVIOUR

DEFINED AS
" Captures accounting information on a message delivery. All but one of the attributes are directly taken from the event itself
or from the messageDeliveryEnvelope field. Only the messageContentSize must be calculated to indicate the length, in octets,
of the’content’ field in the messageDeliveryEnvelope attribute of the managed object, if present.”;

11.11.3 messageDéliver yEnvelopePackage

This package lists a specific attribute of a mdseEventRecord managed object created following a Message-Delivery
abstract operation in non-co-located entities.

messageDeliver yEnvelopePackage PACKAGE
BEHAVIOUR messageDeliver yEnvelopePackageBehaviour;
ATTRIBUTES
messageDeliveryEnvelope GET;

REGISTERED AS{ MhsAcctODbjectl dentifier s.id-package-messageDeliver yEnvelope };

messageDeliver yEnvelopePackageBehaviour BEHAVIOUR

DEFINED AS
" Thisattribute wasisolated so that co-located entities would not have to actually generate a whole envelope just to meet the
requirements of Logging Information.";

11.11.4 reportDeliveryPackage

This package lists the specific attributes of a mdseEventRecord managed object created following a Report-Delivery
abstract operation.

reportDeliveryPackage PACKAGE

BEHAVIOUR reportDeliveryPackageBehaviour;

ATTRIBUTES
actualRecipientName GET,
contentType GET,
subjectSubmissionl dentifier GET,
MTSldentifier GET,
deliveryError PERMITTED VALUES MhsAcctAsn1Module.ReportDeliveryErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-reportDelivery };

reportDeliveryPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on areport delivery";

11.11.5 reportDeliveryEnvelopePackage

This package lists a specific attribute of a mdseEventRecord managed object created following a Report-Delivery
abstract operation in non-co-located entities.

reportDeliveryEnvelopePackage PACKAGE
BEHAVIOUR reportDeliver yEnvelopePackageBehaviour;
ATTRIBUTES
reportDeliveryEnvelope GET,;

REGISTERED AS{ MhsAcctObjectldentifiers.id-package-reportDeliveryEnvelope };

reportDeliver yEnvelopePackageBehaviour BEHAVIOUR

DEFINED AS
"Thisattribute wasisolated so that co-located entities would not have to actually generate a whole envelope just to meet the
requirements of Logging Information.";

11.12  mdServiceM anagementPointOf AccessPackage
This package lists the attributes of a mdServiceM anagementPointOf A ccess managed object.

mdSer viceM anagementPointOf AccessPackage PACKAGE
ATTRIBUTES
globalDomainld GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mdSer viceM gtPOA };
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11.13 messageEventRecor dPackage

This package lists the common attributes to al messageEventRecord managed objects. The eventType attribute is
reproduced here in a comment as a reminder of its presence in the managed object class through the inheritance
mechanism.

messageEventRecor dPackage PACKAGE

BEHAVIOUR messageEventRecor dPackageBehaviour;

ATTRIBUTES

-- "Rec. X.721 | ISO/IEC 10165-2";eventType GET,
consumer OfOperation GET,
supplierOfOperation GET,
serviceFlag GET, -- indicatesif thisis a service message (no charge) --
operationStatus GET; -- indicatesif the operation is progress, OK, inerror --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-messageEventRecord };

messageEventRecor dPackageBehaviour BEHAVIOUR
DEFINED AS

"The eventType attribute (which isinherited from the" Rec. X.721 | | SO/IEC 10165-2" :eventL ogRecord managed
object class) hasitsrange of valuesrestricted in the various subclasses of this managed object class. In all those
subclasses, it remains aread-only attribute.”

11.13.1 tracePackage

This package contains the trace information which documents the passage of the message, probe, or report through
the MIS.

tracePackage PACKAGE

ATTRIBUTES

trace GET,
internalTrace GET;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-trace };

1114 mrseEventRecor dPackage

This package lists the common attributes of a messageEventRecord managed object created following an abstract
operation at the Message-Retrieval port of aMHS entity.

mr seEventRecor dPackage PACKAGE
ATTRIBUTES
"Rec. X.721 | ISO/IEC 10165-2" :eventType PERMITTED VALUES
MhsAcctAsn1M odule.Retrieval PortOper ations;
-- toindicate summarize, list, fetch, delete, register MSor alert operation --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mr seEventRecord };

11.14.1 alertPackage

This package lists the specific attributes of a mrseEventRecord managed object created following an Alert abstract
operation.

alertPackage PACKAGE
BEHAVIOUR alertPackageBehaviour;
ATTRIBUTES
alertArgument GET,
alertResult GET,
retrievalError PERMITTED VALUES MhsAcctAsniModule AlertErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-alert };

alertPackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the Alert abstract operation.”;

32 ITU-T Rec. X.462 (1996 E)



ISO/IEC 11588-3: 1997 (E)

11.14.2 deletePackage

This package lists the specific attributes of a mrseEventRecord managed object created following a Delete abstract
operation.

deletePackage PACKAGE
BEHAVIOUR deletePackageBehaviour;
ATTRIBUTES
deleteArgument GET,
deleteResult GET,
retrievalError PERMITTED VALUES MhsAcctAsn1iModule.DeleteErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-delete };

deletePackageBehaviour BEHAVIOUR
DEFINED AS
" This package contains the attributes of the Delete abstract operation.”;

11.14.3 fetchPackage

This package lists the specific attributes of a mrseEventRecord managed object created following a Fetch abstract
operation.

fetchPackage PACKAGE
BEHAVIOUR fetchPackageBehaviour;
ATTRIBUTES
fetchArgument GET,
fetchResult GET,
retrievalError PERMITTED VALUES MhsAcctAsniModule.FetchErrors;

REGISTERED AS{ MhsAcctObjectldentifiers.id-package-fetch };

fetchPackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the Fetch abstract operation.”;

11.14.4 listPackage

This package lists the specific attributes of a mrseEventRecord managed object created following a List abstract
operation.

listPackage PACKAGE
BEHAVIOUR listPackageBehaviour;
ATTRIBUTES
lissArgument GET,
listResult GET,
retrievalError PERMITTED VALUES MhsAcctAsniModule.ListErrors;

REGISTERED AS{ MhsAcctObjectl dentifier sid-package-list };

listPackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the List abstract operation.”;

11.14.5 register M SPackage

This package lists the specific attributes of a mrseEventRecord managed object created following a Register-M S abstract
operation.

register M SPackage PACKAGE
BEHAVIOUR register M SPackageBehaviour;
ATTRIBUTES
register M SArgument GET,
register M SResult GET,
retrievalError PERMITTED VALUES MhsAcctAsn1lModule.Register MSErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-register MS};

register M SPackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the Register-M S abstract operation.”;
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11.14.6 summarizePackage

This package lists the specific attributes of a mrseEventRecord managed object created following a Sumarize abstract
operation.

summarizePackage PACKAGE
BEHAVIOUR summarizePackageBehaviour;
ATTRIBUTES
summarizeArgument GET,
summarizeResult GET,
retrievalError PERMITTED VALUES MhsAcctAsniModule.SummarizeErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-summarize };

summarizePackageBehaviour BEHAVIOUR
DEFINED AS
" This package containsthe attributes of the Summarize abstract operation.”;

11.15 msseEventRecor dPackage

This package lists the common attributes of a messageEventRecord managed object created following an abstract
operation at the Message-Submission port of a MHS entity.

msseEventRecor dPackage PACKAGE
ATTRIBUTES
"Rec. X.721 | 1SO/IEC 10165-2" :eventType PERMITTED VALUES
MhsAcctAsn1M odule.SubmissionPortOperations;
-- to indicate message submission, probe submission, cancel deferred delivery or
-- submission control operation --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-msseEventRecord };

11.15.1 cancelDeferredDeliveryPackage

This package lists the specific attributes of a msseEventRecord managed object created following a Cancel-Deferred-
Delivery abstract operation.

cancel DeferredDeliveryPackage PACKAGE
BEHAVIOUR cancelDeferredDeliveryBehaviour;
ATTRIBUTES
MTSldentifier GET,
submissionError PERMITTED VALUES MhsAcctAsn1M odule.CancelDeferredDeliverySubmissionErrors;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-cancel DeferredDelivery };

cancel DeferredDeliveryBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a cancel deferred delivery submission”;

11.15.2 messageSubmissionPackage

This package lists the specific attributes of a msseEventRecord managed object created following a M essage-Submission
abstract operation.

messageSubmissionPackage PACKAGE
BEHAVIOUR messageSubmissionPackageBehaviour;
ATTRIBUTES
originator Name GET,
priority GET,
contentType GET,
messageContentSize GET,
-- Operation Result
contentldentifier GET,
MTSldentifier GET,
SubmissionTime GET,
originatingM TACertificate GET,
proofOf Submission GET,
submissionError PERMITTED VALUES MhsAcctAsn1M odule.M essageSubmissionErrors;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-messageSubmission };

messageSubmissionPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a message submission";
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11.15.3 messageSubmissionEnvelopePackage

This package lists a specific attribute of a msseEventRecord managed object created following a Message-Submission
abstract operation in non-co-located entities.

messageSubmissionEnvelopePackage PACKAGE
BEHAVIOUR messageSubmissionEnvelopePackageBehaviour;
ATTRIBUTES
messageSubmissionEnvelope GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-messageSubmissionEnvelope };

messageSubmissionEnvelopePackageBehaviour BEHAVIOUR
DEFINED AS
"Thisattribute was isolated so that co-located entities would not haveto actually generate a whole envelopejust to
meet the requirements of L ogging I nformation." ;

11.15.4 probeSubmissionPackage

This package lists the specific attributes of a msseEventRecord managed object created following a Probe-Submission
abstract operation.

probeSubmissionPackage PACKAGE

BEHAVIOUR probeSubmissionPackageBehaviour;

ATTRIBUTES
originator Name GET,
contentType GET,

-- Operation result
MTSldentifier GET,
SubmissionTime GET,
contentldentifier GET,
submissionError PERMITTED VALUES MhsAcctAsn1M odule.ProbeSubmissionErrors;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-probeSubmission };

probeSubmissionPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a probe submission”;

11.15.5 probeSubmissionEnvelopePackage

This package lists a specific attribute of a msseEventRecord managed object created following a Probe-Submission
abstract operation in non-co-located entities.

probeSubmissionEnvelopePackage PACKAGE
BEHAVIOUR probeSubmissionEnvelopePackageBehaviour;
ATTRIBUTES
probeSubmissionEnvelope GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-probeSubmissionEnvelope };

probeSubmissionEnvelopePackageBehaviour BEHAVIOUR
DEFINED AS
"Thisattribute was isolated so that co-located entities would not haveto actually generate a whole envelopejust to
meet the requirements of L ogging I nformation." ;

11.15.6 submissionControlPackage

This package lists the specific attributes of a msseEventRecord managed object created following a Submission-Control
abstract operation.

submissionControlPackage PACKAGE
BEHAVIOUR submissionControlPackageBehaviour;
ATTRIBUTES
submissionControls GET,
submissionError PERMITTED VALUES MhsAcctAsn1Module.SubmissionControlErrors;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-submissionControl };

submissionContr ol PackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a submission control operation"”;
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1116 mtseEventRecor dPackage

This package lists the common attributes of a messageEventRecord managed object created following an abstract
operation at the Message-Transmission port of a MHS entity.

mtseEventRecor dPackage PACKAGE
BEHAVIOUR mtseEventRecor dPackageBehaviour;
ATTRIBUTES
recipientsOnResponsibilityList GET,  -- identifies recipients whose per Recipientlndicator responsibility
-- bitisset to "responsible” (see Figure 4/X.411, Part 5 of 7)
"Rec. X.721 | ISO/IEC 10165-2" :eventType PERMITTED VALUES
MhsAcctAsniModule. Transfer PortOper ations;
-- toindicate message transfer, probe transfer or report transfer operation --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-mtseEventRecord };

mtseEventRecor dPackageBehaviour BEHAVIOUR
DEFINED AS" Theoriginator Name attribute s value can be instantly extracted from

the probeTransfer Envelope or the messageTransfer Envelope. In the case of
thereport transfer operation, the attribute shall be given the value of thefirst
OR-namein the Originator-and-DL -expansion-history field of the
reportTransfer Envelope (see X.411, 8.3.1.2.1.3), if that field is present.
If that field isnot present, then the Report-destination-name (see X.411,
12.2.1.3.1.2) shall beused in itsstead.";

11.16.1 messageTransfer Package

This package lists the specific attributes of a mtseEventRecord managed object created following a Message-Transfer
abstract operation.

messageT ransfer Package PACKAGE
BEHAVIOUR messageTransfer PackageBehaviour;
ATTRIBUTES
MTSldentifier GET,
originatorName GET,
priority GET,
contentType GET,
messageContentSize GET, -- before conversion --
messageT ransfer Envelope GET;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-messageT ransfer };

messageT ransfer PackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a message transfer.";

11.16.2 probeTransfer Package

This package lists the specific attributes of a mtseEventRecord managed object created following a Probe-Transfer
abstract operation.

probeTransfer Package PACKAGE
BEHAVIOUR probeTransfer PackageBehaviour;
ATTRIBUTES
MTSldentifier GET,
originatorName GET,
contentType GET,
probeTransfer Envelope GET;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-probeTransfer };

probeTransfer PackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a probe transfer” ;

11.16.3 reportTransfer Package

This package lists the specific attributes of a mtseEventRecord managed object created following a Report-Transfer
abstract operation.

reportTransfer Package PACKAGE
BEHAVIOUR reportTransfer PackageBehaviour;
ATTRIBUTES
reportldentifier GET,
subjectldentifier GET,
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contentType GET,
reportTransfer Envelope GET,

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-reportTransfer };

reportTransfer PackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on areport transfer”;

11.17 processingPackage

This package contains attributes used to list the internal processing that happened on a message, probe, or report inside
the MTA.

processingPackage PACKAGE
BEHAVIOUR processingPackageBehaviour;
ATTRIBUTES
processingerrorFlag GET,
processingSummary GET,
processingDetails GET;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-processing };

processingPackageBehaviour BEHAVIOUR
DEFINED AS
" This package contains attributes used to list the internal processing that happened on a message, probe, or report inside
theMTA";

11.18 securityAcctRecordPackage
This package lists the attributes of a securityAcctRecord managed object.

securityAcctRecor dPackage PACKAGE

BEHAVIOUR securityAcctRecor dPackageBehaviour;

ATTRIBUTES
authenticationCheck GET,
authenticationGeneration GET,
bindAuthenticationCheck GET,
bindToken GET,
certificate GET,
contentConfidentialityAlgorithmldentifier GET,
contentlntegrityCheck GET,
decipherment GET,
encipherment GET,
globalDomainld GET,
initiator Credentials GET,
messageOriginAuthenticationCheck GET,
messageSecuritylL abel GET,
messageT oken GET,
msBindAuthenticationCheck GET,
newCredentials GET,
oldCredentials GET,
operationTime GET,
originator Certificate GET,
per missibleSecurityContext GET,
probeOriginAuthenticationCheck GET,
proofOfDelivery GET,
proofOfDeliveryRequest GET,
proofOf Submission GET,
proofOf SubmissionRequest GET,
recipientCertificate GET,
reportingM TACertificate GET,
reportOriginAuthenticationCheck GET,
securityContext GET,
securityError GET,
securityProblem GET,
signatureCheck GET,
signatureGeneration GET,
user SecuritylL abel GET;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-securityAcctRecord };
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securityAcctRecor dPackageBehaviour BEHAVIOUR
DEFINED AS
"Thisobject isonly present if thereisa security policy in usein theMD. ";

1119 serviceRequestPackage
This package lists the attributes of a serviceRegquest managed object.

serviceRequestPackage PACKAGE

BEHAVIOUR serviceRequestPackageBehaviour;

ATTRIBUTES
contactlnstance GET-REPLACE,
serviceRequestld GET,
status GET-REPLACE,
limitValidityDate GET-REPLACE,
startUpDate GET-REPLACE;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-ser viceRequest };

serviceRequestPackageBehaviour BEHAVIOUR
DEFINED AS
"When an instance of the Service Request managed object classis created, the contactl nstance and
ServiceRequest] D attribute values shall be supplied. The contactl nstance attribute shall contain the name of a
managed obj ect that alr eady exists.
The performance of the creation of a ServiceRequest object isreported to the Indirect MIS-user asan object
creation report.
All changes on attributes values of a ServiceRequest object arereported to the Indirect M1S-user as Attribute
change value natifications.
The performance of the deletion of a ServiceRequest object isreported to theIndirect MIS-user asan object
deletion report.”;

11.20 settlementAcctRecor dPackage
This package lists the common attributes of a settlementAcctRecord managed object.

settlementAcctRecor dPackage PACKAGE
ATTRIBUTES
entryExitMtaNames GET,
MTSldentifier GET,
encodedlnformationTypes GET,

envelopeType GET,

priority GET,

messageContentSize GET, -- P1'scontent in octets, when message enters domain --
processingComponentRate GET; -- seepage 27 of D.36 --

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-settlementAcctRecord };

11.20.1 d36-commonAttributesPackage

This package lists the common attributes of a settlementAcctRecord managed object under the settlement policy
described in Recommendation D.36.

d36-commonAttributesPackage PACKAGE
ATTRIBUTES
MTSldentifier GET,
originatingADMD GET,

destinationADMD GET, -- MTA names
messageSize GET, -- Ple
totalNumber OfORAddr esses GET, - a

currency GET; - R

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-d36-commonAttributes};

11.20.2 d36-ddiveryViaAccessUnitPackage

This package lists the specific attributes of a settlementAcctRecord managed object under the settlement policy
described in Recommendation D.36 when processing a delivery viaan AU.

d36-deliveryViaAccessUnitPackage PACKAGE
BEHAVIOUR deliveryViaAccessUnitPackageBehaviour;
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ATTRIBUTES
number OfM essagesPer Deliver yServiceType GET, -- X(i)
componentRatesPer OctetPer DeliveryServiceType GET, -- D(i)
accessRatePer DeliveryServiceType GET, -- E(i)

deliveryServiceTypes GET; -1
REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-d36-deliveryViaAccessUnit };

deliveryViaAccessUnitPackageBehaviour BEHAVIOUR
DEFINED AS" Used when the concerned message is delivered by the ADMD via an access unit.";

11.20.3 d36-directDeliveryPackage

This package lists the specific attributes of a settlementAcctRecord managed object under the settlement policy
described in Recommendation D.36 when processing a delivery viaan AU.

d36-directDeliveryPackage PACKAGE
BEHAVIOUR directDeliveryPackageBehaviour;
ATTRIBUTES
number OfAddressedUAS GET, -
number OfAddressedPRMDs GET, --
deliveryComponentRateToUa GET, --
deliveryComponentRateToPRMD GET; --

0o o

REGISTERED AS{ MhsAcctObjectldentifiers.id-package-d36-directDelivery };

directDeliveryPackageBehaviour BEHAVIOUR
DEFINED AS" Used when the concerned messageis directly delivered by the ADMD.";

11.20.4 destinationDomainDeliveryPackage

This package lists the specific attributes of a settlementAcctRecord managed object regarding the destination domain of
adelivered message.

destinationDomainDeliver yPackage PACKAGE
BEHAVIOUR destinationDomainDeliver yPackageBehaviour;
ATTRIBUTES
destinationDomainDeliveryList GET;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-package-destinationDomainDelivery };

destinationDomainDeliver yPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a destination domain after it delivers message(s) via AU, to UA
andtoMS';

11.20.5 originatingDomainTransfer OutPackage

This package lists the specific attributes of a settlementAcctRecord managed object regarding the originating domain of
atransferred message.

originatingDomainTransfer OutPackage PACKAGE
BEHAVIOUR transfer OutPackageBehaviour;
ATTRIBUTES
serviceAccessCharge GET,
-- Note — To use monetary unit or other units like type of access is for further study --
originatingDomainTransfer OutList GET,;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-package-originatingDomainTransfer Out };

transfer OutPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on an originating domain" ;

11.20.6 transitDomainTransfer OutPackage

This package lists the specific attributes of a settlementAcctRecord managed object regarding the transit domain of a
delivered message

transitbomainTransfer OutPackage PACKAGE
BEHAVIOUR transitDomainTransfer OutPackageBehaviour;
ATTRIBUTES
transitDomainTransferOutList GET;

REGISTERED AS{ MhsAcctObjectldentifiers.id-package-transitDomainTransfer Out };
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transitDomainTransfer OutPackageBehaviour BEHAVIOUR
DEFINED AS" Captures accounting information on a transit domain after it transfers out a message";

12 Definition of attributes

121 AccessRate Per Delivery Service Type
This attribute is part of the settlement record and is described in Recommendation. D.36.

accessRatePer DeliveryServiceType ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.AccessRatePer Deliver yServiceType;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-accessRatePer DeliveryServiceType };

12.2  Actual Recipient Name

This attribute enables to store the corresponding parameter of a Report Delivery abstract-operation. This attribute may
have one of the possible values of an actual-recipient-name abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

actualRecipientName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.ActualRecipientName;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-actualRecipientName };

12.3  Administration Error
This attribute enables to store an error occuring at the administration port of an MHS entity.

administrationError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1iModule AdministrationError;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-administrationError };

124 Alert Argument

This attribute enables to store the corresponding MS Alert abstract-operation argument. This attribute may have one of
the possible values of an alert-argument abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

alertArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module AlertArgument;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-alertArgument };

125 Alert Result

This attribute enables to store the corresponding MS Alert abstract-operation result. This attribute may have one of the
possible values of an alert-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

alertResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module. AlertResult;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-alertResult };

12.6 Authentication Check
The use of this attribute, as part of the security Accounting Record isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

authenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module AuthenticationCheck;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-authenticationCheck };
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12.7 Authentication Generation
The use of this attribute, as part of the security Accounting Record isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

authenticationGeneration ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule AuthenticationGener ation;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-authenticationGeneration };

12.8 Available Attribute Types

This attribute enables to store the corresponding parameter of an MS-Bind abstract-operation. This attribute may have
one of the possible values of an available-attribute-types abstract service parameter defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5.

availableAttributeTypes ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule. AvailableAttributeTypes;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-availableAttributeTypes};

129 Bind Authentication Check
The use of this attribute, as part of the security Accounting Record is described in ITU-T Rec. X.464 | ISO/IEC11588-4.

bindAuthenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.BindAuthenticationCheck;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-bindAuthenticationCheck };

12.10 Binding Error
This attribute enables to store an error occurring during a bind abstract operation.

bindingError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1lModule.BindingError;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-bindingError };

12.11 Bind Token

This attribute enables to store the corresponding parameter of an MHS abstract operation. This attribute may have one of
the possible values of a bind-token abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4. The use
of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

bindToken ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.BindToken;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-bindToken };

12.12 Certificate

This attribute enables to store the corresponding parameter of an MHS abstract operation. This attribute may have one of
the possible values of a certificate abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4. The use
of this attribute, as part of the security Accounting Record, is described in ITU-T Rec. X.464 | ISO/IEC 11588-4.

certificate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.Certificate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-certificate };

12.13 Component Rates per Octets per Delivery Service Type
This attribute is part of the settlement record and is described in Recommendation D.36.

componentRatesPer OctetsPer DeliveryServiceType ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ComponentRatesPer OctetsPer DeliveryServiceType;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-componentRatesPer OctetsPer DeliveryServiceType };
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12.14  Consumer of Operation
This attribute enables to store the identification of the consumer of an operation.

consumer OfOperation ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Objectl nstance;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-consumer OfOperation };

12.15 Contact Company
This attribute enables to store the company name of the contact represented by the Contact managed object instance.

contactCompany ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContactCompany;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-contactCompany };

12.16 Contact Details
This attribute enables to store the details of the contact represented by the Contact managed object instance.

contactDetailsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContactDetails;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contactDetails };

12.17 Contact Function
This attribute enables to store the function of the contact represented by the Contact managed object instance.

contactFunction ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContactFunction;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-contactFunction };

12.18 Contact ID
This attribute enables to identify a Contact managed object instance within the containment hierarchy.

contactld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Contactld;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contactld };

12.19 Contact Instance
This attribute enables to store the Relative distinguished name of a Contact managed object instance.

contactlnstance ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Objectl nstance;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contactinstance };

12.20 Contact Name
This attribute enables to store the name of the contact represented by the Contact managed object instance.

contactName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContactName;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contactName1};
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12.21  Content Confidentiality Algorithm Identifier

This attribute enables to store the corresponding parameter of an MHS abstract operation. This attribute may have one of
the possible values of a content-confidentiality-algorithm-identifier abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

contentConfidentialityAlgorithmldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.ContentConfidentialityAlgorithml dentifier;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contentConfidentialityAlgorithml dentifier };

12.22 Content |dentifier

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a content-identifier abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

contentldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Contentl dentifier;

REGISTERED AS{ MhsAcctObjectl dentifier sid-attribute-contentl dentifier};

12.23 Contentintegrity Check
This attribute is used for security purposes. The reader is referred to ITU-T Rec. X.464 | ISO/IEC 11588-4.

contentlntegrityCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContentlntegrityCheck;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contentI ntegrityCheck };

12.24  Content Type

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a content-type abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

contentType ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ContentType;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-contentType };

12.25 Currency
This attribute is part of the settlement record and is described in Recommendation D.36.

currency ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1iModule.Currency;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-currency };

12.26 customerAcct Policy
This attribute enables to store the Customer acounting policy enforced in the M1S management domain.

customer AcctPolicy ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Customer AcctPalicy;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-customer AcctPalicy };

12.27 Customer ID

This attribute enables to identify a Customer managed object instance within the containment hierarchy.

customerld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Customerld;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-customerid };

ITU-T Rec. X.462 (1996 E) 43



ISO/IEC 11588-3: 1997 (E)

12.28 Customer Name
This attribute enables to store the name of the Customer represented by a Customer managed object instance.

customerName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Customer Name;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-customer Name };

12.29 Decipher ment
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

decipherment ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Decipher ment;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-decipher ment };

1230  Default Delivery Controls

This attribute enables to store the corresponding parameter of a Register abstract operation. This attribute may have one
of the possible values of a default-delivery-controls abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

defaultDeliveryControls ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.DefaultDeliveryControls;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-defaultDeliveryControls};

12.31 Delete Argument

This attribute enables to store the corresponding M S Delete abstract-operation argument. This attribute may have one of
the possible values of a delete-ar gument abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

deleteArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.DeleteAr gument;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-deleteArgument };

12.32 Delete Result

This attribute enables to store the corresponding M S Delete abstract-operation result. This attribute may have one of the
possible values of a delete-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

deleteResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.DeleteResult;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deleteResult };

12.33 Deliverable Content Types

This attribute enables to store the corresponding parameter of a Register abstract operation. This attribute may have one
of the possible values of a deliverable-content-types abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

deliverableContentTypes ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Deliver ableContent Types;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deliver ableContentTypes};

12.34 Deliverable Encoded Information Types

This attribute enables to store the corresponding parameter of a Register abstract operation. This attribute may have one
of the possible values of a deliverable-encoded-Information-types abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

deliverableEncodedl nformationTypes ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Encodedl nformationTypes,

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-deliver ableEncoded| nformationTypes};
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12.35 Déliverable Maximum Content Length

This attribute enables to store the corresponding parameter of a Register abstract operation. This attribute may have one
of the possible values of a deliverable-maximum-content-length abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

deliverableM aximumContentLength ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.ContentL ength;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-deliver ableM aximumContentL ength };

12.36 Delivery Component Rateto PRMD
This attribute is part of the settlement record and is described in Recommendation D.36.

deliveryComponentRateToPrmd ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.DeliveryComponentRateT oPrmd;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deliveryComponentRateToPrmd };

12.37 Delivery Component Rate To UA
This attribute is part of the settlement record and is described in Recommendation D.36.

deliveryComponentRateToUa ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.DeliveryComponentRateT oUa;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-deliveryComponentRateToUa };

12.38 Deélivery Controls

This attribute enables to store the corresponding parameter of a Delivery-control abstract operation. This attribute may
have one of the possible values of a delivery-controls abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

deliveryControlsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.DeliveryControls;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deliveryControls};

12.39 Delivery Error
This attribute enables to store an error occurring at the MTS Délivery port.

deliveryError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniM odule.DeliveryError;
PARAMETERS
securityError;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deliveryError };

1240 Delivery Service Types
This attribute is part of the settlement record and is described in Recommendation D.36.

deliveryServiceTypes ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.DeliveryServiceTypes;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-deliveryServiceTypes};

12.41 DestinationADMD
This attribute is part of the settlement record and is described in Recommendation D.36.

destinationAdmd ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.DestinationADMD;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-destinationAdmd };
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1242 Destination Domain Delivery List
This attribute is part of the settlement record and is described in Recommendation D.36.

destinationDomainDeliveryList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.DestinationDomainDeliveryList;

REGISTERED AS{ MhsAcctObjectl dentifier sid-attribute-destinationDomainDeliveryList };

12.43 Electronic Mail Address

This attribute enables to store the e-mail address of the person in charge of the contact represented by a Contact managed
object instance.

electronicMailAddressATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.ElectronicM ail Addr ess;

REGISTERED AS{ MhsAcctObjectl dentifiersid-attribute-electronicM ailAddress };

12.44  Encipher ment
The use of this attribute, as part of the security Accounting Record isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

encipherment ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.Encipher ment;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-encipherment };

12.45 Encoded Information Types

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an encoded-information-types abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

encodedl nformationTypesATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Encodedl nformationTypes,

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-encodedl nformationTypes};

1246  Entry Exit MTA Names
This attribute is part of the settlement record and is described in Recommendation D.36.

entryExitMtaNames ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule. EntryExitM TANames,

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-entryExitMtaNames };

12.47 Envelope Type
This attribute is part of the settlement record and is described in Recommendation D.36.

envelopeType ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule. EnvelopeType;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-envelopeType};

12.48 Facsimile Telephone Number List

This attribute enables to store the fax numbers associated with the contact represented by a Contact managed object
instance.

facsimileT elephoneNumberList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.TelephoneNumberList;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-faxTelephoneNumberList };
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12.49  Fetch Argument

This attribute enables to store the corresponding MS Fetch abstract-operation argument. This attribute may have one of
the possible values of a fetch-argument abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

fetchArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.FetchArgument;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-fetchArgument };

1250 Fetch Result

This attribute enables to store the corresponding M S Fetch abstract-operation result. This attribute may have one of the
possible values of afetch-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

fetchResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.FetchResult;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-fetchResult };

1251 Global Domain ID

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a global-domain-identifier abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

globalDomainld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.GlobalDomainl dentifier;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-globalDomainld };

12.52 Initiator Credentials

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a credentials abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4. The use
of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

initiator Credentials ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.lnitiator Credentials;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-initiator Credentials };

12.53 Initiator Name

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of an OR-name abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

initiatorName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ObjectName;

REGISTERED AS{ MhsAcctODbjectl dentifiers.id-attribute-initiator Name };

1254 Internal Trace

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an OR-name abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

internalTrace ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModulelnternalTrace;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-internal Trace };
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1255 InterworkingMD ID
This attribute enables to identify an InterworkingM D managed object instance within the containment hierarchy.

interworkingMDId ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.lnterworkingM DI d;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-interworkingAdmdld };

1256 InterworkingM D Name

This attribute enables to store the name of the InterworkingMD represented by an InterworkingMD managed object
instance.

interworkingM DName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.l nterworkingM DName;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-interwor kingAdmdName };

1257 Labesand Redirections

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a labels-and-redirections abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

labelsAndRedirections ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.L abelsAndRedir ections;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-labelsAndRedir ections };

1258 Limit Validity Date
This attribute enables to provide information on the validity period of a Service request.

limitValidityDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1lModuleLimitValidityDate;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-limitValidityDate };

1259 List Argument

This attribute enables to store the corresponding M S List abstract-operation argument. This attribute may have one of the
possible values of alist-argument abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

lissArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.ListArgument;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-listArgument };

12.60 List Result

This attribute enables to store the corresponding MS List abstract-operation result. This attribute may have one of the
possible values of alist-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

listResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.ListResult;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-listResult };

1261 Log Start Time
This attribute enables to store the time at which logging shall be started.

logStartTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.Time;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-logStartTime};
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12.62 Log Stop Time
This attribute enables to store the time at which logging shall be stopped.

logStopTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.Time;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-logStopTime };

1263 Message Content Size
This attribute indicates the size of the content of a message in octets.

messageContentSize ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageContentSize;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-messageContentSize };

1264 Message Delivery Envelope

This attribute enables to store the corresponding parameter of a Message Delivery abstract-operation. This attribute may
have one of the possible values of a message-delivery-envelope abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

messageDeliveryEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageDeliver yEnvel ope;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-messageDeliver yEnvelope };

12.65 MTSIdentifier

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an M T S-identifier abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

MTSldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module M TSl dentifier;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-M T Sl dentifier };

12.66 Message Origin Authentication Check
The use of this attribute, as part of the security Accounting Record is described in ITU-T Rec. X.464 | 1ISO/IEC 11588-4.

messageOriginAuthenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageOriginAuthenticationCheck;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-messageOriginAuthenticationCheck };

12.67 Message Security L abel

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a message-security-label abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

messageSecuritylL abel ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageSecurityL abel;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-messageSecurityL abel };

1268 Message Size
This attribute enables to store the size of a message in octets.

messageSize ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageSize;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-messageSize };
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12.69 Message Submission Envelope

This attribute enables to store the corresponding parameter of a Message Submission abstract-operation. This attribute
may have one of the possible values of a message-submission-envelope abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

messageSubmissionEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageSubmissionEnvelope;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-messageSubmissionEnvelope };

12.70 Submission Time

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of atime abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

submissionTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.Time;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-submissionTime};

12.71 Message Token

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a message-token abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4. The
use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

messageT oken ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageT oken;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-messageT oken };

12.72 Message Transfer Envelope

This attribute enables to store the corresponding parameter of a Message Transfer abstract-operation. This attribute may
have one of the possible values of a message-Transfer-envelope abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

messageT ransfer Envelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.M essageT ransfer Envelope;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-messageT ransfer Envelope };

12.73 MS-Bind Authentication Check
The use of this attribute, as part of the security Accounting Record, is described in ITU-T Rec. X.464 | ISO/IEC 11588-4.

msBindAuthenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.M sBindAuthenticationCheck;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-msBindAuthenticationCheck };

12.74 New Credentials

This attribute enables to store the corresponding parameter of a Change Credentials abstract-operation. This attribute
may have one of the possible values of a credentials abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

newCredentialsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.Credentials;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-newCredentials };
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12.75 Number of Addressed PRMDs
This attribute enables to store the number of PRMDs that received this message directly from this ADMD.

number OfAddressedPrmds ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Number Of Addr essedPrmds;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-number OfAddr essedPrmds};

1276  Number of Addressed UAs
This attribute enables to store the number of UAsthat received this message directly from this ADMD.

number OfAddressedUas ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Number OfAddressedUas;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-number OfAddressedUas };

12.77 Number of Messages per Delivery Service Type
This attribute enables to store, for each delivery service type, the number of messages that were sent to it by this ADMD.

number OfM essagesPer DeliveryServiceType ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Number OfM essagesPer DeliveryServiceType;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-number OfM essagesPer Deliver yServiceType };

12.78 Old Credentials

This attribute enables to store the corresponding parameter of a Change Credentials abstract-operation. This attribute
may have one of the possible values of a credentials abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

oldCredentialsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.Credentials;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-oldCredentials};

12.79 Operation Status
This attribute indicates if the operation isin progress, has terminated successfully or returned an error code.

operationStatusATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.OperationStatus;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-operationStatus };

12.80 Operation Time

This attribute enables to store the time at which the operation was performed. The use of this attribute, as part of the
security Accounting Record is described in ITU-T Rec. X.464 | ISO/IEC 11588-4.

operationTime ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.OperationTime;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-operationTime};

12.81 Originating Domain Transfer out List
This attribute enables to store the MDs that the message was transfered to.

originatingDomainTransfer OutList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1lModule.OriginatingDomainTransfer OutL ist;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-originatingDomainTransfer OutL st };
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12.82 Originating Admd
This attribute enables to store the originating ADMD in a settlement record (using Recommendation D.36).

originatingAdmd ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1lModule.OriginatingADMD;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-originatingAdmd };

12.83 Originating MTA Certificate

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an originating-M TA-certificate abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

originatingM TACertificate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.OriginatingM TACertificate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-originatingM TACertificate};

12.84 Originator Certificate

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an originating-certificate abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

originator Certificate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1lModule.Originator Certificate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-originator Certificate };

12.85 Originator Name

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an OR-name abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

originatorName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Originator Name;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectl dentifier sid-attribute-originator Name };

12.86 Permisible Security Context
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

permisibleSecurityContext ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Per misibleSecurityContext;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-per misibleSecurityContext };

12.87 Priority

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a priority abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

priority ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule.Priority;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-priority };

12.88 Probe Origin Authentication Check
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

probeOriginAuthenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProbeOriginAuthenticationCheck;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-probeOriginAuthenticationCheck };
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12.89 Probe Submission Envelope

This attribute enables to store the corresponding parameter of a Probe Submission abstract-operation. This attribute may
have one of the possible values of a probe-submission-envelope abstract service parameter defined in ITU-T
Rec. X.411 | ISO/IEC 10021-4.

probeSubmissionEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProbeSubmissionEnvelope;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-probeSubmissionEnvelope };

1290 ProbeTransfer Envelope

This attribute enables to store the corresponding parameter of a Probe Transfer abstract-operation. This attribute may
have one of the possible values of a probe-transfer-envelope abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

probeTransferEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProbeTransfer Envelope;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-probeTransfer Envelope };

1291 Processing Component Rate
This attribute enables to store component rate associated to the processing message.

processingComponentRate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProcessingComponentRate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-processingComponentRate };

12.92 Processing Details

This attribute enables to store information about the processing that occurred on a message, probe, or report while inside
an MTA and which isindicated in the processingSummary attribute.

processingDetailsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProcessingDetails;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-processingDetails };

1293 Processing Error Flag
This attribute enables to indicate whether the managed object was created following an internal error in the MHS entity.

processingerrorFlag ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProcessingError Flag;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-processingErrorFlag };

12.94  Processing Summary
This attribute enables to store the processing that occurred on a message, probe, or report whileinside an MTA.

processingSummary ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.ProcessingSummary;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-processingSummary };

12.95 Proof of Delivery

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a proof-of-delivery abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

proofOfDelivery ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.ProofOfDelivery;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-proof OfDelivery };

ITU-T Rec. X.462 (1996 E) 53



ISO/IEC 11588-3: 1997 (E)

1296 Proof of Delivery Request

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a proof-of-delivery-request abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

proofOfDeliveryRequest ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProofOfDeliveryRequest;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-proof OfDeliveryRequest };

12.97 Proof of Submission

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a proof-of-submission abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

proofOf Submission ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProofOf Submission;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-proofOf Submission };

12.98 Proof of Submission Request

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a proof-of-submission-request abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

proofOf SubmissionRequest ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ProofOf SubmissionRequest;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-proof Of SubmissionRequest };

12.99 Recipient Certificate

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of arecipient-certificate abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-
4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T Rec. X.464 |
ISO/IEC 11588-4.

recipientCertificate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.RecipientCertificate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-recipientCertificate };

12.100 Recipientson Responsibility List

This attribute enables to store the recipients whose perRecipientindicator reponsibility bit is set to “responsible”
(see Figure 4 of ITU-T Rec. X.411 | ISO/IEC 10021-4).

recipientsOnResponsibilityList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.RecipientsOnResponsibilityL ist;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-recipientsOnResponsibilityList };

12,101 Register MS Argument

This attribute enables to store the corresponding Register-MS abstract-operation arghisextribute may have one
of the possible values of Register-MS-argument abstract service parameter defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5.

register M SArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.Register-M SArgument;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-register M SArgument };
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12.102 Register M S Result

This attribute enables to store the corresponding Register-M S abstract-operation result. This attribute may have one of
the possible values of a Register-M S-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

register M SResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Register-M SResult;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-register M SResult };

12.103 Report Delivery Envelope

This attribute enables to store the corresponding parameter of a Report Delivery abstract-operation. This attribute may
have one of the possible values of a Report-delivery-envelope abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

reportDeliveryEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.ReportDeliver yEnvelope;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-reportDeliveryEnvelope };

12.104 Report Identifier

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an M T S-identifier abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

reportldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.Reportldentifier;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-reportldentifier };

12.105 Reporting MTA Certificate

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of a reporting-M TA-certificate abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC-10021-4. The use of this attribute, as part of the security Accounting Record, is described in ITU-T
Rec. X.464 | ISO/IEC 11588-4.

reportingMtaCertificate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.ReportingMtaCertificate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-reportingMtaCertificate };

12.106 Report Origin Authentication Check
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

reportOriginAuthenticationCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ReportOriginAuthenticationCheck;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-reportOriginAuthenticationCheck };

12.107 Report Transfer Envelope

This attribute enables to store the corresponding parameter of a Report Transfer abstract-operation. This attribute may
have one of the possible values of a report-transfer-envelope abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

reportTransferEnvelope ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.ReportTransfer Envelope;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-reportTransfer Envelope };
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12.108 Responder Credentials

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of a credentials abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

responder CredentialsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Responder Credentials;

REGISTERED AS{ MhsAcctODbjectl dentifiers.id-attribute-responder Credentials };

12.109 Responder Name

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of an OR-name abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

responderName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.ObjectName;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-responder Name };

12,110 Retrieval Error
This attribute enables to store an error occurring at the retrieval port.

retrievalError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlModule.RetrievalError;
PARAMETERS
attributeError,
autoActionRequestError,
deleteError,
fetchRestrictionError,
rangekrror,
sequenceNumberError,
serviceError;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-retrievalError };

12,111 Security Context

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of a security-context abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

securityContext ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnl1M odule.SecurityContext;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-securityContext };

12112 Security Error

This attribute enables to store a security error. The use of this attribute, as part of the security Accounting Record, is
described in ITU-T Rec. X.464 | 1ISO/IEC 11588-4.

securityError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.SecurityError;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-securityError };

12113 Security Problem

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of a security-problem abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.
The use of this attribute, as part of the security Accounting Record, is described in ITU-T Rec. X.464 |
ISO/IEC 11588-4.

securityProblem ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SecurityProblem;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-securityProblem };
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12.114 Service Access Charge
This attribute enables to store the cost of accessing the MTS service.

serviceAccessCharge ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ServiceAccessChar ge;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-serviceAccessCharge };

12.115 ServiceFlag
This attribute enables to tell whether this message is a service message (no charge) or not.

serviceFlag ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.ServiceFlag;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-serviceFlag };

12116 ServiceRequest ID
This attribute enables to identify a ServiceRequest managed object instance within the containment hierarchy.

serviceRequestld ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ServiceRequestl d;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-serviceRequestid };

12117 Settlement Policy
This attribute enables to store the Settlement policy enforced in the MIS management domain.

settlementPolicy ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SettlementPolicy;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-settlementPolicy };

12.118 Signature Check
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

signatureCheck ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Signatur eCheck;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-signatureCheck };

12.119 Signature Generation
The use of this attribute, as part of the security Accounting Record, isdescribed in ITU-T Rec. X.464 | ISO/IEC 11588-4.

signatureGeneration ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Signatur eGener ation;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-signatureGeneration };

12.120 Start-Up Date
This attribute enables to store the date and time since which a service has been working without interruption.

startUpDate ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.StartUpDate;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-startUpDate };

12.121 Status

This attribute enables to store the status of a Service request in progress.

statusATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Status;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-status};
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12.122 Subject Identifer

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an M TS I dentifier abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

subjectldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.Subject] dentifier;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-subjectl dentifier };

12.123 Subject Submission Identifier

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an M TSI dentifier abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

subjectSubmissionldentifier ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SubjectSubmissionl dentifier;
MATCHESFOR EQUALITY;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-attribute-subjectSubmissionl dentifier };

12.124 Submission Controls

This attribute enables to store the corresponding Submission control abstract-operation parameter. This attribute may
have one of the possible values of a submission-Controls abstract service parameter defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5.

submissionControlsATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.SubmissionControls;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-submissionControls};

12,125 Submission Error
This attribute enables to store an error occurring at the submission port.

submissionError ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SubmissionError;
PARAMETERS
improper lySpecifiedRecipients,
securityError;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-submissionError };

12,126 Summarize Argument

This attribute enables to store the corresponding Summarize abstract-operation argument. This attribute may have one of
the possible values of a summarize-argument abstract service parameter defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5.

summarizeArgument ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SummarizeArgument;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-summarizeArgument };

12.127 Summarize Result

This attribute enables to store the corresponding Summarize abstract-operation result. This attribute may have one of the
possible values of a summarize-result abstract service parameter defined in ITU-T Rec. X.413 | ISO/IEC 10021-5.

summarizeResult ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.SummarizeResult;

REGISTERED AS{ MhsAcctObjectl dentifier sid-attribute-summarizeResult };
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12.128 Supplier of Operation
This attribute enables to store the identification of the supplier of an operation.

supplier OfOperation ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsnlM odule.Objectl nstance;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-supplier OfOperation };

12.129 Telephone Number List

This attribute enables to store the telephone numbers associated with the contact represented by a Contact managed
object instance.

telephoneNumberList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.TelephoneNumberList;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-telephoneNumberList };

12.130 ThisRecipient Name

This attribute enables to store the corresponding parameter of an MHS abstract-operation. This attribute may have one of
the possible values of an OR-Name abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4.

thisRecipientName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.ThisRecipientName;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-thisRecipientName };

12.131 Total Number of O/R Addresses

This attribute enables to store the total number of O/R addresses contained in the message. This attribute is used for
settlement purposes as outlined in Recommendation D.36.

totalNumber OfORAddresses ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule. TotalNumber OFORAddr esses;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-totalNumber OFORAddr esses };

12.132 Trace
This attribute enables for security audit purposes. The reader isreferred to ITU-T Rec. X.464 | ISO/IEC 11588-4.

trace ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.Trace;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-trace};

12.133 Transit Domain Transfer out List

This attribute enables to store the MDs that the message was transferred to.

transitDomainTransferOutList ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsniModule. TransitDomainTransfer OutList;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-transitDomainTransfer OutList };

12.134 User Address

This attribute enables to store the corresponding parameter of a change credentials abstract-operation. This attribute may
have one of the possible values of a user-address abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

user AddressATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1Module.User Address;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-user Address};
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12.135 User Name

This attribute enables to store the corresponding parameter of a change credentials abstract-operation. This attribute may
have one of the possible values of an ORName abstract service parameter defined in ITU-T Rec. X.411 |
ISO/IEC 10021-4.

userName ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.User Name;

REGISTERED AS{ MhsAcctObjectldentifiers.id-attribute-user Name};

12,136 User Security Label

This attribute enables to store the corresponding parameter of a Bind abstract-operation. This attribute may have one of
the possible values of a security-label abstract service parameter defined in ITU-T Rec. X.411 | ISO/IEC 10021-4. The
use of this attribute, as part of the security Accounting Record, is described in ITU-T Rec. X.464 | 1SO/IEC 11588-4.

user SecurityL abel ATTRIBUTE
WITH ATTRIBUTE SYNTAX MhsAcctAsn1M odule.User SecuritylL abel;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-attribute-user SecurityL abel };

13 Definition of attribute groups

No attribute groups are defined for accounting management functions.

14 Definition of Notifications

141  objectCreation
This notification is sent whenever a managed object containing the commonCreationDel etionPackage is created.

objectCreation NOTIFICATION

BEHAVIOUR objectCreationBehaviour;

WITH INFORMATION SYNTAX MhsAcctAsn1M odule.CommonCreationAndDel etion| nfo;
REGISTERED AS{ MhsAcctObjectl dentifiers.id-notification-objectCreation };

objectCreationBehaviour BEHAVIOUR
DEFINED AS
" Generated whenever an instance of the classis created.

If creation occurred asaresult of internal operation, the value'resourceOperation’ shall be used. If creation
occurred in response to a management oper ation, the value 'managementOperation’ shall be used. A value of
"unknown’ shall be used if it isnot possible to determine the sour ce of the operation. No other optional parameter
shall beused.";

142  objectDeletion
This notification is sent whenever a managed object containing the commonCreatei onDel etionPackage is del eted.

objectDeletion NOTIFICATION

BEHAVIOUR objectDeletionBehaviour;

WITH INFORMATION SYNTAX MhxAcctAsn1M odule.CommonCreationAndDeletionl nfo;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-notification-objectDeletion };

objectDeletionBehaviour BEHAVIOUR
DEFINED AS
" Generated whenever an instance of the classis deleted.

If deletion occurred asaresult of internal operation, the value'resourceOperation’ shall be used. If deletion
occurred in response to a management oper ation, the value’ managementOperation’ shall be used. A value of
"unknown’ shall be used if it isnot possible to deter mine the sour ce of the operation. No other optional parameters
shall beused.”;
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15 Definition of actions

No actions are defined for accounting management functions.

16 Definition of parameters

This clause describes the error parameters associated with the bindingError  attribute of the
commonBindArgumentPackage. At the time of writing, the CONTEXT construct of each parameter cannot be specified
as the referenced notifications were not specified using GDMO.

16.1  attributeError
The parameter addresses the Attribute-Error error returned by some MHS abstract operations.

attributeError PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsn1iModule AttributeError;
BEHAVIOUR attributeErrorBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifier sid-parameter-attributeError };

attributeErrorBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalEr ror
attribute that hasavaluereferencing the attribute-error abstract error defined in ITU-T Rec. X.413 |
I SO/IEC 10021-5";

16.2 autoActionRequestError
The parameter addresses the Auto-Action-Request-Error error returned by some MHS abstract operations.

autoActionRequestError PARAMETER
CONTEXT SPECIFIC-ERROR,;
WITH SYNTAX MhsAcctAsn1Module. AutoActionRequestError;
BEHAVIOUR autoActionRequestBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifier sid-parameter -autoActionRequestError };

autoActionRequestBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that has a value refer encing the auto-action-request-error abstract error defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5";

16.3 deleteError
The parameter addresses the Delete-Error error returned by some MHS abstract operations.

deleteError PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsniModule.DeleteError;
BEHAVIOUR deleteErrorBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-parameter-deleteError };

deleteErrorBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that has a value referencing the delete-error abstract error defined in ITU-T Rec. X.413 | ISO/IEC 10021-5";

16.4 fetchRestrictionError

The parameter addresses the Fetch-Restriction-Error error returned by some MHS abstract operations.

fetchRestrictionError PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsn1lModule FetchRestrictionError;
BEHAVIOUR fetchRestrictionError Behaviour;

REGISTERED AS{ MhsAcctObjectl dentifier sid-parameter -fetchRestrictionError };
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fetchRestrictionErrorBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that hasa valuereferencing thefetch-restriction-error abstract error defined in ITU-T Rec. X.413 |
ISO/IEC 10021-5";

16.5 impr oper lySpecifiedRecipients
The parameter addresses the |mproperly-Specified-Recipients error returned by some MHS abstract operations.

improper lySpecifiedRecipients PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsn1Module.l mproperlySpecifiedRecipients;
BEHAVIOUR improper lySpecifiedRecipientsBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-par ameter -impr oper lySpecifiedRecipients };

impr oper lySpecifiedRecipientsBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with a submissionError attribute
that has a value refer encing the recipient-improper ly-specified abstract error defined in ITU-T Rec. X.411 |
I SO/IEC 10021-4";

16.6 rangeError
The parameter addresses the Range-Error error returned by some MHS abstract operations.

rangeError PARAMETER
CONTEXT SPECIFIC-ERROR,;
WITH SYNTAX MhsAcctAsnlModule.RangeError;
BEHAVIOUR rangeErrorBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-parameter-rangeError };

rangeErrorBehaviour BEHAVIOUR
DEFINED AS
" Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that has a value referencing therange-error abstract error defined in ITU-T Rec. X.413 | 1SO/IEC 10021-5";

16.7 securityError
The parameter addresses the Security-Error error returned by some MHS abstract operations.

securityError PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsn1Module.SecurityProblem;
BEHAVIOUR securityErrorBehaviour;

REGISTERED AS{ MhsAcctObjectldentifiers.id-parameter-securityError };

securityErrorBehaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter is associated with a submissionError or
deliveryError attribute that has a valuereferencing the security-error abstract error defined in
ITU-T Rec. X.411|1SO/IEC 10021-4";

16.8  sequenceNumberError
The parameter addresses the Sequence-Number-Error error returned by some MHS abstract operations.

sequenceNumber Error PARAMETER
CONTEXT SPECIFIC-ERROR,;
WITH SYNTAX MhsAcctAsn1M odule.SequenceNumberError;
BEHAVIOUR sequenceNumber Error Behaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-par ameter -sequenceNumberError };

sequenceNumber Error Behaviour BEHAVIOUR
DEFINED AS
"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that has a value referencing the sequence-number-error abstract error defined in I TU-T Rec. X.413 |
I SO/IEC 10021-5";
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169  serviceError
The parameter addresses the Service-Error error returned by some MHS abstract operations.

serviceError PARAMETER
CONTEXT SPECIFIC-ERROR;
WITH SYNTAX MhsAcctAsn1iModule.ServiceError;
BEHAVIOUR serviceErrorBehaviour;

REGISTERED AS{ MhsAcctObjectl dentifiers.id-parameter-serviceError };

serviceErrorBehaviour BEHAVIOUR
DEFINED AS

"Thevalue of the parameter isonly pertinent if the parameter isassociated with aretrievalError attribute
that has a value referencing the service-error abstract error defined in ITU-T Rec. X.413|1SO/IEC 10021-5";

17 Name bindings

This clause formalizes the naming hierarchy outlined in 8.1.
NOTES

1 The record-log relationships are aready covered by the logRecord-log name binding defined in 7.3 of
ITU-T Rec. X.721 | ISO/IEC 10165-2.

2  The log-system relationships are aready covered by the log-system name binding defined in 7.2 of
ITU-T Rec. X.721 | ISO/IEC 10165-2.

17.1 acctRequest-customer
This template formalizes the rel ationship between the customer and the acctRequest managed objects.

acctRequest-customer NAME BINDING
SUBORDINATE OBJECT CLASS acctRequest;
NAMED BY SUPERIOR OBJECT CLASS customer;
WITH ATTRIBUTE serviceRequestld;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-acctRequest-customer };

17.2 acctRequest-interworkingM D

acctRequest-interworkingM D NAME BINDING
SUBORDINATE OBJECT CLASS acctRequest;
NAMED BY SUPERIOR OBJECT CLASS interworkingMD;
WITH ATTRIBUTE serviceRequest! d;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-acctRequest-interworkingM D };

17.3 contact-customer

This template formalizes the rel ationship between the customer and the contact managed objects.

contact-customer NAME BINDING
SUBORDINATE OBJECT CLASS contact;
NAMED BY SUPERIOR OBJECT CLASS customer;
WITH ATTRIBUTE contactld;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-contact-customer };
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17.4  contact-interworkingM D
This template formalizes the rel ationship between the interworkingM D and the contact managed objects.

contact-interworkingM D NAME BINDING
SUBORDINATE OBJECT CLASS contact;
NAMED BY SUPERIOR OBJECT CLASS interworkingMD;
WITH ATTRIBUTE contactld;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObj ectl dentifier sid-name-binding-contact-interworkingM D };

175  customer-mdServiceM anagementPointOf Access
This template formalizes the rel ationship between the mdServiceM anagementPointOf A ccess and the managed objects.

customer -mdServiceM anagementPointOf Access NAME BINDING
SUBORDINATE OBJECT CLASS customer;
NAMED BY SUPERIOR OBJECT CL ASS mdServiceM anagementPointOf Access;
WITH ATTRIBUTE customerld;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-customer -mdSer viceM anagementPointOf Access };

17.6 customer AcctL og-customer
This template formalizes the rel ationship between the customer and the customerAcctlL og managed objects.

customer AcctL og-customer NAME BINDING
SUBORDINATE OBJECT CLASS customer AcctLog AND SUBCLASSES;
NAMED BY SUPERIOR OBJECT CLASS customer;
WITH ATTRIBUTE " Rec. X.721 | ISO/IEC 10165-2":logl d;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-customer AcctL og-customer };

17.7 customer EFD-customer
This template formalizes the rel ationship between the customer and the customerEFD managed objects.

customer EFD-customer NAME BINDING
SUBORDINATE OBJECT CLASS customerEFD;
NAMED BY SUPERIOR OBJECT CLASS customer;
WITH ATTRIBUTE " Rec. X.721 | 1SO/IEC 10165-2" :discriminator;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-customer EFD-customer };

17.8 interwor kingM D-EFD-interworkingM D
This template formalizes the rel ationship between the interworkingM D and the interworkingM D-EFD managed objects.

interworkingM D-EFD-interworkingM D NAME BINDING
SUBORDINATE OBJECT CLASS interworkingM D-EFD;
NAMED BY SUPERIOR OBJECT CLASS interworkingM D;
WITH ATTRIBUTE " Rec. X.721 | 1SO/IEC 10165-2" :discriminator;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier sid-name-binding-interwor kingM D-EFD-interworkingM D };
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179  interworkingM D-mdSer viceM anagementPointOfAccess

This template formalizes the relationship between the mdServiceM anagementPointOf Access and the interworkingM D
managed objects.

interwor kingM D-mdSer viceM anagementPointOf Access NAME BINDING
SUBORDINATE OBJECT CLASS interworkingMD;
NAMED BY SUPERIOR OBJECT CL ASS mdServiceM anagementPointOf Access;
WITH ATTRIBUTE interworkingM DI d;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;
REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-interwor kingM D-mdSer viceM anagementPointOf Access };

17.10  mdServiceM anagementPoint OfAccess-misM anagementDomain
This template formalizes the rel ationship between the mhsEventL og and the maseEventRecord managed objects.

mdSer viceM anagementPointOf Accessmd NAME BINDING
SUBORDINATE OBJECT CL ASS mdServiceM anagementPointOf Access;
NAMED BY SUPERIOR OBJECT CLASSmd;
WITH ATTRIBUTE " Rec. M.3100" : networkl d;
CREATE WITH-REFERENCE-OBJECT;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS;

REGISTERED AS{ MhsAcctObjectl dentifier s.id-name-binding-mdSer viceM anagementPoint Of Access-
misM anagementDomain };

17.11 settlementAcctL og-interworkingM D
This template formalizes the rel ationship between the interworkingM D and the settlementAcctlL og managed objects.

settlementAcctL og-interworkingM D NAME BINDING
SUBORDINATE OBJECT CLASS settlementAcctL og AND SUBCLASSES;
NAMED BY SUPERIOR OBJECT CLASSinterworkingMD;
WITH ATTRIBUTE " Rec. X.721 | ISO/IEC 10165-2" :logl d;
CREATE WITH-REFERENCE-OBJECT,;
DELETE ONLY-IF-NO-CONTAINED-OBJECTS,
REGISTERED AS{ MhsAcctObjectl dentifier sid-name-binding-settlementAcctL og-interworkingMD };

SECTION 4 — CONFORMANCE STATEMENTS

18 Conformance statements

There are three conformance classes:
— the basic MHS logging class;
— the conditional MHS Logging class; and
— the optional MHS logging class.

A system claiming conformance to this Recommendation | Standard shall comply with the requirements of the basic
MHS logging conformance class and may additionally comply with one or more other classes. Table 13 provides a
summary of conformance classes.
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Table 13 — Conformance classes and optional functions

Conformance class

Functions

Status

Managed objects

Basic MHS logging
conformance class

MHS Error Events logging

M

mta, ua, ms, au, mhsEventL og,
bindEventRecord,
discardEventRecord,
maseEventRecord,
mdseEventRecord,
mrseEventRecord,
msseEventRecord

Conditional MHS logging
conformance class

MHS Security Events logging

securityAcctRecord

Optional MHS logging
conformance class

MHS Events Attributes logging

bindEventRecord,
maseEventRecord,
mdseEventRecord,
mtseEventRecord,
mrseEventRecord,
msseEventRecord

MHS Events Attributes and
Envelopes logging

bindEventRecord,
maseEventRecord,
mdseEventRecord,
mtseEventRecord,
mrseEventRecord,
msseEventRecord

Customer Account logging

mdServiceM anagementPointOf
ACCess, customer,
customerAcctL og,
customerAcctRecord

Settlement logging

mdServiceM anagementPointOf
Access, interworkingMD,
settlementAcctLog,
settlementAcctRecord

Customer Account Request

mdServiceM anagementPointOf
ACCess, customer,
customerEFD, acctReguest

Settlement Account Request

mdServiceM anagementPointOf
Access, interworkingMD,
interworkingMD-EFD,
acctReguest

M Mandatory
O  Optiond

18.1 Statement requirements

The following shall be stated when claiming conformance:

a) theoptional MHS Logging functions for which conformance is claimed;

b) the OSI management application-context for which conformance is claimed.

18.2 Basic MHS logging confor mance class

A system claiming conformance to the Basic MHS logging conformance class shall support the system management
function for the logging of MHS Error events. These error events and the clause numbers in which the corresponding

MHS Event Records are defined are listed in Table 12b.
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18.2.1 Static conformance

A system shall:

a) support the managed objects classes which correspond to the MHS entity type (UA, MS, MTA, UA or
any combination) for which conformance is claimed;

b) support the MHSEventL og managed object class;

c) support the MHSEventRecord managed objects classes listed in the rows of Table 12b which correspond
to the MHS entity (UA, MS, MTA, UA or any combination) for which conformanceis claimed;

d) support the role of manager or agent or both, with respect to this MHS Logging Information.

18.3 Conditional MHS logging confor mance class

Support for the securityAcct record managed object class shall be mandatory if the system claims to support
this (Recommendation | International Standard) and claims to support the MHS security function defined in
ITU-T Rec. X.411 | ISO/IEC 10021-4.

18.3.1 MHS Security Eventslogging function

A system claiming conformance to the MHS Security Events logging function shall support the system management
function for the logging of MHS security events.

18.3.1.1 Static conformance
A system shall:
a) support the securityAcctRecord managed object class;

b) support the role of manager or agent or both, with respect to this MHS Logging Information.

184 Optional MHS logging confor mance class

A system claiming conformance to Optional MHS logging conformance class shall state to which optional function
conformance is claimed.

184.1 MHSEventsAttributeslogging function

A system claiming conformance to the MHS Events Attributes logging function shall support the system management
function for the logging of MHS events attributes. These events and the clause numbers in which the corresponding
MHS Event Records are defined are listed in Table 12a.

18.4.1.1 Static conformance

A system shall:

a) support the mandatory packages of MHSEventRecord managed objects classes listed in the rows of
Table 12a which correspond to the MHS entity (UA, MS, MTA, UA or any combination) for which
conformanceis claimed;

b) support the role of manager or agent or both, with respect to this MHS L ogging Information.

184.2 MHSEventsAttributes and envelopeslogging function

A system claiming conformance to the MHS Events Attributes and envelopes logging function shall support the system
management function for the logging of MHS events attributes and MHS events optional envelopes. These events and
the clause numbers in which the corresponding MHS Event Records are defined are listed in Table 12a.

18.4.2.1 Static conformance

A system shall:
a) support the MHS Events Attributes logging function;

b) support the optional envelope packages of the MHSEventRecord managed objects classes listed in the
rows of Table 12b which correspond to the MHS entity (UA, MS, MTA, UA or any combination) for
which conformance is claimed;

¢) support the role of manager or agent or both, with respect to this MHS Logging Information.
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18.4.3 Customer Account logging function

A system claiming conformance to the Customer Account logging function shall support the system management
function for the logging of Customer Accounting information.

18.4.3.1 Static conformance

A system shall:

a) support the mdServiceManagementPointOfAccess, customer, customerAcctLog, customerAcctRecord
managed objects classes;

b) support the role of manager or agent or both, with respect to this MHS Logging Information.

184.4  Settlement logging function

A system claiming conformance to the Settlement logging function shall support the system management function for
the logging of Settlement information.

18.4.4.1 Static conformance

A system shall:

a) support the mdServiceM anagementPointOf A ccess, interworkingMD, settlementAcctLog,
settlementA cctRecord managed objects classes;

b) support the role of manager or agent or both, with respect to this MHS Logging Information.

1845 Customer account request function

A system claiming conformance to the Customer account request function shall support the system management function
for this service request.

18.4.5.1 Static conformance

A system shall:

a) support the mdServiceManagementPointOfAccess, customer, customerEFD, acctRequest managed
objects classes;

b) support the role of manager or agent or both, with respect to this MHS Logging Information.
18.4.6 Settlement account request function

A system claiming conformance to the Settlement account request function shall support the system management
function for this service request.

18.4.6.1 Static conformance

A system shall:

a) support the mdServiceM anagementPointOf A ccess, interworkingM D, interworkingM D-EFD, acctRequest
managed objects classes;

b) support the role of manager or agent or both, with respect to this MHS Logging Information.
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Annex A

ASN.1 definitions

(This annex forms an integral part of this Recommendation | International Standard)

A.l Objectldentifiers

This subclause contains the ASN.1 module that defines the object identifiers referenced by the “REGISTERED AS”

statements of the GDMO templates in clauses 10 to 17.

M hsAcctObject! dentifiers{

joint-iso-itu-t
mhs (6)
management (9)
accounting (3)
modules (8)

object-identifiers(0) }

DEFINITIONSIMPLICIT TAGS::=

BEGIN
-- Prologue

-- EXPORTSeverything

IMPORTS

-- nothing -- ;

ID ::= OBJECT IDENTIFIER
-- MHS management (definitive)

mhs-management ID ::={ joint-iso-itu-t mhs (6) management (9) } -- thisisdefinitive

-- Document IDs

id-model ID ::= {mhs-management 1} -- Model And Architecture
id-information ID ::={mhs-management 2} -- Information

id-accounting ID ::={mhs-management 3} -- Accounting Manag. Func.
id-security ID ::= {mhs-management 4} -- Security Manag. Func.
id-configuration ID ::={mhs-management 5} -- Configuration Manag. Func.
id-fault ID ::= {mhs-management 6} -- Fault Manag. Func.
id-performance ID ::= {mhs-management 7} -- Performance Manag. Func.
id-mta ID ::= {mhs-management 8} -- MTA Entity

id-ua ID ::= {mhs-management 9} -- UA Entity

id-ms ID ::={mhs-management 10} -- MSEntity

id-au ID ::= {mhs-management 11} -- AU Entity

-- Template types

id-moc ID ::= {id-accounting O} -- Managed Object Class templates
id-package ID ::= {id-accounting 1} -- Package templates
id-attribute ID ::={id-accounting 2} -- Attribute templates
id-attribute-group ID ::= {id-accounting 3} -- Attribute Group templates
id-notification ID ::={id-accounting 4} -- Notification templates
id-action ID ::= {id-accounting 5} -- Action templates
id-parameter ID ::={id-accounting 6} -- Parameter templates
id-name-binding ID ::= {id-accounting 7} -- Name Binding templates
id-modules ID ::={id-accounting 8} -- Modules — Not definitive
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-- Managed Object Classes

id-moc-acctRequest
id-moc-bindEventRecord
id-moc-contact
id-moc-customer
id-moc-customer AcctL og
id-moc-customer AcctRecord
id-moc-customer EFD
id-moc-discar dEventRecord
id-moc-interworkingM D
id-moc-interworkingM D-EFD
id-moc-maseEventRecord
id-moc-mdseEventRecord
id-moc-mdServiceM gtPOA
id-moc-messageEventRecord
id-moc-mhsEventL og
id-moc-misM anagementDomain
id-moc-mr seEventRecord
id-moc-msseEventRecord
id-moc-mtseEventRecord
id-moc-securityAcctRecord
id-moc-ser viceReguest
id-moc-settlementAcctRecord
id-moc-settlementAcctL og

-- Packages

id-package-acctRequest
id-package-alert
id-package-bindEventRecor d
id-package-cancel DeferredDelivery
id-package-changeCredential
id-package-commonBindArguments
id-package-commonCreationDeletion
id-package-contact
id-package-customer
id-package-customer AcctRequest
id-package-customer EFD
id-package-d36-commonAttributes
id-package-d36-deliveryViaAccessUnit
id-package-d36-directDelivery
id-package-delete
id-package-deliveryControl
id-package-destinationDomainDelivery
id-package-discar dEventRecord
id-package-fetch
id-package-interworkingM D
id-package-interworkingM D-EFD
id-package-list
id-package-maseEventRecord
id-package-mdseEventRecor d
id-package-mdServiceM gtPOA
id-package-messageDdlivery
id-package-messageDeliver yEnvelope
id-package-messageEventRecord
id-package-messageSubmission
id-package-messageSubmissionEnvelope
id-package-messageTransfer
id-package-mrseEventRecord
id-package-msBindArguments
id-package-msseEventRecord
id-package-mtaBindArguments
id-package-mtsBindArguments
id-package-mtseEventControl
id-package-originatingDomainTransfer Out
id-package-probeSubmission
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ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

::={id-moc 0}
::={id-moc 1}
::={id-moc 2}
::={id-moc 3}
::={id-moc 4}
::={id-moc 5}
::={id-moc 6}
::={id-moc 7}
::={id-moc 8}
::={id-moc 9}
::={id-moc 10}
::={id-moc 11}
::={id-moc 12}
::={id-moc 13}
::={id-moc 14}
::={id-moc 15}
::={id-moc 16}
::={id-moc 17}
::={id-moc 18}
::={id-moc 19}
::={id-moc 20}
::={id-moc 21}
::={id-moc 22}

::={id-package 0}

::={id-package 1}

::={id-package 2}

::={id-package 3}

::={id-package 4}

.:={id-package 5}

::={id-package 6}

::={id-package 7}

::={id-package 8}

::={id-package 9}

::={id-package 10}
::={id-package 11}
::={id-package 12}
::={id-package 13}
::={id-package 14}
::={id-package 15}
::={id-package 16}
::={id-package 17}
::={id-package 18}
::={id-package 19}
::={id-package 20}
::={id-package 21}
::={id-package 22}
::={id-package 23}
::={id-package 24}
.:={id-package 25}
::={id-package 26}
.:={id-package 27}
::={id-package 28}
.:={id-package 29}
::={id-package 30}
::={id-package 31}
::={id-package 32}
.:={id-package 33}
::={id-package 34}
.:={id-package 35}
::={id-package 36}
.:={id-package 37}
::={id-package 38}



id-package-pr obeSubmissionEnvelope
id-package-probeTransfer
id-package-processing
id-package-register
id-package-registerM S
id-package-reportDédlivery
id-package-reportDeliveryEnvelope
id-package-reportTransfer
id-package-securityAcctRecord
id-package-ser viceRequest
id-package-settlementAcctL og
id-package-settlementAcctRecord
id-package-settlementAcctRequest
id-package-submissionControl
id-package-summarize
id-package-trace
id-package-transitDomainTransfer Out
-- Attributes

id-attribute-accessRatePer DeliveryServiceType
id-attribute-actualRecipientName
id-attribute-administrationError
id-attribute-alertArgument
id-attribute-alertResult
id-attribute-authenticationCheck
id-attribute-authenticationGener ation
id-attribute-bindAuthenticationCheck
id-attribute-bindingError
id-attribute-bindToken

id-attribute-certificate
id-attribute-componentRatesPer OctetsPer DeliveryServiceType
id-attribute-consumer OfOperation
id-attribute-contactCompany
id-attribute-contactDetails
id-attribute-contactFunction
id-attribute-contactld

id-attribute-contactl nstance
id-attribute-contactName
id-attribute-contentConfidentialityAlgorithmldentifier
id-attribute-contentl dentifier
id-attribute-contentl ntegrityCheck
id-attribute-contentType

id-attribute-currency
id-attribute-customer AcctPolicy
id-attribute-customerld

id-attribute-customer Name
id-attribute-decipher ment
id-attribute-defaultDeliveryControls
id-attribute-deleteAr gument
id-attribute-deleteResult
id-attribute-deliverableContentTypes
id-attribute-deliverableEncodedl nfor mationTypes
id-attribute-deliver ableM aximumContentL ength
id-attribute-deliveryComponentRateT oPrmd
id-attribute-deliveryComponentRateToUa
id-attribute-deliveryControls
id-attribute-deliveryError
id-attribute-deliveryServiceTypes
id-attribute-destinationAdmd
id-attribute-destinationDomainDeliveryList
id-attribute-electronicM ailAddr ess
id-attribute-encipher ment
id-attribute-encodedl nformationTypes
id-attribute-entryExitM taNames
id-attribute-envelopeType
id-attribute-faxTelephoneNumberList

ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
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::={id-package 39}
.:={id-package 40}
::={id-package 41}
::={id-package 42}
::={id-package 43}
::={id-package 44}
::={id-package 45}
::={id-package 46}
::={id-package 47}
::={id-package 48}
::={id-package 49}
::={id-package 50}
::={id-package 51}
::={id-package 52}
::={id-package 53}
.:={id-package 54}
::={id-package 55}

::={id-attribute O}

;= {id-attribute 1}

::={id-attribute 2}

;= {id-attribute 3}

::={id-attribute 4}

;= {id-attribute 5}

::={id-attribute 6}

;:={id-attribute 7}

::={id-attribute 8}

;= {id-attribute 9}

::={id-attribute 10}
;:={id-attribute 11}
::={id-attribute 12}
;= {id-attribute 13}
::={id-attribute 14}
;= {id-attribute 15}
::={id-attribute 16}
;:={id-attribute 17}
::={id-attribute 18}
;:={id-attribute 19}
::={id-attribute 20}
;:={id-attribute 21}
::={id-attribute 22}
;= {id-attribute 23}
::={id-attribute 24}
;= {id-attribute 25}
::={id-attribute 26}
;= {id-attribute 27}
::={id-attribute 28}
;= {id-attribute 29}
::={id-attribute 30}
::={id-attribute 31}
::={id-attribute 32}
::={id-attribute 33}
::={id-attribute 34}
::={id-attribute 35}
::={id-attribute 36}
;= {id-attribute 37}
::={id-attribute 38}
;= {id-attribute 39}
::={id-attribute 40}
;:={id-attribute 41}
::={id-attribute 42}
::={id-attribute 43}
;:={id-attribute 44}
::={id-attribute 45}
::={id-attribute 46}
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id-attribute-fetchArgument
id-attribute-fetchResult
id-attribute-globalDomainld
id-attribute-initiator Credentials
id-attribute-initiator Name
id-attribute-internal Trace
id-attribute-interworkingM DI d
id-attribute-interworkingM DName
id-attribute-labelsAndRedir ections
id-attribute-limitValidityDate
id-attribute-listArgument
id-attribute-listResult
id-attribute-logStartTime
id-attribute-logStopTime
id-attribute-messageContentSize
id-attribute-messageDeliver yEnvelope
id-attribute-M T Sldentifier
id-attribute-messageOriginAuthenticationCheck
id-attribute-messageSecurityL abel
id-attribute-messageSize
id-attribute-messageSubmissionEnvelope
id-attribute-submissionTime
id-attribute-messageT oken
id-attribute-messageTransfer Envelope
id-attribute-msBindAuthenticationCheck
id-attribute-newCredentials
id-attribute-number Of Addr essedPr mds
id-attribute-number OfAddressedUas
id-attribute-number OfM essagesPer Deliver yServiceType
id-attribute-oldCredentials
id-attribute-operationStatus
id-attribute-operationTime
id-attribute-originalMtaCertification
id-attribute-originatingDomainTransfer OutL ist
id-attribute-originatingAdmd
id-attribute-originatingM TACertificate
id-attribute-originator Certificate
id-attribute-originator Name
id-attribute-per missibleSecurityContext
id-attribute-priority
id-attribute-probeOriginAuthenticationCheck
id-attribute-pr obeSubmissionEnvelope
id-attribute-probeTransfer Envelope
id-attribute-processingComponentRate
id-attribute-processingDetails
id-attribute-processingErrorFlag
id-attribute-processingSummary
id-attribute-proofOf Delivery
id-attribute-proofOf DeliveryRequest
id-attribute-pr oof Of Submission
id-attribute-pr oof Of SubmissionRequest
id-attribute-recipientCertificate
id-attribute-recipientOnResponsibilityList
id-attribute-register M SArgument
id-attribute-register M SResult
id-attribute-reportDeliveryEnvelope
id-attribute-reportldentifier
id-attribute-reportingMtaCertificate
id-attribute-reportOriginAuthenticationCheck
id-attribute-reportTransfer Envelope
id-attribute-responder Credentials
id-attribute-responder Name
id-attribute-retrievalError
id-attribute-securityContext
id-attribute-securityError
id-attribute-securityProblem
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ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

::={id-attribute 47}
::={id-attribute 48}
::={id-attribute 49}
;= {id-attribute 50}
::={id-attribute 51}
;= {id-attribute 52}
::={id-attribute 53}
;:={id-attribute 54}
:={id-attribute 55}
::={id-attribute 56}
::={id-attribute 57}
;= {id-attribute 58}
::={id-attribute 59}
::={id-attribute 60}
.= {id-attribute 61}
::={id-attribute 62}
::={id-attribute 63}
::={id-attribute 64}
;.= {id-attribute 65}
::={id-attribute 66}
;:={id-attribute 67}
::={id-attribute 68}
::={id-attribute 69}
;.= {id-attribute 70}
;:={id-attribute 71}
::={id-attribute 72}
::={id-attribute 73}
::={id-attribute 74}
::={id-attribute 75}
::={id-attribute 76}
::={id-attribute 77}
;.= {id-attribute 78}
;= {id-attribute 79}
::={id-attribute 80}
::={id-attribute 81}
.= {id-attribute 82}
::={id-attribute 83}
;:={id-attribute 84}
::={id-attribute 85}
;.= {id-attribute 86}
::={id-attribute 87}
;:={id-attribute 88}
::={id-attribute 89}
::={id-attribute 90}
::={id-attribute 91}
;:={id-attribute 92}
::={id-attribute 93}
::={id-attribute 94}
;.= {id-attribute 95}
::={id-attribute 96}
::={id-attribute 97}
::={id-attribute 98}
.= {id-attribute 99}
.:={id-attribute 100}
::={id-attribute 101}
;= {id-attribute 102}
::={id-attribute 103}
::={id-attribute 104}
;= {id-attribute 105}
::={id-attribute 106}
.= {id-attribute 107}
::={id-attribute 108}
;= {id-attribute 109}
::={id-attribute 110}
::={id-attribute 111}
::={id-attribute 112}



id-attribute-serviceAccessCharge
id-attribute-serviceFlag
id-attribute-serviceRequestld
id-attribute-settlementPolicy
id-attribute-signatureCheck
id-attribute-signatureGeneration
id-attribute-startUpDate
id-attribute-status
id-attribute-subjectldentifier
id-attribute-subjectSubmissionl dentifier
id-attribute-submissionControls
id-attribute-submissionError
id-attribute-summarizeArgument
id-attribute-summarizeResult
id-attribute-supplier Of Operation
id-attribute-telephoneNumber L ist
id-attribute-thisRecipientName
id-attribute-totalNumber OfORAddr esses
id-attribute-trace
id-attribute-transitDomainTransfer OutList
id-attribute-user Address
id-attribute-user Name
id-attribute-user SecurityL abel
-- Attribute Groups

-- none are defined
-- Notifications

id-natification-objectCreation
id-natification-objectDeletion
-- Actions

-- none are defined
-- Parameters

id-parameter-attributeError

id-parameter -autoActionRequestError
id-parameter-deleteError

id-parameter -fetchRestrictionError

id-par ameter-improper lySpecifiedRecipients
id-parameter-rangeError
id-parameter-securityError
id-parameter-sequenceNumber Error
id-parameter-serviceError

-- Name Bindings

id-name-binding-acctRequest-customer
id-name-binding-acctRequest-interworkingM D
id-name-binding-contact-customer
id-name-binding-contact-interworkingM D
id-name-binding-customer -mdSer viceM anagementPoint Of Access
id-name-binding-customer AcctL og-customer

id-name-binding-customer EFD-customer
id-name-binding-interworkingM D-EFD-interwor kingM D
id-name-binding-interwor kingM D-mdSer viceM anagementPointOf Access
id-name-binding-mdSer viceM anagementPoint Of Access-misM anagementDomain
id-name-binding-settlementAcctL og-interworkingM D

END -- of MhsAcctObjectldentifiers

ID

ID ::
ID ::
ID:

ID

ID:
ID:
ID:

ID

ID:
ID ::
ID ::

ID

ID:
ID:
ID:

ID

ID ::
ID ::
ID:

ID

ID:
ID:

ID:
ID:

ID:
ID ::
ID ::
ID:
ID:

ID

ID:
ID:

ID

ID ::
ID ::

ID
ID
ID
ID
ID
ID
ID
ID
ID
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::={id-attribute 113}
{id-attribute 114}
{id-attribute 115}
:={id-attribute 116}
::={id-attribute 117}
:={id-attribute 118}
:={id-attribute 119}
:= {id-attribute 120}
::={id-attribute 121}
:={id-attribute 122}
{id-attribute 123}
{id-attribute 124}
::={id-attribute 125}
:={id-attribute 126}
.= {id-attribute 127}
:= {id-attribute 128}
::={id-attribute 129}
{id-attribute 130}
{id-attribute 131}
:= {id-attribute 132}
::={id-attribute 133}
= {id-attribute 134}
.= {id-attribute 135}

:={id-notification 0}
:={id-notification 1}

:={id-parameter 0}
{id-parameter 1}
{id-parameter 2}
:={id-parameter 3}
:={id-parameter 4}
::={id-parameter 5}
:={id-parameter 6}
:={id-parameter 7}
::={id-parameter 8}

::={id-name-binding 10}

{id-name-binding 0}
{id-name-binding 1}
{id-name-binding 2}
{id-name-binding 3}
{id-name-binding 4}
{id-name-binding 5}
{id-name-binding 6}
{id-name-binding 7}
{id-name-binding 8}
{id-name-binding 9}
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A2 ASN.1 notations

This clause contains the ASN.1 module that defines the attribute syntaxes referenced by the attributes in clause
“Attributes”.

MhsAcctAsniModule{ joint-iso-itu-t
mhs (6)
management (9)
accounting (3)
modules (8)
asnl-module (1)}

DEFINITIONSIMPLICIT TAGS::=
BEGIN

-- Prologue

-- EXPORTSeverything

IMPORTS
-- MTSabstract service parameters

AdministrationDomainName,
ActualRecipientName,
BindTokenEncryptedData,
BindTokenSignedData,
ContentConfidentialityAlgorithml dentifier,
Contentl dentifier,

ContentlntegrityCheck,

ContentL ength,

ContentType,

Credentials,

DefaultDeliveryContrals,
DeferredDeliveryTime,
DeliveryControls,
Encoded| nformationTypes,
ExplicitConversion,

GlobalDomainl dentifier,
Initiator Credentials,

L abelAndRedirection,

M essageDeliver yEnvelope,

M essageOriginAuthenticationCheck,
M essageSecurityL abel,

M essageSubmissionEnvelope,

M essageT oken,

MTAName,

M TSl dentifier,
NonDeliveryReasonCode,
NonDeliveryDiagnosticCode,
ObjectName,
ORAddressAndOptional Dir ectoryName,
ORName,

OriginatingM TACertificate.
Originator Certificate,

Originator Name,

Priority,
ProbeOriginAuthenticationCheck,
ProbeSubmissionEnvelope,
ProofOfDélivery,
ProofOfDeliveryRequest,
ProofOfSubmission,

ProofOf SubmissionRequest,
RecipientCertificate,

Redir ectionReason,
ReportDeliveryEnvelope,
ReportingM TACertificate,
ReportOriginAuthenticationCheck,
Responder Credentials,
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SecurityContext,
SecurityProblem,
SubjectSubmissionl dentifier,
SubmissionControls,

Time,

ThisRecipientName,

User Address,

UserName,

FROM M T SAbstractService{ joint-iso-ccitt mhs-motis (6) mts (3) modules (0) mts-abstract-service (0) version-1994 (0) }
-- MTA abstract service parameters

Internal Tracel nfor mation,
MT Sl dentifier,

M essageT ransfer Envelope,
ProbeTransfer Envelope,
Reportldentifier,
ReportTransfer Envelope,
Subjectldentifier,

Tracel nformation

FROM MTAADbstractService { joint-iso-ccitt mhs-motis (6) mts (3) modules (0) mta-abstract-service (2) version-1994 (0) }
-- MSabstract service

AlertArgument,
AlertResult,
AttributeProblem,
AttributeType,
AutoActionRequestProblem,
AutoActionType,
DeleteArgument,
DeleteProblem,
DeleteResult,
FetchArgument,
FetchRestrictionProblem,
FetchResult,
ListArgument,
ListResult,

MS-EITs,

RangeProblem,
Register-M SArgument,
Register-M SResult,
Restrictions,
SequenceNumber,
SequenceNumber Problem,
ServiceProblem,
SummarizeArgument,
SummarizeResult

FROM M SAbstractService{ joint-iso-ccitt mhs-motis (6) mts (3) modules (0) abstract-service (1) version-1994 (0) }
-- MTSupper bounds

ub-content-types,
ub-labels-and-redir ections,
ub-recipients

FROM M T SUpperBounds {j cint-iso-ccitt mhs-motis (6) mts (3) modules (0) upper-bounds (3) version-1994 (0) }
-- MSupper bounds

ub-attributes-supported,
ub-auto-actions,
ub-auto-registrations,
ub-default-registrations,
ub-messages,
ub-per-entry
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FROM M SUpperBounds {j cint-iso-ccitt mhs-motis (6) mts (3) modules (0) upper-bounds (3) }

EventTypeld,
Objectlnstance

FROM CMIP-1 {joint-iso-ccitt ms (9) cmip (1) modules (0) protocol (3) }

-- X721 DMI

SimpleNameType

FROM Attribute-ASN1M odule {joint-iso-ccitt ms (9) smi (3) part2 (2) asn1Module (2) 1};
-- In the context of MHS management, the following values are defined for the EventTypeld data type.

affirmation

alert
cancel-deferred-delivery
change-credentials
delete
delivery-control
fetch

list

message-delivery
message-indir ect-submission
message-submission
message-transfer-in
message-tr ansfer -out
ms-bind

ms-unbind

mta-bind
mta-unbind
mts-bind
mts-unbind
non-affirmation
non-delivery
probe-indirect-submission
probe-submission
probe-transfer-in
probe-transfer-out
register

register-ms
report-delivery
report-transfer-in
report-transfer-out
submission-control
summarize

EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld
EventTypeld

AdministrationPortOperations::= EventTypel d (

change-credentials|
register )

BindingOperations ::= EventTypeld (
ms-bind |
ms-unbind |
mta-bind |
mta-unbind |
mts-bind |
mts-unbind )

DeliveryPortOperations ::= EventTypel d (
delivery-control |
message-delivery |
report-delivery )

DiscardOperations::= EventTypeld (
affirmation |
non-affirmation |
non-delivery)
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::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
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::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm:
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
::=localForm :
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::=localForm :
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::=localForm :
::=localForm :
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RetrievalPortOperations::= EventTypeld (
alert |
delete |
fetch |
list |
register-ms|
summarize)

SubmissionPortOperations::= EventTypeld (
message-submission |
probe-submission |
cancel-deferred-delivery |
submission-control )

Transfer PortOperations::= EventTypeld (
message-transfer-in |
message-tr ansfer-out |
probe-transfer-in |
probe-transfer-out |
report-transfer-in |
report-transfer-out )

OperationStatus ::= INTEGER {
in-progress (0),
ok (1),
error (2) }

ServiceFlag ::= BOOLEAN
-- Contact attributes

Contactld ::= SimpleNameType
ContactName ::= UniversalString
ContactCompany ::= UniversalString
ContactFunction ::= UniversalString
ContactDetails ::= UniversalString

ElectronicM ailAddress ::= ORAddressAndOptional DirectoryName

TelephoneNumberList ::= SET OF TelephoneNumber
TelephoneNumber ::= UniversalString
-- Customer attributes

Customerld ::= SimpleNameType
CustomerName ::= UniversalString
-- InterworkingMD attributes

InterworkingM DI d ::= SimpleNameType
InterworkingM DName ::= UniversalString
-- Servicerequest attributes

ServiceRequestld ::= SimpleNameType

Status::= INTEGER {
indirect-ml S-user -agr eement-on-the-request (0),
M1S-provider-agreement-on-the-request (1),
request-in-progress (2),
request-processed (3) }

LimitValidityDate::= Time
StartUpDate::= Time
-- Accounting policies

Customer AcctPolicy ::= CHOICE {
globalForm  OBJECT IDENTIFIER,
localForm INTEGER}
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SettlementPolicy ::= CHOICE {

globalForm  OBJECT IDENTIFIER,

localForm INTEGER}
-- In the context of MHS management, the following values are defined for the
-- SettlementPolicy data type.

d36 SettlementPolicy ::=localForm : 0

-- Inthe following descriptions, a number of redefinition of material defined in other
-- modules occurs. Thiswas made inevitable for either one of two reasons:

- Reason 1: Thereis no specific type to be imported for the concerned attribute.

-- This often occurs when parameters are of the format "SET SZE (...) OF ...".

- Inthose cases, the corresponding description has been copied textually in

- module, with a specific mention of its origin. Though this introduces maintenance
- difficulties, no better solution has been found.

-- Reason 2: The corresponding typeis unavailable. For instance, the various

-- operation errors already have assigned numbers, but the module in which this

-- isdone (MTSAccessProtocol { joint-iso-ccitt mhs-motis (6) protocols (0) modules (0)
-- mts-access-protocol (1) } in ITU-T Rec. X.419 | ISO/IEC 10021-6) does not export
-- them, so they are not available for use in this module. Correspondingly, there
--arenosingle"error" type to import from ITU-T Rec. X.411 | ISO/IEC 10021-4 not
- ITU-T Rec. X.413| ISO/IEC 10021-5, this is why they were reproduced here.

-- Though this introduces maintenance difficulties, no better solution has been found.
-- Binding Types

BindingError ::= CHOICE {
[0] INTEGER {
busy (0),
authentication-error (2),
unacceptable-dialogue-mode (3),
unacceptable-security-context (4)},
[1] MSBindError }
-- Submission Port Types

SubmissionError ::= INTEGER {
submission-control-violated (1),
element-of-service-not-subscribed (2),
deferred-delivery-cancellation-r g ected (3),
originator-invalid (4),
recipient-improperly-specified (5), -- has parameters
message-submission-identifier-invalid (6),
inconsistent-request (7),
security-error (8), -- has parameters
unsupported-critical-function (9),
remote-bind-error (10) }

CancelDeferredDeliverySubmissionErrors ::= SubmissionError (
deferred-delivery-cancellation-r g ected |
message-submission-identifier-invalid |
remote-bind-error )

M essageSubmissionErrors::= SubmissionError (
submission-control-violated |
element-of-service-not-subscribed |
originator-invalid |
recipient-improperly-specified |
inconsistent-request |
security-error |
unsupported-critical-function |
remote-bind-error )
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ProbeSubmissionErrors::= SubmissionError (
submission-control-violated |
element-of-service-not-subscribed |
originator-invalid |
recipient-improperly-specified |
inconsistent-request |
security-error |
unsupported-critical-function |
remote-bind-error )

SubmissionControlErrors::= SubmissionError (
security-error |
remote-bind-error )
-- definition copied from [ITU-T Rec. X.411 | ISO/IEC 10021-4] Figure 2 --

ISO/IEC 11588-3: 1997 (E)

ImproperlySpecifiedRecipients ::= SEQUENCE SIZE (1..ub-recipients) OF ORAddressAndOptional DirectoryName

-- Ddlivery Port Types

DeliveryError ::= INTEGER {
delivery-control-violation (1),
control-violates-registration (2),
security-error (3), -- hasparameters
unsupported-critical-function (4) }

M essageDeliveryErrors::= DeliveryError (
delivery-control-violation |
security-error |
unsupported-critical-function )

ReportDeliveryErrors::= MessageDeliveryErrors

DeliveryControlErrors::= DeliveryError (
control-violates-registration |
security-error )

-- Retrieval Port Types

RetrievalError ::= INTEGER {
-- Most of these have parameters
attribute-error (1),
auto-action-request-error (2),
delete-error (3),
fetch-restriction-error (4),
invalid-parameter-error (5),
range-error (6),
security-error (7),
sequence-number-error (8),
service-error (9) }

SummarizeErrors::= RetrievalError (
attribute-error |
invalid-parameter-error |
range-error |
security-error |
sequence-number-error |
service-error )

ListErrors::= SummarizeErrors

FetchErrors::= RetrievalError (
INCLUDES SummarizeErrors|
fetch-restriction-error )

DeleteErrors::= RetrievalError (
delete-error |
invalid-parameter-error |
range-error |
security-error |
sequence-number-error |
service-error )
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Register M SErrors::= RetrievalError (
attribute-error |
auto-action-request-error |
invalid-parameter-error |
security-error |
service-error )

AlertErrors::= RetrievalError ( security-error )
-- definitions copied from [ITU-T Rec. X.413 | ISO/IEC 10021-5] AnnexB --

AttributeError ::= SET {
problems [0] SET SIZE (1..ub-per-entry) OF SET {
problem  [0] AttributeProblem,
type [1] AttributeType,
value [31{...}}

AutoActionRequestError ::= SET {
problems [0] SET SIZE (1..ub-auto-registrations) OF SET {
problem  [0] AutoActionRequestProblem,
type [1] AutoActionType}}

DeleteError ::= SET {
problems [0] SET SIZE (1..ub-messages) OF SET {
problem [O] DeleteProblem,
sequence-number [1] SequenceNumber}}

FetchRestrictionError ::= SET {
problems [0] SET SIZE (1..ub-default-registrations) OF SET {
problem [3] FetchRestrictionPraoblem,
restriction CHOICE{
content-type [O] ContentType,
eit [1] MSEITs,
content-length  [2] ContentLength}}}

RangeError ::= SET {
problem [0] RangeProblem}

SequenceNumberError ::= SET {
problems [1] SET SIZE (1..ub-messages) OF SET {
problem [0] SequenceNumber Problem,
sequence-number [1] SequenceNumber}}

ServiceError ::= SET {
problem [0] ServiceProblem}
-- Administration Port Types

AdministrationError ::= INTEGER {
register-rejected (1),
new-cr edentials-unacceptable (2),
old-credentials-incor rectly-specified (3),
remote-bind-error (10) }

RegisterErrors::= AdministrationErrors(
register-rejected |
remote-bind-error )

ChangeCredentialsErrors::= AdministrationError (

new-credentials-unacceptable |

old-credentials-incorrectly-specified |

remote-bind-error )
-- two definitions copied from [ITU-T Rec. X.411 | ISO/IEC 10021-4] Figure2 --
DeliverableContentTypes::= SET SIZE (1 .. ub-content-types) OF ContentType
LabelsAndRedirections::= SET SIZE (1 .. ub-labels-and-redirections) OF L abelAndRedirection
-- Security-related types

AuthenticationCheck ::= INTEGER {
validated (1),
failed (2) }
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BindAuthenticationCheck ::= AuthenticationCheck

AuthenticationGeneration ::= INTEGER {
generated (1),
non-generated (2) }

Decipherment ::= INTEGER {
success (1),
failure(2) }

SignatureCheck ::= INTEGER {
valid (1),
failed (2) }

SignatureGeneration ::= INTEGER {
generated (1),
non-generated (2) }

-- Information contained in the notifications

CommonCreationAndDeletionInfo ::= INTEGER {
unknown (0),
ressour ceOper ation(1),
managementOperation(2) }
-- These are types for the processing history-related attributes

ProcessingErrorFlag ::= BOOLEAN

ProcessingSummary ::= BIT STRING {

idle (0),

processed (1),

rejected (2),

name-resolution (3),

dl-expansion (4),

redirection (5),

deferred-delivery (6),

conversion (7),

securityContextCheck (8)}
-- at most one of idle, processed, and rejected bits shall be’one':
-- idle bit 'one’ means the MPR is waiting to be processed,;
-- processed bit 'one’ means the MPR was successfully processed;
-- rejected hit "one’ means that the MTSwas not able to deliver the message
-- or thereport or affirmthe probe.
-- idle, processed, and rejected bits'zero’ meansthe MPRis
-- currently under process.
-- A’name-resolution’, 'redirection’, ' deferred-delivery’,
-- 'conversion’ or ’securityContextCheck’ bit one means the corresponding
-- function was performed on the MPR.
-- ifidlebitisset to 'one’ (MPRidle), di-expansion, redirection,
-- deferred-delivery and conversion bits shall be set to ' zero'.

ProcessingDetails ::= SEQUENCE OF ProcessingDetail

ProcessingDetail ::= CHOICE {

name-resolution [3] NameResolutionProcessinglnfo,
dl-expansion [4] DL ExpansionProcessinglnfo,
redirection [5] RedirectionProcessinglnfo,
deferred-delivery [6] DeferralOfDeliveryProcessinglnfo,
conversion [7] ConversionProcessingl nfo,

securityContextCheck [8] SecurityProcessinginfo}
-- These come from X.411: MTS Abstract Service
ProcessingError ::= SET {

non-delivery-reason [0] NonDeliveryReasonCode OPTIONAL,
non-delivery-diagnostics [1] NonDeliveryDiagnosticCode OPTIONAL,
supplementary-info [2] SupplementaryError }
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SupplementaryError ::= UniversalString
ConversionProcessinginfo ::= SET OF EMailFromToEIT

EMailFromToEIT ::= CHOICE {
explicitConversion [O] ExplicitConversion,
genericConversion [1] GenericConversion }

GenericConversion ::= OBJECT IDENTIFIER

DL ExpansionProcessingl nfo ::= SEQUENCE {
dlIORName  ORAddressAndOptional DirectoryName,
actions Actions}

Actions::=BIT STRING {
owner-report (0),
originator-on-previous-dl (1),
secur e-dl-operation (2) }

RedirectionProcessinglnfo ::= SET {

redirection-reason [O] RedirectionReason,
original [1]] ORName OPTIONAL,
redirected-to [2] ORName OPTIONAL }
DeferralOf DeliveryProcessingl nfo ::= DeferredDeliveryTime
-- Imported from X.411
SecurityProcessinginfo ::= SET {
action [0] SecurityAction,
security-policy [1] OBJECT IDENTIFIER OPTIONAL }

SecurityAction ::=BIT STRING {
unspecified (0),
origin-authentication (1),
security-label-check (2) }

NameResolutionProcessingl nfo ::= DirectoryNameAndOptional ORAddr ess
DirectoryNameAndOptionalORAddress ::= ORName

DeliveryServiceType::= INTEGER {
mhs-delivery (0),
physical-delivery (1),
telex-delivery (2),
teletex-delivery (3),
g3-facsimile-delivery (4),
g4-facsimile-delivery (5),
videotex-delivery (6),
telephone-delivery (7),
other-delivery (8) }

MessageContentSize::= INTEGER

RecipientsOnResponsibilityList ::= RecipientName
RecipientName ::= SET OF ORAddressAndOptional Dir ectoryName

BindToken ::= CHOICE {
signed [0] BindTokenSignedData,
encrypted [1] BindTokenEncryptedData}

Encipherment ::= INTEGER {
encrypted (1),
clear (2) }

MsBindAuthenticationCheck ::= AuthenticationCheck
OperationTime::=Time

PermissibleSecurityContext ::= SET OF SecurityContext
-- related to ITU-T Rec. D.36

82 ITU-T Rec. X.462 (1996 E)



AccessRatePer DeliveryServiceType::= SET OF REAL
ComponentRatesPer OctetsPer DeliveryServiceType ::= SET OF REAL
Currency ::= PrintableString

DeliveryComponentRateToPrmd ::= REAL
DeliveryComponentRateToUa ::= REAL

DestinationADMD ::= AdministrationDomainName
MessageSize::= INTEGER

Number OfAddressedPRMDs ::= INTEGER

Number OfAddressedUas ::= INTEGER

Number OfM essagesPer DeliveryServiceType::= SET OF INTEGER
OriginatingADMD ::= AdministrationDomainName
ProcessingComponentRate ::= REAL

TotalNumber OfORAddresses ::= INTEGER

ConversionStatistics ::= SEQUENCE {
oldEit Encoded| nformationTypes,
newEit  EncodedlnformationTypes}

DestinationDomainDeliveryList ::= SET OF DeliveredRecipientField
DeliveredRecipientField ::= SET {

recipient-name — ORAddressAndOptionalDirectoryName,
message-delivery-time — Time,
delivery-service —[1] DeliveryService OPTIONAL,

-- absence means no delivery cost incurred

ISO/IEC 11588-3
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conversion-statistics —[2] ConversionStatistics OPTIONAL,-- absence means ho conversion cost incurred --
edirector-name —[5] ORAddressAndOptionalDirectoryName OPTIONAL }

DeliveryService ::= SET {
delivery-service-type DeliveryServiceType,

per-message-component-rate [1] PerMessageComponentRate OPTIONAL,
per-octet-component-rate [2] PerOctetComponentRate OPTIONAL }

PerMessageComponentRate ::= INTEGER

PerOctetComponentRate ::= INTEGER
OriginatingDomainTransferOutList ::= SET OF TransferRecipientField
ServiceAccessCharge ::= INTEGER

TransitDomainTransferOutList ::= SET OF TransferRecipientField
TransferRecipientField ::= MtaName

EntryExitMTANames ::= SEQUENCE OF MTAName

EnvelopeType ::= INTEGER {
message-delivery-envelope (0),
message-submission-envelope (1),
message-transfer-envelope (2),
probe-submission-envelope (3),
probe-transfer-envelope (4),
report-delivery-envelope (5),
report-transfer-envelope (6)}

InternalTrace ::= InternalTracelnformation

Trace ::= Tracelnformation

END
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Annex B

Relation with ITU-T Rec. X.742 | 1SO/IEC 10164-10

(This annex does not form an integral part of this Recommendation | International Standard)

This is the result of a discussion between ITU-T SG7 Q14/5 and Q13/7 experts on the matter of aligning
ITU-T Rec. X.462 | ISO/IEC 11588-3 and ITU-T Rec. X.742| ISO/IEC 10164-10. This annex is a summary of the
changes that were requested to be made to ITU-T Rec. X.742 | ISO/IEC 10164-10 for it to better fit the model of the
MHS Management Logging | nformation.

ITU-T Rec. X.742 | ISO/IEC 10164-10 standardizes a process through which usage metering data is gathered and placed

into records. It does not standardize the content of those records as it will vary between applications. The data are

gathered by a “usage metering data” managed object which operates under the supervision of a “usage metering control”
managed object. The data are stored in records which are subclasses of the eventRecord managed object class found i
CCITT Rec. X.721 | ISO/IEC 10165-2.

ITU-T Rec. X.742 | ISO/IEC 10164-10 places some constraints on the structure of the information inside the stored
records. This Recommendation | International Standard do not claim conformance to that latter part. That structure was
rejected because it was deemed more important to stay as close as possible to the information structure that can be founc
in the ITU-T Rec. X.400-Series | ISO/IEC 10021. A comment was addressed to ITU-T SG7 Q13/7 so that they have
separate conformance statements for their general model and their more specific record structure.

This Recommendation | International Standard standardizes the logging information which could be collected in a
standardized form as defined by ITU-T Rec. X.742 | ISO/IEC 10164-10 but not mandated to be. This Recommendation |
International Standard specifies the precise content of the logged information in the various records of MHS event logs.

Figure B.1 illustrates an example on how ITU-T Rec. X.742| ISO/IEC 10164-10 would integrate with this
Recommendation | International Standard. The centre box is a part of the MHS Management Model defined in
ITU-T Rec. X.460 | ISO/IEC 11588-1 with some of the component partially exploded to show the Usage Metering
Function and the logging information managed objects working together so as to provide a reliable logging service.

This example illustrates the MTA agent entity which is the network element control point (as defined in
ITU-T Rec. X.460 | ISO/IEC 11588-1) for the MTA. In this example, the MTA is the network element being monitored
by the usage metering data object under the control of the meter control object. Information collected by the process is
stored in the mhsEvent log as mhsEvent records.

This example also illustrates the Accounting entity which provides the customer accounting service for the whole of
the MHS. In this example, the MHS is being monitored by the usage metering data object under the control of the meter
control object. Information collected by the process is stored in the CustomerAccounting log as CustomerAccounting
records. In this case, the MHS abstract object represents the computed version of the data collected from the various
mhsEvent logs of underlying agents.
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Annex C

Examples of use of settlement log infor mation

(This annex does not form an integral part of this Recommendation | International Standard)

Model 1

This model illustrates how an ADMD, responsible for billing a client (the domain’s user or the domain’s PRMD),
constructs its billing information from settlementAcctLogs maintained by ADMDs involved.

The ADMD responsible for billing would directly 'read' logs maintained by other domains that act on the message. For
example, in the case of a message that passes from domain A to domain B and then to C, domain A would read

domain B and domain C settlementAcctLogs.
Another model to construct billing information is for further study.

In Figure C.1, each ADMD is modelled as a single MTA. The MTA names and ADMD names are A, B and C res-
pectively. '1' and '2' are PRMDs. Originator is a subscriber of '1'. Recipients are subscriber of '2' and the user of AU '3".

forl’ forA’ forA’
clientAcctLog settlementAcctLog settlementAcctLog

// \\
! \
/ A}
/
/
1
1
]
1 :
v vy
1 MTA MTA MTA 5
A B C
AU 3
R settlementAcctRecord T0723280-95/d04
A== clientAcctRecord

Figure C.1 — Use of Settlement Log Model

Example 1: Originator '1’ of PRMD '1’ sends recipient 2’ of PRMD 2'. ADMDs A, B and C agree that A is responsible
to bill the PRMD ’"1'. No dl expansion nor conversion is performed. Exact accounting method is used.

Part a: IPM M essage accounting
Message arrivesat MTA A from 1, istransferred to MTA B, then MTA C, then is transferred to 2.

Each MTA maintains alog of class mhsEventLog. Each MTA creates records of messageEventRecord class and places
them in their respective logs in the following events:

a) MTA A creates one record in the message-transfer-in and one record in the message-transfer-out;
b) MTA B creates one record in the message-transfer-in and one record in the message-transfer-out;
¢) MTA C creates one record in the message-transfer-in and one record in the message-transfer-out.

Records of class settlementA cctRecord are produced as follows:

— ADMD C produces settlementAcctRecords and places them in settlementAcctLog named ‘forA'.
Information in these records is derived from messageEventRecords in MTA C’s mhsEventLog.

— ADMD B produces settlementAcctRecords and places them in settlementAcctLog named ‘forA'.
Information in these records is derived from messageEventRecords in MTA B’s mhsEventLog.

— ADMD A does not need to maintain a settlementAcctLog.

ADMD A reads 'forA' log of C and 'forA' log of B to produce accounting information. Such information can be placed in
clientAcctLog named 'forl'.
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Part b: IPM Notification accounting
Notification arrivesat MTA C from PRMD '2', istransferred to MTA B, then MTA A, thenistransferred to PRMD "1’

Records of class messageEventRecord are created in the following events:
a) MTA C creates a messageEventRecord in the event of message-transfer-in;
b) MTA C creates a messageEventRecord in the event of message-transfer-out;
¢) MTA B creates a messageEventRecord in the event of message-transfer-out;
d) MTA B creates a messageEventRecord in the event of message-transfer-in;
e) MTA A creates a messageEventRecord in the event of message-transfer-out;
f)  MTA A creates amessageEventRecord in the event of message-transfer-in.

Records of settlementAcctRecord are produced as follows:

— ADMD C produces settlementAcctRecords on settlementAcctLog named ‘forA'. Information in these
records is derived from messageEventRecords in MTA C’s mhsEventLog.

— ADMD B produces settlementAcctRecords and places them in settlementAcctLog named ‘forA'.
Information in these records is derived from information contained in its own mhsEventLog.

— ADMD A does not produce any settlementAcctRecord.

ADMD A reads ‘forA' log of C and ‘forA' log of B. Information read is used to produce exact accounting information.
Such information can be placed in ADMD A’s clientAcctLog named 'forl. ADMD A does not need to maintain
settlementAcctLog.

Example 2: Originator '1' sends to '2' with Reverse Charge Accounting. ADMDs A, B and C agree that C is responsible
for billing.

Message arrives at MTA A from 1, is transferred to MTA B, then MTA C, then is transferred to 2. Reverse charging is
requested for the message.

Records of messageEventRecord class are created in the following events:
a) MTA A creates a messageEventRecord in the event of message-transfer-out;
b) MTA A creates a messageEventRecord in the event of message-transfer-in;
c) MTA B creates a messageEventRecord in the event of message-transfer-out;
d) MTA B creates a messageEventRecord in the event of message-transfer-in;
e) MTA C creates a messageEventRecord in the event of message-transfer-out;

f) MTA C creates a messageEventRecord in the event of message-transfer-in.

Records of settlementAcctRecord are produced as follows:

— ADMD A creates settlementAcctRecord on settlementAcctLog named 'forC'. Information in the records is
derived from messageEventRecords in MTA A’s msgEventLog.

— ADMD B creates settlementAcctRecord on settlementAcctLog named for 'forC'. Information in the
records is derived from transfer out messageEventRecord in MTA B’'s msgEventLog.

ADMD C reads A'’s 'forC' and B’s 'forC' logs. Information read can be used to produce exact accounting information.
This information can be placed in ADMD C’s clientAcctLog named ‘for2'. ADMD C does not need to maintain a
settlementAcctLog.

Example 3: Originator '1' sends to AU recipient 3. ADMDs A, B and C agree that A is responsible for billing using
exact accounting. Conversion is done at B. Special AU delivery is done at C.

Message arrives at MTA A from subscriber 1, is transferred to MTA B, then MTA C, then is transferred via the Access
Unit to recipient 3.
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Records of messageEventRecord class are created as follows:
a) MTA A creates amessageEventRecord in the event of message-transfer-out;
b) MTA A creates a messageEventRecord in the event of message-transfer-in;
c) MTA B creates a messageEventRecord in the event of message-transfer-out;
d) MTA B creates a messageEventRecord in the event of message-transfer-in;
€) MTA C creates a messageEventRecord in the event of ...

In addition, MTA B creates conversionEventRecord in the event of conversion.

Records of settlementAcctRecord are produced as follows:

— ADMD A creates settlementAcctRecord in settlementAcctLog named 'forC'. Information in the records is
derived from messageEventRecords.

— ADMD B creates settlementAcctRecord in settlementAcctLog named ‘forC'. Information in the records is
derived from messageEventRecords.

ADMD C reads 'forC' of A and ‘forC' of B. Information read is used to produce the exact accounting information. That
information can be placed in clientAcctLog 'for2". ADMD C is not required to maintain a settlementAcctLog.

Model 2

This model illustrates how an ADMD, responsible for billing a client (the domain’s user or the domain’s PRMD),
constructs its billing information from settlementAcctLogs maintained by ADMDs involved.

In this model, an ADMD 'reads' the settlementAcctLog of its adjacent ADMD towards which it has transferred a
message. Using the settlementAcctRecords and its own messageEventRecords, it constructs the settlementAcctRecord:

to be read by the ADMD from which the message comes.

Consider the case where a message passes from ADMD A to ADMD B where it was split into two; one goes to
ADMD C and one goes to ADMDD. In this case, ADMDB would read ADMD C's and ADMD D’s
settlementAcctLogs. Using the read settlementAcctRecords and its own messageEventRecords, ADMD B constructs its
own settlementAcctRecords and places them in its own settlementAcctLog to be read by ADMD A.

In Figure C.2, each ADMD is modelled as a single MTA. The MTA names and ADMD names are A, B and C res-
pectively. '1' and '2' are PRMDs. Originator is a subscriber of '1'. Recipients are subscriber of '2' and the user of AU '3'.

‘forl’ forA’ ‘forB’
clientAcctLog settlementAcctLog settlementAcctLog
///’ """ \\ e T
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/ \
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/ )
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1 :
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1 H
! H
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AU 3
Qe settlementAcctRecord T0723290-95/d05
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Figure C.2 — Use of Settlement Log Model 2

Example 1: Originator "1’ of PRMD 1’ sends a message to recipient '2' of PRMD '2. ADMDs A is responsible to bill
the PRMD '1’. No dl expansion nor conversion is performed. Exact accounting method is used.
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Part a: IPM M essage accounting
Message arrivesat MTA A from 1, istransferred to MTA B, then MTA C, then is transferred to 2.

Each MTA maintains alog of class mhsEventLog. Each MTA creates records of messageEventRecord class and places
them in their respective logs in the following events:

a) MTA A creates one record in the message-transfer-in and one record in the message-transfer-out;
b) MTA B creates one record in the message-transfer-in and one record in the message-transfer-out;
¢) MTA C creates onerecord in the message-transfer-in and one record in the message-transfer-out.

Records of class settlementAcctRecord are produced as follows:

— ADMD C produces settlementAcctRecords and places them in settlementAcctLog named ‘forB'.
Information in these records is derived from messageEventRecords in MTA C’s mhsEventLog.

— ADMD B produces settlementAcctRecords and places them in settlementAcctLog named ‘forA'.
Information in these records is derived from information contained in settlementAcctRecords in MTA C'’s
settlementAcctLog and information in its own mhsEventLog.

— ADMD C does not maintain a settlementAcctLog.

ADMD A produces clientAcctRecords and places them in clientAcctLog named ‘forl'. Information in these records is
derived from information contained in messageEventRecords in MTA B’s settlementAcctLog and information in its own
mhsEventLog.

Part b: IPM Notification accounting
Notification arrives at MTA C from PRMD '2', is transferred to MTA B, then MTA A, then is transferred to PRMD '1".

Records of class messageEventRecord are created in the following events:
a) MTA C creates a messageEventRecord in the event of message-transfer-in;
b) MTA C creates a messageEventRecord in the event of message-transfer-out;
c) MTA B creates a messageEventRecord in the event of message-transfer-out;
d) MTA B creates a messageEventRecord in the event of message-transfer-in;
e) MTA A creates a messageEventRecord in the event of message-transfer-out;
f) MTA A creates a messageEventRecord in the event of message-transfer-in.

Records of settlementAcctRecord are produced as follows:

— ADMD C creates settlementAcctRecords in settlementAcctLog named ‘forB'. Information in these records
is derived from messageEventRecords in MTA C’s mhsEventLog.

— ADMD B produces settlementAcctRecords and places them in settlementAcctLog named 'forA'. These
records contained information derived from ADMD C’s settlementAcctRecords and its own
messageEventRecords.

— ADMD A does not produce any settlementAcctRecord.

ADMD A reads 'forA' log of B. Information read is used to produce exact accounting information. Such information can
be placed in ADMD A'’s clientAcctLog named ‘forl'.

Example 2: Originator '1' sends to '2' with Reverse Charge Accounting. ADMD C is responsible for billing.

Message arrives at MTA A from 1, is transferred to MTA B, then MTA C, then is transferred to 2. Reverse charging is
requested for the message.

Records of messageEventRecord class are created in the following events:
a) MTA A creates a messageEventRecord in the event of message-transfer-out;
b) MTA A creates a messageEventRecord in the event of message-transfer-in;
c) MTA B creates a messageEventRecord in the event of message-transfer-out;
d) MTA B creates a messageEventRecord in the event of message-transfer-in;
e) MTA C creates a messageEventRecord in the event of message-transfer-out;
f) MTA C creates a messageEventRecord in the event of message-transfer-in.
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Records of settlementAcctRecord are produced as follows:

ADMD A produces settlementAcctRecord on settlementAcctLog named forB'. Information in the records
is derived from messageEventRecords in MTA A’'s msgEventLog.

ADMD B creates settlementAcctRecord on settlementAcctLog named 'forC'. Information in the records is
derived from information contained in its own msgEventLog and that in ADMD A’s settlementAcctLog.

ADMD C does not produce any settlementAcctRecord.

ADMD C reads B’s 'forC' log. Information read can be used to produce exact accounting information. This information
can be placed in ADMD C'’s clientAcctLog named ‘for2".

Example 3: Originator '1' sends to AU recipient 3. ADMDs A, B and C agree that A is responsible for billing using
exact accounting. Conversion is done at B. Special AU delivery is done at C.

Message arrives at MTA A from subscriber 1, is transferred to MTA B, then MTA C, then is transferred via the Access
Unit to recipient 3.

Records of messageEventRecord class are created as follows:

a)
b)
<)
d)
e)

f)

MTA A creates a messageEventRecord in the event of message-transfer-out;

MTA A creates a messageEventRecord in the event of message-transfer-in;

MTA B creates a messageEventRecord in the event of message-transfer-out;

MTA B creates a conversionEventRecord in the event of conversion (explicit/implicit);
MTA B creates a messageEventRecord in the event of message-transfer-in;

MTA C creates a messageEventRecord in the event of ...

In addition, MTA B creates conversionEventRecord in the event of conversion.

Records of settlementAcctRecord are produced as follows:

ADMD C produces settlementAcctRecord in settlementAcctLog named ‘forB'. Information in the records
is derived from messageEventRecords.

ADMD B produces settlementAcctRecord in settlementAcctLog named ‘forA'. Information in the records
is derived from that contained in its own msgEventLog and that contained in ADMD C's
settlementAcctLog.

ADMD A does not produce any settlementAcctRecords.

ADMD A reads settlementAcctLog named 'forB' in ADMD B. Information read is used to produce the exact accounting
information. That information can be placed in clientAcctLog ‘for 1'.
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