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Supplement 53 to ITU-T Q-series Recommendations

Signalling requirements to support the International
Emergency Preference Scheme (IEPS)

Summary

This Supplement is an information document intended to identify the signalling requirements
required to support the International Emergency Preference Scheme (IEPS). IEPS is described in
ITU-T Rec. E.106 and allows authorized users to have access to the International Telephone Service
while the service is restricted due to damage, congestion, and/or other faults. IEPS capabilities
provide authorized users with preferential call and connection handling.

Source

Supplement 53 to ITU-T Q-series Recommendations was agreed on 9 September 2005 by ITU-T
Study Group 11 (2005-2008).
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FOREWORD

The International Telecommunication Union (ITU) is the United Nations specialized agency in the field of
telecommunications. The ITU Telecommunication Standardization Sector (ITU-T) is a permanent organ of
ITU. ITU-T is responsible for studying technical, operating and tariff questions and issuing
Recommendations on them with a view to standardizing telecommunications on a worldwide basis.

The World Telecommunication Standardization Assembly (WTSA), which meets every four years,
establishes the topics for study by the ITU-T study groups which, in turn, produce Recommendations on
these topics.

The approval of ITU-T Recommendations is covered by the procedure laid down in WTSA Resolution 1.

In some areas of information technology which fall within ITU-T's purview, the necessary standards are
prepared on a collaborative basis with ISO and IEC.

NOTE

In this publication, the expression "Administration" is used for conciseness to indicate both a
telecommunication administration and a recognized operating agency.

Compliance with this publication is voluntary. However, the publication may contain certain mandatory
provisions (to ensure e.g. interoperability or applicability) and compliance with the publication is achieved
when all of these mandatory provisions are met. The words "shall" or some other obligatory language such
as "must" and the negative equivalents are used to express requirements. The use of such words does not
suggest that compliance with the publication is required of any party.

INTELLECTUAL PROPERTY RIGHTS

ITU draws attention to the possibility that the practice or implementation of this publication may involve the
use of a claimed Intellectual Property Right. ITU takes no position concerning the evidence, validity or
applicability of claimed Intellectual Property Rights, whether asserted by ITU members or others outside of
the publication development process.

As of the date of approval of this publication, ITU had not received notice of intellectual property, protected
by patents, which may be required to implement this publication. However, implementors are cautioned that
this may not represent the latest information and are therefore strongly urged to consult the TSB patent
database.

© ITU 2006

All rights reserved. No part of this publication may be reproduced, by any means whatsoever, without the
prior written permission of ITU.
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Supplement 53 to ITU-T Q-series Recommendations

1

Signalling requirements to support the International
Emergency Preference Scheme (IEPS)

Scope

This Supplement identifies the signalling requirements to support preferential capabilities within
networks that are used to support emergency response/recovery activities and disaster responders.
IEPS is described in ITU-T Rec. E.106, International Emergency Preference Scheme (IEPS) for
disaster relief operations.
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3 Definitions
This Supplement defines the following term:

3.1 authenticating entity: A recognized entity that validates that the user of the IEPS is
entitled to such use under the charter of that entity. There would be a number of such entities, each
tasked with authenticating attempts for IEPS by their members.

4 Abbreviations and Acronyms

This Supplement uses the following abbreviations:

AAL 2 ATM Adaptation Layer type 2
ACC Automatic Congestion Control
ACG Automatic Code Gap

BICC CS-2 Bearer Independent Call Control protocol, Capability Set 2
B-ISDN Broadband ISDN

B-ISUP B-ISDN User Part

CANF CANcel From

CANT CANCcel To

CBC Call Bearer Control Protocol

CPC Calling Party's Category

DSS2 Digital Subscriber Signalling System No. 2
IAM Initial Address Message

IEPS International Emergency Preference Scheme
ISDN Integrated Services Digital Network

ISUP ISDN User Part

NMC Network Management Control

PLMN Public Land Mobile Network

PSTN Public Switched Telephone Network

QoS Quality of Service

All other relevant abbreviations are contained in the above references.

5 Introduction

Disaster situations can occur any time, any place, unexpectedly. These events often significantly
damage the community infrastructure and severely disrupt daily living. Recovery requires rapid
response by local authorities, immediate reaction from utility service providers, and support from
medical, construction, fire, and police resources. Effective communications are essential to facilitate
the myriad activities for coordinating lifesaving activities concurrent with re-establishing control in
the disaster area. Following a disaster, immediate response operations focus on saving lives,
protecting property, and meeting basic human needs.
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When a disaster strikes, the public telecommunications infrastructure generally sustains damage,
experiences excessive traffic loads, and is subject to external interference that may severely limit
the ability for response and recovery activities to communicate. Therefore, special provisions to
facilitate effective communications for the emergency activities are necessary. This includes
priority establishment and processing of communications through the telecommunication resources
that remain available. IEPS traffic needs to receive preferential use of the surviving capacity of the
impacted network.

6 General requirements

The general requirements for IEPS are currently contained in ITU-T Rec. E.106 for Integrated
Services Digital Networks (ISDN), Public Land Mobile Networks (PLMN), and Public Switched
Telephone Networks (PSTN), irrespective of the bearer technology. Essential network features are
identified as priority dial tone, priority call set up, including priority queuing schemes, and
exemption from restrictive network management controls, such as call gapping.

The basic services E.106 addresses are voice and data. The growing emergence of integrated voice
and data services of next generation telecommunication and mobile networks not only supports
telephony but also provides a variety of enhanced modes of communication. These additional
services can also be used for emergency communications and will enable emergency recovery
operations to have a comprehensive menu of supporting communication capabilities.

In addition to the IEPS priority indication, the country/network of call origination and multiple
levels of priority are required to be supported in the call control network based on bilateral
agreement between administrations. Similarly, the IEPS priority indication is required to be
supported in the bearer control network.

7 Detailed requirements

71 Identification of IEPS traffic and priority levels

Calls need to be marked to identify authorized IEPS users and the identification be maintained
through to completion. Support for the IEPS call indicator is required for signalling, switching, and
in bearer and traffic channels.

An IEPS priority indicator is generated in a network of the call originating country. The IEPS
priority indicator is set independently from any other indicator or condition and is included in the
very first signalling message of the call set up procedure, e.g., IAM. The Bearer Control Signalling
Protocol shall, where possible, signal the IEPS priority indicator in the very first signalling message
of the bearer setup procedure, e.g., SETUP, INVITE, etc. This will ensure that the Bearer Relay
Nodes provide priority to Bearer setup with an IEPS indicator. The IEPS priority indication is
retained in call and bearer control throughout the call duration.

Networks supporting IEPS use the Calling party's category and IEPS indicator values to trigger
IEPS treatment. These values should be set prior to accessing the international network (for
example, within the originating national network or at the outgoing international gateway).

Thirty-two levels of priority have been identified within ISUP and BICC. Priority levels are not
used to provide preferential treatment for the call. The lowest numerical value signals the highest
priority.

Incoming international gateway exchanges may be equipped to map priority level indications
received in the context of incoming international IEPS calls to national priority levels required and
applied in the terminating countries. In case that mapping is not implemented, priority level may be
discarded, however the call shall continue to be treated as a priority call.
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7.2 Security

Security protection is necessary to prevent unauthorized users from accessing scarce resources
needed to support emergency operations. This includes such threats as spoofing, intrusion, and
denial of service. IEPS calls should be protected against possible attempts to obstruct or otherwise
impede the provision, operation and performance of the IEPS service.

Additional procedures concerning national issues should be considered, but are outside the scope of
this Supplement.

7.3 Interworking

IEPS may be accessed or terminated via legacy national preference schemes or emergency services.
International networks supporting IEPS should, at a minimum, transparently carry additional
national information.

Gateways between domains using different preference mechanisms must be able to translate IEPS
markings (i.e., IEPS CPC value) appropriately.

The following relationship exists between a national legacy and the IEPS priority scheme:

1) Priority or preference within the international systems does not necessarily guarantee
priority in national telecommunications networks.

i1) Priority or preference within national systems does not necessarily guarantee priority in the
international telecommunications networks.

iii) IP-to-PSTN gateways should use the IEPS CPC value to maintain the identification for
priority/preference for calls established as IEPS as consistent with clauses 1 and ii.

v) PSTN-to-IP gateways should have the capability to recognize the IEPS CPC value of an
IEPS call, consistent with clauses 1 and ii, and mark packets in some way that maintains the
identification for priority/preference treatment.

IEPS may be accessed or terminated via national preference schemes or emergency services. With
regard to the priority rights, the following relationship between a national and the international
emergency system (IEPS) is ensured:

. Priority in national systems does not include priority in IEPS. This is to avoid IEPS access
by non-entitled users.

. IEPS priority always includes priority in national systems. This is necessary to ensure IEPS
access via national preference systems.
7.4 IEPS treatment

When a node receives an IEPS call (i.e., the CPC value is "IEPS"), the call establishment proceeds
with priority. The call is established with the CPC set as "[EPS" in the outgoing call set up message.

The IEPS priority indicator is conveyed across the international signalling network. The IEPS
priority indication invokes preferential call handling in international transit exchanges, e.g., special
routing capabilities.

The IEPS priority indication provides exemption from restrictive network management controls.

The network should try to reduce call set-up failures due to timer expirations caused by, for
example, queuing delays for trunk allocation on congested routes.

The IEPS priority indication does not invoke pre-emption in the international network.
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7.4.1 Queuing (ISUP) and polling (BICC)

For ISUP IEPS calls, if the above procedure fails to immediately find an outgoing circuit, the call is
queued and shall take precedence over any other normal call attempts.

For BICC IEPS calls, if the above procedure fails to immediately find a bearer, the optional polling
sequence described in Annex B applies.

7.4.2 Routing

The networks may use the IEPS marker for special routing to maintain an IEPS communication.
Should the destination have "call forwarding" initiated, the network should then continue to reroute
and process the communication session with the IEPS marker to the new destination. IEPS calls
should be exempt from call restrictions to certain specific destinations (e.g., country codes or area
codes), if activated.

7.4.3  Quality of Service (QoS)

The QoS for different modes of service for IEPS would typically be designated as the best available
to ensure clear clean communications and conveyance of important information. However, when
the telecommunication resources are experiencing severe stress, an allowable degradation of QoS
could be acceptable. This could occur only when resources have become unavailable to the point
that the network cannot support non-emergency traffic and sufficient bandwidth and resources are
not available to support the normally acceptable QoS level for emergency traffic.

Rather than lose the ability to communicate, emergency operations need to continue to convey
critical information, even if with difficulty. Any possibility of getting information through is better
than none at all. The IEPS needs to continue operation when only "best effort" service is available.
Therefore, a special or supplemental class of QoS for IEPS may be necessary to define the
conditions and terms for allowable degradation of service.

7.4.4 Exemption from restrictive Network Management Controls (NMCs)

Restrictive network management controls are not applied to this call. There are several types of
restrictive NMCs that could negatively affect IEPS calls.

Code controls block traffic to destination codes that are difficult or impossible to reach. This
conserves network resources to serve traffic that has a better chance of completing. Code controls
are most effective for controlling focused overloads, a condition characterized by a surge of traffic
from other parts of the network to a single office or customer identified by a destination code. Two
code controls have been developed. Code blocking controls a percentage of calls forwarded to a
destination code. Call gapping regulates the maximum rate at which calls are forwarded to a
destination code.

Calls are subject to any pre-hunt control that may be in effect on that trunk group. Trunk group
controls include CANcel From (CANF), CANcel To (CANT), Skip, Dynamic Overload Control,
and Selective Incoming Load Control. The last two controls provide Automatic Congestion Control
(ACC) by responding to machine congestion messages and "hard-to-reach" information sent by
SS7. Automatic Code Gap (ACG) is another SS7 control imposed that could negatively affect IEPS
calls.

7.4.5 DSS2 interaction with BICC call control

This clause describes the IEPS information mapping between the BICC signalling entity and the
DSS2 signalling entity. IEPS information mapping between the BICC signalling entity and DSS2
signalling entity via the CBC (vertical) interface is shown in Table 1.
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Table 1 — Mapping of IEPS information

BICC signalling entity DSS2 signalling entity
(Parameter) (Information Element)
Calling party's category IEPS indicator
(IEPS call marking for preferential call (IEPS marking for preferential call/connection
set up) set up)

7.4.6 AAL?2 interaction with BICC call control

This clause describes the IEPS information mapping between the BICC signalling entity and the
AAL?2 signalling entity. IEPS information mapping between the BICC signalling entity and AAL2
signalling entity via the CBC (vertical) interface is shown in Table 2.

Table 2 — Mapping of IEPS Information

BICC signalling entity AAL type 2 signalling entity
(Parameter) (Parameter)
Calling party's category
(IEPS call marking for preferential call
set up) IEPS indicator
8 Conclusion

Support for IEPS needs to be developed and integrated into current and future networks, regardless
of the technology.

Annex A

Support of IEPS bearer level priority indicator in E.106

Al Backward backbone network establishment composite flow
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Figure A.1 — Composite backward connection establishment flow

The following numbered items describe the numbered flows shown above. Note that the following
call flows are affected in support of IEPS: 0, 1, 5, 7, 13, 15c¢, and 16¢.

0 New Call SN-A:CSM-O to SN-A:CSM-T
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

1 ADD.req (Prepare BNC with notification) SN-A: CSM-T to BIWF-X
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).
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2 ADD.resp [BNC Prepared] BIWF-X to SN-A: CSM-T

As TRQ.2141.1.

3 Notify.ind [Tunnel] BIWF-X to SN-A: CSM-T

As TRQ.2141.1.

4 Notify.resp [Tunnel] SN-A: CSM-T to BIWF-X

As TRQ.2141.1.

5 IAM SN-A: CSM-T to SN-B: CSM-O
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

6 Context Assigned SN-A: CSM-T to SN-A: CSM-O
As TRQ.2141.1.

7 New Call SN-B: CSM-O to SN-B: CSM-T
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

Information Flows 8-12
As TRQ.2141.1

13 ADD.req (Est. BNC + Notify) SN-B: CSM-T to BIWF-Y
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an [EPS connection (e.g. preferential treatment
applied).

Information Flows 14-18b
As TRQ.2141.1

15¢ Bearer-Setup.Req BIWF(Y) to SWN(1)
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator
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Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

16¢ Bearer-Setup.Req SWN() to BIWF(x)
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1 Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

Information Flows 17¢-43
As TRQ.2141.1
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A.1.2  Forward backbone network establishment composite flow

ddress=User-A), ((]

alled Party Address=Uscr B), (Incoming

~v

~\ New Call (Calling Party A (« g BCU-ID = A), (BCU-ID= ? or X or Incoming BCU-ID), (Local Call Instance = 3(0),
COJ | (Incoming BNC Characteristic), (Beager Serviee|Characteristics), (Context = ? or 66), {If COT on Prev recciyed: (COTind=Cot on Prev.)},
1 BIWF sclection |s not delajed} {If COT Required received : (COTind = COT or Prev.)}, {If Codec Negotiation: (Incoming Codec List)},
hdd.req[Prepare HNC +Noti (BIWF Address = A2), (Incoming Tunnel Indicption), (IEPS Indicator)
(Bearer|Service Characterjistics), (BNC Characteristies ?” or CSF chosen BNC Characteristi¢s), (A-BNC Characteristics = Incoming BNC Charagteristies), (Req C§M = Outgping),
(Context=? or 66), (Logicall Port ID=F5), (Termination-IP=?), (Tunnel Indication = No or ? or option 1 or ¢ption 2), {If Codec Negotiation: (Preferred Codec), (TEPS Tnjdicator)}
Add.resp [Prepare BNC +Notify] (BNC Characteristics = CSF or|BCF Chosen BNC Characteristics), (Context=66), (Terminafion-TD =70),
(T-BIWF address=X1), (Tunnel Indication = No pr option 1 or option 2), (BNC-ID = 78), (Notify Option = N
{If Tunnel indi¢ation = option 1} : Notify.ind [Tunnel] (pontext = §6), (Termination TD = 700), (Bearer Inforfation Transport)
Notifygesp [Tunnel] New Call (Calling Party Ad{ir. = User-A),
. . . i (Called Party Addr. = User| B),
{Ifno ing Codec N AM (CCA-ID=5), (O-CSF addr.=1SN-A), (D-CSF addr.=ISN-B), a| (Bearer Service [Characteristics),
Ton-iD = g Tehtion = T T T . — e
and BIWF Sclfetion is nof delayed; Acl‘l?l‘l ID = Connect Forwards), (Tunnel Indichtion = No or “?”or Option 1 or Option 2)] (Local Call Tnsfance=250)| (Context=?),
Contbxt Assigne (Calling Party Addr.=User-A), (Called Party Addr=User-B), C7 (BCU-ID=?), (lucoming BCU-1D = X or A}
:T - LA { 6 YIEPS Indicator), (Incoming BNC|Characterjistics), v
(BAU-TD=X), (C " > (Local C‘T"' " (Bearer Service Characteristics), (BN|C Charactgristics), (BIWF Addr. = X1 or A2) (BIWF Addr = X1 or A2), (Incoming Tunnel Injdication)
(Outgoing BNC Characferistics), {if Tunnel Indication = Option 1 : (BNC-TD = 78§), (Bearer Information Transport)} {If COT on Prev.|received: COTi"d=COT_ on Prev.)}.
{If (COTind =COT on Prev) or (No (jonnection) : (COT on Prev.)} {lfC(?dec ! ( Codec List)}
{If Codec Negotiation: (Codec List)}, (EPS Ind":l:‘t)e’;g Assioned KED
[Optional Parameters : (Origination Traffic Grqup-ID=77), (Global Call Ref=35).(BCU_ Y), (Context=99), (Local Chll Instance =250),\
(BCU-ID=X or A), (Destination Traffic Group TD=88)] (Outgoing BNC Characteristics)
{If Codece N ion: (Scl d Codee),
(Supported Codec Liist)}
9 Add;req |l’_re$ ¢ BNC +Notify]
earer Servic@t haracterigtics), (Context=99),
(Logical Port 1D = 77), (Tefmination 1D =?), (Req CSM = Incoming),
(BNC Characteristic = Incpming BNC Charagteristics),
(A-BNC Characteristics = going BNC Chpracteristi¢s), IEPS Indicator|,
(Tunncl Indication = No or] “?” or Option 1 of Option 2
{If Tunnel Indication = opfion 1 :(BNC-TD =78), (Bearer Information Trangport),
(BIWF Address = X1 or A2)}, {If Codec N: (S¢lected Codec)}
Add.resp [Prepare BNC 4Notify] (BNC Charpacteristics = Incoming BNC Characterigtics), (Conjtext=99), (Termination-TD =320), (T-BIWF address =Y1),
(Notify Option{ = Yes or INo), (Tunnel Indicafion =No or Option 1 or Option 2), {If Tynnel Indication = No or Option 2: (BNC-ID= 88)}, - lO)
{If Tunnel indicption = option 1: Notify.ind [Tunnel] (coptext = 99), (Termination TD = 320), (Bearer Information Transport) .
—_———— |@ Option 1 Tunnel
P APM (CCA-3), (Action{ID= Forward Notify) /]'2 11a - 194
<
(Tunnel Indication = optign 1), [Optjonal Parameters: (BCU-ID=Y)],
Mod.r¢q [Tunnel], (Berer Informiation Transport), (Bearcr|Informatipn Transport), Notify.resp [Tunnel] B]];]{;)FD;I;I-V‘%"I
(Context-ID = 66), (Ter 1D = {0 )M d [ 1 {If +Codec: (Selec{ed Codec), (Supported Codec List)} - - elecgion
Od.YCS| nne .
158) = — — sp L) Notify.Ind [BNC Connected] (Context 1D = 99), (Termibgtion ID =320) (TN
Ton) — Notify.ind [BNC Established] (Context ID = 66){ (Ter 1D = 700) Notify.resp [BNC Conlnected]
Notify.resp [BN <list_abﬁs}lefﬂ @
{If Incoming Codec Negotiation and ‘. APM (CCA-5), (Actjon-ID= Forward Responsc or Forward Notify) r> .
BIWF Selectign not Delalyed} Bl *,  (T-BIWF address=Y 1), (Tunnel Indication = No or option 2)," \11 Other than Op ion I Tunnel
ontext Assi BCU-ID=: B (BNC ID = 88), [Opti¢nal Parameters: (BCU-ID=Y)], .
(Context =66), (Ou £ BNC Chy « {If +Codec: (Selected| Codec), (Supported Codec List)} «
(Seleeted Codee), (Suppdrted Coded List), (Loeal Call Tnktance = 300) " N
{If non delayced sclection] " N
Modireq[Est. BNCtNotify]| . N
(Contpxt= 66), (Term. II) = 700), . Usg Idle Flows 18b - 21b !
(BNC|Characteristics = Dutgoing BNC Characteristigs), Non Tunneled Foyward Flows 18c - 25¢
(A-BNC Characteristics|= Incoming BNC Characteristics) Option 2 Tunneled Forward Flows 18d - 31d
(Beargr Service Characteristics), (BNC-ID = 88), :
(T-BIWF address = Y1),|(Tunnel Indication = option 2), . .
{If +dodee: (Sclected Cadec)} . N
GD_ Mod.respJEst. BNC+Notify] (Re-Use Idle Indigation), (Cpntext =66), (Termination 1D =700),
ar d d selection:} {If Re-Use Idle Indication = Yes : (BN(-ID =100) .
eJayed selection: . .
Add.req|Est. BNC+Notify] ( ﬁg_icnl Port = 55), . .
(Cont¢xt= 66), (Term. 1D|= “?7), === : N
(BNC [Characteristics Dutgoing 'C Characteristics), .
(A-BNC Characteristi Incoming BNC Characteristjcs) N
(Beargr Service Charactgristics), (BNC-TD = 88), N
(1-BIWF address = Y1), {Tunnel Indlication = option 2), .
{If +Cpdec: (Selected Cotlec)} N
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Add.resg‘ ist. BNC+N utifyi (Re-Use Tdle Indics

{tion), (Cu}m‘xt = 66), (Tcrmina!i_un ID = 700)},

16 {If Re-Use Idle Indication = Yes : (BNCHD =100)}
Tf BIWF Selection| Delayed} .
ed: (BCUID=X), ( )
ontext = 66), (Oufgoing BN( Characteristics),
TLocal Call Tnstance = 300)
Tf +Codec: (Selectdd Codec), (Supported Codec Li t)}
{If Re-Usk Tdle Indifator = Yes}
~ APM (CCA-T) = 5), (Action TD = Use Tdle),
Re-Use Idle|Case @3 BNC-ID = 1p0), (BIWF address = Y1 >
(BNC-1D = 100), ( address = Y1) Mod.req |Repse Idle]|(BIWF address = Y1),
. )= — — = P, (Conftext=99), (BNC-ID=100),
: Mod.rgsp [Reuse [dle](Context ID =99), (Termfgation D =_3sz9 (Terination TD = 320)
L, APM (CCA-Ib = 5), (Action TD = Switched)., [BNC-TD = 100), (BIW:F address =Y1) 51b)
< - N g
Bearer-§etup-Req (T-BIW[F = Y1), (BNC-ID = ;ax):, (TEPS Indicator) iy
(\ : ~ Bearer-Setup-Req (1-BIWF = Y1), (BNC-ID = §8) , (1EPS Lfdicator)
18¢ > 19¢ A >
~ Bearer-Setup-Confirm G ) Bearer-Setup-Confjrm -
Non Tunneled ¢ : B e : 209
I‘orward Case : Notify.ind|Establish BNC Ind.] (Context=99), (Term|nation ID=320)
Notify.ind [BNC Established} (Context = 66), (Termination 1p =700) : === —QL
4Q) = = — — . Kstablish BNC Ind.|
Notifylresp[BNC, Established|
————— ®
Tunneled = Notifv.ind [_'Lnncl] (cnntexl’éﬁﬁ): (Termination 1D = 700), (Bear¢r Information Transpgrt )'.
Option 2 Case ~ ._APM (CCA-ID 55), (Action-ID = Tunnel),
f lon 1D =Tunnel). .. 3
9_9 : (Bearer Information Tijansport ) B
3 : Mod.req [Tunnpel]
N()tlfy resp [Tunnel] : (Bearer Informdtion Transport ), (Context-1D =99),
_____ é@ . 21d)= = — = (Ternjination ID = 320)
: ModJresp [Tunnel]
: : - — = —(224,
Notffy.ind [Tunnel| (context = 99), (Termination ID = 320), (Bearer Infornfation Transport] @

APM (CCA-I

< =5). (Action-1D = Tunnel).
Mod.req [Tunnel] (Context 1d = 66), (Bearer Information Transport) Notify.resp [Tunnel
(Termination|1D = 700)[ Q= = = = = —_————
(Bearer [nforfmation Trinsport)
Mod.resp |tunnel| Notify.ind [BNIC Established] (Context = 99), (Terminhtjon ID = 320), G0
7)== ——— . B €
a3 Notify.ind C ESfabliShed}‘(Conte).t = 66), (Termination ID = 700) 410 _No_tltl’ll‘s BNC Established| (Contexf =99),
5 Terminatign 1D = 320)
Notifyjresp[ BNC Estaplished] Q"_““‘i‘ =66), _ N
(Termination 1D = 700)| 294 I .
<« | e »
If Forward Notify}
10\ APM (CCAJID = 5). (Action-TD = Connected) >
Mod.req [Cut Thrdugh] (Coptext=66), Mod-req [Cuf Through] (Context =99),
(Termination|ID = 700),/@=— = = = = 33 (Temginar jon ID = 320),
(Send + Rgceive) (Send |+ Receive)
Mod.resp [Cut Through Mod.resp [Modify BNC Qharacteristic D
G--=-
N\ Connection Availabld (Local Call Instance = 300), (Termination 1D = 900)
65/ L {If (ot on Prev|}
36\ COT (CCA-IDES)
Mpd.req [Change Topology LC"_"‘“:‘ —60), @7 Connection Available{(Local Call Instancg = 250),
(Termination ID = 700 ), (Termipation 1D = 900), (Termination 1T} = 320)
Connection Configuration = [ype 1 Bi-Dir.)
In¢oming Ter
Oytgoing Termination —>
Cut Thru completed Mod.resp[Change Topology]
39)= = = — =P
_ Alerting (Local Call Ipstance =250) /7
< 40
< ACM (CCA-ID = 5) /41
<
Alerting (I.ocal Call[Instance = 300) e —~ Answer (Ldcal Call Inftance = 250)
4 42 N L
~ ANM (CCA-ID = 5) 14
<
_,Answer (Lpcal Call Ipstance = 300)
< 45
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Figure A.2 — Composite forward establishment flow
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The following numbered items describe the numbered flows shown above. Note the following call
flows are affected in support of [EPS: 0, 1, 5,7, 9, 18c, and 19c.

0 New Call SN-A: CSM-O to SN-A: CSM-T
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

1 ADD.req (Prepare BNC with notification) SN-A: CSM-T to BIWF-X
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

2 ADD.resp [BNC Prepared] BIWF-X to SN-A: CSM-T
As TRQ.2141.1.

3 Notify.ind [Tunnel] BIWF-X to SN-A: CSM-T

As TRQ.2141.1.

4 Notify.resp [Tunnel] SN-A: CSM-T to BIWF-X

As TRQ.2141.1.

5 IAM SN-A: CSM-T to SN-B: CSM-O
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

6 Context Assigned SN-A: CSM-T to SN-A: CSM-O
As TRQ.2141.1.

7 New Call SN-B: CSM-O to SN-B: CSM-T
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator
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Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS call (e.g. preferential treatment
applied).

8 Context Assigned SN-B: CSM-T to SN-B: CSM-O

As TRQ.2141.1.

9 ADD.req (Prepare BNC with notification) SN-B: CSM-O to BIWF-Y
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

Information Flows 10-21b
As TRQ.2141.1

18¢ Bearer-Setup.Req BIWF(X) to SWN(1)
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

19¢ Bearer-Setup.Req SWN() to BIWF(Y)
Address Information Control information Bearer information
As TRQ.2141.1 As TRQ.2141.1 As TRQ.2141.1

IEPS Indicator

Initiation of information flow: As TRQ.2141.1.

Processing upon receipt: As TRQ.2141.1. Resources are allocated for an IEPS connection (e.g. preferential treatment
applied).

Information Flows 20c-45
As TRQ.2141.1
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Annex B

Use of polling in the CSF for IEPS BICC calls

For BICC IEPS calls, the optional polling sequence for handling the seizure of a BIWF is:

1))
2)

3)

4)

S)

The CSF shall attempt to seize a BIWF.

If there is no reply, or the BIWF indicates failure due to temporary resource unavailability,
an ACM (no indication) is returned to the incoming side (unless COT is expected, in which
case the ACM is sent once the COT has been received). A polling guard timer is started to
prevent the CSF to be polling for an IEPS call for an excessive time.

The CSF may immediately select and attempt to seize a different BIWF. Upon failure due
to temporary resource unavailability, or no reply, this step may be repeated to select other
appropriate BIWFs.

If failure, due to temporary resource unavailability (or no reply), is indicated on all selected
BIWFs, the CSF shall start a polling timer (Tpoll).

On expiry of Tpoll, the CSF shall attempt to seize the first BIWF. If there is no reply, or the
BIWF indicates failure due to temporary resource unavailability, steps 3 and 4 are repeated
until a BIWF indicates that resources are available. The time between the sets of BIWF
seizure attempts (Tpoll) should increase for each successive set of seizure attempts.
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A typical example sequence is illustrated in Figure B.1:

CSF

IAM (IEPS, COT to be

>
»

Normally ACM shall be sent here,
But since COT is expected, ACM —_

is not sent until COT received/v
Start Polling Guard Timer
Tpnll-l{
COT

ACM (No indication)

poll-

BIWF1

expected)

ADD

BIWEF2

ADD - unsuceessful (temp resot

ADD

»

ADD — unsuccessful (temp resot

ADD — unsuccessful (temp resou

A

ADD - unsuccesstul (temp resou

— successful

A

BIWEF3

rce unavailability)

|

Due to temp resource
unavailability, no
reply to either ADD

1st polling attempt

rce unavailability)

Due to temp resource
unavailability, no

reply to ADD Ist polling re-attempt

rce unavailability)

rce unavailability)

}

Due to temp resource
unavailability, no
reply to ADD

2nd polling re-attempt

Q.suppl.53_FB-1

indicates optional ADD sent to appropriate alternative BIWFs

Figure B.1 — Example polling sequence in the CSF
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