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Summary 

Recommendation ITU-T H.626.5 defines an architecture of intelligent visual surveillance systems, 

including the functional requirements, functional architecture, entities, service flows and reference 

points. The intelligent visual surveillance system provides intelligent analysis capabilities and 

services for users based on the images and video streams from surveillance cameras through the 

network. This Recommendation is based on Recommendation ITU-T F.743.1, "Requirements for 
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Recommendation ITU-T H.626.5 

Architecture for intelligent visual surveillance systems 

1 Scope 

This Recommendation specifies architecture for intelligent visual surveillance systems. 

The scope of this Recommendation includes: 

– Functional architecture 

– Entities 

– Signalling 

– Reference points 

2 References 

The following ITU-T Recommendations and other references contain provisions which, through 

reference in this text, constitute provisions of this Recommendation. At the time of publication, the 

editions indicated were valid. All Recommendations and other references are subject to revision; 

users of this Recommendation are therefore encouraged to investigate the possibility of applying the 

most recent edition of the Recommendations and other references listed below. A list of the 

currently valid ITU-T Recommendations is regularly published. The reference to a document within 

this Recommendation does not give it, as a stand-alone document, the status of a Recommendation. 

[ITU-T F.743] Recommendation ITU-T F.743 (2009), Requirements and service 

description for visual surveillance. 

[ITU-T F.743.1] Recommendation ITU-T F.743.1 (2015), Requirements for intelligent visual 

surveillance. 

[ITU-T H.626] Recommendation ITU-T H.626 (2011), Architectural requirements for 

visual surveillance. 

[ITU-T H.626.1] Recommendation ITU-T H.626.1 (2013), Architecture for mobile visual 

surveillance. 

[ITU-T H.627] Recommendation ITU-T H.627 (2012), Signalling and protocols for visual 

surveillance. 

[IETF RFC 2616] IETF RFC 2616 (1999), Hypertext Transfer Protocol – HTTP/1.1. 

[IETF RFC 3261] IETF RFC 3261 (2002), SIP: Session Initiation Protocol. 

[IETF RFC 3428] IETF RFC 3428 (2002), Session Initiation Protocol (SIP) Extension for 

Instant Messaging. 

[IETF RFC 3550] IETF RFC 3550 (2003), RTP: A Transport Protocol for Real-Time 

Applications. 

[IETF RFC 7826] IETF RFC 7826 (2016), Real-Time Streaming Protocol Version 2.0. 

3 Definitions 

3.1 Terms defined elsewhere 

This Recommendation uses the following terms defined elsewhere: 
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3.1.1 application [b-ITU-T Y.101]: A structured set of capabilities, which provide value-added 

functionality supported by one or more services. 

3.1.2 functional architecture [b-ITU-T Y.2012]: A set of functional entities and the reference 

points between them used to describe the structure of an NGN. These functional entities are 

separated by reference points, and thus, they define the distribution of functions. 

3.1.3 functional entity [b-ITU-T Y.2012]: An entity that comprises an indivisible set of specific 

functions. Functional entities are logical concepts, while groupings of functional entities are used to 

describe practical, physical implementations. 

3.1.4 reference point [b-ITU-T Y.2012]: A conceptual point at the conjunction of two non-

overlapping functional entities that can be used to identify the type of information passing between 

these functional entities. 

3.1.5 service [b-ITU-T Y.101]: A structured set of capabilities intended to support applications. 

3.1.6 customer unit [ITU-T H.626]: A device located at the customer part of a visual 

surveillance system and used to present multimedia information (such as audio, video, image, alarm 

signal, etc.) to the end user. 

3.1.7 premises unit [ITU-T H.626]: A device located at the remote part of a visual surveillance 

system and used to capture multimedia information (such as audio, video, image, alarm signal, etc.) 

from a surveilled object. 

3.1.8 service platform [ITU-T H.626]: A series of devices and subsystems located at the centred 

part of a visual surveillance system. It is used to integrate all of the capabilities and provide visual 

surveillance services to customers. The main functions include service control function, media 

switching, distribution, storage, and control and management functions. 

3.1.9 surveilled object [ITU-T H.626]: The target (such as site, human, and related environment) 

on which surveillance is performed. 

3.1.10 visual surveillance [ITU-T H.626]: A telecommunication service focusing on video 

(but including audio) application technology, which is used to remotely capture multimedia 

(such as audio, video, image, alarm signal, etc.) and present them to the end user in a user friendly 

manner, based on managed broadband network with ensured quality, security and reliability. 

3.2 Terms defined in this Recommendation 

This Recommendation defines the following terms: 

3.2.1 intelligent video unit: The intelligent video unit (IVU) identifies specific objects 

automatically, and outputs recognition results to an intelligent video management (IVM) system. 

The recognition information includes triggered events and acquired data. One or more intelligent 

analysis algorithms can be loaded or unloaded on an intelligent video unit (IVU) according to 

different requirements. 

3.2.2 intelligent video management: The intelligent video management (IVM) unit supports 

strategies configuration of intelligent application by users and video sources schedule dynamically. 

The IVM accepts registration, deletion, capability report from IVU and schedule IVU dynamically. 

It can also store, manage, and schedule those capabilities dynamically. IVM can be invoked by an 

intelligent application from the centre management unit (CMU). 

3.2.3 APP: The application (APP) is the third-party data analysis system, which can be used to 

configure the data analysis algorithms and strategies. The APP receives and analyzes data from the 

visual surveillance platform, whereas it can send alarm information to the visual surveillance 

platform if needed. 
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3.2.4 intelligent customer unit: The intelligent customer unit (ICU) is the client subsystem 

within the intelligent visual surveillance system. The client intelligent video (CIV) is added to the 

customer unit (CU) in order to achieve comprehensive intelligent video analysis. 

3.2.5 intelligent premises unit: The intelligent premises unit (IPU) is the premise subsystem 

within the intelligent visual surveillance system. The premises intelligent video (PIV) module is 

added to the premises unit (PU) for intelligent video analysis. 

3.2.6 premises intelligent video: The premises intelligent video (PIV) unit is an intelligent 

identification module in the premises unit (PU). It identifies required information from input video 

and outputs the result. 

3.2.7 client intelligent video: The client intelligent video (CIV) unit is an intelligent 

identification module in the customer unit (CU). It identifies required information from input video 

and outputs the result and retrieves the recorded video data with specified information. 

3.2.8 media distribution unit: The media distribution unit (MDU) is used to transport media 

from the premises unit (PU) to the customer unit (CU). Its main functions include media receiving, 

media processing, media routing, media transmission, media forwarding and media replication. 

3.2.9 media storage unit: The media storage unit (MSU) is used to retrieve, store media and 

provide media serving capability. Its main functions include media storage, media serving, media 

indexing and media downloading. 

3.2.10 centre management unit: The centre management unit (CMU) is located at the centre of 

the visual surveillance (VS) system. Its main functions include centralized system management, 

service operation management, etc. 

3.2.11 service control unit: The service control unit (SCU) is located at the centre of the visual 

surveillance (VS) system. It is distributed network equipment, fulfilling the access functions of the 

premises unit (PU) and the customer unit (CU). Its main functions include access registration, 

access authentication, identification, authorization, call control, location, presence and target media 

serving function selection. 

4 Abbreviations and acronyms 

This Recommendation uses the following abbreviations and acronyms: 

API Application Programming Interface 

APP Application 

C/S Client/Server 

CIV Client Intelligent Video 

CMU Centre Management Unit 

CPU Central Processing Unit 

CU Customer Unit 

HTTP Hyper Text Transfer Protocol 

ICU Intelligent Customer Unit 

IPU Intelligent Premises Unit 

IVM Intelligent Video Management 

IVU Intelligent Video Unit  

IVS Intelligent Visual Surveillance 
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MDU Media Distribution Unit 

MSU Media Storage Unit 

NTP Network Time Protocol 

OCX OLE Control Extension 

OLE Object Linking and Embedding 

OSD On Screen Display 

PIV Premises Intelligent Video 

PTZ Pan/Tilt/Zoom 

PU Premises Unit 

RTCP Real-time Transport Control Protocol 

RTP Real-time Transport Protocol 

RTSP Real Time Streaming Protocol 

SCU Service Control Unit 

SIP Session Initiation Protocol 

USB Universal Serial Bus 

TCP Transmission Control Protocol 

UDP User Datagram Protocol 

VS Visual Surveillance 

5 Conventions 

In this Recommendation, the following conventions apply: 

The keywords "is required to" indicate a requirement which must be strictly followed and from 

which no deviation is permitted, if conformance to this Recommendation is to be claimed. 

The keywords "is recommended" indicate a requirement which is recommended but which is not 

absolutely required. Thus this requirement need not be present to claim conformance. 

The keywords "can optionally" indicate an optional requirement which is permissible, without 

implying any sense of being recommended. 

6 Functional architecture 

Figure 6-1 shows the composition of an intelligent visual surveillance system. 
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Figure 6-1 – Composition of an intelligent visual surveillance system 

6.1 Functional architecture framework 

The intelligent visual surveillance system is composed of the CMU, SCU, MDU, MSU, IVU, IVM, 

APP, ICU, IPU, PIV and CIV. The centre management unit (CMU), service control unit (SCU), 

media distribution unit (MDU) and media storage unit (MSU) are defined in [ITU-T H.626]. 

Intelligent video unit (IVU): The IVU performs the intelligent analysis automatically and outputs 

the analysis results to the IVM. The analysis information includes triggered event and acquired data. 

One or more intelligent analysis algorithms can be loaded or unloaded on IVU according to 

different requirements. 

Intelligent video management (IVM): The IVM supports the strategies configuration of intelligent 

applications by users and video sources schedules dynamically. The IVM accepts registration, 

deletion and capability reports from the IVU and schedules IVUs dynamically. It can also store, 

manage and schedule those capabilities dynamically. IVM can be invoked by an intelligent 

application from the CMU. 

APP: The application (APP) is a third-party data analysis system, which is used to configure 

analysis algorithms and strategies. The APP receives and analyzes data from the visual surveillance 

platform, whereas it sends alarm information to the visual surveillance platform if needed. With the 

consideration that alarm processing is mostly a heavy load function, it is consequently often 

stripped from the CMU to the third-party APP so as to make the function of the platform unit clear 

and extensible. 

Intelligent customer unit (ICU): The ICU is the client subsystem within the intelligent visual 

surveillance system. The client intelligent video (CIV) is added to the CU in order to achieve 

comprehensive intelligent video analysis. 

Intelligent premises unit (IPU): The IPU is the premise subsystem within the intelligent visual 

surveillance system.The PIV module is added to the PU for intelligent video analysis. 

Premises intelligent video (PIV): The PIV is an intelligent identification module in the PU. It 

identifies required information from input video and outputs the analysis result. The PIV can search 

designated records from video files. The identifiable information includes triggered event and 

acquired data. 
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Client intelligent video (CIV): The CIV is an intelligent identification module in the CU. It 

identifies required information from the input video and outputs the analysis result. The CIV can 

search designated records from video files. The identifiable information includes triggered events 

and acaquired data. 

6.2 Functional entities 

6.2.1 Intelligent premises unit 

Intelligent premises unit (IPU) is the premise subsystem within the intelligent visual surveillance 

system. 

The IPU implements the following functions like a normal PU as defined in [ITU-T H.626], it: 

– Captures multimedia information (such as audio, video, image, alarm signals, etc.) from the 

surveilled object. 

– Encodes multimedia (audio, video and image) streams. 

– Outputs alarm signals to an external linkage device. 

– Parses pan/tilt/zoom (PTZ) commands and transmits them to the devices in order to control 

the camera. 

– Provides network transportation and transmits bidirectional media streams and alarm 

signals to other entities. 

The IPU also implements some additional functions for intelligent applications, it: 

– Identifies required information from input videos and outputs analysis results. 

– Reports the identified results such as triggered events and acquired data to the service 

platform. 

Figure 6-2 shows the function modules of the IPU based on a PU as defined in [ITU-T H.626]. The 

premises intelligent video (PIV) module is the only new module to implement intelligent 

identification functions or corresponding operations. 

 

Figure 6-2 – Function modules of IPU 

6.2.2 Intelligent customer unit 

Intelligent customer unit (ICU) is the client subsystem within the intelligent visual surveillance 

system. It is used to present multimedia information (such as audio, video, image, alarm signal, etc.) 

to the end user and trigger the related actions. 

It implements the following functions like a normal CU as defined in [ITU-T H.626]: 

– Multimedia decoding function. 
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– Audio play and video/image display function. 

– Console interface for end user to operate the VS system. 

It also implements some additional functions for intelligent applications, including: 

– Identifying required information from input video and outputting the analysis result. 

– Retrieving the recorded video data with specified information. 

– Reporting and presenting the analysis result to end users. 

Figure 6-3 shows the function modules of the ICU based on the CU as defined in [ITU-T H.626]. 

The client intelligent video (CIV) module is the only new module to implement intelligent 

identification related functions. 

 

Figure 6-3 – Function modules of ICU 

6.2.3 Intelligent video management 

Intelligent video management (IVM) is the premise subsystem within the intelligent visual 

surveillance system. The IVM can be invoked by an intelligent application from the CMU and 

transfer the IVU address to the CMU. 

The IVU implements some normal functions for intelligent application, including: 

– Supports configuration of intelligent applications by users and video sources schedules 

dynamically. 

– Accepts registration, deletion, capability report from IVU and schedules IVUs dynamically. 

– Stores, manages and schedules IVU capabilities dynamically. 

– Accepts intelligent capabilities querys from CMU and sends the response. 

– Accepts intelligent strategies querys from CMU and sends the response. 

– Supports the standard video streams. 

It also implements some additional functions for intelligent applications, such as managing the IVU 

licenses using method such as USB keys and software keys. 

6.2.4 Intelligent video unit 

Intelligent video unit (IVU) is the premise subsystem within the intelligent visual surveillance 

system. 

It implements some normal functions for intelligent applications to: 

– Identify specific objects automatically and output recognition results to the IVM. 

– Recognize information including triggered events and acquired data. 

– Load or unload one or more intelligent analysis algorithms on IVU according to different 

requirements. 

– Support the standard video stream transmition protocols, such as real time streaming 

protocol (RTSP) and session initiation protocol (SIP). 
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– Support acquiring video streams from the video surveillance platform using application 

programming interface (API). 

– Support images analysis using hyper text transfer protocol (HTTP) protocol. 

It also implements some additional functions for intelligent application, such as IVU capability 

extension and IVU virtualization. 

6.3 Service function 

6.3.1 IVU order and change 

Users are recommended to order and change the category, supplier and capability of the IVU 

through the IVM. 

6.3.2 IVU registration and configuration 

The IVM is required to support strategic configuration of intelligent applications by users and video 

sources schedules dynamically. The IVM is required to accept registration, deletion and capability 

reports from IVU and schedule IVUs dynamically. 

6.3.3 Task schedule 

Users are recommended to manage intelligent analysis tasks such as query, start, pause and stop 

through the IVM. 

6.3.4 Image and video acquisition 

Users are recommended to acquire the device list and query the RTSP address of media streams. 

The IVU is recommended to load the local video or get media streams through the RTSP address 

from the video surveillance platform. 

6.3.5 Intelligent event report 

The IVU is required to identify specific objects automatically and output recognition results to the 

IVM. The recognition information includes triggered events and acquired data. One or more 

intelligent analysis algorithms are recommended to load or unload on the IVU according to different 

requirements. 

6.3.6 Intelligent analysis result display 

The IVU is recommended to send the intelligent analysis results to the APP. The APP displays the 

results using statistical charts, event-related video segments and so forth. 

6.3.7 On screen display (OSD) parameters issuing 

The CMU is recommended to send the designated text to the IPU to superimpose into the video. 

6.4 Service management 

6.4.1 IVM management 

The IVM supports strategic configuration of intelligent applications by users and video sources 

schedules dynamically. The IVM is required to accept registration, deletion and capability reports 

from the IVU and schedule the IVU dynamically. The IVM is required to store, manage and 

schedule those capabilities dynamically. The IVM can optionally be invoked by an intelligent 

application from the CMU and check the validity of the IVU. 
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6.4.2 IVU management 

The IVU is required to send capability lists and status to the IVM. The IVS system is required to 

have the ability to load new algorithms to the IVU, such as items left behind detection 

(to detect dangerous and suspicious items in a certain area), item preservation (to guard certain 

items from being moved), license plate recognition, etc. 

The IVU is required to provide at least two types of algorithm parameter configurations for 

administrators and end users. The administrator configuration is used to start a service, which 

requires the configuration of the initial scene and advanced parameters, as well as other professional 

operations. The end user configuration is used to set or change speific rules under a fixed scene. 

The configuration is required to be easy and convenient. Object linking and embedding control 

extension (OCX) controls are recommended in forms of web and C/S clients. 

6.4.3 Network management 

The IVS is required to manage the intelligent analysis and the central processing unit (CPU) 

resources. The IVM is required to have the ability to provide the network time protocol (NTP) clock 

synchronization service to the IVU. 

The IVS system is recommended to classify users into several levels. Users of different levels have 

different operation rights. High-level users have more operation privileges than low-level ones. 

Low-level users can do basic operations while high-level users can do both basic and advanced 

operations. 

6.4.4 Remote upgrade 

The IVU is recommended to upgrate the software remotely at regular intervals. 

7 Service control flow and signalling 

7.1 Registration 

7.1.1 IPU registration 

Figure 7-1 shows the flow for IPU registration. 

 

Figure 7-1 – Flow for IPU registration 

Step 1: The IPU sends a registration request to the CMU. 

Step 2: The CMU sends a registration response to the IPU including result with status code. 
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7.1.2 IVU registration 

Figure 7-2 shows the flow for IVU registration. 

 

Figure 7-2 – Flow for IVU registration 

Step 1: The IVU sends a registration request to the IVM. 

Step 2: The IVM sends a registration response to the IVU including the result with status code. 

7.1.3 ICU registration 

Figure 7-3 shows the flow for ICU registration. 

 

Figure 7-3 – Flow for ICU registration 

Step 1: The ICU sends a registration request to the CMU. 

Step 2: The CMU sends a registration response to the ICU including the result with status code. 

7.2 IVU keep-alive 

Figure 7-4 shows the flow for IVU keep-alive. 

 

Figure 7-4 – Flow for IVU keep-alive 
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Step 1: The IVM sends a running information request to the IVU. 

Step 2: The IVU collects information of server running，algorithm running and video streams 

Step 3: The IVU sends a running information response to the IVM. 

Step 4: The IVM sends a keep-alive instruction to the IVU. 

7.3 IVU logout 

Figure 7-5 shows the flow for IVU logout. 

 

Figure 7-5 – Flow for IVU logout 

Step 1: The IVM sends a running information request to the IVU. 

Step 2: The IVU collects information of server running, algorithm running and video streams. 

Step 3: The IVU sends a running information response to the IVM. 

Step 4: The IVM sends a logout instruction to the IVU. 

7.4 Configuration 

7.4.1 IPU configuration 

Figure 7-6 shows the flow for IPU configuration. 

 

Figure 7-6 – Flow for IPU configuration 

Step 1: The IPU sends a configuration request to the CMU. 

Step 2: The CMU sends a configuration response to the IPU including the result with status code 

and controls of algorithm parameter configuration. 
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7.4.2 IVU configuration 

Figure 7-7 shows the flow for IVU configuration. 

 

Figure 7-7 – Flow for IVU configuration 

Step 1: The IVU sends a configuration request to the IVM. 

Step 2: The IVM sends a configuration response to the IVU including the result with status code 

and controls of algorithm parameter configuration. 

7.4.3 ICU configuration 

Figure 7-8 shows the flow for ICU configuration 

 

Figure 7-8 – Flow for ICU configuration 

Step 1: The ICU sends a configuration request to the CMU. 

Step 2: The CMU sends a configuration response to the ICU including the result with status code 

and controls of algorithm parameter configuration. 

7.5 IVU calling 

7.5.1 Start IVU manually 

Figure 7-9 shows the flow for starting IVU manually. 

 

Figure 7-9 – Flow for starting IVU manually 
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Step 1: The IVM sends a start request to the IVU. 

Step 2: The IVU starts intelligent analysis tasks and sends a response to the IVM including the 

result with status code. 

7.5.2 Stop IVU manually 

Figure 7-10 shows the flow for stop IVU manually. 

 

Figure 7-10 – Flow for stop IVU manually 

Step 1: The IVM sends a stop request to the IVU. 

Step 2: The IVU stops tasks and sends a response to the IVM including the result with status code. 

7.5.3 Start IVU by event trigger 

Figure 7-11 shows the flow for starting IVU by event trigger. 

 

Figure 7-11 – Flow for starting IVU by event trigger 

Step 1: The event triggers the CMU to start. 

Step 2: The CMU sends intelligent calling requests to the IVM. 

Step 3: The IVM schedules the intelligent resources. 
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Step 4: The IVM distributes the intelligent analysis tasks to the IVU. 

Step 5: The IVU sends response messages to the IVM. 

Step 6: The IVM sends response messages to the CMU. 

Step 7: The CMU sends media requests to the MDU. 

Step 8: The MDU sends RTP media streams to the IVU. 

Step 9: The IVU does intelligent analysis. 

Step 10: The IVU sends the notification of intelligent analysis starting to the IVM simultaneously. 

Step 11: The IVM sends the notification of intelligent analysis to the CMU. 

7.5.4 Stop IVU by event trigger 

Figure 7-12 shows the flow for stopping IVU by event trigger. 

 

Figure 7-12 – Flow for stopping IVU by event trigger 

Step 1: The event triggers the CMU to start. 

Step 2: The CMU sends intelligent calling stop requests to the IVM. 

Step 3: The IVM sends stop calling requests to the IVU. 

Step 4: The IVU sends stop response messages to the IVM. 

Step 5: The IVM sends stop response messages to the CMU. 

Step 6: The CMU sends the media streams stop requests. 

7.6 Intelligent event report 

7.6.1 IVU report intelligent event 

Figure 7-13 shows the flow for IVU reporting intelligent event. 
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Figure 7-13 – Flow for IVU reporting intelligent event 

Step 1: The IVU receives intelligent event results and stores them. 

Step 2: The IVU reports intelligent event to the IVM. 

Step 3: The IVM reports intelligent event to the CMU/APP. 

Step 4: The CMU/APP reports intelligent event to the ICU. 

Step 5: The CMU/APP informs users of intelligent alarms, informs of alarm light or alarm call, etc. 

7.6.2 IPU report intelligent event 

Figure 7-14 shows the flow for IPU reporting intelligent event. 

 

Figure 7-14 – Flow for IPU reporting intelligent event 

Step 1: The IPU receives intelligent event results and stores them. 

Step 2: The IPU reports intelligent event to the CMU/APP. 

Step 3: The CMU/APP reports intelligent event to the ICU. 

Step 4: The CMU/APP informs users of intelligent alarms, informs of alarm light and alarm call, 

etc. 

7.7 OSD parameters issuing to IPU 

7.7.1 Issuing procedure 

Figure 7-15 shows the flow for issuing procedure. 
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Figure 7-15 – Flow for issuing procedure 

Step 1: The event triggers the CMU to start. 

Step 2: The CMU distributes the OSD parameters to the IPU. 

Step 3: The IPU sends response to the CMU. 

7.7.2 OSD parameters profile 

It adopts standard SIP protocol. 

When an alarm of an intelligent event is triggered, the platform sends the designated text to the IPU 

to superimpose onto the video, it adopts the SIP RFC 3428 protocol. 

The body of the XML message is as follows: 
<?xml version="1.0" encoding="UTF-8" ?> 

<Message Verison="1.0"> 

<IE_HEADER MessageType="MSG_OSD_PARAMETER" 

 /> 

<!—IPU OSD parameter> 

 < IE_IPU  PUID = "IPU No."> 

   < IE_OSD  Parameter= "OSD parameter" 

ChannelName = " Channel Name " 

ChannelType = " Channel Type " 

VideoChannelNo = " Video Channel No. " 

OSD = "Message showed" 

OSDx =" The upper left corner of the screen is defined as the origin 

of coordinates，The X range is 0-1000,The IPU should be mapped 

according to the current resolution" 

OSDy =" The upper left corner of the screen is defined as the origin 

of coordinates，The Y range is 0-1000,The IPU should be mapped 

according to the current resolution" 

   /> 

 </IE_IPU> 

</Message> 

8 Reference points 

8.1 Reference point Pm: IPU – CMU 

The reference point Pm is located between the IPU and the CMU. It is used for the following 

functions: 

– For the IPU to make the registration to the CMU. 

– For the IPU to report the identified results such as event trigger information or data 

acquisition information to the CMU. 

– For the CMU to manage the IPU. 
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– For the CMU to query the running status of IPU. 

– For the CMU to configure parameters and to upgrade the software version. 

8.2 Reference point Ps: IPU – SCU 

The reference point Ps is located between the IPU and the SCU. It is used for the following 

functions: 

– For the IPU to report the identified result such as event triggers information or data 

acquisition information to the SCU. 

– For the SCU to control the service of the IPU, to control the alarm and linkage action, 

media acquisition, instant image snapshot, recording and playback and voice (audio) 

communication 

– For the SCU to manage the IPU device, to query running status of IPU devices, to 

configure parameters, to upgrade software version and to control PTZ by forwarding PTZ 

control operation commands and return result. 

8.3 Reference point Pd/Mp: IPU – MDU 

The reference points Pd and Mp are between the IPU and the MDU. 

– Mp is used for the MDU to send requests of the video, audio and image to the IPU. 

– Mp is used for the MDU and the IPU to support the recording in the service platform. 

– Pd is used for the MDU and the IPU to send voice and audio streams. 

8.4 Reference point Pc/Pc': IPU – ICU 

The reference points Pc and Pc' are between the IPU and the ICU. 

– Pc' is used to deliver interaction signals directly between the IPU and the ICU 

(such as an RTSP request or response). 

– Pc is used to directly deliver media streams from the IPU to the ICU. 

8.5 Reference point Cm: ICU – CMU 

The reference point Cm is between the ICU and the CMU. It is used to: 

– Send the user authentication request from the ICU to the CMU and return the authentication 

result. 

– Acquire the IPU list that the user has been authorized to access and the configuration 

information of the specified IPU, the alarm information, the status information and the 

platform video storage information. 

It uses the HTTP+XML protocol. 

8.6 Reference point Cs: ICU – SCU 

The reference point Cs is between the ICU and SCU. It is used for the ICU to: 

– Send the real-time audio and video call request to the IPU through the SCU. 

– Send the PTZ control request to the IPU through the SCU. 

– Send retrieval request of the front-end storage video and pictures to the IPU through the 

SCU. 

– Send parameter queries and setup requests to the IPU through the SCU. 

It uses the SIP protocol. 
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8.7 Reference point Cu/Mc: ICU – MDU 

The reference points Cu and Mc are between the ICU and the MDU. 

– Cu is used for the ICU to acquire audio and video streams from the MDU through the 

RTP/RTCP protocol. 

– Mc is used to send UDP private network packets to the MDU and acquire RTP/RTCP 

packets from the MDU through the TCP protocol. 

8.8 Reference point Cd'/Mc': ICU – MSU 

The reference points Cd' and Mc' are between the ICU and the MSU. 

– Mc' is used to send storage video request from the ICU to MSU and drag, fast forward and 

control the play speed of video through RTSP protocol. 

– Cd' is used to transmit media streams from MSU to the ICU through RTP/RTCP protocol. 

8.9 Reference point Su: IVU – SCU 

The reference point Su is between the IVU and the SCU. It is used for the ICU to: 

– Send real-time audio and video requests to the IPU through the SCU. 

– Send video storage and video requests to the IPU through the SCU. 

It uses the SIP protocol. 

8.10 Reference point Du: IVU – MDU 

The reference point Du is between the IVU and the MDU. It is used for the IVU to: 

– Acquire video and audio streams from the MDU through RTP/RTCP protocol. 

– Send UDP private network packets to the MDU. 

– Acquire RTP/RTCP packet from the MDU in the TCP mode. 

8.11 Reference point Mu: IVU – IVM 

The reference point Mu is between the IVU and the IVM. It is used to: 

– Send the user request of an intelligence analysis task from the IVM to the IVU. 

– Report the results of the intelligent analysis from the IVU to the IVM. 

– Report the status of the intelligence analysis task from the IVU to the IVM. 

– Report the intelligence analysis capabilities and resource usage status from the IVU to the 

IVM. 

8.12 Reference point Mm: IVM – CMU 

The reference point Mm is between the IVM and the CMU. It is used to: 

– Send the user request of an intelligence analysis task from the CMU to the IVM. 

– Report the result of the intelligent analysis from the IVM to the CMU. 

– Report the status of the intelligence analysis task from the IVM to the CMU. 

It uses the HTTP+XML protocol. 

8.13 Reference point Ma: IVM – APP 

The reference point Ma is between the IVM and the APP. It is used to: 

– Send the user request of an intelligence analysis task from the APP to the IVM. 

– Report the results of the intelligent analysis from the IVM to the APP. 
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– Report the status of the intelligence analysis task from the IVM to the APP. 

It uses the HTTP+XML protocol. 

8.14 Reference point Am: APP – CMU 

The reference point Am is between the APP and the CMU. It is used for the APP to: 

– Send the user authentication request from the APP to the CMU and return the 

authentication result. 

– Acquire the IPU list that the user has been authorized to access, the configuration 

information of the specified IPU, the alarm information, the status information and the 

platform video storage information. 

It uses the HTTP+XML protocol. 
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