- 60 -

TD 4218


	INTERNATIONAL TELECOMMUNICATION UNION
	

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 1997 - 2000
	COM 7-266-E

April 2000
Original: English


[image: image1.png]



Question: 14/7

	
	Texte disponible seulement en
Text available only in
Texto disponible solamente en
	(E


STUDY GROUP 7 – CONTRIBUTION 266

SOURCE:
ITU-T RAPPORTEUR’S GROUP ON MESSAGE HANDLING SYSTEMS (Q.14/7)

TITLE:
MHS IMPLEMENTOR’S GUIDE - VERSION 14 - MARCH 2000

____________________

Note:
This version applies to X.400 (1995) and ISO/IEC 10021:1996. It captures the changes previously published as Technical Corrigenda in both ITU-T and ISO/IEC JTC1 which has subsequently been integrated into X.400 (1999).


Readers still using the Blue Book (1988 CCITT publication) are advised to keep version 8 of MHS Implementors' Guide, as "CCITT 1988 only" bullets are no longer included in the Guide.


Readers still using the X.400 (1992) publication are advised to keep version 13 of the MHS Implementors’ guide, as the bullets include in that version of the guide have been deleted from this publication.
Agreed at the 31 March 2000 meeting of ITU-T Study Group 7.

Preface

The purpose of this Guide is to help implementors of the 1995 ITU-T Recommendations on Message Handling Systems and implementors’ of the corresponding multi-part International Standard ISO/IEC 10021:1996. This Guide is not a part of those Recommendations or that International Standard, but will be used in their ongoing maintenance.

Items marked with an asterisk (*) were added or modified for this version of the Guide, and draft bullets are included in appendix A of this version of this guide.

NOTE – This version of the guide only contains bullets from Technical Corrigendum that were approved by both the ITU and ISO/IEC through their respective approval processes.

ITU-T changes identified in the main body of this text are agreed by Study Group 7 (SG 7). ISO/IEC changes published in Technical Corrigenda (TCs) are included in this text for reference; the actual TCs take precedence in the event of a difference.

Bullets have reference numbers of the form Yxx where Y is a letter which corresponds to one of the ITU-T Recommendations or parts of the International Standard, and xx is a number which identifies the bullet in the context of the Recommendation or part. The letter Y is used as follows:

A : F.400, F.435 and ISO/IEC 10021 part 1, part 8
B : X.402 and ISO/IEC 10021-2
C : X.411 and ISO/IEC 10021-4
D : X.413 and ISO/IEC 10021-5
E : X.419 and ISO/IEC 10021-6
F : X.420 and ISO/IEC 10021-7
G : X.435 and ISO/IEC 10021-9
H : X.440 

The bullets are organised according to the clause number within a Recommendation or part, rather than by ordered reference/bullet numbers. The bullets will not be renumbered and some bullets have been superseded or withdrawn, resulting in holes in the numbering sequence. Appendix D contains a index of the bullets by page references. (Up to version 8 the bullets were renumbered for each version.) 

At the end of each bullet a parenthetical statement of the form (DR:nnn) may be included, where nnn is the defect report number, as defined in appendix B, to which the bullet relates. A single bullet may relate to more than one defect report, or a single defect report may result in more than one bullet being generated. Also, not all bullets are as a result of a defect report being explicitly raised.

Wide distribution of this document is expected and encouraged.

This Guide is published in the spirit of international communication and cooperation. However, the authors assume no responsibility for the accuracy of the information it contains or for the consequences arising from its use.
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1
Introduction

1.1
Background

This Guide concerns the ITU-T X.400-series (1995) Recommendations on Message Handling Systems and the corresponding multi-part International Standard ISO/IEC 10021 and ISO/IEC 11588. 

The X.400-series of Recommendations were prepared by Study Group 7 of the International Telecommunication Union Telecommunication Standardization Sector (ITU-T). They were formally adopted by the ITU-T at the Study Group 7 meeting in 1995. The ISO/IEC International Standard was prepared by ISO/IEC JTC 1/SC 6/WG 7 and published by ISO/IEC in 1996.

The preparation of the 1996 X.400-series of Recommendations and the ISO/IEC International Standard 10021 was performed in a collaborative fashion which has resulted in the two organisations producing almost identical text. Although it is anticipated that the vast majority of reported defects will relate to sections of text that are identical in both sets of documents, it is possible that a particular defect will relate to only one set. Where this occurs the defect resolutions will be listed is a separate subclause. If text is technically identical but differs in style, the notation "[ITU-T text | ISO text]" is used, e.g. bullet C363 on page 16 in this Guide.16TC "C363 on page  in this Guide." \f b

Both ITU-T and ISO/IEC JTC 1 have procedures for reporting defects and publishing corrections. For ITU-T, the process is through this Guide which is concurred by a meeting of Study Group 7. The ITU-T specific information provided through this Guide is informative in nature and this Guide is not itself a ITU-T Recommendation. The information it contains serves as an information source for the ITU-T Rapporteur Group assigned the responsibility of maintaining the X.400-series Recommendations, and is likely to be reflected in later versions of the Recommendations.

ISO/IEC JTC 1 have a different procedure for the correcting of defects which allow defects to be resolved and then balloted upon by JTC 1 member bodies, prior to being formally published by ISO/IEC, in the form of Technical Corrigenda. It is intended that this document becomes the authoritative collaborative source for all reported MHS problems or defects. Consequently, where appropriate, a clear indication is given against each defect of its resolution and status in ISO/IEC. 

Definitive changes to ISO/IEC 10021 are published in ISO/IEC TCs. They are included herein for completeness, to assist readers of both publications. Appendix B contains a summary listing of the TCs to the ITU-T X.400 series and ISO/IEC 10021 published to date.

Finally, the F.400 and F.435 Recommendations were prepared by Study Group 1 (SG1) within ITU-T and was therefore formally maintained by them until the 1997-2000 study period. During the 1997-2000 study period, maintenance activities were transferred to SG 7. These are also published and maintained by ISO/IEC as part of the multi-part standard ISO/IEC 10021. Proposed resolutions found in appendix A are included for consultation, and agreement with the Question 16/7 Rapporteur Group. Once agreed by SG 7, they are moved to the appropriate clause within this guide. Q16/7 maintains a separate guide for resolved defects against its F.400 series of Recommendations.

1.2
Recommendations and Standards addressed in this Guide.

· ITU-T Recommendation F.400 (1996), Message handling system and service overview; and Amendment 1 (1998).
and the twin text
ISO/IEC 10021-1: 1996, Information technology - Text Communication - Message-Oriented Text Interchange Systems (MOTIS) - Part 1: Service Overview; and Amendment 1 (1998).

· ITU-T Recommendation F.435 (1991), Message handling systems: EDI messaging service.
and the twin text
ISO/IEC 10021-8: 1993, Information Technology - Text Communication - Message Handling Systems - Part 8 : Electronic Data Interchange Messaging Service. 

· ITU-T Recommendation X.402 (1995) | ISO/IEC 10021-4: 1996, Information technology – Message Handling Systems (MHS): Overall architecture - Part 2: Overall Architecture. 
Technical Corrigendum 1 (08/1997).

· ITU-T Recommendation X.411 (1995) | ISO/IEC 10021-4: 1996, Information  technology  –  Message  Handling  Systems  (MHS)  –  Message  transfer  system:  Abstract service definition and procedures. 
Technical Corrigendum 1 (08/1997); Technical Corrigendum 2 (12/1997) & 3 (09/1998).

· ITU-T Recommendation X.413 (1995) | ISO/IEC 10021-5: 1996, Information  technology  –  Message  Handling  Systems  (MHS)  –  Message  store:  Abstract  service  definition 
Technical Corrigendum 1 (08/1997); Technical Corrigendum 2 (12/1997) & 3 (09/1998); and Amendment 1 (1997).

· ITU-T Recommendation X.419 (1995) | ISO/IEC 10021-6: 1996, Information technology - Message handling systems (MHS): Protocol specifications. 
Technical Corrigendum 1 (08/1997); Amendment 1 (1997).

· ITU-T Recommendation X.420 (1996) | ISO/IEC 10021-7: 1997, Information technology - Message handling systems (MHS): Interpersonal messaging system.
Technical Corrigendum 1 (08/1997); Technical Corrigendum 2 (12/1997) & 3 (09/1998); Amendment 1 (1997).

· ITU-T Recommendation X.435 (1991), Message handling systems: EDI messaging system. 
Technical Corrigendum 1 (08/1997); Amendment 1 (1997).
and the twin text
ISO/IEC 10021-9: 1993, Information Technology - Text Communication - Message Handling Systems - Part 9 : Electronic Data Interchange Messaging System. 
Technical Corrigendum 1 (08/1997); Amendment 1 (1998).

· ITU-T Recommendation X.440 (1992), Message handling systems: Voice messaging system. and Amendment 1 (1995)

· ITU-T Recommendation X.460 (1995) | ISO/IEC 11588-1: 1996, Information Technology - Message handling systems (MHS) management - Message Handling Systems: Model and Architecture.

· ITU-T Recommendation X.462 (1996) | ISO/IEC 11588-3: 1997, Information Technology - Message handling systems (MHS) management - Message Handling Systems: Logging information.

· ITU-T Recommendation X.467(1996) | ISO/IEC 11588-8: 1997, Information Technology - Message handling systems (MHS) management - Message Handling Systems: Message Transfer management.

2
Problem Reporting Procedure

2.1
Submission of Reports

Any implementor of the X.400-series Recommendations or the ISO/IEC 10021 and ISO/IEC 11588 International Standards is invited to submit an MHS defect report by post either using the form found in Appendix E of this Guide, or the corresponding ISO/IEC Form. The address to which defect reports should be sent is specified on the form. Each form should cover a single defect. It is important that the form is completed accurately, especially the sections which relate to the base material against which the defect report is being raised.

Defect reports relating to the other Recommendations or International Standards should be sent to the appropriate address given.

ITU-T Study Group 7 Secretariat, 
Rue de Varembé
1200 Geneva 20
Switzerland
Fax : +41 22 730 5853
Email : sebek@itu.int

2.2
Resolution of Defects

Defect reports will be collected and distributed to the members of the SG 7 Rapporteur Group on Message Handling Systems, and the secretariat of ISO/IEC JTC 1/SC 6/WG 4 for distribution to the appropriate bodies within ISO/IEC, in advance of each of their meetings, where the problems will be addressed. It is anticipated that close collaboration will exist between the appropriate ITU-T and ISO/IEC bodies involved in Message Handling System defect report resolution. Following the meetings new versions of the Guide will be produced. Proposed resolution of received defect reports are included in appendix A. They shall not be treated as guidance. They are included to give advanced notice of the existence of a defect. Comments on the draft resolutions can be submitted through your ISO national body or through a ITU member.

If the ISO/IEC TC ballot resolution process and the ITU-T defect report resolution review process result in the proposed change being concurred by both groups, the change is moved into the main body of the guide as jointly agreed at that time. In situations where joint agreement is not achieved, the change is reflected in the group specific sub-clause relevant to the matter as agreed in their respective voting processes. Appendix C of this Guide contains a list of published ISO/IEC documents containing the agreed defect resolutions included in sections 3 of this Guide.

NOTE - No individual responses can be given to those submitting reports, and that the procedure is not intended as a consulting service.

2.3
Distribution of the Guide

Copies of this Guide can, in general, be obtained from one's national representatives to ITU-T Study Group 7, or ISO/IEC JTC 1/SC 6, or the ITU-T's WEB site in Geneva ("http://www.itu.int"). Copies may also be obtained from other agencies.

2.4
Scope of the Guide

The Guide resolves defects in (only) the following categories:


-   editorial errors,
-   technical errors, such as omissions or inconsistencies,
-   ambiguities.

In addition to the above, the Guide may include explanatory text found necessary as a result of interpretation difficulties apparent from the defect reports. Such explanatory text will appear in italic within the bullet.

NOTES:

1. This Guide will not address proposed additions, deletions, or modifications to the Recommendations, or International Standard that are not strictly related to implementation difficulties in the above categories. 

2. Many of the base referenced Recommendations have been superceded by a subsequent publication. As such, all bullets contained herein have been integrated into that superceding publication; any subsequent publication of this guide will be against the more recent publications.

In the following section defect resolutions are divided into three categories based on whether the resolution is applicable to both the ITU-T and ISO/IEC (twin texts) texts, the ITU-T text only, the ISO/IEC text only. If the resolution is a draft resolution still subject to approval by ITU-T's SG 7 or by a ISO/IEC Technical Corrigendum ballot, it is listed in appendix A.

3
Implementation Guidance

Remember that this guide is intended to be an authoritative source of information for implementors of the X.400 1995 Recommendations, the ISO/IEC 10021 Standard (version 2), and the ISO/IEC 11588 Standard. However, it is not itself a ITU-T Recommendation, or ISO/IEC International Standard.

NOTES - 

1. Agreed changes to X.400 (1988) are found in version 8 of this guide.

2. Agreed changes to X.400 (1992) are found in version 13 of this guide.

3.1
Service Recommendations/Standards

3.1.1
Recommendation F.400/X.400 - ISO/IEC 10021‑1

3.1.1.1 Both

None at this time

3.1.1.2
Recommendation F.400/X.400 only

None at this time

3.1.1.3
ISO/IEC 10021‑1 only

None at this time

3.1.2
Recommendation F.435 - ISO/IEC 10021‑8

3.1.2.1
Both

None at this time.

3.1.2.2
Recommendation F.435 only

A98XE "A098"
(Clause 2). In the references to the following recommendations replace "1992" with "1995":
F.400
X.402
X.413

Add a reference to :
X.420
Message handling systems: Interpersonal messaging, 1996.

A99XE "A099"
(Clause 4). Add
"IPM
Interpersonal messaging".

A100XE "A100"
(Clause 7.2). After the figure 3, add the following notes:

"Note 1 - Figure 3 illustrates aspects of the EDI encoded data exchanged in this model, not the actual details.

Note 2 - For abbreviations and acronyms see 4 and annex A of this Specification.

Note 3 - The structure of the information exchanged between the EDIMG user and the EDI-UA is not defined by this multi-part Specification. In addition to the EDI interchange, the control information may comprise information carried in the envelope, EDIM heading, interchange header, etc. The control information could also be extracted from the EDI interchange and/or other sources."

A101XE "A101"
(Clause 8.2). In the note, replace "table 1" by "tables".

A102XE "A102"
(Clause 10). Replace the second sentence of the last paragraph with "Annex I of X.435 | ISO/IEC 10021-9 supplements X.402's | ISO/IEC 10021-2's MHS security model for EDIMS with EDI security features."

A103XE "A103"
(Table 5). Replace "Type body" by "Typed body".

A88XE "A088"
(Table 6). Change the name of "Requested Delivery Method" (B.76) to "Requested Preferred Delivery Method" and change the classification for it to "A" on Origination and to "A" on Reception. 
(DR:355, DR:356, DR:357, DR:416)
A89XE "A089"
(Table 6). Change the classification for "Stored message deletion" and "Stored message fetching" to be "E***".  In the legend change the description for "E**" to read: 
"Essential optional user facility applying to MSs, UAs may use this element of service at their discretion.".

Add after "E**" the following: "E***
"Essential optional user facility applying to MSs and UAs". 
(DR:349, DR:416)
A104XE "A104"
(Table 8). In the second note replace "due to" by "for". Add to the legend of the table:
"Note 4 - Achieving these time targets relies heavily on the MTS timings."
A105XE "A105"
(Clause C.2.9). In the first paragraph delete "as defined in Recommendation X.402"

Add a note to the end of the clause:
"Note - The vulnerability of misrouting is expanded in X.402 | ISO/IEC 10021-2."
A106XE "A106"
(Clause C.3.6). In the second set of bullets replace "an EDI message store and a recipient EDI-UA" by "between an EDI message store and a recipient EDI-UA".

3.1.2.3
ISO/IEC 10021‑8 only

None at this time.

3.2

Recommendation X.402 - ISO/IEC 10021‑2

3.2.1
Both

B101101XE "B"

(Clause 5.1)
Add the following to the end of this subclause:

"Although the abstract syntax in this Service Definition contains extension markers, it has not been verified that these are present in all instances that would be required before Packed Encoding Rules could safely be used."

The ITU-T Recommendation X.402, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-2.

3.2.2
Recommendation X.402 only

None at this time.

3.2.3
ISO/IEC 10021‑2 only

None at this time.

3.3

Recommendation X.411 - ISO/IEC 10021‑4

3.3.1
Both

C335335XE "C"

(Clause 5.3)
Add the following to the end of this subclause:

"Although the abstract syntax in this Service Definition contains extension markers, it has not been verified that these are present in all instances that would be required before Packed Encoding Rules could safely be used."

The ITU-T Recommendation X.411, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-4.

C336336XE "C"

(Clause 5.4). Insert a new subclause 5.4:
5.4
Interpretation of UTC time values

Dates and times in the MHS protocols are represented using the ASN.1 UTCTime type which uses only two decimal digits to represent the year, leaving the century unspecified. Since MHS systems must deal with dates both in the past (e.g. submission times of old messages which may be held in local storage or forwarded) and in the future (expiry time, deferred delivery time), it is important to observe a standard convention to avoid inaccurate display or malfunction of the MHS when dates from different centuries are compared.

The two decimal digits give 100 different years that can be expressed; an implementation has to associate each of these values with a particular century. The chosen convention is that dates up to ten years prior to the current time and up to forty years ahead of the current time should be associated with the corresponding century, with the interpretation of the remaining 49 values being implementation dependent. For example, for a system operating in 1996 the values "86" to "99" are interpreted as 1986 to 1999 and the values "00" to "36" are interpreted as 2000 to 2036, and the values "37" to "85" are implementation dependent.

NOTE – This convention permits two possible implementation strategies. An implementation can choose a fixed interpretation of all the year values, such that the convention is satisfied throughout the expected life of the product, or it can interpret the dates dynamically, based on the current date, such that the implementation remains valid indefinitely. For example, an implementation could choose the fixed range 1970 to 2069 for the available values, meaning that the implementation would require revision if it is still in use by the year 2029.

The ITU-T Recommendation X.411, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-4.

C337337XE "C"

(Clause 9.1). Number the current Note as NOTE 1 and ADD a new last paragraph:
"Each extension type shall occur at most once in a set of ExtensionField. The same extension type may occur in different places in the protocol. This applies to both standardized extensions and private extensions."

ADD a new NOTE at the end of the subclause:
NOTE 2 –
Per-message and per-recipient extensions are merged on delivery. This should be considered when defining a private extension.

The ITU-T Recommendation X.411, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-4.

C338338XE "C"

(Clause 9.2). Apply the following changes:
In Figure 2, Part 5, amend the ASN.1 comments for "MessageSubmissionResultExtensions" and "ProbeResultExtensions" with the following:

", at most one instance of each extension type "

In Figure 2, Part 11, amend the ASN.1 comments for "PerMessageSubmissionExtensions" and "PerRecipientMessageSubmissionExtensions" with the following:

", at most one instance of each extension type "

In Figure 2, Part 12, amend the ASN.1 comments for "PerProbeSubmissionExtensions" and "PerRecipientProbeSubmissionExtensions" with the following:

", at most one instance of each extension type "

In Figure 2, Part 13, amend the ASN.1 comments for "MessageDeliveryExtensions", "ReportDeliveryExtensions" and "PerRecipientReportDeliveryExtensions" with the following:

", at most one instance of each extension type "

The ITU-T Recommendation X.411, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-4.

C339339XE "C"

(Clause 13). Apply the following changes:
In Figure 4, Part 3, amend the ASN.1 comment for "MessageTransferExtensions" and "PerRecipientMessageTransferExtensions" with the following:

", at most one instance of each extension type "

In Figure 4, Part 4, amend the ASN.1 comments for "ProbeTransferExtensions", "PerRecipientProbeTransferExtensions" and "ReportTransferEnvelopeExtensions" with the following:

", at most one instance of each extension type"

In Figure 4, Part 5, amend the ASN.1 comments for "ReportTransferContentExtensions" and "PerRecipientReportTransferExtensions" with the following:

", at most one instance of each extension type"

The ITU-T Recommendation X.411, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-4.

C340340XE "C"
 
(Clause 8.1.1.1.1.2) In 8.1.1.1.1.2 fifth paragraph "If strong-authentication ... ", append "or certificate-selector".

In 8.1.1.1.1.2 final paragraph first sentence append "and, optionally, additional certificates which provide a certification-path for the initiator’s certificate". Insert after the second sentence "If the initiator is an MTS-user, the initiator-certificate shall contain the OR-address of the initiator in the x400Address component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the MTS-user. If the initiator is the MTS, the initiator-certificate shall contain the MTA-name of the initiator in an mta-name (see A.5.1 of ITU-T Rec. X.402 | ISO/IEC 10021-2) in the otherName component in its subject alternative name field, unless the security-policy provides an alternative binding of the certificate to the initiating MTA.". In the final sentence, delete "via the Change-credentials abstract-operation, or" and append "and, where the initiator has more than one certificate, a certificate-selector may be supplied to identify the certificate using any certificate selection criteria specified for certificate match (see 12.7.2 of ITU-T Rec. X.509 | ISO/IEC 9594-8)".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
C341341XE "C"
 
 (Clause 8.1.1.1.2.2)  In 8.1.1.1.2.2 fifth paragraph "If strong-authentication ...", append to the first sentence "and, optionally, a responder-certificate or certificate-selector".

In 8.1.1.1.2.2 append the following paragraph:

The responder-certificate is a certificate of the responder of the association, generated by a trusted source (e.g. a certification-authority) and, optionally, additional certificates which provide a certification-path for the responder’s certificate. It may be supplied by the responder of the association, if the responder-bind-token is an asymmetric-token. If the responder is an MTS-user, the responder-certificate shall contain the OR-address of the responder in the x400Address component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the MTS-user. If the responder is the MTS, the responder-certificate shall contain the MTA-name of the responder in an mta-name (see A.5.1 of ITU-T Rec. X.402 | ISO/IEC 10021-2) in the otherName component in its subject alternative name field, unless the security-policy provides an alternative binding of the certificate to the responding MTA. The responder-certificate may be used to convey a verified copy of the public-asymmetric-encryption-key (subject-public-key) of the responder of the association. The responder's public-asymmetric-encryption-key may be used by the initiator to validate the responder-bind-token. If the initiator is known to have, or have access to, the responder's certificate (e.g. via the Directory), the responder-certificate may be omitted and, where the responder has more than one certificate, a certificate-selector may be supplied to identify the certificate using any certificate selection criteria specified for certificate match (see 12.7.2 of ITU-T Rec. X.509 | ISO/IEC 9594-8).

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.2.1.1.1.26)  In 8.2.1.1.1.26 penultimate paragraph REPLACE "the message-token provides for non-repudiation-of-origin of the message content" by 

"the message-token may provide non-repudiation-of-origin of the message content subject to availability of an appropriate Public Key infrastructure".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.2.1.1.1.28) In 8.2.1.1.1.28 third paragraph after "to provide for non-repudiation-of-origin of the message content" INSERT "subject to availability of an appropriate Public Key infrastructure".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.2.1.1.2.4) In 8.2.1.1.2.4 penultimate paragraph after "An asymmetric proof-of-submission may also provide for Non Repudiation of Submission" insert "subject to availability of an appropriate Public Key infrastructure".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.3.1.1.2.2)  In 8.3.1.1.2.2 penultimate paragraph after "An asymmetric proof-of-delivery may also provide for Non Repudiation of Delivery" insert "subject to availability of an appropriate Public Key infrastructure".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.4.1.2)  In 8.4.1.2 insert "simple-authentication" before each occurrence of "credentials" in the first paragraph.

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.4.1.2.1.1)  Delete the third paragraph of 8.4.1.2.1.1.

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.4.1.2.1.2)  Delete "(i.e. simple or strong)" from the second paragraph of 8.4.1.2.1.2.

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 8.5.8)  In 8.5.8 replace the bullet on "recipient-name" by:

recipient-name: Either the OR-address-and-or-directory-name of the intended-recipient of the token; or, for strong authentication in an MTA-bind, the MTA-name and optionally the global-domain-identifier of the peer MTA (i.e. the recipient of the bind-token); or, for strong authentication in an MTS-bind, the MTA-name and optionally the global-domain-identifier of the MTA where the token is generated by the MTS-user, or the OR-address-and-optional-directory-name of the MTS-user where the token is generated by the MTS; or, for strong authentication in an MS-bind, the OR-address-and-optional-directory-name of the MS-user (whether the token is generated by the MS or by the MS-user);

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Figure 2)  In Figure 2 (Part 1 of 29), before "-- Object Identifiers" insert:

-- IPM Information Objects

IPMPerRecipientEnvelopeExtensions
----
FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0) information-objects(2) version-1997(1) }
In Figure 2 (Part 4 of 29), replace the productions for InitiatorCredentials and ResponderCredentials by:

InitiatorCredentials ::= Credentials

ResponderCredentials ::= Credentials

Credentials ::= CHOICE {
simple
Password,
strong
[0] StrongCredentials,
... ,
protected
[1] ProtectedPassword }

In Figure 2 (Part 4 of 29), replace the production for StrongCredentials by:

StrongCredentials ::= SET {
bind-token
[0] Token,
certificate
[1] Certificates OPTIONAL,
... ,
certificate-selector
[2] CertificateAssertion OPTIONAL }

In Figure 2 (Part 9 of 29), replace the production for ChangeCredentialsArgument by:

ChangeCredentialsArgument ::= SET {
old-credentials
[0] Credentials (WITH COMPONENTS { simple }),
new-credentials
[1] Credentials (WITH COMPONENTS { simple }) }

In Figure 2 (Part 10 of 29), delete the production for Credentials.

In Figure 2 (Part 11 of 29), in the production for PerRecipientMessageSubmissionExtensions, insert the line "IPMPerRecipientEnvelopeExtensions |" before "PrivateExtensions,".

In Figure 2 (Part 13 of 29), in the production for MessageDeliveryExtensions, insert the line "IPMPerRecipientEnvelopeExtensions |" before "PrivateExtensions,".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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(Clause 12.1.1.1.1.2) In 12.1.1.1.1.2 fourth paragraph "If strong-authentication ...", append "or certificate-selector".

In 12.1.1.1.1.2 final paragraph first sentence append 

"and, optionally, additional certificates which provide a certification-path for the initiator’s certificate". Insert after the second sentence "The initiator-certificate shall contain the MTA-name of the initiator in an mta-name (see A.5.1 of ITU-T Rec. X.402 | ISO/IEC 10021-2) in the otherName component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the initiating MTA.". In the final sentence append "and, where the initiator has more than one certificate, a certificate-selector may be supplied to identify the certificate using any certificate selection criteria specified for certificate match (see 12.7.2 of ITU-T Rec. X.509 | ISO/IEC 9594-8)".

C352352XE "C"
 
(Clause 12.1.1.1.2.2) In 12.1.1.1.2.2 fourth paragraph "If strong-authentication ...", append to the first sentence "and, optionally, a responder-certificate or certificate-selector".

In 12.1.1.1.2.2 append the following paragraph:

The responder-certificate is a certificate of the responder of the association, generated by a trusted source (e.g. a certification-authority) and, optionally, additional certificates which provide a certification-path for the responder’s certificate. It may be supplied by the responder of the association, if the responder-bind-token is an asymmetric-token. The responder-certificate shall contain the MTA-name of the responder in an mta-name (see A.5.1 of ITU-T Rec. X.402 | ISO/IEC 10021-2) in the otherName component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the responding MTA. The responder-certificate may be used to convey a verified copy of the public-asymmetric-encryption-key (subject-public-key) of the responder of the association. The responder's public-asymmetric-encryption-key may be used by the initiator to validate the responder-bind-token. If the initiator is known to have, or have access to, the responder's certificate (e.g. via the Directory), the responder-certificate may be omitted and, where the responder has more than one certificate, a certificate-selector may be supplied to identify the certificate using any certificate selection criteria specified for certificate match (see 12.7.2 of ITU-T Rec. X.509 | ISO/IEC 9594-8).

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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(Figure 4)  In Figure 4 (Part 1 of 7), before "-- Object Identifiers" insert:

-- IPM Information Objects

IPMPerRecipientEnvelopeExtensions
----
FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0) information-objects(2) version-1997(1) }

In Figure 4 (Part 3 of 7), in the production for PerRecipientMessageTransferExtensions, insert the line "IPMPerRecipientEnvelopeExtensions |" before "PrivateExtensions,".

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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(Figure 7)  Replace Figure 7 by:
[image: image2.png]
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 (Figure 8)  Replace Figure 8 by:
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ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
C356356XE "C"
 
(Clause 14.3.1.4) In 14.3.1.4 insert new steps 8) and 9), and renumber subsequent steps accordingly:

8) The Double-enveloper procedure is called if the routing instruction requires the message to be embedded within an inner-envelope content-type.

In the case of a successful return the procedure terminates, as the MTA has no further processing to perform on the original message.

In the case of an unsuccessful return, processing continues at step 10 (Error-handler).

9) The Double-envelope-extractor procedure is called if the routing instruction is to extract the inner envelope from the content.

Upon successful return of an extracted message or probe, processing of the extracted message or probe resumes at step 1. Upon successful return of an extracted report, processing of the extracted report continues as specified in 14.4.1. In addition in each case, processing of the report instructions on the original message continues at step 11.

Upon an unsuccessful return, processing continues at step 10 (Error-handler).

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 14.3.4.4)  In 14.3.4.4 RENUMBER steps 6) and 7) as 7) and 8), and INSERT new step 6):
6)
If the recipient OR-name identifies a double-envelope-extractor at this MTA and the content-type of the message is inner-envelope, then the procedure returns a routing instruction to extract the inner envelope from the content. The procedure then terminates.

Insert a new second paragraph in the former step 7) now renumbered 8):

If the security-policy specifies that a double envelope is required for the identified next hop and the content-type of the message is not inner-envelope, then the procedure returns a routing instruction to embed the current message within the content of a new message using the procedure specified in 14.3.13. The procedure then terminates.

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Clause 14.3.12.4)  In 14.3.12.4 bullet 4) b), append to the second sentence ", and terminal-type set to the value g3-facsimile".

Insert a new bullet 4) c):

1. telex-delivery: Values of country-name, administration-domain-name, and optionally private-domain-name are configured. The OR-address is constructed from the configured components and a network-address obtained from the values of the telexNumber and countryCode components of the telexNumber Directory attribute, a terminal-identifier obtained from the value of the answerback component of the telexNumber Directory attribute, and terminal-type set to the value telex. This is considered to satisfy the telex-delivery method.

Insert new subclauses 14.3.13 and 14.3.14, as follows:

14.3.13
Double-enveloper Procedure

This procedure takes a message, probe or report, and places the entire object in the content of a new message which is addressed to a remote double-envelope-extractor, and submitted as a new message which has an inner-envelope content-type.

14.3.13.1
Arguments

1)
A message, probe or report which is to be wrapped in an outer-envelope.

2)
The OR-name of the remote double-envelope-extractor.

3)
The OR-name of this double-enveloper.

4)
The security services to be applied to protect the inner-envelope content and either specific algorithm information or algorithm preferences for these (for content-confidentiality, message-token-encrypted-data, message-token-signed-data, and message-origin-authentication-check).

14.3.13.2
Results

None, as the MTA has no further processing to perform on the original message.

NOTE – 
There are two output events from this procedure: one is submission of a new message containing the inner-envelope, and the second is a record of sufficient information to enable the double-enveloper to construct a non-delivery report on the original message in the event that it receives a non-delivery report on the new message.

14.3.13.3
Errors

An indication of a security-error if a requested service could not be provided.

NOTE – 
The occurrence of such a security-error may indicate a configuration error (where a configured algorithm, or the MTA’s private-key for it, is unavailable), or an error in the certificate of the double envelope extractor.

14.3.13.4
Procedure Description

The entire MTS-APDU containing the subject message, probe or report, is placed in the content of a new message, whose originator is the OR-name of this double-enveloper and whose recipient is the OR-name of the remote double-envelope-extractor. The originator-report-request for this recipient is set to report, and the content-type is set to inner-envelope.

If algorithm preferences are specified for the requested security services and the directory-name is present within the OR-name of the remote double-envelope-extractor, then that Directory entry is read to obtain its Supported Algorithms and User Certificate attribute. The algorithm highest in the preference order which is supported by both this MTA and by the remote double-envelope-extractor is selected for each requested security service (i.e. content-confidentiality, message-token-encrypted-data, message-token-signed-data, and message-origin-authentication-check). The algorithm-information contains an algorithm-identifier, and, optionally, information to select an appropriate Certificate for that algorithm for the originator or recipient or both (depending on the requirements of the algorithm). Certificate-selector information is required only if the Directory entry may contain more than one Certificate for the identified algorithm. If the directory-name is not present, then the highest preference is selected, and local configuration of the remote double-envelope-extractor’s public encryption key will be required.

The content is encrypted using the selected (or configured) content-confidentiality-algorithm which may be an asymmetric algorithm, or if this is a symmetric algorithm then a random content-confidentiality-key is generated and used to encrypt the content, and a message-token created with this key encrypted using the selected (or configured) message-token-encryption-algorithm (which must be an asymmetric algorithm) and signed using the selected (or configured) message-token-signature-algorithm (which must be a signature algorithm). The public key that is used with the asymmetric encryption algorithm is found by using the algorithm-identifier and recipient-certificate-selector to select an appropriate Certificate from the Directory entry.

If message-origin-authentication is specified, then a message-origin-authentication-check is computed containing a signature of the encrypted content using the selected (or configured) algorithm together with the private key of this MTA corresponding to its Certificate identified by originator-certificate-selector. The new message containing the inner-envelope is submitted, and a record is made of its message-submission-identifier together with sufficient information to enable the double-enveloper to construct a non-delivery report on the original message in the event that it receives a non-delivery report on the new message.

14.3.14 Double-envelope-extractor Procedure

This procedure takes a message which has an inner-envelope content-type and extracts from its content a message, probe or report which the MTA then processes as if it had been transferred normally.

14.3.14.1
Arguments

A message which has an inner-envelope content-type.

14.3.14.2
Results

A message, probe or report.

14.3.14.3
 Errors

An indication of a security-error if verification of a security argument failed.

In response to a probe, or to a message with a content-type other than inner-envelope, a report generation instruction unable-to-transfer unrecognised-OR-name.

14.3.14.4
Procedure Description

The message-delivery procedure (see 14.7.1) is followed (as appropriate), including generation of a report instruction where requested.

If message-origin-authentication-check is present, then this is verified. The content is decrypted, and the message, probe or report is extracted and passed to the front-end (or report-front-end) procedure.

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Figure 10) Replace Figure 10 by:
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 (Figure 11) Replace Figure 11 by:
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(Subclause 14.4.4.4)  In 14.4.4.4, insert a new second paragraph in step 1) a):
"If the security-policy specifies that a double envelope is required for the identified next hop, then the procedure returns an instruction to embed the report within the content of a new message using the procedure specified in 14.3.13. The procedure then terminates."
In 14.4.4.4, insert a new step 1) e):

"e)
If the report-destination-name identifies a double-enveloper at this MTA, then the procedure in 14.4.5 applies, and the procedure terminates. Any resultant new report is processed from the start of this procedure."

Insert new subclause 14.4.5, as follows:

"14.4.5
Double-enveloper procedure

This procedure takes a report on a message (created by this MTA) which had an inner-envelope content-type, and if it is a non-delivery report then it substitutes a non-delivery report on the message that was in the inner-envelope.

14.4.5.1
Arguments

A report.

14.4.5.2
Results

Another report if the argument is a non-delivery report, or none otherwise.

14.4.5.3
Errors

None.

14.4.5.4
Procedure Description

If the report is a non-delivery report, then the record of submitted double-enveloped messages is read to obtain the information necessary to create a non-delivery report on the inner-envelope message. This new non-delivery report replaces the non-delivery report on the outer-envelope.

If the report is a delivery report, then no further transfer of it is required.

In either case, the record of submitted double-enveloped messages is augmented with information about the delivery or non-delivery report. The MTA may implement an additional procedure, activated by expiry of a timer, to generate a non-delivery report on the inner-envelope message if no delivery report has been received on the outer-envelope message."

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Subclause 14.5.1.4)  In 14.5.1.4 insert the following paragraphs after the first sentence of bullet 2):
"If the initiator-credentials contain strong-credentials, the signature of the initiator-bind-token is verified using the public key from the MTS-user’s certificate for the identified signature algorithm. The MTS-user’s certificate may be included in initiator-credentials in the Bind argument, or identified by a certificate-selector and, if not already available to the MTA, obtained from the MTS-user’s User Certificate attribute in the Directory. The validity of the certificate and its certification-path are also verified. Additionally, the Directory name from the subject field of that Certificate is verified to be that of the MTS-user. The OR-name in the subject-alternative-name field of that Certificate is verified to correspond to the OR-name of the MTS-user, and to correspond to the OR-name present in the initiator-name field of Bind. The mta‑name and global-domain-identifier within initiator-bind-token are verified as being those of this MTA. The Time in the token is compared with the current time to ensure that the validity period of the token acceptable to this MTA has not expired. The responder-bind-token is generated by using the same signature algorithm (unless a preferred alternative is known to be supported by the MTS-user) and this MTA’s private key to sign a token which comprises the algorithm-identifier for the signature algorithm, the OR-name of the MTS-user, the current time, and a random number as the bind-token-signed-data. This responder-bind-token together with either the certificate-selector or the certificate (and the additional certificates which provide its certification-path) for this MTA’s public key for this algorithm form the responder-credentials in the Bind result."

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Subclause 14.5.3.4) In 14.5.3.4 append the following paragraph to bullet 1):

"If the initiator-credentials is to contain strong-credentials, the MTA selects a signature algorithm which is supported by the MTS-user, and uses this algorithm to sign an initiator-bind-token comprising the algorithm-identifier for this algorithm, the OR-name of the MTS-user, the current time, and a random number as the bind-token- signed-data. This initiator-bind-token together with either the certificate-selector or the certificate (and the additional certificates which provide its certification-path) for this MTA’s public key for this algorithm form the initiator-credentials in the Bind argument."

In 14.5.3.4 insert the following paragraph after the second sentence of bullet 3):

"When the Bind result is received, the signature of the responder-bind-token is verified using the public key from the MTS-user’s certificate for the identified signature algorithm. (This might be a different signature algorithm to the one used to sign the initiator-bind-token.) The MTS-user’s certificate may be included in the Bind result, or identified by a certificate-selector and, if not already available to the MTA, obtained from the MTS-user’s User Certificate attribute in the Directory. The validity of the certificate and its certification-path are also verified. Additionally, the Directory name from the subject field of that certificate is verified to be that of the MTS-user (i.e. that the responding MTS-user is the intended target of the Bind). The OR-name in the subject-alternative- name field of that certificate is verified to correspond to the OR-name of the MTS-user, and to correspond to the OR-name present in the responder-name field of Bind result. The mta-name and global-domain-identifier within responder-bind-token are verified as being those of this MTA. The Time in the token is compared with the current time to ensure that the validity period of the token acceptable to this MTA has not expired."

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

C364364XE "C"
 
 (Subclause 14.9.1.4)  In 14.9.1.4 insert the following paragraphs after the first sentence of bullet 2):

"If the initiator-credentials contain strong-credentials, the signature of the initiator-bind-token is verified using the public key from the initiating MTA’s certificate for the identified signature algorithm. The initiating MTA’s certificate may be included in initiator-credentials in the Bind argument, or identified by a certificate-selector and, if not already available to the MTA, obtained from the initiating MTA’s User Certificate attribute in the Directory. The validity of the certificate and its certification-path are also verified. Additionally, the Directory name from the subject field of that Certificate is verified to be that of the initiating MTA. The mta-name in the subject-alternative-name field of that Certificate is verified to correspond to the calling MTA’s MTA Name and Global Domain Identifier, and to correspond to the mta-name present in the initiator-name field of Bind. The mta-name and global-domain-identifier within initiator-bind-token are verified as being those of this MTA. The Time in the token is compared with the current time to ensure that the validity period of the token acceptable to this MTA has not expired.

The responder-bind-token is generated by using the same signature algorithm (unless a preferred alternative is known to be supported by the initiator) and this MTA’s private key to sign a token which comprises the algorithm-identifier for the signature algorithm, the mta-name and global domain identifier of the initiating MTA, the current time, and a random number as the bind-token-signed-data. This responder-bind-token together with either the certificate-selector or the certificate (and the additional certificates which provide its certification-path) for this MTA’s public key for this algorithm form the responder-credentials in the Bind result."

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.
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 (Subclause 14.9.3.4)  In 14.9.3.4 append the following paragraph to bullet 1):
"If the initiator-credentials is to contain strong-credentials, the MTA selects a signature algorithm which is supported by the target MTA, and uses this algorithm to sign an initiator-bind-token comprising the algorithm-identifier for this algorithm, the mta-name and global domain identifier of the target MTA, the current time, and a random number as the bind-token-signed-data. This initiator-bind-token together with either the certificate-selector or the certificate (and the additional certificates which provide its certification-path) for this MTA’s public key for this algorithm form the initiator-credentials in the Bind argument."

In 14.9.3.4 insert the following paragraph after the second sentence of bullet 3):

"When the Bind result is received, the signature of the responder-bind-token is verified using the public key from the responding MTA’s certificate for the identified signature algorithm. (This might be a different signature algorithm to the one used to sign the initiator-bind-token.) The responding MTA’s certificate may be included in the Bind result, or identified by a certificate-selector and, if not already available to the MTA, obtained from the responding MTA’s User Certificate attribute in the Directory. The validity of the certificate and its certification-path are also verified. Additionally, the Directory name from the subject field of that certificate is verified to be that of the target MTA (i.e. that the responding MTA is the intended target of the Bind). The mta-name in the subject-alternative-name field of that certificate is verified to correspond to the target MTA’s MTA Name and Global Domain Identifier, and to correspond to the mta-name present in the responder-name field of Bind result. The mta-name and global-domain-identifier within responder-bind-token are verified as being those of this MTA. The Time in the token is compared with the current time to ensure that the validity period of the token acceptable to this MTA has not expired."

ITU-T Recommendation X.411 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-4 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

3.3.2 Recommendation X.411 only

None at this time.

3.3.3 ISO/IEC 10021‑4 only

None at this time.

3.4

Recommendation X.413 - ISO/IEC 10021‑5

3.4.1
Both

D165165XE "D"
 
(Clause 5): ADD a new subclause 5.8 as follows:
"5.8
ASN.1 Packed Encoding Rules

Although the abstract syntax in this Service Definition contains extension markers, it has not been verified that these are present in all instances that would be required before Packed Encoding Rules could safely be used."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D166166XE "D"
 
(Clause 5)  ADD a new subclause 5.9 as follows:
"5.9
Interpretation of UTC Time values

Dates and times in the MHS protocols are represented using the ASN.1 UTCTime type which uses only two decimal digits to represent the year, leaving the century unspecified. Since MHS systems must deal with dates both in the past (e.g. submission times of old messages which may be held in local storage or forwarded) and in the future (expiry time, deferred delivery time), it is important to observe a standard convention to avoid inaccurate display or malfunction of the MHS when dates from different centuries are compared.

The two decimal digits give 100 different years that can be expressed; an implementation has to associate each of these values with a particular century. The chosen convention is that dates up to ten years prior to the current time and up to forty years ahead of the current time should be associated with the corresponding century, with the interpretation of the remaining 49 values being implementation dependent. For example, for a system operating in 1996 the values “86” to “99” are interpreted as 1986 to 1999 and the values “00” to “36” are interpreted as 2000 to 2036, and the values “37” to “85” are implementation dependent.

NOTE – This convention permits two possible implementation strategies. An implementation can choose a fixed interpretation of all the year values, such that the convention is satisfied throughout the expected life of the product, or it can interpret the dates dynamically, based on the current date, such that the implementation remains valid indefinitely. For example, an implementation could choose the fixed range 1970 to 2069 for the available values, meaning that the implementation would require revision if it is still in use by the year 2029."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D167167XE "D"
 
 (Clauses 11.2.25, 11.2.33, 11.2.44, 11.2.47, 11.2.50, 11.2.61, 11.2.63, 11.2.65 and 11.2.74 – Annex C)  In the subclauses enumerated below, amend the OTHER MATCHING-RULES field of the ASN.1 ATTRIBUTE definition by replacing } with , ...} in order to indicate that the object set is extensible. For example:

OTHER MATCHING-RULES  {someMatch},  is changed to
OTHER MATCHING-RULES  {someMatch, ...},

The following ATTRIBUTE productions contained in the identified clause numbers are affected:


Subclause

Attribute

11.2.25

DL-expansion-history

11.2.33

Message-group-name

11.2.44

Originally-intended-recipient-name

11.2.47

Originator-name

11.2.50

Other-recipient-names

11.2.61

Recipient-names

11.2.63

Redirection-history

11.2.65

Reporting-DL-name

11.2.74

This-recipient-name

Apply the same modifications to the corresponding productions in Annex C.

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D168168XE "D"
 
(Clause 7.1.2)  Apply the following changes regarding the modification of the retrieval-status attribute:
Append the following to item h):
"This Specification defines one additional capability of the MS. If, and only if, the MS-configuration-request parameter of the MS-bind-argument is true, and the MS supports the use of the Modify abstract-operation to change the value of the retrieval-status attribute, then the following MS-EXTENSION shall be present:

modify-retrieval-status MS-EXTENSION ::= {

ModifyRetrievalStatus IDENTIFIED BY id-ext-modify-retrieval-status }

ModifyRetrievalStatus ::= INTEGER {

no-restriction


(0),

listed-to-processed

(1) }

If the value no-restriction is present, then the MS supports any modification of the retrieval-status attribute. If the value listed-to-processed is present, then retrieval-status may be modified provided that its existing value is listed and the replacement value is processed."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D169169XE "D"
 
(Annex B) Regarding the modification of the retrieval-status attribute, INSERT the productions shown above in Annex B following the production for MSBindResult. Add id‑ext‑modify‑retrieval-status, after id-crt-ms-access-94, in the IMPORTS FROM MSObjectIdentifiers.
The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D170170XE "D"
 
(Clause 11.2.68)  In 11.2.68 (Retrieval-status) of Recommendation X.413, REPLACE the second and third sentence with the following:
"The modify abstract-operation and auto-modify auto-action, if available, may be capable of amending the attribute."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D171171XE "D"
 
(Clause 11.6)

REPLACE the first sentence with the following:

"Of the general-attribute-types, only those listed below are subject to modification by the Modify abstract-operation and the Auto-modify auto-action."

ADD a new third sentence:
"Support for the modification of retrieval-status is indicated as an additional capability reported in MS-bind-result [see item h) in 7.1.2]."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D172172XE "D"
 
(Annex A)  ADD the following after the line starting id-mr:
id-ext -- Extensions --
ID ::= {id-ms 9}

ADD the following before the line starting END:
-- Extensions --

id-ext-modify-retrieval-status
ID ::= {id-ext 0}

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D173173XE "D"
 
(Clause 8.1.1)  To clarify range boundaries, in this subclause, APPEND the following:
"The sequence-number and creation-time specified in range need not identify existing entries."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D174174XE "D"
 
(Clause 8.2.1)  To clarify range boundaries, in this subclause, DELETE sequence-number-error | from the ASN.1 production for summarize.
The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D175175XE "D"
 
(Clause 8.2.2 and Annex B)  To clarify range boundaries, in Subclause 8.2.2 and Annex B

In this subclause, delete "sequence-number-error |" from the ASN.1 production for list.
In Annex B, delete "sequence-number-error |" from the ASN.1 production for summarize.
In Annex B, delete "sequence-number-error |" from the ASN.1 production for list.
The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D176176XE "D"
 
(Clause 8.1.4)  To assist in determining of the presence of an attribute, REPLACE the production for AttributeSelection with the following:
AttributeSelection ::= SET {
type
ATTRIBUTE.&id ({AttributeTable}),
from
[0] INTEGER (1..ub-attribute-values) OPTIONAL 

--  used if type is multi-valued  --,
count
[1] INTEGER (0..ub-attribute-values) OPTIONAL

--  for 1988 Application Contexts the lower bound is one  -- }

REPLACE bullet c) with the following:
"c)
Count (O): This Integer specifies the maximum number of values to be returned. It is not an error if count is greater than the number of values present in the attribute. If count is zero, then information is requested on the total number of values present in the attribute but no actual values are returned. If this component is omitted, there is no limit as how many values are returned."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D177177XE "D"
 
(Clause 8.1.5)  To assist in determining of the presence of an attribute, in item b), APPEND the following to the last sentence:

", or if all the requested-attributes present were specified in entry-information-selections in which the count component indicated that zero attribute-values were to be returned."

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D178178XE "D"
 
(Clause 8.1.5 11.2.25 and Annex C) To correct a missing matching-rule, in the ASN.1 production for mt-dl-expansion-history, INSERT the following after redirectionOrDLExpansionSubstringElementsMatch }:
| redirectionOrDLExpansionSingleElementMatch

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D179179XE "D"
 
(Clause 11.2.63 and Annex C) To correct a missing matching-rule, in the ASN.1 production for mt-redirection-history, INSERT the following after redirectionOrDLExpansionSubstringElementsMatch }:
redirectionOrDLExpansionSingleElementMatch |

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D180180XE "D"
 
(Clause 12.4.7) To correct a missing matching-rule, REPLACE the first sentence with the following:
"The OR-name-single-element-match rule determines whether a presented string and some element present in a value of an attribute of type OR-name match for equality.".

Replace the first sentence of the last paragraph with the following:

"The rule returns true if, and only if, the stored OR-name contains an element (in its OR-address or directory-name components) that matches the presented value according to the MS-string-match rule.".

Append the same NOTE that appears in 12.4.6.
The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D181181XE "D"
 
(New Clause 12.4.11) To correct a missing matching-rule, INSERT a new subclause 12.4.11 and renumber existing subclauses 12.4.11-14 to 12.4.12-15, accordingly:

"12.4.11
Redirection-or-DL-expansion-single-element-match

The Redirection-or-DL-expansion-single-element-match rule determines whether a presented string and some element present in the OR-address-and-optional-directory-name component of a value of an attribute of type Redirection-history or DL-expansion-history match for equality.

redirectionOrDLExpansionSingleElementMatch MATCHING-RULE ::= {
SYNTAX
MSString {ub-msstring-match}
ID
id-mr-redirection-or-dl-expansion-single-element-match }

The rule returns true if, and only if, the stored OR-name contains an element (in its OR-address or directory-name components) that matches the presented value according to the MS-string-match rule. The terminal-type and extended form of network address elements are not considered when evaluating the Redirection-or-DL-expansion-single-element-match rule.".

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D182182XE "D"
 
(Clause 12.6 and Annex D) To correct a missing matching-rule, in the production for GeneralMatchingRules, ADD the following before redirectionOrDLExpansionSubstringElementsMatch:
redirectionOrDLExpansionSingleElementMatch |

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D183183XE "D"
 
(Annex A) To correct a missing matching-rule, ADD the following to the Matching-rules section, preserving alphabetical order:

id-mr-redirection-or-dl-expansion-single-element-match
ID ::= {id-mr 25}

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D184184XE "D"
 
(Annex C) To correct a missing matching-rule, ADD the following after redirectionOrDLExpansionMatch, in the IMPORTS FROM MSMatchingRules:
redirectionOrDLExpansionSingleElementMatch,

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D185185XE "D"
 
(Annex D) To correct a missing matching-rule, ADD the production given above in 12.4.11 for redirectionOrDLExpansionSingleElementMatch to this annex, before the production for redirectionOrDLExpansionSubstringElementsMatch.

Add the following to the IMPORTS FROM MSObjectIdentifiers after id-mr-redirection-or-dl-expansion-match,:

id-mr-redirection-or-dl-expansion-single-element-match,

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D186186XE "D"
 
(Clause 11.2.3)  To correct an attribute creation problem, in 11.2.3 (AC-uncorrelated-report-list, here renumbered 11.2.4) replace the first sentence of the second paragraph with the following:
"The attribute is created when the first report of the kind described is delivered, and updated as further reports of this kind are delivered.".

The ITU-T Recommendation X.413, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-5.

D187187XE "D"
 
(Clause 6.5.2) APPEND the following to 6.5.2, bullet b):

"This component is disregarded in the case where the auto-action-type supports only a single registration."

In 6.5.2, bullet c), change "(O)" to "(C)".

Append the following to 6.5.2, bullet c):

"This shall be present if the auto-action-type identifies an auto-action for which a registration parameter is defined, and is absent otherwise."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D188188XE "D"
 
(Clause 7.1.1)  In 7.1.1, bullet b) second paragraph third sentence "If strong-authentication ...", append "or certificate-selector". In the fourth sentence replace "initiator-bind-token and initiator-certificate" by "initiator-bind-token, initiator-certificate and certificate-selector". 

Insert after the fourth sentence "The initiator-certificate shall contain the OR-address of the MS-user in the x400Address component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the MS-user.".

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D189189XE "D"
 
(Clause 7.1.2)  In 7.1.2, in the ASN.1 replace:

additional-capabilities [9] MSExtensions OPTIONAL,

by:

bind-result-extensions [9] MSExtensions OPTIONAL,

In 7.1.2, bullet a) second paragraph third sentence "If strong-authentication ...", APPEND ", and, optionally, a responder-certificate or certificate-selector". 

In the fourth sentence REPLACE "responder-bind-token is" by "responder-bind-token, responder-certificate and certificate-selector are". 

INSERT after the fourth sentence "The responder-certificate shall contain the OR-address of the MS in the x400Address component in its subject alternative name field (see 12.3.2.1 of ITU-T Rec. X.509 | ISO/IEC 9594-8), unless the security-policy provides an alternative binding of the certificate to the MS.".

REPLACE bullet h) by:

"h)
Bind-result-extensions (C): This parameter allows for future general and content-specific extensions to MS-bind-result. If the MS supports one or more additional capabilities whose specification defines an MS-extension to indicate that capability, the specified extensions shall be present. MS-extensions to indicate additional capabilities defined in this Service Definition are listed in Annex F; further extensions may be defined in future editions of this Service Definition, in content-specific Specifications, or to indicate proprietary capabilities."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D190190XE "D"
 
(Clause 8.1.6)  In 8.1.6, REPLACE item d) with the following:

"d)
MS-submission-extensions (O): This component allows for general and content-specific extensions to MS-submission-options. The Specification for a given content-type defines its use of this component. In the absence of the component, no MS-submission-extensions are specified. This Service Definition defines the following extension:

–
Originator-token (O): This extension is used where the submitted message contains a message-token which contains encrypted-data that has been encrypted such that it cannot subsequently be decrypted by the originator. This extension enables the originator to supply a message-token constructed as if the originator were a recipient of the message, to be stored in the submitted-message entry but not submitted to the MTS. Subsequently, the originator may retrieve this information and use it to recover the original message.

originator-token MS-EXTENSION ::= {
OriginatorToken IDENTIFIED BY id-ext-originator-token }

OriginatorToken
::= MessageToken (CONSTRAINED BY 
-- Must be an asymmetric-token with an encrypted-data component -- }

The originator-token contains a message-token argument of the Message-submission abstract-operation (see 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4) which contains an encrypted-data component that is encrypted using the public key of the message originator.

NOTES

1)
When storage-on-submission is used, the originator retains a copy of the message in the MS, but is not treated as a recipient in the message submission envelope. This extension provides the originator with the security arguments that are encrypted on a per-recipient basis for the conventional recipients of the message. Note that content-integrity-check does not need to be duplicated here, as it is only a signature, and so the originator is implicitly able to use any of the values provided for the other recipients.

2)
If Content Confidentiality is provided using a symmetric encryption algorithm with a content-confidentiality- key (session key) which is itself encrypted such that it requires each recipient’s private key to decrypt it, then the message’s originator would have no means of decrypting the copy of the message as stored in the MS on submission. This MS-submission-extension enables the MS-user to supply a value with the submitted message, which is stored in the submitted-message entry but is not included in the message submitted to the MTS. This contains the session key for the message, encrypted with the public key of the submitting MS-user. When the MS-user subsequently retrieves the submitted-message, his private key may be used to decrypt the session key, and hence decrypt the message.

3)
Where Content Confidentiality is provided by use of a symmetric algorithm, and a method other than the message-token is used to distribute the key, then the originating MS-user must employ a different mechanism to retain the key and so enable subsequent decryption of the stored-message.

4) 
Where Content Confidentiality is provided directly by use of an asymmetric algorithm, it is unlikely that storage on submission will be useful, except where the key pair is shared between users, including the originating MS-user, who thus has access to both public and private keys."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D191191XE "D"
 
(Clause 8.2.5.1)  In 8.2.5.1 and Annex B, in the production for Register-MSArgument, replace the lines for old and new credentials by:

old-credentials [0] Credentials (WITH COMPONENTS { simple }),

new-credentials [1] Credentials (WITH COMPONENTS { simple })} OPTIONAL,

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D192192XE "D"
 
(Clause 8.2.7.2) In 8.2.7.2, replace bullet a) with the following, preserving the Note:

a)
Entries-modified (C): This identifies the entries selected for modification. It is present if the selector component was present in the modify-argument, and at least one entry was selected for modification. It is absent otherwise.

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D193193XE "D"
 
(Table 2)  In Table 2, in the row Message-identifier, in columns submitted-message entry and submitted-probe entry, change "P" to "C".

In Table 2, replace the row for "Message-token" by:

	


Attribute-type name
	Presence in: 
	Support level by MS
	
Single/
Multi
valued
	

Available
for
List
	

Available
for
Summar
ize

	
	delivered
message
entry
	delivered
report
entry
	returned
content
entry
	submitted
message
entry*
	submitted
probe
entry*
	draft
message
entry*
	Stored
message
entry-class
	Message-log entry-class*
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	Message-token*
	C
	–
	–
	C
	–
	C
	O
	O
	S
	Y
	N


ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D194194XE "D"
 
(Clause 11.2.34) (renumbered to 11.2.35 by Amendment 1)  In 11.2.34, paragraph 1, after the second sentence insert:

Where Message-submission or Probe-submission fails, the attribute is absent from any entry created in the Message-log entry class. Where Message-submission or Probe-submission succeeds, the attribute is present in any entry created in the Stored-message entry class.

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D195195XE "D"
 
(Clause 11.2.40) (renumbered to 11.2.41 by Amendment 1)  REPLACE the first paragraph of clause 11.2.40 by:

This general attribute contains the message-token argument of the Message-delivery abstract-operation or the originator-token argument of the Message-submission abstract-operation. When present in submitted-message entries, this attribute contains an encrypted-data component that is encrypted using the public key of the message originator rather than that of any recipient. It may be generated by the originator of the message. See 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4 and 8.1.6.

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D196196XE "D"
 
(Table 4) (renumbered to 11.2.41 by Amendment 1) In Table 4, REPLACE the row for "Message-token" by::

	
Attribute-type name
	Single
/multi
valued
	
Source parameter
	Source
generated
by
	
Generation rules

	Message-token
	S
	message-token
	Md
	The attribute-value is the value of the source parameter.

	
	
	originator-token
	Ms
	The attribute-value is the value of the source parameter.


ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D197197XE "D"
 
(Clause 13)  Append the following to clause 13 (before 13.1):

Table 5 summarizes the registration and log generation capabilities of each of the general-auto-actions in the following respects:

· whether the auto-action may be registered by means of the Register-MS abstract-operation;

· whether multiple registrations are permitted;

· whether a registration parameter is defined for the auto-action;

· whether the execution of the auto-action may cause the generation of an entry in the Auto-action-log.

NOTE – If the register-MS-argument contains a registration-status-request for auto-action-registrations, then all auto-actions currently in effect (whether registered by means of Register-MS or by subscription) are reported in the registered-information argument of register-MS-result.

Table 5 – Summary of general-auto-action registration and logging capabilities

	Auto-action-type
	Register-MS
	Multiple
registrations
	Registration
parameter
	Auto-action-log

	Auto-alert
	Y
	Y
	Y
	Y

	Auto-modify
	Y
	Y
	Y
	Y

	Auto-correlate-reports
	N
	N
	N
	N

	Auto-delete
	Y
	N
	N
	Y


ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D198198XE "D"
 
(Clause 16.1.1)  In 16.1.1, delete item f), renumber existing item c) as d), and insert a new item c):

"c}
If a security-context is specified for the abstract-association, then the message-security-labels of the selected entries are checked against the security-context. Any entry bearing a message-security- label not permitted by the current security-context is eliminated from the set of selected entries. If no entries remain, the MS returns a Summarize result and the procedure terminates. If the requested operation is barred by the security-policy, the Summarize abstract-operation is abandoned and a security error is indicated.

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D199199XE "D"
 
(Clause 16.1.2)  In 16.1.2, delete item e), renumber existing items c)-d) as d)-e), and insert a new item c):

"c)
If a security-context is specified for the abstract-association, then the message-security-labels of the selected entries are checked against the security-context. Any entry bearing a message-security- label not permitted by the current security-context is eliminated from the set of selected entries. If no entries remain, the MS returns a List result and the procedure terminates. If the requested operation is barred by the security-policy, the List abstract-operation is abandoned and a security error is indicated."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D200200XE "D"
 
(Clause 16.1.3)  In 16.1.3, delete item f), renumber existing items c)-e) as d)-f), and insert a new item c):
"c)
If a security-context is specified for the abstract-association and the Fetch argument specifies a specific entry (using the Precise parameter), then the message-security-label of that entry is checked against the security-context. If the entry bears a message-security-label not permitted by the current security-context, then the Fetch abstract-operation is abandoned and a security error is indicated.

If a security-context is specified for the abstract-association and the Fetch argument specifies a set of entries (using the Search parameter), then the message-security-labels of the selected entries are checked against the security-context. Any entry bearing a message-security-label not permitted by the current security-context is eliminated from the set of selected entries. If no entries remain, the MS returns a Fetch result and the procedure terminates. If the requested operation is barred by the security-policy, the Fetch abstract-operation is abandoned and a security error is indicated."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D201201XE "D"
 
(Clause 16.1.4)  In 16.1.4, insert the following item c) and renumber items c)-d) as d)-e):

"c)
If a security-context is specified for the abstract-association and the Delete argument specifies specific entries (using the Sequence-numbers parameter), then the message-security-labels of those entries are checked against the security-context. If any entry bears a message-security-label not permitted by the current security-context, then the Delete abstract-operation is abandoned and a security error is indicated.

If a security-context is specified for the abstract-association and the Delete argument specifies a set of entries (using the Selector parameter), then the message-security-labels of the selected entries are checked against the security-context. Any entry bearing a message-security-label not permitted by the current security-context is eliminated from the set of selected entries. If no entries remain, the MS returns a Delete result and the procedure terminates. If the requested operation is barred by the security-policy, the Delete abstract-operation is abandoned and a security error is indicated."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D202202XE "D"
 
(Clause 16.1.5)  In 16.1.5, renumber item d) as item b), replacing "may only permit user-security-labels to be changed" with "may permit user-security-labels to be changed only" and renumber existing items b)-c) as c)-d).
ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D203203XE "D"
 
(Clause 16.1.6)  In 16.1.6, insert the following item c) and renumber items c)-d) as d)-e):
c)
If a security-context is specified for the abstract-association and the Modify argument specifies specific entries (using the Specific-entries parameter), then the message-security-labels of those entries are checked against the security-context. If any entry bears a message-security- label not permitted by the current security-context, then the Modify abstract-operation is abandoned and a security error is indicated.

If a security-context is specified for the abstract-association and the Modify argument specifies a set of entries (using the Selector parameter), then the message-security-labels of the selected entries are checked against the security-context. Any entry bearing a message-security-label not permitted by the current security-context is eliminated from the set of selected entries. If no entries remain, the MS returns a Modify result and the procedure terminates. If the requested operation is barred by the security-policy, the Modify abstract-operation is abandoned and a security error is indicated.

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D204204XE "D"
 
(Clause 16.1.7)  In 16.1.7, delete item (d), renumber existing items (a)-(c) as (b)-(d), and insert the following item (a):
"a)
If a security-context is specified for the abstract-association, then the message-security-labels of the delivered message or report are checked against the security-context. If the entry bears a message-security- label not permitted by the current security-context, or other security restrictions apply, the action taken shall be defined by the security-policy in force."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D205205XE "D"
 
(Clause 16.2.1)  In 16.2.1, move existing bullet j) to become a new bullet a) and renumber a)-i) accordingly. Replace bullets e) and f) [here renumbered f) and g)] with the following:
"f)
The MS invokes the Message-submission abstract-operation over its abstract-association with the MTS, and creates an entry in the Submission-log entry-class (if subscribed to by the MS-user).

If the submission-options parameter (or its registered default) requests the creation of an entry in the Submission entry-class, then that entry is created at the same time. The mandatory and optional attribute-types for submitted-message entries of the Submission and Submission-log entry-classes are indicated in Table 2. If the submission-options parameter contain an originator-token parameter, then the MS shall create a message-token attribute in the Submission and Submission-log entry-classes containing that value.

g)
If the Message-submission is successful, and the Auto-correlate reports auto-action is subscribed to by the MS-user, then the MS generates the correlation attributes indicated in 13.3. If the Message-submission is unsuccessful, the MS deletes the newly created entry in the Submission entry-class and attaches an MS-submission-error to the Submission-log entry to record the error."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D206206XE "D"
 
(Clause 16.2.2)  In 16.2.2, MOVE existing bullet h) to become a new bullet a) and renumber a)-g) accordingly. REPLACE bullets c) and d) [here renumbered d) and e)] with the following:
"d)
The MS invokes the Probe-submission abstract-operation over its abstract-association with the MTS, and creates an entry in the Submission-log entry-class (if subscribed to by the MS-user). If the submission-options parameter (or its registered default) requests the creation of an entry in the Submission entry-class, then that entry is created at the same time. The mandatory and optional attribute-types for submitted-probe entries of the Submission and Submission-log entry-classes are indicated in Table 2.

g)
If the Probe-submission is successful, and the Auto-correlate reports auto-action is subscribed to by the MS-user, then the MS generates the correlation attributes indicated in 13.3. If the Probe-submission is unsuccessful, the MS deletes the newly created entry in the Submission entry-class and attaches an MS-submission-error to the Submission-log entry to record the error."

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D207207XE "D"
 
(Annex A)  In Annex A (as modified by Technical Corrigendum 1), insert the following after the line beginning "id-ext-modify-retrieval-status":

id-ext-originator-token ID ::= {id-ext 3}

ITU-T Recommendation X.413 Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-5 Technical Corrigendum 2 and Corrigendum 3 respectively. They are published hereafter as a single consolidated text.

D208208XE "D"
 
(Annex B)  ADD "MessageToken," to the imports from MTSAbstractService (data-types).
ADD "id-ext-originator-token," to the imports from MSObjectIdentifiers on the second page.
In the ASN.1 for MSBindResult on the fifth page replace:

additional-capabilities
[9] MSExtensions OPTIONAL,

by:

bind-result-extensions
[9] MSExtensions OPTIONAL,

Insert the following after the production for MSSubmissionOptions on the seventh page:

originator-token MS-EXTENSION
::= {
OriginatorToken
IDENTIFIED BY id-ext-originator-token }

OriginatorToken
::= MessageToken
(CONSTRAINED BY
-- Must contain an asymmetric-token with an  encrypted-data component -- } )

3.4.2
Recommendation X.413 only

None at this time.

3.4.3
ISO/IEC 10021‑5 only

None at this time.

3.5

Recommendation X.419 - ISO/IEC 10021‑6

3.5.1
Both 

E62XE "E062"
(Clause 5.2). Add the following to the end of this subclause: 

"Although the abstract syntax in this Service Definition contains extension markers, it has not been verified that these are present in all instances that would be required before Packed Encoding Rules could safely be used.". 

The ITU-T Recommendation X.419, Corrigendum 1 was approved on the 9th of August 1997 and published in 1998. The identical text is also published as ISO/IEC International Standard 10021-6.

3.5.2
Recommendation X.419 only

None at this time.

3.5.3
ISO/IEC 10021‑6 only

None at this time.

3.6

Recommendation X.420 - ISO/IEC 10021‑7

3.6.1
Both

F195195XE "F"

(Clause 5) Add a new subclause 5.5 regarding use of UTC Time


“5.5
Interpretation of UTC Time values

Dates and times in the MHS protocols are represented using the ASN.1 UTCTime type which uses only two decimal digits to represent the year, leaving the century unspecified. Since MHS systems must deal with dates both in the past (e.g. submission times of old messages which may be held in local storage or forwarded) and in the future (expiry time, deferred delivery time), it is important to observe a standard convention to avoid inaccurate display or malfunction of the MHS when dates from different centuries are compared.

The two decimal digits give 100 different years that can be expressed; an implementation has to associate each of these values with a particular century. The chosen convention is that dates up to ten years prior to the current time and up to forty years ahead of the current time should be associated with the corresponding century, with the interpretation of the remaining 49 values being implementation dependent. For example, for a system operating in 1996, the values "86" to "99" are interpreted as 1986 to 1999 and the values "00" to "36" are interpreted as 2000 to 2036, and the values "37" to "85" are implementation dependent."

NOTE – This convention permits two possible implementation strategies. An implementation can choose a fixed interpretation of all the year values, such that the convention is satisfied throughout the expected life of the product, or it can interpret the dates dynamically, based on the current date, such that the implementation remains valid indefinitely. For example, an implementation could choose the fixed range 1970 to 2069 for the available values, meaning that the implementation would require revision if it is still in use by the year 2029.”

The ITU-T Recommendation X.420, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-7.

F196196XE "F"

(Clause 7.2.17)  APPEND to the second paragraph in subclause 7.2.17

“Each extension type shall occur at most once in a set of ExtensionsField, unless multiple occurrences are explicitly permitted in the definition of the extension type. The same extension type may occur in different places in the protocol. This applied to both standardized extensions and private extensions.”

The ITU-T Recommendation X.420, Corrigendum 1 was approved on the 9th of August 1997. The identical text is also published as ISO/IEC International Standard 10021-7.

F197197XE "F"

(Clause 7.2.6)  In 7.2.6 Delete "heading" in the first sentence, and append to the first paragraph:

"It may be present as a Heading field, or alternatively as an equivalent MTS extension that may be present in the per-recipient-message-submission-extensions field of a message-submission envelope and in the message-delivery-extensions field of a message-delivery envelope.". 

Also, INSERT after the existing ASN.1 productions:

blind-copy-recipients EXTENSION ::= {

BlindCopyRecipientsField,

IDENTIFIED BY standard-extension:41 }

INSERT at the end of 7.2.6 the following note:

"NOTE – When submitting through an MS which provides Storage on Submission, the use of the alternative envelope encoding will result in a single submitted-message entry instead of an additional submitted-message entry for each blind copy recipient, which gives greater efficiency of submission, better correspondence between the user’s perception of submitting one IPM and the resultant stored entry, and improved correlation of reports and notifications for blind copy recipients with the submitted-message entry. However, if the blind copy recipient’s MS or UA conforms to an earlier version of this specification, then use of the alternative envelope encoding will result in the absence of requested notifications and the recipient being aware only implicitly rather than explicitly that he was a blind copy recipient."

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F198198XE "F"

(Clause 7.2.13)  Replace the ASN.1 production for ReplyRecipientsSubfield in 7.2.13 by:

ReplyRecipientsSubfield ::= ORDescriptor ( WITH COMPONENTS 






{...,formal-name PRESENT } )

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F199199XE "F"

(Clause 7.4.7)  In 7.4.7 bullet b) second sentence "The presence ... is discouraged", REPLACE "The presence" by

"For a delivered message, the presence".

ADD a new final paragraph to 7.4.7 (before the Notes):

"If the forwarded IPM represents a previously submitted IPM (rather than a delivered IPM) then a simulated delivery-envelope may be constructed to contain message-submission-time; the originator-name and this-recipient- name components of this envelope each contain the OR-address of the IPM’s originator.".

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F200200XE "F"

(Clause 7.4.11)  In 7.4.11 number the existing Example as Example 1 and insert after it:

"EXAMPLE 2 – The extended EITs for the Basic Multilingual Plane of ISO/IEC 10646-1 (16-bit encoding without restrictions on combining characters) are 

{id-cs-eit-authority 176}
- for the G0 set, 
{id-cs-eit-authority 1}
- for the basic C0 set, and (if required)
{id-cs-eit-authority 77}
- for the C1 set of ISO 6429."

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F201201XE "F"

(Clause 7.4.12)  Delete the last 4 lines of the ASN.1 comment against FileTransferData contained in 7.4.12.
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F202202XE "F"

(Clause 7.4.12.7)  In 7.4.12.7 second paragraph, second sentence: delete the words "a sequence of Externals to convey".

Delete the 3rd sentence of the 2nd paragraph of clause 7.4.12.7 ("The encoding of each data value in the external is described in 7.4.12"), and REPLACE by: "Where the file content comprises more than one data value, each value is placed in a separate External in the FileTransferData".

Delete the last paragraph of clause 7.4.12.7 ("The encoding shall be based...") and REPLACE by:

"For the purposes of FileTransferData, this Specification places additional restrictions on the encoding of the External ASN.1 type, excluding some of the implementation options permitted by the ASN.1 Basic Encoding Rules in 8.18 of ITU-T Rec. X.690 | ISO/IEC 8825-1:

a) If the data value is a single ASN.1 type, the single-ASN1-type choice shall be used; the options to place a BER-encoding of the data value in the octet-aligned or arbitrary choices are excluded.

b) If the data value comprises an integral number of octets, but is not a single ASN.1 type, the octet-aligned choice shall be used; the option to place octet-aligned data in the arbitrary choice is excluded.

A data value comprising a single ASN.1 Octet String and a data value comprising octets which are not specified as any ASN.1 type are considered equivalent, and either of the applicable encodings may be used (i.e. the single-ASN1-type choice containing an explicitly tagged Octet String, or the octet-aligned choice containing just the data octets without additional Octet String encoding).".

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F203203XE "F"

(Clause 7.4.16)  In 7.4.16 replace the last line of the ASN.1 production for ForwardedContentParameters by the following:
mts-identifier
[2] MessageDeliveryIdentifier OPTIONAL,
submission-proof
[3] SubmissionProof OPTIONAL}

In 7.4.16 insert new bullet d):

d)
Submission-proof (C): The proof-of-submission of the original message together with the associated certificate of the public key of the MTA which generated that proof and the message-submission-envelope, if the content represents a message previously submitted to the MTS.
SubmissionProof ::= SET {
proof-of-submission
[0] ProofOfSubmission,
originating-MTA-certificate
[1] OriginatingMTACertificate,
message-submission-envelope
MessageSubmissionEnvelope}

In 7.4.16, insert a new penultimate paragraph (after the Notes):

If the original message’s delivery envelope contains a message-token which contains encrypted-data then it may be necessary to create a Forwarded Content Token (see B.6.2) for each recipient of the forwarding IPM. This is required, for example, when an asymmetric algorithm is used for encrypted-data that contains a content-confidentiality- key.

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F204204XE "F"

(Clause 8)  In clause 8, fifth paragraph (starting "The subject recipient specifier"), append to the first sentence

 ", and Blind Copy Recipients envelope field".

In clause 8, fifth paragraph (starting "The subject recipient specifier"), append to the first sentence ", and Blind Copy Recipients envelope field".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F205205XE "F"

(Clause 18.2.2)
In 18.2.2 first bullet a) INSERT new bullet iv):
iv)
Blind-copy-recipients and Disclosure-of-other-recipients: If blind copy recipients are specified in the envelope then Disclosure-of-other-recipients shall have the value disclosure-of-other-recipients-prohibited (either explicitly or by default), and the BlindCopyRecipients heading field shall be absent within the Content.
In 18.2.2, ADD a new sentence to the end of the second paragraph of first bullet b):

The ThisIPM heading field of the IPM shall contain the same value for each instance of such a multiple submission.
In 18.2.2 first bullet b) INSERT a Note after the second paragraph):

NOTE – An alternative to the multiple submissions required by the BlindCopyRecipients heading field is a single submission with the blind copy recipients encoded in the Blind-copy-recipients per-recipient field in the envelope.
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F206206XE "F"

(Clause 19.2.1)  In 19.2.1, INSERT the following paragraph before the last paragraph (“Figure 5 illustrates…”):

"If the Message-log entry-class is supported, a Message-log entry is created for each Stored-message main-entry. Message-log child-entries are not created.".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F207207XE "F"

(Clause 19.2.3)  In 19.2.3 third set of bullets insert new bullet e):

"e)
If Submission-proof is present in Parameters then the proof-of-submission, originating-MTA-certificate, and message-submission-envelope general-attribute-types shall be present.".

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F208208XE "F"

(Clause 19.5.2.2: In 19.5.2.2 REPLACE the last paragraph (before Notes) by:
"In a Message body part constructed from a stored IPM that represents a delivered-message entry, the Parameters component shall contain delivery-time and delivery-envelope. 

In a Message body part constructed from a stored IPM that represents a submitted-message entry, the Parameters component shall not contain delivery-time and shall contain delivery-envelope. This simulated delivery-envelope shall not contain originally-intended-recipient-name, converted-encoded-information-types, nor any extension whose presence is not defined in both a Message Submission envelope and a Message Delivery envelope. The originator-name and this-recipient-name components of this delivery-envelope each contain the OR-address of the IPM’s originator.

In a Message body part constructed from a stored IPM that represents a draft-message entry, the Parameters component shall not contain delivery-time or delivery-envelope. In a Forwarded Content body part constructed from a stored IPM, the Parameters component shall contain delivery-time and delivery-envelope as prescribed above for a Message body part, and shall also contain MTS-identifier except where the stored IPM represents a draft-message entry. In a Forwarded Content body part constructed from a stored IPM that represents a submitted-message entry which has a proof-of-submission and the associated originating-MTA-certificate, the Parameters component shall contain submission-proof. When the IPMS-MS has assembled the new Body, it shall update the original-encoded-information-types in the message-submission-envelope as necessary, such that the complete message still satisfies the requirements of 20.4."

In 19.5.2.2 insert a new Note:

"4.
If any of the assembled body parts contain data that has been encrypted with a symmetric encryption algorithm where the session-key for that algorithm is itself encrypted in an associated token, it is the responsibility of the IPMS-MS-user to generate appropriate tokens for each recipient of the forwarding IPM. This does not require the IPMS-MS-user to retrieve or decrypt the encrypted data in these body parts, but just to retrieve, decrypt and re-encrypt the associated tokens.".

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F209209XE "F"

(Clause 19.5.2.5)  INSERT new clause 19.5.2.5:
"19.5.2.5
Originator-forwarded-content-token

This MS-submission-extension is used where the submitted message contains a Forwarded Content Token (see B.6.2) that has been encrypted such that it cannot subsequently be decrypted by the originator. This extension enables the originator to supply a Forwarded Content Token constructed as if the originator were a recipient of the message, to be stored in the submitted-message entry but not submitted to the MTS. Subsequently, the originator may retrieve this information and use it to recover the Forwarded Content body part. 

originator-forwarded-content-token MS-EXTENSION ::= { 
ForwardedContentToken IDENTIFIED BY 


id-mst-originator-forwarded-content-token}"

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F210210XE "F"

(Table 3)  Add the following to MS attributes definitions to Table 3:
Add the following to MS attributes definitions to Table 3: "

	
	
	Support
	P
	
	

	Attribute
	V
	Sm
	Dl
	Sl
	IPM
	NRN
	RN
	ON
	L
	S

	F
	
	
	
	
	
	
	
	
	
	

	Forwarded Content Token
	S
	O
	O
	O
	C
	—
	—
	—
	Y
	N

	Forwarding Token
	S
	O
	—
	—
	C
	—
	—
	—
	Y
	N



"

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F211211XE "F"

(Clause 19.6.2.4)  In 19.6.2.4, INSERT after the production for blind-copy-recipients:
"NOTE – If the blind-copy-recipients envelope field is present then the heading field of the same name is absent, and this attribute has instead subfields of the envelope field as its values."
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F212212XE "F"

(Clause 19.6.2.6)  INSERT new subclause19.6.2.6:
"19.6.2.6
Envelope Extensions

Some attributes bear the names of extensions that are logically part of the IPM, but to facilitate efficient processing are envelope extensions, and have as their values the values of those extensions or a part thereof.

forwarded-content-token ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX ForwardedContentToken,
NUMERATION single-valued,
ID
id-hat-forwarded-content-token }

forwarding-token ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX MessageToken,
NUMERATION single-valued,
ID
id-hat-forwarding-token }

An IPMS-MS that supports the Forwarded Content Token attribute shall maintain it for an information object that it holds (and the Message-log entry for such an object) if that object is a message whose content is an IPM whose Body contains a Forwarded Content. An IPMS-MS that supports the Forwarding Token attribute shall maintain it for an information object that it holds if, and only if, that object is a child-entry which represents a Forwarded Content body part, where that content originally had an associated message-token containing encrypted-data."

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F213213XE "F"

(Clause 19.6.5)  In 19.6.5, APPEND to the second paragraph:

"With the exception of AC Forwarded IPMs, all other Correlation attributes defined in this clause are applicable only to main entries."
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F214214XE "F"

(Clause 19.6.5.1.7)  In 19.6.5.1.7 first sentence replace "attribute contains the sequence-number" by

"attribute, which is multi-valued, contains the sequence-numbers of each instance", 

and in the final sentence replace "the entry" by "each entry".
In the NUMERATION line of the ASN.1 production replace "single" by "multi".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F215215XE "F"

(Clause 19.6.5.1.9)  In 19.6.5.1.9 first sentence replace "attribute contains the sequence-number" by

"attribute, which is multi-valued, contains the sequence-numbers of each instance", 

and in the final sentence replace "the entry" by "each entry".
In the NUMERATION line of the ASN.1 production replace "single" by "multi".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F216216XE "F"

(Clause 19.6.6)  In 19.6.6, INSERT into "IPMSAttributeTable" after "-- 1994 extension additions --" in the correct alphabetic sequence:

forwarded-content-token | forwarding-token |

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F217217XE "F"

(Table 5)  In Table 5, in the Generation rules column in the row for Blind Copy Recipients, INSERT "Envelope field, if present, otherwise of the" before "Heading field".

Add the following rows to Table 5 in the correct alphabetic sequence:

	Attribute-type name
	Single/ multi valued
	Source
	Generation rules

	Forwarded Content Token
	S
	IPM
	For a delivered-message main-entry the attribute-value is the value of the Delivery Envelope parameter of the same name. For a submitted-message main-entry the attribute-value is the value of the Originator-forwarded-content-token MS-submission- extension. For a child-entry the attribute-value is the appropriate message-or-content-body-part component from this attribute-value in its parent-entry.

	Forwarding Token
	S
	IPM
	This attribute may only be present in a child-entry which represents a Forwarded Content body part, where that content originally had an associated message-token containing encrypted-data. The attribute-value is the value of the Forwarding-token component of the Forwarded Content Token which is associated with this Forwarded Content body part.


ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F218218XE "F"

(Clause 19.9.1.1)  In 19.9.1.1, item a), append the following paragraph after the Note:
"If the delivered message contains an IPM whose This IPM heading field matches a subfield of the Replied-to IPM heading field of a stored IPM, then the sequence-number of each such stored IPM is recorded in the AC Replying IPMs attribute of the present entry. In addition, the AC Replied-to IPM attribute of each such stored IPM is updated to reference the present entry."

In 19.9.1.1, item b), append the following paragraph after the Note:

"If the delivered message contains an IPM whose This IPM heading field is identical with that of a (previously delivered) stored IPM, then the value of the delivered IPM’s AC Submitted Reply Status attribute and that of the corresponding attribute of the stored IPM shall be made identical, the higher value taking precedence."

In 19.9.1.1, item d), append the following second paragraph:

"If the delivered message contains an IPM whose This IPM heading field matches a subfield of the Related IPMs heading field of a stored IPM, then the AC Related IPMs attribute of each such stored IPM is updated to record the sequence-number of the delivered IPM. In addition the AC Relating IPMs attribute of the delivered IPM is updated to record the sequence-numbers of the stored IPMs."

In 19.9.1.1, item e), append the following second paragraph:

"If the delivered message contains an IPM whose This IPM heading field matches a subfield of the Obsoleted IPMs heading field of a stored IPM, then the AC Obsoleted IPMs attribute of each such stored IPM is updated to record the sequence-number of the delivered IPM. In addition the AC Obsoleting IPMs attribute of the delivered IPM is updated to record the sequence-numbers of the stored IPMs."

In 19.9.1.1 item f) first sentence replace "an entry corresponding" by "all entries which may correspond", and in the second sentence replace "the subject IPM entry is" by "any such entries are" and append to that sentence "on each such entry in turn".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F219219XE "F"

(Clause 19.9.1.2) In 19.9.1.2, item a), replace "steps (b) to (h)" by "steps (b) to (i)".
In 19.9.1.2, item e) 2), REPLACE items (i) and (ii) with the following:

"(i)
If the Subject field or Sensitivity field is absent from the forwarding-heading, each assumes the value (if any) present in the delivered Heading.

(ii)
The Importance field assumes the higher of the values present in the forwarding-heading and delivered Heading."

In 19.9.1.2, item e) 2), INSERT the following new item (vii):

"(vii)
If the delivered object is an IPN, then the notification-requests component of each recipient-specifier present in Primary, Copy, Blind Copy, and Circulation List Recipients is deleted."

In 19.9.1.2 REPLACE item e) 3) (iii) by:

"(iii)
The original-encoded-information-types argument shall be the union of those values specified in the same argument of forwarding-envelope, and one of following dependent on the body part type for the forwarded object selected in item e) 1):

	Message
	– the encoded-information-types specified in the delivered Envelope (from the converted-encoded-information-types argument, if present, or original-encoded-information-types otherwise);

	Forwarded Content
	– the encoded-information-type for the Forwarded Content body part specified in 7.4.16;

	Notification
	 – no additional encoded-information-types;

	Report
	– no additional encoded-information-types.

	"
	


In 19.9.1.2, item e) 3), INSERT the following new item (iv):

"(iv)
If the delivered object is a Report, then for each recipient-name specified in the Envelope under construction, the originator-report-request is given the value no-report."

In 19.9.1.2, DELETE existing item i), RENAME existing item h) as i), and INSERT a new item h):
"h)
If the submission is successful, the IPMS-MS verifies the following:

1) that an NRN reporting non-receipt of the delivered object has not already been submitted;

2) that the registered IPM-auto-forward-options do not specify preserve-retrieval-status;

3) that the delivered object is an IPM whose originator requested an NRN by means of the notification-requests component of the subject recipient specifier.

If these conditions are fulfilled, then the IPMS-MS shall submit an NRN. The IPMS-MS draws the NRN’s Auto-forward Comment field from the registered NRN-comment, if present. Other fields of the NRN are constructed as specified in 18.5.3.4. The IPMS-MS stages a performance of the MS-message- submission abstract-operation with the NRN and the registered submission-options as its arguments, and the procedure defined in 19.9.2 is followed."
In 19.9.1.2, replace item j) with the following:

"j)
Once all registered IPM auto-forward-registration-parameters have been processed, the procedure continues as follows.

If at least one of the IPM auto-forward auto-actions is performed successfully, and at least one of the registered IPM-auto-forward-registration-parameters whose criteria were satisfied by the delivered object did not request preserve-retrieval-status, then the delivered object’s MS retrieval-status is set to processed. This change in retrieval-status does not cause the performance of the IPM auto-acknowledgement auto-action.

k)
If at least one of the IPM auto-forward auto-actions is performed successfully, and all of the registered IPM-auto-forward-registration-parameters whose criteria were satisfied by the delivered object requested delete-delivered-object, then the IPMS-MS shall delete the delivered object."

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F220220XE "F"

(Clause 19.9.2)  In clause 19.9.2, replace the last sentence before bullet c) by:

"This procedure is described for the case where an entry is created in the Submission-log (or Submission) entry-class; if the submission options and subscription details are such that no entry is created, the maintenance of the AC Submitted IPN Status and AC Submitted Reply Status attributes shall be performed as described in steps c) and e), but the remaining steps are not applicable."

In 19.9.2, append the following:

"i)
If the submitted message contains an IPM, and the submission-options parameter of the MS-message-submission argument contains an originator-forwarded-content-token parameter, then the IPMS-MS shall create a forwarded-content-token attribute in the Submission and Submission-log entry-classes containing that value."
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F221221XE "F"

(Clause 20.1)  In clause 20.1, ADD to the end of the sentence:



 ", and the additional encoding rules specified in 7.4.12.7":

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F222222XE "F"

(Clause A.2 in Annex A)   REPLACE the ASN.1 production for Language in A.2 by:
Language ::= PrintableString (SIZE (2|5)):

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F223223XE "F"

(Clause B.1 in Annex B)  DELETE the fourth paragraph of B.1:
 "At most one of content-non-repudiation and content-proof shall be requested. At most one of ipn-non-repudiation and ipn-proof shall be requested".:

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F224224XE "F"

(Clause B.4.2.2 in Annex B)  Delete the second sentence in B.4.2.2.
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F225225XE "F"

(Clause B.4.2.2.1 in Annex B)   Replace B.4.2.2.1 by:.

"If more than one value is present in Recipient Security Request and the UA supports more than one of the requests, then the following precedence rules shall apply:

a)
the content-non-repudiation procedures (see B.4.2.2.2) shall be the only procedures invoked when the request is present and supported, otherwise

b)
the ipn-non-repudiation procedures (see B.4.2.2.4) shall be the only procedures invoked when ipn-non-repudiation together with either or both content-proof or ipn-proof are requested and supported, otherwise

c)
the content-proof procedures (see B.4.2.2.3) shall be the only procedures invoked when both content-proof and ipn-proof are requested and supported.

When both ipn-non-repudiation and content-proof are requested and supported, the UA shall in addition to the ipn-non-repudiation procedures also generate a Security Diagnostic Code with the value ipn-non-repudiation-provided-instead-of-content-proof.

If more than one value is present in Recipient Security Request but the UA supports only one of the requests, then the procedure for the supported request shall apply."
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F226226XE "F"

(Clause B.6.2)  INSERT new subclause B.6.2:

"B.6.2 Forwarded Content Token

The Forwarded Content Token MTS extension, which may be present in the per-recipient-message-submission- extensions field of a message-submission envelope and in the message-delivery-extensions field of a message-delivery envelope, enables an IPM’s originator to convey one or more message-tokens (containing encrypted-data) to each of the IPM’s recipients. Each Token enables a recipient to verify the security properties of a Forwarded Content body part contained either directly in the Body of the IPM or recursively within a Message or another Forwarded Content body part. The Forwarded Content Token shall be present only if the IPM contains (directly or recursively) at least one Forwarded Content body part (see 7.4.16) where that original message’s envelope contains a message-token (see 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4) which itself contains encrypted-data. The Forwarded Content Token contains a message-token for each such Forwarded Content body part contained (directly or recursively) in the forwarding IPM. The Forwarded Content Token is created by the originator of the forwarding IPM after decrypting the encrypted-data of the forwarded message’s message-token (or of its Forwarded Content Token) to contain message-tokens with encrypted-data components encrypted appropriately for each recipient of the forwarding IPM.

forwarded-content-token  EXTENSION ::= {
ForwardedContentToken,
RECOMMENDED CRITICALITY {for-delivery},
IDENTIFIED BY standard-extension:44 }

ForwardedContentToken  ::=  SET  OF  SET {
body-part-number
BodyPartNumber,
body-part-choice
CHOICE {

forwarding-token

MessageToken,

message-or-content-body-part
ForwardedContentToken } }

A Forwarded Content Token has the following components:

a) Body-part-number (M): Identifies one of the body parts in this IPM, numbered starting at ‘1’, which is a Message (or Encrypted Message) or Forwarded Content (or Encrypted Forwarded Content) body part.

NOTE – A body-part-number may occur twice in a Forwarded Content Token only if a Forwarded Content body part containing encrypted content itself contains a Forwarded Content body part containing encrypted content.
b) Forwarding-token (C): Contains a message-token (see 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4) which itself contains encrypted-data which is encrypted appropriately for each recipient by the originator of the forwarding IPM, if the identified body part is a Forwarded Content body part where that message’s envelope contains a message-token which itself contains encrypted-data.

c) Message-or-content-body-part (C): Contains a Forwarded Content Token if the identified body part is a Message (or Encrypted Message) or Forwarded Content (or Encrypted Forwarded Content) body part which itself contains (directly or recursively) another Forwarded Content body part with which a Forwarding-token is to be associated."
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F227227XE "F"

(Annex C)  In Annex C, add to the end of the "Heading attributes" section:

id-hat-forwarded-content-token
ID ::= {id-hat 35}

id-hat-forwarding-token
ID ::= {id-hat 36}

In Annex C, add to the end of the "Message Store types" section:

id-mst-originator-forwarded-content-token
ID ::= {id-mst 6}

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F228228XE "F"

(Annex D)  In Annex D, insert into the Imports before IPMS Upper Bounds:

-- IPMS Security Extensions

body-part-encryption-token, forwarded-content-token, ForwardedContentToken
----
FROM IPMSSecurityExtensions { joint-iso-itu-t mhs(6) ipms(1)

modules(0) ipm-security-extensions(14) }

In Annex D, insert in the imports from MTS Abstract Service in the correct alphabetic sequence

"EXTENSION,".

In Annex D, insert into the Import of IPMS Object Identifiers in the correct alphabetic sequence:

id-mst-originator-forwarded-content-token,

Before "-- IPMS Extensions" insert:

-- MTS Extensions

IPMPerRecipientEnvelopeExtensions EXTENSION ::= {
blind-copy-recipients |
body-part-encryption-token |
forwarded-content-token, ... }

After the production for "BlindCopyRecipientsSubfield" insert:

-- Blind Copy Recipients envelope field

blind-copy-recipients EXTENSION ::= {
BlindCopyRecipientsField,
IDENTIFIED BY standard-extension:41 }

In Annex D, replace the ASN.1 production for ReplyRecipientsSubfield by:

ReplyRecipientsSubfield ::= ORDescriptor (WITH COMPONENTS{..., 
formal-name PRESENT})

In Annex D, insert before "End":

originator-forwarded-content-token MS-EXTENSION ::= {
ForwardedContentToken IDENTIFIED BY 




id-mst-originator-forwarded-content-token}

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F229229XE "F"

(Annex E)  DELETE the last 4 lines of the ASN.1 comment against FileTransferData in Annex E.
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F230230XE "F"

(Annex E.6)  In Annex E.6 ADD to the imports from MTS Abstract Service in the correct alphabetic sequence 
"MessageSubmissionEnvelope, OriginatingMTACertificate, ProofOfSubmission,", and 
REPLACE the last line of the ASN.1 production for ForwardedContentParameters by:

mts-identifier
[2] MessageDeliveryIdentifier OPTIONAL,
submission-proof
[3] SubmissionProof OPTIONAL}

SubmissionProof
::= SET {
proof-of-submission
[0] ProofOfSubmission,
originating-MTA-certificate
[1] OriginatingMTACertificate,
message-submission-envelope
MessageSubmissionEnvelope}

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F231231XE "F"

(Annex H) In Annex H, replace the ASN.1 production for Language by:

Language
::= PrintableString (SIZE (2|5))
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F232232XE "F"

(Annex I) In Annex I, insert into the Imports before IPMS Object Identifiers:

-- IPMS Security Extensions

ForwardedContentToken
----
FROM IPMSSecurityExtensions { joint-iso-itu-t mhs(6) ipms(1)
modules(0) ipm-security-extensions(14) }

In Annex I, insert into the Import of IPMS Object Identifiers in the correct alphabetic sequence:

id-hat-forwarded-content-token, id-hat-forwarding-token,

In Annex I, insert into the Import of MTS Abstract Services in the correct alphabetic sequence:

MessageToken,

In Annex I, insert into "IPMSAttributeTable" after "-- 1994 extension additions --" in the correct alphabetic sequence:

forwarded-content-token | forwarding-token |

In Annex I, after the production for "auto-submitted", insert the following ASN.1 productions:

-- Envelope extensions

forwarded-content-token ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
ForwardedContentToken,
NUMERATION
single-valued,
ID
id-hat-forwarded-content-token

forwarding-token ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
MessageToken,
NUMERATION
single-valued,
ID
id-hat-forwarding-token }

In Annex I, in the ASN.1 productions for ac-replied-to-ipm and ac-subject-ipm, in the NUMERATION line replace "single" by "multi".
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F233233XE "F"

(Annex K)  In Annex K, INSERT into the Import of MTS Abstract Service in the correct alphabetic sequence:

EXTENSION,

In Annex K, INSERT the following ASN.1 productions:

forwarded-content-token EXTENSION ::= {
ForwardedContentToken,
RECOMMENDED CRITICALITY  {for-delivery},
IDENTIFIED BY  standard-extension:44 }

ForwardedContentToken  ::= SET OF SET {
body-part-number
BodyPartNumber,
body-part-choice
CHOICE {

forwarding-token

MessageToken,

message-or-content-body-part
ForwardedContentToken }
ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

F234234XE "F"

(Annex M)  In Annex M, insert the following new subclause M.5:

"M.5
Support of Envelope Fields

Some IPM EOS are realized by means of envelope fields. The IPM EOS in this category are listed in the first column of Table M.5. The second column identifies the envelope fields that are the information items associated with each listed IPM EOS.

Table M.5 - Support of Envelope Fields

	Element of Service
	Envelope Field

	Blind Copy Recipient Indication
	Blind Copy Recipients

	Forwarded IP-message Indication 
	Forwarded Content Token


"

ITU-T Rec. X.420's Corrigendum 2 and Corrigendum 3 were approved on December 12, 1997 and September 25, 1998 respectively. Identical texts are also published as ISO/IEC International Standard 10021-7 Technical Corrigendum 2 and Corrigendum 3, respectively. They are published hereafter as a single consolidated text.

3.6.2
Recommendation X.420 only

None at this time.

3.6.3
ISO/IEC 10021‑7 only

None at this time.

3.7

Recommendation X.435 - ISO/IEC 10021‑9

3.7.1 Both

None at this time

3.7.2
Recommendation X.435 only

G6161XE "G0"

Subclause 8.2.19: 1) In subclause 8.2.19, add a new third paragraph:

"Each extension type shall at most occur once in a set of HeadingExtensionsField, unless multiple occurrences are explicitly permitted in the definition of the extension type. The same extension type may occur in different places in the protocol. This applies to both standardised extensions and private extensions."

Corrigendum 1 to ITU-T Recommendation X.435, was prepared by ITU-T Study Group 7 (1997-2000) and was approved under the WTSC Resolution No. 1 procedure on the 21st of March 1997.

G32XE "G032"
(Clause 4). The abbreviation "EIT" shall read "Encoded information type"

G35XE "G035"
(Clause 8.2.2). In the second sentence replace "Originating-name" by "originator-name".

G19XE "G019"
(Clause 8.2.3.3). Number the current Note reading "The fact that ..." as number 1.
Number the current Note reading "security services are..." as number 3.

Add a new Note after the first one, reading:

Note 2 ‑ Only the following combinations of EDINotificationSecurity bits and EDIReceptionSecurity bits have a defined behaviour:


EDINotificationSecurity    {proof(0)}
and   EDIReceptionSecurity    {proof(0)}
EDINotificationSecurity    {non-repudiation(1)}
and   EDIReceptionSecurity    {non-repudiation(1)} 
EDINotificationSecurity    {proof(0)} 
and   EDIReceptionSecurity    {}
EDINotificationSecurity    {non-repudiation(1)} 
and   EDIReceptionSecurity    {}
EDINotificationSecurity    {} 
and   EDIReceptionSecurity    {}
(DR:377)
G36XE "G036"
(Clause 8.2.3.12). Delete the second Note.

G37XE "G037"
(Clause 8.2.6). Add "ISO8859" to the list for EDIFACT, now to read:

-
EDIFACT: ISO646 | T61 | ISO8859 | UNDEFINED OCTETS

Add a new note after the first one:

Note 2 - The PRIVATE object identifier should be used in preference to the UNDEFINED, as it conveys a semantic of being understood according to private arrangements between the communicating parties, i.e. the originator and the intended recipient.

Add a new paragraph after the note:

Instead of one of the object identifiers listed above a privately defined object identifier may be used, indicating a privately defined EDI syntax and character set. Such an object identifier should be acquired from a local registration authority and used in accordance with the practices and policies of that registration authority. 

In the first sentence of the next paragraph delete "(EIT)".

Renumber the previous second note to become number three, and change the reference to "8.2.1.1.1.33".

Append the following text to the end of the clause:

"The object identifier root is defined in annex A of this Specification for EDIFACT body part types whose character repertoire is encoded using ISO 8859. ISO 8859 is composed of several parts, where each part specifies a specific character repertoire. The specific part number shall form the leaf value of the object identifier used in the EDIMG protocol. 

Note 4 - This is the same technique used for indicating the character repertoire used in IPM's General Text bodypart.
For example, an EDIFACT message encoded per ISO 8859 Part 6 would be represented with the object identifier:

{ joint-iso-ccitt(2)  mhs-motis(6)  edims(7)  id-bp(11)  id-bp-edifact-8859(12)  iso-8859-6(6) }, or alternatively 
{ 2 6 7 11 12 6 }."
G38XE "G038"
(Clause 8.2.12). Number the current Note as "1" and add a new note:

Note 2 - The character set used in the Application Cross Reference field is indicated by the value of the field EDI Body Part Type.

G1XE "G001"
(Clause 8.2.17). In the first sentence replace "EDIM" with "EDI interchange". 
(DR:322)
G18XE "G018"
(Clause 8.3.2). In the definition of MessageParameters, add a new line after 
"‑‑ MessageDeliveryTime and ..." reading 
"‑‑ EDISupplementaryInformation is used in case of ms-auto-actions see 18.6".

(DR:376)
G39XE "G039"
(Clause 8.3.2). Append to the first sentence of the paragraph after the note: ", i.e. it indicates a 'removed-EDI-body'"

G40XE "G040"
(Clause 8.3.3). Add a new second sentence to the paragraph before the note: "Its value shall be unique within an EDIM.".

G41XE "G041"
(Clause 9.2). In the second paragraph replace 
"the user or it may wait for an external stimulus from the user that the message has been accepted and therefore can send the PN."   by

"the user, or the UA may wait for an external stimulus from the user that the message has been accepted and therefore the requested PN can be sent." 

G42XE "G042"
(Clause 9.3.1). Add a new not after the first paragraph:

Note - The value "unspecified(0) is provided for use in basic code fields when other code values do not apply.

In the list of Security error diagnostic codes replace 
"proof-of-failure (34),"
by
"proof-service-failure (34),".

G43XE "G043"
(Clause 9.3.3). In the ASN.1 definition of "NNExtensionsField" replace "NO" by "OF".

G44XE "G044"
(Clause 9.4.2). Add a new second sentence of the first paragraph: "It also indicates the appropriate source of forwarding, e.g. the UA or MS, the user, or the PDAU.".

In the last sentence of the first paragraph, replace "or" by "and".

In the list of Forwarding Notification Basic Reason Codes from an EDI-UA or EDI-MS replace 
"recipient-unknown (2),
originator-unknown (3),"
by
"EDIM-recipient-unknown (2),
EDIM-originator-unknown (3),".

G2XE "G002"
(Clause 9.4.2). Replace the last paragraph with:


"A physical delivery access unit (PDAU) (see 15.4) is only able to generate NNs and FNs. PNs shall not be generated even if requested. If any notification (PN, FN, NN or any combinations of them) is requested and passing Responsibility is allowed by the originator, the PDAU shall generate an FN, if so requested, with appropriate Forwarded Reason Code ("forwarded-for-physical-rendition-and-delivery") when it has determined that it can render the EDIM for physical delivery. If any notification (PN, NN, FN or any combination of them) is requested and passing Responsibility is not allowed by the originator, the PDAU shall not render the EDIM for physical delivery and shall generate an NN, if so requested. If no notifications are requested, the PDAU shall attempt to render the EDIM for physical delivery, regardless of whether passing Responsibility is allowed or not.". 

(DR:284)
G29XE "G029"
(Clause 12.1.2 ). In bullet a) sub-bullet 2) add new second sentence: "The OR-names supplied in the envelope shall have the same values as those OR-names in the RecipientsField, when present, of the EDIM heading which identify the corresponding recipients.".
(DR:375)
G45XE "G045"
(Clause 15). Append the first sentence of the last paragraph with "(for AUs)".

G21XE "G021"
(Clause 15.1). In the note replace ".I.gl:user agent; (.I.abUA;)" with "user agent (UA)".
(DR:391)
G46XE "G046"
(Clause 17.1.2). In bullet b) 2) replace "Reception Security field" by "EDI Reception Security field".

G3XE "G003"
(Clause 17.1.3). Add a new sub-bullet to bullet a) after the note:
"6)
Per-message-indicators: notification-type shall be set to 'type 1' for PN, to 'type 2' for NN and to 'type 3' for FN."

G60XE "G060"
(Clause 17.3.1.1). Add a new first sentence in bullet c):
"The First Recipient shall only be present in the EDIN if the originator of the EDIN is not the recipient specified by the original originator.".

G4XE "G004"
(Clause 17.3.1.2). Append bullet a) 2) with: "and notification-type shall be set to 'type 1". 
(DR:199)
G5XE "G005"
(Clause 17.3.2.2) In the first paragraph insert after "(see 17.3.1)" :
"except that the notification-type in the Per-message-indicators shall be set to type 2". 
(DR:199)
G33XE "G033"
(Clause 17.3.3). Delete the paragraph before Figure 6, "EDI Forwarding is done by ...".

G47XE "G047"
(Clause 17.3.3.4). In bullet d) 1) replace "Edin-receiver" by "Edin-receiver-name".

In bullet h) 1) replace "Edin-receiver" by "Edin-receiver-name".

G6XE "G006"
(Clause 17.3.3.7) In the first paragraph insert after "(see 17.3.1)" :
"except that the notification-type in the Per-message-indicators shall be set to type 3". 
(DR:199)
G48XE "G048"
(Clause 18.1.1). In bullet a) replace "Fetch-restriction" by "Fetch-restrictions".

G25XE "G025"
(Clause 18.3.2). In the first sentence, replace "is mapped" with "shall be mapped".
In the second sentence, replace "will contain" with "shall contain".
(DR: 391)
G49XE "G049"
(Clause 18.6). In bullet d) replace "Edi-forwarding-type" by "Edi-forwarding-mode".

G8XE "G008"
(Clause 18.6). In the note, the reference to X.413 regarding "Filter" should be to 8.1.2.1. However, the other types are defined in 12.1.

Add new paragraph at the end of the clause (before 18.6.1):

"Support of the EDI-auto-forward auto-action by an MS, or UA accessing an MS, requires that it supports registration of the auto-forward-registration-parameter via the Register-MS abstract-operation.". 

(DR:268)
G9XE "G009"
(Clause 18.6). In bullet c) replace the second paragraph with the following two paragraphs:
"If conversion-with-loss-prohibited is registered with the value conversion-with-loss-allowed, either by explicit registration of the value, or if it is not registered and thus assumes this value by default, the value used for each Message-submission abstract-operation shall be the value of the corresponding Message-delivery argument. If it is registered with the value conversion-with-loss-prohibited, this value shall be used for each Message-submission abstract-operation.

If implicit-conversion-prohibited is registered with the value 'zero', indicating that implicit-conversion is allowed, or if no value is registered, the value used for each Message-submission abstract-operation shall be the value of the corresponding Message-delivery argument. If it is registered with the value 'one', indicating that implicit-conversion is prohibited, this value shall be used for each Message-submission abstract-operation.".

In bullet c), in the third paragraph replace "is either" by ""are" and remove "or are registered with their default values,". 

In bullet c), at the end of the third paragraph replace "message-security-label" with "message-security-label and priority". 

In bullet c), replace:

"The following arguments have fixed values:

1) DL-expansion-prohibited: value DL-expansion-prohibited

2) implicit-conversion-prohibited: value implicit-conversion-prohibited

3) conversion-with-loss-prohibited: value conversion-with-loss-prohibited"

with 
"DL-expansion-prohibited shall have the fixed value DL-expansion-prohibited in the Message-submission abstract-operation." 

In bullet c) in the last paragraph, replace "arguments may be registered" with "arguments shall not be registered".
(DR:320)
G10XE "G010"
(Clause 18.6.1). In the definition of "NotificationArguments" replace :

"[3] SEQUENCE SIZE (1..ub-recipients) OF PerRecipientAutoForwardFields }"

with 

"[3] NotificationPerRecipientAutoForwardFields }"

Add after the definition of "NotificationArguments" 

"NotificationPerRecipientAutoForwardFields ::= SET {
recipient-name
RecipientName,
explicit-conversion
IMPLICIT ExplicitConversion OPTIONAL,
extensions
IMPLICIT PerRecipientMessageSubmissionExtensions 



DEFAULT {} }"

In bullet e) replace "This contains the" with "This contains a subset of the".

Append a new sentence to the end of bullet e):
"Notification arguments is used in the submission abstract operation of any EDINs generated by the MS.".
(DR:371)
G28XE "G028"
(Table 1). Change "Presence in delivered EDIM" for the "edi-notification-indicator" from "-" to "C".
(DR:414)
G27XE "G027"
(Table 1). Change "Presence in delivered EDIM" for the "first-recipient" from "C" to "-".
(DR:413)
G26XE "G026"
(Table 2). Change "Source generated by" for the "edi-notification-indicator" from "MD" to "MS".
(DR:412)
G50XE "G050"
(Clause 18.7.1.2). Change the two references to "annex C" to be references to "annex A".

G20XE "G020"
(Clause 18.7.2). In the first sentence, after "have been sent" add "by the MS".

After the first paragraph add a note.

"Note - When notifications are generated by the UA, the values of this attribute are not affected."
(DR:380)
G51XE "G051"
(Clause 18.7.3.2). In the attribute-syntax for related-messages replace "RelatedMessagesReference" by "RelatedMessageReference"

G11XE "G011"
(Clause 18.7.4.4). Add a new Note 1 and number the old one as Note 2.

"Note 1 ‑ When a new extended body-part type and a new EIT are defined and have a one to one relationship, then the same object identifier may be used for the data component and the EIT.". 
(DR:067, DR:335)
G52XE "G052"
(Clause 18.7.5.1).  In the first paragraph replace "6.1" by "9.1".

In the definition of "notification-extensions" delete the ";".

G53XE "G053"
(Clause 18.7.5.3). Change the attribute name "nn-reason" to "nn-reason-code" 

G34XE "G034"
(Clause 18.8.1). Insert a new clause 18.8.2:

"18.8.2 Manual Forwarding

When a EDI-MS supports forwarding, it shall support the manual forwarding of a message using the forwarding-request extension defined in [Recommendation X.413|ISO/IEC 10021-5].  The UA may submit an EDIM, and identify by means of the forwarding-request extension a received EDIM which is to be forwarded as the primary body part of the submitted EDIM.  The MS shall construct an EDIM-body-part from the specified stored-message.  The constructed EDIM-body-part replaces the primary body part supplied by the UA.

Note - The syntax of the Body of an EDIM does not allow the UA to omit the primary body part from the submitted EDIM.  However, the value supplied by the UA serves no purpose and may have any value; for example, it may be an EDIMBodyPart of length zero." 

(DR:440)
G12XE "G012"
(Clause 21.3). Add a new bullet as follows:

"f)
An MS, or a UA accessing an MS, shall conform to at least one of the MS Access Protocols specified in [Recommendation X.419 | ISO/IEC 10021‑6].". 

(DR:121)
.iG013
(Annex A). Under "Categories" replace 

"id-act    ID ::= {id-edims 14} -- edi auto-action indentifier types" 
with 
"id-act    ID ::= {id-edims 14} -- edi auto-action identifier types".
(DR:283)
G23XE "G023"
(Annex A). In Categories change the comment for "id-nt" to read: "‑‑ not used".

Delete the comment "-- EDI-Notification Types (for use in P1 notification extension field)" and the three object identifiers for EDI-Notification Types. 
See bullets G3 to G6 in this Guide for use of P1 notification extensions.TC "G3 to .b.G6 in this Guide for use of P1 notification extensions." \f b
(DR: 417)
G22XE "G022"
(Annex A). Replace the comment "‑ ‑ Message content types (for use by MS only)" by "‑ ‑ Message content types (for use by MS and Directory)".
(DR:398)
G54XE "G054"
(Annex A). At the end of "EDI Body Part type (and P1 EIT)" add:

id-bp-edifact-8859
ID ::= {id-bp 12}
‑‑ Root object-id for 






‑‑ ISO 8859 character repertoires
G55XE "G055"
(Annex B). Under "EDI Body Part Types" replace "DIBodyPartTypes" by "EDIBodyPartTypes".

Under "EDI message type" replace "DIMessageTypeField" by "EDIMessageTypeField" 
and replace "DIMessageTypeFieldSubField" by "EDIMessageTypeFieldSubField".

G56XE "G056"
(Annex B). Under "Forwarded EDIM body part" append the comment to "MessageParameters" with:

"‑‑ EDISupplementaryInformation is used in the case of ms-auto-actions, see 18.6"

G57XE "G057"
(Annex B). Under "Negative Notification Diagnostic Codes from an EDI-UA or EDI-MS" replace 
"proof-of-failure (34),"
by
"proof-service-failure (34),".

Under "Forwarding Notification Reason Codes from an EDI-UA or EDI-MS" replace 
"recipient-unknown (2),
originator-unknown (3),"
by
"EDIM-recipient-unknown (2),
EDIM-originator-unknown (3),".

G15XE "G015"
(Annex C). Under "EDIMS Object Identifiers" replace 

"id-hat-acknowledgement-request" 
with 
"id-rat-acknowledgement-request".

Under "EDIMS Object Identifiers" replace 

"id-hat-processing-priority-code" 

with
"id-rat-processing-priority-code".

Under "EDIMS Object Identifiers" replace 

"id-rat-edim-reception-security-requests-for-this-recipient" 

with 

"id-rat-edi-reception-security-requests-for-this-recipient".

Under "EDIMS Object Identifiers" replace 

"id-rat-test-indication-for-this-recipient" 
with 
"id-rat-test-indicator-for-this-recipient".
(DR:283)
G58XE "G058"
(Annex C). Under "Negative Notification Fields" change the attribute name "nn-reason" to "nn-reason-code" 

.iG016
(Annex D). Change the title of the annex to:
"Reference definition of Message Store Auto-Action Types". 
(DR:283)
G59XE "G059"
(Annex D). In the definition of "NotificationArguments" replace :

"[3] SEQUENCE SIZE (1..ub-recipients) OF PerRecipientAutoForwardFields }"

with 

"[3] NotificationPerRecipientAutoForwardFields }"

Add after the definition of "NotificationArguments" 

"NotificationPerRecipientAutoForwardFields ::= SET {
recipient-name
RecipientName,
explicit-conversion
IMPLICIT ExplicitConversion OPTIONAL,
extensions
IMPLICIT PerRecipientMessageSubmissionExtensions 


DEFAULT {} }"

G17XE "G017"
(Annex H). Under "EDIMS Information Objects" replace 

"FROM EDIMSAbstractService { joint-iso-ccitt mhs-motis(6) edims(7) modules(0) information-objects(2) }" 
by 
"FROM EDIMSINformationObjects { joint-iso-ccitt mhs-motis(6) edims(7) modules(0) information-objects(2) }".
Under "MHS Directory Object Classes and Attributes" replace

"FROM MHSDirectoryObjectAndAttributes {joint-iso-ccitt mhs-motis(6) arch(5) modules(0) directory(1) }" 
by 
"FROM MHSDirectoryObjectsAndAttributes {joint-iso-ccitt mhs-motis(6) arch(5) modules(0) directory(1) }".
(DR:283)
G31XE "G031"
(Table L-1). In  eighth line in the second column, replace "EDI Identifier" by "EDIM Identifier".
(DR:442)
3.7.3
ISO/IEC 10021‑9 only

None at this time.

3.8

Recommendation X.440

3.8.1
Recommendation X.440

H7XE "H007"
(Clause 7.3). In "‑‑ Spoken Name ", replace "SpokenName::= ANY (SIZE (0..ub-vmg-spoken-name))   ‑‑ defined by VoiceEncodingType or VNVoiceEncodingType " by 
"SpokenName::= OCTET STRING  ‑‑ Encoding defined by voice-encoding-type or vn-voice-encoding-type
                                 ‑‑ Maximum 10 seconds ".
(DR:420)
H8XE "H008"
(Clause 8.2.1). In "‑‑ VM body part", replace "VoiceData ::= ANY DEFINED BY VoiceEncodingType" by "VoiceData ::= OCTET STRING DEFINED BY VoiceEncodingType".
(DR:420)
H9XE "H009"
(Clause 9.1.10). In "Voice Notification Supplementary Information", replace "SpokenSupplementaryInfo::= ANY (SIZE (0..ub-vmg-spoken-supplemental-info))" and the following two lines by 
"SpokenSupplementaryInfo::= OCTET STRING  ‑‑ Encoding defined by vn-voice-encoding-type
                                 ‑‑ Maximum 20 seconds ".
(DR:420)
H1XE "H001"
(Clause 9.3.2). In the production of SNReasonField, 
replace "BITSTRING" by "BIT STRING".
replace "attendand-assisted-delivery-request" by "attendant-assisted-delivery-request".
replace "SIZE (2..ub-sn-reasons)" by "SIZE (1..ub-sn-reasons)"
(DR:420)
H2XE "H002"
(Annex G). Replace "ub-sn-reasons        INTEGER::=4" by "ub-sn-reasons
INTEGER::=32".

Delete the following upper bounds:
"ub-vmg-spoken-name", 
"ub-vmg-spoken-subject", 
"ub-vmg-spoken-supplemental-info".
(DR:420)
H3XE "H003"
(Annex B). In the production of SNReasonField, 
replace "BITSTRING" by "BIT STRING".
replace "attendand-assisted-delivery-request" by "attendant-assisted-delivery-request".
replace "SIZE (2..ub-sn-reasons)" by "SIZE (1..ub-sn-reasons)"
(DR:420)
H4XE "H004"
(Annex B). In "‑‑ Spoken Name ", replace "SpokenName::= ANY (SIZE (0..ub-vmg-spoken-name))   ‑‑ defined by VoiceEncodingType or VNVoiceEncodingType " by 
"SpokenName::= OCTET STRING  ‑‑ Encoding defined by voice-encoding-type or vn-voice-encoding-type
                                 ‑‑ Maximum 10 seconds ".
(DR:420)
H5XE "H005"
(Annex B). In "‑‑ VM body part", replace "VoiceData ::= ANY DEFINED BY VoiceEncodingType" by "VoiceData ::= OCTET STRING DEFINED BY VoiceEncodingType".
(DR:420)
H6XE "H006"
(Annex B). In "Voice Notification Supplementary Information", replace "SpokenSupplementaryInfo::= ANY (SIZE (0..ub-vmg-spoken-supplemental-info))" and the following two lines by 
"SpokenSupplementaryInfo::= OCTET STRING  ‑‑ Encoding defined by vn-voice-encoding-type
                                 ‑‑ Maximum 20 seconds ".
(DR:420)
3.9

Recommendation X.460 | ISO/IEC 11588-1

3.9.1
Both

None at this time.

3.9.2
Recommendation X.460 only

None at this time.

3.9.3
ISO/IEC 11588-1 only

None at this time.

3.10

Recommendation X.462 | ISO/IEC 11588-3

3.10.1
Both

None at this time.

3.10.2
Recommendation X.462 only

None at this time.

3.10.3
ISO/IEC 11588-3 only

None at this time.

3.11

Recommendation X.467 | ISO/IEC 11588-8

3.1.1
Both

None at this time.

3.1.2
Recommendation X.467 only

None at this time.

3.1.3
ISO/IEC 11588-8 only

None at this time.

Appendix A:
Proposed resolution of reviewed defect reports 

The proposed changes included in this appendix are for information. Comments and contribution regarding the disposition of these proposed changes are welcomed through your ITU-T Administration, or ISO/IEC national member body.

Bullets in this appendix are draft resolutions subject to approval by ITU-T SG 7, and/or ISO/IEC technical corrigendum ballot.

A.1
Draft changes for consideration Rec. X.400 | ISO/IEC 10021-1

None at this time.

A.2
Draft changes for consideration Rec. X.402 | ISO/IEC 10021-2

None at this time.

A.3
Draft changes for consideration Rec. X.411 | ISO/IEC 10021-4

None at this time.

A.4
Draft changes for consideration Rec. X.413 | ISO/IEC 10021-5

None at this time.

A.5
Draft changes for consideration Rec. X.419 | ISO/IEC 10021-6

None at this time.

A.6
Draft changes for consideration Rec. X.420 | ISO/IEC 10021-7

None at this time.

A.7
Draft changes for consideration Rec. X.435 | ISO/IEC 10021-9

None at this time.

A.8
Draft changes for consideration Rec. X.440

None at this time.

A.9
Draft changes for consideration Rec. X.460 | ISO/IEC 11588-1

None at this time.
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A register is not available for this printing of the guide.
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ISO/IEC 10021‑6: 1995 Technical Corrigendum 1   (published August, 1997)
ISO/IEC 10021‑7: 1995 Technical Corrigendum 1   (published August, 1997)
ISO/IEC 10021‑9: 1995 Technical Corrigendum 1   (published August, 1997)


ISO/IEC 10021‑2: 1995 Technical Corrigendum 2   (published December, 1997)
ISO/IEC 10021‑4: 1995 Technical Corrigendum 2   (published December, 1997)
ISO/IEC 10021‑5: 1995 Technical Corrigendum 2   (published December, 1997)
ISO/IEC 10021‑6: 1995 Technical Corrigendum 2   (published December, 1997)
ISO/IEC 10021‑7: 1995 Technical Corrigendum 2   (published December, 1997)

ISO/IEC 10021‑2: 1995 Technical Corrigendum 3   (published December, 1998)
ISO/IEC 10021‑4: 1995 Technical Corrigendum 3   (published December, 1998)
ISO/IEC 10021‑5: 1995 Technical Corrigendum 3   (published December, 1998)
ISO/IEC 10021‑6: 1995 Technical Corrigendum 3   (published December, 1998)
ISO/IEC 10021‑7: 1995 Technical Corrigendum 3   (published December, 1998)

ISO/IEC 10021‑1: 1990 Technical Corrigendum 7   (published , 1994)
ISO/IEC 10021‑2: 1990 Technical Corrigendum 7   (published , 1994)
ISO/IEC 10021‑4: 1990 Technical Corrigendum 9   (published , 1994)
ISO/IEC 10021‑5: 1990 Technical Corrigendum 8   (published , 1994)
ISO/IEC 10021‑6: 1990 Technical Corrigendum 8   (published , 1994)
ISO/IEC 10021‑7: 1990 Technical Corrigendum 9   (published , 1994)
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Appendix E:
MHS DEFECT REPORT FORM

	Report Number
(keep free)
	




ORIGINATOR

RECIPIENT

Name
:

ITU-T Study Group 7
Organisation
:

Secretariat
Address
:

Rue de Varembé



1200 Geneva 20



Switzerland



Fax: +41 22 730 5853



Email: sebek@itu.int




Date:

Originators Ref.:

Perceived nature of defect: error/ambiguity/.......................
in Recommendation ................... International Standard ...........................
or Draft Recommendation/Standard ..................... Version .............. Date ..................
Sub Clause ........................... Table/Figure .............. Part .......... of ..........
Version number of MHS Implementors' Guide consulted ...........
Concise description of perceived defect:

Suggested resolution of defect (optional):

_________________________

	*Contact:
	Mr. Richard Jesmajian, U.S.A.
	Tel:
+1 732 420 3669
Fax:
+1 732 368 1909
E-mail:
rwj@att.com
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