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X.1060 recommendation establishes a framework 
for organizations not only to build and manage a 
cyber defence centre (CDC), but also to periodically 
evaluate and improve its effectiveness.

Introduction
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The entity that offers security services to manage 
the cybersecurity risks at the top management level 
of any organization, can significantly take benefit 
from X.1060 and adopt its framework.

Who can take benefit?
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X.1060 recommendation establishes a framework 
with a very high level of adaptability and flexibility:

Is it flexible or rigid?
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X.1060 recommendation establishes a framework 
with a very high level of adaptability and flexibility:

“ An organization can establish its own service 
catalogue by selecting services from the list and 

adding services specific to the organization ”

Is it flexible or rigid?
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Regular evaluation of CDC
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The most interesting aspect we found in X.1060 
recommendation, reside on its richness, 

adaptability, adequation to be adopted and 
implemented progressively.

Insights on the ITU-T X.1060 Survey
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In our case, we are not just interested by the X.1060 
but rather we already adopted the framework and 

implemented more than 50% of its services.

Insights on the ITU-T X.1060 Survey
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