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Cross Border Issues must be prioritized to domestic policy issues in International Fora

Copyright MOIS Research Unit, Kyoto Univ. 2016



FDI and Investor’s Confidence
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Enhanced Cooperation

Under UNCTAD

WGEC 2012 (CSTD)

WGEC 2016

2018.1 (no agreement on the reporting)
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ICANN

US

DOC/NTIA

Multistakeholder

Community

IANA Stewardship

IPP, the Internet related Public Policeis

JPNIC 

etc…

United Nations Stakeholders

WSIS 2003

WSIS 2005

WSIS+10(2015)

Tunis Agenda

IGF2006

2007

2008

2009

2010

2011

2012

2013

2014

2015

2016

2017

2018       

NetMundial(2014)

NetMundial Initiaative

ITU WCIT /ITR/

PP14/WSIS FORUM

ISOC

ICC/BASIS

WEF

ITACOECDCIVIL SOCIETIES

GCCS

GFCE

2011-2015

WSIS Forum

China

2014 WIC

2015

2016

2017

WIC 

Internet and Digital 

Economy
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“The Constitution of Liberty” …. Friedrich August von Hayek

What are the conditions in order to be “Free” in Data Flow?  

APEC/Cross Border Privacy Rules

The APEC Cross Border Privacy Rules (CBPR) system, 

endorsed by APEC Leaders in 2011, is a voluntary 

accountability-based system to facilitate privacy-respecting 

data flows among APEC economies. It has four main 

components:

1. recognition criteria for organisations wishing to become 

an APEC CBPR system certified Accountability Agent;

2. an intake questionnaire for organisations that wish to be 

certified as APEC CBPR system compliant by a third-

party CBPR system certified Accountability Agent;

3. assessment criteria for use by APEC CBPR system 

certified Accountability Agents when reviewing an 

organisation's answers to the intake questionnaire; and

4. a regulatory cooperative arrangement (the CPEA) to 

ensure that each of the APEC CBPR system program 

requirements can be enforced by participating APEC 

economies.
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http://www.cbprs.org/

Interoperability?

• Dual Certification with
BCR,  Binding Corporate Rules

• GDPR Certification Mechanisms

Both Based on OECD Privacy Guidelines  in 1980/2013 
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Motivation Design in Digital Economy Policies 
CBPRs Workshop “Realizing the Potential of CBPRs’ Expansion”, August 19, 2017 in Ho Chi Minh 

City, Vietnam

(Guiding Questions given to “Session 2, Businesses’ View on Importance of 

Acquiring CBPR Certification” )

1. What can we expect as short term benefits of CBPR certification?
▪ Competitiveness in showing the potential capability in privacy protection

▪ Improve company’s internal awareness in privacy protection

▪ Improve awareness in partners in offshore outsourcing

2. What can we expect as long term outcomes of CBPR certification?
▪ Expanding potential market by improving trust from consumers

▪ Flexibility in partnering in offshore outsourcing

▪ Approaching European market by interoperability with GFPR

3. How far do we expect outreach of CBPR system to;
▪ APEC economies

▪ non-APEC (near APEC) economies

▪ processor companies (PRP?)

▪ non-ICT (non e-commerce) sectors

▪ MSMEs
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INTASECT, the first CBPR

Holder in Japan appreciates 

that the benefit of CBPR is 

worth the cost

Continued to
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➢ Japan’s Act on Protection of Protection Information
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Benefit and Responsibility of Outsourcer and Outsourcee

6

Source PIPC Japan

Japanese CBPR holders can 

transfer personal data to non 

CBPR holders in any country, 

with responsible oversight on 

personal data protection of 

their oursourcees. 

EU Adequacy（GL）
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Evidence Based Approach
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Evidence-based Approach in Digital Trade Discussions
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OECD/STRI Database

APEC/ STAR Database by AMIT

ECIPE DTE Database




