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Thank you Chair for the opportunity to provide comments on section 3b of your document. 

In paragraph 49, we request that you insert “continue to be” before “developed” in the second sentence.

In paragraph 50, instruments and mechanisms have been developed and should be promoted.

In paragraph 51 we request that you insert “coordinated” after “multipronged,” and in subparagraph b, you insert text “industry led.” We believe that subparagraph e should be deleted.

Our rationale for these comments is that CCBI supports multi pronged approach to spam outlined in the paper.  However, given the differences among national jurisdictions regarding the definition of spam and the numerous approaches, we question the appropriateness of a single global approach to the problem.  Additionally, enhanced enforcement cooperation should be promoted. The best way to stop spam will be to foster new approaches, involving technology, new business practices, prosecution of spammers, and increased awareness and empowerment of  users.  Thus, CCBI does not support mandating any specific technology solutions.

In paragraph 53, WSIS should call upon governments to adopt a flexible and responsive approach to the protection of personal information, including the acceptance of self-regulatory solutions and technological innovations that empower the user, determining where specific laws are needed to protect consumers from harm.  We encourage that those laws be enacted in the most targeted fashion possible and to educate the public about privacy protection and technology solutions.  WSIS should also encourage governments to cooperate internationally to ensure a seamless environment for different privacy regimes. In assessing the level of protection provided to personal information in other jurisdictions, the criterion should be the objective level of protection afforded by the system as actually used in practice within that jurisdiction. Governments should avoid developing laws, policies and practices which create obstacles to trans- border flows of personal data.

We propose that paragraph be deleted.  We have questions with regard to what a “global electronic authentication system” means. There are enough questions about what a global electronic authentication system is and what the requirements are that we believe it should be deleted, further, this concept has not been raised or discussed before and therefore should be deleted.

In paragraph 55, we request that you insert “,where necessary,” after “development“ and “national” in front of “consumer protection laws” In most cases, we simply need to ensure that existing consumer protection laws can be effective enforced in cyberspace, rather than writing entirely new legislation.
Thank you.

